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Introduction
In 3GPP Work Item Description, R15 eFeMTC WI, supporting CE-level-based access class barring to Improve access/load control of idle mode UEs is put forward[1]. 
	Improved load control:
· [bookmark: OLE_LINK4][bookmark: OLE_LINK6]Improved access/load control of idle mode UEs 
· [bookmark: OLE_LINK5][bookmark: OLE_LINK3]E.g. CE-level-based access class barring


In this contribution, we will discuss some considerations for CE-level-based access/load control of idle mode UEs from RAN2 perspective.
Discussion
[bookmark: OLE_LINK14][bookmark: OLE_LINK21][bookmark: OLE_LINK29][bookmark: OLE_LINK18][bookmark: OLE_LINK16][bookmark: OLE_LINK17][bookmark: OLE_LINK36]In legacy LTE, in order to guarantee the quality of serviced UEs and the priority access of high-priority UEs, the parameter (e.g. EAB) of access control is configured and broadcasted in SIB14. The RRC idle UE should check whether it’s allowed to access the cell or not firstly after receiving the system information. In eMTC, as each CEL is configured with different repetition, different amount of radio resource are needed for each CEL. The different radio resource should be assigned based on CEL to meet the demand of reliability. Especially for the extreme coverage scenario, more radio resource is needed. Therefore, it is necessary to introduce CEL-based access control to avoid extra resource consumption by UEs in coverage enhancement scenarios when the cell is in overload state. And, the parameter of CEL-based access control should be contained in SIB14, which is defined as follows: 

[bookmark: OLE_LINK13]-- ASN1START
SystemInformationBlockType14-r11 ::=	SEQUENCE {
	eab-Param-r11							CHOICE {
		eab-Common-r11							EAB-Config-r11,
		eab-PerPLMN-List-r11					SEQUENCE (SIZE (1..maxPLMN-r11)) OF EAB-ConfigPLMN-r11
	}														OPTIONAL, -- Need OR
	lateNonCriticalExtension				OCTET STRING(CONTAINING SystemInformationBlockType14-r15-IEs)			OPTIONAL,
	...
}
SystemInformationBlockType14-r15-IEs ::=	SEQUENCE {
	cel-eab-Param-r15							CHOICE {
		cel-eab-Common-r15							CEL-EAB-Config-r15,
		cel-eab-PerPLMN-List-r15					SEQUENCE (SIZE (1..maxPLMN-r11)) OF CEL-EAB-Config-r15
	}														OPTIONAL, -- Need OR
	lateNonCriticalExtension				OCTET STRING			OPTIONAL,
	...
}

EAB-ConfigPLMN-r11 ::=				SEQUENCE {
	eab-Config-r11						EAB-Config-r11				OPTIONAL -- Need OR
}

EAB-Config-r11 ::=					SEQUENCE {
	eab-Category-r11					ENUMERATED {a, b, c},
	eab-BarringBitmap-r11				BIT STRING (SIZE (10))
}
CEL-EAB-Config-r15 ::=			SEQUENCE (SIZE (1..maxCE-Level-r13)) CEL-EAB-Indicator,
CEL-EAB-Indicator				ENUMERATED {true,false}			OPTIONAL	-- Need OR,

-- ASN1STOP
[bookmark: OLE_LINK8]Proposal 1:  It is necessary to introduce CEL-based access/load control in eFeMTC. 

[bookmark: OLE_LINK11]If CEL-based access control is introduced in eFeMTC, the UE should check CEL-based access control besides checking the legacy access control parameter. There are two methods to deal with the relationship between the new introduced and the legacy access control parameter. 
[bookmark: OLE_LINK28][bookmark: OLE_LINK22][bookmark: OLE_LINK24][bookmark: OLE_LINK23]Method 1, The relationship between the new introduced CEL-based and the legacy access control parameter is ‘OR’.
[bookmark: OLE_LINK31][bookmark: OLE_LINK26][bookmark: OLE_LINK30]The UE checks the CEL-based control parameter and the legacy access control parameter separately. The UE is allowed to access the cell. as long as one of the two checking results shows the permission of accessing the cell. 

Method 2, The relationship between the new introduced CEL-based and the legacy access control parameter is ‘AND’.
[bookmark: OLE_LINK37]The UE checks the CEL-based control parameter and the legacy access control parameter separately; The UE is allowed to access the cell only if both of the two checking results shows the permission of accessing the cell.

Comparing the two access control methods, method 2 shows an elaborated access control. 
[bookmark: OLE_LINK20]Proposal 2: If CEL-based access control is introduced in eFeMTC, it is suggested to choose method 2 for access control.
[bookmark: _GoBack]Conclusion
Based on the analysis in this paper, we have the following proposals for general considerations on Access Control in eFeMTC.
[bookmark: OLE_LINK34][bookmark: OLE_LINK35][bookmark: OLE_LINK12]Proposal 1: It is necessary to introduce CEL-based access/load control in eFeMTC. 
Proposal 2: If CEL-based access control is introduced in eFeMTC, it is suggested to choose method 2 for access control.
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