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Introduction 
There are many discussions about CN Area update in Inactive state, and the following agreement has been made in the previous meetings.
RAN2 #96
1.	RAN2 assumes that UE performs CN level location update when crossing a TA boundary when in inactive (in addition to RAN updates based on RAN areas). 
2. There will be NG Core/CN Location Area code (similar to Tracking Area code) broadcast in system information of an NR Cell.
RAN2 adhoc#1
1	RAN2 understanding is that the UE will perform RRC signalling in order to perform a CN update whenever it leaves its registered TA (as a consequence of the RRC signalling the RAN is aware of the UE's location)
In this contribution, we focus on the CN Area update procedure in Inactive state w/o AMF change.
Discussions
In this section, we first depict CN area update procedure in Inactive state without AMF change, and then describe that procedure with AMF change and its potential problems, at last we will propose our views and solutions on these problems. 
CN Area update procedure without AMF change
As in LTE Idle state, when moves into a new CN area, the UE would trigger a TAU procedure and the UE AS layer will execute RRC connection Setup procedure. When it comes to NR inactive state, the UE NAS layer will also trigger a TAU procedure upon moving into a new CN area. As show in the Figure 1, the difference is that the UE would send a RRCConnectionresumerequest message to resume the RRC connection. After the connection was resumed, the AS can bring this TAU message in the RRCConnectionResmeComplete and the target gNB would transfer this TAU message to the source AMF by an Uplink NAS Transport message. During this TAU procedure, we can find that the UE NAS layer keeps in the connected state, and it sends the TAU message both ciphered and integrity protected as some other connected state message. And the source AMF can successfully decode this ciphered TAU message because it has this UE context.


Figure1: CN Area update procedure without AMF change
Observation 1: If the target gNB can connect to the source AMF, the CN area update procedure and the Ran area update procedure can be executed at the same time.
CN Area update procedure with AMF change
In section 2.1, we just assume that the target gNB can connect to the source AMF, however in some cases the target gNB may be unable to connect to the source AMF. As shown in Figure 2, a UE under gNB3 may register the AMF1 first and the AMF1congfiures a TAList1 for this UE. Then this UE may move to the gNB2 which doesn’t belong to the TAlist1, the UE would trigger TAU procedure. For that the UE NAS layer is still at the connected state, the TAU message would be both ciphered and integrity protected as some other connected state message.


Figure 2: Inter AMF TAU
As depicted in the Figure2 and Figure 3, upon receiving the RRCConnectionresumerequest message, the target gNB (gNB2) can successfully get the UE AS context from the source gNB (gNB3) for that there is Xn interface between the target gNB (gNB2) and the source gNB (gNB3).
Observation 2: The target gNB may be unable to connect the source AMF even it could get the UE AS context from the source gNB.
During the step 4 ~5, if the TgNB doesn’t adopt any special processing and send rrcconnectionResume message to the UE, the UE will carry the connected TAU message in the RRCConnectionResumeComplete message. Then in step 7, the TgNB has to send this TAU message within the InitialUEMsg to the target AMF for that it can’t connect to the SAMF. But this TAU message would be discarded at the target AMF, because this message is ciphered as mentioned above.


Figure 3: CN Area Update with AMF change (1)
Observation 3: If the target gNB can’t connect to the source AMF and still send RRCConnectionResume message to UE, the TAU message would be discarded at the target AMF.
Proposal 1: Ran2 to discuss how to process CN Area Update procedure with AMF change in Inactive State first.
From the above discussion, we can see that when the target gNB can’t connect to the source AMF, the target gNB shouldn’t send RRCConnectionResume message to UE even it can successfully get the UE AS context. Instead, as shown in Figure 4, the target gNB could send a RRCConnectionSetup message to UE, and the UE AS layer should indicate NAS layer of resume failure upon receiving this RRCConnectionSetup message.



Figure 4: CN Area update procedure with AMF change (2)
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From the figure 4, the target gNB learns the source AMFID from the RetirveUEContextResponse message. Actually if the TgNB could get the SAMFID from the Msg3, it can send rrcconnectionSetup message directly for AMF change situation as shown in figure 5.


Figure 5: CN Area update procedure with AMF change (3)

However, in the Figure 5 it also requires the UE to bring the SAMFID in the Msg3 when send the NAS message in Inactive state, it also means that the UE NAS layer should be indicated of the inactive state. In the RAN2#98 meeting, the following agreement has been made
Agreement
1	AS support for PLMN selection (i.e. providing available PLMNs to NAS) for a UE in RRC_INACTIVE if SA2/CT1 confirm that PLMN selection is supported.
From this agreement, we can see that if the PLMN selection is supported in the Inactive state, the UE AS should indicate NAS layer when it enters into Inactive state.
Proposal 3: Ran2 to discuss at the UE side whether the AS layer need to indicate the NAS layer of inactive state. 
Proposal 4: If the NAS layer can indicate AMFID when trigger TAU procedure, the UE can indicate AMFID in the RRCConnectionResumeRequest message.
Conclusion 
Based on all the analysis above, we give our observations and proposal as:
Observation 1: If the target gNB can connect to the source AMF, the CN area update procedure and the Ran area update procedure can be executed at the same time.
Observation 2: The target gNB may be unable to connect the source AMF even it could get the UE AS context from the source gNB.
Observation 3: If the target gNB can’t connect to the source AMF and still send RRCConnectionResume message to UE, the TAU message would be discarded at the target AMF.
Proposal 1: Ran2 discuss how to process CN Area Update procedure with AMF change in Inactive State first.
Proposal 2: If the target gNB can’t connect to the source AMF, it can respond to the RRCConnectionResumeRequest with a RRCConnectionSetup message, and the UE should indicate upper layer upon receiving RRCConnectionSetup message.
Proposal 3: Ran2 to discuss at the UE side whether the AS layer need to indicate the NAS layer of inactive state. 
Proposal 4: If the NAS layer can indicate AMFID when trigger TAU procedure, the UE can indicate AMFID in the RRCConnectionResumeRequest message.
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