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Discussion and Decision
1
Introduction
At RAN2#103b meeting, some contributions were about eMBB solution. In the feMob WID [1], eMBB solution was also mentioned. In this paper, we provide more details of eMBB.
2
Discussion
2.1
eMBB handover procedures
Basic eMBB handover procedures are illustrated in Figure 1. Step 1 to 7 are the same as in LTE handover, while there are some differences for step 8 to 12 compared with legacy LTE handover.
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Figure 1: Basic procedure for eMBB solution
For step 2:

During handover preparation, the source eNB could initiate eMBB procedure and then it could send a new eMBB indication to the target eNB. Later, the target eNB can includes the indication in handover message which will be sent to UE by the source eNB.

Proposal 1: It is proposed to introduce an eMBB indication from the source eNB to the target eNB to initiate eMBB procedure. 
For step 8:

After the UE performs random access to the target eNB, the target eNB can be prepared to send/receive data to/from UE. For downlink data transmission, it is not necessary to perform data forwarding to target eNB just after handover preparation, because these data will not be used unless random access is completed. In this case, it may be a waste of X2 resource to perform data forwarding in advance.
And after random access an indication to source eNB for triggering data forwarding can be used to save X2 resource consumption. This indication can be sent from UE (step 8b) or target eNB (step 8a), and RAN2 can discuss and decide on a final solution.

Proposal 2: It is proposed to introduce an indication of triggering downlink data forwarding, and this indication is to be sent to the source eNB. The indication can be sent from UE or the target eNB.
For uplink data transmission:

When eMBB is enabled, UE is supposed to keep data communication with both source eNB and target eNB. For downlink data transmission, the UE is required to receive data from both the source and target eNB. For uplink data transmission, it may be more complicated for the UE as the uplink transmission power has to be split between two eNBs, and thus the uplink coverage may be deteriorated due to low transmission power.
For eMBB solution, it is beneficial for uplink coverage if only one uplink path is maintained. In Figure 1, it is assumed that the UE only sends data to target eNB during handover.
Proposal 3: It is proposed to discuss maintain one or two uplink paths for eMBB solution.
For step 12:
For eMBB solution, it should be discussed when to release the simultaneous data transmission. Considering variable radio conditions of the source cell, there should be an efficient way and both explicit and implicit mechanisms could be considered. For explicit mechanism, it could be a message from the network to the UE for release of the simultaneous data transmission; for implicit mechanism, it could be a pre-configured timer, and the UE could automatically release the simultaneous data transmission after the timer expires.
In Figure 1, we show an explicit way as an example, i.e. the target eNB sends a release indication to the UE/the source eNB and then the UE stop data reception from the source eNB.
Proposal 4: It is proposed RAN2 to discuss explicit way or implicit way to release the simultaneous data transmission.
2.2
Protocol stack
Figure 2 shows the protocol stack for eMBB solution, and it includes both UE and network sides.
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Figure 2: Protocol stack for eMBB solution
On network side, both the source and the target eNBs hold separate protocol stacks, except for sequence numbering functionality. For eMBB solution, we think there should be a common sequence numbering functionality in PDCP layer and then the data can be transmitted on two paths in lower layers. Before path switch, it should be only the source eNB which perform sequence numbering; after patch, only the target eNB performs sequence numbering. While other protocols and functionalities are the same as the legacy LTE definitions.
On UE side, basically there are two protocol stacks, i.e. from PHY to PDCP, except for reordering functionality in PDCP layer. Similar as network side, for PDCP entity, we think that it is reasonable to have a common sequence numbering functionality. For all other functionalities in PDCP layer, they should be independent, e.g. independent security keys. As PDCP entity can know where a PDCP packet is from according to which RLC entity delivers that packet to it, there will be no key ambiguity problem.
Proposal 5: It is proposed to have a common sequence numbering functionality in PDCP layer, while there are two independent protocol stacks from PDCP to PHY. This is applied to both UE and network sides.
Proposal 6: Two independent security keys are used in the source and the target eNBs.

At RAN2#103b meeting, there is one FFS about dual RRC.
=>
FFS whether single or dual RRC (and e.g. whether we have 1 or 2 S1-C connections) is considered (S1-C would affect also RAN3)

After the UE successfully accesses in the target eNB, the RRC connection in the source eNB should be released, and then the UE only maintains one RRC connection to the network. Generally we think single RRC can work and no extra work is needed, and we do not see strong motivations to have dual RRC.

Proposal 7: For eMBB solution, single RRC is used.
3
Conclusions
This contribution has discussed the design details of eMBB solution, and we have the following proposals:
Proposal 1: It is proposed to introduce an eMBB indication from the source eNB to the target eNB to initiate eMBB procedure. 
Proposal 2: It is proposed to introduce an indication of triggering downlink data forwarding, and this indication is to be sent to the source eNB. The indication can be sent from UE or the target eNB.
Proposal 3: It is proposed to discuss maintain one or two uplink paths for eMBB solution.
Proposal 4: It is proposed RAN2 to discuss explicit way or implicit way to release the simultaneous data transmission.
Proposal 5: It is proposed to have a common sequence numbering functionality in PDCP layer, while there are two independent protocol stacks from PDCP to PHY. This is applied to both UE and network sides.

Proposal 6: Two independent security keys are used in the source and the target eNBs.

Proposal 7: For eMBB solution, single RRC is used.
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