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1 Introduction
In RAN#80, a new study item on NR V2X was approved [1]. Among others, one objective of the study item is to study sidelink L2/L3 protocols: 
1: Sidelink design [RAN1, RAN2]:

· Identify technical solutions for a NR sidelink design to meet the requirements of advanced V2X services, including 

· Study sidelink L2/L3 protocols
The sidelink L2/L3 protocols Include MAC, RLC, PDCP, etc. In this paper, we will discuss design of PDCP protocol stack for NR V2X sidelink. 
2 Discussion 

In LTE sidelink PDCP is used in both user plane (UP) to carry data traffic and control plane (CP) to carry PC5-S used for PC5 link management. The basic sidelink PDCP functionalities include [2]: 
· Ciphering (for sidelink one-to-one and one-to-many communication)

· Integrity protection and verification (for sidelink one-to-one communication) 

· PDCP reordering 

· PDCP duplication 
· Header Compression and Decompression when data transmission is IP based 

For NR V2X, similar functionalities may be required for sidelink, for instance, PDCP duplication is needed for high reliability, which in turn requires PDCP reordering (at receiver side), header compression and decompression is needed when data transmission is IP based, etc., therefore PDCP for LTE sidelink can be used as a baseline for design of PDCP for NR V2X sidelink. 
Observation 1 Functionalities supported by LTE sidelink may also be required by NR V2X sidelink.

Proposal 1 PDCP for LTE sidelink is used as a baseline for PDCP design of NR V2X sidelink. 

Additionally, similar to sidelink LTE, it is assumed that one PDCP entity carries data associated to one SL radio bearers. The only difference that we foresee is that it might be beneficial to introduce a functionality which maps incoming SL traffic, i.e. QoS flows, into proper sidelink radio bearers. However, in our understanding this functionality should not lie in PDCP, rather it should be specified in the SDAP layer, which in Uu already handles the mapping of incoming QoS flows into equivalent Uu radio beares.
Proposal 2 As in LTE, one PDCP entity carries data of one SL radio bearer. 

Besides, PDCP ciphering and Integrity protection/verification are not performed in LTE V2X sidelink as only broadcast is supported. For unicast/groupcast, handling security in PDCP (i.e. ciphering and Integrity protection/verification) may not be a necessity as security will anyway be handled in higher layer(s), and the sidelink AS layer messages could be received and used by any UEs in vicinity, i.e. no security concerns. The connection establishment will be faster without handling security in PDCP, which is crucial for latency critical V2X services. We propose RAN2 to investigate whether security handling is needed in PDCP for NR V2X sidelink in conjunction with SA3. 
Observation 2 Security will anyway be handled in higher layer(s) and no security issues for AS layer assistance info over sidelink. 

Observation 3 The connection establishment will be faster w/o handling security in PDCP, which is crucial for latency critical V2X services. 

Proposal 3 RAN2 to investigate whether security handling is needed in PDCP for NR V2X sidelink together with SA3. 

It is proposed to agree the Text Proposal in the Annex. 

Proposal 4 Agree the Text proposal in the Annex. 
3 Conclusion

In section 2 we made the following observations:

Observation 1
Functionalities supported by LTE sidelink may also be required by NR V2X sidelink.
Observation 2
Security will anyway be handled in higher layer(s) and no security issues for AS layer assistance info over sidelink.
Observation 3
The connection establishment will be faster w/o handling security in PDCP, which is crucial for latency critical V2X services.


Based on the discussion in section 2 we propose the following:

Proposal 1
PDCP for LTE sidelink is used as a baseline for PDCP design of NR V2X sidelink.
Proposal 2
As in LTE, one PDCP entity carries data of one SL radio bearer.
Proposal 3
RAN2 to investigate whether security handling is needed in PDCP for NR V2X sidelink together with SA3.
Proposal 4
Agree the Text proposal in the Annex.
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5 Annex – Text Proposal for 38.885 
5.1.4
L2/L3 protocols

5.1.4.X PDCP

Some functionalities required by PDCP for NR V2X sidelink are similar to those introduced for LTE sidelink. PDCP for LTE sidelink could be used as a baseline for PDCP design of NR V2X sidelink. 

As in LTE, one PDCP entity carries data of one sidelink radio bearers. A functionality to multiplex incoming QoS flows into sidelink radio bearers, if needed, is not part of the PDCP layers.
Regarding security, it should be further investigated whether security can be handled in higher layer(s) and whether there are no security issue with AS messages. If this is the case, the connection establishment will be faster without handling security in PDCP.
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