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1	Introduction
In RAN2 meeting #103-bis, high-level agreements have been made for the mobility solutions aiming at achieving a service interruption time close to 0 ms [1]:
	=>	Use the protocol stack comparison in R2-1814460 contribution as baseline for further discussions between the split bearer and non-split bearer solutions.
=>	Discuss the security key aspects more when we discuss the details of the solutions.
=>	Consider how to do reordering in non-split case
=>	FFS whether single or dual RRC (and e.g. whether we have 1 or 2 S1-C connections) is considered (S1-C would affect also RAN3)
=>	FFS how duplication is considered (depending on solution details)



In this contribution, we focus on mobility solution that is using the split bearer architecture [2] as a counterpart scheme for the non-split bearer solution that is treated in [3].
2	Discussion
The steps of split-bearer solution without PDCP re-establishment are shown in Fig. 2 and Fig. 3:
· It is assumed in step 1 that a source eNB-terminated split DRB is already configured. For mobility robustness, a split SRB may be also configured. In this case, the UE exchanges user and control plane data that are ciphered with source eNB key.

· After receiving measurements reports in step 2, the source eNB decides to swap the role with the target eNB which shall have a better signal strength/quality. The ultimate aim of the role swap procedure is to switch the DRB/SRB from source eNB-terminated bearers to target-eNB terminated bearers. The first steps of the role swap procedures are shown in steps 4-7 where the source eNB prepares the target eNB and UE.

· In step 7, the UE receives an RRC reconfiguration message to switch the source eNB-terminated (split) SRB to target eNB-terminated (split) SRB. From this point, the target eNB becomes responsible for RRC configuration of the UE. However, the UE keeps on exchanging user plane data using the source eNB-terminated DRB.

· In step 9, the UE sends RRC Connection Reconfiguration Complete message to the target eNB that is ciphered with target eNB key. The target eNB may confirm the successful UE reconfiguration to the source eNB in step 10, if needed.

· After receiving the reconfiguration confirmation from the UE, the target eNB initiates path switch. Meanwhile, the user keeps on exchanging user data using the source eNB-terminated DRB.

· As soon as the source eNB receives the end marker from the serving gateway, the source eNB stops sending DL data to the UE in step 12 and forwards to the target eNB, along with the SN Status Transfer in step 13, the incoming PDCP SDUs and those which have not been acknowledged by the UE. Upon receiving the SN Status Transfer message from source eNB, the target eNB activates its PDCP in step 14 and starts transmitting DL user data that is ciphered with its own key. 

Note that the target eNB continues to transmit the PDCP PDUs received from the source eNB terminated split bearer, ciphered with source eNB key while the source eNB is forwarding the PDCP SDUs. As such, there shouldn’t be, in principle, any service interruption in DL.

· The UE should be able to distinguish the DL PDCP PDUs that are ciphered by source eNB- and target eNB-terminated DRBs as shown in step 15. For this purpose, one of the solutions discussed in [4] may be used.

· So far, only the DL DRB has been switched from source to target eNB. For completeness, the UL DRB shall be switched as well in step 16, i.e., the steps for UL user plane handling are elaborated below. Finally, the radio link of the source eNB is released in step 17 and the UE receives user data and control plane only from target eNB. 

[image: ]
Figure 2: Split-bearer solution without PDCP re-establishment for achieving a service interruption time close to 0 ms.
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Figure 3: Configuration of the SRB, DL and UL DRBs at different stages of the split bearer solution without PDCP re-establishment.

Based on the analysis of Fig. 2, the following observations can be made for the split bearer solution without PDCP re-establishment:
Observation 1: The UE switches the SRB from source to target while it continues to exchange user data via source eNB-terminated (split) DRB that is ciphered with source eNB key.
Observation 2: The source eNB stops transmitting DL PDCP PDUs upon receiving the end marker from the serving gateway and forwards the user data (PDCP SDUs) and SN Status Transfer message to the target eNB.
Observation 3: The UE shall maintain simultaneously the security key of the source and target eNBs for deciphering the packets that have been received from source and target eNB.
Observation 4: New solutions are required for enabling the UE to distinguish the DL PDCP PDUs ciphered by source or target eNB.
Observation 5: The UE performs re-ordering and duplicate discarding of DL PDCP PDUs. 
Observation 6: Split-bearer solution without PDCP re-establishment can achieve 0 ms service interruption time in DL.
After the activation of the target eNB PDCP for DL transmission in step 14, the UE will start to receive DL PDCP PDUs that are ciphered with target eNB key. At this exact time instant (step 14), the UE should, in principle, start as well to use the target-terminated DRB for UL transmission. Unfortunately, this cannot happen instantaneously without re-configuring (via RRC Reconfiguration message) the UE to use the target eNB-terminated DRB for UL transmission, ciphered with target eNB key. Thus, until the UE receives the RRC reconfiguration message from target eNB, the UE may have already sent some PDCP PDUs on the source eNB-terminated UL DRB, ciphered with source eNB key. 
One solution for this issue is that the source eNB performs deciphering for the received PDCP PDUs and forwards them to the target eNB. This is illustrated in Fig. 4:
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Figure 4: Option 1 for handling UL user data received before RRC Connection Reconfiguration.
This solution is sub-optimal as the UL user data may be transmitted twice on the X2 interface. However, this might be tolerable if it happens only for a short time until the UE receives the RRC Connection Reconfiguration in Step 16.
Observation 7: In split bearer solution without PDCP re-establishment, the source eNB may have to decipher, for some time, UL PDCP PDUs and forward them to the target eNB when the latter activates its own PDCP for DL transmission.
Proposal 1: Consider solution with split bearer and role swap as a candidate solution to improve user interruption time during handover.
Proposal 2: RAN2 to further study on how to handle the (de)-ciphering, re-ordering and duplicate discarding of UL PDCP PDUs in split bearer solution without PDCP re-establishment.
3	Conclusion
In this contribution, we have analysed an enhanced mobility solution that is based on split bearer without PDCP re-establishment. The observations and proposals are summarized below:
Observation 1: The UE switches the SRB from source to target while it continues to exchange user data via source eNB-terminated (split) DRB that is ciphered with source eNB key.
Observation 2: The source eNB stops transmitting DL PDCP PDUs upon receiving the end marker from the serving gateway and forwards the user data (PDCP SDUs) and SN Status Transfer message to the target eNB.
Observation 3: The UE shall maintain simultaneously the security key of the source and target eNBs for deciphering the packets that have been received from source and target eNB.
Observation 4: New solutions are required for enabling the UE to distinguish the DL PDCP PDUs ciphered by source or target eNB.
Observation 5: The UE performs re-ordering and duplicate discarding of DL PDCP PDUs. 
Observation 6: Split-bearer solution without PDCP re-establishment can achieve 0 ms service interruption time in DL.

Observation 7: In split bearer solution without PDCP re-establishment, the source eNB may have to decipher, for some time, UL PDCP PDUs and forward them to the target eNB when the latter activates its own PDCP for DL transmission.
Proposal 1: Consider solution with split bearer and role swap as a candidate solution to improve user interruption time during handover.
Proposal 2: RAN2 to further study on how to handle the (de)-ciphering, re-ordering and duplicate discarding of UL PDCP PDUs in split bearer solution without PDCP re-establishment.
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