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	Reason for change:
	In subclause 5.3.5.6.3, when a SRB is listed in the srb-ToAddModList and the reestablishPDCP is set, the PDCP re-establishment will not be done if the target RAT is E-UTRA/5GC. We believe this is not the intention of R2-1813266.


	
	

	Summary of change:
	In subclause 5.3.5.6.3, change the indentation of the sentence “re-establish the PDCP entity of this SRB as specified in 38.323 [5];” from 4> to 3>.
Impact Analysis
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	Consequences if not approved:
	When the reestablishPDCP of an SRB in the srb-ToAddModList is set and the target RAT is E-UTRA/5GC, this SRB will not be re-established.
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START OF THE CHANGE

5.3.5.6.3
SRB addition/modification

The UE shall:
1>
for each srb-Identity value included in the srb-ToAddModList that is not part of the current UE configuration (SRB establishment or reconfiguration from E-UTRA PDCP to NR PDCP):

2>
establish a PDCP entity and configure it with the security algorithms according to securityConfig and apply the keys (KRRCenc and KRRCint) associated with the master key (KeNB/ KgNB) or secondary key (S-KgNB) as indicated in keyToUse, if applicable;

2>
if the current UE configuration as configured by E-UTRA in TS 36.331 includes an SRB identified with the same srb-Identity value:

3>
associate the E-UTRA RLC entity and DCCH of this SRB with the NR PDCP entity;

3>
release the E-UTRA PDCP entity of this SRB;

2>
if the pdcp-Config is included:

3>
configure the PDCP entity in accordance with the received pdcp-Config;

2>
else:

3>
configure the PDCP entity in accordance with the default configuration defined in 9.2.1 for the corresponding SRB;

1>
for each srb-Identity value included in the srb-ToAddModList that is part of the current UE configuration:

2>
if the reestablishPDCP is set:

3>
if target RAT is E-UTRA/5GC:

4>
configure the PDCP entity to apply the integrity protection algorithm and KRRCint key configured/derived as specified in TS 36.331 [10, 5.4.2.3], i.e. the integrity protection configuration shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;

4>
configure the PDCP entity to apply the ciphering algorithm and KRRCenc key configured/derived as specified in TS 36.331 [10, 5.4.2.3], i.e. the ciphering configuration shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;

3>
else:

4>
configure the PDCP entity to apply the integrity protection algorithm and KRRCint key associated with the master key (KeNB/KgNB) or secondary key (S-KgNB), as indicated in keyToUse , i.e. the integrity protection configuration shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;

4>
configure the PDCP entity to apply the ciphering algorithm and KRRCenc key associated with the master key (KeNB/KgNB) or secondary key (S-KgNB) as indicated in keyToUse, i.e. the ciphering configuration shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;

3>
re-establish the PDCP entity of this SRB as specified in 38.323 [5];

2>
else, if the discardOnPDCP is set:

3>
trigger the PDCP entity to perform SDU discard as specified in TS 38.323 [5];

2>
if the pdcp-Config is included:

3>
reconfigure the PDCP entity in accordance with the received pdcp-Config.

END OF CHANGES
