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1	Introduction
This contribution deals with the delicate situation of having specified a flexible gNB ID length, forming the most significant bits (MSBs) of the NR cell identity and the lack of the gNB ID length information in the system broadcast. We will discuss the issues created by such gNB ID length flexibility and propose a solution to deal with these issues. The solution outlined in this contribution is to introduce gNB ID length in system information, which has no effect on the core network (RAN-based solution). However, it is also possible to solve this problem using a network solution. We have outlined the so-called network solution in our RAN3 paper [1], in which we also provide a brief comparison of the two solutions.
[bookmark: _Ref178064866]2	Discussion
2.1	Flexible assignment of gNB ID and NR cell ID
The global gNB ID is contained in NR cell global ID (NR CGI) [2],
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	PLMN Identity
	M
	
	9.3.3.5
	

	CHOICE gNB ID
	M
	
	
	

	>gNB ID
	
	
	
	

	>>gNB ID
	M
	
	BIT STRING (SIZE(22..32))
	Equal to the leftmost bits of the NR Cell Identity IE contained in the NR CGI IE of each cell served by the gNB.



As it can be understood from this table, the gNB ID length can vary between 22 to 32 bits which is equal to the most significant bits of the NR CGI (36 bits) of each cell served by this gNB.
Given the flexible length of NG-RAN node IDs, we could foresee the possibility to assign node IDs in a way that a node ID with a shorter length is contained in the MSBs of a node ID with longer length. This could aid fully exploiting the node/cell ID numbering space available, e.g., if a RAN node cannot “fill up” its complete cell ID numbering space with cell IDs, another node (with less cell ID numbering space) could seize those unused cell ID ranges, as can be seen in Figure 1. 


[bookmark: _Ref528658812][bookmark: _Ref528658806]Figure 1: RAN node ID with less cell ID range seizing numbering space from another RAN node.

2.2	Issues related to flexible gNB ID length
Current Xn/X2 TNL address discovery of NG-RAN/E-UTRAN nodes follow the signalling scheme, depicted in Figure 2:
0. The RAN node establishes the RAN-CN interface (S1/NG-C). This is based on OAM configured cell data and (so assumed) configuration-based length of the RAN node ID specific portion of the Cell Identifier, and finally C-plane TNL address of the CN node (MME/AMF).
1. In the network consolidation phase for RAN internal interfaces (X2/Xn), e.g. at introduction of a new RAN node, the cells of such a new node are detected by UEs while being served by the requesting node and ANR reported.
2. If the requesting node wishes to connect to the candidate node, it would need request the CN node to help it in doing so by requesting to relay S1AP/NGAP Configuration Transfer signalling towards the candidate node. Current design of the S1AP/NGAP Configuration Transfer messages requires the requesting node to know the RAN node-related portion of the RAN node ID.
3. (5., 7., 9.) S1-MME/NG-C signalling takes place between the requesting and the candidate RAN node.
4. (8.) The consulted CN node provides routing abilities along the indicated source/target RAN Node IDs. The routing table was built in step 0.
10. Finally, the RAN interface instance (X2/Xn) between the requesting and the candidate RAN Node is established.

Obviously, the current TNL address discovery is not well prepared for the RAN node ID’s flexible length. At TNL address discovery as of today, the initiating node would need to know the candidate node ID’s length. Either this length if fixed throughout the whole network or follows rather static rules, or “eats up” numbering space by “playing” with certain prefixes.
[bookmark: _Toc347823812][bookmark: _Toc347823993][bookmark: _Toc347824244][bookmark: _Toc528667097]The current TNL address discovery is not well prepared for the RAN node ID’s flexible length.



[bookmark: _Ref528659727]Figure 2 RAN i/f address discovery - applicable for E-UTRAN and NG-RAN
Note: The global eNB ID is also contained in E-UTRA cell global identity (ECGI) which is equal to the leftmost bits of the ECGI of each cell served by the eNB, where the eNB ID can be either 18, 20, 21 or 28 bits in case of eNB connected to EPC and 18, 20 or 21 bits in case of eNB connected to 5GC. However, it has been assumed that the eNBs are deployed in a homogenous way in E-UTRA and hence the eNB ID lengths are semi-statically configured in sufficiently large areas (not really fully flexible) and therefore, no standardization work has been performed so far to solve eNB ID length ambiguity. 
2.3	Broadcast of gNB ID length in system information
There are at least two solutions to resolve the issues discussed above. One solution is to resolve the ambiguity in a network level. In essence, we could form a tree structure as shown in Figure 1 when assigning node IDs and perform a “maximum length match” of the detected cell’s ID to find the corresponding gNB ID. This solution is explained in detail in our RAN3 paper [1]. Another approach (RAN-based solution), is to broadcast the gNB ID length in system information and instruct the UEs to report the gNB ID length when reading the system information of an unknown cell. This approach, as explained in [1], requires the same amount of overall planning as the alternative network solution. However, using this approach, there is a certain possibility to allocate Cell-IDs in a more flexible way in case node IDs are assigned within the sub-numbering space of another node. For example, considering the example depicted in Figure 1, RAN node ID1 can in principle “steal” cell IDs from RAN node ID2 as any gNB ID ambiguity is resolved by the gNB ID length reported by the UE, see Figure 3.
[bookmark: _Ref190406817][bookmark: _Toc226862296][bookmark: _Toc347823621][bookmark: _Toc347824073][bookmark: _Toc347824246][bookmark: _Toc528667098]Include gNB ID length in CellAccessRelatedInfo IE in SIB1 for each cell that is served by that gNB.
[bookmark: _Toc528667099]Include gNB ID length in reportCGI measurement report.

We have provided two CRs to 38.331 and 36.331 in our companion contributions [3] and [4] correspondingly that address the necessary changes for our proposed RAN solution.


[bookmark: _Ref528661832]Figure 3 Extended Cell-ID allocation possibilities with broadcast solution
3	Conclusion
In the previous sections we made the following observations: 
Observation 1	The current TNL address discovery is not well prepared for the RAN node ID’s flexible length.

Based on the discussion in the previous sections we propose the following:
Proposal 1	Include gNB ID length in CellAccessRelatedInfo IE in SIB1 for each cell that is served by that gNB.
Proposal 2	Include gNB ID length in reportCGI measurement report.
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