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Introduction
[bookmark: _Hlk523733459]In RAN #81, a revised SID on Study on NR Industrial Internet of Things (IoT) is approved. The potential enhancements on Ethernet header compression are discussed and captured in this study item, as shown in the following [1]:
2)	Time Sensitive Networking related enhancements:
c)  	Ethernet header compression (RAN2):
i)	Analysis of the benefits and the scenario (e.g. what are the formats and size of Ethernet frame to be considered, are VLAN fields included etc.). 
ii)	Definition of the requirements for a new RoHC profile.
[bookmark: OLE_LINK90][bookmark: OLE_LINK91]In this paper, we will discuss the issue about Ethernet header compression and give our proposals. 
[bookmark: _Ref178064866]Discussion
The header compression for IP packet are supported in current LTE and NR system. Current header compression protocol is based on the Robust Header Compression (ROHC) framework defined in RFC. There are multiple header compression algorithms, called profiles, defined for the ROHC framework, which is specific to the particular network layer, transport layer or upper layer protocol combination e.g. TCP/IP and RTP/UDP/IP. However, how to compress Ethernet header are not considered. 
[bookmark: _Toc528836699][bookmark: _Toc528836813][bookmark: _Toc528836850][bookmark: _Toc528836971][bookmark: _Toc528848911][bookmark: _Toc528884385][bookmark: _Toc528920644][bookmark: _Toc528922785][bookmark: _Toc528923665]How to compress Ethernet header is not defined.
Two issues should be solved when focusing on Ethernet header compression bullet: one is which frame format is related and which field is considered, another one is which node/layer to do compression processing. And the details are described in section 2.1 and section 2.2.
Issue-1: What to compress
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]Several Ethernet frame formats are defined by IEEE, such as Ethernet II, 802.3/802.2 SAP, 802.3/802.2 SNAP. Currently, Ethernet II frame structure is the typical format adopted by most TCP/IP equipment, and the other two (802.3/802.2 SAP and 802.3/802.2 SNAP) is developed on top of Ethernet II, and still used in the real system. D-MAC, S-MAC, Type are included in the header of Ethernet II. D-MAC, S-MAC, Length, DSAP, SSAP, control field are included in the header of 802.3/802.2 SAP. D-MAC, S-MAC, Length, DSAP, SSAP, control field, SNAP-ID are included in the header of 802.3/802.2 SNAP. For each Ethernet format, D-MAC and S-MAC is used to represent a destination MAC address and a source MAC address, DSAP, SSAP and SNAP ID is used to represent upper protocol type of Ethernet frame, control field is used to represent Type1 LLC or Type 2 LLC encapsulated, The value of the Ethernet Type filed vs. Length field can be used for identifying the Ethernet frame is Ethernet II format or 802.3 format. The figure shows the examples of Ethernet format:


Figure 1, Examples of Ethernet frame format
[bookmark: _Toc528102467][bookmark: _Toc528141718][bookmark: _Toc528239067][bookmark: _Toc528837028][bookmark: _Toc528848906][bookmark: _Toc528884405][bookmark: _Toc528920656][bookmark: _Toc528922786][bookmark: _Toc528923666]Diverse Ethernet frames should be considered for Ethernet head compression, including Ethernet II, 802.3/802.2 SAP and 802.3/802.2 SNAP.
Ethernet header information is operated in Layer 2 (i.e. data link layer). Each Ethernet frame starts with Preamble & Start of Frame delimiter (SFD) and it ends with frame check sequence (FCS). In TS 23.501, how to consider these information is defined.
Section 5.6.10 in TS 23.501: 
Ethernet Preamble and Start of Frame delimiter are not sent over 5GS:
-	For UL traffic the UE strips the preamble and frame check sequence (FCS) from the Ethernet frame.
-	For DL traffic the PDU Session Anchor strips the preamble and frame check sequence (FCS) from the Ethernet frame.
[bookmark: _Toc528836700]According to TS 23.501, preamble, SFD, and FCS of Ethernet frame are not transmitted over 3GPP network, thus only the rest fields in Ethernet frame are need to consider for header compression processing.
[bookmark: _Toc528836814][bookmark: _Toc528836851][bookmark: _Toc528836972][bookmark: _Toc528848912][bookmark: _Toc528884386][bookmark: _Toc528920645][bookmark: _Toc528922787][bookmark: _Toc528923667][bookmark: _Toc528836701][bookmark: _Toc528836815][bookmark: _Toc528836852][bookmark: _Toc528836973]Ethernet Preamble, SFD and FCS are not transmitted over 5G system.
If VLAN is supported in 5G system, VLAN related fields are filled in between address field and type/length field. VLAN field contains the related information with Tag Protocol Identifier (TPID) and Tag Control Information (TCI), where the TPID is used to identify the frame/to select the correct tag decoding functions, and TCI is dependent on the tag type (e.g. customer VLAN tag, Service VLAN tag, and Backbone Service Instance tag). The figure 2 shows an example of the frame format with VLAN field. 



Figure 2, Example of IEEE 802.3 MAC frame format – 802-1Q (2011)
[bookmark: _Toc528837029][bookmark: _Toc528848907][bookmark: _Toc528884406][bookmark: _Toc528920657][bookmark: _Toc528922790][bookmark: _Toc528923084][bookmark: _Toc528923661][bookmark: _Toc528923679]RAN2 study 9 Ethernet PDU headers for Ethernet head compression considering possible VLAN tag.
Generally speaking, no matter for which Ethernet frame format, the first two fields in the header are the unified, i.e. destination address information and source address information. While specific fields are subsequently filled in if different Ethernet frame format are adopted. For example, Type field is filled in if Ethernet II is adopted, while Length field, DSAP filed, SSAP field, control field are filled in if 802.3/802.2 SAP is adopted, and Length field, DSAP filed, SSAP field, control field, SNAP field(organizational unique identifier and Type) are filled in if 802.3/802.2 SNAP is adopted.
As we understood, if the packets originated from/to one data node to/from one UE, the address related information and VLAN ID in each packet are usually unchanged and redundant. While if the packets originated from/to multiple data nodes to/from one UE, the address related information and VLAN ID in each packet may be different and hard to reach to high header compression efficiency. Moreover, for DSAP/SSAP field, the two fields may be changing with 802.3/802.2 SAP format since the upper protocol can be different in one link, while the two fields is static-known with 802.3/802.2 SNAP format since the ones are defined with fixed value. 
[bookmark: _Toc528102469][bookmark: _Toc528141719][bookmark: _Toc528239068][bookmark: _Toc528837031][bookmark: _Toc528848908][bookmark: _Toc528884407][bookmark: _Toc528920658][bookmark: _Toc528922791][bookmark: _Toc528923085][bookmark: _Toc528923662][bookmark: _Toc528923680]Ethernet header compression for the fields, including source address, destination address, VLAN ID, SSAP, DSAP and etc.

Issue-2: Where to compress 
In current system, PDCP entity is configured by upper layer as header compression operator. While, whether the same node are chosen for Ethernet frame is still in the air. And the issue can be divided into two parts: one is whether to compress Ethernet header and IP header separately, another is which node is the operator for header compression. 
For the question 1, two solutions can be considered:
· Solution1: Joint compression for Ethernet header and IP header 
· Solution2: Separate compression for Ethernet header and IP header
As we shown in figure 2, there are 9 Ethernet frame formats, corresponding 10 RoHC profiles should be introduced only for Ethernet header compression. If solution 1 is approved, 10* N RoHC profiles should be defined in specification, where N is the profile number only for IP/UDP/TCP header compression. It is too complex with no much gain compared to define profiles for Ethernet header and IP header separately. Thus, we think to compress Ethernet header and IP header separately may be a better way.
[bookmark: _Toc528102470][bookmark: _Toc528141720][bookmark: _Toc528239069][bookmark: _Toc528837032][bookmark: _Toc528848909][bookmark: _Toc528884408][bookmark: _Toc528920659][bookmark: _Toc528922792][bookmark: _Toc528923086][bookmark: _Toc528923663][bookmark: _Toc528923681]Define separate compression mechanism for Ethernet header and IP/UDP/TCP header.
For the question 2, there are several potential solutions here:
· Solution1: Performing Ethernet header compression in PDCP entity.
· Solution2: Performing Ethernet header compression in RAN but not PDCP layer.
· Solution3: Performing Ethernet header compression in upper layer over 5G-RAN.
And the analysis is shown in the table below. Considering the pros and cons, we think RAN2 need to discuss where to compress Ethernet header, and there is no need to restrict PDCP as Ethernet header compression operator directly.
	
	Pros
	Cons

	Solution 1
	· Easy to transplant, since ROHC has been implemented in PDCP
	· Some information, e.g. VLAN should be informed to 5GC and 5G-RAN.
· Some enhancement on ROHC feedback for Ethernet header

	Solution 2
	
	· New layer is introduced in RAN
· Transplant ROHC function to other layer than PDCP

	Solution 3
	· No need to know Ethernet frame information for 5G-RAN.
	· Transplant ROHC function to other layer than PDCP


[bookmark: _Toc528923087][bookmark: _Toc528837033][bookmark: _Toc528923664][bookmark: _Toc528923682]RAN2 discuss whether to perform Ethernet header compression within RAN or between UE and UPF.

Conclusion
We made the following observations:
Observation 1	How to compress Ethernet header is not defined.
Observation 2	Diverse Ethernet frames should be considered for Ethernet head compression, including Ethernet II, 802.3/802.2 SAP and 802.3/802.2 SNAP.
Observation 3	Ethernet Preamble, SFD and FCS are not transmitted over 5G system.

And propose the following:
[bookmark: _GoBack]Proposal 1	RAN2 study 9 Ethernet PDU headers for Ethernet head compression considering possible VLAN tag.
Proposal 2	Ethernet header compression for the fields, including source address, destination address, VLAN ID, SSAP, DSAP and etc.
Proposal 3	Define separate compression mechanism for Ethernet header and IP/UDP/TCP header.
Proposal 4	RAN2 discuss whether to perform Ethernet header compression within RAN or between UE and UPF.

[bookmark: _In-sequence_SDU_delivery]References
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