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Introduction
[bookmark: _Hlk513657944]At the previous meeting a number of contributions [1-3] was submitted proposing enhancements to the suspend/resume and re-establishment procedure in order to optimize the case of security algorithm change. 
The contributions are addressing an issue which has been discussed previously in both RAN2 and SA3 during the discussion of MSG4 security. In the previous discussion companies did not see any strong motivation for being able to change the algorithm in these cases, since this is a rare scenario, and the current specifications already support multiple ways to handle the change of algorithms including both fall back mechanism such as “NAS recovery” and intra-cell handover.
This paper analysis the new proposals and concludes that these optimizations are not needed in Rel-15. 
Overview of the new proposals
Introduction of AS security algorithm in Reestablishment message [2]
In this contribution it is proposed to add the possibility to signal the security algorithm in the RRC re-establishment message. This has a significant impact on the current procedure text and UE behaviour. Furthermore, it is clearly not a category F CR since it adds a new feature which is not required for the system to work. The current specification already supports two mechanisms for changing the algorithms:
· The target node can trigger an RRC Reconfiguration with synch immediately after the RRC reestablishment (this message can even be sent in the same TTI as Reestablishment message). Given that this case is very rare this extra signalling should be acceptable. 
· The target node can trigger a “NAS recovery” by sending an RRC connection setup on SRB0.
Overall also we think that RRC re-establishment will be rare and RRC re-establishment to a cell which does not support the old algorithm will be even rarer. As an example, LTE did not support this feature and to our knowledge this has not been an issue. 
For these reasons, we think the existing solutions above are sufficient in Rel-15. 
Introduction of a “next algorithm” in RRC Release message [1]
This contribution iintroduces the possibility to signal the “next algorithm” that the UE should use when the network suspends the UE to RRC_INACTIVE. The thinking behind this solution is that for gNBs using uncommon algorithms that are not supported in the neighbouring areas the gNB could switch to a more common algorithm when suspending the UE to RRC_INACTIVE in this way the UE could use the common algorithm when resuming. It is not clear if there are any significant benefits of supporting uncommon algorithms only in some gNBs. E.g. the security may still be hampered by the weakest algorithm.
Again, this is clearly not a correction CR (F) since the specification also in this case already support multiple ways of handling this rare case:
· The source node can trigger an RRC Reconfiguration with synch to change algorithm prior to sending UE to RRC_INACTIVE. Given that this case is very rare this extra signalling should be acceptable. 
· The target node can trigger a “NAS recovery” by sending an RRC connection setup on SRB0.
There is also no need to introduce this solution in Rel-15 since all gNBs are expected to support the algorithm required by the operator. This proposal can be re-considered if new algorithms are added in the future since new UEs are anyway needed to support the new algorithms. 
Additional arguments brought up in [3]
In [3] some additional arguments are brought up. Below are some comments on these arguments. 
According to clause 5.11.2 in TS 33.501 there is a requirement that the target node should be able to select algorithms. 
· In our view this requirement is already met by existing solutions since the target node can trigger an RRC reconfiguration with synch at any time to switch algorithms when UE arrives. SA3 has also review the solutions adopted in RAN2 and has seen no security issues. 
Additionally, the [3] contribution contains proposals for an optimized RRC setup procedure which does not involve NAS signalling. To our knowledge no CR was provided for how this optimized procedure should be supported. 
· Again, this is clearly an optimization since the current fallback procedure addresses the same case. The current fallback is already an optimized procedure which is expected to have similar or better performance than a normal IDLE to ACTIVE transition. Again, this should be sufficient for this rare case.
Summary
To summarize the following observations are made regarding the proposals in [1-3].
[bookmark: _Toc528759090]The proposed changes address very rare problems.
[bookmark: _Toc528759091]The proposed changes are clearly category B CRs (optimizations) since multiple existing ways to solve the problems already exists in the specs. 
[bookmark: _Toc528759092]The proposed changes are addressing theoretical problems which has existed in LTE for a long time (e.g. Rel-8) however to our knowledge no practical problems has been seen in real networks.
[bookmark: _Toc528759095]The existing methods to change algorithms in Rel-15 are sufficient. No change is needed to the specifications. 

Conclusion
In the previous sections we made the following observations: 
Observation 1	The proposed changes address very rare problems.
Observation 2	The proposed changes are clearly category B CRs (optimizations) since multiple existing ways to solve the problems already exists in the specs.
Observation 3	The proposed changes are addressing theoretical problems which has existed in LTE for a long time (e.g. Rel-8) however to our knowledge no practical problems has been seen in real networks.


Based on the discussion in the previous sections we propose the following:
Proposal 1	The existing methods to change algorithms in Rel-15 are sufficient. No change is needed to the specifications.
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