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1. Introduction

During RAN2#103bis, RAN2 discussed approaches to the UE capability ID signalling in [1], [2], and [3], with the following conclusions:

Agreements

1
RAN2 will leave SA2 to progress the discussion on the allocation of the UE capability ID. RAN2 will focus on signalling aspects.

2
Key aspects to be considered by RAN2 are:


i/
Whether the UE capability ID is carried by NAS or RRC


ii/
Whether the UE capability ID is available to the RAN, and hence the mapping from UE capability ID to capability set is known in the RAN


iii/
Whether the mapping from UE capability ID to capability set is stored in the CN
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Additional aspects to be consider by RAN2 are:


i/
Partial capability retrieval (based on bands, etc)


ii/
To which capability containers the UE capability ID relates


iii/
Relationship to NAS initiated changes of UE capability

This email discussion was launched with the following scope:


Create TP to capture the signalling options available considering the key aspects agreed above.


Intended outcome: Draft TP to be submitted to next meeting


Deadline:  Thursday 2018-10-26 

2. Discussion

2.1. RRC vs NAS messaging

RAN2 need to consider whether the UE capability ID should be carried in RRC or NAS signalling and the respective pros and cons of the two approaches.  The questions below are directed towards analysis that can be captured in the TR rather than aiming at a final decision on which layer carries the ID (it is assumed that both options will be described in the TR).

Q1: Any comments on pros and cons of including UE capability ID in RRC signalling?

	Company
	Comment

	Intel
	The pros to having RRC IE carry the ID are:

· Easier to implement a RAN only solution without CN involvement and logical place to carry the ID.

· Even for a solution where CN is involved, having the ID in RRC IE can help with RAN caching, allowing the gNB to configure the UE with certain configurations before the N2 setup is complete which are otherwise not possible if gNB does not know the UE capability. And such RAN caching can reduce the network signalling over N2 and Xn, by transferring just the capability ID.

We do not see any specific cons with RRC IE based signalling. Even if we decide on using NAS signalling for UE capability ID, RRC knowledge of this might be needed for the aforementioned RAN caching.

	OPPO
	Firstly, whether the capability ID is carried via RRC signalling may depend on whether the capability ID will represent both NAS and AS capabilities or only the AS capabilities, and in our understanding, we need to check with SA2 about their understanding on this.

Secondly, this issue is also related to whether the mapping relationship will be only stored in 5GS or not. If this mapping relationship is only stored in 5GS, it seems there is no benefit to carry the UE capability via RRC signalling. 

Thirdly, we do see some benefits to have corresponding capability ID carried via RRC signalling even the mapping relation is not stored in RAN, since if RAN has already had some UEs connected with this capability ID, the RAN could obtain the UE AS capability via the capability ID.

	CATT
	We agree with Intel about the pros to having RRC IE carry the ID and caching capability IDs and corresponding UE capabilities in RAN would not only reduce the signalling over the network interface but also reduce the buffer used to store UE capability messages in RAN, i.e. RAN only needs to store limited UE capability sets.
We do not see any cons with the capability ID is carried via RRC signalling.

	DOCOMO
	The RAN can easily identify the UE capability ID. If we expect the visibility of UE capability ID in the RAN, it is more straightforward to use RRC signalling.

	Nokia
	It seems logical that the “UE Capability ID” is visible to the RAN as it may very well be the case that there are several UEs that may share the same “UE Capability ID” at a RAN level. Hence, we think there is also a benefit to RAN knowing about this. In addition, the “UE Capability ID” can be used in the network as a short-hand of the capabilities this refers so.

	Ericsson
	With RRC signaled capability ID, it would be possible to support solutions where RAN node itself retrieve capabilities (support for minimal processing and RRC/N2 signaling.)

	Deutsche Telekom
	RRC seems to be the right choice as the RAN would immediately have access to the UE capabilities ID during call establishment and can benefit from the information to take RRM decisions.

	Huawei
	Positive aspects on having the UE capability ID in RRC signalling have already been mentioned above. Mainly we see:
1) 1) RAN could use this ID to reduce the capability transfer in the network interface 

2) If gNB knows the ID from RRC signalling, the gNB could start processing before initial Context Setup Request is received from AMF.

We do not really see major drawbacks. 

	ZTE
	We also see some benefit to include the UE capability ID in RRC signaling, which provide the possibility for RAN to retrieve the capability by itself in some cases.

	vivo
	Generally speaking we think this question is not so specific and the advantages and disadvantages depend on the detailed solutions, especially on the UE ID association awareness in RAN and/or CN (if only CN). We share Intel’s view for the pros, 1)for Uu signalling, UE capability ID in RRC/NAS apparently both lead to less radio signalling overhead. 2)Shorter latency to configure the UE if the ID is in RRC and the capability set is known at RAN node.3) if the ID mapping relationship can be cached in RAN, it will naturally lead to NG and Xn interface signalling reduction.

For the cons part, if the visibility of mapping is not foreseen in RAN, it seems no use of ID in RRC. Another one is the impact to RRC, but anyway we would do some modification if RRC approach is adopted.

	KDDI
	At least “UE capability ID” and “UE capability container” seems useful to base stations. In that sense having the ID in RRC IE is reasonable.

	Apple
	Pros to including UE capability ID in RRC signalling are

1) NB can acquire UE capability and perform the configuration according to capability early;

2) It can save NB memory to store the UE’s capability;

3) It can save Uu signaling overhead for UE capability acquisition and change;

4) RAN level solution will be easy to implement compared to the CN involved solution. 

If UE capability ID is included in the RRC signalling before SMC activation, we should take care of the security aspect of the UE capability ID design.  

	Vodafone
	The UE capability IE is likely to comprise some of the IMEI plus a few other octets of information. SA3 need to be consulted about whether or not this can be sent unencrypted (or recent guidance from SA plenary used -> which would require it to be encrypted). If encryption is necessary, then the difference in “when it is available in the RAN” between RRC and NAS becomes much less. 

	LG
	We generally agree with Intel.

Pros: The size of AS capability can be handled by RAN level only. This solution is separated from NAS behaviour. Thus it is more easily able to compatible with the legacy capability reporting principle which means that the independent capability is reported by AS and NAS.

Cons: The feature cannot support a unified capability ID for AS capability and NAS capability. But we wonder if the aim of this enhancement is also working for the NAS capability. Otherwise, this cons may not be weakness.

	MediaTek
	We agree with other companies about the pros related to RAN caching, so this strongly relates to whether we need to have visibility of the identifier at the RAN (Q4 below).  We also think it makes sense in design terms to replace RRC signalling of the full UE capability with RRC signalling of the abbreviated UE capability, instead of changing which layer handles the signalling.  Finally, using RRC signalling allows the capability to be transferred slightly earlier, although this may not be a big practical advantage.

The only con we see with using RRC signalling is that it does not allow a solution transparent to AS, but we don’t think this is an important issue.


Rapporteur’s summary: Multiple companies noted that having the capability ID in RRC signalling enables the RAN to know the UE capability ID and use it locally, e.g. in case there are multiple UEs served by the RAN with the same capability.  Multiple companies also mentioned the benefit of RAN caching to enable early configuration of UE capabilities.  Generally, few drawbacks were identified, relating to the obvious impact to RRC and to the observation that RRC signalling does not naturally carry the NAS capability.  Two companies identified the potential issue that if UE capability ID is sent early (before SMC), we should confirm that it is acceptable for security to have it sent unprotected.

Proposal 1: Capture in the TR that RRC signalling allows the RAN to know the UE capability ID and use it locally, e.g. in case there are multiple UEs served by the RAN with the same capability, and if sent early in the connection procedure, it can enable RAN caching for early configuration of the UE capability.  Capture also that security may need to be considered in case the capability ID would be sent before SMC.
Q2: Any comments on pros and cons of including UE capability ID in NAS signalling?

	Company
	Comment

	Intel
	The pros of NAS signalling is that it can go hand-in-hand with other NAS IDs that the UE has to provide during registration. Since the UE capability change is initiated by NAS registration, adding the capability ID to this registration procedure could be done in the same NAS message. But we do not see this as a big advantage.

The pros of the Q1 are the cons for using NAS signalling. In case we go with RAN-only solution, then creating NAS IEs would be not clean for something that is to be used in RAN.

	OPPO
	Using the NAS signalling is quite straightforward especially when the mapping relationship is only stored in 5GS, however, we consider it would be beneficial to carry the ID via RRC signalling, and based on this, RAN could obtain the UE AS capabilities in a much faster way. 

	CATT
	If only including UE capability ID in NAS signalling, its pros are there is no impact to RRC to report the ID. But its cons are also explicit that there is no benefit for the signalling reduction over the network interfaces and the RAN node would get the UE capability from CN node for each new UE.

	DOCOMO
	There may be no impact on RAN. If we do NOT expect the visibility of UE capability ID in the RAN, it is more straightforward to use NAS signalling.

	Nokia
	There was a different understanding of what your question meant. Wasn’t it so “Any comments on pros and cons of also including “UE Capability ID” in NAS signalling?”. Not sure of the answer to this question because this is SA2 discussion topic. Maybe we could ask them in a LS.

	Ericsson
	With NAS-signaled capability ID, it would be possible to minimize impact on RRC and RAN and essentially have the same enquiry/signaling solutions as today. In order to make the mapping visible to RAN, AMF could send the ID to gNB over N2. 

	Deutsche Telekom
	Sending UE capability ID in NAS is obviously possible to minimise the changes to RRC, but the need to sent it back from AMF to RAN at call establishment introduces unnecessary delays. Also the RAN would not be able to take UE access capabilities in considerations at early establishment phase (redirection other carrier at RRC connection setup for example)

	Huawei
	Because we see benefit in having the UE capability ID in RRC signalling, and we would like to see that, we need to consider what additional benefits or drawbacks we have if we also include this in NAS signalling. Technically the situation has been described e.g. by Ericsson above

	ZTE
	Two pros of NAS signaling can identified from our point of view. First one is the impact on RAN can be minimized. The second one is the NSA security can be used, which may be applicable earlier than the AS security. 
The main cons is that the solution of NAS signaling exclude the possibility for RAN to retrieve the capability directly based on the capability ID.

	Vivo
	First we do not think it brings additional benefit to carry the ID both in RRC and NAS. So we prefer just one approach. 

The pros is that 1) no impact to RRC, if the NAS is determined to carry the ID. For the case that the only the CN has the mapping of ID and UE capability set, NAS will be a better place to have the ID.2) For Uu signalling, UE capability ID in RRC/NAS apparently both lead to less radio signalling overhead. 

The cons also depend on the visibility of the mapping awareness in RAN. But if the RAN node has the ID mapping, why we use NAS to carry the ID?

	KDDI
	We agree with Nokia. Maybe we could ask them in a LS. 

	Apple
	NodeB should be able to understand the mapping between UE capability ID and UE capability set. The potential pros of only including UE capability ID in NAS is to avoid the impact of RRC, but the interaction between AMF and NodeB cannot be avoided. 

	Vodafone
	If the translation from UE capability ID to full UE Radio Access capability is in the RAN, then using NAS signaling is less attractive. If translation is in the core network then NAS signaling is probably more attractive. No serious problem with including it in both (encrypted) RRC and NAS signaling.

	LG
	Pros: If the UE capability ID represents the unified capability information i.e. both AS and NAS capability, the every capability related procedure can be handled by single ID. But if it doesn’t, the pros may not be big. 

Cons: Whenever AS capability is about to report to the network, RRC layer needs NAS interaction event though the AS capability reporting is not related to the NAS.

	MediaTek
	The pros and cons of using NAS signalling are complementary to those for RRC signalling: NAS signalling can enable a solution transparent to the AS layers, but it is incompatible with RAN caching and makes it more awkward to use the ID on network interfaces, e.g. the gNB would somehow need to obtain the ID from the AMF if it wanted to pass the ID instead of the full capability over Xn.


Rapporteur’s summary: Most companies observed that using NAS signalling has the advantage of being transparent to RRC, and the disadvantage of making the ID invisible to the RAN (unless there is some interaction with the NAS layer).  Several companies felt the question was best addressed to the possibility of also including the ID in NAS signalling, but it was also suggested that this may be more of an SA2 topic.
Proposal 2: Capture in the TR that NAS signalling of the ID enables a solution transparent to RRC, but prevents the ID from being readily visible to the RAN.
2.2. Choice of AS message to carry the ID

It was suggested in [1] and [2] that in case RRC signalling is used to carry the UE capability ID, it would go in Msg5 (e.g. RRCSetupComplete).

Q3: In case of using RRC messaging, which message carries the UE capability ID?

	Company
	Comment

	Intel
	MSG5, and we think it’s just RRCSetupComplete that needs to have this ID whenever the UE needs to report a capability (i.e not every RRCSetupComplete in MSG5 need to have this). For any other RRC message, we think the ID is not needed, as it should be already present in the gNB.

MSG3 is another possible place (RRCSetupRequest), but any increase in MSG3 risks cellular coverage area decrease. The advantage we gain from having the gNB know the ID at MSG3 compared to MSG5 may not be worth the disadvantage of increasing MSG3 size.

In addition, we also think the capability ID might be needed in UE capability information message where the ID reflects the capability being sent in the same capability information message.


	OPPO
	We consider to reuse current UE Capability Information to carry the capability ID, because

Firstly, it  would not be urgent to obtain the UE Capability ID in RAN at the initial stage; secondly, it would be easier to extend the UE capability report in addition to UE capability ID if we would like to do this in future.

	CATT
	Msg5 can be used to carry the UE capability ID. If only use UE capability information to carry the capability ID, and if the network has not store the corresponding UE capability set for this ID, the network would inquire the UE to report again, this would introduce more latency. So we prefer to use msg5 to carry the ID. But whether to report UE capability ID every time is FFS and can be clarified later.

	DOCOMO
	For RRC_IDLE UE, RRCSetupComplete message should be used since it is possible to reduce the signalling over Uu interface by acquiring the UE capability ID before sending the Initial UE Message and since the size of Msg3 is limited.

For RRC_CONNECTED UE, UECapabilityInformation message can be used, if needed.

	Nokia
	In our understanding, the network should know about “UE Capability ID” only after the SMC procedure (if queried by the RAN).

	Ericsson
	If signaled over RRC, it would make sense to include it in msg5 to have maximal benefit of early information.

	Deutsche Telekom
	Msg5 to allow RAN to take early RRM decisions.

	Huawei
	Very similar considerations to e.g. Intel and DOCOMO, i.e. in MSG5 and we are open to discuss also the case of UE capability information. Nevertheless, we would like to understand better the concerns from Nokia

	ZTE
	It would be nice for NW to know the capability earlier, thus we prefer Msg5 (i.e. RRCSetupComplete). However, we also have some concern about the security issue, since the capability ID may exposure the UE model. To confirm the security issue, one LS can be sent to SA3 to ask whether the Msg5 without security protection is acceptable for SA3.

	vivo
	Similar view as DCM. Also if we have a so-called “delta” configuration, the ID should also be included if there are multiple IDs allocated to the UE. It should be addressed how the UE knows that it can send an ID to the network and network knows about it.

	KDDI
	At least the current UE Capability Information should be supported. Using Msg5 seems enhancement for optimization, we can discuss whether adopt it or not also.

	Apple
	UE capability ID can be carried in:

(1) Msg5 during initial access. It would be better for NB to perform corresponding configuration and RRM decision as soon as possible;
(2) UE capability acquisition procedure: NodeB can get the mapping of UE capability ID and capability set. 

	Vodafone
	SA3 permission will be needed to send this information in message 5.

Sending in message 5 during the EPC Service Request procedure may significantly slow down idle-active transition, so this should NOT be done. 
The size of the 5GC Service Request message (at 14 bytes or more) will be less impacted by an additional 4 bytes of Type Approval Code and 4 bytes of ‘pointer’ so bloating it further may not matter.much. 
If we stick with the current model of ONLY sending the UE capability information in Attach and some TAUs and not in Service Request, then (providing privacy is solved), adding it to message 5 is no issue.

	LG
	Definitely we also think that RRC signalling is efficient to carry the UE capability ID but we still don’t understand why the UE reports the UE capability ID before enquiring UE capability information from the network. We wonder if the UE capability ID is unique value or pre-determined value from the network and the UE. To carry the UE capability ID in MSG5 or MSG3, the UE capability ID value should be appointed by the network. Otherwise, the network cannot find or fine wrong capability mapping information using reported capability ID even though the network has the UE’s capability information.

Thus, we think that the UE reports the appointed UE capability ID in MSG5 only if the network request the UE capability ID via the MSG4. If the network has the UE context, the gNB will not request the UE capability regardless of carrying the UE capability ID during RRC Connection Establishment. In this case, the reporting capability ID can be useless if the network is able to know the UE context without the UE capability ID. Absolutely, if the network doesn’t have the UE context, the gNB will request the UE capability after entering RRC Connection and the UE may report the UE capability ID via UE capability information reporting. 

	MediaTek
	We think it is possible to use Msg5, but it results in delivering the capability ID to the gNB earlier than we deliver the capability today.  It should definitely be possible to include the ID in the UECapabilityInformation message for use with RRC_CONNECTED UEs, and this may be an adequate solution also for UEs coming from RRC_IDLE.  We would like to see more explanation of the benefit of having it in Msg5.


Rapporteur’s summary: Most companies mentioned Msg5 (RRCSetupComplete) as a possibility, though some identified it as an optimisation, and one company expressed the concern that it would slow down the idle-to-active transition.  Several companies identified a potential security concern with including the capability ID in Msg5 before the establishment of security. Several companies also mentioned the UECapabilityInformation message for carrying the capability ID, as an enhancement to the existing capability enquiry procedure.

Proposal 3: Capture in the TR that it is considered to send the capability ID in either Msg5 or UECapabilityInformation, but the security issue of Msg5 needs to be resolved.  Send an LS to SA3 inquiring about the possibility of sending the capability ID before security is established.
2.3. UE capability ID visibility in RAN

If the UE capability ID is sent in RRC messaging, it is automatically visible in the RAN; if it is sent in NAS messaging, some extra specification effort would be needed to make it visible in the RAN.

Q4: Is it needed to have the UE capability ID visible in the RAN?

	Company
	Comment

	Intel
	Yes, can help with RAN caching to start with (and the associated advantages from response to Q1).  After all, this is access stratum capability that the capability ID carries!

	OPPO
	Yes, we think it would be beneficial to have the UE capability ID visible in RAN.

	CATT
	Yes, the benefit could be foreseen as indicated in response to Q1.

	DOCOMO
	Our understanding is that the visibility of UE capability ID in the RAN is for the signalling optimisation over RAN-CN/ RAN-RAN interface rather than Uu interface. We need to discuss the necessity of these interface optimisation using UE capability ID.

	Nokia
	Yes, please see response to Q1

	Ericsson
	It is only needed to have capability ID visible in RAN if the standard should support that RAN node is aware of ID-to-capability mapping. We think this is a good idea. It is probably less important if there is no capability mapping awareness.


	Deutsche Telekom
	Obviously, this is needed (early RRM decisions in RAN)

	Huawei
	Yes, if it is visible to RAN, it could be used for 

1) Reduce the capability transfer consumption in network interface

2)  Reduce the capability storage consumption in RAN for INACTIVE UE, and CONNECTED UE, e.g. for the UEs with same capability ID, RAN doesn’t need to store several copies of UE capability. 
To us, visibility in RAN and mapping awareness in RAN go hand and hand.

	ZTE
	Yes, we see some benefit to make it visible to RAN.

	vivo
	Yes. We think it is beneficial to make the UE ID visible in RAN, especially in HO case, it can reduce the signalling for Xn. We also think some spec impact would be introduced for the inter-node RRC, even if NAS message is used to deliver the UE capability ID.

	KDDI
	Share the view with DOCOMO.

	Apple
	Yes, it is needed.  Refer to our answer to Q1. 

	Vodafone
	Need some RAN analysis of the delay involved in getting 8 extra bytes sent in message 5 compared to retrieving it from the core network after a smaller message 5 is sent. And if RRM decisions are really important, then (in EPC and, I think, NR-NGC) it can be retrieved from the MME/AMF after message 3.

	LG
	Yes, agree with Intel

	MediaTek
	We see that this would be beneficial for RAN caching and for signalling on the network interfaces.  The feature could work with visibility only in the CN, hence it may not be exactly “needed” to have it in the RAN, but we think it’s strongly preferable to have it visible in the RAN.


Rapporteur’s summary: A majority of companies felt that it was beneficial to have the ID visible in the RAN for RAN caching, signalling reduction on network interfaces, and early RRM decisions.  However, two companies felt the need for network interface optimisation needs further discussions, and one company felt it is needed to analyse the delay due to expanding Msg5 compared to retrieving the capability from the core network (this seems however more related to the choice of RRC message rather than visibility in the RAN, per se).

Proposal 4: Capture in the TR that RAN visibility of the capability ID is beneficial for RAN caching, signalling reduction on network interfaces, and early RRM decisions.
2.4. Mapping of UE capability ID to UE capability set visibility in RAN

In some solutions, the RAN is aware of the mapping between UE capability ID and UE capability set (this obviously assumes the ID itself is visible to the RAN).

Q5: Is it needed to have the mapping of ID to UE capability set visible in the RAN?

	Company
	Comment

	Intel
	Yes. Pls refer to the advantages of RAN caching from response to Q1.

	OPPO
	No strong position, and it depends on whether the overhead in NG interface is an issue or not. Maybe we need to consider the RAN3’s response to SA2. If the overhead is not an issue, maybe storing the mapping of UE capability ID to UE capability set in 5GS is sufficient, since anyway, 5GS will transmit the capability set to RAN later, and the configuration for RAN would be less complex; if the overhead is an issue, storing the mapping relationship in RAN would be beneficial, since transmitting the UE capability set from 5GS to RAN is not needed.

	CATT
	Yes. It would reduce the storage of each capability set for each UE and may reduce the signalling overhead over the interfaces.

	DOCOMO
	Same as Q4.

	Nokia
	Yes, please see response to Q1

	Ericsson
	We think this goes hand in hand with Q4. If the ID and mapping is available in RAN node, it would allow for more efficient solutions on storing and signaling.


	Deutsche Telekom
	Obviously, this is needed (early RRM decisions in RAN) – see Q4

	Huawei
	As hinted in Q1 and Q4…yes. At least to maintain the mapping between capability ID and the UE capability set for CONNECTED UEs and INACTIVE UEs

	ZTE
	Yes, we see some benefit to have the mapping visible to RAN, but it can be left to implementation or OAM.

	vivo
	Yes. At least for NR we think both RAN and CN need to store the UE capability set and the UE capability ID association. If only one of them has the mapping table, there are always some cases which need the capability transfer between nodes.

BTW, it seems in this case, UE ID visibility is always in RAN.

	KDDI
	Same as Q4.

	Apple
	Yes, it is needed.  Refer to our answer to Q1.

	Vodafone
	Caching the Full UE Radio Access Capabilities per UE capability ID in the RAN seems useful in making the S1/N2 Service Request and Handover, and X2/Xn Handover procedures more efficient as the lower layers are likely to be subject to Ethernet Maximum Transmission Units of 1500 bytes. Some RAN 3 analysis of this could be useful.

	LG
	Yes, agree with Intel

	MediaTek
	Similar to Q4, we see this as beneficial to have although not absolutely mandatory.  Having the mapping visible in the RAN enables RAN caching and can reduce the signalling on N2.


Rapporteur’s summary: A large majority of companies considered that it is beneficial to have the mapping visible in the RAN, with companies that gave a reason mainly identifying RAN caching and overhead reduction on network interfaces (e.g. by avoiding the need for the CN to deliver the full UE capability to the RAN).

Proposal 5: Capture in the TR that the benefits of having the mapping visible at the RAN include enabling RAN caching and reducing overhead on network interfaces.
2.5. Mapping of UE capability ID to UE capability set visibility in CN

In some solutions, the CN is aware of the mapping between UE capability ID and UE capability set (this may be instead of or in addition to the RAN awareness).

Q6: Is it needed to have the mapping of ID to UE capability set visible in the CN?

	Company
	Comment

	Intel
	Unless we go with RAN-only solution, this is needed.

	OPPO
	 This is needed

	CATT
	Yes. If the UE report a UE capability ID that the RAN node doesn’t know, it could retrieve the corresponding capability set from CN based on the ID information. It should be noticed that CN may not know the details of the UE capability set.

	DOCOMO
	Yes, we prefer the solution which CN involving.

	Nokia
	Yes, this would be needed RAN cannot retrieve the corresponding capabilities from a “UE Capability ID” once the UE has moved to RRC_IDLE and then appears again to the network later. Logically, we think there is no issue in having the mapping at the RAN as well as the CN.

	Ericsson
	We think that the mapping should be possible to store in CN.

	Deutsche Telekom
	We assume “master storage” of UE capability ID and mapping to concrete UE (access) capabilities to take place in the core. The RAN should hold an up to date copy of the data for early usage of UE capability information in RRM decisions (see above comments of Deutsche Telekom)

	Huawei
	Yes, in our understanding, the dictionary of UE capability ID is at least deployed in CN. CN could use this mapping relation to decide whether capability request from UE is necessary or not.

	ZTE
	Yes, the mapping has to be visible in CN.

	vivo
	Same as Q5

	KDDI
	Share the view with Ericsson.

	Apple
	Yes, the mapping should be visible in CN. 

	Vodafone
	It depends upon the overall architecture solution. E.g. RAN O&M could be used to retrieve the Full UE Radio Access capabilities; or a new interface from RAN to an EIR-like platform could be used; or S1/N2 UE-non-associated signalling could be sent to the MME/AMF to retrieve the full capability “from somewhere”.
The GTP-C signalling between AMF and MME seems unlikely to be able to handle future sets of full UE Radio Access Capability. This also needs to be considered.

	LG
	Yes, agree with Intel

	MediaTek
	We think this is necessary.  It seems likely that the CN would be the main repository of mappings between ID and capability set; it could be unrealistic to expect every gNB to store this information for all possible UEs.  More likely, the mapping in the CN will be the ultimate source of information for the RAN.


Rapporteur’s summary: All companies but one felt this was necessary, with the remaining company considering that it depends on the overall architectural solution.  Several companies felt that the core network would hold the “master” mapping of IDs to capability sets, from which the RAN could retrieve the mapping if it did not already know the capability of a particular UE.

Proposal 6: Capture in the TR that the benefits of having the mapping visible at the core network include the ability to use the CN as a “master” repository of the mapping, the ability for the RAN to refer to the CN when it is not aware of the mapping, and access to the capability mapping also for UEs in RRC_IDLE.
2.6. Additional aspects

The RAN2 conclusions raised three “additional aspects” of the discussion:
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Additional aspects to be consider by RAN2 are:


i/
Partial capability retrieval (based on bands, etc)


ii/
To which capability containers the UE capability ID relates


iii/
Relationship to NAS initiated changes of UE capability

Comments are invited in these areas.

Q7: Any views on partial capability retrieval?

	Company
	Comment

	Intel
	We have to discuss how to mix the partial capability with capability ID. Our view is that the capability ID would be provided at MSG5 time in occasions where the UE capability needs to be transferred. Partial capability exchange happens later in RRC signalling. If the capability ID and corresponding capability are exchanged using the capability enquiry/information transaction, then one could possibly use the reported capability ID with the reported partial capability. 
It would be a NW implementation although we do not see the practical use of doing so. But we do not think that a NW can be prohibited from doing so.

	OPPO
	We consider the partial capability is needed, especially when the capability feature set corresponding to the capability ID could not cover all the capabilities in the UE.

	CATT
	If UE capability ID is related to the UE model/type, there is no need to support partial capability retrieval. We think the capability set of a certain UE model/type is fixed and the number of UE models/types is limited, so the network always stores the full UE capability set corresponding to each UE capability ID.

If support partial capability retrieval, we should identify if there is the real requirement first. Supporting delta capability reporting would introduce more complexity. More clarifications are needed.

	DOCOMO
	If the UE capability ID does not identify full UE radio capabilities, we should discuss the relation between the existing partial capability retrieval mechanism and the UE capability ID based solution.

	Nokia
	Partial capabilities in our view refers to a filtered version of the capabilities (e.g. PLMN or area specific one). This should be supported because the network may only request partial capabilities i.e. it may ask UE to report based on a “band combination filter”.

	Ericsson
	We think that partial capability retrieval solution is already supported and should still be supported. As Intel points out, the mix of partial capability and capability ID needs to be discussed. It would also depend on what the capability ID actually corresponds to or what it means.


	Deutsche Telekom
	Partial capability retrieval might be needed as today, but depending on the split of UE capabilities into different parts it might be beneficial to discuss it (enhancements) in more details, once the global direction is clear.

	Huawei
	In general some additional filtering information are useful to reduce the capability size for the UE, for example, SCS, MIMO layer, etc.

The relation and need of the combined use of partial capability retrieval and UE capability ID needs to be discussed/clarified. It is not yet possible to make conclusions on this aspects now.

	ZTE
	We think the capability ID should refer to a full set of UE capabilities, which is linked to the model of UE. Thus we don’t see the need for the partial capability retrieval in UU interface. However, to reduce the size of capability transmitted over Ng interface (between gNB and CN), some optimization can be considered in RAN3.

	vivo
	We think it relates to/impacts the UE ID design. If it is not an ID associated to the whole set of UE capability, partial capability retrieval is possible. But if the ID represent the whole set of UE capability, it seems partial retrieval would fall back to the legacy approach. It should be discussed.

	KDDI
	First, we should clarify what “Partial capability” means. In my understanding, in NR spec, the gNB can request filtered UE capabilities using “UE-CapabilityRequestFilterNR” and/or other related IEs. We are fine to enhance such kind of filters, if the backward compatibility is carefully considered.

And the relationship between “UE capability ID” and “Partial capability” should be clarified. e.g. Does “UE capability ID/ UE capability set” consist of the combinations of “Partial capability”? 

	Apple
	Partial capability retrieval should be supported as today. 

Whether to link the partial capability retrieval and UE capability ID, it needs further study.

	Vodafone
	Need to consider the full system solution. If the capability is constructed at Attach time, then care is needed that the “partial set” that is retrieved is either the ‘partial set for the WHOLE PLMN” or that a future e/gNB can determine that the “set is partial”.
But, clearly there is no need to retrieve capabilities for RATs that are not supported in the PLMN / PLMNs to which handover can be performed.

	LG
	If there are one more reference capability ID to help reporting UE capability information, partial capability retrieval may be efficient. We think this is more efficient if the UE is able to report delta capability reporting based on a referenced UE capability ID.

	MediaTek
	We think there are two aspects here, filtering based on network request and delta signalling from the UE.  Filtering does not seem useful for delivery of the ID (it doesn’t make the ID any smaller), but of course it would still be available when the system needs to fall back to full capability retrieval.  However, we think delta reporting is important to have, so that the UE can populate its capability even when the reported capability does not exactly match the ID.  This could be a solution for the issue with PLMN specific settings, for example.


Rapporteur’s summary: Multiple companies identified the need for further discussion on what is meant by “partial capability retrieval” and its relation to the UE capability ID.  Several companies mentioned that the existing procedure for filtered capability retrieval should still be supported, but its relation to the ID needs further discussion.  Two companies identified delta signalling for the capability as a useful approach.  One company observed that if a partial capability can be retrieved, it is important to make sure that the partial set can be understood by other RAN nodes in the PLMN.

Proposal 7: Further discussion is needed on partial capability retrieval.
Q8: Any views on the relation of the capability ID to specific capability containers?

	Company
	Comment

	Intel
	This is also something that needs discussion. 
One option is to have a single ID provide the capabilities of all containers from NR perspective (i.e, EUTRA capabilities, EUTRA-NR capabilities while in NR). 
Another option is to have three containers reflected by three IDs, where each of the IDs reflect the capabilities of each container. But with this approach, should the UE provide all three IDs at MSG5 time, and how would the NW know which ID reflects which RAT capabilities? These need to be discussed.

	OPPO
	In our understanding, SA2 is discussing this issue. We prefer to have single ID for all containers, since one ID should try to include all aspects of one typical UE. Having different IDs for different containers seem not necessary.

	CATT
	The simple way is one capability ID corresponding to all containers, i.e. it maps to the full capability set. Network (both RAN node and CN node) stores the ID and full set mapping.

	DOCOMO
	Although it depends on the definition of UE capability ID, we prefer to have a single ID since having multiple IDs increase the complexity of specification/implementation.

	Nokia
	This should be left to the control of the network i.e. the type of filter the network used to retrieve the UE capabilities.

	Ericsson
	We agree with Intel that this needs to be discussed.

	Deutsche Telekom
	We could consider multiple UE capabilities ID per RAT, but with the proposal to base the UE capability ID on the ASN.1 representation of the actual UE capabilities, the split becomes less important. We support the hash based solution for the creation of a UE capability identity discusses in SA2 as this allows the creation of a consistent set of UE capability IDs directly from the 3GPP standards without the need of creating and maintaining a global database which needs to hold the many different configurations of UE out there in the field, sometime being totally different for the same UE vendor/model … 

	Huawei
	Not completely clear how much of this discussion belongs to SA2 and how much to RAN2. We do not have a defined position on this yet, in RAN2, we see both pros and cons of having one capability ID to be used to represent the NR container + MR-DC container + EUTRAN container.  Further study could be made to analyse whether to adopt per container UE capability IDs

	ZTE
	We prefer to have a single ID for all containers.

	vivo
	Similar view as HW. SA2 may have some cases that needs to switch on/off a certain RAT. It seems easy to have a per RAT container ID to enable this function, but of course, if only one ID contains all UE capabilities, the change of UE capability can also rely on the existing methods.

	KDDI
	We agree with Intel, it needs further study and discussion.

	Apple
	Agree with Intel. 

	Vodafone
	No strong opinion yet, but having one ID per UE seems simpler at the moment.

	LG
	Since basic principle of UE capability reporting is including other RAT’s capability information when the network requires, the UE capability ID can be different according to the request of network side e.g. UE capability ID#1 for NR only, UE capability ID#2 for NR and LTE. This issue can be discussed with Q7 together.

	MediaTek
	We think either alternative (one ID for all containers, or three separate IDs for the separate containers) is feasible from the signalling point of view.  If SA2 have a view on this issue, RAN2 should be able to design signalling that matches it.


Rapporteur’s summary: A number of companies expressed a preference for a single ID covering all containers, but there was not a clear consensus on this question and several companies identified the need for further discussion.

Proposal 8: Capture in the TR an FFS point for one ID covering all containers vs. separate IDs for the different containers.
Q9: Any views on the relation to NAS initiated change of UE capability?

	Company
	Comment

	Intel
	We should first agree on having the new UE capability ID based capability transfer not replace the existing means of capability transfer, and that it only complements the legacy capability transfer approach.
Having stated that, NAS initiated change of UE capability can co-exist with capability ID based transfer, in that they are not dependent on each other. 

If the UE capability changes, then NAS triggers a change of capability and possibly the new capability could have a different ID (or we use the existing legacy signalling). NAS capability change provides the framework to change the capability while the D based transfer provides another means to transfer the aforementioned capability.

	OPPO
	We also think the NAS initiated change of UE capability can co-exist with UE capability ID based solution. However, we agree that this needs to be discussed.

	CATT
	This can be discussed later after SA2 has some agreement on UE capability ID allocation solution. But no matter what the SA2 solution would be, UE capability ID based solution would not replace the legacy approach and would co-exist with NAS initiated change of UE capability.

	DOCOMO
	We also think there is no relation on each other. It can co-exist with UE capability ID based solution.

	Nokia
	We think the NAS initiated changes to UE capability should require a new “UE Capability ID” allocation procedure and the earlier stored capabilities may have to be invalidated.

	Ericsson
	We agree with Intel. 

	Deutsche Telekom
	Co-exists with the UE capability ID based solutions … ANY change will result into a new UE capability ID used for that particular UE from the point in time where is changed the capabilities and informed the network …

	Huawei
	Similar views to Intel/Ericsson. Capability ID should be used to represent the static UE capability which is defined “by the hardware”. Any change of capability in NAS should be reported by other mechanisms. More thinking is needed on the need for a new UE capability ID, in case (we are not convinced yet). 

	ZTE
	We also think the NAS initiated change of UE capability can co-exist with UE capability ID based solution, but each capability ID should be linked to a static set of capability (e.g. different capability ID can be used in case the capability is changed). 

	vivo
	The two approaches can co-exist. But if the ID represents partial of the UE capability (e.g. per RAT), NAS initialled UE capability change may need a new UE ID. It is the question whether UE ID design need to solve some of the NAS initialled UE capability change. We can separate them for now.

	KDDI
	We agree with Intel.

	Apple
	Agree with Intel.

	LG
	We are OK to handle the NAS initiated change of UE capability via the UE capability ID. And we also think that the NAS initiated change is able to co-exist with the UE capability ID based transfer but it should be one of other IDs what the UE can have.

	MediaTek
	We think this is a use case for delta signalling.  If NAS triggers a change of capability, the new capability obviously will not match the original ID, and may not have any matching ID (it seems unreasonable to pre-assign IDs to every possible subset of the capabilities), so it would make sense to report the original ID together with an indication of what the changes are.


Rapporteur’s summary: All companies indicated that the NAS initiated change of capability can coexist with the ID based mechanism.  Some companies felt there is no interaction between the two mechanisms, while several companies indicated that a change of capability would require a new capability ID or a fallback to the legacy signalling.   Multiple companies identified a need for more discussion.

Proposal 9: Capture in the TR that the ID based mechanism can coexist with NAS initiated changes of capability, but the details are FFS.
2.7. Additional comments

Q10: Any additional comments not covered in the above?

	Company
	Comment

	Intel
	We should first agree on having the new UE capability ID based capability transfer not replace the existing means of capability transfer, and that it only complements the legacy capability transfer approach. Wherever the capability ID based approach is not feasible (for eg., legacy NW or the NW that does not implement this feature), the legacy means of transfer should be used.


	DOCOMO
	We agree with Intel. We should consider the legacy RAN/CN which does not implement this feature.

	Nokia
	We have the same understanding as Intel that the “UE Capability ID” serves to only maintain a short-form notation of the capabilities of a UE that a network would like to know (i.e. the network decides the filter it shall use as it has been doing for earlier releases). 

	Ericsson
	We agree with Intel. 

	Deutsche Telekom
	Any UE capability ID proposal which is NOT based on the actual ASN.1 representations of the UE capabilities shall explain how a consistent database is maintained, where it is maintained and who is responsible for keeping it consistent ! This is obviously not considered in some of the proposals currently discussed which talk about “model ID based capability IDs”. 

	Huawei
	We agree with Intel/DOCOMO/ Ericsson

	ZTE
	We also agree with Intel.

	KDDI
	We agree with Intel/DOCOMO/Ericsson. Considering the legacy RAN/CN without this feature is critical.

	Apple
	We agree with Intel. UE capability ID based solution should be backward compatible and co-existed with legacy capability acquisition mechanism. 

	Vodafone
	Agree that legacy interworking is needed, but it may well be that legacy interfaces cannot carry the future very large information elements. Please see solution in S2-1810775.
Many of the above companies seem to be interested in transferring this UE Capability ID unencrypted and without integrity protection. This approach needs to be thought about carefully and checked with SA3.

	MediaTek
	We agree that the ID based capability transfer does not replace the existing mechanism (which anyway could be needed as a fallback in case a UE shows up with an unknown ID, as well as in legacy networks).


Rapporteur’s summary: Multiple companies indicated that the legacy transfer mechanism would continue to be available and the ID based mechanism does not replace it, but one company suggested that legacy interfaces may be unable to cope with the full capability (in relation to an SA2 proposal).  One company indicated the need for a solution on how a consistent database is maintained, and one company reiterated the need to clear with SA3 if it is acceptable to send the capability ID without security protection.

Proposal 10: Capture in the TR that the ID based mechanism is intended to coexist with, rather than replace, the legacy capability transfer signalling.
3. Conclusions

This email discussion led to the following proposals:
Proposal 1: Capture in the TR that RRC signalling allows the RAN to know the UE capability ID and use it locally, e.g. in case there are multiple UEs served by the RAN with the same capability, and if sent early in the connection procedure, it can enable RAN caching for early configuration of the UE capability.  Capture also that security may need to be considered in case the capability ID would be sent before SMC.
Proposal 2: Capture in the TR that NAS signalling of the ID enables a solution transparent to RRC, but prevents the ID from being readily visible to the RAN.
Proposal 3: Capture in the TR that it is considered to send the capability ID in either Msg5 or UECapabilityInformation, but the security issue of Msg5 needs to be resolved.  Send an LS to SA3 inquiring about the possibility of sending the capability ID before security is established.
Proposal 4: Capture in the TR that RAN visibility of the capability ID is beneficial for RAN caching, signalling reduction on network interfaces, and early RRM decisions.
Proposal 5: Capture in the TR that the benefits of having the mapping visible at the RAN include enabling RAN caching and reducing overhead on network interfaces.
Proposal 6: Capture in the TR that the benefits of having the mapping visible at the core network include the ability to use the CN as a “master” repository of the mapping, the ability for the RAN to refer to the CN when it is not aware of the mapping, and access to the capability mapping also for UEs in RRC_IDLE.
Proposal 7: Further discussion is needed on partial capability retrieval.
Proposal 8: Capture in the TR an FFS point for one ID covering all containers vs. separate IDs for the different containers.
Proposal 9: Capture in the TR that the ID based mechanism can coexist with NAS initiated changes of capability, but the details are FFS.
Proposal 10: Capture in the TR that the ID based mechanism is intended to coexist with, rather than replace, the legacy capability transfer signalling.

An accompanying text proposal is provided in [1].
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