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1 Introduction

In RAN#81 the revised study item on NR Industrial Internet of Things [1] was approved. One of the objectives of the study relating to Ethernet header compression is as follows:

a) Ethernet header compression (RAN2):

i) Analysis of the benefits and the scenario (e.g. what are the formats and size of Ethernet frame to be considered, are VLAN fields included, protocol termination etc.). 
ii) Definition of the requirements for a new header compression

In this document we list out the fields in the Ethernet header that can be compressed. We follow this up with a couple of ways by which the Ethernet header can be compressed.
2 Ethernet Packet Format
The Ethernet protocol [2] described in Figure 1, identifies the L2 headers fields that are prime candidates for compression.  As indicated, some Ethernet fields are stripped out before the packet is provided to the RAN. The header fields present in an Ethernet L2 frame transmitted over the 5GS are source MAC address, destination MAC address, EtherType/Length and an optional 802.1Q tag field. The combined size of these header fields is 14 or 18 bytes, depending on the presence of the Tag field.
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Figure 1: Ethernet Packet format

For several IIoT scenarios [5], the payload sizes are in the order of 20 to 1280 bytes as shown in table1, however the smallest Ethernet L2 packet that can be transmitted over any Ethernet link is fixed at 64 bytes.
	IIoT Scenario [5]
	Packet Size (bytes)
	(%) Saving with removal of the following fields, excluding FCS:

	
	
	Destination

  (6 bytes)


	Destination,  Source

(12 bytes)
	Destination, Source, EtherType

(14 bytes)

	Mobile Control Panels (5.3.6)
	40 to 250
	10* to 2.3
	20* to 4.5
	23* to 5.3

	Motion Control (5.3.2.6)
	20, 40, 50
	10*, 10*, 9
	20*, 20*,19
	23*, 23*, 22

	Control to Control (5.3.5.6)
	1000
	0.6
	1.2
	1.4

	Electric Power Distribution (5.6)
	100, 250
	5.3, 2.73
	10.5, 4.5
	12.3, 5.3

	High data rate video streaming (5.8.4)
	1280
	0.5
	0.9
	1.1


*Attributed to minimum Ethernet packet size of 64 (or 60 bytes excluding FCS)
Table 1: Saving achievable from the removal of some header fields

Observation 1: For smaller IIoT payload, Ethernet header compression can provide significant savings.
Proposal 1: RAN2 to confirm the studying of Ethernet header compression.

With the minimum Ethernet L2 packet size set to 64 bytes, the payload filed has to be a minimum of 42 bytes when the optional 802.1Q tags is present or 46 bytes otherwise.  Therefore all payloads below 42/46 bytes are padded with trailing zeros. This is not desirable and wasteful of radio resources. 

Observation 2: The minimum size of the Ethernet packets can be reduced by stripping out unnecessary padding octets.

Proposal 2: As part of Ethernet compression, padding is removed from Ethernet packets.
3 Ethernet Header Compression Methods
The illustration in Figure 2 based on the user plane stack from 3GPP 23.501[8], shows how Ethernet packets from the device are transported across the 3GPP network to a remote controller and vice versa. Here the UE acts as a relay for forwarding the Ethernet packets in both directions. 
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Figure 2: User Plane Protocol Stack

Figure 2, also indicates two opportunities where compression can take place either at:  

(1) The PDU Sessions (between the UE and User Plane Function-UPF), or

(2) The PDCP layer (between the UE and Access Network-AN)
In the following section, we provide some further details on how the Ethernet header can be compressed at either of these two layers.
3.1 Method 1 – PDU session based compression
This method relies on the UE and the UPF being aware of the QoS rule [3] applied to a particular QoS Flow, identified by the Quality Flow Identifier (QFI) carried within the payload, In the DL, incoming data packets are classified by the UPF [8] and in the UL the UE at the SDAP layer [7] evaluates the packets against a Packet Filter Set in the QoS rules, as described in Figure 3 (taken from 3GPP 23.501 5.7.1.5 [8]).
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Figure 3: User Plane marking for QoS flows and mapping to AN resources

The QoS rules are made up of packet filters which can map Ethernet packets to a specific QoS flow as listed in Figure 4. The header fields matching the QoS Rule can be removed from the Ethernet packet before it is sent over the radio interface. The receiving peer entity can reattached these header fields based on the QoS flow on which the Ethernet packet was received. Note the QoS rule applied to an Ethernet Packet is identified through the appended QFI field.
24.501 section 9.11.4.5

Packet filter component type identifier
Bits
8 7 6 5 4 3 2 1

……

1 0 0 0 0 0 0 1
Destination MAC address type 
(6 Octets)
1 0 0 0 0 0 1 0
Source MAC address type
(6 Octets)
1 0 0 0 0 0 1 1
802.1Q C-TAG VID type
(2 Octets)
1 0 0 0 0 1 0 0
802.1Q S-TAG VID type
(2 Octets)
1 0 0 0 0 1 0 1
802.1Q C-TAG PCP/DEI type
(1 Octet)
1 0 0 0 0 1 1 0
802.1Q S-TAG PCP/DEI type 
(1 Octet)
1 0 0 0 0 1 1 1
Ethertype type


(2 Octets)

Figure 4: Packet Filters for Ethernet packets
Observation 3: Ethernet header based packet filters for QoS flows can be re-used to compress Ethernet headers.
3.2 Method 2 – RoHC like mechanism within PDCP 

The existing PDCP entities can be configured to use Robust Header Compression [4] (RoHC) protocol for a Data Radio Bearer (DRB). RoHC supports multiple compression algorithms commonly known as profiles. Each profile is specific to a particular transport layer protocol (IP, TCP, UDP and RTP) or as a combination of transport protocols, for instance TCP and IP. However, no officially recognized RoHC profile for the Ethernet header. 
Observation 4: There is no RoHC profile for Ethernet header.
To define a RoHC profile for Ethernet header will involve liaising with IEEE, IETF and IANA standard bodies. The formal process is likely to take an indeterminate amount of time to come to fruition and certainly way beyond the planned WI phase for IIoT.  Alternatively, RAN2 can produce a new light weight Ethernet compression algorithm closely aligned to the existing RoHC mechanism, similar to the adoption of UDC compression described in LTE PDCP [6] illustrated in Figure 5.
Observation 5: Defining a RoHC profile for Ethernet will require RAN2 to liaise with several SDOs and can take an indeterminate amount of time.
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Figure 5: PDCP Layer, functional view
Proposal 3: RAN2 to discuss the following options for Ethernet header compression:

i) Ethernet header compression performed based on PDU session based QoS packet filters.

ii) Develop a new RoHC profile for Ethernet headers compression for use in PDCP.
4 Conclusion
In this contribution we provide our views and make the following observations and proposals:

Observation 1: For smaller IIoT payload, Ethernet header compression can provide significant savings.

Proposal 1: RAN2 to confirm the studying of Ethernet header compression.

Observation 2: The minimum size of the Ethernet packets can be reduced by stripping out unnecessary padding octets.

Proposal 2: As part of Ethernet compression, padding is removed from Ethernet packets.
Observation 3: Ethernet header based packet filters for QoS flows can be re-used to compress Ethernet headers.
Observation 4: There is no RoHC profile for Ethernet header.
Observation 5: Defining a RoHC profile for Ethernet will require RAN2 to liaise with several SDOs and can take an indeterminate amount of time.

Proposal 3: RAN2 to discuss the following options for Ethernet header compression:

i) Ethernet header compression performed based PDU session based QoS packet filters.

ii) Develop a new RoHC profile for Ethernet headers compression for use in PDCP.
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