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	Reason for change:
	The UE performing UP-EDT cannot know whether its UL data has been successfully delivered to the intended network if it does not receive an RRC message in Msg4 with successful integrity check. This could happen in cases of reject, fallback to legacy connection setup, Msg3 and/or Msg4 was not successfully received, and failure of integrity check of the RRC message in Msg4 in UP-EDT. In such cases, user data in Msg3 may mistakely be removed if they cannot be retransmitted before the PDCP discardTimer expires.

In addition, user data may also be removed in case of integrity check failure of the RRC message in Msg4 if the lower layer (RLC) indicates that the PDCP PDU has been confirmed successfully delivered, i.e., when receiving an RLC ACK.


	
	

	Summary of change:
	In 3.2, add UP-EDT in the list of abbreviations

In 5.1.1, the PDCP discardTimer is started the same way as in legacy.

In 5.1.2, for UP-EDT, the timer for UL DRB SDU/PDU only starts upon reception of an DL PDCP SRB PDU with successful integrity check.

In 5.1.2, in case of failed integrity check of the DL PDCP SRB PDU, the UE considers the received UL PDCP DRB SDU not been confirmed successfully delivered by lower layer.

Impact Analysis:

Impacted functionality:
Early data transmission
Inter-operability:
1. if the Network supports the changes and the UE does not:
No issue with inter-operability.
2. if the UE supports the change and the network does not:
No issue with inter-operability.

	
	

	Consequences if not approved:
	If the UE does not implement the change, user data may be removed by mistake.
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[bookmark: _Toc526157472]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].
AILC	Assistance Information bit for Local Cache
AM	Acknowledged Mode
ARP	Address Resolution Protocol
CID	Context Identifier
DRB	Data Radio Bearer carrying user plane data
EPS	Evolved Packet System
E-UTRA	Evolved UMTS Terrestrial Radio Access
E-UTRAN	Evolved UMTS Terrestrial Radio Access Network
eNB	E-UTRAN Node B
FIFO	First In First Out
FMS	First missing PDCP SN
HFN	Hyper Frame Number
HRW	Highest Received PDCP SN on WLAN
IETF	Internet Engineering Task Force
IP	Internet Protocol
L2	Layer 2 (data link layer)
L3	Layer 3 (network layer)
LWA	LTE-WLAN Aggregation
MAC	Medium Access Control
MAC-I	Message Authentication Code for Integrity
MCG	Master Cell Group
NB-IoT	Narrow Band Internet of Things
NMP	Number of Missing PDCP SDUs
PDCP	Packet Data Convergence Protocol
PDU	Protocol Data Unit
PEK	ProSe Encryption Key
PGK	ProSe Group Key
ProSe	Proximity-based Services
PTK	ProSe Traffic Key
R	Reserved
RB	Radio Bearer
RFC	Request For Comments
RLC	Radio Link Control
RN	Relay Node
ROHC	RObust Header Compression
RRC	Radio Resource Control
RTP	Real Time Protocol
SAP	Service Access Point
SCG	Secondary Cell Group
SDU	Service Data Unit
SLRB	Sidelink Radio Bearer carrying Sidelink Communication or V2X sidelink communication data
SN	Sequence Number
SRB	Signalling Radio Bearer carrying control plane data
TCP	Transmission Control Protocol
UDC	Uplink Data Compression
UDP	User Datagram Protocol
UE	User Equipment
[bookmark: Signet45]UM	Unacknowledged Mode
UP-EDT	User Plane Early data transmission
X-MAC	Computed MAC-I
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[bookmark: _Toc526157483]5	PDCP procedures
[bookmark: Signet1][bookmark: Signet2][bookmark: _Toc526157484]5.1	PDCP Data Transfer Procedures
[bookmark: _Toc526157485]5.1.1	UL Data Transfer Procedures
At reception of a PDCP SDU from upper layers, the UE shall:
-	start the discardTimer associated with this PDCP SDU (if configured);, except for the UE performing UP-EDT, as indicated by upper layers, in which case the timer is started as specified in subclause 5.1.2.2; 
For a PDCP SDU received from upper layers, the UE shall:
-	associate the PDCP SN corresponding to Next_PDCP_TX_SN to this PDCP SDU;
NOTE:	Associating more than half of the PDCP SN space of contiguous PDCP SDUs with PDCP SNs, when e.g., the PDCP SDUs are discarded or transmitted without acknowledgement, may cause HFN desynchronization problem. How to prevent HFN desynchronization problem is left up to UE implementation.
-	perform header compression of the PDCP SDU (if configured) as specified in the subclause 5.5.4;
-	perform compression of the uplink PDCP SDU (if configured) as specified in the subclause 5.11.4;
-	perform integrity protection (if applicable), and ciphering (if applicable) using COUNT based on TX_HFN and the PDCP SN associated with this PDCP SDU as specified in the subclause 5.7 and 5.6, respectively;
-	increment Next_PDCP_TX_SN by one;
-	if Next_PDCP_TX_SN > Maximum_PDCP_SN:
-	set Next_PDCP_TX_SN to 0;
-	increment TX_HFN by one;
-	if PDCP duplication is activated for the corresponding bearer:
-	submit a duplicate of the resulting PDCP Data PDU to lower layer.
-	submit the resulting PDCP Data PDU to lower layer.
	Next change



[bookmark: _Toc526157486]5.1.2	DL Data Transfer Procedures
<text omitted>
[bookmark: _Toc526157497][bookmark: Signet13]5.1.2.2	Procedures for SRBs when the PDCP duplication function is not used
For SRBs, at reception of a PDCP Data PDU from lower layers, the UE shall:
-	if received PDCP SN < Next_PDCP_RX_SN:
-	decipher and verify the integrity of the PDU (if applicable) using COUNT based on RX_HFN + 1 and the received PDCP SN as specified in the subclauses 5.6 and 5.7, respectively;
-	else:
-	decipher and verify the integrity of the PDU (if applicable) using COUNT based on RX_HFN and the received PDCP SN as specified in the subclauses 5.6 and 5.7, respectively;
-	if the UE is performing UP-EDT, integrity verification is applicable, and the integrity verification is passed successfully:
-	start the discardTimer (if configured) associated with any received PDCP SDUs being with PDCP SN less than Next_PDCP_TX_SN (for all uplink radio bearers);
-	if integrity verification is applicable and the integrity verification is passed successfully; or
-	if integrity verification is not applicable:
-	if received PDCP SN < Next_PDCP_RX_SN:
-	increment RX_HFN by one;
-	set Next_PDCP_RX_SN to the received PDCP SN + 1;
-	if Next_PDCP_RX_SN > Maximum_PDCP_SN:
-	set Next_PDCP_RX_SN to 0;
-	increment RX_HFN by one;
[bookmark: Signet3]-	deliver the resulting PDCP SDU to upper layer;
-	else, if integrity verification is applicable and the integrity verification fails:
-	discard the received PDCP Data PDU;
-	indicate the integrity verification failure to upper layer.
-	if the UE is performing UP-EDT, for all uplink radio bearers, consider PDCP PDUs corresponding to received PDCP SDUs with PDCP SN less than Next_PDCP_TX_SN not been confirmed successfully delivered by lower layers.
	End of changes



