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[bookmark: _Ref165266342]Introduction
According to the WID [1] of the eFeMob, one major objective is to reduce the handover interruption time to 0ms. According to the discussion in the RAN2#103bis meeting, RAN2 achieved the following agreements:
	=>	Use the protocol stack comparison in this contribution as baseline for further discussions between the split bearer and non-split bearer solutions.
=>	We should discuss the security key aspects more when we discuss the details of the solutions.
=>	Consider how to do reordering in non-split case
=>	FFS whether single or dual RRC (and e.g. whether we have 1 or 2 S1-C connections) is considered (S1-C would affect also RAN3)
=>	FFS how duplication is considered (depending on solution details)


In this contribution, we propose a DC architecture based solution (i.e. split bearer) to reduce the handover interruption, and the contribution has some specific analysis on the user plane impacts of DC handover. 
Discussion


Figure 1: General architecture of split bearer handover
According to the figure give above, the user plane procedure of the split bearer handover could be divided into the following two steps:
· Step 1: Addition of the target leg (e.g. MCG bearer to MCG split bear change) at the reception of the handover command.
· Step 2: Release of the source leg (e.g. MCG split bearer to MCG bear change) at handover completion.
In the following paper, we discuss the detailed UE behaviours of the corresponding user plane entities.
Step 1: Addition of the target leg
At the reception of the handover command, the UE behaviours include:
· [bookmark: _GoBack]The DRB adds the additional leg (e.g. RLC entity and MAC entity).
· The PDCP entity creates the target security context based on the target security key and algorithm, and stores both the source security context and the target security context.
· For DL data reception, the receiving PDCP entity deciphers the PDCP SDU by using the security context (i.e. either the source or the target) indicated in the PDCP header.
· For DL data reception, the PDCP entity reorders the received PDCP PDU based on the legacy reordering window.
· For UL data transmission, the transmitting PDCP entity uses the source security context to cypher the PDCP SDU, and the PDCP header indicates that the source security context is used.
· The PDCP duplication for both UL and DL can be reused without extra specification impacts.

After the transmission of the handover command, the source node behaviours include:
· For DL data transmission, the source node forwards the PDCP PDU to the target node via a split bearer GTP-U tunnel.
· For DL data transmission, the PDCP PDU forwarded to the target node is cyphered via the source security context.
· For DL data transmission, the PDCP header indicates that the source security context is used.
· For DL data transmission, the source node can also forward the PDCP SDU to the target node via a legacy data forwarding tunnel.
· For UL data reception, the PDCP entity reorders the received PDCP PDU based on the legacy reordering window.
· The PDCP duplication for both UL and DL can be reused without extra specification impacts.

After the transmission of the handover command or after the handover preparation, the target node behaviours include:
· For DL data transmission, the source node creates the corresponding PDCP entity and RLC entity for the bearer.
· For DL data transmission, if the data received is via the split bearer GTP-U tunnel, the target node sends the data directly to the corresponding RLC entity.
· For DL data transmission, if the data received is via the legacy data forwarding GTP-U tunnel, the target node uses the corresponding PDCP entity to send the PDCP SDU by using the PDCP SN as indicated for the forwarded PDCP SDU.
· For DL data transmission, the PDCP header indicates that the target security context is used.
· For UL data reception, if the PDCP header indicates that the source security context is used, the target node forwards the data to the source node via the split bearer GTP-U tunnel.
· The PDCP duplication for both UL and DL can be reused without extra specification impacts.


Step 2: Release of the source leg
The handover completion could be based on the indication from the UE or the network or between the source node and the target node. The details can be discussed further.
At the handover completion, the UE behaviours include:
· The UE resets the L2 entities (i.e. the source MAC/RLC) of the source leg, and then releases the L2 entities of the source leg.
· For DL data reception, the receiving PDCP entity deciphers the PDCP SDU by using the security context (i.e. either the source or the target) indicated in the PDCP header.
· For DL data reception, the PDCP entity reorders the received PDCP PDU based on the legacy reordering window.
· For UL data transmission, the transmitting PDCP entity uses the target security context to cypher the PDCP SDU, and the PDCP header indicates that the target security context is used.
· The UE can release the source security context based on the indication from the network or the UE.
· The PDCP duplication for both UL and DL can be reused without extra specification impacts.

At the handover completion, the source node behaviours include:
· The UL/DL reception/transmission is the same as Step 1 if the GTP-U tunnel for data forwarding between the source node and the target node is not released.
· The split bearer GTP-U tunnel and the legacy data forwarding tunnel can be released separately based on the coordination between the source node and the target node.
· The PDCP duplication for both UL and DL can be reused without extra specification impacts.

At the handover completion, the target node behaviours include:
· The split bearer GTP-U tunnel and the legacy data forwarding tunnel can be released separately based on the coordination between the source node and the target node.
· For DL data transmission, if the data received is via the split bearer GTP-U tunnel, the target node sends the data directly to the corresponding RLC entity.
· For DL data transmission, if the data received is via the legacy data forwarding GTP-U tunnel or the GTP-U tunnel from the CN, the target node uses the corresponding PDCP entity to send the PDCP SDU by using the PDCP SN as indicated for the forwarded PDCP SDU.
· For DL data transmission, the PDCP header indicates that the target security context is used.
· For UL data reception, if the PDCP header indicates that the target security context is used, the target node uses its own PDCP entity to decipher the PDCP SDU.
· The PDCP duplication for both UL and DL can be reused without extra specification impacts.

From our understanding, the legacy path switching procedure after handover completion can be reused, and it is not essential to introduce two S1 AP connections for the UE. 
Conclusions
Based on the detailed analysis given above, in order to achieve the 0ms data transmission interruption during handover, we summarize the main features of our split bearer solution as proposed below:
Proposal 1: The split bearer architecture is used for DRB during the handover procedure, i.e. after the reception of the handover command and before the handover completion.
Proposal 2: The UE uses two security keys which is indicated in the PDCP header during handover.
Proposal 3: The layer-2 entities (including PDCP, RLC and MAC) of the target connection does not reset when the source connection is released.
Proposal 4: The legacy PDCP reordering window is re-used.
Proposal 4: The legacy PDCP duplication is re-used.
Proposal 5: There is no need to introduce two S1-C interfaces for the UE.
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