3GPP TSG-RAN WG2#103                                                  R2-1812735
Gothenburg, Sweden, 20 – 24 August 2018






          



Source: 
Huawei, HiSilicon
Title: 
TP on remaining parts on UAC
Agenda Item:
9.7.4
Access control
Document for:
Discussion and decision
1 Introduction
This TP is related to the discussion paper [1]
2 Text Proposal
5.2.2.5
Essential system information missing

The UE shall:

1>
if in RRC_IDLE, RRC_INACTIVE or in RRC_CONNECTED while T311 is running:

2>
if the UE is unable to acquire the MasterInformationBlock (MasterInformationBlock-NB in NB-IoT); or
2>
if the UE is neither a BL UE nor in CE nor in NB-IoT and the UE is unable to acquire the SystemInformationBlockType1; or
2>
if the BL UE or UE in CE is unable to acquire SystemInformationBlockType1-BR or SystemInformationBlockType1-BR is not scheduled; or

2>
if the NB-IoT UE is unable to acquire the SystemInformationBlockType1-NB:

3>
consider the cell as barred in accordance with TS 36.304 [4]; and

3>
perform barring as if intraFreqReselection is set to allowed, and as if the csg-Indication is set to FALSE;

2>
else:

 3> if the UE is unable to acquire the SystemInformationBlockType2 (or SystemInformationBlockType2-NB in NB-IoT) and for NB-IoT, SystemInformationBlockType22-NB if scheduled: 


3>
treat the cell as barred in accordance with TS 36.304 [4];


<Next modification>
5.3.x
Unified Access Control

5.3.x.1
General

The purpose of this procedure is to perform access barring check for an access attempt associated with a given Access Category and one or more Access Identities upon request from upper layers according to [xx] or the RRC layer.

5.3.x.2
Initiation

5.3.x.2
Initiation

Upon initiation of the procedure, the UE shall:

1>
if [T30x] is running for the Access Category:

2
>
consider the access attempt as barred;

1>
if timer T302 is running and the Access Category is neither '2' nor '0':

2>
consider the access attempt as barred;

1>
else:



2>
if the Access Category is ‘0’:

3>
consider the access attempt as allowed;

2>
else: 

3>
if SystemInformationBlockTypeXX is absent:

4>
consider the access attempt as allowed;
3>
else if SystemInformationBlockTypeXX includes uac-BarringPerPLMN-List and the uac-BarringPerPLMN-List contains an UAC-BarringPerPLMN entry with the plmn-IdentityIndex corresponding to the PLMN selected by upper layers (see TS 24.501 [xx]):

4>
select the UAC-BarringPerPLMN entry with the plmn-IdentityIndex corresponding to the PLMN selected by upper layers;

4>
in the remainder of this procedure, use the selected UAC-BarringPerPLMN entry (i.e. presence or absence of access barring parameters in this entry) irrespective of the common access barring parameters included in SystemInformationBlockTypeXX;

3>
else

4>
in the remainder of this procedure use the common access barring parameters (i.e. presence or absence of these parameters) included in SystemInformationBlockTypeXX;
3>
if the uac-ACBarringListType indicated that uac-ExplicitACBarringList is used:

4>
if the corresponding 
UAC-BarringPerCatList contains a UAC-BarringPerCat entry corresponding to the Access Category:
45>
select the UAC-BarringPerCat entry;
5>
if the uac-BarringInfoSetList contain a UAC-BarringInfoSet entry corresponding to the uac-barringInfoSetIndex in the UAC-BarringPerCat:

6>
select the UAC-BarringInfoSet entry;

6> perform access barring check for the Access Category as specified in 5.3.14.5, using the UAC-BarringInfoSet as "UAC barring parameter";

5>
else:

6> consider the access attempt as allowed;

34>
else:

45> consider the access attempt as allowed;
3>
select the UAC-BarringInfoSetIndex entry from uac-ImplicitACBarringList entry corresponding to the Access Category;

4>
perform access barring check for the Access Category as specified in 5.3.14.5, using  uac-BarringInfo corresponding to UAC-BarringInfoSetIndex as "UAC barring parameter";

1>
if the access barring check was requested by RRC for an RRC establishment or for an RRC resumption requested by upper layers; or

1>
if the access barring check was requested by upper layers:

2>
if the access attempt is considered as barred:

3>
inform upper layers that the access attempt for the Access Category is barred, upon which the procedure ends;

2>
else:

3>
inform upper layers that the access attempt for the Access Category is allowed, upon which the procedure ends;

1>
else:

2>
the procedure ends;

3 Conclusion

It is proposed RAN2 to agree on this TP and merge it into the running 36.331 CR.
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