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Motivation
The FCC has issued a report and order requiring enhancement of the accuracy of WEA (Wireless Emergency Alerts – previously called CMAS).  
The WEA service is provided by the 3GPP feature of PWS.  PWS is a broadcast technology so currently all users in the area served by a cell are alerted.  Especially for large cells, this means that there can be a significant number of users who are alerted even though the alert only applies to a small area within the cell.  The FCC requires an alert accuracy of less than .1 mile overshoot of the target area.  ATIS has been working on how to improve the alert accuracy given the constraints of a broadcast based warning system.
The selected solution makes use of geofencing (sometimes referred to as geotargeting).  In addition to broadcasting the alert message, a geofence is also transmitted that defines the area where the alert is valid.  The UE then checks its location to see if it is in the affected area or not.  If the device verifies that it is outside of the affected area, then the alert is suppressed.
[bookmark: _Hlk517779768]ATIS is pursuing the standardization of the necessary WEA enhancements, but underlying support is needed in 3GPP.  Both LTE and NR are affected as well as the EPC and NGC.  
Endorsement
It is our understanding that as an OP (Operating Partner), ATIS is discouraged from submitting LS’s into TSGs or WGs that contain technical input.  Therefore, these documents are submitted by individual members active in ATIS.
However; the principles in this discussion paper as well as the attached CRs are fully endorsed by ATIS WTSC WEA which is the group responsible for addressing the WEA issue.
Discussion
This describes key features required by the solution:
1. Requirements – The requirement for this functionality has been agreed by SA1 in 22.268 (S1-181563).  In addition, it is a US regulatory requirement.
2. Timeline – The FCC Report and Order requires that rules for enhanced WEA become effective in May 2019.  The required 3GPP standardization must therefore be included in R15.  Enhanced WEA applies to both LTE and NR as well as the EPC and NGC cores.
3. Impact to Legacy Devices – Legacy devices should not be affected.  The geotargeting information should be conveyed in such a manner that it is ignored by legacy devices.  The proposed ATIS solution is to include the geofencing information as a new optional field in the SIB12 (SIB8 for NR) message with the expectation that legacy devices will ignore this unknown field.   Note that in selecting this solution ATIS looked at various alternatives such as modifying the warning message payload or defining a new companion message that could be correlated to existing messages.  The “new optional field in RRC” solution was selected as the compromise with the least complexity and the least likelihood of affecting legacy UEs.
4. Optionality – WEA (CMAS) is an optional feature.  Use of geofencing is optional within WEA.  It is only required by those WEA devices with location capabilities.  In addition, the geofencing information may not always be sent.  For example, amber alerts (child abduction alert) may not need to have a defined geographic boundary, so the cell broadcast areas may be sufficient.   Furthermore, new devices may roam into networks that do not yet support the geofencing capability.
5. Geofencing format – 3GPP has a geographic area description in 23.032, however it is too limited to be of use for WEA.  The 3GPP polygon has a maximum of 15 vertices.  By contrast, many of the polygons associated with emergency alerts have over 100 vertices.  This is important for alert areas that follow the terrain, such as flood warnings or storm surges.  With such complex geofences it is important to optimize the encoding of the polygons.  It is also expected that a geofence can consist of more than polygon.   ATIS has been working with outside parties such as CMU to come up with a highly optimized encoding of the geofence.  This encoding format will be specified in the ATIS specification referenced in the CR.  For WEA, use of the ATIS geofence format will be mandated.
6. eNB/gNB and UE behavior – ATIS has extensively discussed alternatives for sending the additional geofencing information such as sending companion messages or updating the CMAS payload.  The proposed solution of adding an optional field to RRC was agreed after considering tradeoffs in complexity and minimizing the risk of affecting legacy devices. This solution minimizes changes to layer 2 processing as all that is needed is to ensure that the optional geofence information is correctly segmented and reassembled.  There are tradeoffs in how the UE processes the geofence information at higher layers such as what if location is not available, how often to repoll location, etc.  These are being discussed in ATIS and are independent of the layer 2/3 processing. 
Affected Specifications
ATIS expects that the WEA enhancements will affect the following specifications:
	Specification
	Name
	Change

	TS 22.268
	PWS Requirements
	Adds requirement for improved PWS accuracy in US

	TS 23.041
	Cell Broadcast Service
	Add geofence into the PWS flows

	TS 29.168
	CBC Interfaces with EPC
	Add geofence into ASN.1

	TS 36.306
	UE Radio Access Capabilities (LTE)
	Indicate geofencing is optional in CMAS

	TS 36.331
	RRC Protocol Specification (LTE)
	Add geofence field to SIB12

	TS 36.413
	S1 Application Interface (LTE)
	Add geofence into ASN.1

	TS 38.306
	UE Radio Access Capabilities (NR)
	Indicate geofencing is optional in CMAS

	TS 38.331
	RRC Protocol Specification (NR)
	Add geofence field to SIB8

	TS 38.413
	S1 Application Interface (NR)
	Add geofence into ASN.1
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