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1. Introduction

In NR access control, how to handle the barring timer still has ambiguity. Firstly, RAN2 needs to discuss how many barring timers will be defined. Currently, it is a baseline to have a barring timer per access category. On the other hand, it seems unreasonable while considering the access categories of totally 64. We would like to suggest a compromise on the number of barring timers. 
And, the NAS-AS interaction has to be confirmed when one triggered access is considered as barred according to the barring check. In the last meeting, the NAS-AS interaction for Reject case was agreed. We assume it can be a baseline.

Finally, as a small issue, we would like to clarify the field uac-BarringForAccessIdentity.
2.
Discussion
2.1
Barring timer
In LTE, a few barring timers are defined as follows:
	T303
	Access barred while performing RRC connection establishment for mobile originating calls
	Upon entering RRC_CONNECTED and upon cell re-selection
	Inform upper layers about barring alleviation as specified in 5.3.3.7

	T305
	Access barred while performing RRC connection establishment for mobile originating signalling
	Upon entering RRC_CONNECTED and upon cell re-selection 
	Inform upper layers about barring alleviation as specified in 5.3.3.7

	T306
	Access barred while performing RRC connection establishment for mobile originating CS fallback.
	Upon entering RRC_CONNECTED and upon cell re-selection
	Inform upper layers about barring alleviation as specified in 5.3.3.7

	T308
	Access barred due to ACDC while performing RRC connection establishment subject to ACDC
	Upon entering RRC_CONNECTED and upon cell re-selection
	Inform upper layers about barring alleviation for ACDC as specified in 5.3.3.7


RAN2 needs to discuss how many barring timers are defined in NR.
At least for the access category 0, the separate barring timer is not required because this access category is always allowed. (For your convenience, the table on the access categories is captured below)
For the access category 1, RAN2 can refer to the EAB in LTE. In EAB, the barring timer is not applicable. 
For the access category 2, it is not suitable to have a barring timer for the emergency call because it belongs to an urgent case. Also in LTE, no barring timer is applicable for emergency. As in LTE, ‘on-off’ control seems sufficient.
For the remaining access categories, separate barring timers may be defined. However, it seems unreasonable for UE to run too many timers because the barring timers of about 60 would be required at maximum. As a compromise, one barring timer is defined for operator-defined access categories, while separate barring timers are kept for standardized access categories. In other words, when any operator-defined access category was barred, and a barring timer is running, other operator-defined access category cannot be initiated until the timer expires. Similarly, LTE has one barring timer T308 for ACDC categories corresponding to the application only. 
On the other hand, RAN2 may want to later has an operator-defined access category, suitable to be controlled with a separate barring timer. In that case, RAN2 could then define a separate barring timer for the category as an exceptional case. For now, we would like to suggest that single barring timer is defined for operator-defined access categories as baseline. 
Proposal 1: No barring timer for access category 0, 1 and 2 is defined.

Proposal 2: As a baseline, single barring timer is defined for operator-defined access categories, while separate barring timers are kept for standardized access categories.
	Access Category number
	Conditions related to UE
	Type of access attempt

	0
	All
	MO signalling resulting from paging

	1 
	UE is configured for delay tolerant service and subject to access control for Access Category 1, which is judged based on relation of UE’s HPLMN and the selected PLMN.
	All except for Emergency

	2
	All
	Emergency

	3
	All except for the conditions in Access Category 1.
	MO signalling resulting from other than paging

	4
	All except for the conditions in Access Category 1.
	MMTEL voice

	5
	All except for the conditions in Access Category 1.
	MMTEL video

	6
	All except for the conditions in Access Category 1.
	SMS

	7
	All except for the conditions in Access Category 1.
	MO data that do not belong to any other Access Categories

	8-31
	
	Reserved standardized Access Categories

	32-63
	All
	Based on operator classification


2.2
NAS-AS interaction
In LTE, NAS is informed that the access triggered by NAS is barred according to the result of the barring check, and AS starts running a barring timer. When the timer expires, AS informs NAS about the barring alleviation. In NR, RAN2 needs to discuss the NAS-AS interaction while considering the running barring timers. For NAS-triggered events, NAS-AS interaction can follow LTE behavior. 
Proposal 3: For NAS-triggered events, NAS-AS interaction follows LTE behavior. 
One question is how to handle the NAS-AS interaction at least for RNA update, mapped to one access category by AS. In the last meeting, RAN2 decided the NAS-AS interaction upon RRC Reject. A similar behavior is considerable. One difference is to consider the access category-specific barring timers. CT1 has still no consensus on how to handle RRC resume triggered by uplink data.
Proposal 4: For AS-triggered events, NAS is not informed that the access was barred but AS informs NAS that a barring timer corresponding to the NAS-triggered request is running if it later receives the NAS-triggered request.
Proposal 5: At expiry or stop of the running timer, if NAS was informed that access was barred (due to the running timer), then AS informs NAS about barring alleviation for access corresponding to the expired timer.
2.3
Others
RAN2 made a consensus on the structure of the IE UAC-BarringInfoSet as follows:
UAC-BarringInfoSet ::= SEQUENCE {


uac-BarringFactor


ENUMERATED {










p00, p05, p10, p15, p20, p25, p30, p40,










p50, p60, p70, p75, p80, p85, p90, p95},


uac-BarringTime



ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},


uac-BarringForAccessIdentity


BIT STRING (SIZE(7))

}

Currently, the field uac-BarringForAccessIdentity has 7 bits. In RAN2#101, RAN2 made one agreement on the field uac-BarringForAccessIdentity.

	10:
Bitmap is used for access identities 1,2,11-15 and for emergency calls in 5G as ac-BarringForSpecialAC, and barring factor/timer is used for normal UE (access identity 0 in 5G) as ac-BarringFactor;


For access identities 1, 2, 11, 12, 13, 14 and 15, and emergency, the size of field uac-BarringForAccessIdentity should be 8 bits. 
Proposal 6: RAN2 to confirm that the field uac-BarringForAccessIdentity has 8 bits for emergency as well as the access identities 1, 2, 11-15.
3. Conclusion
It is suggested that 
Proposal 1: No barring timer for access category 0, 1 and 2 is defined.

Proposal 2: As a baseline, single barring timer is defined for operator-defined access categories, while separate barring timers are kept for standardized access categories.
Proposal 3: For NAS-triggered events, NAS-AS interaction follows LTE behavior. 
Proposal 4: For AS-triggered events, NAS is not informed that the access was barred but AS informs NAS that a barring timer corresponding to the NAS-triggered request is running if it later receives the NAS-triggered request.

Proposal 5: At expiry or stop of the running timer, if NAS was informed that access was barred (due to the running timer), then AS informs NAS about barring alleviation.

Proposal 6: RAN2 to confirm that the field uac-BarringForAccessIdentity has 8 bits for emergency as well as the access identities 1, 2, 11-15.
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