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	Reason for change:
	RIL I552 on UAC:
· Section 5.3.14.2 does not check if the common access barring is active.  Moreover the field description of uac-BarringForCommon also captured that "UE behaviour upon absence of this field is specified in section 5.3.14.2."
RIL I553 & I554 on UAC:

· The UAC mechanism needs to allow the following use cases:

·  (1) configure UEs of a given PLMN(s) to use the common UAC barring configuration (which is configured via uac-BarringForCommon).

·  (2) configure UEs of a given PLMN(s) to use PLMN-specific UAC barring configuration (which is configured via uac-BarringPerPLMN-List).
·  (3) configure UEs of a given PLMN(s) not to be barred. 
However current procedural text and ASN.1 does not allow enabling use case (3), i.e. the scenario when common UAC barring parameters are broadcasted but a given PLMN is not barred at all.



	
	

	Summary of change:
	RIL I552 on UAC:

· TP #1: Add a check on whether the common access barring parameters (uac-BarringForCommon) are or not applicable. Moreover uac-BarringForCommon reference is used instead than "common access barring parameters" as also pointed in issue I551.
RIL I553 & I554 on UAC:

· TP #1: Update procedural text to allow the scenario (3) where common UAC barring parameters are broadcasted but a given PLMN is not barred.
· TP #2: Update the ASN.1 to allow the scenario (3) where common UAC barring parameters are broadcasted but a given PLMN is not barred by making OPTIONAL uac-ACBarringListType.
The draftCR is based on the version used in the ASN1 review phase 2.
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	1st Text Proposal Change 


5.3.14.2
Initiation

Upon initiation of the procedure, the UE shall:

1>
if timer [T30x] is running for the Access Category:

2>
consider the access attempt as barred;

1>
if timer T302 is running and the Access Category is neither '2' nor '0':

2>
consider the access attempt as barred;

1>
else:

Editor’s note: FFS whether indication/selection of the Access Category for RRC Resume is described in this section or not.

2>
if the Access Category is ‘0’:

3>
consider the access attempt as allowed;

2>
else:

3>
if SIB1 includes uac-BarringPerPLMN-List and the uac-BarringPerPLMN-List contains an UAC-BarringPerPLMN entry with the plmn-IdentityIndex corresponding to the PLMN selected by upper layers (see TS 24.501 [23]):

4>
select the UAC-BarringPerPLMN entry with the plmn-IdentityIndex corresponding to the PLMN selected by upper layers;

4>
in the remainder of this procedure, use the selected UAC-BarringPerPLMN entry (i.e. presence or absence of access barring parameters in this entry) irrespective of the uac-BarringForCommon included in SIB1;
3>
else if SIB1 includes uac-BarringForCommon:
4>
in the remainder of this procedure use the uac-BarringForCommon (i.e. presence or absence of these parameters) included in SIB1;
3>
else 

4>
consider the access attempt as allowed;
3>
if uac-BarringForCommon is applicable or the uac-ACBarringListType indicated that uac-ExplicitACBarringList is used:

4>
if the corresponding UAC-BarringPerCatList contains a UAC-BarringPerCat entry corresponding to the Access Category:
5>
select the UAC-BarringPerCat entry;
5>
if the uac-BarringInfoSetList contain a UAC-BarringInfoSet entry corresponding to the uac-barringInfoSetIndex in the UAC-BarringPerCat:

6>
select the UAC-BarringInfoSet entry;

6> perform access barring check for the Access Category as specified in 5.3.14.5, using the UAC-BarringInfoSet as "UAC barring parameter";

5>
else:

6> consider the access attempt as allowed;

4>
else:

5> consider the access attempt as allowed;

3>
else if the uac-ACBarringListType indicated that uac-ImplicitACBarringList is used:

4>
select the UAC-BarringInfoSetIndex entry from uac-ImplicitACBarringList entry corresponding to the Access Category;

4>
perform access barring check for the Access Category as specified in 5.3.14.5, using  uac-BarringInfo corresponding to UAC-BarringInfoSetIndex as "UAC barring parameter";
3>
else:

4>
consider the access attempt as allowed;
1>
if the access barring check was requested by RRC for an RRC establishment or for an RRC resumption requested by upper layers; or

1>
if the access barring check was requested by upper layers:

2>
if the access attempt is considered as barred:

3>
inform upper layers that the access attempt for the Access Category is barred, upon which the procedure ends;

2>
else:

3>
inform upper layers that the access attempt for the Access Category is allowed, upon which the procedure ends;

1>
else:

2>
the procedure ends;

	2nd Text Proposal Change 


–
SIB1

Editor’s Note: Targeted for completion in September 2018. Not used in EN-DC.

SIB1 contains information relevant when evaluating if a UE is allowed to access a cell and defines the scheduling of other system information. It also contains radio resource configuration information that is common for all UEs and barring information applied to the unified access control.

Signalling radio bearer: N/A

RLC-SAP: TM

Logical channels: BCCH

Direction: Network to UE

SIB1 message

-- ASN1START

-- TAG-SIB1-START

SIB1 ::=

SEQUENCE {


cellSelectionInfo




SEQUENCE {



q-RxLevMin






Q-RxLevMin,



q-RxLevMinOffset




INTEGER (1..8)

OPTIONAL, 

-- Need R


q-RxLevMinSUL





Q-RxLevMin


OPTIONAL, 

-- Need R


q-QualMin






Q-QualMin


OPTIONAL,

-- Need R



q-QualMinOffset




INTEGER (1..8)

OPTIONAL

-- Need R

}



















OPTIONAL,


-- Need S


cellAccessRelatedInfo



CellAccessRelatedInfo,


connEstFailureControl 
ConnEstFailureControl










OPTIONAL,


-- Need R


si-SchedulingInfo




SI-SchedulingInfo






OPTIONAL,


-- Need R


servingCellConfigCommon



ServingCellConfigCommonSIB


OPTIONAL,


-- Need R


ims-EmergencySupport




ENUMERATED {true}





OPTIONAL,


-- Need R

eCallOverIMS-Support




ENUMERATED {true}





OPTIONAL, 


-- Cond Absent


ue-TimersAndConstants



UE-TimersAndConstants





OPTIONAL,


-- Need R


uac-BarringInfo 





SEQUENCE {



uac-BarringForCommon




UAC-BarringPerCatList


OPTIONAL,


-- Need S




uac-BarringPerPLMN-List



UAC-BarringPerPLMN-List


OPTIONAL,

-- Need S




uac-BarringInfoSetList



UAC-BarringInfoSetList


}








OPTIONAL,













-- Need R


useFullResumeID






ENUMERATED {true}



OPTIONAL,
-- Need N


lateNonCriticalExtension


OCTET STRING














OPTIONAL,


nonCriticalExtension



SEQUENCE{}















OPTIONAL 

}

UAC-BarringPerPLMN-List ::= 

SEQUENCE (SIZE (1.. maxPLMN)) OF UAC-BarringPerPLMN

UAC-BarringPerPLMN ::=


SEQUENCE {



plmn-IdentityIndex




INTEGER (1..maxPLMN),



uac-ACBarringListType

CHOICE{





uac-ImplicitACBarringList

SEQUENCE (SIZE(maxAccessCat-1)) OF UAC-BarringInfoSetIndex,





uac-ExplicitACBarringList



UAC-BarringPerCatList





}




OPTIONAL



-- Need R
}

UAC-BarringPerCatList ::= SEQUENCE (SIZE (1..maxAccessCat-1)) OF UAC-BarringPerCat

UAC-BarringPerCat ::= SEQUENCE {


   accessCategory             

INTEGER (1..maxAccessCat-1),


   uac-barringInfoSetIndex  
    

UAC-BarringInfoSetIndex

}

UAC-BarringInfoSetIndex  ::=



INTEGER (1..maxBarringInfoSet)

UAC-BarringInfoSetList ::= SEQUENCE (SIZE(1..maxBarringInfoSet)) OF UAC-BarringInfoSet

UAC-BarringInfoSet ::= SEQUENCE {


uac-BarringFactor


ENUMERATED {










p00, p05, p10, p15, p20, p25, p30, p40,










p50, p60, p70, p75, p80, p85, p90, p95},


uac-BarringTime



ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},


uac-BarringForAccessIdentity


BIT STRING (SIZE(7))

}

-- TAG-SIB1-STOP

-- ASN1STOP

	SIB1 field descriptions

	accessCategory
The Access Category according to [TS 22.261]

	q-QualMin

Parameter “Qqualmin” in TS 38.304 [4], applicable for serving cell. If the field is not present, the UE applies the (default) value of negative infinity for Qqualmin.  

	q-RxLevMin

Parameter “Qrxlevmin” in TS 38.304 [4], applicable for serving cell.

	q-RxLevMinSUL

Parameter “QrxlevminSUL” in TS 38.304 [4], applicable for serving cell

	uac-BarringForCommon 
Common access control parameters for each access category. Common values are used for all PLMNs, unless overwritten by the PLMN specific configuration provided in uac-BarringPerPLMN-List. The parameters are specified by providing an index to the set of configurations (uac-BarringInfoSetList). UE behaviour upon absence of this field is specified in section 5.3.14.2.

	uac-BarringPerPLMN-List 
Access control parameters for each access category valid only for a specific PLMN.

	uac-barringInfoSetIndex

Index of the entry in field uac-BarringInfoSetList. Value 1 corresponds to the first entry in uac-BarringInfoSetList, value 2 corresponds to the second entry in this list and so on.

	uac-BarringInfoSetList 
List of access control parameter sets. Each access category can be configured with access parameters corresponding to a particular set.

	uac-BarringForAccessIdentity

Indicates whether access attempt is allowed for each Access Identity. The leftmost bit, bit 0 in the bit string corresponds to Access Identity 1, bit 1 in the bit string corresponds to Access Identity 2, and so on. Value 0 means that access attempt is allowed for the corresponding access identity.

	useFullResumeID

This field indicates if the UE indicates full resume ID of 40 bits in RRCResumeRequest.


	End Text Proposal Change


