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	Reason for change:
	In LTE, autonomous removal of measID is used for removing hanging measID after a reconfiguration, HO and re-establishment. Such procedure is also needed to be cleared in NR to remove any hanging measID linked to reportConfig where a serving cell is released.
This draft CR depends on whether the one for EN-DC is agreed (RIL#I613) in R2-1811662 where the autonomous removal of measID (new Section 5.5.2.2a) are added to the NR EN-DC RRC NR spec.

	
	

	Summary of change:
	Assuming that autonomous removal of measID is agreed and introduced for NR EN-DC (i.e. new section 5.5.2.2a is added in EN-DC RRC NR spec),  add the trigger in re-establishment section (i.e. Section 5.3.7.5)
Impact Analysis

Impacted functionality

Measurement removal
Inter-operability

1. If the network is implemented according to the CR and the UE is not, UE may report measID not known to the network
2. If the UE is implemented according to the CR and the network is not, the network may assume that the UE use the measID for serving cell reporting


	
	

	Consequences if not approved:
	To prevent hanging measID that are no longer in use and prevent possible IOT issue between UE and network
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<Start of Change>
5.3.7.5
Reception of the RRCReestablishment by the UE
The UE shall:

1>
stop timer T301;

1>
consider the current cell to be the PCell;

1> perform the cell group configuration procedure in accordance with the received masterCellGroup and as specified in 5.3.5.5;

1>
perform the radio bearer configuration procedure in accordance with the received radioBearerConfig and as specified in 5.3.5.6;

Editor’s Note: FFS Which parts of the mastercellGroup and radioBearerConfig IEs are applicable to the re-establishment case
1>
store the nextHopChainingCount value indicated in the RRCReestablishment message;
1>
update the KgNB key based on the current KgNB or the NH, using the stored nextHopChainingCount value, as specified in TS 33.501 [11];

1>
derive the KRRCenc key, the KRRCint, the KUPint key and the KUPenc key associated with the previously configured ciphering algorithm, as specified in TS 33.501 [11];

1>
derive the KRRCint key and the KUPint key associated with the previously configured integrity protection algorithm, as specified in TS 33.501 [11];

1>
request lower layers to verify the integrity protection of the RRCReestablishment message, using the previously configured algorithm and the KRRCint key;

1>
if the integrity protection check of the RRCReestablishment message fails:

2>
perform the actions upon going to RRC_IDLE as specified in 5.3.11, with release cause 'other', upon which the procedure ends;

1>
configure lower layers to activate integrity protection using the previously configured algorithm and the KRRCint key immediately, i.e., integrity protection shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;

1>
configure lower layers to apply ciphering using the previously configured algorithm, the KRRCenc key and the KUPenc key immediately, i.e., ciphering shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;

1>
perform the measurement identity autonomous removal as specified in 5.5.2.2a;

1>
submit the RRCReestablishmentComplete message to lower layers for transmission;

1>
the procedure ends;

<End of Change>
