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1	Introduction
This is the report of the following email discussion from RAN2 NR AH#1807 [1]:
[AH1807#10][NR] Access Control (Ericsson)
	Progress details of access control that could not be addressed at this meeting including AS/NAS interaction/modelling and T30x timer handling, and AC in connected mode, ACat for RNAU and RAN paging, cause values.
	Prepare a CR for the most easily agreeable aspects.
	Intended outcome: Report and draft CR to next meeting,
	Deadline:  Thursday 2018-08-02

The discussion is divided into two phases. 
Phase 1 (deadline 2018-07-30): Provide input on and discuss the different questions. Rapporteur will provide a draft CR addressing issues likely to converge based on input received by this deadline.
Phase 2 (deadline 2018-08-02): Discuss a proposal for conclusions including a draft CR provided by the e-mail discussion rapporteur 
[bookmark: _Ref178064866]2	Discussion
2.1	AS/NAS interaction/modelling
In the NAS protocol specification TS 24.501 two UE implementation options are now allowed for the AS-NAS interaction for the provisioning of RRC establishment cause:
1. NAS first provides access category and access identies to AS, which performs acces barring check. NAS then only after a successful access barring check provides RRC establishment cause and trigger RRC Connection Establishment / RRC Resume. This is here referred to as option 1.
2. NAS provides RRC establishment cause along with access category and access identities to AS. AS then triggers access barring check and after a successful access barring check it performs the requested RRC Connection Establishment / RRC Resume This is here referred to as option 2.
In the agreed draft CR [3], RRC is updated to capture both these implementation options.  However, since not enough discussion took place at the RAN2 AH#1807 meeting, two FFS:s were added on "how to capture the different options for AS/NAS modeling for barring check for connection establishment/resume".


Question 2.1-1: 	Please provide your view on how to capture the two UE implementation options (for example, as in the draft CR [3], or in another way)
	Company name
	Answer to Q2.1-1

	Ericsson
	As in the draft CR

	Qualcomm
	I think we are unnecessarily complicating the specification with the current Note in the draft CR and it doesn’t really add any value. The NAS-AS interaction for UAC is quite simple: NAS provides AC for the attempt, RRC performs barring and informs NAS when access is allowed, NAS initiates the attempt. The Note in the CT1 spec is regarding whether NAS can give the cause value together with AC or after alleviation. This is more of a UE internal implementation detail. It does not imply that this allows the RRC to perform the connection without telling NAS after alleviation, which will not be compatible with the general UAC framework. So, the CT1 Note is not really useful and we shouldn’t amplify it further.

	Sharp
	As in the draft CR

	CATT
	Access control also need to be performed in RRC connected mode. For example: NAS layer may request access control check for MMTEL voice call which is applicable to all RRC state. In this case, the UE cannot trigger RRC Connection Establishment / RRC Resume procedure directly. The result of access control need to be provided to upper layer via NAS layer. If the result of access control for MMTEL voice call is allowed and UE is in RRC idle/inactive state, then the NAS layer will trigger AS layer to initiate RRC Connection Establishment / RRC Resume procedure. Hence, option 1 is preferred.

	Spreadtrum
	We think maybe it is not very useful to mention the UE implementation in speicification. 
we can mention when NAS requests AS to perform UAC check, the AS can perform the UAC check with the parameters NAS provides and feedbacks the result to NAS. But how AS identifies that NAS requests to perform UAC check and how NAS provides the related parameters and how to feedback the result can be left to UE implementation. 
We think we can put the above desciption in a more generic place as in RRC_CONNECTED state, NAS may also request AS to perform UAC check.

	MediaTek
	We think it is not necessary to specify UE internal NAS/AS implementation details in RRC SPEC. The Note in current draft CR could be removed and leave it to UE implantation.

	Apple
	We don’t think it is helpful at all to specify UE internal NAS/AS implementation details in RRC spec. 

	Intel
	Same view as others. We do not think the Note is useful, and we should not specify the NAS/AS implementation details in RRC spec. Therefore the Note shall be removed. 

	Samsung
	As in the draft CR

	ZTE
	We have similar view as Qualcomm and Intel. We think the note in section 5.3.3.2 can be deleted. 

	DOCOMO
	Since the NAS/AS interaction does not affect the RRC specification, we think the NOTE is not necessarily captured.

	Xiaomi
	Not need to specify this in RRC. But we still need to clarify which option we will use.

	Nokia, Nokia Shanghai Bell
	[bookmark: _Hlk517010579]RRC specification should not ambiguously describe UE‘s implementations options. Based on the current NOTE it is not clear when the UE applies which option, or if the implementation according to NOTE is practised at all. However, we were thinking that instead, the NOTE could state more clearly that one oft he option is always applied, e.g.: 
NOTE: 	One UE’s implementation option, upper layers may  either request access barring check as specified in the unified acccess control procedure in 5.3.16 and only request the RRC resumption when the access attempt is considered allowed, or Another UE’s implementation option, upper layers may instead provide an Access Category and one or more Access Identities upon requesting the RRC resumption so that RRC initiates the access barring check.

	ITRI
	We don’t think that specifing UE internal NAS/AS implementation details in RRC spec is necessary. The note should be removed.

	Huawei/HiSilicon
	Agree in general with the views expressed by others here. Normally we specify interfaces between peer entities. So it is not clear why RRC spec should capture implementation details related to NAS/AS interactions.
If it is useful to capture these two options as possible implementations, then we could agree to some clarification of the note as proposed by Nokia.

	Lenovo, Motorola Mobility
	Same view as Qualcomm, Intel and some others. We don’t need to add any note in our specifications at least for this.



2.2	T30x timer handling
During ASN.1 review, the question on how many timers should be specified was raised in RIL issue I142:
[RIL]: I142 [Delegate]: Intel  [WI]:SA [Class]: 2 [Status]: ToDisc [TDoc]: None 
[Proposed Conclusion]: Discuss if 6 timers should be specified explicitly or if a more generic solution could be specified.
[Description]: we have agreed barring timer is per access category, i.e. there should be timers at least for category 2-8. Also for operator defined access categories. We at least should define 6 timers. 
[Proposed Change]: to define 6 barring timers for access category 2-8;
[Comments]: 

Question 2.2-1:	How to specify T30x timers for different access categories?
	Company name
	Answer to Q2.2-1

	Ericsson
	Timer T30x can be defined to per per access category. The current draft CR uses formulation “timer [T30x] corresponding to an Access Category“, but if companies feel this is not clear enough, we are happy to expand this further.

	Qualcomm
	The formulation in the draft CR is sufficient; we don’t need to define different timers for each category.

	FirstNet
	An access attempt assigned to Access Identity 2 (UE configured for Mission Critical Services (MCS)) should be exempt from network-based access control via T302 barring the same way that an Emergency or an MT access attempt is exempt.

	CATT
	At the moment, 6 timers are fine, if more timers are needed, we can reconsider this issue.

	MediaTek
	It seems not really necessary to define 6 timers for it. We prefer to use the term “timer [T30x] corresponding to an Access Category“ as in the draft CR. In this case, we don’t need to add a new timer when adding a new access category.

	Sharp
	The formulation [T30X] is not so clear. Prefer to define T30x as per access category. If a RAN specific category is defined for RNAU, it is clear to have a corresponding timer.

	Spreadtrum
	As T3XX only define 100 timers in RRC, it is not suitable to specify maximum 64 timers each with a certain T3XX names. A more generic way is prefered.
We can define one timer [T30x] for UAC, and this timer can have 64 instances, each instance has a corresponding Access Category. As Access Category 0 is not barred always, we can also specifiy that the instance of [T30x] corresponding to Access Category 0 will never be started.

	UK Home Office
	For Mission Critical Services purposes an access attempt using Access Identity 2 (UE configured for Mission Critical Services (MCS)) should be exempt from network-based access control via T302 barring.

	Apple
	The formulation capturing it in current draft CR is fine.

	Intel
	Current description on  [T30x] works. But it would be good to clarify, this T30x is still the ACB timer per access category, for instance with a NOTE.

	Samsung
	We assume to need a further discussion.
For standardized access categories, the barring timer per the access category seems applicable. On the other hand, it seems unreasonable for all access categories to have separate timer. For instance, one generic timer can be used for the operator-defined access categories.

	ZTE
	The text in draft CR looks fine. 

	DOCOMO
	The current formulation is sufficient as captured in draft CR.

	Xiaomi
	The formulation in the draft CR is fine to us.

	Nokia, Nokia Shanghai Bell
	We are fine with the formulation in the current CR, timer is per access attempt, thus in the light of RRC corresponds to currently barred Access Category. 

	ITRI
	We think the current description for the barring timer in draft CR is fine.

	Huawei/HiSilicon
	The text of the CR seems to accurately capture the current agreement. Therefore, we don’t see a need to change it.

	Lenovo, Motorola Mobility
	The formulation in draft CR is fine and UE implementation keeps track of T30x per access category. So, in specification we refer to T30x always with respect to ‘the/ this’ access category. However, adding a note could be helpful (saying that a T30x timer is per barring category).
Additionally, the point when the T30x is started should also be covered e.g. in section 5.3.14.2 e.g.:

1>	if the access barring check was requested by upper layers:
2>	if the access attempt is considered as barred:
3>	start timer T30x if not already running for the Access Category
3>	inform upper layers that the access attempt for the Access Category is barred, upon which the procedure ends;




There is an FFS whether T30x is stopped due to cell reselection (e.g. as in LTE).
Question 2.2-2:	When are the barring timers T30x stopped?
	Company name
	Answer to Q2.2-1

	Ericsson
	At least due to cell reselection

	Qualcomm
	It should stop when a different cell is selected.

	Sharp
	For UE in idle/ Inactive mode, T30x is stopped at least in cell reselection.
When UE enters connected mode, T30x is also stopped.
Considering access control in connected mode, if T30x could running,  T30x is stopped when at least handover command and RRC release message are received. And it is also stopped when related parameters are reconfigured in connected mode.


	CATT
	Access control is applicable to RRC idle state, RRC inactive state and RRC connected state. Access control parameters may configured per PLMN and be different between cells. Hence, if barring timers T30x are stopped due to access control parameters changes, all the following scenarios need to be considered:
1) Cell reselection;
2) Cell selection(including cell selection during RRC re-establishment procedure);
3) Handover
4）PLMN change
At least, T30x is stopped due to cell reselection

	Spreadtrum
	All the instances of timer [T30x] should be stopped 
1 when cell reselection happens;
2 when the camp on cell changes (like UE goes to Anycell selection and select a cell other than the cell that the [T30x] starts);
3 when successful handover (PCell Change) happens;
4 when handover failure and UE selects a cell other than the cell that the [T30x] starts
5 when RLF happens and UE selects a cell other than the cell that the [T30x] starts
Or we can conclude that if the UE find it is operating in a cell that different with the Cell that timer [T30x] started, then all the instances started in other cells should be stopped.

	MediaTek
	T30x should be stopped while
· cell reselection
· enter RRC Connected mode (i.e. while receiving RRCSetup or  RRCResume)

	Vencore Labs
	An access attempt assigned to Access Identity 1 (i.e. MPS) should be exempt from network-based access control (after a prior failed access attempt), which is implemented by T302 barring. Currently in NR, T302 exemption applies to Emergency and mobile terminating response. 

	Apple
	[T30x] should be stopped as long as cell changes, i.e. UE is in a cell different than the cell where the timer [T30x] started:
1) Cell reselection
2) HO
3) Cell selection

	Intel
	Upon cell change, i.e. cell reselection, handover;

	Samsung
	As in LTE

	ZTE
	At cell reselection (upon which upper layers are informed about barring alleviation). 

	DOCOMO
	As like in LTE, The [T30x] shall stop when the cell change, i.e. cell reselection.

	Xiaomi
	At least for the cases of cell reselction and handover.

	Nokia, Nokia Shanghai Bell
	The timer should be stopped at least at cell reselection

	ITRI
	T30x is stopped at least at cell reselection.

	Huawei/HiSilicon
	At least cell reselection and handover seem to be appropriate. We  can discuss if there is any other scenario that also warrants stopping [T30x]

	Lenovo, Motorola Mobility
	Cell reselections should stop T30x. Going out of coverage may also stop T30x as an optimization (can be discussed).
Further:
It’s difficult to see from the draft CR if a UE in RRC Connected may still be having a running T30x (e.g. T30x was running when the UE entered RRC Connected due to an Emergency call) when it is in RRC Connected. If yes (i.e. T30x may still be running in RRC Connected), Handovers to a different cell (i.e. excluding Intra-cell HO) should also stop T30x.




2.3	Access control in RRC_CONNECTED
The potential need for AS events triggering access barring checks in RRC_CONNECTED needs to be further discussed in RAN2.
Question 2.3-1:	For RRC_CONNECTED, are there any other, i.e. RRC-triggered, events, apart from those already specified in NAS (TS 24.501), which need to be specified in AS (i.e. in the RRC specification) as access attempts triggering access barring check?
	Company name
	[bookmark: _Hlk520715693]Answer to Q2.3-1 (Need for AS-triggered events in RRC_CONNECTED Yes/no)
	Comments

	Ericsson
	No
	No Access Control/barring check is introduced for RRC-initiated events in RRC_CONNECTED. It can be considered for introduction in the future if a need is identified. 

	Qualcomm
	No
	Given the amount of time for Rel-15, it is better not to define anything new for RRC_CONNECTED and postpone this to Rel-16.

	Sharp
	No
	Not for Rel-15

	CATT
	NO
	No motivation at the moment

	Spreadtrum
	No
	We also agree to postpone any optimization if needed to Rel16.

	MediaTek
	No
	No clear use case in R15

	Apple 
	No
	No need for now.

	Intel
	No
	The only thing in connected mode is NAS signalling or UL data transmission, which can be covered by NAS triggered events. Note: we have agreed for INACTIVE, UL data transmission is controlled by NAS triggered events.  

	Samsung
	No
	

	ZTE
	No
	

	DOCOMO
	No
	It can be furtherly discussed in the future.

	Xiaomi
	NO
	

	Nokia, Nokia Shanghai Bell
	No
	This is aligned with TS24.501

	ITRI
	No
	Not for R-15.

	Huawei/HiSilicon
	
	We believe there are likely other scenarios that may warrant access barring for Connected UEs. However, it seems there may be a strong desire from many companies to limit Rel. 15 to those NAS triggered events defined in TS 24.501. 
If it proves not feasible to further progress this topic in Rel. 15, then further discussions can be postpone to future releases (e.g. Rel. 16)     

	Lenovo, Motorola Mobility
	No
	




2.4	Access category for RNA update
[bookmark: _Hlk518910415]In the agreed draft CR [3] there is an FFS to which access category to use when the UE performs RRC resume due to RNA update. 
Question 2.4-1:	Which access category to use when the UE performs RRC resume due to RNA update: access category 3 for MO-signalling or a standardised RAN specific access category for RNA update?
	Company name
	Answer to Q2.4-1 (please tick one column)

	
	[bookmark: _Hlk520715252]Access category 3 for MO-signalling
	Standardised RAN specific access category for RNA update

	Ericsson
	
	X

	Qualcomm
	
	X

	FirstNet
	
	X

	Sharp
	
	X

	CATT
	
	X

	Spreadtrum
	
	X

	MediaTek
	
	X

	Vencore Labs
	
	X

	Apple
	
	X

	Intel
	
	X

	Samsung
	X
	

	ZTE
	
	X

	DOCOMO
	
	X

	Xiaomi
	X
	

	Nokia, Nokia Shanghai Bell
	x
	

	ITRI
	
	X

	Huawei/HiSilicon
	x
	

	Lenovo, Motorola Mobility
	
	X



2.5	Cause values
For MSG3 in NR, 4 bits has now been been agreed [1] for both the RRC establishment cause and the RRC resume cause.
For the RRC establishment cause in NR, RAN2 has so far agreed the following values:

emergency, highPriorityAccess, mt-Access, mo-Signalling, mo-Data, mo-VoiceCall 

For the RRC resume cause in NR, RAN2 has so far agreed the following values:

emergency, highPriorityAccess, mt-Access, mo-Signalling,mo-Data, mo-VoiceCall, rna-Update


Question 2.5-1:	Please identify additional essential establishment and resume cause values in NR, including motivation.
	Company name
	Answer to Q2.5-1 

	
	Additional establishment cause values
	Additional resume cause values
	Motivation

	Ericsson
	mo-VideoCall, mo-SMS
	mo-VideoCall, mo-SMS
	These two cause values correspond to access categories for which mapping to an establishment cause needs to be defined in TS 24.501 (mapping for those access categories are currently FFS).

	Qualcomm
	mt-voice, mt-VideoCall
	mt-voice, mt-VideoCall
	This will help gNB to prioritize MT voice/video instead of dropping the paging messages themselves during congestion, which  should be avoided except when paging channel is overloaded. 

	FirstNet
	MCS-Prority/Access
	MCS-Priority/Access
	MCS should be separated from the general highPriorityAccess cause value. MCS should use a dedicated cause value, MCS Priority Access. 
In RRC Resume, the rna_Update cause value should be overwritten by the MCS-Priority Access for Access Identity 2.

	MediaTek
	
	
	From the table Table 4.5.6.1 in 24.501, we agree that MO video and MO SMS are FFS. So, we agree to add additional mo-VideoCall, mo-SMS cause value as Ericsson’s suggestion. However, also based on the same table, CT1 has decided the establishment case for mission critial case and MT call. We think it is not necessary to have new cause for mt-voice, mt-VideoCall, or MCS-Priority. We prefer to keep it simple in this release.

	Vencore Labs
	MPS-PriorityAccess
	MPS-PriorityAccess
	As elaboratored in the corresponding discussion paper and CR, MPS should not be grouped with the general highPriorityAccess cause value. MCS should use a dedicated cause value, MPS-PriorityAccess.
For RRC_Resume, the rna-Update cause value should be overwritten by the MPS-PriorityAccess value when the access attempt is associated with Access Identity 1.

	Apple
	MO-video, MO-SMS
	MO-video, MO-SMS
	This is to align with TS24.501.

	Intel
	Mo-Video/MPS-PriorityAccess
	Mo-Video/MPS-PriorityAccess
	The load caused by voice and video is different, it will be good to have spearate cause values for them, i.e new cause value for video.
For MPS, agree with the analysis from Vencore Labs. 

	Samsung
	
	
	No opinion

	ZTE
	
	
	No opinion

	DOCOMO
	MO-video, MO-SMS
	MO-video, MO-SMS
	At least alignment of the establsihment/resume cause with access category in TS24.501 is necessary.

	Xiaomi
	mo-Video Call
	mo-Video Call
	“Mo-Video Call” had been discussed a lot in R12 and it was not introduced due to the quite limited EstablishmentCause value space. Since now we have enough space, it's good to have it.
For SMS, there is no need to have a separate establishment cause for SMS as we did in LTE.


	Nokia, Nokia Shanghai Bell
	
	
	We are in the opinion that two causes left open can be easily addressed. Additional causes will have to incur changes to SA1 requirements. For example Access Identity 2 (MCS) is already categorized into: ‚High priority Access‘ establishment cause. Therefore, we need to have better understanding on how potentially new causes can be used with existing ones and if they are aligned across SA1/CT1 and RAN2 specifications.

	Huawei/HiSilicon
	mo-VideoCall, mt-VoiceCall, mt-VideoCall
	mo-VideoCall, mt-VoiceCall, mt-VideoCall
	




2.6	Other
Question 2.6-1:	Please identify any other RAN2 issues related to unified access control that needs to be resolved in Rel-15, and the proposed way forward.
	Company name
	Answer to Q2.6-1

	Ericsson
	Selection assistance information for Access Category 1 has not yet been added in SIB1. In other to bar a UE (such as a Rel-16 UE) configured for delay-tolerant, also from a Rel-15 network, this information (also known as "category a,b and c") needs to be broadcasted. 

	Qualcomm
	Agree with Ericsson on broadcasting of selection assistance information; this is in line with the recent CT1 CR C1-184747.
There is the following Editor’s Note in 38.331. It is not clear why this is an open issue so suggest to remove:
Editor’s Note: FFS Whether there is a need to define UE actions related to access control timers (equivalent to T302, T303, T305, T306, T308 in LTE). For example, informing upper layers if a given timer is not running.

	Spreadtrum
	We found the following issues:
1, same as Ericsson, we should provide this information in SIB1. The ASN.1 coding we suggest is present in contribution R2-1809557.
2, since EAB in LTE can be activated immediately, we should discuss whether Barring of the Delay Tolerant Service in NR will be activated immedialtely as they are very similar.
[bookmark: _Toc510018551]3, when to perform UAC check for UEs in RRC_CONNECTED state? As already mentioned in 2.1. And we also find a Editor’s Note to consider in R2-1810873 5.7.2 UL information transfer
Editor’s Note: It is assumed that NAS triggers the Unified Access Control specified in 5.3.x before initiating this procedure. UE performs this procedure if the access attempt is allowed according to 5.3.14.
4, in the section 5.3.15.2 of the proposed CR[3], the processing for the RRCReject is quite different in response to RRCSetupRequest with in response to RRCResumeRequst. We suggest to have the most similar processing description.
5, And for barring alleviation, section 5.3.14.4 of the proposed CR[3] did not clearly state how to identify the specific Access Categories when T302 stops or expired. We suggest to seperate the processing of the T302 and the [T30x] as maybe there is no difference between only indicate to upper layer T302 is running and T302 is running and all the access categories except 0 and 2 are barred. We also propose to only indicator to upper layers T302 started and T302 stopped or expried. And NAS can also decide to bar all the Access Categories or only bar the Access Attempts that have the same Establishment Cause.
6, for Emergency Access Category, we haven’t discussed whether to follow LTE processing procedure. And we suggest to follow LTE to define a single bit barring status flag for Emergency Access Category and use the speicial Access Identity Bitmap of the MO Data Access Category for the double check inherited from LTE.

	ZTE
	Agree with Ericsson about broadcasting assistance information for the Access Category 1.
In addition, we wonder what is the view regarding provision of the UAC parameters to connected mode UEs using dedicated RRC messages? For example, using the RRCReconfiguration or RRCRelease message to provide or change some UE specific barring configuration. If this is the intention, then UAC related IEs need to be added in RRCReconfiguration and/or RRCRelease messages.

	Xiaomi
	Except for the issues mentioned above, we still see some other ones:
1) AC baring checks for s “emergency” (i.e. access category 2). According to the Athens agreements
“Bitmap is used for access identities 1,2,11-15 and for emergency calls in 5G as ac-BarringForSpecialAC, and barring factor/timer is used for normal UE (access identity 0 in 5G) as ac-BarringFactor;“
Do we need a separating “emergency” procedure like we did in LTE? 
2) How to decide the AC parameters when the AS and NAS triggered events happening simultaneously since they may have different AC barring parameters?
RAN2 has agreed that for the TAU and RNAU being triggered simultaneously (i.e. at change of TA) UE performs TAU, meaning that the resume procedure uses the cause value associated with the TAU (e.g. MO signalling). Is this mean we will use the barring parameters of TAU?
 And how about other AS and NAS triggered events happening simultaneously , like RNAU and other NAS triggered events, and RAN paging and NAS triggered events?

	Nokia, Nokia Shanghai Bell
	Same finding as Ericsson and Qualcomm

	Lenovo, Motorola Mobility
	What ist the UE behaviour when transitioning successfully to RRC Connected w.r.t. the multiple Barring timers running (corresponding to multiple Access Categories)?
Can we say/ agree that all the barring timers are stopped except Barring timers of access categories relevant in RRC Connected (e.g. AC 4 and 5)?



3	Conclusion
A draft CR [2] is created based on the conclusions.
3.1	AS/NAS interaction/modelling
Question 2.1-1: 	Please provide your view on how to capture the two UE implementation options (for example, as in the draft CR [3], or in another way)
Summary of answers on Q2.1-1: (note that some companies have expressed multiple options)
As in the draft CR: 3 companies
Remove the note about the two options from 38.331: 10 companies
Only one option to be selected: 2 companies
Clarify the note on the two options: 2 companies
Conclusion on 2.1-1: Based on companies' input, the proposed conclusion is that we remove the Note about the two options.
3.2	T30x timer handling
Question 2.2-1:	How to specify T30x timers for different access categories?
Summary of answers on Q2.2-1:
A generic timer [T30x], with mutiple instances, each one associated with an access category (i.e. as in the current SA CR, possibly with some clarification): 12 companies
One explicit timer for each standardised access category, plus an explicit common timer for all operator-defined access categories (i.e. 6 explicit timers with the currently specified categories): 3 companies
Conclusion on 2.2-1: Based on companies input, conclusion is that we use a generic timer, i.e. [T30x]. A clarification to be added in (e.g. the timer defintion) on that it is defined per access category. 
Rapporteurs note: While [T30x] is already captured in the current SA CR [4], we need to, in addition to add some clarification, replace [T30x] with a proper name. Rapporteurs proposal is to use T390.
Question 2.2-2:	When are the barring timers T30x stopped?
Summary of answers on Q2.2-2: 
At cell reselection: 14 companies.
At handover: 7 companies
At cell selection: 3 companies.
Also other cases were mentioned: PLMN selection, entering RRC_CONNECTED, Release, going out of coverage.
Conclusion on 2.2-2: Timers [T30x] are stopped at least at cell reselection. Other cases (in particular handover, but also e.g. cell selection, PLMN selection, state transitions, going OOC) are left for further discussion.
3.3	Access control in RRC_CONNECTED
Question 2.3-1:	For RRC_CONNECTED, are there any other, i.e. RRC-triggered, events, apart from those already specified in NAS (TS 24.501), which need to be specified in AS (i.e. in the RRC specification) as access attempts triggering access barring check?
Summary of answers on Q2.3-1: It seems that all companies which provided input to this item can agree on no need for AS-triggered events in RRC_CONNECTED, at least not in Rel-15.
Conclusion on 2.3-1: Currently no need for AS-triggered events triggering access barring check in RRC_CONNECTED.
Rapporteurs note: This conclusion will not affect the draft CR [2], as there is no need capture "no need" in TS 38.331.
3.4	Access category for RNA update
Question 2.4-1:	Which access category to use when the UE performs RRC resume due to RNA update: access category 3 for MO-signalling or a standardised RAN specific access category for RNA update?
Summary of answers on Q2.4-1: Access category 3 for MO-signalling was preferred by 4 companies. Standardised RAN specific access category for RNA update was preferred by 13 companies.
[bookmark: _Hlk520797994]Conclusion on 2.4-1: Access category used when the UE performs RNA update should be a standardised RAN specific access category (e.g. "MO signalling on RRC level resulting from other than paging").
[bookmark: _Hlk520793831]Rapporteurs note: An LS needs to be sent to SA1, e.g. in order for them to confirm the addition of this new access category in TS 22.261. Ericsson is happy to draft the LS and submit it to RAN2#103.
3.5	Cause values
Question 2.5-1:	Please identify additional essential establishment and resume cause values in NR, including motivation.
Summary of answers on Q2.6-1: Below proposals apply for both new establishment and resume causes.
mo-VideoCall: 7 companies
mo-SMS: 4 companies
mt-voiceCall: 2 companies
mt-VideoCall: 2 companies
MPS-PriorityAccess: 2 companies
MCS-PriorityAccess: 1 company
Conclusion on 2.5-1: In order to align with 24.501, the following establishment and resume causes are proposed to be added: mo-VideoCall and mo-SMS. Other potential new values are identified but left for further discussion:, MPS-PriorityAccess, MCS-PriorityAccess, mt-voiceCall and mt-VideoCall.
Rapporteurs note: As no company proposed to add delayTolerantAccess it will be removed from the the FFS on additional cause values. Also, an LS needs to be sent to CT1 to inform them about new cause values. Ericsson would be happy to draft such an LS before RAN2#103.
3.6	Other
Question 2.6-1:	Please identify any other RAN2 issues related to unified access control that needs to be resolved in Rel-15, and the proposed way forward.
[bookmark: _Hlk520716332]Summary of answers on Q2.6-1: All companies which provided input to this item brought up the need to add Selection assistance information for Access Category 1. There are multiple other potential issues identified, needing further discussion.
Conclusion on 2.6-1: Selection assistance information for Access Category 1 is missing from 38.331 and should be added. There are also multiple other potential issues but further discussions (on the reflector and/or at the meeting) are needed before conclusion can be made.
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