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1. Overall Description:

RAN2 thanks SA3 for the LS (S3-181448/R2-1806447) “LS on security aspects of supporting LTE connected to 5GC”. 
Based on SA3 reply LS to RAN2 WG regarding the Security aspects of supporting LTE connected to 5GC (S3-180348)
SA3 assumes that LTE RRC and NR RRC will use their own namespaces for algorithms. SA3 is not planning to introduce NR algorithm identifiers to LTE RRC or LTE algorithm identifiers to NR RRC.
RAN2 discussed about which AS security algorithms and code points to be used in LTE RRC Signalling in case of E-UTRAN connected to 5GC. 
RAN2 made following new agreements based on principle of RAT based code points will be used to identify RAT specific AS Security algorithms. 
1
For E-UTRAN Connected to 5GC system, during configuration of NR PDCP for any RB using NR RadioBearerConfig IE, do not use Optional NR securityAlgorithmConfig IE having NR only code points.

2
For E-UTRAN connected to 5GC AS Security Algorithms configuration use LTE RRC SMC Signalling with LTE Code Points and during HO Signalling use LTE securityConfigHO IE with LTE Code Points.

3
NR code points would not be extended, in future, to indicate any LTE only algorithms

The above RAN2 agreements are consistent with 5G NAS Signalling of UE security capability and SA3’s agreement of LTE and NR security algorithms can evolve independently and new algorithms can be added to LTE or NR or both of them after phase 1. 

For E-UTRAN Connected to 5GC, RAN2 briefly discussed about possibility of supporting AS security activation/deactivation per each RB. 
Question: RAN2 is requesting SA3 to clarify if there is a requirement to support per DRB ciphering activation/deactivation for E-UTRAN connected to 5GC. 
2. Actions:

To SA3 group
ACTION: 
RAN2 respectfully informs SA3 of the above RAN2 agreements and requesting SA3 to clarify above RAN2 question
3. Date of Next TSG-RAN2 Meetings:
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