3GPP TSG-RAN WG2 101-bis
















 
R2-1805315
Sanya, China, April 16th - 20th 2018
Title: 
MSG3 verification in target gNB
Agenda item:
10.4.1.7.2
Source: 
Huawei
Document for:
Discussion and Decision
1   Introduction
In the RAN2#101 meeting, there was some discussions on the possibility for the target gNB to verify the MSG3. 
Agreements

1
Msg3 is protected and verification is performed by the last serving gNB before UE context is transferred to another network node.

FFS Whether it may also be possible that the target gNB can verify the Msg3 in some cases.
2
Msg3 includes a MAC-I in the RRC message as in LTE
This contribution attempts to further discuss the potential use case and provides potential solution for target gNB to verify the MSG3. 
2   Discussion
Currently, there is the definition of the Retrieve UE Context procedure in RAN3. Figure 1 is a brief illustration.
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Figure 1: Normal context fetch procedure for inactive UEs resuming RRC connection
Based on the flow in Figure 1, MSG3 is performed by integrity protection indicated as MAC-I in the figure. And the anchor gNB will verify the MAC-I. The anchor gNB will relocate the UE context upon successful verification of the MAC-I. 
As a potential improvement, it is anticipated that anchor gNB can deliver the UE context to target gNBs in advance. It is possible for anchor gNB to know the history visited cell information of the UE from other gNBs or the report of UE[1]. The anchor gNB is able to select potentially adequate target gNBs within the RNA and deliver the UE context. By selecting some target gNBs other than pushing UE context to all gNBs in the RNA, it will bring less signalling overhead. 
Besides, it is worth noting that there is round trip Xn delay if applying the context retrieval procedure in figure 1. Considering the latency requirement in 5G, it is also desirable to consider the improvement to eliminate the Xn latency during the access procedure.
Accounting for the above discussion, we prefer to make the following proposal:

Proposal 1: The serving gNB can push UE context to the selected target gNB(s) in advance.
In the context of the discussion above,  the target gNB will get the UE context in advance. When receiving the MSG3 from the inactive UE, the target gNB (now is the new anchor gNB) seraches the UE context with the I-RNTI in MSG3.  If the UE context with the same I-RNTI is successfully found, the target gNB can further performs verification of the MSG3 via comparing the MAC-Is. As for the MAC-I in the target gNB, it can be from anchor gNB or calculated by target gNB. It depends on the security scheme. 
Proposal 2: MSG3 can be verified in the target gNB in case the the target gNB stores the UE context.
3   Conclusion
This contribution discusses the possible use case and solution for the target gNB to verify the MSG3. And we made the following observation and proposals:
Proposal 1: The serving gNB can push UE context to the selected target gNB(s) in advance.
Proposal 2: MSG3 can be verified in the target gNB in case the the target gNB stores the UE context.
4   Reference

[1] R2-1805313 Discussion on CN location Update and RNA Update for inactive state, Huawei.
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