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1 Introduction

RAN2 already agreed to support reestablishment procedure in NR, for instance RRC connection re-establishment procedure should be used for recovering handover failure. But there is no clear agreement about the details of reestablishment procedure. 

In this contribution, we discuss the reestablishment procedure details. 

2 Discussion
In last meeting, RAN2 agreed:
Message and procedure structure will follow the LTE baseline (apart from resume / re-establishment which is being discussed offline). This is not meant to override any previous agreements that have been made

We will use LTE reestablishment procedure as a baseline to check what procedure should be for NR;

In LTE, the procedure and contents of the messages for reestablishment are summarized as below:

	
	LTE Reestablishment procedure
	Remark

	Pre-condition
	When AS security has been activated
	

	Trigger condition
	1 RLF

2 handover failure

3 mobility from E-UTRA failure

4 integrity check failure 
5 RRC connection reconfiguration failure

6 NR RRC connection reconfiguration failure for EN-DC
	NR RLF is described in TS38.331 5.3.10.3;

Mobility from E-UTRA failure for NR should be mobility from NR failure;

We may need LTE EN-DC similar event for NE-DC (i.e. LTE RRC connection reconfiguration failure for NE-DC) if RAN2 agree that LTE full RRC message is used for SN of NE-DC. 

	Action before sending request
	Cell selection
	The purpose of cell selection is to find suitable cell quickly.

	Content of MSG3
	RRCConnectionReestablishmentRequest
ue-Identity
(PCI (8 bits), C-RNTI (16 bits), short MAC-I


reestablishmentCause (reconfigurationFailure, handoverFailure,











otherFailure)
	FFS: UE ID needs further discussion, e.g. whether I-RNTI can be used, and the protection of short MAC-I;

	MSG4 (sucessful)
	RRCConnectionReestablishment
Resume SRB1;Only integrity protection
radioResourceConfigDedicated

nextHopChainingCount
	FFS: Resuming the DRBs in re-establishment can be considered further

	MSG 4(failure if the network cannot find the UE context)
	RRCConnectionReestablishmentReject 
NAS recovery will be performed;
	Can  consider whether fallback can be used as resume/RRC_INACTIVE;

	MSG5
	RRCConnectionReestablishmentComplete
rlf-InfoAvailable-r9

logMeasAvailable-r10


connEstFailInfoAvailable
logMeasAvailableMBSFN-r12
	MDT is not supported in NR Rel-15


Based on the table above, we could see LTE reestablishment procedure including pre-condition, trigger, action before sending MSG3, MSG3/4/5 can be applicable for NR except:

· UE ID and handling of short MAC-I in MSG3;

· Handling of DRB in reestablishment procedure;

· Handling of reestablishment reject;

· MDT information in MSG 5

Proposal 1: LTE reestablishment procedure including pre-condition, trigger, action before sending MSG3, MSG3/4/5 is used as baseline for NR reestablishment procedure except:
· FFS: UE ID and handling of short MAC-I in MSG3;

· FFS: Handling of DRB in reestablishment procedure;

· FFS: Handling of reestablishment reject;

· MDT information should not be included in MSG 5

Issue 1: UE ID and handling of short MAC-I in MSG3;

In LTE, in MSG3 the UE needs to provide source PCI/C-RNTI as input for current cell to identify UE context. PCI is needed since C-RNTI is cell specific.  In LTE resume, based on coverage situation 40 bits resume id or 24 bits truncated ID is used to replace PCI+ C-RNTI to identify UE context. 

For NR reestablishment, we could consider to use I-RNTI as identity instead of PCI+C-RNTI to identify UE context. 

The benefit to do so is same UE ID is used to identify UE context which could reduce complex by using same behavior in both UE and gNB side. 
The additional works are:

· The I-RNTI should be also configured to the connected mode UE in reconfiguration message;

The question from company in last meeting was whether I-RNTI size should be sufficient if it is used to identify the UE context for connected mode and RRC_INACTIVE UE. To our understanding most UEs will be put in RRC_INACTIVE state, RRC connected mode UE will only relatively small number if we count RRC_INACCTIVE and connected mode UE together. Therefore the impact is not significant. 

· The I-RNTI should be contained in MSG 3 of reestablishment procedure;

We do not see the problem to contain I-RNTI in MSG 3 for reestablishment if it is ok for MSG3 in resume procedure;

Proposal 2: I-RNTI is used in MSG 3 to replace source PCI+C-RNTI to identify the UE context:  
Regarding short MAC-I, in LTE it is used to verify whether it is the real UE or fake UE. The short MAC-I is derived based on Cell ID of current cell, PCI/C-RNTI of source cell and the key/algorithm used in source cell. The source cell provides short MAC-I to current cell via inter node message.
In NR RRC_INACTIVE, regarding the short MACI in MSG 3, there were two solutions as below for RRC_INACTIVE: 

Option 1: new key is used for the calculation of MAC-I in MSG3

Option 2: the key used in last serving cell is used for the calculation of MAC-I in MSG 3;

Note: Option 2 is current way used in LTE for both reestablishment and resume. 
Both of them can work. Finally RAN2 agreed option 1 as:

· New key is derived based on the NCC received in the suspend message and used for the calculation of MAC-I in MSG3.
· Msg3 is protected and verification is performed by the last serving gNB before UE context is transferred to another network node.
For reestablishment, option 1 can also work, however the new key should be derived based on same NCC as source cell. To reduce additional work in both specification and implementation, it would be good to use same solution for short MAC-I derivation if possible. 

Proposal 3: New key is derived based on the NCC used in source cell and used for the calculation of MAC-I in MSG3 for reestablishment procedure.
Issue 2: Handling of DRB in reestablishment procedure;
In LTE, the Re-establishment procedure only recovers SRB1 and actives security. Additional RRC reconfiguration procedure is needed to recover SRB2 and DRB. 
To have better user experience, 5G requires lower latency and interruption time. To achieve this purpose, for reestablishment, both SRB and DRB shall be resumed in the same message. Then MSG4 should be ciphering and integrity protected and sent over SRB1. In NR RRC_INACTIVE, the UE can get the NCC from suspend message, and then for MSG4 new key can be derived based on the NCC received in the suspend message, i.e. both horizontal key derivation and vertical key derivation are possible. For reestablishment, only horizontal key derivation is possible. The current cell can refresh key based on handover if the cell wants to use vertical key derivation.
Proposal 4: SRBs and DRBs are recovered in MSG4 for reestablishment procedure.
Proposal 5: New key is derived based on the NCC used in source cell and used for the protection (ciphering and integrity) of MSG 4. 
Issue 3: Handling of reestablishment reject;

In LTE if the current cell cannot find UE context, context fetch procedure can be used or reestablishment reject can be used. For rejection case, it will waste resource since the UE already finished RACH procedure and sent MSG3, it will also introduce additional delay if we just rely on NAS recovery procedure. Therefore fall back solution should be introduced in reestablishment procedure, i.e. RRC setup message should be sent to the UE to establish a new RRC connection if the network cannot find the UE context. 
Proposal 6: RRCSetup message shall be sent over SRB0 which enable a fallback to establish a new RRC connection if the network cannot find the UE context for reestablishment procedure. 
3 Conclusion

Based on the discussion, we have the following proposals:
Proposal 1: LTE reestablishment procedure including pre-condition, trigger, action before sending MSG3, MSG3/4/5 is used as baseline for NR reestablishment procedure except:

· FFS: UE ID and handling of short MAC-I in MSG3;

· FFS: Handling of DRB in reestablishment procedure;

· FFS: Handling of reestablishment reject;

· MDT information should not be included in MSG 5

Proposal 2: I-RNTI is used in MSG 3 to replace source PCI+C-RNTI to identify the UE context:  
Proposal 3: New key is derived based on the NCC used in source cell and used for the calculation of MAC-I in MSG3 for reestablishment procedure.
Proposal 4: SRBs and DRBs are recovered in MSG4 for reestablishment procedure.
Proposal 5: New key is derived based on the NCC used in source cell and used for the protection (ciphering and integrity) of MSG 4. 
Proposal 6: RRCSetup message shall be sent over SRB0 which enable a fallback to establish a new RRC connection if the network cannot find the UE context for reestablishment procedure. 
