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3.1
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1], in 3GPP TS 36.300 [2] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1] and 3GPP TS 36.300 [2].

5GC
5G Core Network

5QI
5G QoS Identifier

AKA
Authentication and Key Agreement
AMBR
Aggregate Maximum Bit Rate 

AMC
Adaptive Modulation and Coding

AMF
Access and Mobility Management Function

ARP
Allocation and Retention Priority

BA
Bandwidth Adaptation

BCH
Broadcast Channel

CMAS
Commercial Mobile Alert Service

DCI
Downlink Control Information

DL-SCH
Downlink Shared Channel

ETWS
Earthquake and Tsunami Warning System

GFBR
Guaranteed Flow Bit Rate

MICO
Mobile Initiated Connection Only

MFBR
Maximum Flow Bit Rate

NCGI
NR Cell Global Identifier

NCR
Neighbour Cell Relation

NG-RAN
NG Radio Access Network

NGAP
NG Application Protocol

NR
NR Radio Access

PCH
Paging Channel

PDCCH
Physical Downlink Control Channel

PSS
Primary Synchronisation Signal

PUCCH
Physical Uplink Control Channel

PWS
Public Warning System

QFI
QoS Flow ID

RACH
Random Access Channel

RMSI
Remaining Minimum SI

RNA
RAN-based Notification Area

RNAU
RAN-based Notification Area Update

RQA
Reflective QoS Attribute

RQoS
Reflective Quality of Service

SDAP
Service Data Adaptation Protocol

SMC
Security Mode Command

SMF
Session Management Function

SPS
Semi-Persistent Scheduling

SSS
Secondary Synchronisation Signal

SUL
Supplementary Uplink

TA
Timing Advance

UCI
Uplink Control Information

UL-SCH
Uplink Shared Channel

UPF
User Plane Function

URLLC
Ultra-Reliable and Low Latency Communications

XnAP
Xn Application Protocol

Xn-C
Xn-Control plane

Xn-U
Xn-User plane
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13
Security

13.1
Overview and Principles

The following principles apply to NR connected to 5GC security, see 3GPP TS 33.501 [5]:

-
For user data (DRBs), ciphering provides user data confidentiality and integrity protection provides user data integrity;

-
For RRC signalling (SRBs), ciphering provides signalling data confidentiality and integrity protection signalling data integrity;
NOTE:
Ciphering and integrity protections are optionally configured except for RRC signalling for which integrity protection is always configured. Integrity protection can be configured per DRB but all DRBs belonging to a PDU session for which the User Plane Security Enforcement information indicates that UP integrity protection is required (see 3GPP TS 23.502 [22]), shall be configured with integrity protection.

-
For key management and data handling, any entity processing cleartext shall be protected from physical attacks and located in a secure environment;
-
The gNB (AS) keys are cryptographically separated from the 5GC (NAS) keys;

-
Separate AS and NAS level Security Mode Command (SMC) procedures are used;
-
A sequence number (COUNT) is used as input to the ciphering and integrity protection and a given sequence number must only be used once for a given key (except for identical re-transmission) on the same radio bearer in the same direction.

The keys are organised and derived as follows:
-
Key for AMF:

-
KAMF is a key derived by ME and SEAF from KSEAF. 

-
Keys for NAS signalling: 

-
KNASint is a key derived by ME and AMF from KAMF, which shall only be used for the protection of NAS signalling with a particular integrity algorithm;
-
KNASenc is a key derived by ME and AMF from KAMF, which shall only be used for the protection of NAS signalling with a particular encryption algorithm. 

Key for gNB:

-
KgNB is a key derived by ME and AMF from KAMF. KgNB is further derived by ME and source gNB when performing horizontal or vertical key derivation. 
Keys for UP traffic: 

-
KUPenc is a key derived by ME and gNB from KgNB, which shall only be used for the protection of UP traffic with a particular encryption algorithm;
-
KUPint is a key derived by ME and gNB from KgNB, which shall only be used for the protection of UP traffic between ME and gNB with a particular integrity algorithm.

Keys for RRC signalling: 

-
KRRCint is a key derived by ME and gNB from KgNB, which shall only be used for the protection of RRC signalling with a particular integrity algorithm;
-
KRRCenc is a key derived by ME and gNB from KgNB, which shall only be used for the protection of RRC signalling with a particular encryption algorithm.

Intermediate keys: 

-
NH is a key derived by ME and AMF to provide forward security. 

-
KgNB* is a key derived by ME and gNB when performing a horizontal or vertical key derivation during intra-AMF mobility.
The primary Authentication and Key Agreement procedures (AKA) enable mutual authentication between the UE and the network and provide an anchor key called KSEAF. From KSEAF, KAMF is created during e.g. primary authentication or NAS key re-keying and key refresh events. Based on KAMF, KNASint and KNASenc are then derived when running a successful NAS SMC procedure. 
Whenever an initial AS security context needs to be established between UE and gNB, AMF and the UE derive a KgNB and a Next Hop parameter (NH). The KgNB and the NH are derived from the KAMF. A NH Chaining Counter (NCC) is associated with each KgNB and NH parameter. Every KgNB is associated with the NCC corresponding to the NH value from which it was derived. At initial setup, the KgNB is derived directly from KAMF, and is then considered to be associated with a virtual NH parameter with NCC value equal to zero. At initial setup, the derived NH value is associated with the NCC value one. On handovers, the basis for the KgNB that will be used between the UE and the target gNB, called KgNB*, is derived from either the currently active KgNB or from the NH parameter. If KgNB* is derived from the currently active KgNB, this is referred to as a horizontal key derivation and is indicated to UE with an NCC that does not increase. If the KgNB* is derived from the NH parameter, the derivation is referred to as a vertical key derivation and is indicated to UE with an NCC increase. Finally, KRRCint, KRRCenc, KUPint and KUPenc are derived based on KgNB after a new KgNB is derived. This is depicted on Figure 13.1-1 below:
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Figure 13.1-1: 5G Key Derivation
With such key derivation, a gNB with knowledge of a KgNB, shared with a UE, is unable to compute any previous KgNB that has been used between the same UE and a previous gNB, therefore providing backward security. Similarily, a gNB with knowledge of a KgNB, shared with a UE, is unable to predict any future KgNB that will be used between the same UE and another gNB after n or more handovers (since NH parameters are only computable by the UE and the AMF). 
The AS SMC procedure is for RRC and UP security algorithms negotiation and RRC security activation. When AS security context is to be established in the gNB, the AMF sends the UE 5G security capabilities to the gNB. The gNB chooses the ciphering algorithm which has the highest priority from its configured list and is also present in the UE 5G security capabilities. The gNB also chooses the integrity algorithm which has the highest priority from its configured list and is also present in the UE 5G security capabilities. The chosen algorithms are indicated to the UE in the AS SMC and this message is integrity protected. RRC downlink ciphering (encryption) at the gNB starts after sending the AS SMC message. RRC uplink deciphering (decryption) at the gNB starts after receiving and successful verification of the integrity protected AS security mode complete message from the UE. The UE verifies the validity of the AS SMC message from the gNB by verifying the integrity of the received message. RRC uplink ciphering (encryption) at the UE starts after sending the AS security mode complete message. RRC downlink deciphering (decryption) at the UE shall start after receiving and successful verification of the AS SMC message. The RRC Connection Reconfiguration procedure used to add DRBs shall be performed only after RRC security has been activated as part of the AS SMC procedure.

In case of failed integrity check (i.e. faulty or missing MAC-I), the concerned PDU shall be discarded by the receiving PDCP entity. 
Key refresh is possible for KgNB, KRRC-enc, KRRC-int, KUP-enc, and KUP-int and can be initiated by the gNB when a PDCP COUNTs are about to be re-used with the same Radio Bearer identity and with the same KgNB. Key re-keying is also possible for the KgNB, KRRC-enc, KRRC-int, KUP-enc, and KUP-int and can be initiated by the AMF when a 5G AS security context different from the currently active one shall be activated.
13.2
Security Termination Points

The table below describes the security termination points.

Table 13.2-1 Security Termination Points

	
	Ciphering
	Integrity Protection

	NAS Signalling
	AMF
	AMF

	RRC Signalling
	gNB
	gNB

	User Plane Data
	gNB
	gNB


13.3
State Transitions and Mobility

As a general principle, on RRC_IDLE to RRC_CONNECTED transitions, RRC protection keys and UP protection keys are generated while keys for NAS protection as well as higher layer keys are assumed to be already available. These higher layer keys may have been established as a result of an AKA run, or as a result of a transfer from another AMF during handover or idle mode mobility see 3GPP TS 23.502 [22]).

On RRC_CONNECTED to RRC_IDLE transitions, the gNBs deletes the keys it stores for that UE such that state information for idle mode UEs only has to be maintained in AMF. It is also assumed that gNB does no longer store state information about the corresponding UE and deletes the current keys from its memory. In particular, on connected to idle transitions:

-
The gNB and UE delete NH, KRRCint, KRRCenc, KUPint and KUPenc and related NCC;
-
AMF and UE keeps KAMF, KNASint and KNASenc stored.

On handovers with vertical key derivation the NH is further bound to the target PCI and its frequency ARFCN-DL before it is taken into use as the KgNB in the target gNB. On handovers with horizontal key derivation the currently active KgNB is further bound to the target PCI and its frequency ARFCN-DL before it is taken into use as the KgNB in the target gNB (see subclause 13.1).
It is not required to change the AS security algorithms during intra-gNB-CU handover. If the UE does not receive an indication of new AS security algorithms during an intra-gNB-CU handover, the UE shall continue to use the same algorithms as before the handover (see 4GPP TS 38.331 [12]).
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