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1	Introduction
[bookmark: _GoBack]The LS RP-180598 requests to consider the model ID as indication of capabilities. In this contribution, we discuss the potential issues for which RAN2 needs to get response from SA2 before progressing with the design.
2	Basic idea and problems of the UE model ID
The UE model ID has been proposed as a solution to deal with both 1) large size of UE capabilities and 2) complexity of signalling UE capability. Thus, the idea of compressing everything into a single, smaller ID was proposed to “solve” both issues. However, such a solution only redirects the same issues elsewhere:
· UE capability storage: A model ID still has to represent the full UE capabilities: Hence, the UE capabilities have to be described somewhere in a format that is understandable, storable and inter-operable between networks. Thus, the size reduction is not really accomplished for storage of the capabilities, only on the air interface. This is a clear question to SA2: How is the model ID stored, how would it affect inter-operability with e.g. legacy systems (who do not comprehend the model ID but require the full capabilities)? Further, it is not clear if the model ID would only be used to retrieve the UE capabilities from CN, or whether it would actually be stored within the CN? This is another question that should be solved by SA2/CT groups, and could affect CT1 (Stage-3 aspects), CT4 (network interfaces), SA2 (system aspects) and SA5 (OAM aspects). Also RAN3 could be affected since the model ID should be conveyed from gNB to CN.
· Handling and amount of available model IDs: The representation of a model ID would require certain amount of bits to determine how it is transported over air interface. How many model IDs should be possible? As many as IPv6 addresses, or something less? This would first have to be realized in SA2 and CT1 before RAN2 could even encode anything. Further, like seen with e.g. S-TMSI, the encoding could even hide a structure that is used e.g. by network. Bits can be reserved at any time, but without knowing the structure (which would be decided by SA2/CT1), an OCTET STRING or a bitmap would have to be used, which might not be the most efficient (or informative) way to encode the signalling.
· Core network support: It is not clear if the model UE is expected to be supported in only 5GC or also in EPC. If it should be supported in Rel-15 EPC (i.e. in EN-DC), SA2 would have to indicate that they are fine with this since they would have to do work for the already-closed Rel-15, which requires clear decision. For that reason, RAN2 should wait for SA2 input on which CN supports the feature since that might directly affect how the signalling design is done (e.g. whether to use LTE RRC, NR RRC or both). 
· Security of the model ID: Currently, UE capabilities are only acquired after security activation. At least some of the proposals have indicated the model ID to be available already in Msg5, which is (in most cases) sent without security. Thus, SA3 would need to decide how the model ID would need to be protected.
· The complexity of UE capability structure remains unchanged: 3GPP still has to define the capabilities that define which UEs support and are able to declare as testable, with all the relevant test cases. Thus, the structure of UE capabilities is still needed in RAN2 specification.
· Testing aspects: For the model ID to be usable in standardized system, it has to be testable. These are needed so that RAN5 can create the test cases that are input to GCF certification.
· Requirements on model ID: If the model ID would really encompass all of the UE capabilities, the requirements for it should be clear. This might require SA1 work to clearly note what is required of the model ID as a service provided by the UEs, including many of the aspects in this list.
· The “long tail” of UE populations: During the RAN discussion, some companies repeatedly said that 20 UE models make up 50% of UE population in a real network. This is true, but completely misses the point: What matters is the “Long Tail” of the distribution, as so clearly evidenced by even the Wikipedia page of the concept of the “long tail”, for which we will excerpt a part below:
· The long tail is the name for a long-known feature of some statistical distributions (such as Zipf, power laws, Pareto distributions and general Lévy distributions). In "long-tailed" distributions a high-frequency or high-amplitude population is followed by a low-frequency or low-amplitude population which gradually "tails off" asymptotically. The events at the far end of the tail have a very low probability of occurrence.

As a rule of thumb, for such population distributions the majority of occurrences (more than half, and where the Pareto principle applies, 80%) are accounted for by the first 20% of items in the distribution. What is unusual about a long-tailed distribution is that the most frequently occurring 20% of items represent less than 50% of occurrences; or in other words, the least frequently occurring 80% of items are more important as a proportion of the total population.
Hence, because the networks have to deal with all UEs and not just 50% of the UEs, an argument citing that only “20 model IDs” are needed in practice is simply false and ignores the reality. A standardized solution should not be determined by future popularity of certain device models, since such things can change very quickly in real life.
· Necessity for (legacy) UE capability retrieval: The UE capability retrieval is still needed since there may be cases when the UE doesn’t have a model ID, e.g. in case a UE is being tested in real networks. Further, there has to be a “fallback mechanism” that bypasses the model ID in case something goes wrong and the network doesn’t recognize the model ID (for whatever reason).
· Consistency of model IDs: It is not clear who would assign a model ID, and how would a model ID be tested for UE certification. IMEISV, which is a non-standardized mechanism, has already been used in the past with mixed results, and has shown the problems with the approach: It doesn’t always work, and even when it does, the “capabilities” it indicates might even change with software updates due to e.g. security reasons.
· Persistency of model IDs: An important question on the model ID is whether it can be “updated” over time? That is, could the capabilities reference by a particular model IDs change over time (e.g. due to software updates)?
Observation 1: The model ID could have impacts SA1, SA2, SA3, SA5, CT1, CT4, RAN2, RAN3, RAN5 and GCF.
Observation 2: It is unclear how the model ID would be stored in the network. That should be decided by SA2.
Observation 3: UE capability structure and corresponding messages are still needed in RRC specification.
Observation 4: It is unclear what are the requirements of model ID – For example, which CN would support the model ID, could its the meaning of model ID change over time, would the model ID it be assigned by the network or the UE, would the model ID it be subject to conformance testing?
Observation 5: It is unclear how (or if) a model ID would affect RAN5 and GCF aspects.
Observation 6: It is unclear if the model ID could contain a structure (like e.g. S-TMSI) or not – this would have to be discussed and decided by SA2 (and potentially also CT1).
Observation 7: It is unclear how the security of the model ID would be handled. SA3 would need to decide on that.
3	Conclusions
We have discussed the various issues on UE model ID and observed the following:
Observation 1: The model ID could have impacts SA1, SA2, SA3, SA5, CT1, CT4, RAN2, RAN3, RAN5 and GCF.
Observation 2: It is unclear how the model ID would be stored in the network. That should be decided by SA2.
Observation 3: UE capability structure and corresponding messages are still needed in RRC specification.
Observation 4: It is unclear what are the requirements of model ID – For example, which CN would support the model ID, could the meaning of model ID change over time, would the model ID be assigned by the network or the UE, would the model ID be subject to conformance testing?
Observation 4: It is unclear what are the requirements of model ID – For example, could its meaning change over time, would it be assigned by the network or the UE, would it be subject to testing?
Observation 5: It is unclear how (or if) a model ID would affect RAN5 and GCF aspects.
Observation 6: It is unclear if the model ID could contain a structure (like e.g. S-TMSI) or not – this would have to be discussed and decided by SA2 (and potentially also CT1).
Observation 7: It is unclear how the security of the model ID would be handled. SA3 would need to decide on that.
Based on these, we propose that RAN2 waits for SA2 before progressing with the work. In the meantime, the work on the UE capability structure (i.e. messages and procedures) should continue. 

Proposal 1: RAN2 to agree that a UE needs to send its full capabilities at least once to the network irrespective of the use of the UE model ID.
Proposal 21: RAN2 to wait for LS from SA2 before proceeding with the work on UE model ID.
Proposal 2: RAN2 to continue working on “legacy way” for UE capability enquiry.
