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Introduction 

At RAN#101, considerable progress has been made for unified access control mechanism in NR[1]. In this contribution, we further consider the access control parameters for different RRC states and discuss possible optimization to reduce the signaling overhead when the barring configuration is provided to the UE in the RRC layer.

Discussions

Signaling of barring parameters
During e-mail discussion[101#40][NR] Access Control,  we agreed to use the following ASN.1 structure as a baseline [2]:

SIBX ::=

SEQUENCE {

uac-BarringForCommon




BarringPerCatList,




-- FFS: Need for parameters common to PLMNs
uac-BarringPerPLMN-List



UAC-BarringPerPLMN-List

}

UAC-BarringPerPLMN-List ::= 

SEQUENCE (SIZE (1.. maxPLMN)) OF UAC-BarringPerPLMN


-- maxPLMN = 12
UAC-BarringPerPLMN ::=


SEQUENCE {


plmn-IdentityIndex



INTEGER (1..maxPLMN),


barringPerCatList





BarringPerCatList

}

BarringPerCatList ::= SEQUENCE (SIZE (1..maxAccessCat-1)) OF BarringPerCat


-- maxAccessCat = 64
BarringPerCat ::= SEQUENCE {


uac-AccessCategory



INTEGER (1..maxAccessCat),


uac-BarringInfo


SEQUENCE {



uac-BarringFactor


ENUMERATED {












p00, p05, p10, p15, p20, p25, p30, p40,












p50, p60, p70, p75, p80, p85, p90, p95},




-- FFS: parameter values


uac-BarringTime



ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},




-- FFS: parameter values


uac-BarringForAccessIdentityList


BIT STRING (SIZE(7))




-- maxAccessIdentity = 7




-- Corresponds to access identities 1,2, 11-15 (MPS, MCS and AC11-15)




-- Value 0 indicates that access attempt is allowed for the corresponding access identity


}


}
Firstly, we calculate the required signaling overhead based on the above ASN.1 structure:

It is agreed at RAN2#101 that “Maximum number of PLMNs in minimum SI to be broadcasted in a cell is 12.”
Thus, 4 bits are required for plmn-IdentityIndex.

As required by SA1 [3], 64 access categories will be included in the unified access control mechanism and Access Category 0 is not barred. Thus, up to 63 sets of access barring parameters may be included.For each access category, 6 bits are required for AccessCategory. 4 bits are required for uac-BarringFactor, 3 bits are for uac-BarringTime while 7 bits are for uac-BarringForAccessIdentityList. Therefore, (6+4+3+7)*63=1260 bits are required for BarringPerCatList.
Noting that the access control parameters are set per PLMN, 12*(1260+4)=15168bits are required to signal all the barring parameters.

As suggested by SA1, separate barring parameters may be configured per RRC state,  it requires at maximum 15168*3=45504 bits in system information to broadcast the entire access barring configuration.

In LTE, most of the barring configuration are broadcast in SIB2. Based on the same rule, we start to consider the possibility of  including the NR barring configuration in RMSI. Unfortunately, since RMSI uses valuable public control resources and it is obvious that we do not have enough space to include the entire access barring configuration based on the above calculation.

Observation 1: It is impossible to broadcast the entire access barring configuration in RMSI as up to 45504 bits are required.
Considering the huge signaling overhead, optimization is required to only include barring configuration for selected access identities and access categories while providing the others in other SI or dedicated RRC signalling. 

RMAC (Remaining Minimal Access criteria), including the barring configuration for selected access identities and OAC (other Access criteria), including the barring configuration for the remaining access identities anfd categories can be introduced.

As required by SA1 [3], 64 access categories and 16 access identities will be included in UAC. Although the UAC in NR covers up to 64*16=1024 different Access criteria, the same access criteria as in LTE will be frequently applied. Therefore, based on current LTE specification, we select the following access identities and access categories (as shown in Table 1 and Table 2), for which the barring configuration will be broadcast in RMSI:

Table 1: Selected Access Identities

	Access Identity number
	UE configuration

	0
	UE is not configured with any parameters from this table

	1 (NOTE 1)
	UE is configured for Multimedia Priority Service (MPS).

	2 (NOTE 2)
	UE is configured for Mission Critical Service (MCS).

	11 (NOTE 3)
	Access Class 11 is configured in the UE.

	12 (NOTE 3)
	Access Class 12 is configured in the UE.

	13 (NOTE 3)
	Access Class 13 is configured in the UE.

	14 (NOTE 3)
	Access Class 14 is configured in the UE.

	15 (NOTE 3)
	Access Class 15 is configured in the UE.

	NOTE 1:
Access Identity 1 is used to provide overrides according to the subscription information in UEs configured for MPS.  The subscription information defines whether an overide applies to UEs within one of the following categories:

a) UEs that are configured for MPS;

b) UEs that are configured for MPS and are in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list or in their HPLMN or in a PLMN that is equivalent to their HPLMN;

c) UEs that are configured for MPS and are in their HPLMN or in a PLMN that is equivalent to it.

NOTE 2:
Access Identity 2 is used to provide overrides according to the subscription information in UEs configured for MCS.  The subscription information defines whether an overide applies to UEs within one of the following categories:

a) UEs that are configured for MCS;

b) UEs that are configured for MCS and are in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list or in their HPLMN or in a PLMN that is equivalent to their HPLMN;

c) UEs that are configured for MCS and are in their HPLMN or in a PLMN that is equivalent to it.

NOTE 3:
Access Identities 11 and 15 are valid in Home PLMN only if the EHPLMN list is not present or in any EHPLMN. Access Identities 12, 13 and 14 are valid in Home PLMN and visited PLMNs of home country only. For this purpose the home country is defined as the country of the MCC part of the IMSI.


According to the definition of access identities [3], Access Identity 3-10 are reserved for future use. Since the precise definition for those access identities is not clear yet, we suggest not to include the corresponding access control information for now.

Table 2: Selected Access Categories
	Access Category number
	Conditions related to UE
	Type of access attempt

	2
	All
	Emergency

	3
	All except for the conditions in Access Category 1.
	MO signalling resulting from other than paging

	4
	All except for the conditions in Access Category 1.
	MMTEL voice

	5
	All except for the conditions in Access Category 1.
	MMTEL video

	6
	All except for the conditions in Access Category 1.
	SMS

	7
	All except for the conditions in Access Category 1.
	MO data that do not belong to any other Access Categories


Access Category 0 is defined for MO signaling resulting from paging and  shall not be barred, irrespective of Access Identities. In this way, we do not need to signal access control information for Access Category 0.

Access Category 1 is defined for delay tolerant access attempts, similar to the EAB in LTE. Since these access attempts are delay tolerant, 20 bits can be saved in RMSI if we signal the access control information for Access Category 1 in other SI.

Access Category 8-31 are reserved standardized access categories while Access Category 32-63 are based on operator classification. The detailed definition and handling of these access categories is not clear yet. We suggest not to signal the corresponding access control information in RMSI. 1120 bits can be saved in RMSI if we choose to signal the access control information for Access Category 8-31 and 32-63.

Noting that the access control parameters are set per PLMN and may also be set per RRC states, up to 41040 bits can be saved in RMSI if we signal the access control information for Access Category 1 and 8-63 in other SI.  

Observation 2: Up to 41040 bits can be saved in RMSI if we signal the access control information for Access Category 1 and 8-63 in other SI.

Based on the above analysis and suggestions, we have the following proposals:

Proposal 1: The barring parameters for RMAC (Remaining Minimal Access criteria) are broadcast in RMSI. Access control criteria for Access Identity 0/1/2/11-15 and Access Category 2-7 are selected as the RMAC.
Proposal 2: The barring parameters for OAC (Other Access criteria) are provided in other SI. Access control criteria for Access Identity 0/1/2/11-15 and Access Category 1 and 8-63 are treated as the OAC.

As the access control information of  6 access categories broadcast in RMSI may not be sufficient for all kinds of access attempts initiated by UE, we also suggest to broadcast a set of  barring factor and time as the default barring information. When the access category indicated from NAS is not among the 6 access categories in RMSI, the default barring information can be applied as a temporary barring information. After receiving the corresponding access control information in other SI,  the barring parameters for the the access category indicated from NAS override the default access control information.

Proposal 3: A set of barring factor and time is also broadcast in RMSI as the default barring information. When the access category indicated from NAS is not among the 6 access categories in RMSI, the default barring information can be applied as a temporary barring information. After receiving the corresponding access control information in other SI,  the barring parameters for the the access category indicated from NAS override the default access control information.

Based on proposal 1-3,we give an example of the ASN.1 structure.

An example of the ASN.1 structure for SIB1 is shown below:

SIB1 ::=

SEQUENCE {


uac-BarringForCommon-RMSI 


BarringPerCatList-RMSI,


-- FFS: Need for parameters common to PLMNs
uac-BarringPerPLMN-List-RMSI

UAC-BarringPerPLMN-List-RMSI

}

UAC-BarringPerPLMN-List-RMSI ::= 
SEQUENCE (SIZE (1.. maxPLMN)) OF UAC-BarringPerPLMN-RMSI


-- maxPLMN = 12
UAC-BarringPerPLMN-RMSI ::=
SEQUENCE {


plmn-IdentityIndex

INTEGER (1..maxPLMN),


defaultBarring          DefaultBarring-RMSI,


barringPerCatList

BarringPerCatList-RMSI

} 

DefaultBarring-RMSI ::= SEQUENCE{

      uac-BarringInfo


SEQUENCE {



uac-BarringFactor


ENUMERATED {












p00, p05, p10, p15, p20, p25, p30, p40,












p50, p60, p70, p75, p80, p85, p90, p95},




-- FFS: parameter values


uac-BarringTime



ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},




-- FFS: parameter values


uac-BarringForAccessIdentityList


BIT STRING (SIZE(7))




-- maxAccessIdentity = 7




-- Corresponds to access identities 1,2, 11-15 (MPS, MCS and AC11-15)




-- Value 0 indicates that access attempt is allowed for the corresponding access identity


}


}

BarringPerCatList-RMSI ::= SEQUENCE (SIZE (1..maxAccessCat)) OF BarringPerCat-RMSI




-- maxAccessCat = 64
BarringPerCat-RMSI ::= SEQUENCE {


uac-AccessCategory

INTEGER (1..maxRMAC),


uac-BarringInfo


SEQUENCE {



uac-BarringFactor


ENUMERATED {












p00, p05, p10, p15, p20, p25, p30, p40,












p50, p60, p70, p75, p80, p85, p90, p95},




-- FFS: parameter values



uac-BarringTime



ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},




-- FFS: parameter values


uac-BarringForAccessIdentityList


BIT STRING (SIZE(7))




-- maxAccessIdentity = 7




-- Corresponds to access identities 1,2, 11-15 (MPS, MCS and AC11-15)




-- Value 0 indicates that access attempt is allowed for the corresponding access identity


}


}
An example of the ASN.1 structure for  the SIB containing the access control information for Access Category 1/8-63 in other SI is as follows.

SIBX ::=

SEQUENCE {


uac-BarringForCommon-otherSI 


BarringPerCatList-otherSI,


-- FFS: Need for parameters common to PLMNs
uac-BarringPerPLMN-List-otherSI

    UAC-BarringPerPLMN-List-otherSI

}

UAC-BarringPerPLMN-List-otherSI ::= 
SEQUENCE (SIZE (1.. maxPLMN)) OF UAC-BarringPerPLMN-otherSI


-- maxPLMN = 12
UAC-BarringPerPLMN-otherSI ::=


SEQUENCE {


plmn-IdentityIndex



INTEGER (1..maxPLMN),


barringPerCatList-otherSI

BarringPerCatList-otherSI

} 

BarringPerCatList-otherSI ::=           SEQUENCE (SIZE (1..maxAccessCat-7)) OF BarringPerCat-otherSI


-- maxAccessCat-7 = 57
BarringPerCat-otherSI ::= SEQUENCE {


uac-AccessCategory



INTEGER (1..maxAccessCat),


uac-BarringInfo


SEQUENCE {



uac-BarringFactor


ENUMERATED {












p00, p05, p10, p15, p20, p25, p30, p40,












p50, p60, p70, p75, p80, p85, p90, p95},




-- FFS: parameter values



uac-BarringTime



ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},




-- FFS: parameter values



uac-BarringForAccessIdentityList


BIT STRING (SIZE(7))




-- maxAccessIdentity = 7




-- Corresponds to access identities 1,2, 11-15 (MPS, MCS and AC11-15)




-- Value 0 indicates that access attempt is allowed for the corresponding access identity


}


}
Barring parameters for different RRC states
As required by SA1, the unified access control framework is applicable to UEs in RRC Idle, RRC Inactive, and RRC Connected at the time of initiating a new access attempt (e.g. new session request). 

For RRC_CONNECTED, the following NOTE [3] applies:

NOTE 1:"new session request" in RRC Connected refers to events, e.g. new MMTEL voice or video session, sending of SMS (SMS over IP, or SMS over NAS), new PDU session establishment, existing PDU session modification, and service request to re-establish the user plane for an existing PDU session.

New access attempts (e.g. new PDU session establishment) may occur in different RRC states, it is worth considering whether to apply separate barring configuration in RRC-IDLE, RRC-CONNECTED and RRC-INACTIVE.

In our understanding, applying separate barring configuration for a new access attempt in different RRC states enables more flexible and fine-grained access control. However, more signaling is required if we configure separate barring parameters for all the 3 RRC states.

Compared with access control parameters for RRC_IDLE and RRC_INACTIVE states, the access control parameters for RRC_CONNECTED state would not impact the initial access of the UE. Thus it is not necessary to broadcast the access control parameters for RRC_CONNECTED in system information. These barring parameters can be provided via dedicated RRC signaling. 

For the different treatment of RRC_IDLE and RRC_INACTIVE states, the broadcast access control parameters are applied to both states by default. The network would signal specific barring configuration for inactive UEs in other SI if different treatment for RRC_INACTIVE is needed.

Thus, we have the following proposals:

Proposal 4: The access control information in system information are applied to RRC_IDLE, RRC_INACTIVE and RRC_CONNECTED by default.

Proposal 5:The network should signal specific access baring parameters for inactive UEs in system information if different treatment for RRC_INACTIVE is required.

Proposal 6:The network should signal specific access barring parameters for connected UEs via dedicated signaling if different treatment for RRC_CONNECTED is required.
Conclusion

Based on all the analysis above, we have the following observations and proposals:

Observation 1: It is impossible to broadcast the entire access barring configuration in RMSI as up to 45504 bits are required.
Observation 2: Up to 41040 bits can be saved in RMSI if we signal the access control information for Access Category 1 and 8-63 in other SI.

Proposal 1: The barring parameters for RMAC (Remaining Minimal Access criteria) are broadcast in RMSI. Access control criteria for Access Identity 0/1/2/11-15 and Access Category 2-7 are selected as the RMAC.
Proposal 2: The barring parameters for OAC (Other Access criteria) are provided in other SI. Access control criteria for Access Identity 0/1/2/11-15 and Access Category 1 and 8-63 are treated as the OAC.

Proposal 3: A set of barring factor and time is also broadcast in RMSI as the default barring information. When the access category indicated from NAS is not among the 6 access categories in RMSI, the default barring information can be applied as a temporary barring information. After receiving the corresponding access control information in other SI,  the barring parameters for the the access category indicated from NAS override the default access control information.

Proposal 4: The access control information in system information are applied to RRC_IDLE, RRC_INACTIVE and RRC_CONNECTED by default.

Proposal 5:The network should signal specific access baring parameters for inactive UEs in system information if different treatment for RRC_INACTIVE is required.

Proposal 6:The network should signal specific access barring parameters for connected UEs via dedicated signaling if different treatment for RRC_CONNECTED is required.
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