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1. Introduction
During NR Study Item (SI), 3GPP RAN2 has agreed to have a unified access control (UAC) mechanism for UE accessing the system and data transmissions [1]. In addition, it was agreed to make this applicable to all UE RRC states (Connected, Idle, and Inactive). The motivation was to avoid the fragmented solutions for these problems developed in LTE and make the UE behaviour consistent for different applications and connection states. 

The main premise of the unified solution was to map each access attempt to an access category and apply the barring per category. RAN2#98 has further discussed Access Control and reached the following agreements [2]:
Agreements

1
RAN2 aims that the 5G AC mechanism for a UE in RRC_IDLE is applicable to a UE in RRC_INACTIVE. 

FFS if any aspects may not be applicable or may need to be changed for RRC_INACTIVE relative to RRC_IDLE (to be addressed by both CT1 and RAN2).

2
RAN2 aims to define the 5G AC mechanism for a UE in RRC_CONNECTED. Details FFS

3
UE NAS provides the access category information to UE RRC at least for RRC_IDLE 

FFS for RRC_INACTIVE

4
Connection Request will include some information to enable the gNB to decide whether to reject the connection request

FFS whether the information that is included is e.g. provided by NAS, derived from the AC, etc 

FFS for RRC_INACTIVE

In the meantime, both SA1 and CT1 have discussed UAC in several meetings and made progress. SA1 has approved a CR [3] and informed RAN2 and CT1 [4]. CT1 has also agreed a converged design, captured in TR 24.890, and sent an LS to RAN2 [6] asking for feedback on issues which have AS impact. RAN2-NR-AH1801 had an email discussion in preparation for a response to this CT1 LS.
In this contribution, we look at the further details of UAC for RRC Connected mode. 
2. Discussion
One of the differences of UAC compared to LTE methods is its applicability in Connected mode. SA1 has already agreed that “The unified access control framework shall be applicable to UEs in RRC Idle, RRC Inactive, and RRC Connected at the time of initiating a new access attempt (e.g. new session request).”. Since application level granularity does not seem to be practical in Connected mode, which was also the conclusion in CT1, other alternatives while maintaining a unified framework should be considered. 
One option for the Connected mode is instead to rely on the AS characteristics of the data attempt. This can be based on the data bearer itself or the QoS flow, which can still allow the AS to apply the control based on the received access category restrictions. In the latest CT1 CR [7], it is FFS for QFI and 5QI to be used as Access Category criteria. However, without such capability, all bearers and flows can get a “free ride” for access after the PDU session is established. This “loop-hole” was the main reason for introducing UAC in Connected mode.
Proposal 1: In Connected mode, control of access attempts at DRB and flow level control is supported. The access category can be based on 5QI and QFI.
For AS initiated control plane traffic, the access category can be based on the specific RRC procedures. The applicable procedures are RAN Area Update (RNAU), SI request, RRC Re-establishment Request, and RRC Resume Request. RAN2 has not yet decided whether a single RRC procedure will be used for these or not. During the email discussion, most companies prefer to exclude SI request from barring. For others, it is better to decide after RRC message harmonization is complete.
Proposal 2: UAC for RRC procedures for RNAU, Re-establishment, and Resume Request should be decided after message harmonization is complete.
If UAC for RRC messages is introduced, the Access Category (AC) should be decided by AS layer since otherwise defining this in NAS specifications and AS communicating with NAS for AS events is unnecessary. On the other hand, the access identity can be provided to AS as this is independent of the AC. For this, either reserved values for operator specific categories is used or an existing category is applied. Since existing categories defined by CT1 are for NAS initiated attempts, it is better to have a separate category.
Proposal 3: If UAC for AS initiated attempts is supported, RAN2 should ask SA1 to allocate reserved Access Category values for these attempts.

3. Conclusion
In this contribution, we discussed UAC for RRC Connected Mode and propose the following:

Proposal 1: In Connected mode, control of access attempts at DRB and flow level control is supported. The access category can be based on 5QI and QFI.

Proposal 2: UAC for RRC procedures for RNAU, Re-establishment, and Resume Request should be decided after message harmonization is complete.

Proposal 3: If UAC for AS initiated attempts is supported, RAN2 should ask SA1 to allocate reserved Access Category values for these attempts.
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