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1   Introduction
The access categories for NR have been provided in [1], and RAN2 should design the access control signalling for them. In this contribution, the access control signalling design will be discussed for current access categories. 
2   Discussion
The stage-1 requirement for unified access control now specifies the following access categories [1]:

Table 1: Access Categories for NR

	Access Category number
	Conditions related to UE
	Type of access attempt

	0
	All
	MO signalling resulting from paging

	1 (NOTE 1)
	UE is configured for delay tolerant service and subject to access control for Access Category 1, which is judged based on relation of UE’s HPLMN and the selected PLMN.
	All except for Emergency

	2
	All
	Emergency

	3
	All except for the conditions in Access Category 1.
	MO signalling resulting from other than paging

	4
	All except for the conditions in Access Category 1.
	MMTEL voice

	5
	All except for the conditions in Access Category 1.
	MMTEL video

	6
	All except for the conditions in Access Category 1.
	SMS

	7
	All except for the conditions in Access Category 1.
	MO data that do not belong to any other Access Categories

	8-31
	
	Reserved standardized Access Categories

	32-63 (NOTE 2)
	All
	Based on operator classification

	NOTE 1:
The barring parameter for Access Category 1 is accompanied with information that define whether Access Category applies to UEs within one of the following categories:
a) UEs that are configured for delay tolerant service;
b) UEs that are configured for delay tolerant service and are neither in their HPLMN nor in a PLMN that is equivalent to it;
c) UEs that are configured for delay tolerant service and are neither in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list on the SIM/USIM, nor in their HPLMN nor in a PLMN that is equivalent to their HPLMN.

NOTE 2:
When there are an Access Category based on operator classification and a standardized Access Category to both of which an access attempt can be categorized, and the standardized Access Category is neither 0 nor 2, the UE applies the Access Category based on operator classification. When there are an Access Category based on operator classification and a standardized Access Category to both of which an access attempt can be categorized, and the standardized Access Category is 0 or 2, the UE applies the standardized Access Category.


Complicated access control involving access class barring, service specific access, access control for CSFB, and ACDC in LTE, is summarized in NR to a unified set of 64 categories based on two properties: conditions related to UE and type of access attempt. As a result, the access barring parameters for the 64 categories need to be supported, and the resulting resources consumed by signalling of the access barring parameters will be large. Therefore, how to optimize the signalling resources overhead is very important in designing access control signalling.

In LTE, ACDC is one good example to specify barring parameters. In the list of barring information per ACDC category, the first entry corresponds to the highest ACDC category of which applications are least restricted in terms of access control, and the last entry corresponds to the lowest ACDC category of which applications are most restricted in terms of access control. If the BarringPerACDC-CategoryList contains a BarringPerACDC-Category entry corresponding to the ACDC category selected by upper layers, then this BarringPerACDC-Category entry is selected for access control; otherwise, the last BarringPerACDC-Category entry in the BarringPerACDC-CategoryList is selected. In this way, a large amount of signalling resource can be saved. Although this method is attractive, it depends on there being a specified ranking of the access categories.

In the current 64 unified access categories, 0-31are the standardized access categories and 32-63 are operator-defined access categories. From table 1, it can be seen that there is no ranking relation among the standardized access categories. However, for operator-defined access categories, there is the potential for a ranking relationship considering the ACDC categories in LTE belong to the class of operator-defined access categories. 
Observation 1: there is no ranking relation for the standardized access categories but there is a potential ranking relation for operator-defined access categories.
Since it is very beneficial to use a ranking based signalling design method similar to ACDC, the design of operator-defined access categories can be defined to assume ranking, where access category 32 corresponds to the highest operator-defined access category and access category 63 corresponds to the lowest operator-defined access category. Then a signalling approach similar to ACDC can be taken as baseline for the design. 
Proposal 1: ranking is assumed to apply to the operator-defined access categories and a signaling approach similar to ACDC can be taken as a baseline for the design.
Although there is no ranking relation for the standardized access categories according to the Table 1, a priority exists among 0-31 access categories. For example, it is obvious that access category 3 has higher priority than access categories 4, 5, 6, and 7. Usually, those access categories with low priority may use the same barring parameters, similar to the design of ACDC. For the purpose of saving signaling resources, a common-parameter based method can be used to design access control signaling for the standardized access categories. 
In this method, one common barring parameter can be defined for all access categories 0-31. Specific barring parameters still need to be provided for access categories for which the barring parameters are different from the common set. For those access categories which have barring parameters equivalent to the common set, the barring parameters do not need to be signaled, but the barring parameter field still is needed to provide the corresponding access category index. Actually, this common parameter based method is a similar to ACDC. In ACDC, the barring parameter in the last entry of ACDC category barring information list can be seen as the common parameter, and any ACDC category with lower priority than the last entry will use this common parameter. Compared with the common-parameter based method, the advantage of ACDC signaling is that neither the common parameter nor the indices of those access categories with low priority need to be signaled. Although the common-parameter based method may be slightly less efficient compared to ACDC, it will be very efficient for standardized access categories without any ranking relationship.
An example of the suggested structure is shown as below:
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Figure1 signaling structure of access baring

Proposal 2: a common-parameter based method can be used to design access control signaling of standardized access categories.
The stage-1 requirement also specifies the access identities which are used together with access category to further control special UEs with different access baring treatment as below:
Table 1: Access Identities

	Access Identity number
	UE configuration

	0
	UE is not configured with any parameters from this table

	1 (NOTE 1)
	UE is configured for Multimedia Priority Service (MPS).

	2 (NOTE 2)
	UE is configured for Mission Critical Service (MCS).

	3-10
	Reserved for future use

	11 (NOTE 3)
	Access Class 11 is configured in the UE.

	12 (NOTE 3)
	Access Class 12 is configured in the UE.

	13 (NOTE 3)
	Access Class 13 is configured in the UE.

	14 (NOTE 3)
	Access Class 14 is configured in the UE.

	15 (NOTE 3)
	Access Class 15 is configured in the UE.

	NOTE 1:
Access Identity 1 is used to provide overrides according to the subscription information in UEs configured for MPS.  The subscription information defines whether an overide applies to UEs within one of the following categories:

a) UEs that are configured for MPS;

b) UEs that are configured for MPS and are in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list or in their HPLMN or in a PLMN that is equivalent to their HPLMN;

c) UEs that are configured for MPS and are in their HPLMN or in a PLMN that is equivalent to it.

NOTE 2:
Access Identity 2 is used to provide overrides according to the subscription information in UEs configured for MCS.  The subscription information defines whether an overide applies to UEs within one of the following categories:

a) UEs that are configured for MCS;

b) UEs that are configured for MCS and are in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list or in their HPLMN or in a PLMN that is equivalent to their HPLMN;

c) UEs that are configured for MCS and are in their HPLMN or in a PLMN that is equivalent to it.

NOTE 3:
Access Identities 11 and 15 are valid in Home PLMN only if the EHPLMN list is not present or in any EHPLMN. Access Identities 12, 13 and 14 are valid in Home PLMN and visited PLMNs of home country only. For this purpose the home country is defined as the country of the MCC part of the IMSI.


For the same access category, the UE configured with access identities (1-15) could have special access baring treatment to override the access baring parameters configured for access identity 0. In LTE access baring parameters for special AC are true/false based rather than baring factor based. We assume this principle would also apply for NR. And thus for access identities (1-15), an optional bitmap based configuration could be used to provide the access baring override info for special UEs. The bitmap would indicate whether the UE is bared or not for this category with associated access identity based on the bitmap position and bitmap value.
Proposal 3: for each access category, a bitmap based configuration could be used to provide the access baring override info for UEs configured with access identities from 1 to 15.
In [1], it is required that RAN shall be able to provide access baring parameters per PLMN. However, if all access categories are always broadcast per PLMN, this would considerably increase the SIB payload size. 

In LTE for EAB configuration, a common configuration for all PLMNs is introduced. Access barring parameters for a specific PLMN are only needed if different access baring configuration is required. We can use the same principle to reduce the overhead for access baring configuration per PLMN.
Proposal 4: define common access baring configuration for all PLMN, and allow per PLMN access baring configuration as well.
In [2], it is suggest to allow the network to configure different access baring parameters for different RRC States. This of course will require more signaling for RRC state specific access baring handling. However, compared with access control parameters for RRC_IDLE and RRC_INACTIVE states, the access control parameters for RRC_CONNECTED state would not impact the initial access of the UE. Thus it is not needed to be included the access control parameters for RRC_CONNECTED in RMSI. These could be signaled in OSI or even via dedicated RRC signaling. For the different treatment of RRC_IDLE and RRC_INACTIVE states, the UE could assume the broadcasted access control parameters are applied to both states by default. The network would signal different access baring parameters for inactive UEs if different treatment for RRC_INACTIVE is needed.

Proposal 5: the UE could assume the broadcasted access control parameters in RMSI are applied to both RRC_IDLE and RRC_INACTIVE states by default. The network should signal different access baring parameters in RMSI for inactive UEs if different treatment for RRC_INACTIVE is needed.
Proposal 6: the UE could assume the broadcasted access control parameters in RMSI are also applied to RRC_CONNECTED states by default. The network should signal different access baring parameters by OSI or dedicated signaling for CONNECTED UEs if different treatment for RRC_CONNECTED is needed.

3   Conclusion

In this paper we discuss the access control signaling design for current access categories and get the following observations and proposals:

Observation 1: there is no ranking relation for the standardized access categories but there is a potential ranking relation for operator-defined access categories.

Proposal 1: ranking is assumed to apply to the operator-defined access categories and a signaling approach similar to ACDC can be taken as a baseline for the design.

Proposal 2: a common-parameter based method can be used to design access control signaling of standardized access categories.
Proposal 3: for each access category, a bitmap based configuration could be used to provide the access baring override info for UEs configured with access identities from 1 to 15.
Proposal 4: define common access baring configuration for all PLMN, and allow per PLMN access baring configuration as well.
Proposal 5: the UE could assume the broadcasted access control parameters in RMSI are applied to both RRC_IDLE and RRC_INACTIVE states by default. The network should signal different access baring parameters in RMSI for inactive UEs if different treatment for RRC_INACTIVE is needed.
Proposal 6: the UE could assume the broadcasted access control parameters in RMSI are also applied to RRC_CONNECTED states by default. The network should signal different access baring parameters by OSI or dedicated signaling for CONNECTED UEs if different treatment for RRC_CONNECTED is needed.
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