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1	Introduction
In the light of RAN2 NR #2 agreements, Access Barring requirements differentiates applicability and assumes potential differences in applying access control per UE state:
Agreements
1	RAN2 aims that the 5G AC mechanism for a UE in RRC_IDLE is applicable to a UE in RRC_INACTIVE. 
FFS if any aspects may not be applicable or may need to be changed for RRC_INACTIVE relative to RRC_IDLE (to be addressed by both CT1 and RAN2).
2	RAN2 aims to define the 5G AC mechanism for a UE in RRC_CONNECTED. Details FFS
[bookmark: _Hlk494197851]
3	UE NAS provides the access category information to UE RRC at least for RRC_IDLE 
FFS for RRC_INACTIVE

This contribution discusses applicability of unified access control to RRC_INACTIVE UE state and proposes to resolve the open point.
2	Discussion 
2.1	Access Barring procedures 
[bookmark: _Hlk503351755]The applicability of NR Access Barring to RRC_IDLE implies:
· acquiring system information with barring configuration
· triggering the procedure when UE is attempting RRC connection establishment
· control and decision on IDLE to CONNECTED transition
· in case of positive decision on the transition → establish RRC and CN context of the UE. 
Given similar characteristics of RRC_INACTIVE with RRC_IDLE and contents of an RRC connection request message handling in terms of Access Barring handling could be a reasonable commonality in particular, from RRC perspective. I.e. Access Barring procedures would have to precede initiation of RRC procedures that are triggered for INACTIVE to CONNECTED transition. 
If the access barring configuration per Access Category and Access Identity is provided with System Information, the UE has acquired and have this information (i.e. configuration) available at Access Stratum layer. An access attempt is categorized into an Access Category. If the Access Category specific broadcast configuration allowed the Access Category to be served, it results in successful connection resume (type). Otherwise, the UE’s request is barred. Overall, the UE’s AS layer performs the barring check. 
We understand applicability of assumed NR Access Barring mechanisms to RRC_INACTIVE would imply:
· triggering the NR Access Barring procedure at AS level, e.g.:
· UE attempting RRC connection “resume”
· control (allowance or prevention) of states transition, e.g.:
· INACTIVE to CONNECTED
· modifications and updates to RRC and CN context of the UE, e.g.:
· Established UE context in RAN and CN for UE in inactive and connected does not currently define mechanism for handling services that could be barred in parallel to the ongoing and maintained session
The functionalities are feasible from RRC viewpoint. On top of the analysis, CT1 progressed definition of NAS layer functionality making agreements that RRC_INACTIVE is also the RRC state for which access control becomes applicable [4]:
12.2.2.w.2	Access control and checking in 5GMM-CONNECTED mode and in 5GMM-CONNECTED mode with RRC inactive indication
When the UE is in 5GMM-CONNECTED mode or 5GMM-CONNECTED mode with RRC inactive indication, upon detecting one of events 1) through 5) listed in subclause 12.2.2.1, the NAS shall categorize the corresponding access attempt into access identities and an access category following subclause 12.2.2.2, table 12.2.2.2.1 and table 12.2.2.2.2, and subclause 12.2.2.v, and provide the access identities and the access category to the lower layers for the purpose of access control checking.
Therefore, we propose:
Proposal 1:  Access Barring Control is supported by RRC for any transition to RRC_CONNECTED. 

2.2	Access Category and Access Identity for RRC_INACTIVE 
2.2.1	NAS-involved request
CT1 already agreed that for RRC_CONNECTED or RRC_INACTIVE, upon detecting one of the events: 
- an MO-MMTEL-voice-call-started indication, 
- an MO-MMTEL-video-call-started indication, 
- an MO-SMSoIP-attempt-started indication from upper layers, 
- a request from upper layers to send a mobile originated SMS over NAS,
- a request from upper layers to send an UL NAS TRANSPORT message for the purpose of PDU session establishment,
- a request from upper layers to send an UL NAS TRANSPORT message for the purpose of PDU session modification,
- a request to re-establish the user plane for an existing PDU session or
the NAS shall categorize the corresponding access attempt into access identities and an access category and provide the access identities and the access category to the lower layers for the purpose of access control checking.
Therefore, NAS is already required to determine the Access Category and Access Identity. That requirement towards NAS resolve the open point in RAN2:
Proposal 2: NAS provides Access Category and Access Identity for any NAS-involved request.
2.2.2	AS-triggered request
RAN based notification area in RRC_INACTIVE is managed by RAN. Based on the email discussion in [5], RNA update should be an additional event (out of NAS evens for access control) to trigger Access Barring Control in RRC_INACTIVE. 
This is AS-triggered type of access, that would be exceptional case for which NAS cannot provide Access Category without getting to know from AS. 
Observation 1:  RNA update is missing event in triggering Access Category in NAS.
If NAS layer was responsible for Access Category determination for RNA update request, the cross-layer interactions required to determine Access Category for this case would:
-  be exceptional 
-  require AS information to be made available in NAS to trigger Access Category determination
-  require NAS to determine Access Category 
-  require response back to AS with Access Category 
If AS layer was responsible for Access Category determination for RNA update request, the impacts would be mitigated to:
-  be exceptional case in Access Barring Control in AS
-  require AS to determine Access Category
In both cases handling of the AS-triggered request is exceptional. Therefore, for simplicity we propose the following:
Proposal 3: New Access Category for RNA update is defined (and communicated to SA1 and CT1). 
Proposal 4: AS determines Access Category for RNA update request.

NAS has been in charge of determining associated Access Identity of the request. Thus, assuming NAS can maintain the Access Identity, there are to possible alternatives to get it:
- AS requests NAS to provide access identity(ies) of the UE when the RNA update request needs to be sent; or
- NAS provides AS with access identity(ies) of the UE whenever there is any change on the access identity(ies).
To simplify the model of interacting between AS and NAS, be propose:
Proposal 5: NAS provides AS with Access Identity(ies) of the UE whenever there is any change on the Access Identity(ies).
3	Conclusions
This contribution has discussed access control in NG-RAN and has made the following proposals:
Observation 1:  RNA update is missing event in triggering Access Category in NAS.
[bookmark: _Hlk494298585]Proposal 1:  Access Barring Control is supported by RRC for any transition to RRC_CONNECTED. 
Proposal 2: NAS provides Access Category and Access Identity for any NAS-involved request.
Proposal 3: New Access Category for RNA update is defined (and communicated to SA1 and CT1).
Proposal 4: AS determines Access Category for RNA update request.
Proposal 5: NAS provides AS with Access Identity(ies) of the UE whenever there is any change on the Access Identity(ies).
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