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[bookmark: Proposal_Pattern_Length]This is the email discussion report on [NR-AH1801#07][NR] Reply LS to CT1 on AC.
In NR AH1801, RAN2 received LSs from SA1 and CT1 in [1] and [2], and their corresponding CRs in [3] and [4]. In this email discussion, we will try to progress answers to the questions from CT1 in [1]. Aim to discuss and send LS early in the week at RAN2#101. Also attempt to identify potential easy agreements to be made at the next RAN2 meeting based on the progress within other groups [1], [2], [3] and [4].
	Intended outcome: Email discussion report and draft LS
	Deadline:  Monday 2018-02-12

Questions from CT1 LS in [1]
This section is to discuss the questions from CT1, try to have consensus on the answers on them.
In CT1 LS[1], 6 questions were raised:

CT1-Question 1:	Is there a need for NAS to provide AS with the establishment cause when NAS makes a request to AS for access? If yes, what are these establishment causes and will there be more establishment causes than what is there for RRC establishment cause in E-UTRAN?
In LTE, NAS needs to provide establishment cause value to the AS layer, AS layer also derives establishment cause value for some services, e.g. mo-voiceCall. Due to MSG3 size limitation, we only have emergency, highPriorityAccess, mt-Access,  mo-Signalling, mo-Data, delayTolerantAccess-v1020, mo-VoiceCall-v1280. 
For NR, we have 16 access identities and 64 access categories. We can treat every access identities and access categories as establishment cause value if MSG3 size is not limited. Then we do not need NAS to provide establishment cause to AS since the NAS already provides one or more access identities and one access category to the AS for each access attempt.
The mapping between access categories/access identities and establishment cause value is needed if MSG3 size is limited. 
2-question 1.0: 
Whether the mapping is needed between access categories/access identities and establishment cause value?

Please provide your view on 2-question 1.0.
	Company's name
	Yes or no?
	Remark

	Intel
	Yes
	For LTE, MSG3 is 48 bits, and 3 bits for establishment cause value.  If do not have mapping, 4 bits are needed for access identities, and 6 bits are needed for access categories. So totally additional 7 bits are needed.
So far, we have no idea what MSG3 size will be defined in RAN1. But to be safe, and not every information is necessary for the gNB to make AC control, therefore we prefer to do mapping.

	Ericsson
	Yes
	Also for E-UTRA access to 5GC, mapping from access categories/access identities to RRC establishment cause value can be performed

	CATT
	Yes
	Agree with the above comment and prefer to reduce the overhead of establishment cause value.

	OPPO
	Yes
	

	China Telecom
	Yes
	Establishment cause is needed for RAN to perform access control.

	ZTE
	yes
	NAS should convey access identities, access categories and establishment cause to AS.

At least for Rel-15, the number of access category values (and identities) is far greater than the number of the establishment causes. Hence, given the likely restrictions on Msg3 size, it is imperative that a mapping table is needed to convert the access category and identity into an establishment cause in NAS. 


	LG
	Yes
	

	Xiaomi
	Yes
	The mapping is needed between access categories/access identities and establishment cause value. 

	Sony
	Yes
	

	Vencore Labs
	Yes
	WE agree that a compressive mapping is needed to not signal 10 bits over the air-interface, but this mapping can be done either at the NAS or within the RRC. We also agree with Ericsson that it is needed for E-UTRA access to 5GC. 

	Huawei/HiSilicon
	Yes
	As discussed above, it is unlikely that the size of msg3 can not accommodate the combination of access categories and access identities, therefore a mapping is required

	Qualcomm
	Yes
	This is at least needed for eLTE. RAN2 has already agreed that an establishment cause should be included in msg3. 

	CMCC
	Yes
	

	Samsung
	Yes
	

	Nokia, Nokia Shanghai Bell
	Yes (with no explicit requirement to rely on UAC)
	Answer the CT1 query is that: NAS needs to provide establishment cause to AS.

There may appear certain relation between access categories/access identities and establishment cause, but we should not put requirement to NAS to build establishment cause based on mapping from Access Category/Access Identity



17 companies provided their view, almost all companies agreed that the mapping is needed for both NR and eLTE, i.e. we cannot put all access categories/access identities as cause value. 
Proposal 1:  for both NR/eLTE, the mapping between access categories/access identities and establishment cause value is needed;


If mapping is needed, looks like both NAS and AS could do this job based on access identities and access category.
2-question 1.1: 
If the mapping is needed which layer should do the mapping, NAS or AS?

Please provide your view on 2-question 1.1.
	Company's name
	NAS or AS
	Remark

	Intel
	NAS
	Establishment cause value is used by AS layer in gNB for access control/access prioritization. In addition, it is also used by the MME for admission control as 
“The purpose of the RRC Establishment Cause IE is to indicate to the MME the reason for RRC Connection Establishment or RRC Connection Resume as received from the UE in the EstablishmentCause, EstablishmentCause-NB or ResumeCause defined in TS 36.331 [16].”

AS in the UE receives access identities and access categories from NAS to perform access control checks. For the currently standardized access categories and access identities AS has sufficient information to generate establishment cause value and for these AS could do mapping. However, it is not clear whether it is possible for AS to derive the RRC establishment cause for operator-defined access categories. For instance, for network slicing AS needs to support more than one establishment cause for operator-defined access categories (e.g. MO data + exceptional MO data), then support from NAS is needed.


Therefore, we prefer to reuse LTE mechanism, i.e. NAS do the mapping and provide cause value to AS.  

	Ericsson
	AS
	NAS provides a standardized access category and access identities to AS when requesting a NAS signaling connection. AS sets the RRC establishment  cause based on the standardized access category and access identities. 

Note that the RRC layer cannot interpret the value of an operator-defined access category and therefore NAS should also provide a standardized access category for the purpose of deriving  the RRC establishment cause even if the corresponding access attempt mapping to access category by Unified access control results in an operator-defined access category. 

Also for E-UTRA access to 5GC, mapping from access categories/access identities to RRC establishment cause value can be performed, and in the LTE RRC layer. 

	CATT
	AS
	If extension of establishment cause is introduced in future, NAS will not be impacted if AS option is used. For example, if a new AS triggered event is introduced (similar as RAN area update), the extension can be done without NAS layer impact. Considering that the operator defined access categories, we think the corresponding establishment cause can set to MO data (similar as ACDC in LTE)

	OPPO
	AS
	Agree with CATT that AS triggered access attempt (for inactive state at least) may not involve NAS layer at all.

	China Telecom
	NAS
	AS is not aware of the definition of access identifier and category. We are not sure how AS can do the mapping appropriately. It’s natural to perform the mapping in NAS.

	ZTE
	NAS
	Mapping standardized access category to establishment cause can be specified. But the mapping of the Operator-defined access category into establishment cause will likely need some NAS signaling in the end and hence it is preferable to maintain a table in NAS covering both standardized and operator defined access categories to a given establishment cause.


	LG
	AS or NAS
	We have no strong view. The layer performing mapping should maintain mapping table.

	Xiaomi
	AS
	If NAS do the mapping, then for the new AS triggered event case, the AS need to inform NAS. That adds the complexity of AS-NAS interface.

	Sony
	NAS
	Operator defined access categories anyway would require NAS to either provide mapped establishment cause or map it to a standardized access category, it is better to perform mapping in a single layer unless benefit of split functionality is justified

	Vencore Labs
	Either works with caveats
	It could be useful to permit the full information contained in the Access Identity and Access Category to be used within UE procedures defined by RAN2, if so desired, and for standardized access categories where RAN2 behavior can be specified.
This would avoid the RRC specification challenges impacting LTE where the NAS sets the Establishment Cause to a highPriorityAccess value, overwriting, e.g., the mo-Signaling, and mo-Data values, while the RRC layer needs to reference the value of the Establishment cause that was in place prior to be overwritten by the NAS. (see TS 36.331 Section 5.3.3.3:
“1>	if the UE supports mo-VoiceCall establishment cause and UE is establishing the RRC connection for mobile originating MMTEL voice and SystemInformationBlockType2 includes voiceServiceCauseIndication: 
2> set the establishmentCause to mo-VoiceCall;”
and Vencore Labs CRs into RAN2#101)
Allowing AS to derive the Establishment Cause solves the above.  Alternately, if the Establishment Cause is derived by the NAS, it is still useful to pass the Access Identity and Access Category for the reasons above.

	Huawei/HiSilicon
	NAS (for most cases)
	For operator defined access categories the AS would not be able to determine the establishment cause, so it would be more appropriate for the NAS layer to provide the establishment cause.  
However in the case of AS triggered events, the AS should determine the cause

	
	
	

	Qualcomm
	NAS
	The mapping can be done either in NAS or AS.  If this is done in AS, the NAS should provide AS the mapping between operator specific Access Categories and cause values. This is unnecessary complexity and therefore it is better to do the mapping in NAS and pass the cause value to AS. This is also compatible with E-UTRAN where the cause is provided by NAS. We also assume the mapping will be defined in AS specs for AS triggered events as discussed below.

	CMCC
	NAS for most cases
	Both options can work. We slightly prefer to reuse LTE, that NAS provides cause value for most cases. But for event triggered by AS, AS can map the event to cause value and NAS is not disturbed.

	Samsung
	NAS
	It is preferable for NAS to map and explicitly provide the establishment cause to AS. For simplicity, the extra AS behavior should be avoided. Even though the cause value can be overlapped with the mapped access identity and access category, the signalling size between UE NAS and AS would not be a critical problem.

	Nokia, Nokia Shanghai Bell
	NAS
	NAS provides establishment cause. 
For AS-triggered attempts that require AS-NAS interaction,  coordination between layers need to be discussed and defined.



17 companies provided their view:
NAS performs the mapping: 11
AS performs the mapping: 4; 3 of them mainly have concern on how to handle AS triggered events;
No strong opinion: 2
AS for AS triggered events: 7
 
Proposal 2:  NAS performs the mapping, and provide cause value to AS when NAS makes a request to AS for access; FFS on whether NAS also provides cause value for AS triggered events.

Based on SA1 requirement, so far we have
· Access identities: 1,2, 11-15 for AC 11-15, MPS and MCS respectively;
· Access categories: MT, emergency, mo-signalling, voice, video, SMS, mo-data, delaytolerant, operator defined ACs; 
Compared with LTE cause value (emergency, highPriorityAccess, mt-Access, mo-Signalling, mo-Data, delayTolerantAccess-v1020, mo-VoiceCall-v1280), additional things are: 
· access identities MPS and MCS; 
· SMS, Video, operator defined ACs;
Note: in LTE, Voice and Video use the same cause value mo-VoiceCall;
If we still need to maintain 3 bits for establishment cause value, then only addition 1 value can be added. If we use spare field, then 4 bits can be used for establishment cause value, i.e. additional 9 values can be added.
2-question 1.2: 
If the mapping is needed, how many cause values we can have taking into account of MSG 3 size? 
Please provide your view on 2-question 1.2.
	Company's name
	8, 16, or…
	Remark

	Intel
	8 
	Use LTE baseline, and consider the real need of cause value. 8 is sufficient, i.e. 3 bits. 

	Ericsson
	At least 8
	Depending on MSG3 size to meeting coverage requirements, we can have use of more than 8 values, such as 16 values in order to enable better differentiation and also meet future requirements.

	CATT
	At least 8
	No strong view. should take into account operators inputs.

	OPPO
	At least 8
	Can ask SA1’s requirement

	China Telecom
	At least 8
	LTE should be the baseline. Generally, we think more values are needed considering more access categories and identifiers are introduced. But it’s subject to the MSG 3 size. Actual number may need more discussion.

	ZTE
	At least 8
	The primary purpose of establishment cause value is to be able to differentiate between different types of access until S1 establishment. In case of NR, the access category has higher granularity than the LTE establishment cause. However, at least for Rel-15, the gNB doesn’t need the higher granularity that the access category provides for call establishment. To minimize the size of Msg3, it is preferable to keep it to 8 values. 

	LG
	At least 8.
	It may depend on how large size MSG3 can support. But, we may not need a large size.

	Xiaomi
	At least 8.
	Agree with OPPO. Additional establishment causes of MSG3 should not be excluded.

	Sony
	Atleast 8
	We think 16 should be considered future requirements 

	Vencore Labs
	At least 8
	With the current 8, specifications do not even specify the relative behavior of all, e.g. (but not limited to), highPriorityAccess vs emergency.  Since NAS replaces emergency with highPriorityAcess in certain conditions when placing an emergency call, one could assume that highPriorityAccess is a higher priority than emergency, but neither RRC nor NAS specifies a difference in behavior between these two.
It is recommended that 5G specifications be more explicit on certain open issues such as the one described here.
Extreme granularity is of limited value in MSG3.  It should be considered to provide coarser information in MSG3, and when required, more refined information in MSG5.  If this is agreed we believe that 8 are clearly sufficient.  It should be discussed if the same 8 are the best choice going forward in the context of a combined MSG3/MSG5 approach, e.g., combine voice, video, SMS, and the catch all mo-data, and provide the service details in MSG5.

	Huawei/HiSilicon
	Should be discussed
	Dependent on the supported cause values. If slicing information is supported in cause values, more bits are needed (for example 6bits).

	Qualcomm
	At least 8
	Agree that at least 8 is good for future proof-ness but we should also take into account the outcome of msg3 size discussion.

	CMCC
	16
	We think 8 is so limited that only 1 cause value is left for further extension. We prefer to have 4 bits for 5G cause value for future proof, considering there will probably be more service types in 5G, e.g. different use cases for IoT, AR/VR, V2X...

	Samsung
	8 
	As a starting point, we assume a similar size as in LTE

	Nokia, Nokia Shanghai Bell
	Should be discussed
	We conform with the views that decision should  take into account operators’ priorities and understanding which legacy access types are replaced by newly defined access types (aka Access Categories)


17 companies provided their view:
8 as starting point: 2
At least 8, depends on MSG3 size: 10;
16: 1
Should be discussed: 4
 
Proposal 3: support at least 8 cause values, maximum cause values depend on MSG3 size and operator requirement.
Rapporteur forgot to ask whether LTE 7 cause values will be reused, but would like to confirm in the meeting. 
Proposal 3a: to discuss whether below LTE establishment cause values are reused for NR:
emergency, highPriorityAccess, mt-Access, mo-Signalling, mo-Data, delayTolerantAccess-v1020, mo-VoiceCall-v1280


2-question 1.3: 
If the mapping is needed, for access identities 1,2, 11-15 (MPS, MCS and AC11-15), whether  all use highPriorityAccess? 
Please provide your view on 2-question 1.3.
	Company's name
	Yes or no
	Remark

	Intel
	Yes
	Based on SA1 requirement, the NAS may provide multiple access identities from the set {1, 2, 11 – 15} to AS layer.  In our view there is not a big difference between them from priority perspective, and for each of these access identities the number of UEs is rather limited, so it is acceptable to map them to a single establishment cause value, i.e. highPriorityAccess

	Ericsson
	Yes
	

	CATT
	Yes
	Same as LTE

	OPPO
	Yes
	

	China Telecom
	Yes
	

	ZTE
	NA
	The mapping to establishment cause in LTE is enforced by NAS layer. 
In our view, it is better to be defined in NAS layer. So, this should be discussed in CT1. 

	LG
	Yes
	Same as LTE

	Xiaomi
	Yes
	

	Sony
	
	We agree with the proposal but not sure if it is for RAN2 or CT1 to agree based on the outcome of Q1.1

	Vencore Labs
	Yes
	If all Access Identities map to the same Establishment Cause then there is no differentiation based on the identity.  Should it be considered to provide refined Access Identity information in MSG5?
If every access with one of the standardized identities maps to highPriorityAccess, then the utility of highPriorityAccess is diluted.  Is there a way to provide operator control to limit which of the access identities are entitled to highPriorityAccess?

	Huawei/HiSilicon
	Yes
	

	Qualcomm
	
	Let’s agree on the cause values first.

	CMCC
	Yes
	

	Samsung
	Yes
	The baseline is LTE.

	Nokia, Nokia Shanghai Bell
	NA
	Establishment cause provision should be defined in CT1. RAN2 should not require mapping from Access Categories/Identities



17 companies provided their view:
15 companies agreed that access identities 1,2, 11-15 (MPS, MCS and AC11-15) all use establishment cause value highPriorityAccess.

Proposal 4: access identities 1,2, 11-15 (MPS, MCS and AC11-15) all use establishment cause value highPriorityAccess.

2-question 1.4: 
If the mapping is needed, for access categories what additional cause value should be, e.g., SMS, Video, operator defined AC? 
Please provide your view on 2-question 1.4.
	Company's name
	SMS, Video, operator defined AC, ….
	Remark

	Intel
	Video?
	As for ACDC, we do not need to reflect specific operator defined AC in establishment cause value, i.e. as in LTE the standardized establishment cause (i.e. MO data) is sufficient. 

In LTE, for the real transmission of SMS, MO data is used except delay tolerant service. For NR, if NAS provides access category SMS, then MO data shall be used.  We do not see the need to have separate cause value for SMS. 

The QoS requirements for a Video call are quite different from those for a Voice call, so it could be useful to have separate cause value.   

	Ericsson
	SMS, Video
	Availability of these additional values depends on MSG3 size.

For NAS signaling connection requests triggered by access attempts mapped onto an Operator-defined access category by UAC, NAS should provide also in those cases an standardized access category, which will eliminate the need for cause values for operator-defined access categories.

	CATT
	
	Establishment cause value of operator defined access categories is set to MO data. No additional cause is essential in Rel-15. Depending on the MSG3 size, video could be considered.

	OPPO
	
	Operator defined AC should not occupy cause value as this will increase load to MSG3 size.

	China Telecom
	
	This question is related to 2-question 1.2. Depends on how many cause values can be supported, we may have different answer. Generally, we think video and operator defined category may be added.

	ZTE
	
	same answer as in 1.2. Not necessary at least for Rel-15.

	LG
	
	All cause values (except high priority access) could be mapped to access categories including operator defined AC. Such mapping can be configurable.

	Xiaomi
	
	Agree with China Telecom. It depends on how many cause values can be supported. We don’t see the need for SMS to be added as in LTE.

	Sony
	
	It may be better to wait for MSG 3 size. 

	Vencore Labs
	less
	Economize on the use of Establishment Cause values to provide more free values for future use while maintaining 3 bits for the IE.
Use less Establishment Cause values, and defer information on the required media, of no relevance to the MSG3/4 exchange, to MSG5, that is collapse voice/video/SMS/mo-data into one value and signal media details in MSG5.

	Huawei/HiSilicon
	
	At least ms-VideoCall is needed in order to control video separately from mo-voiceCall 

	Qualcomm
	
	Too early to discuss.

	CMCC
	Video, operator defined AC
	Video is occupying higher proportion in nowadays real network and channel quality affects the user experience significantly. Setting a new cause value for video can provide the network side with the information of service type at the initial stage of RRC connection setup procedure.

	Samsung
	
	Basically, we would like to minimize the cause values but also to hear view from operators

	Nokia, Nokia Shanghai Bell
	NA
	Additional cause value(s) should be operator-driven need and discussed as indicated in  2 question 1.2




17 companies provided their view. However it is related to how many cause values we can support. Rapporteur would suggest to postpone the discussion until MSG 3 size and the number of cause values are clear.

Proposal 5: The discussion on additional cause value can be discussed later once MSG 3 size is clear, and operator input is needed.

CT1-Question 2:	CT1 assumes that the call type will not be needed for NG-RAN access. Can RAN2 please confirm?
So far NAS will provide access identities and access category to AS for the given access attempt which can replace the purpose of call type.
2-question 2: 
Whether access identities and access category are sufficient, do we still need call type from NAS? 
Please provide your view on 2-question 2.
	Company's name
	Yes or no
	Remark

	Intel
	no
	Access identities and access category are sufficient for AS layer to perform further ACB checking. Call type is not needed.

	Ericsson
	No
	

	CATT
	No
	Call type is replaced by access category.

	OPPO
	No
	

	China Telecom
	No
	

	ZTE
	NO
	In LTE, call type is used for AS layer for access control checking. In NR, as agree in SA1, call type is replace by access category for access control checking. And all call types values are covered by NR access categories defined by SA1.
NAS layer needs not provide call type to AS layer.

	LG
	NO
	

	Xiaomi
	No
	NAS will provide access identities and access category to AS for the given access attempt which can replace the purpose of call type.

	Sony
	No
	

	Vencore Labs
	No
	Assumes Access Identity and Access Category are provided to the AS, whether the Establishment Cause is derived by the NAS or AS

	Huawei/HiSilicon
	No
	Access identities and access category should be sufficient

	Qualcomm
	No
	

	CMCC
	No
	

	Samsung
	No
	

	Nokia, Nokia Shanghai Bell
	No
	



17 companies provided their view. All companies agreed that access identities and access category are sufficient, the call type will not be needed for NG-RAN access.

Proposal 6: confirm CT1 question 2, access identities and access category are sufficient, the call type is not needed for NG-RAN access.

CT1-Question 3:	As access barring checks are against an access category, CT1 believes that any barring timer when access is not allowed, will be on per access category basis. Can RAN2 confirm?
Currently ac-BarringTime is per call type in LTE.

2-Question 3: Whether reuse LTE mechanism for NR? i.e. Tbarring is per access category?
Please provide your view on 2-question 3. 
	Company's name
	Yes or no?
	Remark

	Intel
	Yes
	We do not see the motivation to have different approach than LTE. We prefer to reuse LTE mechanism, i.e. barring timer is per access category.

	Ericsson
	Yes
	Per access category there is a barring timer. Also per access category when barring is applied on that category, a barring time is signaled as part of access barring information.

	CATT
	Yes
	As access control per PLMN was introduced in R13, it is better to say that barring timer is per call type per PLMN in LTE. Hence, in 5G, Tbarring is per access category per PLMN.

	OPPO
	Yes
	Per access category barring timer is reasonable.

	China Telecom
	Yes
	

	ZTE
	YES
	 Tbarring should be per access category.

Tbarring for all 64 access categories cannot isolate a variety of different requests. When coming a request from different category, because the timer is still running, the requests that could have been done would also be rejected. 

Another approach is to set Tbarring for a group of categories, one for each group. This defines certain categories that must belong to a group so that the Operators be restricted when they use the operator-defined access categories. There may be various situations for customizing operator-defined access categories in the future, and grouping approach may create design inflexibility. In addition, the grouping itself also brings additional complexity.

	LG
	Yes
	

	Xiaomi
	Yes
	

	Sony
	Yes
	

	Vencore Labs
	Yes
	Although a same timer per access category is fine, there may be timer skip provisions considered, if required, e.g., to support priority access.

	Huawei/HiSilicon
	Yes
	Same as LTE

	Qualcomm
	Yes
	Per AC is sufficient. For Access Identities, we can use a bitmap instead of a timer. 

	CMCC
	Yes
	

	Samsung
	Yes
	

	Nokia, Nokia Shanghai Bell
	Yes
	One Tbarring per access attempt check



17 companies provided their view. All companies agreed that to reuse LTE mechanism for NR, i.e. Tbarring is per access category.

Proposal 7: confirm CT1 question 3, reuse LTE mechanism for NR, i.e. Tbarring is per access category.

CT1-Question 4:	CT1 documented that barring test is done in a layer lower than the NAS layer and CT1 has left open documenting where or in which of those lower layers, the barring timer(s) is(are) run. CT1 seeks RAN2's view, or can that be left to implementation without specifying which layer run the barring timer(s)?

In LTE, barring timer is maintain in AS layer as

	T305
	Access barred while performing RRC connection establishment for mobile originating signalling
	Upon entering RRC_CONNECTED and upon cell re-selection 
	Inform upper layers about barring alleviation as specified in 5.3.3.7

	T306
	Access barred while performing RRC connection establishment for mobile originating CS fallback.
	Upon entering RRC_CONNECTED and upon cell re-selection
	Inform upper layers about barring alleviation as specified in 5.3.3.7



1> if timer T305 expires or is stopped:
2> if timer T302 is not running:
3> inform upper layers about barring alleviation for mobile originating signalling;

1> if access to the cell is barred and both timers T302 and "Tbarring" are not running:
2> draw a random number 'rand' that is uniformly distributed in the range 0 ≤ rand < 1;
2> start timer "Tbarring" with the timer value calculated as follows, using the ac-BarringTime included in "AC barring parameter":
      "Tbarring" = (0.7+ 0.6 * rand) * ac-BarringTime;

2-question 4: 
Whether LTE mechanism is reused, i.e. barring timer is maintained in AS? 
Please provide your view on 2-question 4.
	Company's name
	Yes or no
	Remark

	Intel
	Yes
	We do not see the motivation to have different mechanism than LTE. We prefer to reuse LTE mechanism, i.e. barring timer is maintained (specified) in AS layer.

	Ericsson
	Yes
	[bookmark: _Hlk505773511]There is a need for RRC-initiated access attempts where it only makes sense to maintain the barring timer in the AS layer. The barring timer should then be maintained in the AS layer also for the NAS initiated access attempts.

	CATT
	Yes
	Same as LTE. No motivation to change the existing mechanism.

	OPPO
	Yes
	OK to reuse LTE mechanism.

	China Telecom
	Yes
	

	ZTE
	Yes
	Tbarrings should be maintained in AS.

	LG
	Yes
	As in LTE

	Xiaomi
	Yes
	

	Sony
	Yes
	

	Vencore Labs
	Yes
	The question is to specify the layer or leave it to implementation.  If left to implementation the timers may need to be documented both in the NAS and AS specifications, or caveats added that they may be implemented in the alternate specification.  As there is no proposal on the table to move them to the NAS, we propose to keep them as currently specified in the AS and avoid the complexities to permit implementation flexibility.

	Huawei, HiSilicon
	Yes
	Same as LTE

	Qualcomm
	Yes
	In addition, the timer should not restart for each access attempt in the same AC.

	CMCC
	Yes
	We support to reuse LTE mechanism.

	Samsung
	Yes
	

	Nokia, Nokia Shanghai Bell
	Yes
	We agree to reuse LTE baseline



17 companies provided their view. All companies agreed that to reuse LTE mechanism for NR, i.e. Tbarring is specified in AS layer, and maintained (runing) in AS layer.

Proposal 8: reuse LTE mechanism i.e. keep and run the barring timers in AS layer.

CT1-Question 5:	CT1 seeks RAN2 confirmation that when barring is alleviated (for a specific access category), the indication of alleviation of access barring is indicated to the NAS on a per access category basis.

In LTE, when barring is alleviated, the AS layer will indicate NAS per call type as 
1>	if timer T302 expires or is stopped:
2>	inform upper layers about barring alleviation for mobile terminating access;
2>	if timer T303 is not running:
3>	inform upper layers about barring alleviation for mobile originating calls;
2>	if timer T305 is not running:
3>	inform upper layers about barring alleviation for mobile originating signalling;
2>	if timer T306 is not running:
3>	inform upper layers about barring alleviation for mobile originating CS fallback;
2>	if timer T308 is not running:
3>	inform upper layers about barring alleviation for ACDC;


2-question 5: 
Whether LTE mechanism is reused, i.e. the indication of alleviation of access barring is indicated to the NAS on a per access category basis? 
Please provide your view on 2-question 5.
	Company's name
	Yes or no
	Remark

	Intel
	Yes
	We do not see the motivation to have different mechanism than LTE. We prefer to reuse LTE mechanism, i.e. the AS layer indicates the alleviation of access barring to the NAS on a per access category basis.

	Ericsson
	Yes
	When barring of an access category is alleviated (e.g. when a running barring timer for the access category expires, or the access category becomes not barred), the AS layer will indicate to NAS layer that barring for the access category is alleviated.

	CATT
	Yes
	Same as LTE. And the indication of alleviation of access barring is per access category per PLMN.

	OPPO
	Yes
	Same as LTE.

	China Telecom
	Yes
	

	ZTE
	yes
	Indication of alleviation of access barring is indicated to the NAS on a per access category basis.
More reason can be found in 2-question 3.

	LG
	Yes
	As in LTE

	Xiaomi
	Yes
	

	Sony
	Yes
	

	Vencore Labs
	Yes
	If the timers are maintained in the AS on a per category basis, the alleviation should also be provided on a per access category basis.

	Huawei/HiSilicon
	Yes
	Same as LTE

	Qualcomm
	Yes
	

	CMCC
	Yes
	We support to reuse LTE mechanism.

	Samsung
	Yes
	

	Nokia, Nokia Shanghai Bell
	Yes
	


17 companies provided their view. All companies agreed that to reuse LTE mechanism for NR, i.e. when barring is alleviated (for a specific access category), the indication of alleviation of access barring is indicated to the NAS on a per access category basis.

Proposal 9: confirm CT1 question 5, reuse LTE mechanism for NR, i.e. when barring is alleviated (for a specific access category), the indication of alleviation of access barring is indicated to the NAS on a per access category basis.


CT1-Question 6:	Does RAN2 expect that AS needs to retrieve the access identities from NAS layer for other purposes - e.g. when AS in RRC INACTIVE needs to make access attempt for access stratum purposes, e.g. for RAN Paging Area updating? For this outstanding point, CT1 included an editor's note stating:
Editor's note:	Whether the applicable access identities also need to be provided to the lower layers based on other triggers is FFS.
According to CT1 CR [3], 
If the UE is configured with operator-defined access categories for a PLMN, then access control in 5GMM-CONNECTED mode and in 5GMM-CONNECTED mode with RRC inactive indication will only be performed for the events 1) to 5) defined in subclause 12.2.2.1.
1)	5GMM receives an MO-MMTEL-voice-call-started indication, an MO-MMTEL-video-call-started indication or an MO-SMSoIP-attempt-started indication from upper layers;
2)	5GMM receives a request from upper layers to send a mobile originated SMS over NAS;
3)	5GMM receives a request from upper layers to send an UL NAS TRANSPORT message for the purpose of PDU session establishment;
4)	5GMM receives a request from upper layers to send an UL NAS TRANSPORT message for the purpose of PDU session modification; and
5)	5GMM receives a request to re-establish the user plane for an existing PDU session.
We could see ACB checking is not applicable for NAS signalling when the UE is in connected mode or inactive state;

In RAN2 following AS triggered event were considered:
As discussed in email discussion [99bis#24][NR] AC, in addition to NAS or data triggered RRC signaling:
· the UE may trigger RRC signalling to request on demand SI from network for RRC IDLE/Connected mode and inactive state;
· The UE may trigger RRC signaling to for RAN initiated messages (RNA update, Resume request)

2-question 6.1: 
Whether AS triggered event needs to be controlled by ACB mechanism? 
Please provide your view on 2-question 6.1.
	Company's name
	Yes or no
	Remark

	Intel
	Yes 
	


	Ericsson
	Yes
	

	
	
	

	CATT
	Yes

	

	OPPO
	Yes
	

	China Telecom
	Yes
	

	ZTE
	YEs
	

	LG
	Yes
	

	Xiaomi
	Yes
	

	Sony
	Yes
	

	Huawei/HiSilicon
	Yes
	

	Qualcomm
	Yes
	

	CMCC
	Yes
	

	Samsung
	Yes
	While preferring to have a simple approach to support it. 

	Nokia, Nokia Shanghai Bell
	Yes
	



16 companies provided their view. All companies agreed that AS triggered event needs to be controlled by ACB mechanism.


2-question 6.2: 
If answer to 2-question 6.1 is yes, which AS triggered event needs to be controlled by ACB mechanism? 
Please provide your view on 2-question 6.2.
	Company's name
	Which AS triggered event?
	Remark

	Intel
	RNA update/resume request
	In our view, on demand SI request cannot be counted as an access attempt as the UE have no intention to connect to the network, and the UE cannot enter connected mode based on demand SI request procedure. To avoid the UE to ask on demand SI in congestion situation, the network could just to not contain the scheduling info for “other SIs” then the UE will know “other SIs” are not supported by the network, or just provide the whole lists. In addition, msg 1 based SI request, all UEs use the same resource and there is no further message sent after a msg 2 common for all UEs, Therefore we do not see the need to have access control for on demand SI.

For other AS triggered events, e.g. RNA update/resume request could be under AC control.


	Ericsson
	RNA update
	In RRC_INACTIVE, we also think that NAS triggered events such as UL NAS signaling, UL data, Voice and video call needs to be subject to access barring check, but triggered by NAS. See also 3.5.

	CATT
	RAN area update event
	Same as TA update triggered by NAS, the network needs to control whether triggering of RAN area update is barred or not barred.
For on-demand SI event, the network can control whether on-demand SI(s) are broadcasting or not present in the RMSI. No extra mechanism for access control of on-demand SI event is needed.

	OPPO
	RNA update, SI request
	We think on-demand SI request (including RRC dedicated signaling based) need to be considered because many UE will generate the request and ACB is needed to suppress this kind of MO signaling.  We don’t think the problem can be solved by eNB configuration to not use on demand SI because this mean we don’t utilize the feature of NR on-demand SI mechanism at all.

	China Telecom
	RNA updated/resume request
	Agree with intel. ACB should only be applicable to the event resulting in entering CONNECTED.

	ZTE
	RNA update (i.e.Resume request for RNAU) 
	Resume request triggered for RNAU should be subject to access control.
on demand SI request should not be subject to access control.

	LG
	State transition (e.g. resume), RNA update, SI request
	If AS triggered event is not controlled by ACB mechanism, it means that AS triggered event is prioritized over NAS triggered event. So, if it is not controlled, all AS triggered events will skip ACB in congestion. We think that such situation is not desirable.

	Xiaomi
	RNA update
	

	Sony
	
	Agree with Intel and also agree that AS triggered events in Idle mode are not subject to ACB

	Huawei/HiSilicon
	RNA update
	

	Qualcomm
	RNAU
	Agree on not using it for on demand SI. RRC Resume should be discussed after conclusion on RRCC message harmonization since it can also cover reestablishment. 

	CMCC
	RNA update, Resume request
	Agree that access barring mechanism is applicable for to the events requesting to go to CONNECTED mode.

	Samsung
	RNA update/MO-signalling (e.g. resume request)
	

	Nokia, Nokia Shanghai Bell
	State transition to RRC CONNECTED
	It is reasonable to consider Resume request for access control, otherwise resume type request may result in undesired overload.


16 companies provided their view. 
On demand SI: 2
RNA update: 14
Resume request: 6

Majority view is RNA update should be controlled by ACB, on demand SI should not be controlled by ACB.
Proposal 10: AS triggered event, RNA update shall be controlled by ACB, on demand SI request shall not be controlled by ACB.


2-question 6.3: 
If answer to 2-question 6.1 is yes, does AS need to retrieve the access identities from NAS layer? 
Please provide your view on 2-question 6.3.
	Company's name
	Yes or no
	Remark

	Intel
	Yes
	The allowed access identities should be provided by NAS. But it could be done by UE implementation as what we did for LTE. 

	Ericsson
	Yes
	Access identities needs to be available in AS when performing the access barring check also for those events. Since access identities are based on e.g. subscription information, it is natural that NAS determines the access identities, not AS. CT1 has already specified how to determine access identities and we want to avoid double specification.

	CATT
	Yes
	In LTE, how to determine valid access classes of UE is depended on UE implementation. Hence, how to determine the access identities for AS triggered event can also be left to UE implementation.

	OPPO
	Yes
	

	China Telecom
	Yes
	Access identifier is mandatory to perform ACB.

	ZTE
	
	This depends on the modelling of where the access identities reside – e.g. if they are in the SIM these can be retrieved directly by AS for instance.

	LG
	Yes or USIM
	AS could retrieve the access identities from NAS layer or from USIM. We assume that access identities are almost static or semi-static. Thus, we wonder if AS need to retrieve access identity whenever performing ACB check. How AS retrieve access identity could be up to UE implementation.

	Xiaomi
	Yes
	

	Sony
	Yes
	For ACB

	Huawei/HiSilicon
	Yes
	

	Qualcomm
	Yes
	

	Samsung
	Yes
	

	Nokia, Nokia Shanghai Bell
	TBD
	Access Identities need to be made available in AS, depending which UE configuration is determined by an Access Identity, it does not have to pass NAS layer (e.g. Access Classes)



15 companies provided their view. 12 companies agreed that AS need to get the allowed access identities from NAS layer for AS triggered event. But 3 companies think it can be left to UE implementation, 4 companies think it is related to where the access identities are stored.
Proposal 11: answer CT1 question 6, AS need to retrieve the access identities from NAS layer for AS triggered event.

2-question 6.4: 
If answer to 2-question 6.1 is yes, which layer determine the access category, NAS or AS? 
Please provide your view on 2-question 6.4.
	Company's name
	NAS or AS
	Remark

	Intel
	NAS?
	There are following scenarios the UE may send resume request:
Scenario 1: RNA update (UE moves out of RNA)
· access category 3 (MO signalling) could be used, and no need to involve NAS; but network may ask the UE to go to connected mode by recovery both SRB and DRB. If so, AS needs to indicate NAS about state change;
Scenario 2 : response of RAN paging 
· access category 0 (MT) could be used, and no need to involve NAS; but network may ask the UE to go to connected mode by recovery both SRB and DRB. If so, AS needs to indicate NAS about state change;
Scenario 3 : UL data triggered resume request 
· If it is covered by event 5) below, then it is not AS triggered events and should be controlled by NAS; 
· If it is not covered by event 5) below, it could be considered as AS triggered event; however, sending user data can be mapped to MO data or, if an operator wants to perform access control per network slice, it can also be mapped to an operator-defined access category. Therefore NAS is suitable place to determine which access category should be.
· 1) 5GMM receives an MO-MMTEL-voice-call-started indication, an MO-MMTEL-video-call-started indication or an MO-SMSoIP-attempt-started indication from upper layers;
· 2)         5GMM receives a request from upper layers to send a mobile originated SMS over NAS;
· 3)         5GMM receives a request from upper layers to send an UL NAS TRANSPORT message for the purpose of PDU session establishment;
· 4)         5GMM receives a request from upper layers to send an UL NAS TRANSPORT message for the purpose of PDU session modification; and
· 5)         5GMM receives a request to re-establish the user plane for an existing PDU session.

Scenario 4 : NAS signalling triggered resume request 
· It is not AS triggered event, and it should be controlled by NAS;


	Ericsson
	AS
	RNA update may use an existing category (i.e. access category 3=MO signaling ) or a new category.

	CATT
	AS
	The access category of a certain AS triggered event is a specified access category. It can be defined in the mapping table for access categories in TS 24.890. However, when the AS triggered event happens, AS layer can determine the access category by itself.

	OPPO
	AS
	Since we have AS triggered event for NR.

	China Telecom
	NAS
	To have a common procedure, NAS is preferred. AS could indicate NAS when AS triggers event.

	ZTE
	NAS
	NAS layer should play the role of maintaining a mapping table and priority handling when several requests are triggered simultaneously. So, it is best to keep this in NAS. If we move this to AS, then we also need logic in AS specs for handling cases where more than one access attempt is triggered simultaneously (from NAS and from AS). This complicates the specification and interaction between layers. So, it is preferable to maintain this in a central layer (i.e. NAS)

	LG
	NAS
	We think that CT1 agreed so.

	Xiaomi
	AS
	NAS layer cannot be aware of that event.

	Sony
	NAS
	We have no strong opinion if NAS- AS interaction for AS triggered events should be captured or left to UE implementation

	Huawei/HiSilicon
	AS
	It seems logical (and simpler) that AS determines the Access Category for AS triggered events

	Qualcomm
	AS
	These should be specified in AS specification, but we should check with SA1 on reusing an existing AC or reserved ones.

	CMCC
	AS
	Generally, NAS layer is responsible for performing access category mapping. But for the event trigged by AS layer, AS can map the event to a category. This is a simple way and NAS is not disturbed during UAC procedure. 

	Samsung
	
	Two following options are considerable for AS triggered events:
Option 1: AS always asks NAS upon AS triggered event or
Option 2: the access category for AS triggered event are fixed and hard-coded in RRC 
We wonder if RAN2 needs to also ask the feasibility to CT1.

	Nokia, Nokia Shanghai Bell
	TBD
	For AS-triggered events, AS initiates provision of the Access Category. Exactly the same procedure as for IDLE-CONNECTED transition is impossible, as NAS layer does not have an insight into AS-originated request. This implies certain coordination between UE’s layers (indication to NAS layer that Access Category provision is needed) or own categorization by AS of the suspended connection.



16 companies provided their view.
NAS determine access category: 5
AS determine access category: 8
Proposal 12: To discuss for AS triggered event, whether AS determines access category or not. 


RAN2 impacts due to approved CRs in [3] and [4]
This section is to discuss RAN2 impacts due to approved CRs in SA1 and CT1 and to have common understanding on these aspects. 
RAN2 ACB parameters
According to Table 6.22.2.2-1: Access Identities of [4], SA1 introduced 16 access identities to cover MPS, MCS and AC11-15 in order to separately give priority handling for them. 
Based on Table 6.22.2.3-1: Access Categories, SA1 introduced 64 access categories, 0-31 are standardized access categories, and 32-63 are operator defined access categories.  
In addition, SA2 mentioned:
The 5G network shall be able to broadcast barring control information (i.e. a list of barring parameters associated with an Access Identity and an Access Category) in one or more areas of the RAN.
In the case of multiple core networks sharing the same RAN, the RAN shall be able to apply access control for the different core networks individually.
Based on above SA1 requirement, we would like to confirm:
[bookmark: _Ref496172639]3.1-Confirmation 1: the network should broadcast ACB parameters per access identity/access category/PLMN as shown in table 1. 
Table 1: example on how to structure ACB parameters based on SA1 CR
	PLMN id
	Access categories
	Access identities
	ACB parameters

	PLMN id 1
	Access category 1
	Access id 0
	xxx

	
	Access category 1
	Access id 1
	xxx

	
	Access category 1
	Access id 2
	xxx

	
	…
	…
	…

	
	Access category 1
	Access id 15
	xxx

	
	…
	…
	…

	
	Access category 63
	Access id 15
	xxx

	..
	…
	…
	…

	PLMN id 6
	…
	…
	…

	
	Access category 63
	Access id 15
	xxx



Note: the ACB parameters details for Access id 0, 1-15 are discussed in 3.1-question 1.
Please provide your view on 3.1-confirmation 1, whether 3.1-confirmation 1 can be confirmed?
	Company's name
	Yes or no?
	Remark

	Intel
	Yes
	Align with SA1/CT1 approved CRs.

	Ericsson
	No
	We think it is sufficient with a single set of “ACB parameters” (i.e. barring factor, barring time) per access category, and that barring override for Access Identities are controlled with a Boolean, for each access category. There are also opportunities to further compress the information. For examples, please see R2-1800320.

	CATT
	yes
	And if the access control is allowed for one access category one PLMN, ACB parameters could be absent.

	OPPO
	Neutral
	Indeed size of ACB parameters may be considerable and thus we should discuss how to compress.  But we wonder if this is related to ASN.1 and thus can be discussed later during ASN.1 stage for standalone.

	China Telecom
	Yes
	

	ZTE
	No
	How to structure UAC parameters must take into consideration RMSI's capacity constraints.

Admission control function in NR is to achieve access control through access criteria. According to the current progress of SA1, the combination of different Access Identity and Access categories corresponds to the different access criteria. At present, Access Identity is defined as 16 types, while  Access categories are defined in 64. Therefore, 1024 kinds of access criteria can be reached. For each access criteria, the gNB will configure corresponding admission control parameters. These parameters can be barring factor and barring time, or use barring bitmap). In the LTE phase, there are 16 prohibition factors, and at least 4 bits need to be configured. The prohibition time is 8, and at least 3 bits are required to be configured. Therefore, the control criteria, including the admission control criteria, require up to 7168 bits. In addition, according to the progress of discussion, the control parameters of different terminals' RRC states (such as connection state, idle state and inactive state) can be different. If each state configuring different admission control parameters, it needs up to 21504 bits of information. NR also supports multiple operators (network sharing) sharing the scene because each operator can configure different strategies according to the admission control criteria and admission control criteria, and the number of possible operators share support for 16, so most require 344064 bits of information in RMSI to configure the admission control. RMSI uses valuable public control resources, and it is clear that RMSI does not have enough space to support such a large admission control parameter. 

We should consider the following in designing the UAS parameters:
1: Does the structure of UAC apply to RMSI or OSI or RRC dedicated message?
2: is it possible that different part of Access control parameter configured in different place? For example, the most important part  (or common part same as in ACDC) of UAC parameter configured in RMSI and different part can be configured in OSI or in RRC dedicated message.
3:is it possible to enable gNB to indicate UE to read UAC parameter from multiple places ? For example, gNB indicates UE that UAC parameters in this cell are configured in RMSI and one of the On-demand OSI. 
A few more details are in R2-1800459

	LG
	
	One flag can be signaled for each Access Identity, like Access Class in LTE.  
Barring parameter(s) can be signaled for each Access Category, like ACDC in LTE.

	Xiaomi
	Yes
	It is in line with SA1/CT1 CRs.

	Sony
	Yes
	We agree with the Table above and how to capture it considering the size constraint can be discussed further.

	Huawei/HiSilicon
	Yes
	But signaling design should be optimized to reduce the signaling size. For example, for 2-Question 3, Tbarring is per access category and is included in the ACB parameter. The content of Table 1 may be reorganized during stage 3

	Qualcomm
	
	Barring parameters per AC is necessary. For Access Identity, a Boolean bitmap is sufficient. The need for per PLMN can be confirmed with SA1/CT1. Further optimization for signaling size reduction may be necessary depending on RMSI size so this should be coordinated with the discussion on RMSI contents.

	CMCC
	
	Above table is align with SA1/CT1 agreed CRs. But the size is so large. It’s better to have a compressed design in order to save the valuable public control resources. 

	Nokia, Nokia Shanghai Bell
	No
	To mitigate broadcast impacts, RAN2 should not aim at designing signaling to cover all possible combinations in the table explicitly by broadcast bits. 
One possible approach is to address reserved Access Categories range by ASN.1 extension mechanisms. Also Access Identity that corresponds to UE configuration that does not have to be provided by broadcast. E.g. it can be handled by UE procedural text 

	
	
	



15 companies provided their view.
1 The network should broadcast ACB parameters per access identity/access category/PLMN as shown in table 1: 7
1 with necessary signalling optimization: 2
2 No: 4
Most companies confirmed that the structure listed in table 1 align with SA1/CT1 agreed CR. But quite some companies would like to consider how to optimize the signalling structure in order to reduce signalling overhead. 
Proposal 13: ACB parameters are set per access identity/access category/PLMN. FFS on how to reduce the signalling overhead;


Regarding max PLMN for RAN sharing, we do not see the difference from LTE, therefore 6 should be sufficient. 

3.1-Confirmation 2: The max PLMN for RAN sharing is 6; the range of access identities is 0-15, and the range of access category is 0-63.
Note: the signalling structure, e.g. how to reduce the signalling overhead should be discussed based on contribution.
Please provide your view on 3.1-confirmation 2, whether 3.1-confirmation 2 can be confirmed?
	Company's name
	Yes or no?
	Remark

	Intel
	Yes
	For access identities and access categories, align with SA1/CT1 CRs, i.e. 0-15 for access identities and 0-63 for access categories. 
For max PLMN, 6 should be ok. 

	Ericsson
	No
	We think the max PLMN for RAN sharing should be increased to at least 16. But in any case, we think this topic is out of scope for this e-mail discussion, and the access control design should follow any agreement in RAN2 on the max PLMN for RAN sharing. 

For range of access identities and access categories we confirm the maximum range, even if we observe that some values are for future use.

	CATT
	yes
	

	OPPO
	Neutral
	Should be decided according to SA1 requirement?

	China Telecom
	Yes
	

	ZTE
	Maybe
	Regarding max PLMN for RAN sharing for LTE, it is possible in Rel-15 to have at most 16 PLMN in network sharing scenario.
More detail of ZTE’s view can be found in 3.1-question 1.

	LG
	Probably
	However, the range of AI value could be reconsidered, because some AI values seem not used in this release.

	Xiaomi
	Yes
	

	Sony
	No
	Agree with Ericsson view that max PLMN should be increased to 16

	Huawei/HiSilicon
	Yes
	However, supported number of PLMN in 5G may need more discussion

	Qualcomm
	
	AC and identity sizes were already decided by SA1. PLMN size is also out of scope for RAN2.

	CMCC
	No
	We support Ericsson and Sony that max PLMN should be increased to 16 for future use.

	Nokia, Nokia Shanghai Bell
	No
	Range of unused Access Categories and Access Identities should be limited



15 companies provided their view.
Max PLMN: 8 companies would like to have more discussions.
AI 0-15, AC 0-63: 8
 
Proposal 14: Accordingly to SA1 requirement, Value range of AI is 0-15, value range of AC is 0-63. FFS on PLMN size;

Regarding ACB parameters, in LTE, bitmap is used for AC-11-15 (corresponding to access identities 1-15 in 5G) as ac-BarringForSpecialAC, and factor is used for normal UE (corresponding to as access identity 0 in 5G) as ac-BarringFactor. 
3.1-Question 1: Whether reuse LTE mechanism for NR? i.e. bitmap is used for access identities 1-15 in 5G as ac-BarringForSpecialAC, and factor is used for normal UE (access identity 0 in 5G) as ac-BarringFactor.
Please provide your view on 3.1-question 1. 
	Company's name
	Yes or no?
	Remark

	Intel
	Yes
	We do not see the motivation to have different mechanisms than LTE. We prefer to resume LTE mechanism, i.e. bitmap is used for access identities 1-15, and factor is used for normal UE, i.e. access identity 0 UE.

	Ericsson
	Yes
	Our current understanding is that the same principle as in LTE is used.

	CATT
	No
	If bitmap is used, 15 bits are needed for per access category per PLMN. The overhead is large. We prefer that if access control is not barred for one access identity, the related parameter for access control will be absent in order to reduce signaling.

	OPPO
	Yes
	We prefer to reuse LTE mechanism.

	China Telecom
	Yes
	

	ZTE
	Yes
	1:The barring configuration corresponding to Access Identity 1, 2 and 11-15 has BITMAP format for all the standard access categories.
2: The barring configuration corresponding to Access Category 1 and 2 has BITMAP format for all the Access Identities.
3:The barring configuration corresponding to Access Category 3, 4, 5, 6 and 7 consists of barring factor and barring time for Access Identity 0.


	LG
	
	Same as in LTE. One flag for each AI.

	Xiaomi
	Yes
	

	Sony
	Yes
	

	Vencore Labs
	Yes
	Use the bitmap but the bits reference to Access Identities instead of Access Classes.
It is noted that the Access Identities 11-15 are tied to the legacy Access Classes 11-15, but the new Access Identities specified by SA1 are not yet specifically mapped to the USIM.

	Huawei/HiSilicon
	Yes
	Similar as LTE

	Qualcomm
	Yes
	

	CMCC
	Yes
	Reuse LTE mechanism.




14 companies provided their view.
Reuse LTE mechanism for NR: 13
Proposal 15: reuse LTE mechanism for NR, i.e. bitmap is used for access identities 1-15 in 5G as ac-BarringForSpecialAC, and factor is used for normal UE (access identity 0 in 5G) as ac-BarringFactor;


In addition, ACB parameters are broadcasted in SIB2, which is similar to RMSI defined in NR. 
3.1-Question 2: Whether reuse LTE mechanism for NR? i.e. ACB parameters are broadcasted in RMSI?
Please provide your view on 3.1-question 2. 
	Company's name
	Yes or no?
	Remark

	Intel
	Yes
	The UE needs to know the information before access the network. Therefore the ACB parameters should be obtained whenever the UE camps on the cell, i.e. should be broadcasted in RMSI.

	Ericsson
	Yes
	The default to use would be SIB1, but decision is out of scope for this e-mail discussion, and it may also depend on the size of the information.

	CATT
	Yes
	

	OPPO
	Yes
	

	China Telecom
	Yes
	

	ZTE
	Needs further discussion
	 Is it possible that different part of Access control parameter configured in different place? For example, the most important part  (or common part same as in ACDC) of UAC parameter configured in RMSI and different part can be configured in OSI or in RRC dedicated message.
More detail reason and questions can be found in 3.1-question 1.

	LG
	
	It may depend on whether SIB2 is considered as RMSI.

	Xiaomi
	Yes
	

	Sony
	Yes
	

	Huawei/HiSilicon
	Yes
	ACB parameters for IDLE/INACTIVE is related to initial access, should be in RMSI

	Qualcomm
	Yes
	Since it was already agreed that RMSI is sufficient for the UE to move to Connected, UAC parameters should be in RMSI.

	CMCC
	Yes
	

	Samsung
	Yes
	



14 companies provided their view.
RMSI: 11
Proposal 16: reuse LTE mechanism for NR, i.e. ACB parameters are broadcasted in RMSI;   Can be revised if serious problem is identified in SI discussion

In [2], SA1 answered RAN2 question on SMS
RAN2 Question 2: RAN2 would like to clarify whether both SMS and SMS over IP use same category 7.  RAN2 would also like to check with SA1 whether different access barring behaviour needs to be supported for SMS and SMS over IP.

SA1 Response: SA1 do not see a need to have different barring for SMS and SMS over IP.

In LTE, for ACB we did not distinguish SMS and SMS over IP. We should reuse LTE mechanism, i.e. do not distinguish SMS and SMS over IP since there is no requirement from SA1.
3.1-Confirmation 3: do not distinguish SMS and SMS over IP.
Please provide your view on 3.1-confirmation 3, whether 3.1-confirmation 3 can be confirmed?
	Company's name
	Yes or no?
	Remark

	Intel
	Yes
	Align with SA1’s feedback.

	Ericsson
	Yes
	SA1’s answer is clear and we don’t see a need to distinguish.

	CATT
	yes
	

	OPPO
	Yes
	

	China Telecom
	Yes
	

	ZTE
	yes
	

	LG
	Yes
	We do not need to distinguish SMS and SMS over IP.

	Xiaomi
	Yes
	SA1’s answer had made it very clear.

	Sony
	Yes
	

	Vencore Labs
	Yes
	Need to determine where SIP Messaging is handled. 

	Huawei/HiSilicon
	Yes
	

	Qualcomm
	Yes
	Not a RAN2 decision

	Samsung
	Yes
	

	Nokia, Nokia Shanghai Bell
	Yes
	We see no motivation to override SA1 requirements (i.e. no need to distinguish SMS and SMS over IP in NR)



16 companies provided their view. All companies agreed that there is no requirement to distinguish SMS and SMS over IP in ACB mechanism.
Proposal 17: confirm there is no requirement to distinguish SMS and SMS over IP in ACB mechanism;

Support of slicing
According to SA1 CR: 
The 5G system shall support means by which the operator can define operator-defined Access Categories to be mutually exclusive.
NOTE 2:	Examples of criterion of operator-defined Access Categories are network slicing, application, and application server.
Based on above description, slicing information could be taken into account when an operator defined their own access categories. But to our understanding, it should be done in upper layer, and without AS layer impact since from AS layer, AS should only be aware of access identities and access categories when performing access control. 
3.2-Confirmation 1: No RAN2 impact is foreseen even if slicing is taken into account in the definition of operator defined access category.
Please provide your view on 3.2-confirmation 1, whether 3.2-confirmation 1 can be confirmed?
	Company's name
	Yes or no?
	Remark

	Intel
	Yes
	From RAN2 perspective, do not see the impact based on SA1 requirement.

	Ericsson
	Yes
	In the agreed CT1 CR on Unified Access Control solution, S-NSSAI is defined as one of the criterias for determining operator-defined access categories.

	CATT
	yes
	

	OPPO
	Not sure
	We are not sure the meaning of considering slice for access category.  Does this mean to have UEs in one slice to be mapped to common access categories? Then, how to differentiate the UEs within one slice?  We suppose within the slice and regardless which slice UE registers, there can still be multiple access categories.
Moreover, we are not sure that ACB parameters for different slices are all the same.

	China Telecom
	Maybe
	Actually, if slicing information, e.g. S-NSSAI, is broadcast in system information, AS may need to provide these information to NAS.

	ZTE
	Yes
	Share the same view with Ericsson

	LG
	
	We think that slicing is considered in the definition of operator defined access category. However, we are not 100% sure if there is no RAN2 impact.

	Xiaomi
	Yes
	

	Sony
	Yes
	

	Huawei/HiSilicon
	Yes
	Most likely there would not need to be any impact to RAN2

	Qualcomm
	Yes
	

	CMCC
	Yes
	Network slicing, application, and application server can be defined as operator-defined access category. So network slicing seems has no direct impact on AS layer UAC.

	Samsung
	Yes
	With operator-specific category

	Nokia, Nokia Shanghai Bell
	TBD
	SA1 requirements foresee Operator-specific Access Categories for slicing. The placeholder for barring configuration for any operator-specific access category would be the most likely RAN2 impact that will be implemented in Rel-15.



16 companies provided their view. 
No impact to RAN2:11
Proposal 18: No RAN2 impact is foreseen in case slicing is taken into account in the definition of operator defined access category;

Support of roaming
According to SA1 requirement:
The unified access control framework shall be applicable to inbound roamers to a PLMN.
The serving PLMN should be able to provide the definition of operator-defined Access Categories to the UE.
Roaming should be supported for UAC. But how to get the information should be defined in CT1. There is no direct impact to AS layer. 
And as agreed in CT1, they have solved this problem 
Upon receiving a NAS signalling message with operator-defined access category definitions, the UE shall store the operator-defined access category definitions for the registered PLMN.
3.3-Confirmation 1: No RAN2 impact is foreseen to support roaming UE. 
Please provide your view on 3.3-confirmation 1, whether 3.3-confirmation 1 can be confirmed?
	Company's name
	Yes or no?
	Remark

	Intel
	Yes
	From RAN2 perspective, do not see the impact based on SA1 requirement.

	Ericsson
	Yes
	

	CATT
	yes
	

	OPPO
	Yes
	

	China Telecom
	Yes
	

	zte
	yes
	

	LG
	Yes
	We assume that access control will work per PLMN.

	Xiaomi
	Yes
	

	Sony
	Yes
	

	Huawei/HiSilicon
	Yes
	

	Qualcomm
	Yes
	

	Samsung
	
	A clarification is needed:
In S1-174619, SA1 stated the access identity 1, access identity 2 and access category 1 related to PLMN types, e.g.

The barring parameter for Access Category 1 is accompanied with information that define whether Access Category applies to UEs within one of the following categories:
a) UEs that are configured for delay tolerant service;
b) UEs that are configured for delay tolerant service and are neither in their HPLMN nor in a PLMN that is equivalent to it;
c) UEs that are configured for delay tolerant service and are neither in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list on the SIM/USIM, nor in their HPLMN nor in a PLMN that is equivalent to their HPLMN.

If the barring configuration includes the category info, it means RAN2 impact? E.g. in LTE, EAB config includes one of cat a, b and c.
[Rap] good point, the question is mainly how to get information. 

	Nokia, Nokia Shanghai Bell
	Yes
	



15 companies provided their view. 
No impact to RAN2:14
Proposal 19: No RAN2 impact is foreseen to support roaming UE except cat a, b and c for access category 1;

NAS/AS modelling on access control
As mentioned in CT1 CR [3], 
12.2.2.w.1	Access control and checking in 5GMM-IDLE mode
When the UE is in 5GMM-IDLE mode, upon receiving a request from the upper layers for an access attempt, the NAS shall categorize the access attempt into access identities and an access category following subclause 12.2.2.2, table 12.2.2.2.1 and table 12.2.2.2.2, and subclause 12.2.2.v, and provide the applicable access identities and the access category to the lower layers for the purpose of access control checking.
NOTE:	The access barring check is performed by the lower layers.
Editor's note:	Whether one or more applicable access identities also need to be provided to the lower layers based on other triggers is FFS.
12.2.2.w.2	Access control and checking in 5GMM-CONNECTED mode and in 5GMM-CONNECTED mode with RRC inactive indication
When the UE is in 5GMM-CONNECTED mode or 5GMM-CONNECTED mode with RRC inactive indication, upon detecting one of events 1) through 5) listed in subclause 12.2.2.1, the NAS shall categorize the corresponding access attempt into access identities and an access category following subclause 12.2.2.2, table 12.2.2.2.1 and table 12.2.2.2.2, and subclause 12.2.2.v, and provide the access identities and the access category to the lower layers for the purpose of access control checking.
Editor's note:	Whether one or more applicable access identities also need to be provided to the lower layers based on other triggers is FFS.
If the lower layers indicate that the access attempt is allowed, the NAS shall initiate the procedure to send the initial NAS message for the access attempt.
If the lower layers indicate that the access attempt is barred, the NAS shall not initiate the procedure to send the initial NAS message for the access attempt.
From CT1 perspective, for connected mode/inactive and IDLE, the modelling for access control is:
· NAS is responsible for the determination of access identities and access categories, and provides one or more access identities and one access category to lower layers for the given access attempt;
· AS is responsible for access barring check and indicate whether the access attempt is barred or not to NAS layer;
· It is NAS layer to perform how to stop/ allow service transmission based on the ACB checking result from AS;
3.4-Confirmation 1 (unrelated to AS triggered event): 
For connected mode/inactive and IDLE, the modelling for access control is:
· NAS is responsible for the determination of access identities and access categories, and provides one or more access identities and one access category to lower layers for the given access attempt;
· AS is responsible for access barring check and indicate whether the access attempt is barred or not to NAS layer;
· It is NAS layer to perform how to stop/allow service transmission based on ACB checking result from AS layer;

Please provide your view on 3.4-confirmation 1, whether 3.4-confirmation 1 can be confirmed?
	Company's name
	Yes or no?
	Remark

	Intel
	Yes
	CT1 approach is similar to LTE mechanism. We agree the scope of AS layer, i.e. handle access barring check, maintain timers and indicate whether the access attempt is barred or not.

	Ericsson
	Yes
	

	CATT
	
	It is depended on conclusions on other topics, e.g. question  6.

	OPPO
	
	Seems related to previous questions.

	China Telecom
	Yes
	

	zte
	yes
	

	LG
	
	NAS does not need to provide access identity to AS for each access attempt, because access identity is not dynamic information.

	Xiaomi
	Yes
	

	Sony
	Yes
	

	Vencore Labs
	Yes
	

	Huawei/HiSilicon
	Yes
	

	Qualcomm
	Yes
	

	CMCC
	Yes
	

	Samsung
	Yes
	

	Nokia,Nokia Shanghai Bell
	Yes
	Assuming this model is unrelated to AS triggered event


17 companies provided their view. 
Yes: 14
Proposal 20: confirm AS/NAS modelling (except AS triggered event):
For connected mode/inactive and IDLE, the modelling for access control is:
· NAS is responsible for the determination of access identities and access categories, and provides one or more access identities and one access category to lower layers for the given access attempt;
· AS is responsible for access barring check and indicate whether the access attempt is barred or not to NAS layer;
· It is NAS layer to perform how to stop/allow service transmission based on ACB checking result from AS layer;


In [5], CT1 asked question to RAN2:
Question 9: Will the NR RRC layer provide the part of the barring control information related to determination of access category 1 and access category 2 (as indicated in NOTE 2 and NOTE 3 of Table 6.22.2-1 of TS 22.261) to the layers(s) in charge of access category decision?

However looks like the situation is different now based on SA1/CT1 agreed CRs. There are access identities and access category. As mentioned in CT1 CR [3]:
The set of the access identities applicable for the request is determined by the UE in the following way:
-	for each of the access identities 1, 2, 11, 12, 13, 14 and 15 in table 12.2.2.2.1, the UE shall check whether the access identity is applicable in the selected PLMN, if a new PLMN is selected, or otherwise if it is applicable in the RPLMN or equivalent PLMN; and
-	if none of the above access identities is applicable, then access identity 0 is applicable.
In order to determine the access category applicable for the access attempt, the NAS shall check the rules in table 12.2.2.2.2, and use the access category for which there is a match for barring check. If the access attempt matches more than one rule, the access category of the lowest rule number shall be selected.

Looks like for delay tolerant service, the NAS still needs to get the information from AS.
	4
	Access attempt for delay tolerant service
	UE is configured for delay tolerant service, the PLMN is broadcasting one of the categories a, b or c, and the UE is a member of the broadcasted category in the selected PLMN or RPLMN/equivalent PLMN (NOTE 3)
	1 (= delay tolerant)



The question is in case the NAS needs assistance information from AS to determine the access category for the given access attempt, whether AS will provide necessary broadcasted access barring control information to NAS layer or we leave it to UE implementation.
3.4-question 1: 
In case the NAS needs assistance information from AS to determine the access category for the given access attempt, which option should be adopt:
Option 1: AS provides necessary broadcasted access barring control information to NAS layer or 
Option 2: we leave it to UE implementation.

Please provide your view on 3.4-question 1.
	Company's name
	Option 1 or 2?
	Remark

	Intel
	Option2
	It can be handled by UE implementation.

	Ericsson
	Option 1
	How the UE uses the assistance information needs to be documented in a NAS specification. As the system information broadcast of this information is in the  RRC layer, we also need to document that the assistance information is provided from AS layer to NAS layer. We can leave implementation specific whether (a) NAS pulls the info from AS when NAS needs it or (b) AS pushes the info to NAS when received.

	CATT
	
	No strong view

	OPPO
	
	No strong view

	China Telecom
	Option 1
	Agree with Ericsson. Need to specify the procedure.

	zte
	Option 1
	Although it is a modelling issue in the end, it would be good to document the NAS AS interaction for this purpose. The impact may be more on the CT1 specs rather than RAN specs though. 

	Xiaomi
	Option 1
	Agree with Ericsson.

	Sony
	Option 2
	

	Huawei, HiSilicon
	Option 2
	Can be left to UE implementation 

	Qualcomm
	Option 2
	We don’t need to define a procedure for this. Something along the lines of “… provide PLMN information if requested by upper layers” in SI acquisition is also fine.

	Samsung
	Option 2
	

	Nokia, Nokia Shanghai Bell
	Option 2 or TBD
	We think RRC layer information provision to NAS redundancy-wise should be avoided. 



14 companies provided their view. 
Option 1: 4
Option 2: 8
Proposal 21: Leave it to UE implementation on how the NAS gets the information from AS in case the NAS needs assistance information from AS to determine the access category for the given access attempt;


Since for one access attempt, multiple access identities may be provided. The question is whether the access attempt is allowed if one of them pass the ACB check. In LTE, the access attempt is allowed if the UE has passed ACB checking based on ACB parameters for at least one AC.

3.4-confirmation 2: 
Reuse LTE approach, the access attempt is allowed if the UE has passed ACB checking based on ACB parameters for at least one access identity provided by NAS.

Please provide your view on 3.4-confirmation 2, whether 3.4-confirmation 2 can be confirmed?
	Company's name
	Yes or no?
	Remark

	Intel
	Yes
	We confirm that the access attempt is allowed if the UE has passed ACB checking for at least one access identity provided by NAS.

	Ericsson
	Yes
	We don’t understand the question, please clarify.
[Rap] based on the clarification, Ericsson agree the confirmation.

	CATT
	yes
	

	OPPO
	Yes
	

	China Telecom
	Yes
	

	ZTE
	Yes
	In general, yes, however the question is whether the UE can send data for other categories within this access attempt?

	LG
	Yes
	As in LTE.

	Xiaomi
	Yes
	

	Sony
	Yes
	

	Vencore Labs
	Yes
	Clearer if remove “Reuse LTE approach” which appears to reference the use of the AC 11-15 bitmap logic.

	Huawei/HiSilicon
	Yes
	

	Qualcomm
	Yes
	For multiple Access Identities, passing one should be sufficient for granting access.

	CMCC
	Yes
	

	Samsung
	Yes
	

	Nokia, Nokia Shanghai Bell
	TBD
	In LTE access barring check is made towards Access Class. In NR we have different model to adapt: Access Categories + Access Identities (that correspond to Access Classes 11-15). It is yet not decided Access Identity is provided by NAS. Thus, we think the point depends on progress on other aspects of the model.



17 companies provided their view. 
Yes: 15
Proposal 22: confirm to reuse LTE approach, the access attempt is allowed if the UE has passed ACB checking based on ACB parameters for at least one access identity provided by NAS for the given access attempt.




Any other issues?

Email discussion report
[bookmark: _Toc494187378]To be added.   Based on the email discussion, we have following proposals: 
Proposal 1:  for both NR/eLTE, the mapping between access categories/access identities and establishment cause value is needed;
Proposal 2:  NAS performs the mapping, and provide cause value to AS when NAS makes a request to AS for access; FFS on whether NAS also provides cause value for AS triggered events.
Proposal 3: support at least 8 cause values, maximum cause values depend on MSG3 size and operator requirement.
Proposal 3a: to discuss whether below LTE establishment cause values are reused for NR:
emergency, highPriorityAccess, mt-Access, mo-Signalling, mo-Data, delayTolerantAccess-v1020, mo-VoiceCall-v1280

Proposal 4: access identities 1,2, 11-15 (MPS, MCS and AC11-15) all use establishment cause value highPriorityAccess.
Proposal 5: The discussion on additional cause value can be discussed later once MSG 3 size is clear, and operator input is needed.
Proposal 6: confirm CT1 question 2, access identities and access category are sufficient, the call type is not needed for NG-RAN access.
Proposal 7: confirm CT1 question 3, reuse LTE mechanism for NR, i.e. Tbarring is per access category.
Proposal 8: reuse LTE mechanism, i.e. keep and run the barring timers in AS layer.
Proposal 9: confirm CT1 question 5, reuse LTE mechanism for NR, i.e. when barring is alleviated (for a specific access category), the indication of alleviation of access barring is indicated to the NAS on a per access category basis.
Proposal 10: AS triggered event, RNA update shall be controlled by ACB, on demand SI request shall not be controlled by ACB.
Proposal 11: answer CT1 question 6, AS need to retrieve the access identities from NAS layer for AS triggered event.
Proposal 12: To discuss for AS triggered event, whether AS determines access category or not. 
Proposal 13: ACB parameters are set per access identity/access category/PLMN. FFS on how to reduce the signalling overhead;
Proposal 14: Accordingly to SA1 requirement, Value range of AI is 0-15, value range of AC is 0-63. FFS on PLMN size;
Proposal 15: reuse LTE mechanism for NR, i.e. bitmap is used for access identities 1-15 in 5G as ac-BarringForSpecialAC, and factor is used for normal UE (access identity 0 in 5G) as ac-BarringFactor;
[bookmark: _GoBack]Proposal 16: reuse LTE mechanism for NR, i.e. ACB parameters are broadcasted in RMSI;  Can be revised if serious problem is identified in SI discussion.
Proposal 17: confirm there is no requirement to distinguish SMS and SMS over IP in ACB mechanism;
Proposal 18: No RAN2 impact is foreseen in case slicing is taken into account in the definition of operator defined access category;
Proposal 19: No RAN2 impact is foreseen to support roaming UE except cat a, b and c for access category 1;
Proposal 20: confirm AS/NAS modelling (except AS triggered event):
For connected mode/inactive and IDLE, the modelling for access control is:
· NAS is responsible for the determination of access identities and access categories, and provides one or more access identities and one access category to lower layers for the given access attempt;
· AS is responsible for access barring check and indicate whether the access attempt is barred or not to NAS layer;
· It is NAS layer to perform how to stop/allow service transmission based on ACB checking result from AS layer;
Proposal 21: Leave it to UE implementation on how the NAS gets the information from AS in case the NAS needs assistance information from AS to determine the access category for the given access attempt;
Proposal 22: confirm to reuse LTE approach, the access attempt is allowed if the UE has passed ACB checking based on ACB parameters for at least one access identity provided by NAS for the given access attempt.

[bookmark: _Ref483233501]
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