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Introduction
During RAN2#97bis it was agree that:
Agreement
1	Aim to limit the number of RRC messages i.e. avoid introducing several messages with similar content/ similar procedural handling (details can be discusses when more progress has been made on the individual procedures)

As an outcome of this agreement there has been several contributions [1-12] submitted with different proposals for RRC message and procedure harmonization. This contribution analysis the different cases for harmonization and makes some proposals. 
Why RRC message harmonization?
The agreement from RAN2#97bis aims at limiting the number of RRC messages and procedure handling for the case of messages with similar content and procedures with identical UE behavior. The potential benefit of this is less duplicated functionality simplifying implementation and testing, and cleaner specs which are easier to maintain. There is however to our understanding no coding gain to be expected since using separate messages should not be less efficient (e.g. the “message type” field also does not add any significant overhead to RRC messages).
Additionally, there is also some risks associated with message harmonization e.g. in case the procedure or content of the messages later diverge into different directions. In the worst case, this could lead to more complex and less clean spec (e.g. with a lot of “ifs” and exceptions).

[bookmark: _Toc492995200][bookmark: _Toc494183272][bookmark: _Toc494286595][bookmark: _Toc498328203][bookmark: _Toc498506548][bookmark: _Toc498629281][bookmark: _Toc502932274][bookmark: _Toc503456778][bookmark: _Toc506410382]The potential benefit of harmonization of RRC messages and procedure handling could be cleaner specs with less duplication.
[bookmark: _Toc492995201][bookmark: _Toc494183273][bookmark: _Toc494286596][bookmark: _Toc498328204][bookmark: _Toc498506549][bookmark: _Toc498629282][bookmark: _Toc502932275][bookmark: _Toc503456779][bookmark: _Toc506410383]There is no message coding gain to be achieved with RRC messages harmonization.
[bookmark: _Toc492995202][bookmark: _Toc494183274][bookmark: _Toc494286597][bookmark: _Toc498328205][bookmark: _Toc498506550][bookmark: _Toc498629283][bookmark: _Toc502932276][bookmark: _Toc503456780][bookmark: _Toc506410384]In the worst case, harmonization can lead to less clean and more complex specs.
When to do and when to not do RRC messages harmonization?
In our view, the main candidate for RRC messages harmonization would be for messages with the same purpose and/or which mandates the UE to perform the same action(s)/behavior upon the reception of that message. Example of such messages in LTE include initial RRC configuration, and re-configuration either within the cell or at handover. In LTE, all these cases use the same RRC message RRCConnectionReconfiguration although the procedure text is different in case mobility control info is included.
The benefit here of having a single message is that for most cases all the parameter configured with this message can be configured for all scenarios and there is no need to maintain multiple similar messages. There is however exception to these rules as for example that special handling when the RRCConnectionReconfiguration message includes mobilityControlInfo but overall the it is still probably worth to have a single message.
Section 4 is discussing additional candidates for such harmonization. 
[bookmark: _Toc492995203][bookmark: _Toc494183275][bookmark: _Toc494286598][bookmark: _Toc498328206][bookmark: _Toc498506551][bookmark: _Toc498629284][bookmark: _Toc502932277][bookmark: _Toc503456781][bookmark: _Toc506410385]Main candidate for RRC message harmonization should be messages and procedure with the same purpose and the same UE behavior since these procedures are the most likely to benefit from harmonization.

In addition to messages which puts the UE in same state, it could be considered to harmonize messages containing the same content but triggering different actions. Based on our analyses, shown in section 2, we have not seen so many clear candidates for this. The reason being that different content (e.g. identifiers) are anyway needed to mandate these different action(s). Trying to harmonize the identifiers introduces a lot of extra complexity and overhead, without any significant gain from the harmonization.
[bookmark: _Toc492995204][bookmark: _Toc494183276][bookmark: _Toc494286599][bookmark: _Toc498328207][bookmark: _Toc498506552][bookmark: _Toc498629285][bookmark: _Toc502932278][bookmark: _Toc503456782][bookmark: _Toc506410386]Harmonizing messages with similar content but different purposes could be considered, however not at the price of increased complexity and overhead.

Candidates for harmonization as discussed in contributions from earlier meetings
Based on the discussion and observations in the previous section, this section contains an analysis of different harmonization proposals.
Network to UE messages
Harmonizing RRCConnectionResume and RRCConnectionReconfiguration message
These two messages have somewhat similar content and at the reception of these messages the UE is in the same state, i.e., RRC connected with security up and DRBs up and running. Hence, they could be considered for harmonization. Currently, the specification of what the UE does when receiving these messages differs quite a lot. The triggering of the messages is also different e.g. the reconfiguration message is triggered by network, while the resume message is triggered by receiving a resume request from the UE. Nevertheless, it might still be possible to harmonize these messages especially given the agreements that the Resume message (MSG4) should preferably be encrypted in NR meaning that it should be possible to configure the UE with same information as the RRC reconfiguration message. 
[bookmark: _Toc492995208][bookmark: _Toc492995230][bookmark: _Toc493838344][bookmark: _Toc494183280][bookmark: _Toc494286603][bookmark: _Toc498506556][bookmark: _Toc498617399][bookmark: _Toc498629289][bookmark: _Toc502932282][bookmark: _Toc503456786][bookmark: _Toc506410371]Harmonization of RRCConnectionResume and RRCConnectionReconfiguration message COULD be considered assuming both are sent encrypted, since the message have similar purpose and would benefit from joint specification. More effort is needed to consider the stage 3 specification details and handling of different triggering conditions.

Harmonization of RRCConnectionReconfiguration and/or RRCConnectionSetup and/or SecurityModeCommand
In LTE, these messages are separated. A background for this is the following.
RRCConnectionSetup is used prior to UE context (incl. capabilities) being available in the RAN. This message can only setup SRB1, which makes it quite different from the RRCConnectionReconfiguration which can setup all DRBs, etc. Although it would be theoretically possible to harmonize these two messages, there would be a lot of conditional parameters, which would most likely make the standard more complex than if separate messages are continued to be used. There would also not be any signalling savings since the network would anyway need to send a new RRCConnectionReconfiguration message when the UE context becomes available in the RAN.
[bookmark: _Toc492995209][bookmark: _Toc492995231][bookmark: _Toc493838345][bookmark: _Toc494183281][bookmark: _Toc494286604][bookmark: _Toc498506557][bookmark: _Toc498617400][bookmark: _Toc498629290][bookmark: _Toc502932283][bookmark: _Toc503456787][bookmark: _Toc506410372]Harmonization of RRCConnectionSetup and RRCConnectionReconfiguration message SHOULD NOT be considered since it would lead to more complex specs and there is no signaling saving to be achieved.
The SecurityModeCommand is also a separate message. The reason for this is that it is sent before encryption is activated. The RRCConnectionReconfiguration message on the other hand should preferably be encrypted as in LTE. Using separate messages is an efficient way of supporting these different security requirements and does not add any significant complexity or latency since the messages can be sent directly after each other in the same TTI. The alternative of using a harmonized message which is partially encrypted seems more complex. The SecurityModeCommand message is also quite small so there is no benefit of using the RRCConnectionReconfiguration message with a lot of conditions.
[bookmark: _Toc492995210][bookmark: _Toc492995232][bookmark: _Toc493838346][bookmark: _Toc494183282][bookmark: _Toc494286605][bookmark: _Toc498506558][bookmark: _Toc498617401][bookmark: _Toc498629291][bookmark: _Toc502932284][bookmark: _Toc503456788][bookmark: _Toc506410373]Harmonization of SecurityModeCommand and RRCConnectionReconfiguration message SHOULD NOT be considered since the RRCConnectionReconfiguration message should be sent encrypted and there is no benefit of using the complex RRCConnectionReconfiguration message for SecurityModeCommand which is a very small message.
In addition, we do not see any benefit of harmonizing RRCConnectionSetup and SecurityModeCommand setup since they have very different purposes.
[bookmark: _Toc492995211][bookmark: _Toc492995233][bookmark: _Toc493838347][bookmark: _Toc494183283][bookmark: _Toc494286606][bookmark: _Toc498506559][bookmark: _Toc498617402][bookmark: _Toc498629292][bookmark: _Toc502932285][bookmark: _Toc503456789][bookmark: _Toc506410374]Harmonization of SecurityModeCommand and RRCConnectionSetup SHOULD NOT be considered.
Harmonizing RRCConnectionRelease, “RRC suspend” and “RRC RNA update accept”
Given that the result of RRC suspend and “RRC RNA update accept” (assuming such a message exists) is the same i.e. that the UE is in RRC INACTIVE and the UE has been configured with INACTIVE parameters such as RNA and I-RNTI, it could make sense to harmonize these messages. Again, it needs to be considered that the triggering conditions are different. 
[bookmark: _Toc492995212][bookmark: _Toc492995234][bookmark: _Toc493838348][bookmark: _Toc494183284][bookmark: _Toc494286607][bookmark: _Toc498506560][bookmark: _Toc498617403][bookmark: _Toc498629293][bookmark: _Toc502932286][bookmark: _Toc503456790][bookmark: _Toc506410375]Harmonization of RRC Suspend message (ordering UE to RRC_INACTIVE) and the message answering a RNA update COULD be considered since the message have similar purpose and would benefit from joint specification. More effort is needed to consider the stage 3 specification details and handling of different triggering conditions.

Furthermore, it is expected that the RRC_IDLE and RRC_INACTIVE state, although different states, may also share a lot of similar properties it could be considered to harmonize the messages ordering the UE to these states. Given though that these are different states some differences in the content of the message will probably be the case. 
[bookmark: _Toc492995213][bookmark: _Toc492995235][bookmark: _Toc493838349][bookmark: _Toc494183285][bookmark: _Toc494286608][bookmark: _Toc498506561][bookmark: _Toc498617404][bookmark: _Toc498629294][bookmark: _Toc502932287][bookmark: _Toc503456791][bookmark: _Toc506410376]Harmonization of “RRC Suspend” message (ordering UE to RRC_INACTIVE) and the RRCConnectionRelease message (ordering UE to RRC_IDLE) COULD be considered, although some conditional element will most likely be needed. 
Harmonization RRCConnectionReestablishment with RRCConnectionSetup and/or RRCConnectionReconfiguration and/or RRCConnectionResume
[bookmark: _Toc492995214]Currently, the RRCConnectionReestablishment message differs from RRCConnectionSetup in that the RRCConnectionReestablishment message sets up security parameters. It differs from RRCConnectionReconfiguration and RRCConnectionResume in that the RRCConnectionReestablishment message does not setup DRB etc. In the LTE solution, this message also need to be sent unencrypted since it contains security information. For this reason, it should preferably not be harmonized with the RRCConnectionReconfiguration and RRCConnectionResume.
[bookmark: _Toc492995215][bookmark: _Toc492995236][bookmark: _Toc493838350][bookmark: _Toc494183286][bookmark: _Toc494286609][bookmark: _Toc498506562][bookmark: _Toc498617405][bookmark: _Toc498629295][bookmark: _Toc502932288][bookmark: _Toc506410377][bookmark: _Toc503456792]Harmonization of RRCConnectionReestablishment with RRCConnectionSetup and/or RRCConnectionReconfiguration and/or RRCConnectionResume SHOULD NOT considered since the RRCConnectionReestablishment will most likely be sent unencrypted and should therefore not setup DRBs etc. 


UE to network messages
RRCConnectionResumeRequest and “RRC RNA update request”
As stated in earlier contributions we think these messages are candidate for harmonization. The reason for this is that the content is similar (e.g. RRC ResumeID, security info), and that there could be cases where there is data waiting for a UE in RRC_INACTIVE performing an RRC RNA update request, in this case it could be beneficial to immediately transition to a full resume. In order to be able to use the same message different cause values would be needed to separate the different cases. 
The harmonization of these messages was actually agreed in RAN2#98 but was left open in agreement from RAN2#99.
[bookmark: _Toc492995216][bookmark: _Toc492995237][bookmark: _Toc493838351][bookmark: _Toc494183287][bookmark: _Toc494286610][bookmark: _Toc498506563][bookmark: _Toc498617406][bookmark: _Toc498629296][bookmark: _Toc502932289][bookmark: _Toc506410378][bookmark: _Toc503456793]Harmonization of RRCConnectionResumeRequest and “RRC RNA update request” using different cause values SHOULD be considered due to similar message content and due to that UE may end up in the same state after the procedure. 
 
RRCConnectionResumeRequest and/or RRCConnectionRequest, and/or RRCConnectionReestablishmentRequest.
The harmonization of these messages is discussed in various contributions [1-12]. In our view, it should be easy to conclude that there is no purpose of merging the resume with the connection setup message since these messages have very different content (different identities, security / no security) and different purposes (setup all DRBs / security /etc. vs. just setting up SRB1). 
[bookmark: _Toc492995217][bookmark: _Toc492995238][bookmark: _Toc493838352][bookmark: _Toc494183288][bookmark: _Toc494286611][bookmark: _Toc498506564][bookmark: _Toc498617407][bookmark: _Toc498629297][bookmark: _Toc502932290][bookmark: _Toc503456794][bookmark: _Toc506410379]The RRCConnectionRequest message SHOULD NOT be harmonized with the RRCConnectionResumeRequest or RRCConnectionReestablishmentRequest message due to different content and purpose.
When it comes to the RRCConnectionReestablishmentRequest and RRCConnectionResumeRequest messages more detailed considerations are needed. Currently in LTE, these messages have clearly different content and purposes  as can be seen in the table below:

	
	Resume
	Re-establishment

	Network UE synchronization
	UE state is synchronized at suspend. Delta-configuration is assumed.
	UE and network state may be unsynchronized. Full configuration is required. 

	Purpose of the procedure
	Re-establish all DRBs, security, etc.
	Re-establish SRB1

	Content of message
	I-RNTI, short Resume MAC-I
	C-RNTI, old cell, short-MAC-I

	Usage
	Normal procedure (critical to optimize) that occur very often 
	Failure case that should be quite rare

	Encryption of MSG4
	RAN2 aims at encrypting this message
	Encrypting this message might not be so easy



In [1, 7] there is some proposals for harmonization of these messages, overall, we think these proposals bring in a lot of extra complexity without any tangible benefits. E.g.:
· In order to harmonize the procedure, the UE would need to be provided with a valid I-RNTI while in RRC_CONNECTED not only when transitioning to RRC_INACTIVE. This will lead to more overhead since the I-RNTI would need to be provided all the time to the UE e.g. at handover. Increasing the size of the handover message for the sake of being prepared for a failure could lead to even more handover failures, which seems quite odd. 
· In order to support encryption of MSG4 for re-establish the UE needs to be provided with information on how to derive the key to use in the target cell. This could mean that the network need to provide the UE with the NCC (or any equivalent parameter) to be used in case of failure. The problem with this is that the NCC could change e.g. after the Path Switch procedure, which could require extra UE signaling (and a new procedure to be specified, see signaling flow below), which defeats the purpose of harmonization which aims at reducing the number of procedures. 
· Reestablishment can be triggered upon radio link failure, which can happen at any time and be caused by different things. For this case, it is difficult to align the procedure with the resume procedure which is synchronized. The reason for this is that some many different error cases needs to be considered (including cases when the failure occurred in the middle of an ongoing RRC procedure, such as a procedure to provide the NCC to the UE). An example of this is that today Resume uses delta-configuration while the first RRC Connection Reconfiguration is always a full configuration. 



[bookmark: _Toc492995205][bookmark: _Toc494183277][bookmark: _Toc494286600][bookmark: _Toc498328208][bookmark: _Toc498506553][bookmark: _Toc498629286][bookmark: _Toc502932279][bookmark: _Toc503456783][bookmark: _Toc506410387]Using the same procedure for RRC Connection Resume and RRC Connection Re-establishment would increase the overhead for RRC_CONNECTED UEs and would require a new procedure to be specified to provide the NCC to the UE in connected.
[bookmark: _Toc492995206][bookmark: _Toc494183278][bookmark: _Toc494286601][bookmark: _Toc498328209][bookmark: _Toc498506554][bookmark: _Toc498629287][bookmark: _Toc502932280][bookmark: _Toc503456784][bookmark: _Toc506410388]For RRC Re-establishment the AS context (e.g. DRB configuration) may be unsynchronized between the UE and RAN
[bookmark: _Toc492995207][bookmark: _Toc494183279][bookmark: _Toc494286602][bookmark: _Toc498328210][bookmark: _Toc498506555][bookmark: _Toc498629288][bookmark: _Toc502932281][bookmark: _Toc503456785][bookmark: _Toc506410389]For RRC Resume it was agreed at the earlier meeting to cipher MSG4 if the UE context has been successfully retrieved and verified. Using ciphering in MSG4 requires that the UE and network context is fully synchronized (e.g. knows which NCC to use), which may not be the case for RRC Reestablishment which for instance can be triggered due to UE loosing crypto synch with network or happen before the RAN node has gotten a new NH key from the CN. 
[bookmark: _Toc492995218][bookmark: _Toc492995239][bookmark: _Toc493838353][bookmark: _Toc494183289][bookmark: _Toc494286612][bookmark: _Toc498506565][bookmark: _Toc498617408][bookmark: _Toc498629298][bookmark: _Toc502932291][bookmark: _Toc503456795][bookmark: _Toc506410380]The RRCConnectionReestablishmentRequest message SHOULD NOT be harmonized with the RRCConnectionResumeRequest due to different content and purpose leading to extra complexities and signalling overhead.
Complete messages e.g. RRCConnectionReconfigurationComplete, RRCConnectionReestablishmentComplete, RRCConnectionResumeComplete, RRCConnectionSetupComplete, SecurityModeComplete
With the logic that RRCConnectionResume and RRCConnectionReconfiguration can be harmonized it should also be possible to harmonize the corresponding complete messages. It could also be considered to harmonize the RRCConnectionReestablishmentComplete, RRCConnectionSetupComplete and SecurityModeComplete but assuming we do not harmonize the network to UE messages, it is probably cleaner to keep the complete messages. 
[bookmark: _Toc494183290][bookmark: _Toc494286613][bookmark: _Toc498506566][bookmark: _Toc498617409][bookmark: _Toc498629299][bookmark: _Toc502932292][bookmark: _Toc503456796][bookmark: _Toc506410381]Procedures using the same DL message should use the same UL complete messages, procedures using different DL messages should use different UL complete messages. 
Summary

In conclusion it is proposed to consider harmonize of the following messages only:
· RRCConnectionResume and RRCConnectionReconfiguration
· “RRC Suspend” and “RNA update accept” and RRCConnectionRelease
· RRCConnectionResumeRequest and “RRC RNA update request”
· RRCConnectionReconfigurationComplete and RRCConnectionResumeComplete

We have made the following observations:
Observation 1	The potential benefit of harmonization of RRC messages and procedure handling could be cleaner specs with less duplication.
Observation 2	There is no message coding gain to be achieved with RRC messages harmonization.
Observation 3	In the worst case, harmonization can lead to less clean and more complex specs.
Observation 4	Main candidate for RRC message harmonization should be messages and procedure with the same purpose and the same UE behavior since these procedures are the most likely to benefit from harmonization.
Observation 5	Harmonizing messages with similar content but different purposes could be considered, however not at the price of increased complexity and overhead.
Observation 6	Using the same procedure for RRC Connection Resume and RRC Connection Re-establishment would increase the overhead for RRC_CONNECTED UEs and would require a new procedure to be specified to provide the NCC to the UE in connected.
Observation 7	For RRC Re-establishment the AS context (e.g. DRB configuration) may be unsynchronized between the UE and RAN
Observation 8	For RRC Resume it was agreed at the earlier meeting to cipher MSG4 if the UE context has been successfully retrieved and verified. Using ciphering in MSG4 requires that the UE and network context is fully synchronized (e.g. knows which NCC to use), which may not be the case for RRC Reestablishment which for instance can be triggered due to UE loosing crypto synch with network or happen before the RAN node has gotten a new NH key from the CN.

And we propose the following:
Proposal 1	Harmonization of RRCConnectionResume and RRCConnectionReconfiguration message COULD be considered assuming both are sent encrypted, since the message have similar purpose and would benefit from joint specification. More effort is needed to consider the stage 3 specification details and handling of different triggering conditions.
Proposal 2	Harmonization of RRCConnectionSetup and RRCConnectionReconfiguration message SHOULD NOT be considered since it would lead to more complex specs and there is no signaling saving to be achieved.
Proposal 3	Harmonization of SecurityModeCommand and RRCConnectionReconfiguration message SHOULD NOT be considered since the RRCConnectionReconfiguration message should be sent encrypted and there is no benefit of using the complex RRCConnectionReconfiguration message for SecurityModeCommand which is a very small message.
Proposal 4	Harmonization of SecurityModeCommand and RRCConnectionSetup SHOULD NOT be considered.
[bookmark: _GoBack]Proposal 5	Harmonization of RRC Suspend message (ordering UE to RRC_INACTIVE) and the message answering a RNA update COULD be considered since the message have similar purpose and would benefit from joint specification. More effort is needed to consider the stage 3 specification details and handling of different triggering conditions.
Proposal 6	Harmonization of “RRC Suspend” message (ordering UE to RRC_INACTIVE) and the RRCConnectionRelease message (ordering UE to RRC_IDLE) COULD be considered, although some conditional element will most likely be needed.
Proposal 7	Harmonization of RRCConnectionReestablishment with RRCConnectionSetup and/or RRCConnectionReconfiguration and/or RRCConnectionResume SHOULD NOT considered since the RRCConnectionReestablishment will most likely be sent unencrypted and should therefore not setup DRBs etc.
Proposal 8	Harmonization of RRCConnectionResumeRequest and “RRC RNA update request” using different cause values SHOULD be considered due to similar message content and due to that UE may end up in the same state after the procedure.
Proposal 9	The RRCConnectionRequest message SHOULD NOT be harmonized with the RRCConnectionResumeRequest or RRCConnectionReestablishmentRequest message due to different content and purpose.
Proposal 10	The RRCConnectionReestablishmentRequest message SHOULD NOT be harmonized with the RRCConnectionResumeRequest due to different content and purpose leading to extra complexities and signalling overhead.
Proposal 11	Procedures using the same DL message should use the same UL complete messages, procedures using different DL messages should use different UL complete messages.
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