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In last RAN2#AH 1801 meeting [1], RAN2 agreed to support ROHC function for split bearer:
=>	RoHC will be supported for split bearer 
We understand that from the perspective of system efficiency, it is beneficial to support ROHC for split/duplication bearer. But as discussed in DC WI stage, there may be some issues to support ROHC in split/duplication bearer, e.g. different decompression operations for out-of-window/duplicated PDUs in re-establishment and non re-establishment cases. This paper discusses remaining ROHC issues in split bearer. 
Discussion
In this section, UM and AM will be discussed and analyzed separately.
· UM split bearer
In a UM split bearer, there are two cases for bearer reconfiguration:
Case1: bearer type change without security update, e.g. SCG change. 
In this case, PDCP PDU path will be changed including secondary path update, one path to two paths change or two paths to one path change. Among them, secondary path update and two paths to one path change will cause some PDCP PDUs buffered or pre-processed in original path but not delivered yet to be changed to transmit in the target path.  But anyway, these types of path changes will cause neither duplicated transmission/reception nor ROHC reset.


Figure 1: Bearer type change for UM
But there is another special scenario that after t-reordering timer expires, a delayed PDU arrives. However, this PDU lies out of re-ordering window and will be discarded directly without any decompression impact.
Observation 1: In non-reestablishment case of UM, all of PDUs out of re-ordering window are discarded directly without decompression.
Case 2: bearer type change with security update, e.g. PDCP anchor change.
In this case, e.g. split bearer to MCG bearer change, PDCP entity will be re-established and security and ROHC will be restarted. The transmitter on the network side is expected to use a new compression context from the first PDCP SDU following the transmitted PDU with highest SN before re-establishment, e.g. after SN = 5 in the following figure. Then the receiver will also use the new decompression context from the first received PDCP PDU after re-establishment. That is to say, the receiver will use old ROHC context for decompressing PDUs received before re-establishment and use new ROHC context for those received after re-establishment. And since, similar to the Case 1, there is no duplicate PDU arriving at the receiver, there is no ambiguity for decompression.



Figure 2: Re-establishment case for UM

Observation 2: With transmitter using a ROHC new transmission context right after re-establishment case of UM, there is no ambiguity for decompression. 
Proposal 1: In re-establishment case of UM, the transmitter on network side is expected to use a new ROHC context from the first PDCP SDU following the transmitted PDU with highest SN before re-establishment.
· AM split bearer
In an AM split bearer, there are also two cases for bearer reconfiguration:
Case 1: bearer type change without security update, e.g. SCG change. 
In this case, PDCP PDU path will be changed including secondary path update, one path to two paths change or two paths to one path change. Among them, secondary path update and two paths to one path change will cause PDCP data recovery procedure.  Unlike in the UM case, the SN is now continuous and, based on PDCP status report, PDCP layer will retransmit some PDUs not acknowledged by the receiver. 
In the receiver, some duplicated PDUs and out-of window (received after t-reordering timer expiration) PDUs may be received. And these PDUs carry the same ROHC information as the original PDU. Hence these PDUs need to be discarded directly without decompression. 


Figure 3: Bearer type change for AM
Observation 3: In non-reestablishment case of AM, all of PDUs out of re-ordering window or duplicated are discarded directly without decompression.
Case 2: bearer type change with security update, e.g. PDCP anchor change.
In this case, PDCP entity will be re-established and security and ROHC will be restarted. The transmitter will use new compression context after re-establishment. Then the receiver will also use new decompression context from the first receiving PDCP PDU after re-establishment. In this case, even if the first PDU received after re-establishment is a duplicated or out-of-window PDU, the receiver shall decompress it because it will carry important new ROHC context, which is different with the non-reestablishment case.


Figure 4: Re-establishment case for AM
From the above, it appears that in AM there may be an ambiguity at the PDCP receiver regarding the decompression behavior for duplicated or out-of-window PDUs: different decompression contexts should be used depending on whether the PDU was transmitted before or after re-establishment.

Observation 4: In re-establishment case of AM, there may be an ambiguity at the PDCP receiver regarding the decompression behavior for duplicated or out-of-window PDUs: different decompression contexts should be used depending on whether the PDU was transmitted before or after re-establishment.
We need to discuss how UE can distinguish these two cases. The time point of re-establishment is clear for UE. But it is difficult for the UE to know which first PDU is after re-establishment because of out-of-order delivery from RLC. Also it is difficult for UE to judge how many duplicated or out-of-window PDUs need to be decompressed. There are several potential methods to handle this issue:
Alt1: It can be left to network implementation, e.g. switch off ROHC function before re-establishment and switch it on after re-establishment.
Alt2: It can be left to UE implementation e.g. associating a received PDU with the node it is received from to identify whether it was transmitted before or after re-establishment, and therefore which ROHC context should be used. UE may then buffer and process (including decompression) PDUs received before re-establishment and after re-establishment separately and perform re-ordering and duplication detection between SDUs. When the buffer of “before re-establishment” is empty, UE can stop this dual-buffer processing and turn to normal processing
Alt3: Introduce a specified UE behavior.
Our preference is not to introduce a specified UE behavior if it is feasible to leave it to network implementation or UE implementation.
Proposal 2: For different decompression behaviors for duplicated or out-of-window PDU in re-establishment and non-reestablishment, it can be left to UE implementation to detect when to switch decompression context due to re-establishment or left to network implementation to deactivate ROHC function before re-establishment.
Conclusion 
This paper discusses ROHC issues in split bearer, and we have the following observations and proposals:
Observation 1: In non-reestablishment case of UM, all of PDUs out of re-ordering window are discarded directly without decompression.
Observation 2: With transmitter using a ROHC new transmission context right after re-establishment case of UM, there is no ambiguity for decompression. 
Observation 3: In non-reestablishment case of AM, all of PDUs out of re-ordering window or duplicated are discarded directly without decompression.
Observation 4: In re-establishment case of AM, there may be an ambiguity at the PDCP receiver regarding the decompression behavior for duplicated or out-of-window PDUs: different decompression contexts should be used depending on whether the PDU was transmitted before or after re-establishment.
We propose:
Proposal 1: In re-establishment case of UM, the transmitter on network side is expected to use a new ROHC context from the first PDCP SDU following the transmitted PDU with highest SN before re-establishment.
Proposal 2: For different decompression behaviors for duplicated or out-of-window PDU in re-establishment and non-reestablishment, it can be left to UE implementation to detect when to switch decompression context due to re-establishment or left to network implementation to deactivate ROHC function before re-establishment.
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