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There has been some discussion on CN Area update in Inactive state, and the following agreement has been made in RAN2 as follows:
RAN2 #96
1.	RAN2 assumes that UE performs CN level location update when crossing a TA boundary when in inactive (in addition to RAN updates based on RAN areas). 
2. There will be NG Core/CN Location Area code (similar to Tracking Area code) broadcast in system information of an NR Cell.
RAN2 Adhoc#1
1	RAN2 understanding is that the UE will perform RRC signaling in order to perform a CN update whenever it leaves its registered TA (as a consequence of the RRC signaling the RAN is aware of the UE's location)

In this contribution, we focus on the CN Area update procedure in Inactive state w/o AMF change.
Discussions
In this section, we firstly introduce 2 different CN Area update scenarios and then analyze them one by one; at last we propose our views and solutions. 
CN Area update scenarios with AMF change
In LTE IDLE state, when moving to a new CN area, the UE will trigger a TAU procedure and the UE AS layer will execute RRC connection Setup procedure. When it comes to INACTIVE state, the UE NAS layer will also trigger a TAU procedure upon moving into a new CN area.  As shown in the Figure 1, within the same AMF, the TAU Msg is carried in the RRCConnectionResumeComplete Msg and the TgNB (Target gNB) can send the TAU MSG to the same AMF directly through ULNASMsg (step 9 in the Figure 1).
Observation 1: If the TgNB can connect to the source AMF, the CN area update procedure and the RAN area update procedure can be executed at the same time.


Figure1: CN Area update procedure without AMF change
In the Figure 1, we just assume that the TgNB can connect to the source AMF, however in some cases the TgNB cannot connect to the source AMF. For example, as shown in the Figure 2, there are two AMF pools, in the first AMF pool, there are three gNBs: gNB1, gNB2 and gNB3 connecting to the AMF1, while in the second AMF pool, there are gNB3/4/5 connecting to the AMF2.When the UE moves from the gNB2 to the gNB5, the serving AMF has to be changed from AMF1 to AMF2. Besides, if one certain UE under the gNB3 registered at the AMF1 firstly, then this UE moves to the gNB4, the serving AMF also has to be changed from AMF1 to AMF2 even though there is a Xn interface between the gNB4 and the gNB3.
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Figure 2: Inter AMF TAU
Note: (1) For simplicity, we assume that there is only one AMF in each pool, and the corresponding TAlist contains all of the cells in this pool.
(2) For that the different pools may overlap with each other, we assume that the gNB3 locates in the overlapping area, thus it connects to both AMF1 and AMF2. 
Observation 2:  In some cases the TgNB cannot connect to the source AMF when executing the CN Area update procedure.  CN Area update procedure with AMF change should be discussed for INACTIVE state.
We firstly divide the AMF change scenarios into the following two types:
Scenario 1: AMF change with Xn interface: e.g. UE moves from the gNB3 (registered at AMF1 to the gNB4
Scenario 2: AMF change without Xn interface: e.g. UE moves from the gNB2 to the gNB5.
Observation 3: According to whether there is Xn interface between the SgNB and the TgNB, there are two types of AMF change scenarios:
Scenario 1: AMF change with Xn interface.
Scenario 2: AMF change without Xn interface.
AMF change with Xn interface
As depicted in the Figure 3 below, upon receiving the RRCConnectionresumerequest message, the TgNB (gNB4) can successfully get the UE AS context from the source gNB (gNB3) through the Xn Interface. However, the New AMF doesn’t have the UE NAS context, so the TgNB shall not send RRCconnectionresume MSG to the UE.


Figure 3: CN Area Update with AMF change (1)
Proposal 1: For the AMF change with Xn Interface scenario, the TgNB shall not send RRCconnectionresume MSG to the UE before the TAMF gets the UE NAS context, even though TgNB can get the UE AS context from the SgNB over Xn.
Proposal 2: RAN2/3 shall discuss the CN Area Update procedure in INACTIVE State for the AMF change with Xn interface scenario.
There are two candidate solutions:
Solution 1: Send RRCConnectionSetup MSG to UE instead when the TgNB cannot connect to the source AMF;
Solution 2: Finish CN side synchronization before sending RRCconnectionresume MSG to UE.
We will describe these two candidate solutions in chapter 2.2.1 and 2.2.2 respectively.
2.2.1 Send RRCConnectionSetup MSG
Solution 1: Send RRCConnectionSetup MSG to UE when the TgNB cannot connect to the source AMF
From above discussion, we can see that when the TgNB cannot connect to the source AMF, the TgNB shouldn’t send RRCconnectionresume message to UE even though it can successfully get the UE AS context. Instead, as shown in Figure 4 below, the TgNB could send a RRCConnectionSetup message to UE, and the UE AS layer should indicate NAS layer of INACTIVE resume failure upon receiving this RRCConnectionSetup message.



				Figure 4: CN Area update procedure with AMF change (2)
Proposal 3: If the TgNB cannot connect to the SAMF, as baseline it can respond to the RRCConnectionresumerequest with RRCConnectionSetup message directly, and the UE should indicate upper layer upon receiving RRCConnectionSetup message.
From the figure 4, the TgNB learns the source AMFID  from the RetirveUEContextResponse message. Indeed, if the TgNB could get the SAMFID(or GUTI to keep consistence with the section 2.3) from the Msg3, it can send rrcconnectionSetup message directly for AMF change situation as shown in figure 5.


Figure 5: CN Area update procedure with AMF change (3)

Observation 4: If the UE indicate source AMFID or GUTI in the RRCConnectionResume MSG, the gNB doesn’t need to retrieve UE context before sending RRCConnectionSetup. 
To keep consistence with section 2.2.2 and 2.3, in which the GUTI is also needed in the RRCConnectionResume MSG, we propose that:
Proposal 4: Include the 5G-GUTI in the RRCConnectionresumerequest message.
2.2.2 Send RRCconnectionresume
Solution 2: Finish CN side synchronization before sending RRCconnectionresume MSG to UE.
As shown in the Figure 6 below, a handover-similar procedure can be used for the CN Area update with AMF change.

	
Figure 6: CN Area update procedure with AMF change (4)
Step 1：The SgNB (Source gNB) sends RRCConectionRelease (Suspend) MSG to the UE, and the UE enters into INACTIVE state.
Step 2:  The UE moves to the TgNB, but the TgNB doesn’t belong to the registered TA List. Then the UE triggers the TAU procedure. The NAS layer indicate the 5G-GUTI to the AS layer when trying to send TAU at INACTIVE state. UE AS layer send RRCConnectionresumerequest MSG to TgNB, in which the old 5G-GUTI is included.
Note: for that the PLMN selection shall be supported in INACTIVE state, so the NAS layer shall be informed about the INACTIVE state (However it is still a FFS issue). NAS layer can know the INACTIVE state, and it can indicate GUTI when trigger TAU at INACTIVE state.
Note: According to SA2 agreement, an AMF Group consists of the AMFs that serve a given area and network slice. <AMF Group ID> identifies the AMF Group, <AMF ID> identifies the AMF within the AMF group and NG-TMSI identifies the UE uniquely within the AMF Group. The 5G GUTI shall be structured as follows: <5G-GUTI> = <MCC> <MNC> <AMF Group ID> <AMF ID> <NG-TMSI>.
Step 3: The TgNB finds that it cannot connect to the old AMF according to the 5G-GUTI brought in the RRCConnectionresumerequest MSG. The TgNB send RetrieveUEContextRequest to the SgNB and indicates that the TgNB cannot connect to the Old AMF.
Step 4: The SgNB finds that the TgNB cannot connect to the Old AMF, it shall trigger a handover-similar procedure. The SgNB sends handover required  to the SAMF.
Step 5: The SAMF selects the TAMF according to the target TAI and TgNB identity. And the SAMF sends a forward relocation request to the TAMF.
Step 6: The TAMF sends the handover request to the TgNB.
 Step 7: Upon receiving the handover request from the TAMF, the TgNB checks the “Resume-ID” and sends the RRCconnectionresume MSG  to the UE. 
Step 7.1: Meanwhile TgNB sends the Handover request Ack to the TAMF.
Note: In this handover request ACK, there is no need to contain a “Target to Source Transparent Container”. 
Step 7.2: NAS sends relocation Rsp with proper cause. PDU session modify procedure can be executed at this time.
Step 7.3: The SMF can send N1 release command to the SgNB with a proper cause, then the SgNB can start a timer and release the UE context when the timer expires.
Step 8: UE sends RRCConnectionResumeComplete MSG to TgNB.
Note: There is no particular order for step 7.1~7.3 and Step8.
Step 9: TgNB sends ULNASMsg (TAU) to the TAMF.
Note: The security issue related to above signalling flow needs further analysis.
The benefits with procedure in Figure 6 are that UE context/ INACTIVE state can be maintained, while also reducing signaling amount on both NW and Uu interfaces.
Proposal 5: For the scenario of AMF change with Xn interface, to take the CN update procedure as shown in Figure 6 as enhancement.
AMF change without Xn interface
For this scenario, the same procedure as shown in Figure 4 can be taken as the baseline. With this procedure, the network sends RRCConnectionSetup message directly and then execute the same TAU procedure as in the IDLE state. However, it’s not a good method especially when there was a parallel data transmission. To optimize this procedure and reduce the time delay, the following procedure as shown in Figure 7 can be discussed.



Figure 7: CN Area update procedure with AMF change (5)
Step 1: The SgNB sends RRCConectionRelease (Suspend) MSG to the UE, and the UE enters into INACTIVE state.
Step 2: The UE moves to the TgNB, but the TgNB doesn’t belong to the registered TA List. Then the UE triggers the TAU procedure. The NAS layer indicates the 5G-GUTI to the AS layer when try to send TAU in INACTIVE state. UE AS layer sends RRCConnectionresumerequest MSG to the TgNB, in which the 5G-GUTI is included.
Note: for that the PLMN selection shall be supported in INACTIVE state, so the NAS layer shall be informed about the INACTIVE state (However it is still a FFS issue). NAS layer can know the INACTIVE state, thus it can indicate GUTI when trigger TAU at INACTIVE state.
Step 3: The TgNB finds that it cannot connect to the old AMF according to the 5G-GUTI brought in the RRCConnectionresumerequest MSG. The TgNB sends NG UE Context Fetch Req MSG (includes 5G-GUTI and Xn Context Request container) to the TAMF. The 5G-GUTI was used to indicate the SAMF that source gNB is connected and the dedicated UE NAS context in SAMF, while the content in the Xn Context Request container is similar to that in the Xn interface (“Resume ID”, ShortMAC-I, New E-UTRAN Cell Identifier).
Note: According to SA2 agreement, an AMF Group consists of the AMFs that serve a given area and network slice. <AMF Group ID> identifies the AMF Group, <AMF ID> identifies the AMF within the AMF group and NG-TMSI identifies the UE uniquely within the AMF Group. The 5G GUTI shall be structured as follows: <5G-GUTI> = <MCC> <MNC> <AMF Group ID> <AMF ID> <NG-TMSI>.
Step 4: The TAMF sends the Nx Context Req MSG to the SAMF to get both UE AS and NAS context. 
Step 5: The SAMF checks the 5G-GUTI and sends NG UE Context Fetch Req MSG (with the Xn Context Request Container in step 3) to the SgNB. 
Step 6: The SgNB decodes the Xn Context Request Container and checks the short MAC-I, if integrity check passed, SgNB sends NG UE Context Fetch Rsp MSG (including Xn Context Response container) to the SAMF.
Step 7: The TAMF sends PDU session modify to the SMF to inform AMF change.
Step 8: The SAMF sends both UE AS context and UE NAS context to the TAMF.
Step 9: The TAMF sends NG UE Context Fetch Rsp with Xn Context Response container to the TgNB.
Step 10: The TgNB sends RRCconnectionresume MSG to the UE. 
Step 11: UE sends RRCConnectionResumeComplete MSG 
Step 12: TgNB sends ULNAS MSG (TAU) to the TAMF.
NOTE: The security issue related to above signaling flow needs further analysis.
The benefits with procedure in Figure 7 are that UE context/ INACTIVE state can be maintained, while also reducing signaling amount on both NW and Uu interfaces.
Proposal 6: For the scenario of AMF change without Xn interface, to take the CN update procedure as shown in the Figure 7 as enhancement.
Conclusion 
Based on all the analysis above, we give our observations and proposal as:
Observation 1: If the TgNB can connect to the source AMF, the CN area update procedure and the RAN area update procedure can be executed at the same time.
Observation 2:  In some cases the TgNB cannot connect to the source AMF when executing the CN Area update procedure.  CN Area update procedure with AMF change should be discussed for INACTIVE state.
Observation 3: According to whether there is Xn interface between the SgNB and the TgNB, there are two types of AMF change scenarios:
Scenario 1: AMF change with Xn interface.
Scenario 2: AMF change without Xn interface.
Proposal 1: For the AMF change with Xn Interface scenario, the TgNB shall not send RRCconnectionresume MSG to the UE before the TAMF gets the UE NAS context, even though TgNB can get the UE AS context from the SgNB over Xn.
Proposal 2: RAN2/3 shall discuss the CN Area Update procedure in INACTIVE State for the AMF change with Xn interface scenario.
Proposal 3: If the TgNB cannot connect to the SAMF, as baseline it can respond to the RRCConnectionresumerequest with RRCConnectionSetup message directly, and the UE should indicate upper layer upon receiving RRCConnectionSetup message.
Observation 4: If the UE indicate source AMFID or GUTI in the RRCConnectionResume MSG, the gNB doesn’t need to retrieve UE context before sending RRCConnectionSetup. 
Proposal 4: Include the 5G-GUTI in the RRCConnectionresumerequest message.
Proposal 5: For the scenario of AMF change with Xn interface, to take the CN update procedure as shown in Figure 6 as enhancement.
Proposal 6: For the scenario of AMF change without Xn interface, to take the CN update procedure as shown in the Figure 7 as enhancement.
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