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1 Introduction
A new WID on further NB-IoT enhancements and a new WID on ever further enhanced MTC were approved at RAN#75 and revised at RAN#76 and RAN#77[1][2]. 
One of the objective is for further latency and power consumption reduction as follows for NB-IoT and efeMTC:

A-1. Further latency and power consumption reduction

· (NB-IoT) Evaluate power consumption/latency gain and specify necessary support for DL/UL data transmission on a dedicated resource during the Random Access procedure after NPRACH transmission and before the RRC connection setup is completed. [RAN2, RAN1, RAN3] 
· (efeMTC) Evaluate power consumption/latency gain and specify necessary support for DL/UL data transmission on a dedicated resource during the Random Access procedure (after PRACH transmission and before the RRC connection setup is completed) at least in the RRC Suspend/Resume case. [RAN2, RAN1, RAN3]

Early data transmission was discussed at RAN2#99 and RAN2#99bis and significant progress was achieved.
To progress further, three email discussions were setup:
· [99bis#53][MTC/NB-IoT] EDT indication via PRACH 

· [99bis#54][MTC/NB-IoT] EDT AS/NAS interaction
· [99bis#55][MTC/NB-IoT] EDT RRC messages 
However, there are still many aspects that have not been discussed yet. In this document, we address issues related to RRC signalling and procedures for the UP solution. 
2 Discussion 
2.1 Initiating early data transmission: RRC-MAC interactions 

At RAN2#99bis, the following was agreed:

· PRACH partitioning is used to indicate UE’s intention to use early data transmission in Msg3. Backward compatibility shall be preserved. FFS: details on the PRACH pool, e.g., preamble/time/frequency/carrier domain of PRACH partitioning.

· For CP during the UL EDT procedure, if the UE receives a grant in which data does not fit, the UE does not send the data in Msg3. For UP solution it is FFS if the EDT grant can be used for UL data if the grant is smaller than the UL data size.

· Maximum possible grant size for Msg3 is broadcast per CE. It is FFS if the UE indicates the grant size it needs for Msg3 via PRACH partitioning.

In legacy, RRC submits the RRC message to MAC and MAC is responsible for handling MSG3 transmission/ retransmissions during the RACH procedure, based on the PRACH resources signalled in system information, the CE of the UE and the UL grant received in the Random Access response.

In order to minimise the impact on the specifications and keep the knowledge of the CE level and grant in the MAC layer, it is our preference to keep a similar model for early data transmission, i.e. :

· When the establishment request from upper layers is deemed suitable for early data transmission, UE restores UE context including SRBs, DRBs, Security context, RRC submits RRC message included in MSG3 for EDT to MAC, UP-PDCP receives UL data from upper layers and processes UL data;

· MAC decides whether to use early data transmission based on the size of CCCH SDU included in MSG3, the size of UL data available for transmission in the RLC entity or in the PDCP entity, the TBS and CEL associated to the PRACH resource and the UL grant in the RAR message.

· When MSG3 for early data transmission cannot be used because one of these conditions is not fulfilled, MAC notifies RRC, which then fall back to the legacy RRC Connection establishment procedure. 

Proposal 1: RRC submits RRC message included in MSG3 for EDT to MAC layer when deemed suitable for early data transmission, without checking the CE level. 
Proposal 2: MAC decides whether to use early data transmission based on the size of CCCH SDU included in MSG3, the size of UL data available for transmission in the RLC entity or in the PDCP entity, the TBS and CEL associated to the PRACH resource and the UL grant in the RAR message.
Proposal 3: If early data transmission cannot be used, because there is no suitable PRACH resource or UL grant, MAC notifies RRC.
Proposal 4: Upon MAC EDT failure indication notification, RRC falls back to the legacy procedure and submits legacy RRCConnectionResumeRequest message to MAC. MAC continues the random access procedure with the legacy RRC message included in MSG3.
We do not see any reasons for the eNB randomly allocating legacy or big grants to a request for early data transmission. For this reason, we propose that when the UE has reverted to the legacy procedure, this is definitive, i.e. no reverting back to EDT during the ongoing random access procedure.

Proposal 5: Once RRC has reverted to legacy RRCConnectionResumeRequest message, the establishment continues with the legacy procedure.
As it is agreed that the maximum size could be different in different CE level, we propose that padding to the TBS will be performed in the MAC layer.

Proposal 6: Padding to the TBS is performed in the MAC layer.
2.2 RRC messages and procedures

2.2.1 RRC procedures

In the e-mail discussion [99bis#55][MTC/NB-IoT] EDT RRC messages, it is discussed whether to introduce new messages or extend the legacy messages.

For the procedure of EDT, as RAN2 assumes that resumeID and shortResumeMAC-I for UP solution are sufficient to identify UE at the eNB, legacy RRCConnectionResumeRequest including resumeID and shortResumeMAC-I can be reused. Besides, as normally there will be no more data after MSG4, it is unreasonable to reuse RRCConnectionResume as a response to RRCConnectionResumeRequest. In this case, RRCConnectionRelease message is preferred. Therefore, a new procedure for EDT is introduced, i.e. RRCConnectionResumeRequest is followed by RRCConnectionRelease instead of RRCConnectionResume. 
Proposal 7: Introduce a new procedure and reuse existing RRC messages for EDT for the UP solution, i.e. RRCConnectionResumeRequest and RRCConnectionRelease.
We assume that if eNB receives the data in MSG3, it will transmit them to the S-GW even in congestion case. Otherwise, this would be a waste of UE power consumption and radio resources. However, there could be some special cases where this is not possible, e.g. the S-GW or the MME is down, and thus the eNB should be able to reject the request to the UE. We propose that the legacy RRCConnectionReject message is used in this case.
Proposal 8: RRCConnectionReject message can be used as a response to RRCConnectionResumeRequest for EDT. It indicates that the data have not been delivered to the S-GW.

It has been agreed that the eNB can trigger fallback to the legacy establishment procedure by sending message in MSG4. Here, two cases should be considered.
Case 1: eNB sends RRCConnectionResume message in MSG4 to trigger the fallback

In some cases, there will be some DL data that needs to be sent to UE after the UL data transmission in MSG3. Then the eNB can send RRCConnectionResume message in MSG4 to resume the RRC connection for further data transmission.

Case2: eNB sends RRCConnectionSetup message in MSG4 to trigger the fallback

There is also the case that even though the UE has transmitted the UL data in MSG3, the eNB (target eNB) fails to retrieve the UE context from the source eNB. Then the target eNB has to set up the RRC connection the same as in the legacy procedure. The target eNB has to discard the un-decoded packet. The UE can store the unsuccessful transmitted packet if the target eNB indicates to continue transmitting the packet later and the PDCP discard timer does not expire. Then after the connection is set up, the UE can continue transmit the packet, which avoids the packet loss.
Proposal 9: Both the RRCConnectionResume message and the RRCConnectionSetup message can be used to trigger the fallback to the legacy procedure.
There will be some impact to the legacy procedure. In NB-IoT, none of the other IEs included in RRCConnectionResumeComplete or RRCConnectionSetupComplete message are needed in the context of EDT. AS a result, the message could be skipped to allow some power consumption gain. 
Proposal 10: When RRCConnectionResume or RRCConnectionSetup message is received as fallback of the EDT procedure, RRCConnectionResumeComplete/ RRCConnectionSetupComplete message is skipped in NB-IoT.
In eMTC, a number of other IEs, related to MDT, mobility history, early capability reporting, can be optionally included, so it proposed to keep the message for eMTC
Proposal 11: When RRCConnectionResume or RRCConnectionSetup message is received as fallback of the EDT procedure, RRCConnectionResumeComplete/ RRCConnectionSetupComplete message is transmitted in eMTC.
2.2.2 RRC message contents and related actions

MSG3: e.g. RRCConnectionResumeRequest + UL data 
It is already agreed that the resumeID and shortResumeMAC-I will be included in MSG3 and in their reply LSs [6] [7], SA2 and CT1 have indicated that none of the IE normally included in MSG5 except for IEs related to MDT, mobility history, early capability reporting was needed in MSG3. Besides, MSG3 should also include resumeCause to assist eNB scheduling.
Proposal 12: resumeCause is included in RRCConnectionResumeRequest for EDT.

For the EDT procedure, an indication that the UE does not expect any further UL/DL traffic after MSG4 is useful to assist eNB scheduling.
Proposal 13: An indication that the UE does not expect any further UL/DL traffic after MSG4 is introduced in MSG3 for EDT.
MSG4: e.g. RRCConnectionRelease + Optional DL data
It is already agreed that DL data can be optionally multiplexed in MAC, i.e. DCCH (RRC message(s)) and DTCH (UP data) in MSG4. For the RRC message included in MSG4, we think the same contents as legacy RRCConnectionRelease is sufficient for EDT.

Proposal 14: The same contents as legacy RRCConnectionRelease is sufficient in the RRC message included in MSG4 for EDT.
2.3 AS Security for UP solution

As agreed for UP solution, AS security is resumed before transmitting MSG3, and data transmitted in MSG3 are protected by AS security. That means AS security is deactivated in previous RRC connection. Here, there options are considered:

Option1: One option is that UEs reuse previous AS security to protect the data transmitted in MSG3. Then it will be easier to fall back to legacy RRC connection resume/establishment procedure. In this case, the source eNB will deliver the KeNB used in source eNB to target eNB, which is unacceptable from the security strategy. 
Option2: Another option is that UEs receive NCC from the last suspension and use new AS security for data in MSG3. The drawback is in case of fallback to legacy resume procedure, there will be AS security mismatch issue due to the different key derivations in the UE and NW. To avoid this, the UE will have to revert to the state before initiating early data transmission before sending the legacy RRCConnectionResumeRequest message.
Option3: The third option is that UEs derive the new KeNB from the old KeNB via horizontal key derivation. Then target eNB acquires the KeNB* from source eNB, which is derived by the source eNB via horizontal key derivation. If the UEs decide not using EDT, old KeNB is used. Then upon RRC connection resume procedure, UE will update key based on received NCC and old KeNB and NW does the same. If UE decides using EDT, the UE derives new key based on old key via horizontal key derivation. Then target eNB indicate EDT to source eNB to obtain new key derived by horizontal key derivation. This has the same drawback than option.
Proposal 15: UE uses NCC received at the time of suspension when initiating early data transmission. In case of fallback, the UE deactivates the security before sending the legacy RRCConnectionResumeRequest message.
In the legacy resume procedure, shortResumeMAC-I is calculated from the previous KRRCint. For early data transmission, if the previous AS security is used, the legacy calculation of shortResumeMAC-I and authorization can be reused. Besides, there is no impact on the calculation of shortResumeMAC-I in case of fall back to legacy resume procedure. If a new AS security derived from NCC provided at the time of suspension is used for the calculation of shortResumeMAC-I, there will be impact on the NW, since source eNB has to derive the new key to verify the shortResumeMAC-I. Therefore, a common solution regardless of the AS security derivation is to use legacy calculation of shortResumeMAC-I.
Proposal 16: shortResumeMAC-I for early data transmission is calculated using the previous KRRCint as in the legacy procedure.

In case of fall back to legacy RRC connection resume procedure, as the UE has used a new AS security for early data transmission, the UE should ignore the NCC included in RRCConnectionResume message. 

Proposal 17: In case of fall back to legacy RRC connection resume procedure after MSG3, the UE should ignore the NCC included in RRCConnectionResume message.

Additionally, in the legacy RRC connection resume procedure, RRCConnectionResume message is only integrity protected and not ciphered as AS security is not activated. However, for early data transmission, AS security is activated before MSG3 transmission. Therefore, when transmitting RRCConnectionResume, ciphering shall be used 
Proposal 18: RRCConnectionResume is ciphered in case of fall back from early data transmission.
3 Conclusion
In this document, we address issues related to RRC signalling and procedures for the UP solution. We proposed that: 
Proposal 1: RRC submits RRC message included in MSG3 for EDT to MAC layer when deemed suitable for early data transmission, without checking the CE level. 

Proposal 2: MAC decides whether to use early data transmission based on the size of CCCH SDU included in MSG3, the size of UL data available for transmission in the RLC entity or in the PDCP entity, the TBS and CEL associated to the PRACH resource and the UL grant in the RAR message.

Proposal 3: If early data transmission cannot be used, because there is no suitable PRACH resource or UL grant, MAC notifies RRC.

Proposal 4: Upon MAC EDT failure indication notification, RRC falls back to the legacy procedure and submits legacy RRCConnectionResumeRequest message to MAC. MAC continues the random access procedure with the legacy RRC message included in MSG3.

Proposal 5: Once RRC has reverted to legacy RRCConnectionResumeRequest message, the establishment continues with the legacy procedure.

Proposal 6: Padding to the TBS is performed in the MAC layer.

Proposal 7: Introduce a new procedure and reuse existing RRC messages for EDT for the UP solution, i.e. RRCConnectionResumeRequest and RRCConnectionRelease.

Proposal 8: RRCConnectionReject message can be used as a response to RRCConnectionResumeRequest for EDT. It indicates that the data have not been delivered to the S-GW.

Proposal 9: Both the RRCConnectionResume message and the RRCConnectionSetup message can be used to trigger the fallback to the legacy procedure.

Proposal 10: When RRCConnectionResume or RRCConnectionSetup message is received as fallback of the EDT procedure, RRCConnectionResumeComplete/ RRCConnectionSetupComplete message is skipped in NB-IoT.
Proposal 11: When RRCConnectionResume or RRCConnectionSetup message is received as fallback of the EDT procedure, RRCConnectionResumeComplete/ RRCConnectionSetupComplete message is transmitted in eMTC.
Proposal 12: resumeCause is included in RRCConnectionResumeRequest for EDT.

Proposal 13: An indication that the UE does not expect any further UL/DL traffic after MSG4 is introduced in MSG3 for EDT.
Proposal 14: The same contents as legacy RRCConnectionRelease is sufficient in the RRC message included in MSG4 for EDT.
Proposal 15: UE uses NCC received at the time of suspension when initiating early data transmission. In case of fallback, the UE deactivates the security before sending the legacy RRCConnectionResumeRequest message.
Proposal 16: shortResumeMAC-I for early data transmission is calculated using the previous KRRCint as in the legacy procedure.

Proposal 17: In case of fall back to legacy RRC connection resume procedure after MSG3, the UE should ignore the NCC included in RRCConnectionResume message.

Proposal 18: RRCConnectionResume is ciphered in case of fall back from early data transmission.
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