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1   Introduction
In RAN2 #97bis meeting, it was agreed that SCG SRB can be configured based on network decision, in details, the addition of SCG SRB is decided by the SN. In RAN2 #98 meeting, the SCG SRB was further discussed and the following agreements were achieved:
Agreements for EN-DC and NGEN-DC:

1:
SCG SRB is modelled as one of the NR SRBs defined in 38.331. 

2:
SCG SRB uses NR-DCCH logical channel type. 

3:
A UE can be configured with both split MCG SRB and SCG SRB simultaneously. 

4:
SCG SRB and the SCG leg of split SRB1/2 will be independently configured 

5:
SCG-SRB establishment and release can be done at SCG addition and SN change
6
SCG-SRB reconfiguration can be done at SCG modification procedure.

7
RRC PDUs on SCG-SRB are ciphered using NR PDCP.

8
RRC PDUs on SCG-SRB are integrity protected using NR PDCP.

9
Security keys for SCG-SRB are derived from S-KgNB.
In this contribution, we will discuss the remaining issues on the SRB3 establishment and the related proposal will be provided.

2   Discussion 
In RAN2 #97bis, the following agreements were achieved for SCG SRB:
Agreements:

1
SCG SRB can be configured based on network decision.

2
Addition of SCG SRB is decided by SN.

FFS Whether the MN can request establishment of SCG SRB

With respect to the FFS, it was discussed in RAN3 #97bis and the following agreement was achieved:

It is not needed for MN to trigger the establishment of SCG SRB.
According to the existing agreement, MN is not aware whether the SN will decide to establish the SCG SRB when it initiates the SN addition procedure. However, it has been agreed that the security keys for SCG-SRB are derived from S-KgNB and the S-KgNB requires SK-counter and security capability provided by MN. It should be noticed that the SK-counter and the security capability are not mandatory IEs on Xx interface.
According to the existing design, the SK-counter and security capability will be carried in the SgNB addition request message on Xx interface only if the SCG bearer or SCG split bearer is configured. That means, if MeNB only requires MCG split bearer establishment, the SK-counter and security capability will not be available to the SgNB and the SgNB cannot establish the SCG SRB even if both MeNB and SgNB want to.
Observation 1: If only MCG split bearer establishment is required, the SCG SRB cannot be established even if SN wants it, because the SK-counter and security capability is not available to SgNB.
To avoid this situation, we think it is better to allow MeNB to provide the SK-counter and security capability if MeNB prefers the SgNB to establish the SCG SRB even if there is no SCG bearer or SCG split bearer. From the SgNB perspective, as agreed in RAN2, it is allowed to make the final decision.
Proposal: Considering the security aspect, it is better to allow MeNB to request the SgNB to establish SCG SRB with the SK-counter and security capability.

3   Conclusion

In this contribution, the remaining issue on SRB3 from the perspective of security was discussed and the following observation and proposal were provided:
Observation 1: If only MCG split bearer establishment is required, the SCG SRB cannot be established even if SN wants it, because the SK-counter and security capability is not available to SgNB.
Proposal: Considering the security aspect, it is better to allow MeNB to request the SgNB to establish SCG SRB with the SK-counter and security capability.
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