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1. Introduction
In RAN#80 meeting, the SI on remote interference management for NR was approved [1]. The detailed objectives of the SI are as follows [2]:
	Objectives for studying possible mechanisms for mitigating the impact of remote base station interference in unpaired spectrum focusing on synchronized macro cells with semi-static DL/UL configuration in co-channel include:
A. Study mechanisms for improving network robustness and addressing strong remote base station interference, including potential UE side’s enhancement [RAN1]
B. Study mechanisms for identifying which gNB(s) generate strong remote interference, including the following aspects:
i. Potential Reference signal design for gNB to identify that it creates strong inter-gNB interference to some victim gNB [RAN1]
1. Existing reference signals are starting points of discussion.
ii. Mechanism for gNB to start and terminate the transmission/detection of the reference signal(s) [RAN1, RAN3]
C. Study the potential additional coordination among gNBs for mitigating remote interference [RAN3]  



2. Discussion on remote interference
In synchronized semi-static TDD network, the DL/UL configuration among cells is the same and the maximum absolute deviation in frame starting timing between any pair of cells on the same frequency is within 3 µs, according to TS38.133 [3]. Normally, there is only inter-cell interference in synchronized semi-static TDD network. However, in some conditions, for example, the atmospheric conditions favourable for producing troposphere bending of radio waves are available and the height of the remote gNBs reach a certain level, the DL transmission of remote gNBs can be received by the target gNBs after long-distance transmission. When the propagation distance is larger than the distance corresponding to the DL-to-UL guard periodicity of a TDD network, the DL transmission of remote gNBs would cause inter-gNB interference to the UL reception of the target gNBs. Likewise, the UL transmission of the remote UEs may also cause inter-UE interference to the DL reception of the target UEs. However, since the transmission power and the height of the UE is much lower than the gNB, the inter-UE interference after long-distance transmission is usually negligible. Fig.1 illustrate the remote interference in synchronized semi-static TDD network.
Since the remote interference is caused by the DL propagation delay, it would occur in several OFDM symbols starting from the first UL symbols after DL-to-UL switching. Depending on the propagation distance between aggressive gNB and victim gNB, guard period and subcarrier spacing, the number of symbols  that may suffer from remote interference can be derived based on the following formula:

where D is the propagation distance between aggressive gNB and victim gNB, GP is the guard period in semi-static DL/UL configuration,  is the number of OFDM symbols in a slot,  is the subcarrier spacing configuration which is defined in TS38.211 [4].
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Fig.1 Illustration of remote interference in synchronized semi-static TDD network

Observation 1:
· The number of symbols that may suffer remote interference are related to the following factors:
· Propagation distance between aggressive gNB and victim gNB
· Guard period in semi-static TDD configuration
· Subcarrier spacing configuration
3. Mechanisms for remote interference management
In TD-LTE network, to mitigate the impact of remote base station interference as it intermittently happens, but not to sacrifice the network resources all the time, some adaptive mechanisms are introduced, where abnormal interference over thermal (IoT) enhancement will trigger the victim eNB to transmit a specific signal in a window, each eNB that detected the specific signal in a window will identify itself as the contributor of the deteriorated IoT in some eNB(s), and then it will reconfigure the GP or some other parameters to reduce its weight to the interference. Table 1 gives some possible special subframe and PRACH preamble configuration for remote interference mitigation under different interference distance in TD-LTE [5].
Table 1. Special subframe and PRACH preamble configuration
	Propagation distance between aggressive gNB and victim gNB denoted by D 
	Parameter configuration

	D < 42.86km 
	Aggressive gNBs: Special subframe 10:2:2
Victim gNBs: PRACH format 4 in UpPTS.
Both PRACH and PUSCH will not suffer remote interference.

	42.86km < D < 64.3km
	Aggressive gNB: Special subframe 9:3:2
Victim gNBs: PRACH format 0~3 in non-UpPTS UL slot
Both PRACH and PUSCH will not suffer remote interference.

	64.3km < D < 214.3km 
	Aggressive gNB: special subframe 3:9:2
Victim gNB: PRACH format 0~3 in non-UpPTS UL slot
Both PRACH and PUSCH will not suffer remote interference.

	D > 214.3km 
	Aggressive gNB: special subframe 3:9:2
Victim gNBs: PRACH format 0~3 in non-UpPTS UL slot
PRACH will not suffer remote interference, however, PUSCH may suffer remote interference.
Additional interference mitigation needs to be considered for PUSCH, such as adaptive modulation and coding scheme and frequency selective scheduling, etc.


For NR, the main difference from LTE is that flexible DL/UL configurations can be configured by higher layer and more variations for DL/UL configurations including switching slot are supported. Besides, various numerologies are supported in NR. To mitigate the remote interference for NR, the mechanism in TD-LTE can be a starting point. However, considering different NR configurations and various numerologies, some advanced interference mitigation schemes can be further considered. Based on our previous analysis, we can see that the remote interference is considered as one kind of cross-link interference, i.e., gNB-to-gNB interference. Therefore, some cross-link interference mitigation schemes such as power control, advanced receiver, etc. can be studied for remote interference mitigation. In general, based on whether the interference mitigation is performed at aggressive gNB or victim gNB, the interference mitigation schemes can be classified into two types:
· Type1: Interference mitigation at aggressive gNBs
· Type2: Interference mitigation at victim gNBs
For type1 interference mitigation, to improve the network robustness, the following mechanisms can be studied:
· Opt1: Reconfigure the DL symbols/slots generating remote interference by GP.
· Opt2: Keep the same semi-static DL/UL configuration, but the aggressive gNB shall not perform DL transmission in the DL symbols/slots generating remote interference.
· Opt3: Reduce the DL transmission power in the DL symbols/slots generating remote interference.
Fig.2 shows an example of the different mechanisms at aggressive gNBs. In this example, 30kHz SCS is assumed and the distance between aggressive gNB and victim gNB is assumed as 300km (which is the furthest distance with observed record).
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Semi-static DL/UL configuration
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Opt1: Reconfigure the DL symbols/slots generating remote interference by GP
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Opt2: No DL transmission in the DL symbols/slots generating remote interference
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Opt3: Reduce the DL transmission power in the DL symbols/slots generating remote interference
Fig.2 Examples on interference mitigation at aggressive gNBs
Opt1 and opt2 are similar schemes as used in TD-LTE. When the gNB identify itself creating strong remote interference to some victim gNBs, the gNB will reconfigure GP or some other parameters so that remote interference can be effectively avoided. With opt3, the gNB will reduce the DL transmission power so that the remote interference can be reduced. 
For Type2 interference mitigation, the following mechanisms can be studied:
· Opt1: Reconfigure the UL symbols/slots suffering remote interference by GP.
· Opt2: Keep the same semi-static DL/UL configuration but the UE served by the victim gNBs shall not perform UL transmission in the UL symbols/slots suffering remote interference.
· Opt3: Boost the UL transmission power in the UL symbols/slots suffering remote interference.
· Opt4: Interference cancellation/suppression by advanced receiver.
Fig.3 shows an example for opt1, opt2 and opt3. The same parameters are assumed as in Fig.2. 
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Semi-static DL/UL configuration
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Opt1: Reconfigure the UL symbols/slots suffering remote interference by GP 
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Opt2: No UL transmission in the UL symbols/slots suffering remote interference
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Opt3: Boost the UL transmission power in the UL symbols/slots suffering remote interference
Fig.3 Examples on interference mitigation at victim gNBs 

Opt1 and opt2 are similar schemes as used in TD-LTE network. When the victim gNB detects abnormal IoT enhancement caused by downlink signal of remote gNB, it will reconfigure the GP or other parameters on the interfered UL symbols/slots. In this case, remote interference can be effectively avoided. Opt3 and opt4 are the promising cross-link interference mitigation schemes studied in flexible duplex. The simulation results in [6] and [7] show that performance gain can be achieved by using UL power control and advanced receiver.
However, the interference mitigation in TD-LTE network may cause inefficient resource utilization. For example, for the opt1/2 of Fig.2, the DL resource is reduced by 23.1% and for the opt1/2 for Fig.3, the UL resource is reduced by 75%. Besides, considering the remote interference may occur only in some symbols of a slot, it may increase the complexity of power control. In terms of performance and complexity, some joint interference mitigation at both aggressive gNBs and victim gNBs can be further studied. Fig.4 give an example of joint interference mitigation. When the aggressive gNB identify itself creating strong remote interference to some victim gNBs, it will reconfigure the GP only in partial DL symbols that generates remote interference. Furthermore, if the victim gNB detects remote interference, it will adjust the UL transmission power in the UL slots and in the UL part of bi-directional slots. In this case, the DL resource loss is reduced from 23.1% to 5.8%. And the complexity of power control is reduced since same power control parameter can be applied in a same slot. 
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Fig.4 Joint interference mitigation at aggressive gNB and victim gNB
Observation 2: 
· For remote interference management, both interference mitigation at aggressive gNBs and victim gNBs should be studied.
Observation 3:
· For remote interference management, the interference mitigation schemes in TD-LTE network can be used as a starting point.
Observation 4: 
· For remote interference management, the cross-link interference mitigation techniques in flexible duplex such as power control, advanced receiver, etc. should be studied.
4. Conclusion
In this contribution, we discuss the co-channel remote interference management for NR in synchronized semi-static TDD network and the proposals are summarized below:
Observation 1:
· The number of symbols that may suffer remote interference are related to the following factors:
· Propagation distance between aggressive gNB and victim gNB
· Guard period in semi-static TDD configuration
· Subcarrier spacing configuration
Observation 2: 
· For remote interference management, both interference mitigation at aggressive gNBs and victim gNBs should be studied.
Observation 3:
· For remote interference management, the interference mitigation schemes in TD-LTE network can be used as a starting point.
Observation 4: 
· For remote interference management, the cross-link interference mitigation techniques in flexible duplex such as power control, advanced receiver, etc. should be studied.
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