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In RANP#80 meeting, a new study item, i.e., study on remote interference management for NR was approved [1]. The SI focuses on synchronized macro cells with semi-static DL/UL configuration, and detailed objectives are copied below.
	A. Study mechanisms for improving network robustness and addressing strong remote base station interference, including potential UE side’s enhancement [RAN1]
B. Study mechanisms for identifying which gNB(s)generate strong remote interference, including the following aspects:
i. Potential Reference signal design for gNB to identify that it creates strong inter-gNB interference to some victim gNB[RAN1]
1. Existing reference signals are starting points of discussion.
ii. Mechanism for gNB to start and terminate the transmission/detection of the reference signal(s) [RAN1, RAN3]
C. Study the potential additional coordination among gNBs for mitigating remote interference [RAN3]


The aim of this contribution is to provide our views on the design principles for handling remote interference. We first introduce a couple of basic characteristics of remote interference, and then proffer guidance on the design of mechanisms for interference mitigation along with criteria for interference identification. 
[bookmark: _Ref129681832]Discussion
For TDD network, inter-gNB interference cannot be completely avoided even gNBs in the entire network are fully synchronized with each other in the aspects of time, frequency, and frame structure. The downlink transmission of one gNB is possible to bring about IoT increase for the uplink reception of the other gNB which is in a quite far distance. Such kind of inter-gNB interference is regarded as remote interference.
Basic characteristics of remote interference
It is widely accepted that the phenomenon named “troposphere ducting” is the main cause for the occurrence of remote interference. More concretely, when a signal encounters a rise in temperature in the atmosphere instead of the normal decrease, known as a temperature inversion, the higher refractive index of the atmosphere will cause the signal to be bent as depicted in Figure 1. The tropospheric bending gives rise to tropospheric ducting, through which the radio propagation experiences a low pathloss. Under this circumstance, radio waves can transmit a long distance, e.g., hundreds of kilometers, thus leading to the remote interference.
[image: ]
Figure 1. Illustration of tropospheric bending.
It should be emphasized that the tropospheric ducting phenomenon is very relevant to the weather and climate, and accordingly it may be infeasible to predict the occurrence of remote interference accurately. The time domain property of remote interference has been adequately investigated and discussed in quite a few articles including [3]. It is demonstrated that the remote interference typically lasts hours long when it occurs and sometimes the interference can sustain a whole day or even longer. 
Observation 1: Remote interference is difficult to be accurately predicted, and it typically lasts hours long when occurring.
As is mentioned in the SID [1], the total power of interference and thermal noise observed in relatively large scale of base stations may be above -105 dBm, and even to -90 dBm in some extreme cases. Apparently, such an observation infers that the IoT increase caused by remote interference is of a wide value range which is larger than 15dB. Besides, it is necessary to mention that this statistic data for remote interference is obtained from current TD-LTE network, whose operation band is of the frequency below 3GHz. Although the pathloss between each two gNBs in NR network deployed in C-band is likely to raise compared with LTE owing to the higher frequency range, it cannot be expected that the negative impact brought by remote interference may be weaken in the NR network. The reasons are mainly in two aspects: one is that the number of base stations in NR network will be much larger than that in LTE network when NR is widely deployed in standalone operation without SUL. Another reason is that more beams are likely to be used to cover high-rise buildings concerning that the degree of freedom for beams in vertical direction in C-band can be more flexible than that for frequencies below 3GHz. As a consequence, it can be foreseen that NR networks in TDD operation will still suffer from the remote interference with IoT increase for large scale of gNBs. The impact may be more severe. 
Observation 2: The IoT increase at the victim caused by remote interference is of a wide value range.
Design principles for interference management
Due to the fact that the remote interference is difficult to be predicted accurately, it would lead to a lot of extra work to handle the interference via OAM. Thus, adaptive interference mechanism shall be considered to mitigate the remote interference so as to avoid negative impact on the network coverage and connection successful rate. 
Proposal 1: Adaptive interference mitigation schemes shall be considered to handle remote interference.
As remote interference can last hours long when it occurs, there is enough time for the victim gNB to inform the aggressor gNB that it causes remote interference. Thus, it is possible for victim gNB to transmit reference signal (RS) in order to trigger aggressor gNB taking actions to resolve the remote interference. In this framework, interference mitigation is performed at the aggressor side. As mentioned above, the remote interference can be produced by a remote gNB hundreds of kilometers away. As a matter of fact, co-channel interference may occur between gNBs in different countries, whose interaction is not allowed or not recommended. Hence, applying the interference mitigation schemes at aggressor side seems infeasible in this situation. Consequently, schemes only at victim side should also be supported. Since the interference intensity caused by remote gNB is of a wide value range, thus it is preferable for gNB to select the most proper action to combat the detected interference. For gNBs that endure severe remote interference which almost blocks the UL reception of all UEs in the corresponding cells, reconfiguring the guard period to thoroughly dislodge the remote interference is a natural and effective choice. While for gNBs with low or medium remote interference, other loosen schemes such as power control and adaptive modulation and coding can be utilized which is beneficial to maintain basic transmission requirement for cell center UEs. Therefore, hybrid interference mitigation schemes should be considered to combat remote interference. Detailed discussion on remote interference mitigation schemes is in our companion contribution [2].
Proposal 2: Interference mitigation schemes at both aggressor and victim sides shall be studied.
Design principles for interference identification
According to [1], it is mentioned that the largest distance between aggressor and victim reaches 300km, and thus it should be a necessity for gNB to identify gNBs within the region of radius up to 300km, i.e. about 280,000 square kilometer (sq. km).  Based on the layout model provided in [4], the density of gNBs for dense urban, urban macro, and rural scenarios can be calculated as 28.9, 4.6, and 0.38 per sq. km, respectively. In accordance with the information provided in [5], the ratio of built districts to total region is suggested to be 3%, thus 97% in the total area can be treated as rural scenario. Furthermore, the ratio of dense urban area to total area of built districts in [5] is 10%. Then, we can obtain the ratio of dense urban and urban macro to total region as 0.3% and 2.7%, respectively. Then, the number of gNBs within the concerned region, i.e., 280,000 sq. km is calculated to be about 160,000. Namely, one gNB is required to at least identify more than 160,000 different gNBs in total.
Reference signal is required to be transmitted from one gNB to another for the purpose of interference identification. Taking the example that reference signal is transmitted from aggressor to victim, the information of gNB identity may be conveyed via reference signal transmission in order to facilitate the victim gNB identifying the aggressor gNB(s) successfully. Focusing on the estimated number of gNBs above, it is seen that at least 18 bits should be conveyed via the reference signal. Considering that the remote interference would last a long time when it occurs, there is no need to accomplish a whole round of identification within an exceedingly short time. Several minutes seem to be proper. 
It is preferable to allocate reference signals of different gNBs in different time domain resource as much as possible so as to decrease the number of RS that one gNB needs to detect in one detection window. This approach is beneficial to both improve the successful detection and reduce the implementation complexity for gNB. Taking the DL/UL periodicity of 2.5ms for example, if one round of identification is allowed to be accomplished longer than 400s, gNB is required to detect only one RS within each DL/UL period. Such approach can attain the highest probability of successful detection and the lowest implementation complexity. More details on the design of reference signal can be found in our companion contribution [6].
Proposal 3: Consider minimizing the number of reference signals that one gNB needs to detect in one DL/UL period for interference identification. 
Conclusions
In this contribution, views on the design principles for handling remote interference are provided. The following observations and proposals are given:
Observation 1: Remote interference is difficult to be accurately predicted, and it typically lasts hours long when occurring.
Observation 2: The IoT increase at the victim caused by remote interference is of a wide value range.

Proposal 1: Adaptive interference mitigation schemes shall be considered to handle remote interference.
Proposal 2: Interference mitigation schemes at both aggressor and victim sides shall be studied.
Proposal 3: Consider minimizing the number of reference signals that one gNB needs to detect in one DL/UL period for interference identification. 
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