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1 Introduction

In RAN plenary meeting #80, a SID on remote interference management for NR was agreed [1]. 

Objectives for studying possible mechanisms for mitigating the impact of remote base station interference in unpaired spectrum focusing on synchronized macro cells with semi-static DL/UL configuration in co-channel include:

A. Study mechanisms for improving network robustness and addressing strong remote base station interference, including potential UE side’s enhancement [RAN1]
B. Study mechanisms for identifying which gNB(s)generate strong remote interference, including the following aspects:

i. Potential Reference signal design for gNB to identify that it creates strong inter-gNB interference to some victim gNB[RAN1]

1. Existing reference signals are starting points of discussion.

ii. Mechanism for gNB to start and terminate the transmission/detection of the reference signal(s) [RAN1, RAN3]

C. Study the potential additional coordination among gNBs for mitigating remote interference [RAN3] 

The effect of remote interference (atmosphere duct) has been identified to be a source to increase IoT at eNB. The existing TD-LTE network already deploys means to overcome it though there is no 3GPP standardization. In this contribution, we discuss how to efficiently handle issue of remote interference. 
2 Scenarios of remote interference

In a TD-LTE network, though transmission timing of multiple eNBs can be synchronized to GNSS, the arrival timing at UE side is different considering the propagation delay. For example, if the distances of two eNBs are 300km, the arrival timing of the two eNBs at a UE served by one eNB is about 1ms. That is, the received special subframe in one eNB completely overlaps with the first UL subframe in the other eNB. When there happens to have atmosphere duct, there happens strong DL-UL crosslink interference, i.e. remote interference. 
Depending on the topology of the set of victim eNBs and the set of aggressor eNBs, two scenarios can be classified, 
1) Symmetric remote interference

In such a simple scenario, the two sets of eNBs cause strong remote interference to each other. It is not necessary that the interference levels are same/similar at the two sets.

2) Asymmetric remote interference

In the real network, depending on the real deployment, it is possible that eNB set 1 causes remote interference to eNB set 2. However, the interference from eNB set 2 to eNB set 1 is still tolerable. For example, if eNB set 1 has more cells than eNB set  2, strong interference generated by eNB set 1. 
Scenario 2 is more complicated and should be focus for the study. It is expected a scheme handling scenario 2 is also applicable to scenario 1. 
3 Status in TD-LTE
To overcome remote interference, the current TD-LTE already supports a RIM scheme. Once remote interference is detected, an aggressor eNB will change its special subframe configuration, e.g. from 9:3:2 to 3:9:2 to avoid interference to uplink of victim eNB. According to the email discussion before meeting, a general procedure is
0) Initially, eNB is working with TD-LTE special subframe configuration 9:3:2.

1) If atmosphere duct happens, a victim eNB will found its IoT increased to a certain level. In this case, victim eNB will send a dedicated RIM RS periodically. Thanks to reciprocity, the RIM RS will be received by an aggressor eNB. 
2) An aggressor periodically detects the RIM RS. If detected, the aggressor measurements the event to OAM. 
3) At OAM, engineers after seeing log from many eNBs, will judge if there is a problem of atmosphere duct and decide which eNB(s) should change the special subframe configuration. 
4) For the identified aggressor eNB in step 3), OAM sends new special subframe configuration 3:9:2 to the aggressor eNB. 

In the above procedure, OAM will sends configuration signaling to start or stop RIM operations. A victim eNB, after founding its IoT decreased to below the threshold, has to still transmit RIM RS until OAM stops it. By this way, the aggressor can continuously detect the RIM RS hence know there is still atmosphere duct. This is to avoid Ping-Pang for the RIM procedure. From the above discussion, current RIM framework is not self-adaptive. 
4 Potential enhancements in NR

As discussed in section 3, key drawback for the current RIM procedure is the manual configuration at OAM. Therefore, a key target for this study item is to define an automatic procedure to handle remote interference. On the other handing, OAM must have the capability to start or stop RIM operations. The procedure could be considered from following aspects. 
1. How can a victim detect remote interference?

The UL symbols interfered by remote interference depends on the distance between gNBs. For a gNB not that far away, it may only interfere first symbols in uplink. While for a gNB with large distance, it may interference a large portion of UL symbols from the first uplink symbol. As a result, the level of remote interference is decreased from the first symbol to later symbols. Such a property can be used to detect remote interference. Therefore, the increased IoT level higher than a threshold will trigger RIM operation, i.e. victim sends a RIM RS to all potential aggressors. This behavior is same TD-LTE. 
2. How can an aggressor start to monitor RIM RS from victim?

The aggressor, instructed by OAM, should continuously monitor RIM RS from victim. The exact behavior depends on structure of RIM RS. As discussed in [2], we prefer to reuse existing RS structure in NR phase 1 to minimize the specification efforts. The threshold to detect RIM RS from victim is different from the threshold detecting remote interference at victim. In general, remote interference is combined signals of multiple aggressor eNBs, while RIM RS is transmitted by an individual eNB. Further, it is possible that only a part of a set of victims transmit RIM RS. 
3. How to decide the proper slot structure (similar to special subframe in TD-LTE) for an aggressor?
An aggressor should detect the received power of RIM RS, e.g. RSRP. The aggressor should also refer to the received power detected by other aggressors which may reside in a different region far away. This is to handle asymmetric scenario discussed in section 2, since the aggregated remote interference at the victim could be high though the contribution from eNBs in each region is not that large. Therefore, exchange of measurement at backhaul is needed. 
4. How to avoid Ping-Pang operation?

After detection of RIM RS from victim, an aggressor should change its slot structure containing less DL symbols. This is to avoid remote interference to victim. Though remote interference to normal UL control/data channel/signal disappears, victim must still send the RIM RS, which is an indication for aggressor to check if RIM operation must be continued, i.e. keeping the new slot structure. Only when aggressor judge there is no issue for remote interference based on the measurement of RIM RS, indication of such event should be send to victim, victim then can stop its transmission of RIM RS. 

The above indication can be from OAM or other signaling between eNBs. Alternatively, the above indication can be transmitted by a dedicated physical signal, denoted as RIM RS2. An aggressor after change to new slot structure will send RIM RS2. A victim can monitor RIM RS2 to check if remote interference is still a problem if letting aggressor change back to its early slot structure. 

5. How can a victim know remote interference disappears and stop RIM RS? 
Since the aggressor already changes their slot structure after detection of RIM RS from victim, there should be no remote inference at the victim in the following time. Therefore, victim must detect some other signals or received instruction from OAM to stop RIM RS transmission. 

6. When can an aggressor switch back to a DL heavy slot structure (similar to special subframe in TD-LTE)?

Only when aggressor judge there is no issue for remote interference based on the measurement of RIM RS, the aggressor can change back to its early slot structure.  

Observations:

· The threshold to detect RIM RS from victim is different from the threshold detecting remote interference at victim.

· An aggressor should use its own received power of RIM RS and the received power of RIM RS measured by other aggressors to find a proper slot structure.
· Either aggressor transmitted RIM RS2 or OAM is used to assist the victim to decide whether the atmospheric ducting phenomenon still exist. 

· Further discussion the condition a victim to start/stop transmission of RIM RS.

· Further discussion the condition an aggressor to start/stop transmission of RIM RS2 if needed.

5 Conclusions
In this contribution, we analyze the scenarios where atmosphere duct happens, review the RIM scheme in TD-LTE, and then express our views on enhancement of RIM scheme in NR. An adaptive procedure for RIM operation could be introduced. We make the following observations, 

Observations:

· The threshold to detect RIM RS from victim is different from the threshold detecting remote interference at victim.

· An aggressor should use its own received power of RIM RS and the received power of RIM RS measured by other aggressors to find a proper slot structure.
· Either aggressor transmitted RIM RS2 or OAM is used to assist the victim to decide whether the atmospheric ducting phenomenon still exist. 

· Further discussion the condition a victim to start/stop transmission of RIM RS.

· Further discussion the condition an aggressor to start/stop transmission of RIM RS2 if needed.
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