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1   Introduction
In RAN meeting #80, a study item on remote interference management for NR was approved [1]. Remote interference was observed in commercial TD-LTE network with macro deployment scenario where relatively large number of eNBs intermittently suffered from deteriorating Interference-over-Thermal (IoT), with values even higher than -105dBm, which severely impact the network coverage and connection successful rate. It was identified that this kind of IoT degradation is caused by the downlink signal of remote eNB (as far as 300km away) due to atmospheric ducting as long as the atmospheric conditions [2]. This phenomenon of atmospheric duct interference (ADI) is referred to “remote interference”. 
The current TD-LTE solution is based on increasing GP after identifying the interfering eNBs through a characteristic signal whose transmission is started and stopped by OAM. In this framework, the impact of ADI is mitigated to some extent, but this solution rely on manual intervention through OAM. In addition, the proprietary implementation does not enable inter-eNB coordination due to lack of to lack inter-vendor interoperability.
In NR deployment on lower TDD frequency, the impact of the troposphere bending will continue existing if no special mechanisms are introduced. Though the design of the frame structure in NR has already considered much more flexible GP to leave larger room for avoiding the remote interference, it is necessary to study mechanisms for identifying when or how long will the long enough GP be configured, as well as corresponding gNB’s behavior and inter-gNB’s coordination procedure.
Among the objectives of the SI [2] is to study mechanisms for identifying which gNB(s) generate strong remote interference, including the following aspects: reference signal design for gNB to identify that it creates strong inter-gNB interference to some victim gNB and the mechanisms for gNB to start and terminate the transmission/detection of the reference signal(s). Following up on the NR-RIM pre-RAN1#94 email discussion [3], this contribution provides our views on the mechanisms/frameworks for remote interference management. The reference signal design aspect is discussed in [4].
2   Remote Interference Characteristics and Scenarios
Characterizing the remote interference caused by atmospheric duct phenomena is important for developing effective solutions. The main characteristics of remote interference are the following:

1. Wide scale: remote interference can be observed hundreds of kilometers away from the source.
a. Inland: 100 – 150 km

b. Near sea: 300 – 400 km

2. Long-term nature: remote interference may last for hours.
It is observed that the remote interference in the UL symbols is higher in the symbols closer to GP and decreases further away from GP, because interference from near sources travel shorter distance and experiences lower power loss compared with sources that are farther away.
For the SI of the remote interference management, only co-channel interference between synchronized macro cells with semi-static TDD DL/UL configuration is considered. It is assumed that within the whole network, the semi-static DL/UL configurations between gNBs do not conflict with each other. The cross-link interference caused by dynamic TDD is not within the scope of the SI. It is assumed that channel reciprocity holds at gNB level, i.e., if gNB1 causes remote interference to gNB2, then gNB2 also causes remote interference to gNB1.
Remote interference scenarios are described below.
2.1   Scenario #1: symmetric IoT increase between gNBs clusters causing remote interference to each other.
It shall be assumed that channel reciprocity between two gNBs holds, as shown in Figure 2‑1.
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Figure 2‑1. Symmetric interference between gNB clusters. Reciprocal interference on gNB level.

2.2   Scenario #2: asymmetric IoT increase between gNBs clusters causing remote interference to each other. 
This can happen when some gNBs suffer from remote interference caused by more gNBs than the others, because of network topology, as shown in Figure 2‑2, or because of different gNB densities in different regions, as shown in Figure 2‑3.
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Figure 2‑2. Asymmetric interference between clusters. Cluster #1 suffers twice as much interference as Cluster #2 and Cluster #3.
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Figure 2‑3. Asymmetric interference between clusters. Different gNB densities.
2.3   Scenario #3: asymmetry between gNB clusters because of different (non-conflicting) semi-static DL/UL configurations. 
For example, in Figure 2‑4, the two semi-static DL/UL configurations are not conflicting and cause no cross-link interference locally but cause remote interference (when atmospheric duct conditions are present).
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Figure 2‑4. Example of heterogeneous non-conflicting semi-static DL/UL configurations.

Proposal 1: Scenario #1, Scenario #2 and Scenario #3 should be studied, with emphasis on cases of asymmetry.
3   Interference mitigation schemes
In this section, we briefly discuss the different types of schemes that can be taken to mitigate remote interference. The mitigation schemes can be categorized based on the domain of the action:

1. Time domain, e.g., increasing GP.

2. Frequency domain, e.g., schedule different frequency resources
3. Power domain, e.g., reducing transmission power.

4. Spatial domain, e.g., changing downtilt angle.

Moreover, the mitigation actions can be categorized, based on who is taking the action, as follows:
1. Victim-only mitigation scheme. By this type of scheme, victim measure the remote interference and take interference mitigation actions on its own. No interaction between victim and aggressor is needed. The interference measurement at the victim may not need dedicated reference signal.  
2. Aggressor-only mitigation scheme. This type of action requires identification of the aggressor and therefore, the schemes the use such type of action generally require RIM-RS.
3. Victim-and-aggressor mitigation scheme.
Figure 3‑1 shows examples of the different type of schemes.
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Figure 3‑1. Actions for mitigating remote interference.
Observation 1: For RIM schemes with aggressor taking inference mitigation action, the aggressor need to be identified. 
4   RIM frameworks
For victim-only mitigation scheme, the RIM framework would include the following steps

1. Victim detects the time/frequency resource that suffer from remote interference 

2. Victim takes corresponding actions in time/frequency/spatial domains to mitigate the interference
Rel-15 NR design is expected to be sufficient to support actions in this framework. 
For aggressor-only and victim-and-aggressor mitigation schemes and considering the potential asymmetric remote interference scenario, the framework should in general include the following steps: 
1. ADI detection.
2. Victim RIM-RS transmission and aggressor monitoring
a. FFS: Criteria and mechanisms on triggering RIM-RS transmission at the victim and RIM-RS monitoring at the aggressor

b. FFS: victim transmitted RIM-RS, including sequence, resource, etc.
3. RIM-RS detection and remote interference mitigation
a. FFS: remote interference mitigation schemes at the aggressor

b. FFS: aggressor coordination with victim 

4. Termination of RIM-RS transmission and monitoring 
a. FFS: Criteria and mechanism on terminating RIM-RS transmission and monitoring
In the email discussion preceding RAN1 meeting #94, two frameworks for addressing remote interference were proposed [3] as shown in Figure 4‑1 and Figure 4‑2.
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Figure 4‑1. Framework 1.
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Figure 4‑2. Framework 2.
The two frameworks differs in the ways on how aggressor identify itself to the victim and how the aggressor and victim coordinate. 
The event “IoT demonstrate remote interference characteristics” is not specified in the frameworks above. For schemes with victim-only mitigation action, this is not an issue but for Framework 1 and 2 in which aggressor takes mitigation action, it is useful specify this event in more detail to enable inter-operability between vendors. At least two conditions should be satisfied: 1) the IoT cross certain threshold and 2) the IoT power remains above that threshold for X minutes, e.g., X = 10. The importance of the second condition is to avoid triggering RIM procedure due to intermittent interference, e.g., due to dynamic scheduling. The IoT threshold and the time interval shall be configurable.
Proposal 2: The “IoT demonstrate remote interference characteristics” trigger shall be determined by two configurable parameters: 1) IoT power threshold and 2) time interval for which the IoT remains above that power threshold.

We observe that it is not necessary for the RIM-RS in Framework 1 to convey the gNB ID. However, the RIM-RS may still carry some ID information for reporting to OAM for improved optimization. In Framework 2, the RIM-RS is required to convey enough information to identify the victim gNB. Since it is impractical to assign a unique RS sequence to every gNB, i.e., we can resort to using the time dimension to convey some information about the gNB ID. For example, suppose the number of gNBs is Ng and the number of available unique sequences is Nseq. By assigning only Nseq gNBs to transmit per frame (each gNB with one of the Nseq unique sequence) with periodicity Ng/ Nseq frames, it is possible to identify all gNBs using only Nseq unique sequences.
For the scenario of asymmetric IoT increase, triggering RS monitoring by OAM (e.g.,OAM set up periodicity monitoring at the aggressor gNB) is necessary in Framework 1 and Framework 2 to enable successful remoted interference management is needed. This is because the one gNB may experience significantly higher interference such that it crosses the IoT threshold but the other gNB suffers IoT below the threshold, and therefore will not automatically trigger RS monitoring.
Observation 2: For the scenario of asymmetric IoT increase, triggering RS monitoring by OAM is necessary in Framework 1 and Framework 2.
Next, we discuss the “RS disappearance” event. If a gNB cannot detect an RS that it has previously detected, it can be because of one of two reasons: either the ADI still exists but the gNB failed to detect it (missed detection) or because the ADI indeed stopped. The gNB needs to take into account both factors. For illustration purposes, suppose that the duration for which atmospheric duct condition persists is an exponential random variable with mean 
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which is shown in Figure 4‑3 for 10% and 1% missed detection and mean atmospheric duct interval of 1 hour.
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Figure 4‑3. Detecting "RS disappearance"
Proposal 3: The stop condition “RS disappearance” (in Step 4 and Step 5) should take into account two factors: 1) being unable to detect the RIM-RS within a time window in which it was previously detected and 2) the statistics of the ADI effect, if any.
Framework 1 and Framework 2 are both viable options for managing remote interference.
Proposal 4: Framework 1 and Framework 2 shall be both studied. 
In Framework 2, only the aggressor gNB sends a message through the backhaul to the victim. By allowing the victim to respond through the backhaul to the aggressor gNB, the victim can share any additional information that could be useful to the aggressor in taking the mitigation decision. The exchange of backhaul messages between the aggressor and the victim can also be used for coordination to allow bilateral interference mitigation/avoidance at the aggressor and the victim. 
5   Conclusion

In this contribution, we discussed the scenarios of remote interference to be studied and RIM frameworks. Our views are summarized by the following observations and proposals. 

Observation 1: For RIM schemes with aggressor taking inference mitigation action, the aggressor need to be identified. 

Observation 2: For the scenario of asymmetric IoT increase, triggering RS monitoring by OAM is necessary in Framework 1 and Framework 2.
Proposal 5: Scenario #1, Scenario #2 and Scenario #3 should be studied, with emphasis on cases of asymmetry.
Proposal 6: The “IoT demonstrate remote interference characteristics” trigger shall be determined by two configurable parameters: 1) IoT power threshold and 2) time interval for which the IoT remains above that power threshold.

Proposal 7: The stop condition “RS disappearance” (in Step 4 and Step 5) should take into account two factors: 1) being unable to detect the RIM-RS within a time window in which it was previously detected and 2) the statistics of the ADI effect, if any.
Proposal 8: Framework 1 and Framework 2 shall be both studied. 
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