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1 Introduction

In RAN#80 meeting, a new study item for remote interference management (RIM) was approved [1]. According to the SID, objectives of the study item are as follows:
A. Study mechanisms for improving network robustness and addressing strong remote base station interference, including potential UE side’s enhancement [RAN1]
B. Study mechanisms for identifying which gNB(s) generate strong remote interference, including the following aspects:

i. Potential Reference signal design for gNB to identify that it creates strong inter-gNB interference to some victim gNB [RAN1]

1. Existing reference signals are starting points of discussion.

ii. Mechanism for gNB to start and terminate the transmission/detection of the reference signal(s) [RAN1, RAN3]

C. Study the potential additional coordination among gNBs for mitigating remote interference [RAN3]

In this contribution, we discuss on procedure for NR RIM based on above study item objectives.
2 Framework for Remote Interference Management
  To manage remote CLI, new framework should be defined. This framework should involve identifying remote CLI at victim gNB, start and stop RS transmission, triggering and stop RS monitoring, information exchange between aggressor gNB and victim gNB via backhaul, triggering and stop application of techniques for remote CLI mitigation and avoidance. In this contribution, various types of framework was introduced in terms of utilization of only OTA signaling or OTA/backhaul signaling. One-way means OTA signal is transmitted only from victim gNB to aggressor gNB and two-way means OTA signals can be transmitted from victim gNB to aggressor gNB and vice versa.
  In order to increase effectiveness and efficacy of the RIM, techniques and enablers should be studied for NR RIM framework. Interference scenario and potential techniques for RIM from aggressor/victim gNB perspective, enablers to support RIM framework was discussed in our companion contribution [2]. 

2.1 One-way OTA based Framework 
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Figure 1. One-way OTA based framework

1. Step1: Identify remote CLI at victim gNB.
2. Step2: Victim gNB can broadcast pre-defined RS signal to all aggressor gNB to identify occurrence of remote CLI.
3. Step3: Aggressor gNB can detect RS signal from victim gNB and apply RIM scheme to solve remote CLI among candidate techniques for RIM.
4. Step4: Go to step1 until satisfy predefined condition. 
2.2 Two-way OTA based Framework 
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Figure 2. Two-way OTA based framework
1. Step1: Identify remote CLI at victim gNB
2. Step2: Victim gNB broadcasts pre-defined RS signal to all aggressor gNB to identify occurrence of remote CLI.
5. Step3: Aggressor gNB can detect RS signal from victim gNB and apply RIM scheme to solve remote interference among candidate techniques for RIM.
3. Step4: Aggressor gNB broadcasts pre-defined RS signal to victim gNB to request judge whether remote CLI is still exists.
4. Step5: Go to step1 until satisfy predefined condition.
As depicted in Figure. 2, the main difference from one-way OTA based framework is the approach the aggressor gNB takes to request the victim gNB judgement whether remote CLI is still exists. 
2.3 Two-way OTA/backhaul based Framework-1
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Figure 3. Two-way OTA/backhaul based framework-1
1. Step1: Identify remote CLI at victim gNB
2. Step2: victim gNB broadcasts pre-defined RS signal to all aggressor gNB to identify occurrence of remote CLI.
3. Step3: Aggressor gNB can detect RS signal from victim gNB and feedback corresponding information for RIM (e.g., aggressor cell/group/cluster ID, power level of remote CLI, and etc.) via OTA signalling. For a victim to identify aggressors, the aggressor gNB can also transmit RS. 
4. Step4: Victim gNB measures RS from aggressors, and identify aggressors. Victim gNB share recommended potential techniques to aggressor gNB via backhaul signalling by considering received information from aggressor gNB and prior information (e.g., distance from aggressor gNB, number of aggressor gNB, characteristic of remote CLI channel, and etc.).

5. Step5: Aggressor gNB applies RIM scheme to solve remote CLI among candidate techniques from victim gNB.
6. Step6: Go to step1 until satisfy predefined condition.
As depicted in Figure. 3, the main difference from above two frameworks is the approach the victim gNB takes to inform the aggressor gNB the information about the recommended potential techniques via backhaul signalling. Furthermore, by allowing victim gNB to measure RS from potential aggressors, this mechanism allows identification of aggressor more efficiently compared to the above schemes. It is particularly beneficial and necessary when RIM scenario is asymmetric. If gNBs are identifying potential aggressors based on the measurement on RS from a victim gNB, depending on link asymmetry, the number of gNBs in each side, the power difference, etc, inaccurate identification of aggressor gNBs can occur which can lead performance loss of the system. 
2.4 Two-way OTA/backhaul based Framework-2 
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Figure 4. Two-way OTA/backhaul based framework-2
1. Step1: Identify remote CLI at victim gNB.
2. Step2: Victim gNB broadcasts pre-defined RS signal to all aggressor gNB to identify occurrence of remote CLI. 

3. Step3: Aggressor gNB can detect RS signal from victim gNB and feedback corresponding information for RIM (e.g., aggressor cell/group/cluster ID, power level of remote CLI, and etc.) via backhaul signalling. 
4. Step4: victim gNB share recommended potential techniques to aggressor gNB via backhaul by considering received information from aggressor gNB and prior information (e.g., distance from aggressor gNB, number of aggressor gNB, characteristic of remote CLI channel, and etc.).

5. Step5: Aggressor gNB applies RIM scheme to solve remote CLI among candidate techniques from victim gNB.
6. Step6: Go to step1 until satisfy predefined condition.

As depicted in Figure. 4, the main difference from above two-way OTA/backhaul based framework-1 is the approach the aggressor gNB takes to inform the victim gNB the information about the recommended potential RIM techniques via backhaul signalling. 
Proposal 1: Multiple framework are considered in RIM scenario. Mechanisms to identify which RIM framework is proper are supported. For example, victim can recommend mitigation techniques based on aggressor’s information such as load and the number of gNBs.
3 Conclusion 

In this contribution, we discussed on possible issues to support NR RIM and obtained following proposals.
Proposal 1: Multiple framework are considered in RIM scenario. Mechanisms to identify which RIM framework is proper are supported. For example, victim can recommend mitigation techniques based on aggressor’s information such as load and the number of gNBs.
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