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	Reason for change:
	The restoring of UE configuration is twice in 5.3.13.3 (as following)

1> restore the RRC configuration and AS security context from the stored UE Inactive AS context except the masterCellGroup;
...
1> restore the RRC configuration and the KgNB and KRRCint keys from the UE Inactive AS context except the cellGroupConfig and pdcp-Config; 

RAN2 agree to use default SRB1 configuration for RRCResume reception. Default SRB1 is used to prepare for case where target gNB does not comprehend UE Inactive AS context. 

The current text is unclear that whether the UE should use default PDCP configuration for SRB1 or use the configuration from UE inactive AS context.

The CR is agreed in principle in R2-1905366 in RA2#105bis. The agreement is to keep the 1st sentence of restoring UE Inactive AS context. One further clarification is made on the 1st sentence. The term “AS security context” is replaced with “the KgNB and KRRCint keys”. The reason is that RRC does not define clearly what is AS security context and we use the term “the KgNB and KRRCint keys” while storing the context. So, it more reasonable to specify the keys without using the term “security context”.


	
	

	Summary of change:
	[bookmark: _GoBack]In 5.3.13.3, modify the 1st clause to clarify that pdcp-Config is not restored and delete the 2nd clause about restore UE configuration.

Impact analysis
Impacted 5G architecture options: Standalone

Impacted functionality: 
RRC Resume procedure

Inter-operability:
If the UE implements the CR but the network does not or vice-versa, there is inter-operability issue. The UE and network may have different understanding on PDCP configuration of SRB1 during RRC resume procedure. This may result in resume procedure failed. The consequences if not approved remain.

	
	

	Consequences if not approved:
	It is unclear that whether the UE should use default PDCP configuration or use the configuration from UE inactive AS context for SRB1 during resume procedure. This may result in resume procedure failed.
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5.3.13.3	Actions related to transmission of RRCResumeRequest or RRCResumeRequest1 message
The UE shall set the contents of RRCResumeRequest or RRCResumeRequest1 message as follows:
1>	if field useFullResumeID is signalled in SIB1:
2>	select RRCResumeRequest1 as the message to use;
2>	set the resumeIdentity to the stored fullI-RNTI value;
1>	else:
2>	select RRCResumeRequest as the message to use;
2>	set the resumeIdentity to the stored shortI-RNTI value;
1>	restore the RRC configuration and the KgNB and KRRCint keysAS security context from the stored UE Inactive AS context except the masterCellGroup and pdcp-Config;
1>	set the resumeMAC-I to the 16 least significant bits of the MAC-I calculated:
2>	over the ASN.1 encoded as per clause 8 (i.e., a multiple of 8 bits) VarResumeMAC-Input;
2>	with the KRRCint key in the UE Inactive AS Context and the previously configured integrity protection algorithm; and
2>	with all input bits for COUNT, BEARER and DIRECTION set to binary ones; 
1>	restore the RRC configuration and the KgNB and KRRCint keys from the UE Inactive AS context except the masterCellGroup and pdcp-Config;
1>	derive the KgNB key based on the current KgNB key or the NH, using the stored nextHopChainingCount value, as specified in TS 33.501 [11];
1>	derive the KRRCenc key, the KRRCint key, the KUPint key and the KUPenc key;
1>	configure lower layers to apply integrity protection for all radio bearers except SRB0 using the configured algorithm and the KRRCint key and KUPint key derived in this subclause immediately, i.e., integrity protection shall be applied to all subsequent messages received and sent by the UE;
NOTE 1:	Only DRBs with previously configured UP integrity protection shall resume integrity protection.
1>	configure lower layers to apply ciphering for all radio bearers except SRB0 and to apply the configured ciphering algorithm, the KRRCenc key and the KUPenc key derived in this subclause, i.e. the ciphering configuration shall be applied to all subsequent messages received and sent by the UE;
1>	re-establish PDCP entities for SRB1;
1>	resume SRB1;
1>	submit the selected message RRCResumeRequest or RRCResumeRequest1 for transmission to lower layers.
NOTE 2:	Only DRBs with previously configured UP ciphering shall resume ciphering.
If lower layers indicate an integrity check failure while T319 is running, perform actions specified in 5.3.13.5.
The UE shall continue cell re-selection related measurements as well as cell re-selection evaluation.

