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	Reason for change:
	There are two possible alternative configurations with Unified Access Control: Explicit and Implicit. 
Once the eNB provides Implicit configuration per PLMN, the UE is selecting UAC-BarringPerPLMN and gets uac-ImplicitACBarringList in the uac-ACBarringListType:
UAC-BarringPerPLMN ::=              SEQUENCE {
    plmn-IdentityIndex                  INTEGER (1..maxPLMN),
    uac-ACBarringListType               CHOICE{
        uac-ImplicitACBarringList           SEQUENCE (SIZE(maxAccessCat-1)) OF UAC-BarringInfoSetIndex,
        uac-ExplicitACBarringList           UAC-BarringPerCatList
    }                                                                                                                   OPTIONAL
}

The Implicit method does not use UE-BarringPerCat. 
The currently written procedure instructs the UE to use UE-BarringPerCat in the Implicit method, which is incorrect.

	
	

	Summary of change:
	1. Unified Access Control procedures for uac-ImplicitACBarringList (PLMN specific) are corrected to refer to the determined Access Category by the UE 

Impact analysis
Impacted functionality: Unified Access Control (Implicit configuration)
Inter-operability: 
1. If the network is implemented according to the CR and the UE is not, the UE can accidentally use the barring configuration from uac-BarringForCommon, instead of PLMN specific.
2. If the UE is implemented according to the CR and the network is not, the UE can accidentally use the barring configuration from uac-BarringForCommon, instead of PLMN specific.

	
	

	Consequences if not approved:
	Even if provided by the gNB, the UE will not apply Implicit UAC configuration according to the signalled parameters.
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First Modified Subclause
5.3.14	Unified Access Control
5.3.14.1	General
The purpose of this procedure is to perform access barring check for an access attempt associated with a given Access Category and one or more Access Identities upon request from upper layers according to TS 24.501 [23] or the RRC layer.
5.3.14.2	Initiation
Upon initiation of the procedure, the UE shall:
1>	if timer T390 is running for the Access Category:

2>	consider the access attempt as barred;
1>	if timer T302 is running and the Access Category is neither '2' nor '0':
2>	consider the access attempt as barred;
1>	else:
Editor’s note: FFS whether indication/selection of the Access Category for RRC Resume is described in this section or not.
2>	if the Access Category is ‘0’:
3>	consider the access attempt as allowed;
2>	else:
3>	if SIB1 includes uac-BarringPerPLMN-List and the uac-BarringPerPLMN-List contains an UAC-BarringPerPLMN entry with the plmn-IdentityIndex corresponding to the PLMN selected by upper layers (see TS 24.501 [23]):
4>	select the UAC-BarringPerPLMN entry with the plmn-IdentityIndex corresponding to the PLMN selected by upper layers;
4>	in the remainder of this procedure, use the selected UAC-BarringPerPLMN entry (i.e. presence or absence of access barring parameters in this entry) irrespective of the uac-BarringForCommon included in SIB1;
3>	else if SIB1 includes uac-BarringForCommon:
4>	in the remainder of this procedure use the uac-BarringForCommon (i.e. presence or absence of these parameters) included in SIB1;
3> else:
4> consider the access attempt as allowed;
3>	if uac-BarringForCommon is applicable or the uac-ACBarringListType indicated that uac-ExplicitACBarringList is used:
4>	if the corresponding UAC-BarringPerCatList contains a UAC-BarringPerCat entry corresponding to the Access Category:
5>	select the UAC-BarringPerCat entry;
5>	if the uac-BarringInfoSetList contain a UAC-BarringInfoSet entry corresponding to the selected uac-barringInfoSetIndex in the UAC-BarringPerCat:
6>	select the UAC-BarringInfoSet entry;
6> perform access barring check for the Access Category as specified in 5.3.14.5, using the selected UAC-BarringInfoSet as "UAC barring parameter";
5>	else:
6> consider the access attempt as allowed;
4>	else:
5> consider the access attempt as allowed;
3> else if the uac-ACBarringListType indicated that uac-ImplicitACBarringList is usedindicated:
4> if the uac-BarringInfoSetList contain a UAC-BarringInfoSet entry corresponding toselect the uac-BbarringInfoSetIndex corresponding to the Access Category in the uac-ImplicitACBarringList;UAC-BarringPerCat:
[bookmark: _Hlk525467450]5> if the uac-BarringInfoSetList contain the UAC-BarringInfoSet entry corresponding to the selected uac-BarringInfoSetIndex:
65> select the UAC-BarringInfoSet entry;
65> perform access barring check for the Access Category as specified in 5.3.14.5, using the selected UAC-BarringInfoSet as "UAC barring parameter";
54> else:
65> consider the access attempt as allowed;
3> else:
4> consider the access attempt as allowed;
1>	if the access barring check was requested by upper layers:
2>	if the access attempt is considered as barred:
3>	inform upper layers that the access attempt for the Access Category is barred, upon which the procedure ends;
2>	else:
3>	inform upper layers that the access attempt for the Access Category is allowed, upon which the procedure ends;
1>	else:
2>	the procedure ends;
End of Modified Subclause



