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*** Begin 36.331v13.8.1 ***
5.3.3	RRC connection establishment
[bookmark: _Toc503258321]*** some parts excluded ***
5.3.3.3a	Actions related to transmission of RRCConnectionResumeRequest message
The UE shall set the contents of RRCConnectionResumeRequest message as follows:
1>	if the UE is a NB-IoT UE; or
1>	if field useFullResumeID is signalled in SystemInformationBlockType2:
2>	set the resumeID to the stored resumeIdentity;
1>	else
2>	set the truncatedResumeID to include bits in bit position 9 to 20 and 29 to 40 from the left in the stored resumeIdentity.
1>	if the UE supports mo-VoiceCall establishment cause and UE is resuming the RRC connection for mobile originating MMTEL voice and SystemInformationBlockType2 includes voiceServiceCauseIndication:
2>	set the resumeCause to mo-VoiceCall;
1>	else if the UE supports mo-VoiceCall establishment cause for mobile originating MMTEL video and UE is resuming the RRC connection for mobile originating MMTEL video and SystemInformationBlockType2 includes videoServiceCauseIndication: 
2>	set the resumeCause to mo-VoiceCall;
1>	else
2>	set the resumeCause in accordance with the information received from upper layers;
1>	set the shortResumeMAC-I to the 16 least significant bits of the MAC-I calculated:
2>	over the ASN.1 encoded as per section 8 (i.e., a multiple of 8 bits) VarShortResumeMAC-Input (or VarShortResumeMAC-Input-NB in NB-IoT);
2>	with the KRRCint key and the previously configured integrity protection algorithm; and
2>	with all input bits for COUNT, BEARER and DIRECTION set to binary ones;
1>	restore the RRC configuration and security context from the stored UE AS context:
1>	restore the PDCP state and re-establish PDCP entities for SRB1;
1>	resume SRB1;
NOTE:	Until successful connection resumption, the default physical layer configuration and the default MAC Main configuration are applied for the transmission of SRB0 and SRB1, and SRB1 is used only for the transfer of RRCConnectionResume message.
The UE shall submit the RRCConnectionResumeRequest message to lower layers for transmission.
The UE shall continue cell re-selection related measurements as well as cell re-selection evaluation. If the conditions for cell re-selection are fulfilled, the UE shall perform cell re-selection as specified in 5.3.3.5.

*** some parts excluded ***
[bookmark: _Toc503258323]5.3.3.4a	Reception of the RRCConnectionResume by the UE
The UE shall:
1>	stop timer T300; 
1>	restore the PDCP state and re-establish PDCP entities for SRB2 and all DRBs;
1>	if drb-ContinueROHC is included:
2>	indicate to lower layers that stored UE AS context is used and that drb-ContinueROHC is configured;
2>	continue the header compression protocol context for the DRBs configured with the header compression protocol;
1>	else:
2>	indicate to lower layers that stored UE AS context is used;
2>	reset the header compression protocol context for the DRBs configured with the header compression protocol;
1>	 discard the stored UE AS context and resumeIdentity;
1>	perform the radio resource configuration procedure in accordance with the received radioResourceConfigDedicated and as specified in 5.3.10;
NOTE:	When performing the radio resource configuration procedure, for the physical layer configuration and the MAC Main configuration, the restored RRC configuration from the stored UE AS context is used as basis for the reconfiguration.
1>	resume SRB2 and all DRBs;
1>	if stored, discard the cell reselection priority information provided by the idleModeMobilityControlInfo or inherited from another RAT;
1>	if stored, discard the dedicated offset provided by the redirectedCarrierOffsetDedicated;
1>	if the RRCConnectionResume message includes the measConfig:
2>	perform the measurement configuration procedure as specified in 5.5.2;
1>	stop timer T302, if running;
1>	stop timer T303, if running;
1>	stop timer T305, if running;
1>	stop timer T306, if running; 
1>	stop timer T308, if running;
1>	perform the actions as specified in 5.3.3.7;
1>	stop timer T320, if running;
1>	stop timer T350, if running;
1>	perform the actions as specified in 5.6.12.4;
1>	stop timer T360, if running;
1>	stop timer T322, if running;
1>	update the KeNB key based on the KASME key to which the current KeNB is associated, using the nextHopChainingCount value indicated in the RRCConnectionResume message, as specified in TS 33.401 [32];
1>	store the nextHopChainingCount value;
1>	derive the KRRCint key associated with the previously configured integrity algorithm, as specified in TS 33.401 [32];
1>	request lower layers to verify the integrity protection of the RRCConnectionResume message, using the previously configured algorithm and the KRRCint key;
1>	if the integrity protection check of the RRCConnectionResume message fails:
2>	perform the actions upon leaving RRC_CONNECTED as specified in 5.3.12, with release cause 'other', upon which the procedure ends;
1>	derive the KRRCenc key and the KUPenc key associated with the previously configured ciphering algorithm, as specified in TS 33.401 [32];
1>	configure lower layers to resume integrity protection using the previously configured algorithm and the KRRCint key immediately, i.e., integrity protection shall be applied to all subsequent messages received and sent by the UE;
1>	configure lower layers to resume ciphering and to apply the ciphering algorithm, the KRRCenc key and the KUPenc key, i.e. the ciphering configuration shall be applied to all subsequent messages received and sent by the UE;
1>	enter RRC_CONNECTED;
