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Foreword

The present document has been produced by the ETSI MCC department. 
The overall document was coordinated by Adrian Zoicas (MCC Work Plan Coordinator), who wishes to thank all the contributors for their dedication and quality of inputs.

The coloured highlight of the Unique IDentifier (UID) reflects the status of the work items e.g. ongoing, completed, etc.
Stopped Features and Studies are listed at the end of the present document.

Legend:

Completed WI
Ongoing WI
Moved WI to/from another Release
Stopped WI
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1
Scope

The present document collects 3GPP work items for supporting Public Safety (individual-to-authority/authority-to-individual) communication, including eCall, PWS, ETWS, etc., so that police/fire-fighters/paramedics/ambulance and other services can use in place of (or in addition to) existing narrowband Public Safety networks.

The present document does not include Public Safety (authority-to-authority) communications – which make the subject of another 3GPP special focus document.

2
References

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

2.1
Specifications

Global information on the Specifications (also called "specs") can be found at:

http://www.3gpp.org/specs/specs.htm
The latest versions of all 3GPP specifications, containing the most recent corrections and additions, are available at:

http://www.3gpp.org/ftp/Specs/latest/
For specific purposes, older versions might be needed. These versions are available at:

http://www.3gpp.org/ftp/Specs/Archive/
where the specifications are sorted by series and then by folders containing all the available versions of a given spec (one folder per spec), for all Releases.

2.2
Tdocs

The Temporary Documents (tdocs) are mainly the original papers written by the 3GPP Members, and are the inputs for elaborating the specs. They are available (sorted by 3GPP technical groups (Technical Specification Groups (TSGs) and Working Groups (WGs)) at:

http://www.3gpp.org/ftp/
starting with 'tsg....'.

2.3
Work Plan, Work Items and Study Items

Work Item Description (WID) / Study Item Description (SID) is a form which initial version provides the target to be reached before starting the work. Potential subsequent versions precise the target and foreseen completion dates according the actual work progress. WIDs / SIDs are stored in:

http://www.3gpp.org/ftp/Information/WI_sheets/
The 3GPP Work Plan is a living document, periodically updated, containing the full list of Work Items and Study Items, as well as summary information for each WI, as: the WG in charge of it, its starting date and (foreseen or actual) completion date, the actual progress, etc. The 3GPP Work Plan is available at:

http://www.3gpp.org/ftp/Information/WORK_PLAN/
2.4
Change Request database

A specification is originally drafted and maintained by a rapporteur, who compiles the contents from discussions in the WGs and TSGs. When it is considered to be 80% complete, it is brought under a so-called "change control" process. After this, changes to the specification can only be made using Change Requests (CRs) that are usually agreed by consensus in the WG responsible for the specification, and then formally approved by the relevant TSG.

The CR database contains information on CRs including a Work Item code, a CR number that is unique for a certain specification (different CR versions are possible, but only one can ever be approved), the status of each CR, references to the source Individual 3GPP Member(s) and relevant WG/TSG temporary documents numbers and meetings.

This database is available in:

http://www.3gpp.org/ftp/Information/Databases/Change_Request/
Further information on CR is available at:

http://www.3gpp.org/specs/CR.htm
3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply.
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Release 1999

	UID
	Name
	Acronym
	Resource
	WI_rapporteur

	
	Release 1999
	
	
	

	60037
	Emergency
	Emergency
	S1
	-

	60121
	Location Services
	LCS
	S1,S2,S3,SMG1,SMG2,SMG12,N1,N2,N4,R2,R3
	


4.1
Location Services (LCS)  UID_60121
Resources:
S1,S2,S3,SMG1,SMG2,SMG12,N1,N2,N4,R2,R3

	UID
	Name
	Acronym
	Finish
	Hyperlink
	TSs_and_TRs

	60121
	Location Services
	LCS
	31/12/1999
	SP-99327
	02.07, 03.71, 04.31, 04.35, 04.71, 05.05, 08.08, 08.31, 08.71, 09.31, 22.071, 23.002, 23.003, 23.007, 23.008, 23.016, 23.018, 23.032, 23.171, 24.007, 24.008, 24.030, 24.080, 25.305, 25.306, 25.331, 25.413, 25.423, 29.002, 29.010


References

	Document
	Title/Contents

	WIDs

	SP-99327
	Proposed Work Item on Location Services for UMTS

	Impacted Specifications

	23.002
	GSM/UMTS General Architecture

	29.002
	MAP (Mobile Application Part)

	25.331
	Radio Resource Control (RRC); protocol specification (UMTS only)

	25.306
	UE Radio Access Capabilities (UMTS only)

	25.413
	UTRAN Iu interfaces RANAP signalling (UMTS only)

	25.423
	UTRAN Iur interfaces RNSAP signalling (UMTS only)

	New Dedicated Specifications

	22.071
	LCS Stage 1 (for GSM and UMTS)

	03.71
	LCS Stage 2 for GSM

	23.171
	LCS Stage 2 for UMTS

	04.71
	LCS Mobile radio interface layer 3 (including LLP: LMU LCS Protocol) (GSM only)

	04.31
	RRLP (Radio Resource LCS Protocol) (GSM only)

	08.71
	BSSLAP (BSS LCS Application Leaves) (GSM only)

	08.31
	SMLCPP (SMLC Peer Protocol) (GSM only)

	09.31
	BSSAP LE (DTAP and BSSMAP extensions to support LCS) (GSM only)

	25.305
	Functional stage 2 specification of Location services in UTRAN (UMTS only)

	23.032
	Universal Geographical Area Description


Location Services is a feature providing the ability to localise a terminal (MS - Mobile Station in GSM and UE - User Equipment in UMTS). This location information is used to provide services to the end-user (e.g. to offer a local map with indication of closest restaurants, etc), for emergency services or for "internal clients", i.e. a UMTS network entity, like an RNC to direct the beam when space diversity is used (not used at least up to Rel-6). 

The work on this feature was initiated by T1P1, who worked on location services only for use in emergency situation. Then their work was transferred to 3GPP who extend its scope to cover commercial aspects as well. LCS was incompletely introduced for GSM in Rel-98, and was enhanced for GSM and adapted to UMTS in  Rel-99. 

The location relies on three key functions: the measurement of the radio signals, performed by the LMU (Location Measurement Unit); the dialogue between the network and the external LCS client, performed by the GMLC (Gateway MLC); and the calculation of the position, performed by the SMLC (Serving Mobile Location Centre), also coordinating the overall process. The architectures, both for GSM and for UMTS, are shown below, extracted from TS 03.71 for the GSM (GERAN) aspects and from TS 23.171 for the UMTS (UTRAN) aspects.

[image: image2.wmf] 

 

 

 

 

 

 

 

 

 

 

 

 

 SMLC

 

UE

 

 

Node B

 

LMU  

type B

 

 

 

HLR

 

Gateway

 

MLC

 

External

 

LCS client

 

Le

 

Lg

 

Lh

 

LMU 

type A

 

 

 

Um

 

Iu

 

Iub

 

gsmSCF

 

Lc

 

MSC

 

 

 

 BSC

 

 

BTS 

LMU 

type B

 

A/ (Gb)/ 

(Iu)

 

Abis

 

SRNC

 

SMLC

 

Lb

 

Ls

 

Uu

 

<

-

 alternative 

-

>

 

(R98 and 99)

 

<

-

 alternative 

-

>

 

SMLC

 

Lp

 

UTRAN

 

GERAN

 


Legend: 
Red lines and entities: interfaces and entities specific to LCS



Black lines and entities: other interfaces and entities

Figure: UMTS and GSM LCS architecture

The entity being tracked is the MS/UE at the far left (shown as "UE" in the figure). The External LCS client at the far right is the entity using the location information for himself (emergency services) or to provide the commercial service to the User.

The label "alternative" on the figure means that two options are possible: 

· the LMU can be on the infrastructure side or can be a stand-alone entity, communicating with the infrastructure re-using the Radio interface using its own IMSI (even in the later case, the LMU remains a network element),

· the SMLC can be connected to the BSC or to the MSC.

The options reflect lack of decision at 3GPP in the face of balanced advantages: in the first case, a type A LMU (stand-alone entity) is easier to deploy but consumes radio resources, contrarily to a type B LMU. With respect to the second option, connecting an SMLC to the MSC reduces the number of connections (there are fewer MSC than BSCs) but involves the MSC for relaying a user-access centric dialogue between the BSC and the SMLC. This second option will disappear in later releases.

The flows for the External Client to get the position of the User are the following:
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Figure: Flows for LCS

1. The LCS client requests to his allocated GMLC the location of the UE by sending the message "LCS Service Request" on the Le interface (fully defined only from Rel-5 onwards: the dialogue is on a proprietary basis for previous releases). 

2. The GMLC contacts the HLR to obtain the address of the current VLR/MSC of the subscriber. 

3. The HLR answers, after having checked that the requesting GMLC is authorised to obtain the location of the subscriber (2 and 3: MAP messages Send_Routing_Info_For_LS, TS 29.002, 1A.1.2). 

4. The GMLC then contacts the MSC/VLR in the visited network to obtain the location information. The VLR checks that the subscriber authorises the transmission of his location. (4 and 9: MAP messages Provide_Subscriber_Location, TS 29.002, 1A.2.2) 

5. Once these checks have been made, the terminal is, if necessary, paged and authenticated, and, potentially, encryption is activated. The MS is then supposed to be reachable if LCS client asks for it (Location_Notification_Invoke and Location_Notification_Return_Result messages, presented in stage 2 but not defined in stage 3). 

6. The MSC then starts the active phase of recovery of the location of the MS, solicitating the SMLC with BSSMAP LE Perform Location request (09.31) message in GERAN. This message is sent directly from the MSC to the SMLC in the event of "NSS-based solution" or forwarded transparently by the BSC for the "BSS-based solution". 

7. The radio location procedure is then triggered: several procedures are defined, which may or not involve the MS/UE. As a result of the radio location procedure, the SMLC knows the position of the MS. 

8. The MS/UE position is then forwarded from the SMLC towards the LCS client. The payload of this message is the Information Element "Location Estimate" or "Geographic Location IE" (different names are used in different documents), the coding for which is given in TS 23.032. 

9. The location information then reaches the requesting GMLC (in response to message 4: Provide_Subscriber_Location, TS 29.002, 1a.2.2). 

10. Lastly, this information reaches its final recipient, the LCS client, by the message "LCS Service Response", which, as its homologue "LCS Request service" is mentioned in stage 2 but not in stage 3 for this Release. 

The radio location procedure (step 7 in the above procedure) can be any of four types in GSM and three types in UTRAN. The GSM procedures are:

· Timing Advance (TA). This method provides a location area in the shape of a ring centered on the BTS whose identity is returned by the TA Response message. The radius of the ring is the Timing Advance multiplied by the speed of light.

· Uplink Time Of Arrival (TOA). This method consists of determining times of arrival at three LMUs (with known geographical co-ordinates) of a signal emitted by the mobile. These times determine the distance from the mobile, from which, by triangulation, the position of the mobile is deduced.

· Enhanced Observed Time Difference (E-OTD). The MS measures the times of arrival of bursts sent by three radio-visible BTSs. Two options are possible: calculation is performed either directly by the MS (MS Based E-OTD), or in the SMLC with the measurements provided by the MS (MS Assisted E-OTD). 

· Assisted GPS: the coordinates of the MS are directly obtained by GPS (Global Positioning System). In the process of getting the location, the GSM network is just used to send Assistance Data to get a quicker access to GPS (e.g. by sending the information on the visible GPS satellites).

· The UMTS procedures are:

· Cell ID based. This is the simplest case, where the resulting location information is simply the serving cell identity (Node B) or a geographical area corresponding to this cell (a disk centred on the BTS/Node B), plus possibly some other indications like the RTT (Round Trip Time). 

· OTDOA-IPDL (Observed Time Difference Of Arrival – Idle Period DownLink), where the MS measures the difference of time of arrival of a reference signal from two Nodes B, which makes it possible to locate the MS on a hyperbola based on these two Node Bs. The use of a third Node B makes it possible to identify two other hyperbolae and the interclause of these hyperbolae locates the MS. One can thus speak about a solution inherited of the hyperbolic solution E-OTD. 

· Network Assisted GPS, derived from the analogous method in GSM. 

For UMTS, several other methods were suggested in stage 2, but were finally rejected: AOA (Angle Of Arrival), OTOA (Observed Time Of Arrival), OTDOA-RNBP (OTDOA Reference Node-Based Positioning) and OTDOA-PE (OTDOA Positioning Elements).

In GSM, E-OTD and A-GPS demand an action by the MS/UE, as do OTDOA-IPDL and A-GPS in UMTS. These methods are more accurate than the other ones, but they need to have LCS-capable MS/UE, i.e. they cannot work without enhancements to the MS/UE.

Finally, not less than 5 new protocols are introduced for GSM LCS: 


· RRLP (Radio Resource LCS Protocol), defined in 04.31, for the dialogue SMLC to target MS

· LLP (LMU LCS Protocol), defined in 04.71, for SMLC to LMU dialogues

· BSSLAP (BSS LCS Application Leaves), defined in 08.71, for SMLC to BSC dialogues

· SMLCPP (SMLC Peer Protocol), defined in 08.31, for SMLC to SMLC dialogues

· BSSAP LE defined in 09.31, for the needed DTAP and BSSMAP extensions to support LCS.

In UTRAN, the Stage 2 is defined in a dedicated specification: TS 25.305 entitled "Functional stage 2 specification of Location services in UTRAN". The Stage 3 is much more integrated into the existing protocols than in GSM. It is defined through "General" UTRAN Stage 3, namely mainly in 25.331 ("Radio Resource Control (RRC); protocol specification"), but also in the following specifications: 

· TS 25.306: "UE Radio Access Capabilities". 

· TS 25.413: " UTRAN Iu interfaces RANAP signalling". 

· TS 25.423: " UTRAN Iur interfaces RNSAP signalling".

All these options on architecture and on radio methods did not facilitate at all a rapid and inexpensive introduction of standardized LCS into the market.
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Release 4

	UID
	Name
	Acronym
	Resource
	WI_rapporteur

	
	Release 4
	
	
	

	401652
	Rel-4 Emergency call enhancements
	EMC1
	N1,S1,T1
	Ericsson


5.1
Rel-4 Emergency call enhancements (EMC1) UID_401652
Resources:
S1,N1,T1

	UID
	Name
	Acronym
	Resource
	Finish
	Hyperlink
	Notes
	TSs_and_TRs

	401652
	Rel-4 Emergency call enhancements
	EMC1
	N1,S1,T1
	28/05/2002
	-
	-
	-

	1654
	For CS based calls
	EMC1-CS
	N1
	28/05/2002
	NP-010136
	WI approved in TSG_10
	-

	1320
	Distinction in CS domain of emergency call types to different emergency services
	EMC1-CS
	S1
	23/06/2000
	-
	-
	-

	1999
	Distinction in CS domain of emergency calls to different emergency types
	EMC1-CS
	N1
	22/09/2000
	NP-010136
	Calls to different emergency services such as ambulance, fire brigade, police, etc. can be routed to respective different emergency centers
	24.008

	2226
	Testing CS based emergency calls
	EMC1-CS
	T1
	28/05/2002
	TP-030052
	-
	34.123-1

	2563
	Testing CS based emergency calls - TTCN
	EMC1-CS
	T1
	28/05/2002
	TP-030052
	-
	34.123-3


Acronym:
EMC1

UID:
401652, 1654

Main responsibility:
N1
References

	Document
	Title/Contents

	NP-010136
	CS based Emergency Call Enhancements in Rel-4

	Impacted Specifications

	TS 24.008
	Mobile radio interface Layer 3 specification; Core network protocols; Stage 3

	New Dedicated Specifications

	
	None


Emergency calls over the CS domain has been integrated into the system as a mandatory feature from the beginning of GSM. This work item enhances the possibilities to establish an emergency speech call to the serving network. Emergency calls should be routed to the emergency services in accordance with the new national regulations, which should be based upon one or more default numbers stored in the ME and/or USIM. And it should be allowed to establish an emergency call without the need to dial a dedicated number, in order to avoid the mis-connection in a roaming case. That could be by means such as menu, or a linkage to a car air bag control. This functionality is also supported by the UE without a SIM/USIM being present, and no other type than Emergency calls is accepted without a SIM/USIM. 

Emergency calls was intended to work in the CS and the PS domain, but the packet emergency calls was not implemented in Rel-4 and became a work item for Rel-5 where that part was enhanced to include IMS.
6
Release 6

	UID
	Name
	Acronym
	Resource
	WI_rapporteur

	31015
	Priority Service
	PRIOR1
	S1
	Telcordia


6.1
Priority Service (PRIOR1)

Written by:
M. Clayton
Acronym:
PRIOR1

UID:
31015

Main responsibility:
S1

References

	Document
	Title/Contents

	SP-010523
	Priority Service

	SP-040103
	Multimedia Priority Service

	Impacted Specifications

	None
	None

	New Dedicated Specifications/Reports

	TS 22.950
	Priority service feasibility study

	TS 22.952
	Priority service guide


	31015
	Priority Service
	PRIOR1
	SP-010523
	-

	31016
	Feasibility Study on Priority Service
	PRIOR-FS
	SP-010523
	22.950

	31017
	Stage 1 - Requirements for Priority Service
	PRIOR-SR
	SP-010523
	-

	31043
	Priority service implementation guide
	PRIOR1
	SP-010523
	22.952


The intent of the priority feasibility study was to assess the ability of 3GPP specifications to meet high-level requirements identified for Priority Service. This Feasibility Study consisted of a multi-step process, namely:

1. Identify high-level requirements for Priority Service.

2. Determine existing relevant 3GPP specifications for Priority Service.

3. Perform a Gap Analysis to assess the ability of existing 3GPP specifications to meet the high-level Priority Service requirements.

Priority Service allows qualified and authorized users to obtain priority access to the next available radio (voice or data traffic) channels on a priority basis before other PLMN users during situations when PLMN congestion is blocking call attempts. In addition, Priority Service supports priority call progression and call completion to support an "end-to-end" priority call.

Priority Service is intended to be used by qualified and authorized users, i.e., emergency service personnel, only during times of emergency situations and network congestion. Access to Priority Service is limited to key personnel and those with leadership responsibilities and is not intended for use by all emergency service personnel. This is to ensure that non-emergency service personnel cannot "take over" the network and deny the other non-emergency service subscribers a reasonably level of service.

Priority Service providers should adhere to uniform, nationwide operating access procedures. Priority Service can provide significant benefits for public safety. There may be times during emergencies when non-Priority Service subscribers will be unable to obtain access to their wireless services (because Priority Service personnel are using the channels); nevertheless, the benefits of Priority Service outweigh any inconvenience to non-Priority Service subscribers.

Priority Service is to be available at all times in equipped markets in both the HPLMN and VPLMN within a country where the PLMN provider is offering the service. The capability for pre-emption should be supported, with the option to turn it on/off depending on regional requirements. Priority Service is applicable to both GERAN and UTRAN and is activated on a per call basis using Priority Service dialling procedures. 

Priority Service, supported by the 3GPP system set of services and features, is one element in ability to deliver calls of a high priority nature from mobile to mobile networks, mobile to fixed networks, and fixed to mobile networks.

Based on the analysis in this Feasibility Study, most of the high-level requirements for Priority Service can be supported through the use of Access Control, eMLPP, A/Iu Priority element, and SIM-based capabilities. The "authorization by PIN" requirement could be supported by a handset-based solution and not a network-based solution.
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Release 7

	UID
	Name
	Acronym
	Resource
	WI_rapporteur

	
	Release 7
	
	
	

	31041
	Study on Multimedia Priority Service
	PRIOR-MM
	S1
	Telcordia

	31083
	Study on Transferring of emergency Call data
	eCALL
	S1
	Motorola

	32045
	PS domain and IMS impacts for supporting IMS Emergency calls
	EMC1
	S2,S1,C1,C4,IETF
	Siemens

	32079
	Location Services enhancements
	LCS3
	S1,S2,GP,C4,R2
	-

	32093
	Stage 2 for LCS3 (including IMS emergency location aspects)
	LCS3
	S2
	SiRF

	32113
	Deleted - PS domain and IMS support for IMS Emergency sessions
	IMS-EMER
	S2
	Nokia


7.1
Study on Multimedia Priority Service (PRIOR-MM) UID_31041
Resources:
S1

References
	Document
	Title/Contents

	WID(s)

	SP-060329
	WID on Study Item on Multimedia Priority Service

	Impacted Specifications

	-
	-

	New Dedicated Specifications/Reports

	TR 22.953
	Multimedia priority service feasibility study


Supporting Individual Members:
AT&T, Ericsson, NCS, Nortel, Lucent, Telcordia, Cingular Wireless, Research In Motion, T-Mobile USA.
The response to emergency situations (e.g. floods, hurricanes, earthquakes, terrorist attacks) depends on the communication capabilities of public networks. In most cases, emergency responders use private radio systems to aid in the logistics of providing critically needed restoration services.  However, certain government and emergency management officials may have to rely on public network services when the communication capability of the serving network may be impaired, for example due to congestion or partial network infrastructure outages, perhaps due to a direct or indirect result of the emergency situation.

Work is underway to provide standardized Priority Service for authorized persons in the context of CS speech communications (e.g. TR 22.950). Similar prioritized service provision is needed for packet (e.g. IP) based multimedia services including data, video, audio, and text transmission capabilities. There is a need to study concepts, features, and requirements for the support of packet based Multimedia Priority Services.

The following high-level requirements were identified to support Multimedia Priority Service:

· Priority Session Origination,

· Priority Session Establishment,

· Priority Session Progression,

· Priority Radio Resource Queuing,

· Priority Levels,

· Invocation on Demand,

· Applicability to Telecommunications Services,

· Multimedia Priority Service Code/Identifier,

· Roaming,

· Handover,

· Charging Data Record,

· Queuing Requests for Bearer Resources,

· Revision from UTRAN to RAN.

The following primary capabilities were identified to support Multimedia Priority Service:

· IMS

· IETF Resource Priority Header

Conclusion:
Recommendation to add the IETF Resource Priority Header to 3GPP IMS specifications.

7.2
Study on Transferring of emergency Call data (eCALL) UID_31083
Resources:
S1

	UID
	Name
	Finish
	Hyperlink
	WI_rapporteur
	TR

	31083
	Study on Transferring of emergency Call data
	31/03/2006
	SP-050388
	Motorola
	22.967


References
	Document
	Title/Contents

	WID(s)

	SP-050388
	Study Item on Transferring of emergency Call data

	New Dedicated Specifications/Reports

	TR 22.967
	Transferring of emergency call data


Supporting Companies:
Motorola, Qualcomm, Orange, Telcordia.
During 2004 a number of discussions were between the Commission for the European Communities (CEC), the automotive industry, the telecommunication industry and ETSI standards groups regarding the provision of in-vehicle emergency calls. Based on initial discussions, a joint initiative of the CEC (DG Enterp and DG InfoSo), industry and other stakeholders was defined with aims to accelerate the development, deployment and use of Intelligent Integrated Safety Systems that use information and communication technologies in intelligent solutions, in order to increase road safety and reduce the number of accidents on Europe's roads. This initiative was called eSafety. 

As part of this initiative, eCall was defined as a specific item in the scope of the eSafety initiative. It is intended to extend the current E112 capabilities to enable the Transferring of eCall data between the Vehicle and the Public Safety Answering Points (PSAP). This should rely on existing GSM/UMTS infrastructure.

As a result, the CEC has published Commission Recommendation on the processing of caller location information for the purpose of location-enhanced emergency call services (adopted by the Commission in June 2003). At the time of writing this document, there was no directive, but this has not been ruled out.

This work studies the feasibility of data transmission associated with an emergency communication to the PSAP. 
It consisted in collection of regional requirements, matching these with existing capability within 3GPP specifications and, if essential gaps are identified, to work towards an efficient 3GPP solution.

Part of this work was to collect the minimum data set required by emergency services and identify the most appropriate means to supply this data to the PSAPs.

The work involved co-operation in the short term with European initiatives and groups such as E-MERGE, TRANSPORT PROJECT in ETSI RCC, ETSI MSG, EMTEL, ERM TG 37 and the eCall Driving Group.  
The work also involved co-operation with similar initiatives in other regions.

Conclusion:
with the availability of the report from GSME on the Operators' preferred method of implementation, Work Items can be established in the appropriate Working Groups to complete any standardization work required.

7.3
PS domain and IMS impacts for supporting IMS Emergency calls (EMC1) UID_32045
Resources:
S2,S1,C1,C4,IETF

	UID
	Name
	Acronym
	Resource
	Finish
	Hyperlink
	WI_rapporteur
	TSs_and_TRs

	32045
	PS domain and IMS impacts for supporting IMS Emergency calls
	EMC1
	-
	09/12/2011
	SP-050604
	Siemens
	-

	1314
	Service Requirements for IP-based emergency calls
	EMC1
	S1
	25/06/2004
	SP-050604
	Siemens
	22.101

	1653
	Emergency Call Enhancements for IP& PS Based Calls – stage 3
	EMC1
	C1,C4,IETF
	09/12/2011
	CP-050529
	Ericsson
	-

	1315
	CT1 IMS aspects to support IMS Emergency sessions
	EMC1
	C1
	15/06/2007
	CP-050529 
	Ericsson
	24.229

	521030
	(IETF) CT1 IMS aspects to support IMS Emergency sessions
	EMC1_IETF
	C1-IETF
	09/12/2011
	CP-050529
	Keith Drage
	RFC 6442 (was draft-ietf-sipcore-location-conveyance)

	1646
	CT1 PS domain aspects to support IMS Emergency sessions
	EMC1
	C1
	15/06/2007
	CP-050529 
	Ericsson
	24.008, 24.234

	14026
	CT4 PS domain aspects to support IMS Emergency sessions
	EMC1-GPRSc4
	C4
	01/06/2007
	CP-050529 
	Ericsson
	29.060


References
	Document
	Title/Contents

	WID(s)

	SP-050604
	S2 WID on PS domain and IM CN subsystem impacts for supporting IMS Emergency calls

	CP-050529
	C1 WID on Emergency Call Enhancements for IP& PS Based Calls – stage 3

	Impacted Specifications

	TS 22.101
	Service aspects; Service principles

	TS 23.003
	Numbering, addressing and identification

	TS 23.008
	Organization of subscriber data

	TS 23.203
	Policy and charging control architecture

	TS 23.221
	Architectural requirements

	TS 23.228
	IP Multimedia Subsystem (IMS); Stage 2

	TS 23.060
	General Packet Radio Service (GPRS); Service description; Stage 2

	TS 23.002
	Network architecture

	TS 23.271
	Functional stage 2 description of Location Services (LCS)

	TS 24.008
	Mobile radio interface Layer 3 specification; Core network protocols; Stage 3

	TS 24.234
	3GPP system to Wireless Local Area Network (WLAN) interworking; WLAN User Equipment (WLAN UE) to network protocols; Stage 3

	TS 24.403
	TISPAN; IP Multimedia Call Control Protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP) Stage 3 [3GPP TS 24.229 (Release 7), modified]

	TS 29.163
	Interworking between the IP Multimedia (IM) Core Network (CN) subsystem and Circuit Switched (CS) networks

	TS 29.228
	IP Multimedia (IM) Subsystem Cx and Dx Interfaces; Signalling flows and message contents

	TS 29.230
	Diameter applications; 3GPP specific codes and identifiers

	TS 29.234
	3GPP system to Wireless Local Area Network (WLAN) interworking; Stage 3

	New Dedicated Specifications/Reports

	TR 23.867
	Internet Protocol (IP) based IP Multimedia Subsystem (IMS) emergency sessions

	TS 23.167
	IP Multimedia Subsystem (IMS) emergency sessions


Supporting Companies:
Nokia, Motorola, Ericsson, Lucent, Siemens, Alcatel
It shall be possible to establish an emergency session via the PS domain and the IM CN subsystem to meet the requirements defined in TS 22.101. Emergency sessions shall be routed to an emergency centre in accordance with national regulations. This may be based upon one or more default addresses stored in the ME and/or USIM and information about the origin of the session. It shall be allowed to establish a PS emergency session without the need to dial a dedicated number to avoid the mis-connection in roaming case, such as connect by menu, or a linkage to a car air bag control. The work takes into account requirements coming from fixed broadband access to IMS and seeks for maximum commonality of architectural solutions between 3GPP and fixed broadband access to IMS. 

This work studied and specified the functionalities required to meet the requirements as defined in TS 22.101 and other relevant specifications for emergency session handling in the PS domain and the IM CN subsystem. The objective is to specify the functionalities for both the UICC-less case, and the case when the UE has a valid UICC. With respect to fixed broadband access to IMS the objective is to keep work on the IM CN subsystem specific aspects of IMS emergency calls independent from the PS domain aspects as much as possible so that work on each part can progress individually. 

The main focus was on support for SIP emergency sessions and related packet bearers. Points also considered:

· Using the existing emergency numbering schemes;

· Compliant with FCC mandates, European and other regulatory requirements;

· Possibility to initiate emergency sessions to different emergency service centers, depending on the type of emergency;

· The function shall be supported when roaming;

· Relations with Location Services;

· This WID studies Emergency location information for I-WLAN and fixed broadband access. The impact to 3GPP LCS architecture to support this aspect should be studied as part of the (xxxx) Stage 2 LCS for 3GPP Interworking WLAN.

It shall be possible to implement different MMIs to invoke emergency services. This can be for example done by the dialled number, a dedicated Menu, one or more dedicated buttons, etc.

TR 23.867 was a temporary container for the architectural impacts on IM CN subsystem and on IP-Connectivity Access Network for establishing an emergency session via IM CN subsystem. The contents of TR 23.867 was moved into 3GPP new (TS 23.167) and existing specifications.

CT provided the stage 3 specification as follows:

· CT1 added via CR emergency calls for the PS domain (TS 24.008) and IM CN Subsystem domain (TS 24.229).

· CT3 added via CR emergency calls for the PS and the IM CN Subsystem domain to TS 29.061 (interworking between PLMN and PDNs) and to TS 29.163 (additions to the IW).

· CT1 added via CR emergency calls for the PS domain to TS 29.060 (changes to GTP)
7.4
Location Services enhancements (IMS emergency location) (LCS3) UID_32079
Resources:
S2
	UID
	Name
	Acronym
	Resource
	Finish
	Hyperlink
	WI_rapporteur
	Notes
	TSs_and_TRs

	32079
	Location Services enhancements
	LCS3
	-
	17/12/2007
	SP-040682
	-
	-
	-

	32093
	Stage 2 for LCS3 (including IMS emergency location aspects)
	LCS3
	S2
	15/09/2006
	SP-050119
	SiRF
	SP#27 approved WID.
	23.271

	50558
	LCS Enhancements related to Location-Based Services
	LCS3-LBS
	GP
	31/08/2007
	GP-050265
	SiRF
	-
	43.059, 44.031, 48.008, 49.031

	14025
	CT4 aspects for LCS UEPos-LBS
	LCS3-UEPos-LBS
	C4
	01/12/2006
	CP-050240
	SiRF
	-
	24.030, 24.080, 29.002

	20042
	UE positioning - Velocity
	LCS3-UEPos-Velocity
	R2
	15/09/2006
	RP-050300
	SiRF
	Completed Sept 2006; SR in RP-060459
	25.305, 25.331, 25.410, 25.413, 25.453

	20012
	Inclusion of Uplink TDOA UE positioning method in the UTRAN specifications
	LCS3-UEPos-UTDOA
	R2
	17/12/2007
	RP-040387
	TruePosition
	Completed Nov 2007; SR in RP-070797
	25.305, 25.453

	31052
	LCS for 3GPP Interworking WLAN
	LCS3-IWLAN
	S1
	02/03/2007
	SP-060291
	Telcordia
	-
	-

	32077
	FS on 3GPP system to WLAN Interworking with LCS
	LCS3-IWLAN-FSs1 
	S1
	30/06/2006
	SP-060291
	Telcordia
	-
	22.935

	340007
	Stage 2 for LCS architecture for I-WLAN
	LCS3-IWLAN
	S2
	02/03/2007
	SP-060818
	LG Electronics
	-
	23.234, 23.271, 23.167


8
Release 8

	UID
	Name
	Acronym
	Resource
	WI_rapporteur

	
	Release 8
	
	
	

	320025
	Study on support of a Public Warning System
	FS_PWS
	S1
	T-Mobile

	360015
	Study on Transferring of emergency call data – in-band modem solution
	eCALLIBMS
	S4
	Airbiquity

	330005
	eCall Data Transfer
	EData
	S1,C1
	Airbiquity

	370051
	Earthquake and Tsunami Warning System
	ETWS
	S1,S2,C1,C4,G2
	NTT DoCoMo

	380059
	In Case of Emergency numbers storage and easy access on UICC 
	ICE
	S1,C6
	Vodafone

	360010
	Open Service Access (OSA) Rel-8 
	OSA8
	S1,C5
	Orange

	390068
	Mobility Emergency Location
	OSA8
	C5
	Alcatel-Lucent


8.1
Study on support of a Public Warning System (FS_PWS) UID_320025
Resources:
S1
	UID
	Name
	Acronym
	Resource
	Finish
	Hyperlink
	WI_rapporteur
	Notes
	TR

	320025
	Study on support of a Public Warning System
	FS_PWS
	S1
	14/03/2008
	SP-080054
	T-Mobile
	SP#39 completed. Spin-off Rel-9 Feature UID_380057 (PWS)
	22.968


References
	Document
	Title/Contents

	WID(s)

	SP-080054
	SID on Study on support of a Public Warning System (PWS)

	Impacted Specifications

	-
	-

	New Dedicated Specifications/Reports

	TR 22.968
	Study for requirements for a Public Warning System (PWS) service


Supporting Companies:
AT&T, Fujitsu, KPN, NEC, Nokia, Nokia Siemens Networks, Nortel, NTT DoCoMo, Panasonic, Samsung, T‑Mobile, Softbank Mobile.
Natural disasters such as earthquake, tsunami, etc. result in considerable damage to the affected area and loss of life. 
It is essential that emergency information from local agencies (e.g. government/public service organizations) is provided to the population within the disaster area in order to take action to reduce damage and avoid loss of life. 

For earthquake, some in the scientific community believe that early warning information based on detection of Primary waves can help avoiding fatalities as it allows people in the affected area to execute safety measures (e.g. extinguishing gas stoves, opening doors, hiding under the table, moving to a safer place) before the arrival of the destructive Secondary wave.

Feasibility of systems delivering earthquake early warning information to mobile phone users needs to be studied.

This study identifies requirements for a Public Warning System (PWS) with particular emphasis on:

· duration of delivery time;

· volume of information (e.g. to sufficiently describe the warning to the user);

· granularity of the distribution of the public warning (e.g. prefecture, county);

· prevention of spoofing of public warning messages;

· interaction of the public warning message with the services active in the handset;

· support of public warning messages in legacy handsets;

· support of public warnings for roaming subscribers;

· impact on battery life of the handset;

· impact on existing infrastructure and dimensioning;

· support of multiple languages (e.g. deliver alert in the preferred language of the subscriber);

· support of individuals with physical disabilities (e.g. visually impaired);

· type of information to be provided (e.g. what is the event, where is the event, where is the event heading (like a tornado), what actions should be taken by the user, etc.);

As each Region has different requirements based on many factors (e.g. type of disaster, regulatory mandate, scientific community recommendation, current legacy base capability, etc.) this study addresses regional requirements and mandates for this type of service. However the regulatory requirements and use cases for a PWS have not been finalized in all regions, therefore the results of this study are not applicable for those regions. As this service is applicable to emergency situations, every effort should be made to define a service that can be provided over existing mobile networks in the near-term. Support of this service is optional to operators and/or subscribers based on regional requirements and mandates. The study took into account related work in other bodies. 

This service should be introduced with minimal impact on current specifications and existing networks. 
It should be provided using low cost and simple mechanisms based on those available within existing mobile networks.

This study focussed on providing this service using the CS/PS domain over GERAN/UTRAN. It shows how a public warning message interacts with the services a user is enjoying when receiving the message (e.g. during a voice call).

TR 22.968 conclusions

Requirements from Europe and Japan for Earthquake Early Warning (EEW) have been identified. Further requirements are expected from other Regions.

The requirements/working assumptions from the three Regions included in the study are significantly different. However it is desirable to specify a PWS fulfilling all Regions' requirements.

The current specifications are not sufficient to cover all scenarios identified in TR 22.968. 
The support for most urgent warning notifications is a matter for each PLMN operator or each Region.

Genealogy of this spec:

	antecedent(s)
	this spec
	descendant(s)

	(no antecedents) 
	22.968
	22.168


Spin-off Rel-9 Feature UID_380057 (PWS)

8.2
eCall Data Transfer (EData) UID_330005
Resources:
S1,C1

	UID
	Name
	Resource
	Hyperlink
	Notes
	TS_TR

	330005
	eCall Data Transfer
	S1,C1
	SP-060678
	SP#39 completed
	-

	370081
	eData Requirements
	S1
	SP-060678
	SP#39 completed
	22.101, 22.105

	400014
	Transfer of data during an emergency call
	C1
	CP-080316
	CP#43 completed
	24.008


References
	Document
	Title/Contents

	WID(s)

	SP-060678
	S1 WID on eCall Data Transfer – Requirements

	CP-080316
	C1 WID on Transfer of data during an emergency call (EData)

	Impacted Specifications

	TS 22.101
	Service principles

	TS 22.105
	Services and service capabilities

	TS 24.008
	Mobile radio interface Layer 3 specification; Core network protocols; Stage 3

	New Dedicated Specifications/Reports

	-
	-


Supporting Companies:
Airbiquity, T-Mobile, Vodafone, Wavecom
This work is linked to SA4 Study on "eCall data transfer Phase 2: Comparison of alternative in-band modem solutions and standardization of one in-band modem solution" (eCall_Phase2)  UID_34042

This WID identifies the necessary requirements, from SA1 Rel-7 TR 22.967 (Transferring of emergency call data) and ETSI MSG agreed documents, for the transmission of a Minimum Set of Data (MSD), i.e. 140 bytes maximum, from the In Vehicle System (IVS) to a Public Safety Answering Point (PSAP). As explained in the document 1609/6/EN WP125 on EU's Article 29 Working Party, the Minimum Set of Data (MSD) consists of the following (i) time of incident, (ii) precise location including direction of driving, (iii) vehicle identification, (iv) eCall qualifier giving the severity of the incident (as a minimum, as indication if eCall has been manually or automatically triggered), (v) information about a possible service provider.

As part of the EU Commission eSafety initiative, ETSI MSG was requested to standardize the transmission of a MSD sent from a suitably equipped vehicle to a PSAP. The intention (of eCall) is to supplement TS12 emergency voice calls with emergency related data from a vehicle e.g. accurate location information, that will enable the emergency services to reach accident victims more rapidly, with the potential to save more lives.

SA1 TR 22.967 examined the issues associated with the transmission of emergency call data from a vehicle to a PSAP. 
In order to progress work in other 3GPP groups supporting the EU Commission's proposed pan-European eCall service, this work identifies (only) those requirements necessary for the transmission of the MSD from the IVS to a PSAP. 

SA1 added in TS 22.101 the requirements for supporting the transfer of data during an emergency call.

SA4 and SA1 have agreed to send the data will by using an in-band modem. 

SA4 TR 26.967 indicates that unmodified CTM as standardized can not fulfil all the eCall requirements; i.e. applying the proposed robust Pull-Protocol on application layer, transmits the MSD (Minimum Set of incident Data) of 140 bytes in 29 sec instead of the required 4 sec. Unmodified CTM as standardized also does not include a transport layer acknowledgement. This is not necessarily a disadvantage; TR 26.967 shows that a flexible half-duplex application layer protocol can simply be added. 

To fulfil some of the SA1 requirements, CT1 needed to modify the mobility management and the emergency call set up.

CT1 TS 24.008 includes the Stage 3 enhancements to mobility management and call control procedures.
8.3
eCall data transfer Phase 2: Comparison of alternative in-band modem solutions and standardization of one in-band modem solution (eCall_Phase2) UID_34042
Resources:
S4

References
	Document
	Title/Contents

	WID(s)

	SP-070756
	WID on eCall data transfer Phase 2: Comparison of alternative in-band modem solutions and standardization of one in-band modem solution

	Impacted Specifications

	TS 26.226
	Cellular text telephone modem; General description

	New Dedicated Specifications/Reports

	TS 26.267
	eCall data transfer; In-band modem solution; General description

	TS 26.268
	eCall data transfer; In-band modem solution; ANSI-C reference code

	TS 26.269
	eCall data transfer; In-band modem solution; Conformance testing

	TR 26.967
	eCall data transfer; In-band modem solution

[Characterizes the performance under various radio and network conditions]

	TR 26.969
	eCall data transfer; In-band modem solution; Characterization report


Supporting Individual Members:


	UID
	Name
	Resource
	Hyperlink
	TSs_and_TRs

	34042
	eCall data transfer Phase 2: Comparison of alternative in-band modem solutions and standardization of one in-band modem solution
	S4
	SP-070756
	26.226 new (26.267, 26.268, 26.269, 26.967, 26.969)


This work was triggered by Study UID_360015 (eCALLIBMS). 

This work is linked to SA1 Feature UID_330005 (EData)
As part of the EU Commission eSafety initiative, ETSI MSG were requested to standardize the transmission of a Minimum Set of Data (MSD) sent from a suitably equipped vehicle to a Public Safety Answering Point (PSAP). 
eCall will supplement E112 and 112 (TS12) emergency voice calls with emergency related data from a vehicle, e.g. accurate location information, enabling emergency services to reach accident victims more rapidly. GSME has investigated numerous options and identified that the GSME preferred option be based on an in-band modem solution. 

Consideration of in-band modem solutions in Phase 1 was limited to existing 3GPP standards, i.e. CTM (Cellular Text telephony Modem), a data delivery technology developed for text telephony. 
As agreed at SA4#45 (subsequently confirmed by 3GPP TSG SA, ETSI TC MSG and the European Commission), unmodified CTM as standardized does not fulfil all the eCall requirements. Further, SA, MSG and the EC all agreed that 3GPP should proceed "as soon as possible" with the evaluation of alternative in-band modem data transfer solutions and the standardization of one in-band modem solution for eCall. 

SA4 examined alternative in-band modem solutions (in-band modem and any necessary interface to the ME) for eCall, and subsequently standardized the best ranked solution fulfilling the requirements. Comparison criteria were developed and compared to the performance of each proposed in-band modem solution. 

SA4 TR 26.967 indicates that unmodified CTM as standardized can not fulfil all the eCall requirements; i.e. applying the proposed robust Pull-Protocol on application layer, transmits the MSD (Minimum Set of incident Data) of 140 bytes in 29 sec instead of the required 4 sec. Unmodified CTM as standardized also does not include a transport layer acknowledgement. This is not necessarily a disadvantage; TR 26.967 shows that a flexible half-duplex application layer protocol can simply be added. 

eCall Conformance Testing  UID_450001
Resources:
G3new

References
	Document
	Title/Contents

	WID(s)

	GP-091098
	WID on eCall Conformance Testing

	Impacted Specifications

	TS 51.010-1, 51.010-2
	

	New Dedicated Specifications/Reports

	-
	-


Supporting Individual Members:
Ericsson, Qualcomm
	UID
	Name
	Resource
	Hyperlink
	Notes
	TSs_and_TRs

	450001
	eCall Conformance Testing
	G3new
	GP-091098
	GP#47 completed. GP#43 WID approved. Testing for Rel-8 eCall_Phase2 (UID_34042) and EData (UID_330005)
	51.010-1, 51.010-2


Testing for Rel-8 eCall_Phase2 (UID_34042) and EData (UID_330005)
The eCall in-band modem is a modulation protocol to transfer data over the mobile voice channel. It is specified in TS 26.267 and TS 26.268, and a corresponding conformance specification is contained in TS 26.269.

Non-modem procedures required for eCalls have been specified in TS 22.101 while protocol support for eCall is defined in TS 24.008. This work developed conformance test cases to verify protocol behaviour for activities such as registration for eCall, connection establishment for eCall and behaviour during eCall inactivity period
This work introduces conformance testing for non-modem procedures of eCall sessions in the GERAN conformance test specifications.

Conformance Test Aspects - non-modem procedures of eCall sessions in UTRA  UID_450023
Resources:
R5

References
	Document
	Title/Contents

	WID(s)

	RP-090952
	WID on Conformance Test Aspects - non-modem procedures of eCall sessions in UTRA

	Impacted Specifications

	TS 34.108
	Common test environments for User Equipment (UE); Conformance testing

	TS 34.123-1
	User Equipment (UE) conformance specification; Part 1: Protocol conformance specification

	TS 34.123-2
	User Equipment (UE) conformance specification; Part 2: Implementation conformance statement (ICS) specification

	TS 34.123-3
	User Equipment (UE) conformance specification; Part 3: Abstract test suites (ATSs)

	New Dedicated Specifications/Reports

	-
	-


Supporting Individual Members:

	UID
	Name
	Resource
	Hyperlink
	Status_Report
	TSs_and_TRs

	450023
	Conformance Test Aspects – non-modem procedures of eCall sessions in UTRA
	R5
	RP-090952
	RP-100489
	34.108, 34.123-1, 34.123-2, 34.123-3


Testing for Rel-8 eCall_Phase2 (UID_34042) and Edata (UID_330005)
The pan-European in-vehicle emergency call, "eCall" is an emergency call generated either manually by the vehicle occupants or automatically via activation of in-vehicle sensors after an accident. Various solutions for eCall were evaluated by SA4 during eCall Phase 1 and eCall Phase 2. A candidate proposal from eCall Phase 2 was selected by SA4 and approved by SA plenary #43 (March 2009). The SA specifications are TS 22.101, TS 26.267 and TS 26.268 while the protocol related aspects of eCall are defined in TS 24.008 and 3GPP TS 31.102. The in-band modem test specification is in TS 26.269. 

The eCall modem specification was also approved as an ETSI eCall in-band modem standard and adopted by the European Commission and CEN as the Pan-European eCall Standard.

When activated, the in-vehicle eCall device establishes an emergency call carrying both voice and data directly to the most appropriate Public Safety Answering Point (PSAP). The voice call enables the vehicle occupants to communicate with the PSAP operator. At any time during the call, a Minimum Set of Data (MSD) can be sent to the PSAP operator receiving the voice call.

Aside from the in-band modem component specified in TS 26.267 and TS 26.268, full support of eCall sessions requires that the UE perform non-modem related procedures.  Therefore, there is a need for conformance testing for eCall by developing test cases for non-modem related protocols as required. The following are some of the non-modem procedures related to eCall:

1. In eCall only mode, blocking of calls to numbers other than to PSAP, test and reconfiguration numbers

2. In eCall only mode, ability to set up calls to PSAP, test number and reconfiguration numbers

3. In eCall only mode, non-execution of mobility management  procedures when the terminal changes location areas and non-execution of periodic location update procedure

The eCall in-band modem is a modulation protocol to transfer data over the mobile voice channel. It is specified in TS 26.267 and TS 26.268, and a corresponding conformance specification is contained in TS 26.269.

Non-modem procedures required for eCalls have also been specified in TS 22.101, TS 24.008 and TS 31.102. 
This work developed conformance test cases to address the non-modem aspects of eCall sessions.

8.4
Multimedia Priority Service (PRIOR) UID_340044
Resources:
S1,C1,C4

References
	Document
	Title/Contents

	WID(s)

	SP-060780
	S1 WID on Multimedia Priority Service Requirements

	CP-070576
	C1 WID on Multimedia Priority Service

	Impacted Specifications

	TS 23.008
	Organization of subscriber data - C4

	TS 24.229
	Internet Protocol (IP) multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3

[CT1 - use Resource-Priority header and associated RFCs in IMS SIP]

	TS 29.228
	IP Multimedia (IM) Subsystem Cx and Dx interfaces; Signalling flows and message contents - C4

	TS 29.229
	Cx and Dx interfaces based on the Diameter protocol; Protocol details - C4

	New Dedicated Specifications/Reports

	TS 22.153
	Multimedia Priority Service - S1


Supporting Individual Members:
Lucent, Cingular, Telcordia, NCS, T-Mobile, Nortel Networks.
	UID
	Name
	Resource
	Hyperlink
	TSs_and_TRs

	340044
	Multimedia Priority Service
	S1,C1,C3,C4
	SP-060780
	-

	320023
	Service Requirements for PRIOR
	S1
	SP-060780
	22.153

	340012
	Stage 3 for PRIOR
	C1
	CP-070576
	24.229

	370021
	Stage 3 for PRIOR
	C4
	CP-070576
	23.008, 29.228, 29.229


The response to emergency situations (e.g. floods, hurricanes, earthquakes, terrorist attacks) depends on the communication capabilities of public networks. In most cases, emergency responders use private radio systems to aid in the logistics of providing critically needed restoration services. However, certain government and emergency management officials and other authorised users have to rely on public network services when the communication capability of the serving network may be impaired, for example due to congestion or partial network infrastructure outages, perhaps due to a direct or indirect result of the emergency situation.

Multimedia Priority Service, supported by the 3GPP system set of services and features, is one element creating the ability to deliver calls or complete sessions of a high priority nature from mobile to mobile networks, mobile-to-fixed networks, and fixed-to-mobile networks.

The scope of this work is to specify those requirements of MPS necessary to provide an end-to-end service and to interwork with external networks where needed. Service interactions with external networks are considered within the scope of this work, although these interactions may be specified in other standards.

This work defines prioritized service provision for Packet (e.g. IP) based multimedia services including data, video, audio and text transmission capabilities. It is based on the results of the Rel-7 TR 22.953 (Multimedia priority service feasibility study). The Circuit Switched counterpart was described in the Rel-6 TR 22.952 (Priority service guide).

The Multimedia Priority Service is intended to be utilised for both Voice and Data in PS domain and IMS. Interaction with other services/capabilities (e.g. VCC, POC) was considered.
SA1 new TS 22.153 contains Stage 1 for Multimedia Priority Service. No Stage 2 impact was identified by SA2.

CT1,CT4 have specified the protocols for the use of the Multimedia Priority Service (see table above).
8.5
Study on Transferring of emergency call data – in-band modem solution
(eCALLIBMS) UID_360015
Resources:
S4

	UID
	Name
	Acronym
	Resource
	Finish
	Hyperlink
	WI_rapporteur
	Notes
	TR

	360015
	Study on Transferring of emergency call data – in-band modem solution
	eCALLIBMS
	S4
	12/12/2007
	SP-060935
	Airbiquity
	SP#38 completed. Spin-off WID UID_34042 (eCall_Phase2)
	26.967


References
	Document
	Title/Contents

	WID(s)

	SP-060935
	SID on Transferring of emergency call data – in-band modem solution

	Impacted Specifications

	-
	-

	New Dedicated Specifications/Reports

	TR 26.967
	eCall data transfer; In-band modem solution


Supporting Companies:
Airbiquity, T-Mobile, Vodafone, Wavecom.
As part of the EU Commission eSafety initiative, ETSI MSG were requested to standardize the transmission of a Minimum Set of Data (MSD) sent from a suitably equipped vehicle to a Public Safety Answering Point (PSAP). 
The intention (of eCall) is to supplement E112 and 112 (TS12) emergency voice calls with emergency related data from a vehicle e.g. accurate location information, that should enable emergency services to reach faster accident victims, with the potential to save more lives annually. GSME Position Paper on eCall investigated SMS, UUS (User to User Signalling), USSD (Unstructured Supplementary Service Data), GSM CS data, DTMF and in-band modem solutions. In-band modem solution resulted as the preferred option.

SA1 Rel-7 TR 22.967 (Transferring of emergency call data) examined the transmission of emergency call data from a vehicle to a PSAP. SA1 set requirements for adding data component to E112 and 112 (TS12) emergency calls and eCall MSD (data) transfer requirements necessary for the transmission of the MSD (140 bytes maximum), from the In Vehicle System (IVS) to a PSAP. 

For eCall, SA4 has studied the in-band modem solution and any necessary interface to the ME.  Because eCall is a European regional requirement, it shall not impact the global circulation of terminals. SA4 investigated the suitability of existing 3GPP in-band solutions satisfying the requirements for eCall (e.g. Cellular Text telephony Modem - CTM). 
In case no existing solution is suitable, an alternative in-band solution for eCall should be specified.

SA4 TR 26.967 concludes that unmodified CTM cannot fulfil all eCall requirements, i.e. applying the proposed robust Pull-Protocol on application layer, transmits the MSD of 140 bytes in 29 seconds instead of the required 4 seconds. Unmodified CTM also does not include a transport layer acknowledgement. 

Spin-off implementation work UID_34042 (eCall_Phase2).
8.6
Earthquake and Tsunami Warning System (ETWS) UID_370051
Resources:
S1,S2,C1,C4,G2

	UID
	Name
	Resource
	Finish
	Hyperlink
	Notes
	TSs_and_TRs

	370051
	Earthquake and Tsunami Warning System
	S1,S2,C1,C4,G2
	15/05/2009
	SP-070815
	SP#43 Larger scope Feature UID_380057 (PWS) moved to Rel-9
	-

	370052
	Stage 1 for ETWS
	S1
	12/03/2008
	SP-070815
	SP#39 completed
	22.168

	380056
	SA2 aspects of ETWS
	S2
	18/09/2008
	SP-070815
	SP#41 completed
	23.828, 23.401

	400015
	CT1 aspects of ETWS
	C1
	05/12/2008
	CP-080951
	CP#42 completed
	23.041

	410021
	CT4 aspects of ETWS
	C4
	05/12/2008
	CP-080951
	CP#42 completed
	29.168

	430045
	ETWS primary notification message definition in GERAN
	G2
	15/05/2009
	SP-090154
	SP#44 completed with CT1 help (GERAN2 LS_in SP-090154)
	44.018, 44.060

	440011
	Conformance Test Aspects – UMTS Earthquake and Tsunami Warning System (ETWS) FDD
	R5
	12/03/2010
	RP-090467
	RP#47 completed. Testing for Rel-8 ETWS UID_370051
	34.108, 34.123-1, 34.123-2


References
	Document
	Title/Contents

	WID(s)

	SP-070815
	S1 WID on Earthquake and Tsunami Warning System Requirements and Solutions (ETWS)

	CP-080951
	C4 WID on Earthquake and Tsunami Warning System

	SP-090154
	GERAN2 LS to TSG SA, CT1, RAN2

	Impacted Specifications

	TS 23.041
	Technical realization of Cell Broadcast Service (CBS) - C1

	TS 44.018
	Mobile radio interface layer 3 specification; Radio Resource Control (RRC) protocol

	TS 44.060
	General Packet Radio Service (GPRS); Mobile Station (MS) - Base Station System (BSS) interface; Radio Link Control / Medium Access Control (RLC/MAC) protocol

	New Dedicated Specifications/Reports

	TR 23.828
	Earthquake and Tsunami Warning System (ETWS); Requirements and solutions; Solution placeholder - S2

	TS 22.168
	Earthquake and Tsunami Warning System (ETWS) requirements - S1

	TS 23.041
	General Packet Radio Service (GPRS) enhancements for E-UTRAN access - S2

	TS 29.168
	Cell Broadcast Centre interfaces with the Evolved Packet Core;  Stage 3 - C4


Supporting Companies:
NTT DoCoMo, OKI, Panasonic, Sharp, Softbank, Toshiba, eMobile, NEC, Qualcomm.
	UID
	Name
	Resource
	Hyperlink
	TSs_and_TRs

	370051
	Earthquake and Tsunami Warning System
	S1,S2,CP,G2
	SP-070815
	-

	370052
	Stage 1 for ETWS
	S1
	SP-070815
	22.168

	380056
	SA2 aspects of ETWS
	S2
	SP-070815
	23.828, 23.401

	400015
	CT1 aspects of ETWS
	C1
	CP-080951
	23.041

	410021
	CT4 aspects of ETWS
	C4
	CP-080951
	29.168

	430045
	ETWS primary notification message definition in GERAN
	G2
	SP-090154
	44.018, 44.060


ETWS introduces a means to deliver Warning Notification simultaneously to many mobile users who should evacuate from approaching Earthquake or Tsunami. A mobile user receiving a Warning Notification finds out that a nearby threat is approaching or happened already and is able to determine where and when to evacuate. Mobile phones are the closest media for people. This system helps people in disaster situations.

This service needs quick and optimized information delivery. Currently it is not possible to predict an Earthquake is imminent. This work specifies:

· Requirements for ETWS;

· Functional requirements;

· Defines the system architecture and functions of ETWS;

· Roaming aspects for terminals (e.g. impact on inbound roaming terminals);

SA1 TR 22.968 (Study on requirements for a Public Warning System (PWS) service) UID_320025, shows that the requirements for PWS and the expected timelines for deployment differ in each region. In Japan Earthquake Early Warning system is required urgently to help mitigate human and social damages. Therefore this work is a "Regional" specific part of PWS for Japan implementing the most urgent aspects. To avoid possible conflict with ongoing generic work on PWS, this part of the system is called ETWS.

ETWS is a subset of PWS and as such does not exclude or conflict with the ongoing work on PWS.

As this service is applicable to emergency situations, an effort was made to define a service that can be provided over existing mobile networks in the near term. The impacts on power consumption, current specifications and existing networks by the introduction of this service have been minimized. Support of this service is optional.

The work took into account related work in other bodies. Despite the only current regulatory requirement is coming from Japan, solutions for GERAN are also within the scope of ETWS.

Simple mechanisms within existing mobile networks based on available approaches (e.g. CBS and MBMS for GERAN/UTRAN and eMBMS for E-UTRAN) have been preferred.

The table below from TS 22.168 shows what is within the 3GPP scope of ETWS.
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Following the decision in TSG SP# 43 to incorporate support of ETWS over GERAN in Rel-8, TSG GERAN have approved a complete set of Rel-8 CRs (to TS 44.018 and 44.060) introducing ETWS:

· solution covers sending primary notification in idle/dedicated/packet idle/packet transfer/dual transfer modes;

· it is based on CT1 CR to TS 23.041, defining the primary notification message;

· due to this definition of the primary notification in TS 23.041, the security issues with duplicate detection identified in RAN2 do not affect GERAN.

Conformance Test Aspects – UMTS Earthquake and Tsunami Warning System FDD  UID_440011
Resources:
R5

References
	Document
	Title/Contents

	WID(s)

	RP-090467
	WID on Conformance Test Aspects – UMTS Earthquake and Tsunami Warning System (ETWS) FDD

	Impacted Specifications

	TS 34.108
	Common test environments for User Equipment (UE); Conformance testing

	TS 34.123-1
	User Equipment (UE) conformance specification; Part 1: Protocol conformance specification

	TS 34.123-2
	User Equipment (UE) conformance specification; Part 2: Implementation conformance statement (ICS) specification

	TS 34.123-3
	User Equipment (UE) conformance specification; Part 3: Abstract test suites (ATSs)

	New Dedicated Specifications/Reports

	-
	-


Supporting Companies:
NTT DoCoMo, Panasonic, Fujitsu, NEC, Nokia, Qualcomm, Sony Ericsson
Testing for Rel-8 ETWS UID_370051.
	UID
	Name
	Resource
	Hyperlink
	Status_Report
	TSs_and_TRs

	440011
	Conformance Test Aspects – UMTS Earthquake and Tsunami Warning System (ETWS) FDD
	R5
	RP-090467
	RP-100068
	34.108, 34.123-1, 34.123-2


8.7
In Case of Emergency numbers storage and easy access on UICC (ICE) UID_380059
Resources:
S1,C6

	UID
	Name
	Resource
	Finish
	Hyperlink
	Notes
	TSs_and_TRs

	380059
	In Case of Emergency numbers storage and easy access on UICC 
	S1,C6
	06/03/2009
	SP-070944
	CP#43 completed (ICE Graphics not included in Rel-8)
	-

	380159
	Stage 1 for ICE
	S1
	12/03/2008
	SP-070944
	SP#39 Stage 1 completed
	22.030, 22.101

	380259
	CT6 aspects of ICE
	C6
	06/03/2009
	SP-070944
	CP#43 completed (ICE Graphics not in Rel-8 / not explicitly in SA1 WID either)
	31.102


References
	Document
	Title/Contents

	WID(s)

	SP-070944
	S1 WID on ICE – In Case of Emergency

	Impacted Specifications

	TS 22.101
	Service aspects; Service principles - S1

[Added A.x Requirements for "In Case of Emergency" (ICE) information]

	TS 22.030
	Man-Machine Interface (MMI) of the User Equipment (UE) - S1

[Added 6.x In Case of Emergency information access procedure]

	TS 31.102
	Characteristics of the Universal Subscriber Identity Module (USIM) application- C6

[Added EF-ICE (In Case of Emergency Dialling Numbers)

	New Dedicated Specifications/Reports

	-
	-


Supporting Companies:
Vodafone, Vodafone D2, SwissCom, T-Mobile, AT&T, Gemalto, RIM.
	UID
	Name
	Resource
	Hyperlink
	TSs_and_TRs

	380059
	In Case of Emergency numbers storage and easy access on UICC 
	S1,C6
	SP-070944
	-

	380159
	Stage 1 for ICE
	S1
	SP-070944
	22.030, 22.101

	380259
	CT6 aspects of ICE
	C6
	SP-070944
	31.102


The In Case of Emergency (ICE) program is used to enable first responders, such as paramedics, fire-fighters, police officers, to identify victims and contact their next of kin to obtain important medical information.

In some countries 80% or more people carry a mobile phone, and the police or paramedics often use them to identify victims at road traffic accidents or other incidents. The idea of ICE is that everyone should put an emergency contact name and number into his/her mobile phone under the headword "ICE". This would give the emergency services personnel a standard place to look for contacts.

While this contact list has been introduced by some operators on a proprietary mobile phone dependent way, a standardised solution is not available, making the use for "first responders" difficult, if not impossible.

This work defines the UE capability to store one or more ICE information on the UICC which the subscriber can optionally configure. Provision is made for direct and unambiguous read access from UE to the ICE information stored on the UICC.

The MMI is modified to provide unambiguous identification of ICE information and easy read access. Under control of the subscriber, the ICE information can be made accessible even when the UE/UICC security features have been enabled (e.g. keypad is locked).

The following table provides an example of ICE information stored on the UICC (extract from TS 22.101):

Table: "ICE information" example

	ICE information type 
	ICE information type value
	ICE information value 1
	ICE information value 2

	Phone Number
	"Contact in case of emergency"
	My Wife
	+33645661234

	Phone Number
	"Contact in case of emergency"
	Family Smith
	+33645654321

	Phone Number
	"Contact in case of emergency"
	My Family doctor: Dr. Jones
	+336432341111

	Free Format
	"Medical Information"
	My blood type is A+, I am allergic to etc.
	N/A

	Free Format
	"Home Postal Address"
	15 rue de la Paix, Paris, France
	N/A

	Free Format
	"Language"
	French
	N/A

	Free Format
	"Travel Information"
	London, from 3rd July. to 29th July, 2008  
	N/A


NOTE:
ICE Graphics was not included in Rel-8.
8.8
Open Service Access - Mobility Emergency Location
(OSA8) UID_390068
Resources:
S1,C5

	UID
	Name
	Resource
	Finish
	Hyperlink
	WI_rapporteur
	Notes
	TSs_and_TRs

	360010
	OSA Rel-8 
	S1,C5
	30/05/2008
	SP-070692
	Orange
	SP#40 maintenance & new OSA work moved to OMA. Rel-9 onwards 3GPP references to 22.127 changed to OMA Parlay Service Access Requirements (OMA-RD-Parlay_Service_Access-V1_0-20100427-A).
	-

	360004
	OSA Stage 1 - Service Requirements
	S1
	12/03/2008
	-
	Orange, AePONA
	SP#40 maintenance & new OSA work moved to OMA. Rel-9 onwards 3GPP references to 22.127 changed to OMA Parlay Service Access Requirements (OMA-RD-Parlay_Service_Access-V1_0-20100427-A).
	22.127

	370034
	OSA Stage 1 - NGN Service Requirement
	S1
	14/03/2008
	SP-070692
	Orange
	SP#40 maintenance & new OSA work moved to OMA
	22.127

	360005
	Rel-8 OSA Stage 2/3 enhancements
	C5
	30/05/2008
	CP-080429
	Alcatel-Lucent
	SP#40 maintenance & new OSA work moved to OMA
	23.198, 29.198, 29.199

	390068
	Mobility Emergency Location
	C5
	30/05/2008
	CP-080429
	Alcatel-Lucent
	CP#40 completed
	29.198-06


References
	Document
	Title/Contents

	WID(s)

	SP-070692
	S1 WID on OSA Stage 1

	CP-080429
	C5 WID on OSA Stage 2/3 enhancements

	Impacted Specifications

	TS 22.127
	Service requirement for the Open Services Access (OSA); Stage 1 (SA1)

	TS 23.198
	Open Service Access (OSA); Stage 2 (CT5)

	-
	Stage 3 Specifications

	TS 29.198-01
	OSA API; Part 1: Overview

	TS 29.198-02
	OSA API; Part 2: Common data definitions

	TS 29.198-03
	OSA API; Part 3: Framework

	TS 29.198-04-1
	OSA API; Part 4: Call control; Subpart 1: Call control common definitions

	TS 29.198-04-2
	OSA API; Part 4: Call control; Subpart 2: Generic call control SCF

	TS 29.198-04-3
	OSA API; Part 4: Call control; Subpart 3: Multi-party call control SCF

	TS 29.198-04-4
	OSA API; Part 4: Call control; Subpart 4: Multimedia call control SCF

	TS 29.198-04-5
	OSA API; Part 5: Call control; Subpart 5: Conference call control SCF

	TS 29.198-05
	OSA API; Part 5: User interaction SCF

	TS 29.198-06
	OSA API; Part 6: Mobility SCF

	TS 29.198-07
	OSA API; Part 7: Terminal capabilities SCF

	TS 29.198-08
	OSA API; Part 8: Data session control SCF

	TS 29.198-11
	OSA API; Part 11: Account management SCF

	TS 29.198-12
	OSA API; Part 12: Charging SCF

	TS 29.198-13
	OSA API; Part 13: Policy management SCF

	TS 29.198-14
	OSA API; Part 14: Presence and Availability Management (PAM) SCF

	TS 29.198-15
	OSA API; Part 15: Multi-media Messaging (MM) SCF

	TS 29.198-16
	OSA API; Part 16: Service broker SCF

	TS 29.199-01
	OSA; Parlay X web services; Part 1: Common

	TS 29.199-02
	OSA; Parlay X web services; Part 2: Third party call

	TS 29.199-03
	OSA; Parlay X web services; Part 3: Call notification

	TS 29.199-04
	OSA; Parlay X web services; Part 4: Short messaging

	TS 29.199-05
	OSA; Parlay X web services; Part 5: Multimedia messaging

	TS 29.199-06
	OSA; Parlay X web services; Part 6: Payment

	TS 29.199-07
	OSA; Parlay X web services; Part 7: Account management

	TS 29.199-08
	OSA; Parlay X web services; Part 8: Terminal status

	TS 29.199-09
	OSA; Parlay X web services; Part 9: Terminal location

	TS 29.199-10
	OSA; Parlay X web services; Part 10: Call handling

	TS 29.199-11
	OSA; Parlay X web services; Part 11: Audio call

	TS 29.199-12
	OSA; Parlay X web services; Part 12: Multimedia conference

	TS 29.199-13
	OSA; Parlay X web services; Part 13: Address list management

	TS 29.199-14
	OSA; Parlay X web services; Part 14: Presence

	TS 29.199-15
	OSA; Parlay X web services; Part 15: Message broadcast

	TS 29.199-16
	OSA; Parlay X web services; Part 16: Geocoding

	TS 29.199-17
	OSA; Parlay X web services; Part 17: Application-driven Quality of Service (QoS)

	TS 29.199-18
	OSA; Parlay X web services; Part 18: Device capabilities and configuration

	TS 29.199-19
	OSA; Parlay X web services; Part 19: Multimedia streaming control

	TS 29.199-20
	OSA; Parlay X web services; Part 20: Multimedia multicast session management

	TR 29.998-06-1
	OSA API Mapping; Part 6: User location - user status service mapping; Subpart 1: Mapping to MAP

	TR 29.998-06-2
	OSA API Mapping; Part 6: User location - user status service mapping; Subpart 2: Mapping to SIP

	New Dedicated Specifications/Reports

	-
	Stage 3 Specifications

	TS 29.198-10
	OSA API; Connectivity manager SCF

	TS 29.199-21
	OSA; Parlay X web services; Content management

	TS 29.199-22
	OSA; Parlay X web services; Policy


Supporting Companies:
France Telecom, Orange, Ericsson, ETRI, Telenor, Telecom Italia, Sprint, BT
	UID
	Name
	Resource
	Hyperlink
	TSs_and_TRs

	360010
	OSA Rel-8 
	S1,C5
	SP-070692
	-

	360004
	OSA Stage 1 - Service Requirements
	S1
	-
	22.127

	370034
	OSA Stage 1 - NGN Service Requirement
	S1
	SP-070692
	22.127

	360005
	OSA Stage 2/3 enhancements
	C5
	CP-080429
	23.198, 29.198, 29.199

	370013
	Parlay-X Content Management web service (store/manage meta-data)
	C5
	CP-080429
	29.199-21

	370014
	Parlay-X Policy web service 
	C5
	CP-080429
	29.199-22

	370015
	Parlay-X Terminal status web service
	C5
	CP-080429
	29.199-08

	380054
	Presence alignment with OMA and IETF (22.127 CR 0092 S1-071764)
	C5
	CP-080429
	29.199-14/13

	390067
	Framework Enterprise Operator (Service Subscription function)
	C5
	CP-080429
	29.198-03

	390068
	Mobility Emergency Location
	C5
	CP-080429
	29.198-06

	390069
	Connectivity Manager SCF
	C5
	CP-080429
	29.198-10

	390070
	PAM Presence Agent
	C5
	CP-080429
	29.198-14


The Open Service Access (OSA) enables service application developers to make use of network functionality through open, standardised, secure, extensible and scalable interfaces. Applications see the network functionality offered to them as a set of Service Capability Features (SCFs) in the OSA API. These SCFs provide access to the network capabilities on which the application developers can rely when designing their applications. The OSA API enable network service capabilities in an abstract, network-agnostic way to the application developers independent of:

· where or how these network capabilities are implemented in the network and 

· of vendor specific solutions and programming languages.

Interest in web services for telecommunications networks is increasing, with several initiatives in other groups such as OMA OWSER, ETSI TISPAN.  Developers require easy access to functionality provided by telecommunications networks in order to use them successfully in a combinational manner, e.g. as part of an SOA.  As such, the existing APIs for Parlay-X web services need to be evolved and expanded in order to ensure Parlay-X APIs provide the necessary functionality for developers and Operators to exploit the capabilities of their networks.

OSA APIs (29.198-family)

· The OSA specifications define a set of APIs that enables operator and 3rd party applications to make use of network functionality through a set of open, standardized interfaces.

· The specifications are derived from a UML model of the OSA API.  Using the latest document and code generation techniques, the detailed technical description documents, the IDL code, WSDL code and Java API are all produced from a single source UML model.  This ensures alignment between all versions, all formats of the API. 

OSA Web Services (29.199-family)

· Access to Service Capability Features is realised by using modern state of the art access technologies, like distributed object oriented technique and Web Services technologies. WSDL description of the interfaces are attached to the technical specifications.

Current web service specifications provided by the Parlay/OSA APIs in Rel-7 provide limited support for new functionalities implemented by IMS. In order to provide sufficient functionality for 3rd party developers that wish to develop within the web services framework, the existing functionality needs to be extended in order to support a greater level of control and diversity in web service applications.

Responsibility for Parlay / OSA Stage 1 was divided between 3GPP SA1 and ETSI TISPAN, whilst Stage 2/3 responsibility rested within the JWG (3GPP CT5, ETSI TISPAN and the Parlay group). 
TISPAN requirements for NGN R2 are aligned with 3GPP R7 requirements.

SA1 TS 22.127 captures in context of Common IMS, the Rel-8 requirements for exposure of IMS enabling services and capabilities, such as MM Telephony, Presence, Group&List mgmt/XDM, and IMS Messaging over an open Parlay-X/webservices interface to consumer applications. In addition, the work identifies and defines new requirements for exposure of services and capabilities over an open Parlay-X/webservices interface to consumer applications. Appropriate coordination was set up to avoid overlap with proper groups (e.g. TISPAN WG1).

CT5 Stage 2/3 WID (CP-080252) was updated to include the new functionality added in SA1's OSA Stage 1 TS 22.127 on ETSI TISPAN OSA transfer to 3GPP CT5.

TSG#40 (June 2008) decided to move the maintenance of the OSA specifications (R99 to Rel-8), the remaining Rel-8 work and any new OSA work beyond Rel-8 to OMA.

As CT5 was disbanded before the target date for Rel-8 Stage 3 freezing, not all the SA1 requirements could be supported by the corresponding CT5 Stage 2/3 specifications. This creates a discrepancy/misalignment between the current (June 2008) 3GPP OSA Rel-8 Stage 1 vs. Stage 2/3.

CT5 has documented this delta in the updated WID in CP-080429 as follows:

	Work Item
	Complete
	Specification

	370013 Parlay-X Content Management web service (store/manage meta-data)
	100%
	29.199-21

	370014 Parlay-X Policy web service
	100%
	29.199-22

	370015 Parlay-X Terminal status web service
	100%
	29.199-08

	380054 Presence alignment with OMA and IETF (22.127 CR 0092 S1-071764)
	100%
	29.199-14/13

	390067 Framework Enterprise Operator (Service Subscription function)
	100%
	29.198-03

	390068 Mobility Emergency Location
	100%
	29.198-06

	390069 Connectivity Manager SCF
	100%
	29.198-10

	390070 PAM Presence Agent
	100%
	29.198-14

	370012 Ensure Parlay-X composable with identity management frameworks, in particular Liberty Alliance 
	0%
	existing 29.199-xy

	370016 Identify communication format used by a particular application
	0%
	existing 29.199-xy

	380047 Security on User Profile Management - reuse GUP API (22.127 CR 0084 S1-071794)
	0%
	PXWS Framework

	380048 Privacy on Subscriber Identity (Liberty Alliance, OASIS) (22.127 CR 0085 S1-071835)
	0%
	PXWS Framework

	380049 Topology Hiding (22.127 CR 0086 S1-071838)
	0%
	PXWS Framework

	380050 Subscriber event notification (22.127 CR 0087 S1-071836)
	0%
	PXWS Framework

	380051 Event notification (22.127 CR 0088 S1-071762)
	0%
	PXWS Framework

	380052 Access policy (22.127 CR 0089 S1-071763)
	0%
	PXWS Framework

	380053 API usage accounting (22.127 CR 0090 S1-071792)
	0%
	PXWS Framework

	380055 Service identification (22.127 CR 0095 S1-071837)
	0%
	existing 29.199-xy
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Release 9

	UID
	Name
	Acronym
	Resource
	WI_rapporteur

	
	Release 9
	
	
	

	320031
	Study on Service Continuity for Emergency Voice Calls
	FS_VCCEm
	S2
	Nortel

	370043
	Study on Extended Support of IMS Emergency Calls
	FS_IMS-eCall
	S2
	Qualcomm

	380057
	Public Warning System
	PWS
	S1,C1,C4,R2,R3,R5
	T-Mobile

	380064
	Support for IMS Emergency Calls over GPRS and EPS
	IMS_EMER_GPRS_EPS
	S1,S2,S3,C1,C3,C4,R2,R3,R5
	Alcatel-Lucent

	470004
	In Case of Emergency (ICE) Graphics
	ICE_Graphics
	C6
	Sagem-Orga


9.1
Study on Service Continuity for Emergency Voice Calls
(FS_VCCEm) UID_320031
Resources:
S2
	UID
	Name
	Finish
	Hyperlink
	WI_rapporteur
	Notes
	TR

	320031
	Study on Service Continuity for Emergency Voice Calls
	12/03/2009
	SP-080555
	Nortel
	SP#43 completed
	23.826


Supporting Companies:
Nortel, Alcatel-Lucent, AT&T, , CableLabs, Qualcomm, Huawei.
This study is linked to:

UID_32045
PS domain & IMS Impacts for supporting IMS Emergency Calls

UID_380040
IMS Centralized Services

UID_390057
IMS Service Continuity

UID_380064
Support for IMS Emergency Calls over GPRS and EPS

Rel-7 work item UID_32045 "PS domain & IMS Impacts for supporting IMS Emergency Calls" states:

"It shall be possible to establish an emergency session via the PS domain and the IM CN subsystem to meet the requirements defined in TS 22.101. Emergency sessions shall be routed to an emergency centre in accordance with national regulations. This may be based upon one or more default addresses stored in the ME and/or USIM and information about the origin of the session. It shall be allowed to establish a PS emergency session without the need to dial a dedicated number to avoid the mis-connection in roaming case, such as connect by menu, or a linkage to a car air bag control. The WI shall take into account requirements coming from fixed broadband access to IMS and seek for maximum commonality of architectural solutions between 3GPP and fixed broadband access to IMS." 

However, this WI does not take into account subscribers, which, after initiating an emergency call, may need to move such that access transfer between the PS and CS domain is necessary to maintain the service.  
Service requirements are such that for  these subscribers, the access transfer of emergency calls should experience the same success as the access transfer of a regular call.  

TR 23.826 studies the feasibility of developing capabilities allowing the access transfer of emergency calls in both the CS to IMS and IMS to CS directions. Consideration was given to methods that may require modification of standards, as well as methods that may be employed by configuration changes. A minimal objective is the support of service continuity for emergency voice calls originated in the home PS domain. The study considered feasibility of supporting:

· Emergency calls originated in the CS domain

· Roaming scenarios

· UEs that cannot be authenticated (e.g. UICC-less or with no roaming agreement)

· Continuity of location information

It considered architectural concepts from TS 23.292 and TS 23.237 in the proposed solutions, e.g. the use of an ICS enabled MSC server. The study did not cover single radio service continuity for emergency voice calls, though aspects of the solutions studied for dual radio service continuity for emergency voice calls may also be applicable to single radio service continuity for emergency voice calls (and vice versa). Service continuity of emergency voice calls depends on operator's service architecture to deliver access transfer request in the IMS to CS direction and CS to IMS direction.

9.2
Study on Extended Support of IMS Emergency Calls
(FS_IMS-eCall) UID_370043
Resources:
S2

	UID
	Name
	Finish
	Hyperlink
	WI_rapporteur
	Notes
	TR

	370043
	Study on Extended Support of IMS Emergency Calls
	11/12/2008
	SP-070547
	Qualcomm
	SP#42 completed
	23.868


Supporting Companies:
Qualcomm, TeleCommunication Systems, Alcatel-Lucent, Research in Motion.
The solution contained in TS 23.167 to support IMS Emergency Calls falls short of providing a solution to cover IP access from any network A and IMS support from any network B. The current solution assumes that IP access network A either belongs to the same 3GPP operator as IMS core network B or can access IMS core network B using 3GPP defined means (e.g. as an I-WLAN). The current solution does not support the case when IP access network A and IMS core network B belong to different operators and use non-3GPP defined means of access (e.g. IETF UDP/IP). 
This limitation admits the possibility of alternative non-3GPP solutions for the non-supported cases which may be incompatible or partially incompatible with the solution in TS 23.167. Such solutions may delay or jeopardize deployment of the solution in TS 23.167 by creating uncertainty/confusion within the industry and among regulators. Such solutions may also force some 3GPP vendors and 3GPP operators to implement and deploy both the 3GPP solution and at least one other solution (i.e. a non-3GPP solution). Having a 3GPP solution on the other hand that can support all expected user cases could avoid this.

The study mainly affects IMS although some impacts to IP-CAN are also likely. This study:

· evaluated feasibility of supporting IMS emergency calls for combinations of IP access network A and IMS core network B not supported in Rel-7 including but not limited to the following cases:

(a) A is any IP access network and B is the home 3GPP compliant IMS network for any emergency calling UE with adequate security credentials

(b) A is any IP access network and B is a visited 3GPP compliant IMS network for any emergency calling roaming UE with adequate security credentials

· evaluated enhancements to the Rel-7 solution for IMS emergency calls that may improve performance and/or reduce complexity

· evaluated feasibility of better aligning the solution in TS 23.167 with applicable IETF standards and draft standards (e.g., from the Ecrit and Geopriv working groups)

· Any enhancement to the support of IMS emergency calls shall remain backward compatible to the Rel-7solution from the perspective of the UE and any 3GPP Network Element. Furthermore, any enhancement should be based on the Rel-7 solution and should avoid unnecessarily adding new network entities, protocols and interfaces and moving existing functions from one entity to another.

The work should not change support for IMS emergency calls from the user perspective or from the PSAP perspective.

On security, this work shall not degrade security for IMS emergency calls in the case of a UE with a valid UICC and receiving service from the home network or from a visited network with a roaming agreement with the home network.

9.3
Public Warning System (PWS) UID_380057
Resources:
S1,C1,C4,R2,R3,R5

	UID
	Name
	Resource
	Notes
	TSs_and_TRs

	380058
	Stage 1
	S1
	SP#42 completed
	22.268

	440029
	Stage 3
	C1,C4
	RP#46 completed
	-

	440030
	CT1 aspects of Stage 3
	C1
	CP#46 completed
	23.041

	440031
	CT4 aspects of Stage 3 
	C4
	CP#46 completed
	29.168

	440005
	PWS – RAN aspects
	R2,R3
	RP#46 completed
	LTE 36.300, 36.302, 36.331, 36.413

	540005
	Test PWS – RAN aspects for LTE
	R5
	RP#58 completed
	36.508, 36.523-1, 36.523-2, 36.523-3


Supporting Individual Members:
T-Mobile, Qualcomm , AT&T, Ericsson, Nokia, Nortel Networks, NSN
This work has a larger scope than the Rel-8 Feature UID_370051 (ETWS).

This work was triggered by TR 22.968 (Study on requirements for an Public Warning System (PWS) service) produced under the Rel‑8 Study UID_320025 (FS_PWS).

UID_380058 

Stage 1 for PWS

(S1)
There are many acts of nature and some accidents caused by man that threaten considerable damage and potential loss of life over a wide range of different geographical areas. Some examples are related to severe weather (e.g. hurricane/typhoon, tornado, flood) while others are related industrial activity (e.g. chemical spill, threat of explosion, biological/radiological hazard). When these events occur, it is essential that emergency information from local agencies (e.g. government/public service organisations) is provided to people within the affected areas so actions can be taken to reduce damage and avoid loss of life. 

In some cases, warnings are already made via commercial or government-owned radio or television broadcast facilities. With the significant deployment of cellular mobile networks and their ability to provide broadcast services, warnings can also be transmitted to large numbers of subscribers via their UE who are not listening to radio or TV broadcasts, or may not be within range of a radio or TV broadcast but are within coverage area of their wireless services provider. Support over cellular mobile networks is to supplement other notification methods.

The use of a PWS in GSM and UMTS networks is currently under consideration to various degrees by government agencies in many countries for national or regional use. 

FCC's Commercial Mobile Service Alert Advisory Committee (CMSAAC) made recommendations on requirements, architecture and protocols for a Commercial Mobile Alert Service (CMAS) for the United States. 
CMSAAC recommendations and final FCC rules specify the regulatory requirements for a text-based PWS in the US.

In Europe, PWS requirements and examination of possible technologies have been documented in ETSI TS 102 182. 

3GPP develops PWS requirements on a global basis, recognizing that regional requirements might differ. 
This work specifies requirements for a text-based PWS service. 
Requirements for a Multimedia-based PWS service are FFS.

The impacts on current specifications and existing networks by the introduction of this service should be minimized. Support of this service is optional to operators and/or subscribers based on regional requirements and mandates. 

This service should be provided by using low cost and simple mechanisms based on those available within existing mobile networks. As new UE functionality may be required, existing UEs are not required to support this service.

These requirements should also address how a public warning message interacts with other services that may be in use at the time when the message is received (e.g. during a voice call).
Alerts or warning messages should be provided to users in a way that distinguishes them from non-PWS messages.
Operators shall have the capability to not charge subscribers.

It shall minimize the ability to spoof public warning messages and provide a means for the recipient to authenticate the source of the public warning message.

UID_440029

Stage 3 for PWS

(C1,C4)

Both Stage 2 and Stage 3 work are covered by this WI. Stage 2 work related to UTRAN and GERAN and related to message identifiers was performed by CT1. The rest of the stage 2 work is within the scope of SA2.

UID_440005

RAN aspects of PWS

(R2,R3)

The work fulfils the following objectives:

Extend the Warning System support of the E-UTRA/E-UTRAN beyond Rel-8 ETWS by providing:

· E-UTRA/E-UTRAN support for multiple parallel Warning Notifications

· E-UTRAN support for replacing and cancelling a Warning Notification

· E-UTRAN support for repeating the Warning Notification with a repetition period as short as 2 seconds and as long as 24 hours

· E-UTRA support for more generic "PWS" indication in the Paging Indication

Specifically this work enhances the E-UTRA Rel-8 ETWS functionality to meet the above objectives by:

· extending the S1AP Write-Replace Warning procedure to support multiple outstanding Warning Notifications and Update and Cancel primitives

· extending the LTE-Uu (RRC ETWS broadcast) mechanism to support multiple Warning Notifications, paging the UE with a "PWS" indication, and repetition of warning notifications (with repetition periods as short as 2 seconds and as large as 24 hours)

· updating the E-UTRA/E-UTRAN stage 2 specification

Conformance Test Aspects –PWS – RAN aspects for LTE UID_540005
Resources:
R5

	UID
	Hyperlink
	SR
	Rapporteur
	Notes
	TSs

	540005
	RP-111564
	RP-121525
	Qualcomm
	RP#58 completed
	36.508, 36.523-1, 36.523-2, 36.523-3


9.4
Support for IMS Emergency Calls over GPRS and EPS UID_380064
Resources:
S1,S2,S3,C1,C3,C4,R2,R3,R5
	UID
	Name
	Resource
	Rapporteur

	380064
	Support for IMS Emergency Calls over GPRS and EPS
	-
	Alcatel-Lucent

	410036
	Stage 1
	S1
	Alcatel-Lucent

	410037
	Stage 2
	S2
	Alcatel-Lucent

	420022
	Security aspects
	S3
	Alcatel-Lucent

	440035
	Stage 3
	C1,C3,C4,R5
	Alcatel-Lucent

	440036
	CT1 aspects - Stage 3
	C1
	Alcatel-Lucent

	480029
	Conformance Test Aspects - CT1 aspects
	R5
	Samsung

	440037
	CT3 aspects - Stage 3
	C3
	Alcatel-Lucent

	440038
	CT4 aspects - Stage 3
	C4
	Alcatel-Lucent

	420041
	Support for IMS Emergency Calls over LTE
	R2,R3
	Alcatel-Lucent

	470017
	Conformance Test Aspects – Support for IMS Emergency Calls over LTE
	R5
	Ericsson

	410038
	Single Radio Voice Call Continuity (SRVCC) support for IMS Emergency Calls
	S2,C1,C4,C3
	China Mobile

	410138
	SRVCC support for IMS Emergency Calls
	S2
	China Mobile

	460018
	CT aspects of SRVCC support for IMS Emergency Calls
	C1,C4,C3
	China Mobile

	440027
	CT1 aspects
	C1
	China Mobile

	440028
	CT4 aspects
	C4
	China Mobile

	460019
	CT3 aspects
	C3
	China Mobile


Supporting Individual Members:
Alcatel Lucent, Qualcomm, Telecom Italia, SiRF Technology , Nortel, TCS, Motorola, Ericsson, Nokia, Nokia Siemens Networks, Verizon, Cisco, Rogers Wireless, AT&T, Andrew, Huawei.
UID_410036, 410037, 420022

IMS Emergency Calls over GPRS and EPS

(S1,S2,S3)

	UID
	Name
	Resource
	Hyperlink
	Notes
	TS_TR

	410036
	Stage 1
	S1
	SP-080844
	SP#42 completed
	22.101

	410037
	Stage 2
	S2
	SP-080844
	SP#44 completed
	23.869, 23.060, 23.167, 23.203, 23.221, 23.228, 23.271, 23.401, 23.402

	420022
	Security aspects
	S3
	SP-080844
	SP#48 completed
	33.401, 33.402


There is a need to establish Emergency Sessions in PS mode via GPRS access and IMS for meeting regional regulatory requirements for PS based emergency calls, and to remain competitive with other wireless PS technologies (e.g. WLAN and cdma2000). There is also a need to support IMS Emergency Sessions over EPS. This work:

· updates requirements for supporting IMS emergency calls over GERAN, UTRAN and E-UTRAN access

· For both cases a) UE in normal service mode (UE has sufficient credentials and is authorized to receive the service) and b) UE in limited service (UE does not have sufficient credentials or is not authorized to receive the service), provides functionality meeting TS 22.101, 23.167 and other relevant specifications for Emergency Session handling for emergency calls over:
· GPRS using GERAN and UTRAN access

· EPS using E-UTRAN access
· specifies EPS functionality supporting IMS emergency call handover between 3GPP and non-3GPP access (access network specific impacts for UE to attach to non-3GPP access network for emergency calls is out of 3GPP scope).

· specifies adding EPS support of IMS emergency calls complying with applicable requirements for provision of location information.

As defined in TS 22.101 and 22.030, different MMI should be available to invoke emergency services. 
Implications for emergency access to PS domain and IMS without security credentials were considered.

UID_440035

Stage 3 for IMS Emergency Calls over GPRS and EPS

(C1,C3,C4)
	UID
	Name
	Hyperlink
	Notes
	TSs_and_TRs

	440035
	Stage 3
	CP-090564
	CP#47 completed
	-

	440036
	CT1 aspects
	CP-090564
	CP#47 completed
	23.122, 24.008, 24.229, 24.301, 24.302

	440037
	CT3 aspects
	CP-090564
	CP#45 completed
	29.212, 29.213, 29.214, 29.215

	440038
	CT4 aspects
	CP-090564
	CP#46 completed
	23.003, 23.008, 29.060, 29.272, 29.273, 29.274, 29.275, 29.276


To meet regional regulatory requirements for PS based emergency calls functionality is needed to establish an emergency session in PS mode via GPRS access and the IMS. Standardized support for IMS Emergency Sessions over EPS (Evolved Packet System) is also required. This work:
· Updated requirements on the support of IMS emergency calls over UTRAN and E-UTRAN access.

· Specified functionality needed to meet the requirements as defined in TS 22.101, 23.167 and other relevant specifications for emergency session handling for IMS emergency calls over the GPRS using UTRAN access both in the case where the UE is in normal service mode (e.g., UE has sufficient credentials and is authorized to receive the service) and where the UE is in limited service (e.g. the UE does not have sufficient credentials or is not authorized to receive the service). 

· Specified functionality needed to meet the requirements as defined in TS 22.101, 23.167 and other relevant specifications for emergency session handling for emergency calls over the EPS using UTRAN and E-UTRAN access both in the case where the UE is in normal service mode (e.g., UE has sufficient credentials and is authorized to receive the service) and where the UE is in limited service (e.g. the UE does not have sufficient credentials or is not authorized to receive the service). 

· Specified EPS functionality for supporting IMS emergency call handovers between 3GPP and non-3GPP access. 

Access network specific impact on UE to attach to non-3GPP access network for emergency calls is out of 3GPP scope.

Revisions to location requirements are covered by a separate work item.
UID_480029

Conformance Test Aspects - CT1 aspects of IMS Emergency Calls over GPRS and EPS
Resources:
R5
	UID
	Name
	Hyperlink
	SR
	Notes
	TSs_and_TRs

	480029
	Test
	RP-100567
	RP-120445
	RP#56 completed
	34.108, 34.123-1, 34.123-2, 34.123-3, 34.229-1, 34.229-2, 34.229-3, 36.508, 36.523-1, 36.523-2, 36.523-3


SRVCC support for IMS Emergency Calls UID_410038
Resources:
S2,C1,C4,C3

References
	Document
	Title/Contents

	WID(s)

	SP-090099
	SA2 WID on SR VCC support for IMS Emergency Calls

	CP-090882
	CT WID on CT aspects of SRVCC support for IMS Emergency Calls

	Impacted Specifications

	TS 23.216
	Single Radio Voice Call Continuity (SRVCC); Stage 2

	TS 23.237
	IP Multimedia Subsystem (IMS) Service Continuity; Stage 2

	New Dedicated Specifications/Reports

	TR 23.870
	SR VCC support for IMS Emergency Calls


Supporting Companies:
China Mobile, Ericsson, Nokia-Siemens Networks, Verizon, Qualcomm, TeleCommunication Systems, Rogers Wireless, Nortel, Huawei, Nokia, AT&T, ZTE.
	UID
	Name
	Resource
	Hyperlink
	Notes
	TSs_and_TRs

	410038
	Single Radio Voice Call Continuity (SRVCC) support for IMS Emergency Calls
	-
	SP-090099
	CP/SP#46 completed
	-

	410138
	SRVCC support for IMS Emergency Calls
	S2
	SP-090099
	SP#46 completed. SP#43 WID updated SP-080562=>SP-090099 (added location continuity aspects)
	23.870, 23.216, 23.237

	460018
	CT aspects of SRVCC support for IMS Emergency Calls
	C1,C4,C3
	CP-090882
	CP#46 completed
	-


This work is linked to:

UID_350030
Single Radio Voice Call Continuity for 3GPP 
(SAES-SRVCC)

UID_360020
Voice Call Continuity for CDMA2000 1X
(SAES-VCC_1X)

UID_320031
Study on Service Continuity for Emergency Voice Calls
(FS_VCCEm) 
TR 23.826
UID_400048
Stage 2 for LCS_CPS_EPS
TR 23.891 (Evaluation of LCS Control Plane Solutions for EPS)

When providing IMS emergency calls over EPS, emergency calls need to continue when SRVCC handover occurs from E-UTRAN/HSPA to UTRAN/GERAN or from E-UTRAN to CDMA2000 1x, otherwise the regulation is violated.
This work provides support for IMS emergency calls handover - including EPS and IMS aspects - in following cases:

· from E-UTRAN to CDMA2000 1x CS using SRVCC

· from E-UTRAN to UTRAN/GERAN CS using SRVCC (Note: If HSPA to UTRAN/GERAN SRVCC solution is part of Rel-8 then solution needs to be developed for the HSPA case as well.)

Location continuity aspects are part of this work.
Some IMS aspects in TR 23.826 Feasibility study on Voice Call Continuity (VCC) support for emergency calls, 
may be used as part of the overall solution for SRVCC for IMS emergency calls.

	UID
	Name
	Resource
	Hyperlink
	Notes
	TSs_and_TRs

	460018
	CT aspects of SRVCC support for IMS Emergency Calls
	C1,C4,C3
	CP-090882
	CP#46 completed
	-

	440027
	CT1 aspects
	C1
	CP-090882
	CP#46 completed
	24.229, 24.237

	440028
	CT4 aspects
	C4
	CP-090882
	CP#46 completed
	29.205, 29.280

	460019
	CT3 aspects
	C3
	CP-090882
	CP#46 completed
	29.163


· Stage 3 specifications of SR-VCC handover procedures from EUTRAN to UTRAN

· Stage 3 specifications of SR-VCC handover procedures from HSPA to UTRAN

· Stage 3 specifications of SR-VCC handover procedures from EUTRAN to CDMA2000 1x

· Specified functionalities and interfaces of EPS entities to support IMS emergency call when SR-VCC happens
9.5
LCS for LTE and EPS (LCS_LTE_EPS) UID_430006
Resources:
S2,C1,C4,R2,R1,R3,R4,R5

	UID
	Name
	Acronym
	Resource
	Rapporteur

	430006
	LCS for LTE and EPS
	LCS_LTE_EPS
	-
	-

	400038
	LCS Control Plane Solution for EPS
	LCS_EPS-CPS
	S2,C4,C1
	Polaris Wireless

	420006
	Positioning Support for LTE
	LCS_LTE
	R2,R1,R3,R4
	Qualcomm

	470018
	Conformance Test Aspects – Positioning Support for LTE
	LCS_LTE_UEConTest
	R5
	Qualcomm


9.5.1
LCS Control Plane Solution for EPS (LCS_EPS-CPS) UID_400038
Resources:
S2,C1,C4
	UID
	Name
	Resource
	Hyperlink
	Notes
	TSs_and_TRs

	400038
	LCS Control Plane Solution for EPS
	S2,C4,C1
	SP-080445
	-
	-

	400048
	Stage 2
	S2
	SP-080445
	SP#44 completed
	23.891, 23.271, 23.401, 23.402

	440020
	CT4 aspects
	C4
	CP-090811
	CP#47 completed (IANA registrations outstanding). Stage 3 SLs and SLg interfaces & transport of positioning messages between E-SMLC and MME in the scope of UID_420006 (Positioning Support for LTE)
	24.080, 29.002, 29.272, 29.230, new 24.171, 29.171, 29.172, 29.173

	440120
	CT1 aspects
	C1
	CP-090811
	CP#47 completed
	24.301


Supporting Individual Members:
AT&T, Ericsson, NTT DoCoMo, Alcatel-Lucent, SK Telecom, Polaris Wireless, TCS, TruePosition, Andrew, Qualcomm Europe, China Mobile, Thales, NEC.
Triggered by the abandoned Study Evaluation of LCS Control Plane Solutions for EPS (FS_LCS_EPS) UID_380068.
This work is linked to the Rel-9 Feature Support for IMS Emergency Calls over GPRS and EPS (UID_380064).
LCS requirements can be fulfilled by Control Plane solution, User Plane solution or a combination of both.  
The following LCS capabilities are more appropriately served in the Control Plane environment:

· obtaining location of UE which does not support User Plane location
· User Plane location may not meet response delay requirements e.g. emergency services, lawful interception
· security applications that require to avoid or minimize detection and a higher level of accuracy than cell/sector

· network based location methods that require channel and configuration information that is most readily available in the Control Plane environment

· provision of LCS by operators not wishing to implement only User Plane location, but also Control Plane and/or hybrid approaches as well (e.g. operators supporting Control Plane LCS for 2G/3G access networks)

This work: 
1) develops an LCS Reference Architecture for EPS
2) provides Core Network capability consistent with the requirements in TS 22.071. 

A design goal is to minimize LCS unique changes subject to meeting stated regulatory requirements. 
Radio signal measurements and/or position methods for E-UTRAN are considered by TSG RAN. 
	UID
	Name
	Hyperlink
	Notes
	TS_TR

	440020
	CT4 aspects
	CP-090811
	CP#47 completed (IANA registrations outstanding). Stage 3 SLs and SLg interfaces & transport of positioning messages between E-SMLC and MME in the scope of UID_420006 (Positioning Support for LTE)
	24.080, 29.002, 29.272, 29.230, new 24.171, 29.171, 29.172, 29.173

	440120
	CT1 aspects
	CP-090811
	CP#47 completed
	24.301


SA2 TS 23.271 (LCS Stage 2) creates new interfaces in the EPC:

· SLg between the GMLC and the MME

· SLs between the E-SMLC and the MME

· Diameter-based SLh between the HSS and the HGMLC

Enhancements may also be required for two existing interfaces:

· MAP-based Lh

· Lr

The Lr interface is defined by the OMA LOC working group and hence any enhancements would require liaison with OMA. It is necessary to define these new interfaces in the EPC as well as any modifications to the existing interfaces in order to have a functioning LCS Control Plane solution in the EPS.

Stage 3 definition is needed for MT-LR privacy notification and verification and MO-LR requests between the UE and MME as described in TS 23.271. Positioning message transport needs to be supported between the MME and UE transparently to the E-UTRAN as defined in TS 36.305 and should enable multiple E-SMLCs as required in TS 23.271.

Objectives:

1. Create a new specification which defines the transport and location transaction support for the SLg interface.
The functionality and messaging on the SLg should be nearly identical to that which already exists on the Lg, although the use of SS7 versus IP transport should be evaluated. SLg functionality needs to support location for IMS emergency calls as well as commercial MT-LR and MO-LR.
2. Create a new specification for the SLs interface
Define the transport and session layer support for this interface based on the procedural description in TS 23.271 (LCS stage 2). Assume that positioning support and associated signalling will be defined in RAN but provide the means to transport this signalling between the E-SMLC and MME in a manner that enables transfer to the eNodeB or UE with minimum impact to the MME. Liaise with RAN2/3 to ensure SLs support meets RAN needs.

3. Create a new specification for the Diameter-based SLh interface
The functionality and messaging on the Diameter-based SLh interface should be nearly identical to that which already exists on the MAP-based Lh interface, while the transport and session layer will be based on the Diameter protocol instead of MAP.

4. Determine if the MAP-based Lh interface must be modified, how and execute any required changes

5. Determine if the Lr interface must be modified and, if so, liaise requirements to OMA LOC

6. Create a new specification for the stage 3 definition of MT-LR privacy messages and MO-LR messages

7. Determine whether positioning message transport between UE and MME requires some additional NAS message support (e.g. to enable multiple E-SMLCs and/or multiple positioning sessions) and, if so, include it in TS 24.301.
Evaluate need for LCS signalling control (e.g. suspension) to avoid delay to EMM, ESM and other higher priority signalling
9.5.2
Positioning Support for LTE (LCS_LTE) UID_420006
Resources:
R2,R1,R3,R4,R5

	UID
	Name
	Resource
	Finish
	Hyperlink
	SR
	Notes
	TS_TR

	420006
	Positioning Support for LTE
	R2,R1,R3,R4
	04/06/2010
	RP-091389
	RP-100442
	RP#48 completed. UID_400038 (LCS Control Plane Solution for EPS) depends on this WI
	34.213, 36.133, 36.211, 36.214, 36.300, 36.305, 36.331, 36.355, 36.410, 36.413, 36.455, new 36.171

	470018
	Conformance Test Aspects – Positioning Support for LTE
	R5
	02/03/2012
	RP-111209
	RP-120034
	RP#55 completed. RP#56 TS 37.571-4 v200 for Approval
	36.508, 36.509, new (37.571-1, 37.571-2, 37.571-3, 37.571-4, 37.571-5)


Supporting Individual Members:

This work is linked to Rel-9:

UID_400038
LCS Control Plane Solution for EPS
(depends on this WI)

UID_380064
Support for IMS Emergency Calls over GPRS and EPS
(is extended by this WI)

EPS and LTE were introduced in Rel-8 but without any explicit support for positioning, which is however needed for:

1. Support IMS emergency calls over EPS (the only location solution currently endorsed by 3GPP is OMA SUPL 2.0). SUPL 2.0 in an LTE context allows positioning using cell ID, enhanced cell ID, A-GPS and AGNSS but does not currently allow other methods analogous to methods already defined for GSM, WCDMA, 1xRTT and Ev-DO such as E-OTD, OTDOA/IPDL, U-TDOA and AFLT. 
Such methods have historically been useful and even essential to act as a backup to A-GPS in regions where emergency calls are subject to strong regulation. 

2. LCS Control Plane Solution for EPS (no positioning support has yet been defined except for a basic cell ID method between the E-UTRAN and MME). 

3. OMA SUPL 2.0 (for LTE access, would be restricted to use of A-GPS, AGNSS, E-CID and cell ID).

Performance of positioning for LTE access should equal/exceed other access types due to increasing level of regulatory requirement in some regions and increasing demands imposed by new LCS applications.

This work includes support for the following positioning capabilities and features in association with LTE access:

· positioning protocol(s) supporting both Control Plane LCS solution for EPS and OMA SUPL

· UE assisted and UE based AGNSS
· a downlink terrestrial positioning method, analogous to E-OTD, OTDOA and AFLT, capable of operating in UE assisted and UE based modes (a single downlink method is defined)

· enhanced cell ID measurements coming from the UE and/or eNode B

The solution is backward compatible with Rel-8 networks and UEs that support LTE and EPS.

9.6
In Case of Emergency (ICE) Graphics UID_470004
Resources:
C6

	UID
	Name
	Acronym
	Hyperlink
	Notes
	TS

	470004
	In Case of Emergency (ICE) Graphics
	ICE_Graphics
	CP-100178
	CP#47 approved WID and completed. Added capability to store ICE graphical information (picture). Linked to CT6 Rel-8 ICE Feature UID_380059 In Case of Emergency numbers storage and easy access on UICC
	31.102 CR#0433


References
	Document
	Title/Contents

	WID(s)

	CP-100178
	WID on In Case of Emergency (ICE) Graphics

	Impacted Specifications

	31.102
	Characteristics of the Universal Subscriber Identity Module (USIM) application

	New Dedicated Specifications/Reports

	-
	-


Supporting Companies:
Sagem Orga, Gemalto, Vodafone, Nokia, Giesecke & Devrient.
Linked work items

UID_380059
In Case of Emergency numbers storage and easy access on UICC (ICE) Rel-8
Justification:

Complete Rel-8 ICE Feature having requirements (Stage 1) in SA1 Rel-8 TS 22.030 and TS 22.101.

Quote from Wikipedia: 

"The In Case of Emergency, or ICE, is a program which is used to enable first responders, such as paramedics, firefighters, police officers, to identify victims and contact their next of kin to obtain important medical information.(…) 
In developed countries some 80% or more of people carry a mobile phone, and the police or paramedics often use them to identify victims at road traffic accidents or other incidents. The idea of ICE is that everyone should put an emergency contact name and number into their phone under the headword "ICE". This would give the emergency services personnel a standard place to look. (…)
Most newer phones offered by American cellphone company Verizon Wireless come with a special ICE contact list. This is made possible mostly in part because Verizon puts a User Interface on all of their phones made (…)."
While this contact list has been introduced on a proprietary mobile phone dependent way, a standardized solution is not available, making the use for "first responders" difficult, if not impossible.
Objective

A UE shall have the capability to store one or more ICE information on the UICC which the subscriber can optionally configure.

Provision is made for direct and unambiguous read access from the UE to ICE information stored on the UICC. Under control of the subscriber, this information can be made accessible even when the keypad is locked. 

MMI-Aspects

The MMI shall provide for unambiguous identification of ICE information and easy read access. Under control of the subscriber, the ICE information can be made accessible even when the UE/UICC security features have been enabled (e.g. keypad is locked).
10
Release 10

	UID
	Name
	Acronym
	Resource
	WI_rapporteur

	
	Release 10
	
	
	

	390073
	Enhancements for Multimedia Priority Service
	eMPS
	S1,S2,C4,C3,C1
	Telcordia

	470026
	IMS Emergency Session Enhancements
	IESE
	S1,S2,C1
	Deutsche Telekom


10.1
Enhanced Multimedia Priority Service (eMPS) UID_390073
Resources:
S1,S2,C4,C3,C1

	UID
	Name
	Acronym
	Resource
	WI_rapporteur

	390073
	Enhancements for Multimedia Priority Service
	eMPS
	-
	Telcordia

	390074
	Stage 1
	ePRIOR
	S1
	Telcordia

	460029
	Stage 2
	eMPS
	S2
	Telcordia, NTT DoCoMo

	490008
	Stage 3
	eMPS-CN
	C4,C3,C1
	Ericsson


	UID
	Name
	Resource
	Hyperlink
	Notes
	TSs_and_TRs

	390073
	Enhancements for Multimedia Priority Service
	-
	SP-080051
	CP#51 completed. SP#49 moved Stage 1 from Rel-9 & Completed Stage 2. SP#40 Stage 1 completed. Continuation of Rel-8 Feature PRIOR (UID_340044)
	-

	390074
	Stage 1
	S1
	SP-080051
	ePRIOR started Mar 2006 as a Rel-8 Feature. It was delayed to Rel-9 (completed at SP#40), then moved to Rel-10 at SP#49 and demoted to Building Block level.
	22.153, 22.278

	460029
	Stage 2
	S2
	SP-100647
	SP#49 completed. Updated WID SP-100166=>SP-100647
	-

	460329
	Stage 2 on eMPS for CSFB
	S2
	SP-100647
	SP#49 completed
	23.002, 23.203, 23.221, 23.228, 23.272, 23.401

	460429
	Stage 2 on eMPS for EPS Bearer Service
	S2
	SP-100647
	SP#49 completed
	23.002, 23.203, 23.221, 23.228, 23.272, 23.401

	460529
	Stage 2 on eMPS for IMS Aspects
	S2
	SP-100647
	SP#49 completed
	23.002, 23.203, 23.221, 23.228, 23.272, 23.401


Supporting Individual Members:
Telcordia, NCS (National Communications System of the United States) , AT&T, NTT DoCoMo, KDDI, NEC, Toshiba, NTC, Panasonic, Hitachi, Sharp, Nokia Siemens Networks, Ericsson, ST-Ericsson, Huawei, Alcatel-Lucent, Motorola, Qualcomm, Samsung, ZTE

Supporting Individual Members:
AT&T, NCS, Nortel Networks, T-Mobile, Telcordia.
This work is a continuation of the Rel-8 Feature Multimedia Priority Service work items (PRIOR)  UID_340044.

Requirements for the Multimedia Priority Service (MPS) have been specified in TS 22.153. There is a need for an additional optional service invocation method for authentication/authorization purposes (e.g. using an input string). 

Justification

MPS enables National Security/Emergency Preparedness (NS/EP) users (herein called Service Users) to make priority calls/sessions using the public networks during network congestion conditions. Service Users are the government-authorized personnel, emergency management officials and/or other authorized users. Effective disaster response and management rely on the Service User’s ability to communicate during congestion conditions. Service Users are expected to receive priority treatment, in support of mission critical multimedia communications. 

LTE/EPC Rel-9 supports IMS-based voice call origination by a Service User and voice call termination to a Service User with priority.  However, mechanisms for completing a call with priority do not exist for call delivery to a regular user for a priority call originated by a Service User.  MPS enhancements are needed to support priority treatment for Rel-10 and beyond for call termination and for the support of packet data and multimedia services. 

MPS provides broadband IP-based multimedia services (IMS-based and non-IMS-based) over wireless networks in support of voice, video, and data services. Network support for MPS will require end-to-end priority treatment in call/session origination/termination including the Non Access Stratum (NAS) and Access Stratum (AS) signalling establishment procedures at originating/terminating network side as well as resource allocation in the core and radio networks for bearers. MPS also requires end-to-end priority treatment in case of roaming if supported by the visiting network and if the roaming user is authorized to receive priority service.

MPS requirement is already achieved in the 3G Circuit-Switched network. Therefore, if the network supports CS Fallback, it is necessary to provide at least the same capability as 3G CS-network in order not to degrade the level of voice service. In CS Fallback, UE initiates the fallback procedures over the LTE as specified in TS 23.272 when UE decides to use the CS voice service for mobile originating and mobile terminating calls. To achieve priority handling of CS Fallback, NAS and AS signalling establishment procedures, common for both IP-based multimedia services and CS Fallback, shall be treated in a prioritized way.

Objective:
Specify mechanisms for the priority handling of IMS based multimedia services (voice, video etc), 
PS data and CS-voice (for CS-Fallback) with regard to LTE/EPC:

· Mechanisms to allocate resources for signalling and media with priority based on subscribed priority or based on priority indicated by service signalling.

· For a terminating IMS session over LTE, a mechanism for the network  to detect priority of the session and treat it with priority.

For CS Fallback, the following mechanism will be specified:

· A mechanism to properly handle the priority terminating voice call and enable the target UE to establish the AS and NAS connection to fall-back to the GERAN/UTRAN/1xRTT.

Service Aspects:
   Service Users need voice, video and data services support with priority treatment with ‘near normal’ performance during times of network congestion when non-Service Users may be experiencing degraded service.

	UID
	Name
	Resource
	Hyperlink
	Notes
	TSs_and_TRs

	490008
	Stage 3
	C4,C3,C1
	CP-100878
	CP#51 completed
	Stage 3

	490108
	CT4 part
	C4
	CP-100878
	CP#51 completed
	23.008, 29.002, 29.228, 29.229, 29.272, 29.274, 29.277, 29.328, 29.329

	490208
	CT3 part
	C3
	CP-100878
	CP#51 completed
	29.212, 29.213, 29.214

	490308
	CT1 part
	C1
	CP-100878
	CP#51 completed
	24.008, 24.229, 24.301


Objective:
Specify Stage3 eMPS according to Stage 2:

· update S6a interface for supporting eMPS (for CSFB, IMS, EPS bearer)

· update S11 interface for supporting eMPS (for IMS)
· update Sh interface for supporting eMPS (for IMS)

· update SIP/SDP protocol for supporting eMPS (for IMS)

· update Cx interface for supporting eMPS (for IMS)

· update the organization of subscriber data (for CSFB, IMS, EPS bearer)
· update Rx interface for supporting eMPS (for IMS)
· SPR data and PCRF interaction (for IMS)

· S102 impacts

10.2
IMS Emergency Session Enhancements (IESE) UID_470026
Resources:
S1,S2,C1

	UID
	Name
	Resource
	Finish
	Hyperlink
	Notes
	TSs_and_TRs

	470026
	IMS Emergency Session Enhancements
	S1,S2,C1
	03/06/2011
	SP-100170
	-
	-

	470027
	Stage 1
	S1
	25/03/2010
	SP-100170
	SP#47 completed
	22.101 CR#0343

	470028
	Stage 2
	S2
	23/09/2010
	SP-100170
	SP#49 completed
	23.167

	500005
	Stage 3
	C1
	03/06/2011
	CP-100880
	CP#52 completed
	24.229


Supporting Companies:
Deutsche Telekom, Orange, Belgacom, Alcatel-Lucent.

Justification

Source of external requirements: ETSI TISPAN TS 181.019 (Business Communication Requirements).
Additional IMS Emergency Session scenarios have been identified that need to be supported including:

1. ability to support an IMS emergency session that is initiated by a service when requested by the user (i.e. by an Application Server on behalf of the user);

2. ability to support IMS emergency sessions which were initiated using a private numbering plan (e.g. from hosted enterprises);

3. support of all authentication methods allowed for IMS to be used for Fixed Broadband Access in case of emergency sessions

Stage 1 has specified requirements for service initiated emergency calls, emergency calls from hosted enterprises, emergency calls being set up using a private numbering plan and emergency calls that must be authenticated by means of fixed broadband access authentication methods.

Stage 2 has specified an additional handling of emergency calls, based on the current architecture, to support the above-mentioned requirements.
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	UID
	Name
	Acronym
	Resource
	WI_rapporteur

	
	Release 11
	
	
	

	460024
	Study on Non Voice Emergency Services
	FS_NOVES
	S1
	Qualcomm

	500030
	Non Voice Emergency Services
	NOVES
	S1,S2
	Qualcomm

	530018
	IMS Emergency PSAP Callback (Stage 3)
	EMC_PC
	C1,C3,IETF
	Ericsson


11.1
Study on Non Voice Emergency Services (FS_NOVES)  UID_460024
Resources:
S1
	UID
	Name
	Finish
	Hyperlink
	WI_rapporteur
	Notes
	TR

	460024
	Study on Non Voice Emergency Services
	21/09/2011
	SP-090897
	Qualcomm
	SP#53 completed. Spin-off Feature UID_500030 Non Voice Emergency Services (NOVES) 
	22.871


Supporting Companies:
AT&T, Qualcomm, Huawei, Nokia, TelecommunicationSystems, Alcatel-Lucent, Ericsson, Nokia Siemens Networks, RIM.

Justification 

Non-verbal communications such as text messages and instant messaging via wireless devices has been very successful and continues to expand.  Many of the consumers assume that they can utilize these types of non-verbal communications as mechanisms to communicate with emergency services whenever emergency assistance is required.  Such mechanisms currently do not exist.  The Emergency Services community has a desire to have multimedia emergency services supported with the same general characteristics as emergency voice calls.

Currently, TS 22.101 service requirements for emergency calls (with or without the IP Multimedia Core Network) are limited to voice media. The Non Voice Emergency Services (NOVES) is intended to be an end-to-end citizen to authority communications. NOVES could support the following examples of non-verbal communications to an emergency services network:

1. Text messages from citizen to emergency services

2. Session based and session-less instant messaging type sessions with emergency services

3. Multi-media (e.g., pictures, video clips) transfer to emergency services either during or after other communications with emergency services.

4. Real-time video session with emergency services

In addition to support the general public, this capability would facilitate emergency communications to emergency services by individuals with special needs (e.g., hearing impaired citizens).

Objective:
to include the following questions for NOVES with media other than or in addition to voice:

· What are the requirements for NOVES?

· What are the security, reliability, and priority handling requirements for NOVES?

· How is the appropriate recipient emergency services system (e.g. PSAP) determined?

· Are there any implications due to roaming?

· Are there any implications to hand-over between access networks

· Are there any implications due to the subscriber crossing a PSAP boundary during NOVES communications (e.g. subsequent text messages should go to the same PSAP)?

· Do multiple communication streams (e.g., voice, text, video emergency services) need to be associated together?

· What types of “call-back” capabilities are required?

· Investigate the load impact of NOVES in the case of a large scale emergency event or malicious use.

NOVES will be applicable to GPRS (GERAN, UTRAN) and to EPS (GERAN, UTRAN, E-UTRAN and non-3GPP).

MMI-Aspects
related to the use of NOVES may need to be studied. 
Charging Aspects
for NOVES will be determined by regional regulatory requirements.  

Security Aspects:
The content may be transmitted between the subscribers and the emergency services which might bring new security issues.  Therefore, the security impacts need to be studied.

Spin-off Feature UID_500030 Non Voice Emergency Services (NOVES)

11.2
Non Voice Emergency Services (NOVES) UID_500030
Resources:
S1,S2
	UID
	Name
	Acronym
	Resource
	Hyperlink
	WI_rapporteur

	500030
	Non Voice Emergency Services
	NOVES
	S1,S2
	SP-100884
	Qualcomm

	500130
	Stage 1
	NOVES
	S1
	SP-100884
	Qualcomm

	530045
	Stage 2 (Support of IMS Emergency Sessions with Other Media on UTRAN and E-UTRAN)
	NOVES-IMSESOM
	S2
	SP-110644
	Alcatel-Lucent


	UID
	Name
	Acronym
	Resource
	Finish
	Hyperlink
	WI_rapporteur
	Notes
	TSs_and_TRs

	500130
	Stage 1
	NOVES
	S1
	21/09/2011
	SP-100884
	Qualcomm
	SP#53 completed
	22.101


Supporting Companies:
AT&T, Qualcomm, ZTE, Research in Motion, Alcatel Lucent, TCS, T-Mobile US

Triggered by SA1 Rel-11 TR 22.871 Study on Non Voice Emergency Services (FS_NOVES)
Justification:

The NOVES study, TR22.871 has identified use cases and potential requirements for session based non-voice-initiated emergency service requests and recommends that these requirements are included in TS22.101.

Objective:
Include requirements into TS22.101 Rel-11:


End-to-End General Requirements (normative)

NOVES Device Requirements (normative)

IMS Network Requirements (normative)

Emergency Services IP Network Requirements (informative)

NOVES will be based on IMS.

Support of NOVES may be subject to regional regulatory requirements.

In addition, network support for individual NOVES features will be subject to the existence of regional regulatory requirements.

MMI-Aspects:


included in NOVES device requirements
Charging Aspects:

will be determined by regional regulatory requirements

Security Aspects:

included in NOVES device requirements

	UID
	Name
	Acronym
	Resource
	Finish
	Hyperlink
	WI_rapporteur
	Notes
	TSs_and_TRs

	530045
	Stage 2 (Support of IMS Emergency Sessions with Other Media on UTRAN and E-UTRAN)
	NOVES-IMSESOM
	S2
	07/03/2012
	SP-110644
	Alcatel-Lucent
	SP#55 completed
	23.060, 23.167, 23.203, 23.401


Justification:

NOVES Stage 1 in TS 22.101 has identified requirements for session based IMS emergency sessions that allow the UE to use other media and communication types than voice and GTT during an IMS emergency session when the network supports IMS voice emergency calls and the UE also supports other media or communication types.

Objective:
enhance “Support for IMS Emergency Calls over GPRS and EPS” (IMS_EMER_GPRS_EPS) capabilities on UTRAN and E-UTRAN to allow other media types during an IMS emergency session when the network supports IMS voice emergency calls and the UE also supports other media types. Functionality includes:

· Media types to be supported are specified in TS 22.101.

· An originating network or UE may support some or all of these other media types, and support of any specific media by an originating network or UE may be subject to regulatory requirements.

· Adding, removing and modifying individual media to/from an IMS emergency session is allowed. 

· The originating network delivers all media to the same IP PSAP throughout the duration of the IMS emergency call. 

· IMS emergency sessions with other media support providing location of the UE, in a manner similar to IMS emergency voice sessions.

Charging Aspects:
enhancements to be considered by SA5
Security Aspects:
analysis to be undertaken by SA3
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	UID
	Name
	Acronym
	Resource
	WI_rapporteur

	
	Release 12
	
	
	

	530018
	IMS Emergency PSAP Callback (Stage 3)
	EMC_PC
	C1,C3,IETF
	Ericsson

	510054
	Security aspects of Public Warning System
	PWS_Sec
	S3,S1,S2,C1,R2
	ST-Ericsson


12.1
Security aspects of Public Warning System (PWS_Sec) UID_510054
Resources:
S3,S1

	UID
	Name
	rapporteur

	560029
	Stage 1 for Protection against false PWS Warning Notifications
	Vodafone

	510354
	TR on SA3 part
	ST-Ericsson

	511354
	SA3 part
	ST-Ericsson

	510154
	Deleted - Stage 1
	ST-Ericsson

	510254
	Deleted - Stage 2
	ST-Ericsson

	510454
	Deleted - CT1 part
	ST-Ericsson

	510554
	Deleted - RAN2 part
	ST-Ericsson


	UID
	Name
	Hyperlink
	Notes
	TS_TR

	560029
	Stage 1 for Protection against false PWS Warning Notifications
	SP-120433
	SP#57 completed
	22.268


Supporting Individual Members:
Vodafone, Morpho Cards GmbH, BlackBerry, ZTE

Specify requirements to protect against false PWS Warning Notifications (Optional as not all regions/countries require this functionality). This WID covers all objectives in SA3 PWS_Sec Feature-level WID replacing the original Stage 1 UID_510154
Justification 

Current 3GPP PWS specifications offer no protection against false base stations broadcasting false Warning Notifications. At SA#54 3GPP decided that default terminal behaviour should be to accept all Warning Notifications even if their authenticity is unknown (i.e. no security protection). This means that default behaviour is open to the presentation of false Warning Notifications issued by false base stations even in countries without a Public Warning System deployed. 
Examples of false base station risks include, but are not limited to;

False Warning Notifications to induce panic
It is not clear how a large crowd in an enclosed space would react to a carefully worded message designed to cause panic that suddenly arrives with prominent alerting on almost every phone

Abuse of warning system broadcast channel to send advertising / spam
End result may be that users disable or ignore valid Warning Notifications and so miss genuine warnings

Objective:

to specify requirements to offer protection against false Public Warning System Warning Notifications. These requirements will be optional since there are regions and countries that do not require this functionality.

Service Aspects:

Security is a fundamental requirement that needs to be addressed when providing emergency warning services over broadcast channels in mobile networks. 
MMI-Aspects:

A positive or negative result when performing security checks on PWS Warning Notifications will allow/disallow presentation of the Warning Notification to the terminal application/MMI.
	UID
	Name
	Finish
	Comp
	Hyperlink
	Notes
	TS_TR

	510354
	TR on SA3 part
	18/06/2014
	90%
	SP-120434
	SP#62 exception to 06/14 in SP-130654
	new TR 33.869

	511354
	SA3 part
	18/06/2014
	90%
	SP-120434
	SP#62 exception to 06/14 in SP-130654
	new TS 33.269


Supporting Individual Members:
ST-Ericsson, Deutsche Telekom, Ericsson, HiSilicon, Huawei, Rogers Wireless, TeliaSonera, Vodafone, ZTE

SA3 review of PWS security reqs in 22.268 (see LS S1-102385) and current ETWS security solution (C1 23.041, S2 23.401, R2 36.331) concluded need for S1,S2,S3,C1,R2 work

Justification

TS 22.268 contains security requirements for PWS and the ETWS, CMAS and EU-Alert subsystems. 
These requirements state that warning messages shall be authenticated. However, the current 3GPP specifications only contain a partial solution to address these requirements. Whilst a digital signature can be appended to ETWS primary notifications, the algorithms to be used and the related key management scheme are not specified. 
Lack of standardisation on the digital signature algorithm could prevent the implementation of solutions, and at best could lead to fragmentation of solutions as each nation or region could decide to use a different algorithm. 
Lack of standardisation could also result in inconsistent terminal behaviour which could cause some terminals to alert the user to emergency warning messages that are not protected with a digital signature despite the wishes of the local operator and local regulator.

Objectives:
· To review, and update as required, the security requirements for PWS. This should include review of security requirements relating to handling of roaming users.

· To profile digital signature algorithms and/or develop other security solutions for protecting emergency warning messages.

· To define key management schemes to support the protection of emergency warning messages.

· To ensure that the security solution sufficiently blocks spoof warnings, whilst avoiding that genuine warnings are rejected due to non-malicious errors in the system.

· To review all aspects of the PWS specifications to identify and close any security gaps.

Service Aspects:

Security is a fundamental requirement that needs to be addressed when providing emergency warning services over broadcast channels in mobile networks. 

MMI-Aspects:

A positive or negative result when performing security checks on emergency warning messages may have an impact on the terminal MMI.
12.2
IMS Emergency PSAP Callback (EMC_PC) UID_530018
Resources:
C1,C3,IETF

	UID
	Name
	Acronym
	Resource
	Finish
	Comp
	Hyperlink
	WI_rapporteur
	Notes
	TSs_and_TRs

	530018
	IMS Emergency PSAP Callback (Stage 3)
	EMC_PC
	C1,C3,IETF
	14/09/2012
	0%
	CP-110725
	Ericsson
	Stage 3 (Dependency IETF ECRIT on PSAP call back). Fulfill SA1/2 Rel-7 EMC1 reqs UID_32045 PS domain and IMS impacts for supporting IMS Emergency calls (related to BB UID_1653 Emergency Call Enhancements for IP& PS Based Calls
	Stage 3

	530118
	CT1 part
	EMC_PC
	C1
	14/09/2012
	0%
	CP-110725
	Ericsson
	-
	24.229

	531004
	(IETF)
	EMC_PC_IETF
	C1-IETF
	14/09/2012
	0%
	CP-110725
	Christer Holmberg
	IETF ECRIT work on PSAP call back
	no internet-draft available yet

	530218
	CT3 part
	EMC_PC
	C3
	14/09/2012
	0%
	CP-110725
	Ericsson
	CP#54 Work can only begin when CT1 has decided the technical solution
	29.163, 29.165


Supporting Companies:
Ericsson, ST-Ericsson, AT&T, Deutsche Telekom, Huawei
Justification

Since Rel-7 and the introduction of IMS emergency calls, there has been a requirement to support PSAP call back and to be able to handle supplementary services accordingly. 

Extract from SA1 requirements (TS 22.101): 

"If the incoming call can be identified by the core network as a call-back to an emergency call (i.e. coming from a PSAP) then supplementary services at the terminating party shall be handled as described in TS 22.173 [40] for Multimedia Telephony (e.g. Communication Diversion, Communication Hold, Communication Barring).

NOTE: There is no specific call-back requirement for CS supplementary services.

A call-back may be attempted for a period of time defined by local regulations after the emergency call release. In case of a UE in limited service state, call-back is not required."

Extract from SA2 requirements (TS 23.167):

"12.
The architecture shall enable emergency centres and PSAPs to request a PSAP call back session to a UE with which the Emergency centres or PSAPs had an emergency session, if the UE is registered (i.e. containing valid credentials). PSAP call back is subject to local regulation."

and

"The MGCF may:

-
Determine based on the operator policy if an incoming call form the PSTN is for the purpose of PSAP call-back. The operator policy decision may be based on that the call is from an emergency centre or from a PSAP and/or any other information made available to the MGCF.

-
Include a "PSAP call-back indication" in the SIP session establishment request if an incoming call is determined to be for the purpose of PSAP call-back."

CT1 have since Rel-7 tried to solve the PSAP call back requirement over the years (with the help of IETF), but no resolution have so far been made, and rather low interest have been shown in IETF.  

There is a need to either solve the SA1 and SA2 requirements once and for all, or report back to SA1 and SA2 that this is a task that CT1 is incapable to solve.  This WID proposes that a new effort is put in into the work, and a resolution is trying to be found within the current release.  

Objective:
to implement IMS emergency callback from PSAP, with explicit indicator according SA1 and SA2.  

Progress of this WID depends on progress of the related work in IETF ECRIT on PSAP call back.

Service aspects are covered by the existing stage-1 documents.
NOTE:
Completion of this WID will be directly tied to the completion of the IETF dependencies.
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Expected Output and Time scale 

	Affected existing specifications

	Spec No.
	CR
	Subject
	Approved at plenary#
	Comments

	24.229
	
	PSAP callback indicator handling procedures.
	CT#57 Sep 2012
	CT1 resp.

	29.163
	
	Mapping from CS needed, if CS PSAP callback indicator  exists.
	CT#57 Sep 2012
	CT3 resp.

	29.165
	
	If the user is in a visited network the interconnect agreements needs to include forwarding of the PSAP call back indication.
	CT#57 Sep 2012
	CT3 resp.


12.3
Reporting Enhancements in Warning Message Delivery  UID_580009
Resources:
C1,C4,R3

	UID
	Name
	Finish
	Comp
	Hyperlink
	Status_Report
	Notes
	TS_TR

	580010
	CT1 (Stage 2)
	04/03/2014
	100%
	CP-130480
	-
	CP#63 completed
	23.041

	580011
	CT4 (Stage 2/3)
	13/06/2014
	99%
	CP-130480
	-
	CP#63 completion 03/14=>06/14
	23.007, 29.168

	590121
	RAN3 Core part: PWS - Reset/Failure/Restart in Warning Message Delivery in LTE
	13/06/2014
	95%
	RP-130398
	RP-140068
	RP#63 completion 03/14=>06/14
	36.413


Supporting Individual Members:
one2many, Huawei, T-Mobile US, KPN, Acision, Deutsche Telekom, Orange

Stage 1 for Cell Broadcast does not exist. This WID enhances the reporting capabilities of Warning Message Delivery. Introduce LTE functionality requested by regulators, equivalent to existing 2G/3G functionality.
Justification 

Currently, Warning Message Delivery in LTE is specified as a fire-and-forget type of service. The MME only acknowledges the receipt of a Write Replace Warning Request, but does not report in which area the message will not start broadcasting, nor does it report as a response to a Stop Warning Message request in which area the message has broadcasted.

Message originators (government authority that wants to broadcast Public Warning Messages) require knowing if warning the population is likely to be successful, or if alternative means of warning citizens need to be considered. Mobile operators require knowing if they fulfil the service requirements of their government and have actually broadcast Public Warning messages to citizens.

The CBC can report in 2G and 3G to fulfil the above requirements, but in LTE this is not currently possible.

Objectives:
to enhance the reporting capabilities of Warning Message Delivery in LTE equivalent to what is currently possible in 2G and 3G; by considering/assessing in particular the following possible changes:

a) MME reporting to the CBC unknown Tracking Areas in which the message cannot be broadcasted;

b) MME reporting to the CBC, upon request of the CBC, in which warning areas initiating message broadcast was successful, as reported by eNBs;

c)  MME reporting to the CBC, upon request of the CBC, in which warning area the message has been cancelled and how often the message was broadcasted;

d) capability for the CBC to stop broadcasting of all messages in an area. (e.g. when messages are still broadcasting, which should have been cancelled, but weren't for unknown reasons);

e) eNodeB reporting to the CBC on (un-)availability of cells for broadcasting warning messages.

eNodeBs becoming available for broadcasting (e) will trigger a restoration procedure which falls under the responsibility of CT4.
Coordination with RAN3 is expected for objectives impacting the RAN (d and e).
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13.1
Study on Multimedia Broadcast Supplement for PWS (FS_MBSP) UID_620071
Resources:
S1
	UID
	Name
	Finish
	Compl
	Hyperlink
	TR

	620071
	Study on Multimedia Broadcast Supplement for Public Warning System (PWS)
	17/09/2014
	40%
	SP-130599
	22.815


Supporting Individual Members:
Qualcomm, one2many, KPN, T-Mobile USA, SPRINT, AT&T, LG Electronics

Study the case where a public safety agency needs to distribute on a large scale timely multimedia public safety information to the public. Linked to Rel-9 Feature PWS.
	Unique ID
	Title
	Nature of relationship

	380057
	Rel-9 Feature Public Warning System (PWS)
	PWS covers existing textual warning systems


Justification
The work on Public Warning Systems (PWS) within the 3GPP has focused on delivering text-based warnings of limited content to the public at a large scale. This functionality is essential in providing a basic warning system with the elements as set out in clause 4.3 of TS 22.268 on PWS.

It is noted in PWS that content which might trigger an increase in network load should be avoided as the network likely to be under stress, and capacity diminished depending upon the nature of the emergency.

Experience with the current PWS has led some public safety alerting agencies to have difficulties of trying to include all the essential public safety information needed to inform the public into the current PWS limited text message size. Some of this essential public safety information includes maps with public safety mark-up, images of missing persons, live news video broadcasts, public safety information video broadcasts, evacuation information, latest safety briefings, weather warnings, emergency shelter locations and assembly points etc.

The purpose of this study is to evaluate delivering more extensive multimedia public warning content than is currently supported in PWS and investigating both the broadcasting of more extensive multimedia public warning content for a PWS and the mechanisms by which users would be able to receive and view this multimedia content.

Objective:
to study scenarios and use cases where a public safety agency in executing its mission, needs to distribute on a large scale timely public safety information to the public where this public safety information significantly exceeds the current PWS basic message capacity. Also to propose potential requirements for handling this dissemination via broadcast including the management of the public safety multimedia broadcast and the access to this broadcast public safety information by the users. This study will consider this public safety multimedia broadcast capability as an enhancement or extension to the current PWS, and not consider it as a replacement of the current PWS.
· scenarios and use cases to provide public safety multi-media information in PWS which exceeds current PWS message capacity

· UE awareness of, and ability to receive, this multi-media public safety information via PWS

· handling of UEs in limited service mode;

· considering priority of public safety multimedia information
NOTE 1:
the use of the term ‘broadcast’ is an application terminology referring to the delivery of content to many users. 
It does not signify the use of any specific transmission mechanism.

NOTE 2:
this study shall not define potential requirements for specific PWS based systems (i.e. ETWS, CMAS, EU-ALERT, and Korean Public Alert System).

MMI-Aspects:
The study will identify whether there is any information that needs to be provided to the user.
Charging Aspects:
Study of mechanisms for the provision of accounting/usage information will be included.
Security Aspects:
To be addressed with SA3.
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