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EPS mobility management
9.1
EMM common procedures
9.1.1
Void
9.1.1.1
Void
9.1.1.2
Void
9.1.2
Authentication procedure

9.1.2.1
Authentication accepted

9.1.2.1.1
Test Purpose (TP)

(1)

with { a NAS signalling connection existing }

ensure that {

  when { the UE receives an AUTHENTICATION REQUEST message }

    then { the UE responds with a correct AUTHENTICATION RESPONSE message and establishes correct EPS security context }

            }

9.1.2.1.2
Conformance requirements

References: The conformance requirements covered in the current TC are specified in: TS 24.301, clauses 5.4.2.1 and 5.4.2.3 and TS 33.401, clause 6.1.1.

[TS 24.301, clause 5.4.2.1]

The UE shall support the EPS authentication challenge only if a USIM is present.

An EPS security context is established in the UE and the network when an EPS authentication is successfully performed. During a successful EPS authentication, the CK and IK keys are computed. CK and IK are then used as key material to compute a new key,KASME. KASME is stored in the EPS security contexts (see 3GPP TS 33.401 [19]) of both the network and the UE, and is the root for the EPS integrity protection and ciphering key hierarchy.

[TS 24.301, clause 5.4.2.3]

The UE shall respond to an AUTHENTICATION REQUEST message. With the exception of the cases described in subclause 5.4.2.6, the UE shall process the authentication challenge data and respond with an AUTHENTICATION RESPONSE message to the network.

Upon a successful EPS authentication challenge, the new KASME calculated from the authentication challenge data shall be stored in a new EPS security context.

[TS 33.401, clause 6.1.1]

UE shall compute KASME from CK, IK, and serving network's identity (SN id) using the KDF as specified in Annex A. SN id binding implicitly authenticates the serving network's identity when the derived keys from KASME are successfully used.

...

UE shall respond with User authentication response message including RES in case of successful AUTN verification as described in TS 33.102[4] and successful AMF verification as described above. Otherwise UE shall send User authentication reject message with a proper CAUSE value.

9.1.2.1.3
Test description

9.1.2.1.3.1
Pre-test conditions

System Simulator:

-
Cell A
UE:

-
The test USIM contains a valid GUTI-1 and TAI-1, and EPS update status is "EU1: UPDATED"; EPS security context has been established and taken into use.

Preamble:

-
UE in state Switched OFF (State 1) according to [18].
9.1.2.1.3.2
Test procedure sequence

Table 9.1.2.1.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Switch the UE on
	-
	-
	-
	-

	2
	The UE transmit an ATTACH REQUEST including a GUTI and a PDN CONNECTIVITY REQUEST message
	-->
	ATTACH REQUEST
	-
	-

	3
	SS transmits an AUTHENTICATION REQUEST message, KSIASME value is different to the KSIASME value provided in the ATTACH REQUEST
	<--
	AUTHENTICATION REQUEST
	-
	-

	4
	Check: Does the UE respond with AUTHENTICATION RESPONSE message within 6 seconds and the included RES is equal to the XRES calculated in the SS?
	-->
	AUTHENTICATION RESPONSE
	1
	P

	5
	SS transmits a NAS SECURITY MODE COMMAND message including the KSIASME of the new EPS security context (as provided in step 3)
	<--
	SECURITY MODE COMMAND
	-
	-

	6
	Check: Does the UE respond with NAS SECURITY MODE COMPLETE message integrity protected and ciphered with the new EPS security context identified by the KSIASME received in the SECURITY MODE COMMAND message in step 5
	-->
	SECURITY MODE COMPLETE
	1
	P

	-
	EXCEPTION: Steps 7a1 to 7a2 describe behaviour that depends on UE configuration; the "lower case letter" identifies a step sequence that take place if the UE has ESM information which needs to be transferred.
	-
	-
	-
	-

	7a1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options and/or APN.
	<--
	ESM INFORMATION REQUEST
	-
	-

	7a2
	The UE transmits an ESM INFORMATION RESPONSE message to transfer protocol configuration options and/or APN.
	-->
	ESM INFORMATION RESPONSE
	-
	-

	8
	SS responds with ATTACH ACCEPT message. The ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message is piggybacked in ATTACH ACCEPT message
	<--
	ATTACH ACCEPT
	-
	-

	-
	EXCEPTION: In parallel to the event described in step 9 below the generic procedure for IP address allocation in the U-plane specified in TS 36.508 subclause 4.5A.1 takes place performing IP address allocation in the U-plane if requested by the UE.
	-
	-
	-
	-

	9
	The UE transmits an ATTACH COMPLETE message including an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message
	-->
	ATTACH COMPLETE
	-
	-

	10a1
	Void
	-
	-
	-
	-

	11
	SS releases the RRC connection
	-
	-
	-
	-

	12
	SS pages the UE using S-TMSI with CN domain indicator set to "PS".
	-
	-
	-
	-

	13
	Check: Does the UE respond with SERVICE REQUEST message providing KSIASME value that equals the value provided in the AUTHENTICATION REQUEST message in Step 3, and, integrity protected with new EPS security context?
	-->
	SERVICE REQUEST
	1
	P

	14-17
	Steps 6 to 9 of the generic radio bearer establishment procedure (TS 36.508 4.5.3.3-1) are executed to successfully complete the service request procedure.
	-
	-
	-
	-


9.1.2.1.3.3
Specific message contents
Table 9.1.2.1.3.3-1: AUTHENTICATION RESPONSE (step 4, Table 9.1.2.1.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-8

	Information Element
	Value/remark
	Comment
	Condition

	Authentication response parameter
	RES equal to the XRES calculated in the SS with the parameters provided/indicated in the AUTHENTICATION REQUEST
	
	


Table 9.1.2.1.3.3-2: SERVICE REJECT (step 14, Table 9.1.2.1.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-22

	Information Element
	Value/remark
	Comment
	Condition

	EMM cause
	00010110
	Congestion
	


9.1.2.2
Void
9.1.2.3
Authentication not accepted by the network / GUTI used / Authentication reject and re-authentication

9.1.2.3.1
Test Purpose (TP)

(1)

with { UE having sent an initial NAS message with type of identity GUTI }

ensure that {

  when { as a result of failure of an Authentication procedure intiated by the network the UE receives an AUTHENTICATION REJECT message }

    then { the UE shall set the update status to EU3 ROAMING NOT ALLOWED, delete the stored GUTI, TAI list, last visited registered TAI and KSIASME and enter state EMM-DEREGISTERED }

            }
9.1.2.3.2
Conformance requirements

References: The conformance requirements covered in the current TC are specified in: TS 24.301, clauses 5.4.2.5.

[TS 24.301, clause 5.4.2.5]

Upon receipt of an AUTHENTICATION REJECT message, the UE shall set the update status to EU3 ROAMING NOT ALLOWED, delete the stored GUTI, TAI list, last visited registered TAI and KSIASME. The USIM shall be considered invalid until switching off the UE or the UICC containing the USIM is removed.

If the AUTHENTICATION REJECT message is received by the UE, the UE shall abort any EMM signalling procedure, stop any of the timers T3410, T3417 or T3430 (if running) and enter state EMM-DEREGISTERED.

9.1.2.3.3
Test description

9.1.2.3.3.1
Pre-test conditions

System Simulator:

-
Cell A
UE:

-
The test USIM contains a valid GUTI-1 and TAI-1, and EPS update status is "EU1: UPDATED"; EPS security context has been established and taken into use.

Preamble:

-
The UE is in state Switched OFF (state 1) according to [18].

9.1.2.3.3.2
Test procedure sequence

Table 9.1.2.3.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Switch the UE on
	-
	-
	-
	-

	2
	The UE transmit an ATTACH REQUEST message including a GUTI and a PDN CONNECTIVITY REQUEST message
	-->
	ATTACH REQUEST
	-
	-

	3
	The SS transmits an AUTHENTICATION REQUEST message without integrity protection and ciphering
	<--
	AUTHENTICATION REQUEST
	-
	-

	4
	The UE transmits an AUTHENTICATION RESPONSE.
	-->
	AUTHENTICATION RESPONSE
	-
	-

	5
	The SS transmits an AUTHENTICATION REJECT message without integrity protection  and ciphering
	<--
	AUTHENTICATION REJECT
	-
	-

	6
	SS releases the RRC connection
	-
	-
	-
	-

	7
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds?
	-->
	ATTACH REQUEST
	1
	F

	8
	Check: Does the test result of CALL generic procedure "Test procedure for no response to paging (for NAS testing)" clause 6.4.2.5 [18] indicates that the UE responds to paging when paged with GUTI-1 and with CN domain indicator set to "PS"?
	-
	-
	1
	-

	9
	Check: Does the test result of CALL generic procedure "Test procedure for no response to paging (for NAS testing)" clause 6.4.2.5 [18] indicates that the UE responds to paging when paged with IMSI and with CN domain indicator set to "PS"?
	-
	-
	1
	-

	10
	Switch the UE off
	-
	-
	-
	-

	11
	Switch the UE on
	-
	-
	-
	-

	12
	Check: Does UE transmit a NOTintegrity protected ATTACH REQUEST message including IMSI and a PDN CONNECTIVITY REQUEST message?
	-->
	ATTACH REQUEST
	1
	P

	13
	The SS transmits an AUTHENTICATION REQUEST message without integrity protection  and ciphering
	<--
	AUTHENTICATION REQUEST
	-
	-

	14
	The UE transmits an AUTHENTICATION RESPONSE message
	-->
	AUTHENTICATION RESPONSE
	-
	-

	15
	The SS transmits a NAS SECURITY MODE COMMAND message including the KSIASME of the new EPS security context
	<--
	SECURITY MODE COMMAND
	-
	-

	16
	The UE transmits a NAS SECURITY MODE COMPLETE message and ciphered with the new EPS security context identified by the KSIASME received in the SECURITY MODE COMMAND message in step 14
	-->
	SECURITY MODE COMPLETE
	-
	-

	-
	EXCEPTION: Steps 17a1 to 17a2 describe behaviour that depends on UE configuration; the "lower case letter" identifies a step sequence that take place if the UE has ESM information which needs to be transferred.
	-
	-
	-
	-

	17a1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options and/or APN.
	<--
	ESM INFORMATION REQUEST
	-
	-

	17a2
	The UE transmits an ESM INFORMATION RESPONSE message to transfer protocol configuration options and/or APN.
	-->
	ESM INFORMATION RESPONSE
	-
	-

	18
	SS responds with ATTACH ACCEPT message. The ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message is piggybacked in ATTACH ACCEPT message
	<--
	ATTACH ACCEPT
	-
	-

	-
	EXCEPTION: In parallel to the event described in step 19 below the generic procedure for IP address allocation in the U-plane specified in TS 36.508 subclause 4.5A.1 takes place performing IP address allocation in the U-plane if requested by the UE.
	-
	-
	-
	-

	19
	The UE transmits an ATTACH COMPLETE message including an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message
	-->
	ATTACH COMPLETE
	-
	-

	20a1
	Void
	-
	-
	-
	-


9.1.2.3.3.3
Specific message contents

Table 9.1.2.3.3.3-1: ATTACH REQUEST (step 12, Table 9.1.2.3.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-4

	Information Element
	Value/remark
	Comment
	Condition

	NAS key set identifier
	'111'B
	no key is available
	

	Old GUTI or IMSI
	IMSI
	
	

	Last visited registered TAI
	Not Present
	
	


9.1.2.4
Authentication not accepted by the UE / MAC code failure

9.1.2.4.1
Test Purpose (TP)

(1)

with { a NAS signalling connection existing }

ensure that {

  when { the UE receives an AUTHENTICATION REQUEST message with invalid MAC code }

    then { the UE shall send an AUTHENTICATION FAILURE message to the network, with the reject cause #20 "MAC failure" }

            }

9.1.2.4.2
Conformance requirements

References: The conformance requirements covered in the current TC are specified in: TS 24.301, clauses 5.4.2.6.

[TS 24.301, clause 5.4.2.6]

In an EPS authentication challenge, the UE shall check the authenticity of the core network by means of the AUTN parameter received in the AUTHENTICATION REQUEST message. This enables the UE to detect a false network.

During an EPS authentication procedure, the UE may reject the core network due to an incorrect AUTN parameter (see 3GPP TS 33.401 [19]). This parameter contains three possible causes for authentication failure:

a)
MAC code failure:


If the UE finds the MAC code (supplied by the core network in the AUTN parameter) to be invalid, the UE shall send an AUTHENTICATION FAILURE message to the network, with the EMM cause #20 "MAC failure". The UE shall then follow the procedure described in subclause 5.4.2.7, item c.

[TS 24.301, clause 5.4.2.7]

c)
Authentication failure (EMM cause #20 "MAC failure"):


The UE shall send an AUTHENTICATION FAILURE message, with EMM cause #20 "MAC failure" according to subclause 5.4.2.6, to the network and start timer T3418 (see example in figure 5.4.2.7.1). Furthermore, the UE shall stop any of the retransmission timers that are running (e.g. T3410, T3417, T3421 or T3430). Upon the first receipt of an AUTHENTICATION FAILURE message from the UE with EMM cause #20 "MAC failure", the network may initiate the identification procedure described in subclause 5.4.4. This is to allow the network to obtain the IMSI from the UE. The network may then check that the GUTI originally used in the authentication challenge corresponded to the correct IMSI. Upon receipt of the IDENTITY REQUEST message from the network, the UE shall send the IDENTITY RESPONSE message.

...


If the GUTI/IMSI mapping in the network was incorrect, the network should respond by sending a new AUTHENTICATION REQUEST message to the UE. Upon receiving the new AUTHENTICATION REQUEST message from the network, the UE shall stop the timer T3418, if running, and then process the challenge information as normal.

9.1.2.4.3
Test description

9.1.2.4.3.1
Pre-test conditions

System Simulator:

-
Cell A
UE:

None.
Preamble:

-
UE is in state Switched OFF (State 1) according to [18].

9.1.2.4.3.2
Test procedure sequence

Table 9.1.2.4.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Switch the UE on
	-
	-
	-
	-

	2
	The UE transmits an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message
	-->
	ATTACH REQUEST
	-
	-

	3
	SS transmits an AUTHENTICATION REQUEST message which contains an invalid MAC code
	<--
	AUTHENTICATION REQUEST
	-
	-

	4
	Check: Does the UE respond with a AUTHENTICATION FAILURE message, with reject cause "MAC failure"?
	-->
	AUTHENTICATION FAILURE
	1
	P

	5
	SS transmits an IDENTITY REQUEST message requesting IMSI in the IE Identity type
	<--
	IDENTITY REQUEST
	-
	-

	6
	The UE responds with a correct IDENTITY RESPONSE message providing its IMSI in the IE Mobile Identity
	-->
	IDENTITY RESPONSE
	-
	-

	7
	SS transmits a correct AUTHENTICATION REQUEST message, RAND different to the one send in Step 3
	<--
	AUTHENTICATION REQUEST
	-
	-

	8
	Check: Does the UE respond with a correct AUTHENTICATION RESPONSE message with RES that is equal to the XRES calculated in the SS?
	-->
	AUTHENTICATION RESPONSE
	1
	P

	9
	SS transmits a NAS SECURITY MODE COMMAND message including the KSIASME of the new EPS security context (as provided in step 8)
	<--
	SECURITY MODE COMMAND
	-
	-

	10
	UE transmits a NAS SECURITY MODE COMPLETE message integrity protected and ciphered with the new EPS security context identified by the KSIASME received in the SECURITY MODE COMMAND message in step 9
	-->
	SECURITY MODE COMPLETE
	-
	-

	-
	EXCEPTION: Steps 11a1 to 11a2 describe behaviour that depends on UE configuration; the "lower case letter" identifies a step sequence that take place if the UE has ESM information which needs to be transferred.
	-
	-
	-
	-

	11a1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options and/or APN.
	<--
	ESM INFORMATION REQUEST
	-
	-

	11a2
	The UE transmits an ESM INFORMATION RESPONSE message to transfer protocol configuration options and/or APN.
	-->
	ESM INFORMATION RESPONSE
	-
	-

	12
	SS responds with ATTACH ACCEPT. The ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message is piggybacked in ATTACH ACCEPT message
	<--
	ATTACH ACCEPT
	-
	-

	-
	EXCEPTION: In parallel to the event described in step 13 below the generic procedure for IP address allocation in the U-plane specified in TS 36.508 subclause 4.5A.1 takes place performing IP address allocation in the U-plane if requested by the UE.
	-
	-
	-
	-

	13
	The UE transmits an ATTACH COMPLETE message including an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message
	-->
	ATTACH COMPLETE
	-
	-

	14a1
	Void
	-
	-
	-
	-


9.1.2.4.3.3
Specific message contents

Table 9.1.2.4.3.3-1: AUTHENTICATION REQUEST (step 3, Table 9.1.2.4.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-7

	Information Element
	Value/remark
	Comment
	Condition

	Authentication parameter AUTN
	Invalid MAC
	SS shall calculate the correct MAC value as specified in TS 33.102 and use any different value, e.g. correct_MAC+5.
	


Table 9.1.2.4.3.3-2: AUTHENTICATION RESPONSE (step 8, Table 9.1.2.4.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-8

	Information Element
	Value/remark
	Comment
	Condition

	Authentication response parameter
	RES equal to the XRES calculated in the SS with the parameters provided/indicated in the AUTHENTICATION REQUEST
	
	


9.1.2.5
Authentication not accepted by the UE / SQN failure
9.1.2.5.1
Test Purpose (TP)

(1)

with { a NAS signalling connection existing }

ensure that {
  when { the UE receives an AUTHENTICATION REQUEST message with SQN out of range }

    then { the UE sends an AUTHENTICATION FAILURE message to the network, with EMM cause "synch failure" and a re-synchronization token }

            }

(2)

with { UE having sent an AUTHENTICATION FAILURE message to the network, with EMM cause "synch failure" }

ensure that {
  when { the UE receives a new correct AUTHENTICATION REQUEST message while T3420 is running }

    then { the UE sends a corect AUTHENTICATION RESPONSE message }

            }

9.1.2.5.2
Conformance requirements

References: The conformance requirements covered in the current TC are specified in: TS 24.301, clauses 5.4.2.6 and 5.4.2.7.

[TS 24.301, clause 5.4.2.6]

In an EPS authentication challenge, the UE shall check the authenticity of the core network by means of the AUTN parameter received in the AUTHENTICATION REQUEST message. This enables the UE to detect a false network.

During an EPS authentication procedure, the UE may reject the core network due to an incorrect AUTN parameter (see 3GPP TS 33.401 [19]). This parameter contains three possible causes for authentication failure:

...

c)
SQN failure:


If the UE finds the SQN (supplied by the core network in the AUTN parameter) to be out of range, the UE shall send an AUTHENTICATION FAILURE message to the network, with the EMM cause #21 "synch failure" and a re-synchronization token AUTS provided by the USIM (see 3GPP TS 33.102 [18]). The UE shall then follow the procedure described in subclause 5.4.2.7, item e.
[TS 24.301, clause 5.4.2.7]

e)
Authentication failure (EMM cause #21 "synch failure"):


The UE shall send an AUTHENTICATION FAILURE message, with EMM cause #21 "synch failure", to the network and start the timer T3420 (see example in figure 5.4.2.7.2). Furthermore, the UE shall stop any of the retransmission timers that are running (e.g. T3410, T3417, T3421 or T3430). Upon the first receipt of an AUTHENTICATION FAILURE message from the UE with the EMM cause #21 "synch failure", the network shall use the returned AUTS parameter from the authentication failure parameter IE in the AUTHENTICATION FAILURE message, to re-synchronise. The re-synchronisation procedure requires the MME to delete all unused authentication vectors for that IMSI and obtain new vectors from the HSS. When re-synchronisation is complete, the network shall initiate the authentication procedure. Upon receipt of the AUTHENTICATION REQUEST message, the UE shall stop the timer T3420, if running.

...


If the network is validated successfully (a new AUTHENTICATION REQUEST is received which contains a valid SQN and MAC) while T3420 is running, the UE shall send the AUTHENTICATION RESPONSE message to the network and shall start any retransmission timers (e.g. T3410, T3417, T3421 or T3430), if they were running and stopped when the UE received the first failed AUTHENTICATION REQUEST message.

9.1.2.5.3
Test description

9.1.2.5.3.1
Pre-test conditions

System Simulator:

-
Cell A

UE:

None.
Preamble:

-
The UE is in state Switched OFF (State 1) according to [18].

9.1.2.5.3.2
Test procedure sequence

Table 9.1.2.5.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Switch the UE on
	-
	-
	-
	-

	2
	The UE transmits an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message
	-->
	ATTACH REQUEST
	-
	-

	3
	SS transmits AUTHENTICATION REQUEST message with the AMF field in the IE "Authentication parameter AUTN" set to "AMFRESYNCH" value to trigger SQN re-synchronisation procedure in test USIM
	<--
	AUTHENTICATION REQUEST
	-
	-

	4
	Check: Does the UE respond with a AUTHENTICATION FAILURE message, with EMM cause "synch failure"?
	-->
	AUTHENTICATION FAILURE
	1
	P

	5
	SS transmits an IDENTITY REQUEST message requesting IMSI in the IE Identity type
	<--
	IDENTITY REQUEST
	-
	-

	6
	The UE responds with IDENTITY RESPONSE message providing its IMSI in the IE Mobile Identity
	-->
	IDENTITY RESPONSE
	-
	-

	7
	SS transmits AUTHENTICATION REQUEST message

(Note 1)
	<--
	AUTHENTICATION REQUEST
	-
	-

	8
	Check: Does the UE respond with AUTHENTICATION RESPONSE message with RES that is equal to the XRES calculated in the SS?
	-->
	AUTHENTICATION RESPONSE
	2
	P

	9
	SS transmits a NAS SECURITY MODE COMMAND message including the KSIASME of the new EPS security context (as provided in step 8)
	<--
	SECURITY MODE COMMAND
	-
	-

	10
	UE transmits a NAS SECURITY MODE COMPLETE message integrity protected and ciphered with the new EPS security context identified by the KSIASME received in the SECURITY MODE COMMAND message in step 9
	-->
	SECURITY MODE COMPLETE
	-
	-

	-
	EXCEPTION: Steps 11a1 to 11a2 describe behaviour that depends on UE configuration; the "lower case letter" identifies a step sequence that take place if the UE has ESM information which needs to be transferred.
	-
	-
	-
	-

	11a1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options and/or APN.
	<--
	ESM INFORMATION REQUEST
	-
	-

	11a2
	The UE transmits an ESM INFORMATION RESPONSE message to transfer protocol configuration options and/or APN.
	-->
	ESM INFORMATION RESPONSE
	-
	-

	12
	SS responds with ATTACH ACCEPT. The ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message is piggybacked in ATTACH ACCEPT message
	<--
	ATTACH ACCEPT
	-
	-

	-
	EXCEPTION: In parallel to the event described in step 13 below the generic procedure for IP address allocation in the U-plane specified in TS 36.508 subclause 4.5A.1 takes place performing IP address allocation in the U-plane if requested by the UE.
	-
	-
	-
	-

	13
	The UE transmits an ATTACH COMPLETE message including an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message
	-->
	ATTACH COMPLETE
	-
	-

	14a1
	Void
	-
	-
	-
	-

	Note 1:
The SS shall ensure that the AUTHENTICATION REQUEST message sent in step 7 is sent less than (T3420-10%) sec after the message sent in step 4 otherwise it cannot be ensured that the UE will behave as specified in step 8.


9.1.2.5.3.3
Specific message contents

Table 9.1.2.5.3.3-1: AUTHENTICATION REQUEST (step 3, Table 9.1.2.5.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-7

	Information Element
	Value/remark
	Comment
	Condition

	Authentication parameter AUTN
	AMF field set to "AMFRESYNCH"
	
	


Table 9.1.2.5.3.3-2: AUTHENTICATION FAILURE (step 4, Table 9.1.2.5.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-5

	Information Element
	Value/remark
	Comment
	Condition

	EMM cause
	'0001 0101'B
	Synch failure
	

	Authentication failure parameter
	'1111 1111 1111 1111'B
	AMFRESYNCH see TS 34.108, 8.1.2.2
	


Table 9.1.2.5.3.3-3: AUTHENTICATION RESPONSE (step 8, Table 9.1.2.5.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-8

	Information Element
	Value/remark
	Comment
	Condition

	Authentication response parameter
	RES equal to the XRES calculated in the SS with the parameters provided/indicated in the AUTHENTICATION REQUEST
	
	


9.1.2.6
Abnormal cases / Network failing the authentication check
9.1.2.6.1
Test Purpose (TP)

(1)

with { UE in EMM-REGISTERED state / EMM-CONNECTED mode}

ensure that {

  when { UE receives an AUTHENTICATION REQUEST message but UE deems that the network failed the authentication check }

    then { UE locally release the RRC connection and treat the active cell as barred }

            }
9.1.2.6.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.301, clause 5.4.2.7.

[TS 24.301, clause 5.4.2.7]

It can be assumed that the source of the authentication challenge is not genuine (authentication not accepted by the UE) if any of the following occur:

-
after sending the AUTHENTICATION FAILURE message with the EMM cause #20 "MAC failure" the timer T3418 expires;
…

When it has been deemed by the UE that the source of the authentication challenge is not genuine (i.e. authentication not accepted by the UE), the UE shall proceed as described in item f.

…
f)
Network failing the authentication check:


If the UE deems that the network has failed the authentication check, then it shall request RRC to locally release the RRC connection and treat the active cell as barred (see 3GPP TS 36.331 [22]). The UE shall start any retransmission timers (e.g. T3410, T3417, T3421 or T3430), if they were running and stopped when the UE received the first AUTHENTICATION REQUEST message containing an invalid MAC or SQN.

9.1.2.6.3
Test description

9.1.2.6.3.1
Pre-test conditions

System Simulator:

·  Cell A and Cell I are configured according to Table 6.3.2.2-1 in [18].
· Cell A and Cell I belong to different PLMNs and different Frequencies.

UE:
- 
None
Preamble:

-
The UE is in state Switched OFF (state 1) according to clause [18].

9.1.2.6.3.2
Test procedure sequence

Table 9.1.2.6.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS configures:

- Cell A as the "Serving cell".

- Cell I as a " Suitable cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell A unless explicitly stated otherwise.
	-
	-
	-
	-

	2
	The UE is switched on.
	-
	-
	-
	-

	3
	The UE transmit an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message.
	-->
	ATTACH REQUEST
	-
	-

	4
	SS transmits an AUTHENTICATION REQUEST message which contains an invalid MAC code
	<--
	AUTHENTICATION REQUEST
	-
	-

	5
	UE responds with an AUTHENTICATION FAILURE message, with reject cause "MAC failure" .
	-->
	AUTHENTICATION FAILURE
	-
	-

	6
	SS responds nothing，and wait for.the expiration of T3418.
	
	
	
	

	-
	The following messages are to be observed on Cell I unless explicitly stated otherwise.
	-
	-
	-
	-

	7
	Check: Does the UE transmit an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message in the next 30 seconds after T3418 expired?
	-->
	ATTACH REQUEST
	1
	P

	8
	The SS transmits an AUTHENTICATION REQUEST message which contains a valid MAC code.
	<--
	AUTHENTICATION REQUEST
	-
	-

	9
	The UE transmits an AUTHENTICATION RESPONSE message and establishes mutual authentication.
	-->
	AUTHENTICATION RESPONSE
	-
	-

	10
	The SS transmits a NAS SECURITY MODE COMMAND message to activate NAS security.
	<--
	SECURITY MODE COMMAND
	-
	-

	11
	The UE transmits a NAS SECURITY MODE COMPLETE message and establishes the initial security configuration.
	-->
	SECURITY MODE COMPLETE
	-
	-

	-
	EXCEPTION: Steps 12a1 to 12a2 describe behaviour that depends on UE configuration.
	-
	-
	-
	-

	12a1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options and/or APN.
	<--
	ESM INFORMATION REQUEST
	-
	-

	12a2
	The UE transmits an ESM INFORMATION RESPONSE message to transfer protocol configuration options and/or APN.
	-->
	ESM INFORMATION RESPONSE
	-
	-

	13
	SS responds with ATTACH ACCEPT message.
	<--
	ATTACH ACCEPT
	-
	-

	-
	EXCEPTION: In parallel to the event described in step14  below the generic procedure for IP address allocation in the U-plane specified in TS 36.508 subclause 4.5A.1 takes place performing IP address allocation in the U-plane if requested by the UE.
	-
	- 
	-
	-

	14
	The UE transmits an ATTACH COMPLETE message
	-->
	ATTACH COMPLETE
	-
	-


9.1.2.6.3.3
Specific message contents
Table 9.1.2.6.3.3-1: AUTHENTICATION REQUEST (step 3, Table 9.1.2.6.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-7

	Information Element
	Value/remark
	Comment
	Condition

	Authentication parameter AUTN
	Invalid MAC
	SS shall calculate the correct MAC value as specified in TS 33.401 and use any different value, e.g. correct_MAC+5.
	


Table 9.1.2.6.3.3-2: AUTHENTICATION FAILURE (step 5, Table 9.1.2.6.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-5

	Information Element
	Value/remark
	Comment
	Condition

	EMM cause
	'0001 0100'B
	MAC failure
	

	Authentication failure parameter
	Not present
	
	


Table 9.1.2.6.3.3-3: AUTHENTICATION REQUEST (step 8, Table 9.1.2.6.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-7

	Information Element
	Value/remark
	Comment
	Condition

	Authentication parameter AUTN
	Valid MAC
	SS shall calculate the correct MAC value as specified in TS 33.401, e.g. correct_MAC.
	


9.1.3
Security mode control procedure

9.1.3.1
NAS security mode command accepted by the UE

9.1.3.1.1
Test Purpose (TP)

(1)

with { succesful completion of EPS authentication and key agreement (AKA) procedure }

ensure that {

  when { UE receives an integrity protected SECURITY MODE COMMAND message including replayed security capabilities and IMEISV request }

   then { UE sends an integrity protected and ciphered SECURITY MODE COMPLETE message including IMEISV and starts applying the NAS Security in both UL and DL }

(2)

with { NAS Security Activated and EPS Authentication and key agreement procedure is executed for new Key generation}

ensure that {

  when { UE receives an integrity protected SECURITY MODE COMMAND message corresponding to NAS count reset to zero including replayed security capabilities and IMEISV request }

   then { UE sends integrity protected and ciphered SECURITY MODE COMPLETE message [with NAS count set to zero] including IMEISV  and starts applying the NAS Security in both UL and DL}

}

9.1.3.1.2
Conformance requirements

References: The conformance requirements covered in the current TC are specified in: TS 24.301 clause 4.4.3.1, 5.4.3.1, 5.4.3.2 and 5.4.3.3.

[TS 24.301, clause 4.4.3.1]

Each EPS NAS security context shall be associated with two separate counters NAS COUNT: one related to uplink NAS messages and one related to downlink NAS messages. The NAS COUNT counters use 24 bit internal representation and are independently maintained by UE and MME. The NAS COUNT shall be constructed as a NAS sequence number (8 least significant bits) concatenated with a NAS overflow counter (16 most significant bits).

When NAS COUNT is input to NAS ciphering or NAS integrity algorithms it shall be considered to be a 32-bit entity which shall be constructed by padding the 24-bit internal representation with 8 zeros in the most significant bits.

During the handover from UTRAN/GERAN to E-UTRAN, if the mapped EPS security context is taken into use, the NAS COUNT values for this EPS security context shall be initialized to zero in the UE and the network for uplink and downlink NAS messages.
The NAS sequence number part of the NAS COUNT shall be exchanged between the UE and the MME as part of the NAS signalling. After each new or retransmitted outbound security protected NAS message, the sender shall increase the NAS COUNT number by one. Specifically, on the sender side, the NAS sequence number shall be increased by one, and if the result is zero (due to wrap around), the NAS overflow counter shall also be incremented by one (see subclause 4.4.3.5). The receiving side shall estimate the NAS COUNT used by the sending side. Specifically, if the estimated NAS sequence number wraps around, the NAS overflow counter shall be incremented by one.

[TS 24.301, clause 5.4.3.1]

The purpose of the NAS security mode control procedure is to take an EPS security context into use, and initialise and start NAS signalling security between the UE and the MME with the corresponding NAS keys and security algorithms.
[TS 24.301, clause 5.4.3.2]

The MME initiates the NAS security mode control procedure by sending a SECURITY MODE COMMAND message to the UE and starting timer T3460 (see example in figure 5.4.3.2.1).
If the security mode control procedure is initiated further to a successful execution of the authentication procedure, the MME shall use the reset downlink NAS COUNT to integrity protect the SECURITY MODE COMMAND message.
The MME shall send the SECURITY MODE COMMAND message unciphered, but shall integrity protect the message with the NAS integrity key based on KASME or mapped K'ASME indicated by the eKSI included in the message. The MME shall set the security header type of the message to "integrity protected with new EPS security context".

...

The MME shall include the replayed security capabilities of the UE (including the security capabilities with regard to NAS, RRC and UP (user plane) ciphering as well as NAS, RRC integrity, and other possible target network security capabilities, i.e. UTRAN/GERAN if UE included them in the message to network), the replayed nonceUE if the UE included it in the message to the network, the selected NAS ciphering and integrity algorithms and the Key Set Identifier (eKSI).
Additionally, the MME may request the UE to include its IMEISV in the SECURITY MODE COMPLETE message.

NOTE:
The AS and NAS security capabilities will be the same, i.e. if the UE supports one algorithm for NAS it is also be supported for AS.

[TS 24.301, clause 5.4.3.3]

Upon receipt of the SECURITY MODE COMMAND message, the UE shall check whether the security mode command can be accepted or not. This is done by performing the integrity check of the message and by checking that the received UE security capabilities and the received nonceUE have not been altered compared to what the UE provided in the initial layer 3 message that triggered this procedure.
If the type of security context flag is set to "native security context" and if the KSI matches a valid native EPS security context held in the UE while the UE has a mapped EPS security context as the current security context, the UE shall take the native EPS security context into use. The UE shall store the native EPS security context, as specified in annex C.
If the security mode command can be accepted, the UE shall reset the uplink NAS COUNT and the UE shall take the new EPS security context into use when:

a)
the SECURITY MODE COMMAND message is received further to a successful execution of the authentication procedure; or

b)
the type of security context flag is set to "mapped security context" in the NAS KSI IE included in the SECURITY MODE COMMAND message.
If the security mode command can be accepted and the eKSI was included in the SECURITY MODE COMMAND message, the UE shall send a SECURITY MODE COMPLETE message integrity protected with the selected NAS integrity algorithm and the NAS integrity key based on the KASME or mapped K'ASME if the type of security context flag is set to "mapped security context"indicated by the eKSI. If the SECURITY MODE COMMAND message includes the type of security context flag set to "mapped security context" in the NAS KSI IE, nonceMME and nonceUE, the UE shall generate K'ASME from both nonces as indicated in 3GPP TS 33.401 [19] and reset the downlink NAS COUNT to check whether the SECURITY MODE COMMAND can be accepted or not. The UE shall cipher the SECURITY MODE COMPLETE message with the selected NAS ciphering algorithm and the NAS ciphering key based on the KASME or mapped K'ASME indicated by the eKSI. The UE shall set the security header type of the message to "integrity protected and ciphered with new EPS security context". 
From this time onwards the UE shall cipher and integrity protect all NAS signalling messages with the selected NAS ciphering and NAS integrity algorithms.

If the MME indicated in the SECURITY MODE COMMAND message that the IMEISV is requested, the UE shall include its IMEISV in the SECURITY MODE COMPLETE message.

9.1. 3.1.3
Test description

9.1.3.1.3.1
Pre-test conditions

System Simulator:

-
Cell A
Preamble:

-
The UE is in state Switched OFF (state 1) according to [18].

9.1.3.1.3.2
Test procedure sequence

Table 9.1.3.1.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The UE is switched on.
	-
	-
	-
	-

	2
	The UE transmits an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message.
	-->
	ATTACH REQUEST
	-
	-

	3
	The SS transmits an AUTHENTICATION REQUEST message to initiate the EPS authentication and AKA procedure.
	<--
	AUTHENTICATION REQUEST
	-
	-

	4
	The UE transmits an AUTHENTICATION RESPONSE message and establishes mutual authentication.
	-->
	AUTHENTICATION RESPONSE
	-
	-

	5
	The SS transmits a SECURITY MODE COMMAND message to activate NAS security. It is integrity protected and includes request to include IMEISV
	<--
	SECURITY MODE COMMAND
	-
	-

	6
	Check: Does the UE transmit a SECURITY MODE COMPLETE message and does it establish the initial security configuration?
	-->
	SECURITY MODE COMPLETE
	1
	P

	-
	EXCEPTION: Steps 6Aa1 to 6Aa2 describe behaviour that depends on UE configuration; the "lower case letter" identifies a step sequence that take place if the UE has ESM information which needs to be transferred.
	-
	-
	-
	-

	6Aa1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options and/or APN.
	<--
	ESM INFORMATION REQUEST
	-
	-

	6A a2
	The UE transmits an ESM INFORMATION RESPONSE message to transfer protocol configuration options and/or APN.
	-->
	ESM INFORMATION RESPONSE
	-
	-

	7
	The SS transmits an ATTACH ACCEPT message. The ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message is piggybacked in ATTACH ACCEPT message
	<--
	ATTACH ACCEPT
	-
	-

	8
	The UE transmits an  ATTACH COMPLETE message including an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message
	-->
	ATTACH COMPLETE
	-
	

	9
	The SS Transmits an IDENTITY REQUEST message [Security protected]
	<-
	IDENTITY REQUEST
	-
	-

	10
	Check: Does the UE transmit an IDENTIY RESPONSE message [Security Protected]?
	->
	IDENTITY RESPONSE
	1
	P

	11
	The SS transmits an AUTHENTICATION REQUEST message to initiate the EPS authentication and AKA procedure for new key set generation.
	<--
	AUTHENTICATION REQUEST
	-
	-

	12
	The UE transmits an AUTHENTICATION RESPONSE message and establishes mutual authentication.
	-->
	AUTHENTICATION RESPONSE
	-
	-

	13
	SS resets UL and DL NAS Count to zero
	-
	-
	-
	-

	14
	The SS transmits a SECURITY MODE COMMAND message to activate NAS security. It is integrity protected and includes request to include IMEISV
	<--
	SECURITY MODE COMMAND
	-
	-

	15
	The UE transmits a NAS SECURITY MODE COMPLETE message and establishes the initial security configuration.
	-->
	SECURITY MODE COMPLETE
	2
	P

	
	Exception : Steps 16 and 17 are executed 100 times to check UE is applying security correctly
	
	
	
	

	16
	The SS transmits an IDENTITY REQUEST message [Security protected]
	<-
	IDENTITY REQUEST
	-
	-

	17
	Check: Does the UE transmit an IDENTIY RESPONSE message [Security Protected]?
	->
	IDENTITY RESPONSE
	2
	P


9.1.3.1.3.3
Specific message contents

Table 9.1.3.1.3.3-1: SECURITY MODE COMMAND (Steps 5 and 14)

	Derivation path: 36.508 table 4.7.2-19

	Information Element
	Value/Remark
	Comment
	Condition

	IMEISV request
	Present
	
	


Table 9.1.3.1.3.3-2: SECURITY MODE COMPLETE (Steps 6 and 15)

	Derivation path: 36.508 table 4.7.2-20

	Information Element
	Value/Remark
	Comment
	Condition

	IMEISV
	Present
	
	


9.1.3.2
NAS security mode command not accepted by the UE

9.1.3.2.1
Test Purpose (TP)

(1)

with { succesful completion of EPS authentication and key agreement (AKA) procedure[ }

ensure that {

  when { UE receives an integrity protected SECURITY MODE COMMAND message including not mathcing replayed security capabilities}

   then { UE sends SECURITY MODE REJECT and does not start applying the NAS security in both UL and DL}

}

9.1.3.2.2
Conformance requirements

References: The conformance requirements covered in the current TC are specified in: TS 24.301 clause 5.4.3.1, 5.4.3.2, 5.4.3.3 and 5.4.3.5.

[TS 24.301, clause 5.4.3.1]

The purpose of the NAS security mode control procedure is to take an EPS security context into use, and initialise and start NAS signalling security between the UE and the MME with the corresponding NAS keys and security algorithms.

 [TS 24.301, clause 5.4.3.2]

The MME initiates the NAS security mode control procedure by sending a SECURITY MODE COMMAND message to the UE and starting timer T3460 (see example in figure 5.4.3.2.1).

If the security mode control procedure is initiated further to a successful execution of the authentication procedure, the MME shall use the reset downlink NAS COUNT to integrity protect the SECURITY MODE COMMAND message.

The MME shall send the SECURITY MODE COMMAND message unciphered, but shall integrity protect the message with the NAS integrity key based on KASME or mapped K'ASME indicated by the eKSI included in the message. The MME shall set the security header type of the message to "integrity protected with new EPS security context".

...

The MME shall include the replayed security capabilities of the UE (including the security capabilities with regard to NAS, RRC and UP (user plane) ciphering as well as NAS, RRC integrity, and other possible target network security capabilities, i.e. UTRAN/GERAN if UE included them in the message to network), the replayed nonceUE if the UE included it in the message to the network, the selected NAS ciphering and integrity algorithms and the Key Set Identifier (eKSI). 
Additionally, the MME may request the UE to include its IMEISV in the SECURITY MODE COMPLETE message.

NOTE:
The AS and NAS security capabilities will be the same, i.e. if the UE supports one algorithm for NAS it is also be supported for AS.

[TS 24.301, clause 5.4.3.3]

Upon receipt of the SECURITY MODE COMMAND message, the UE shall check whether the security mode command can be accepted or not. This is done by performing the integrity check of the message and by checking that the received UE security capabilities and the received nonceUE have not been altered compared to what the UE provided in the initial layer 3 message that triggered this procedure.

[TS 24.301, clause 5.4.3.5]

If the security mode command cannot be accepted, the UE shall send a SECURITY MODE REJECT message, which shall not be integrity protected. The SECURITY MODE REJECT message contains an EMM cause that typically indicates one of the following cause values:

#23:
UE security capabilities mismatch;

#24:
security mode rejected, unspecified.

.

Upon receipt of the SECURITY MODE REJECT message, the MME shall stop timer T3460. The MME shall also abort the ongoing procedure that triggered the initiation of the NAS security mode control procedure.

9.1.3.2.3
Test description

9.1.3.2.3.1
Pre-test conditions

System Simulator:

-
Cell A
Preamble:
-
The UE does not have a EPS security context.
-
The UE is in state Switched OFF (state 1) according to [18].

9.1.3.2.3.2
Test procedure sequence

Table 9.1.3.2.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The UE is switched on.
	-
	-
	-
	-

	2
	The UE transmits an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message.
	-->
	ATTACH REQUEST
	-
	-

	3
	The SS transmits an AUTHENTICATION REQUEST message to initiate the EPS authentication and AKA procedure.
	<--
	AUTHENTICATION REQUEST
	-
	-

	4
	The UE transmits an AUTHENTICATION RESPONSE message and establishes mutual authentication.
	-->
	AUTHENTICATION RESPONSE
	-
	-

	5
	The SS transmits a NAS SECURITY MODE COMMAND message to activate NAS security. It is integrity protected and includes un matched replayed security capabilities.
	<--
	SECURITY MODE COMMAND
	-
	-

	6
	Check: Does the UE transmit a NAS SECURITY MODE REJECT message with cause’#23: UE security capabilities mismatch’?
	-->
	SECURITY MODE REJECT
	1
	P

	7
	The SS Transmits an IDENTITY REQUEST message for IMSI (Security not applied)
	<-
	IDENTITY REQUEST
	-
	-

	8
	Check: Does the UE Transmits a non security protected IDENTIY RESPONSE message?
	->
	IDENTITY RESPONSE
	1
	P

	9
	The SS transmits a SECURITY MODE COMMAND message to activate NAS security. It is integrity protected and includes request to include IMEISV
	<--
	SECURITY MODE COMMAND
	-
	-

	10
	The UE transmits a SECURITY MODE COMPLETE message and establishes the initial security configuration.
	-->
	SECURITY MODE COMPLETE
	-
	-

	-
	EXCEPTION: Steps 10Aa1 to 10Aa2 describe behaviour that depends on UE configuration; the "lower case letter" identifies a step sequence that take place if the UE has ESM information which needs to be transferred.
	-
	-
	-
	-

	10Aa1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options and/or APN.
	<--
	ESM INFORMATION REQUEST
	-
	-

	10A a2
	The UE transmits an ESM INFORMATION RESPONSE message to transfer protocol configuration options and/or APN.
	-->
	ESM INFORMATION RESPONSE
	-
	-

	11
	The SS transmits an ATTACH ACCEPT message. The ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message is piggybacked in ATTACH ACCEPT message
	<--
	ATTACH ACCEPT
	-
	-

	12
	The UE transmits an ATTACH COMPLETE message including an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message
	-->
	ATTACH COMPLETE
	-
	-


9.1.3.2.3.3
Specific message contents

Table 9.1.3.1.3.3-1: SECURITY MODE COMMAND (Step 5)

	Derivation path: 36.508 table 4.7.2-19

	Information Element
	Value/Remark
	Comment
	Condition

	Replayed UE security capabilities
	Set to mismatch the security capability of UE under test
	
	


Table 9.1.3.1.3.3-2: SECURITY MODE REJECT (Step 6 )

	Derivation path: 36.508 table 4.7.2-21

	Information Element
	Value/Remark
	Comment
	Condition

	EMM cause
	#23
	
	


9.1.4
Identification procedure

9.1.4.1
Void
9.1.4.2
Identification procedure / IMEI requested

9.1.4.2.1
Test Purpose (TP)

(1)

with { UE in EMM-REGISTERED state / EMM-CONNECTED mode}

ensure that {

  when { UE receives an IDENTITY REQUEST message with IMEI in the IE Identity type }

    then { UE sends an IDENTITY RESPONSE message providing its IMEI }

            }

9.1.4.2.2
Conformance requirements

References: The conformance requirements covered in the current TC are specified in: TS 24.301, clause 5.4.4.3.

[TS 24.301, clause 5.4.4.3]

A UE shall be ready to respond to an IDENTITY REQUEST message at any time whilst in EMM-CONNECTED mode.

Upon receipt of the IDENTITY REQUEST message the UE shall send an IDENTITY RESPONSE message to the network. The IDENTITY RESPONSE message shall contain the identification parameters as requested by the network.

9.1.4.2.3
Test description

9.1.4.2.3.1
Pre-test conditions

System Simulator:

-
Cell A

UE:

-
None

Preamble:

-
UE is in state Generic RB established (state 3) on Cell A according to [18].
9.1.4.2.3.2
Test procedure sequence

Table 9.1.4.2.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	SS transmits an IDENTITY REQUEST message requesting IMEI in the IE Identity type.
	<--
	IDENTITY REQUEST
	-
	-

	2
	Check: Does the UE respond with an IDENTITY RESPONSE message providing its IMEI?
	-->
	IDENTITY RESPONSE
	1
	P


9.1.4.2.3.3
Specific message contents

Table 9.1.4.2.3.3-1: Message IDENTITY REQUEST (step 1, Table 9.1.4.2.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-17

	Information Element
	Value/Remark
	Comment
	Condition

	Identity Type
	0010
	IMEI
	


Table 9.1.4.2.3.3-2: IDENTITY RESPONSE (step 2, Table 9.1.4.2.3.2-1)

	Derivation path: 36.508, Table 4.7.2-18

	Information Element
	Value/Remark
	Comment
	Condition

	Mobile Identity
	
	
	

	  Type of identity
	010
	IMEI
	

	  Identity digits
	UE's IMEI
	
	


9.1.5
EMM information procedure
9.1.5.1
EMM information procedure
9.1.5.1.1
Test Purpose (TP)

(1)

with { UE in EMM-REGISTERED state and UE supporting the EMM information message }

ensure that {

  when { UE receives an EMM Information message }

    then { UE accepts the message and uses the contents to update appropriate information stored within the UE }

            }
9.1.5.1.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.301, clause 5.4.5.3.
[TS 24.301, clause 5.4.5.3]

When the UE (supporting the EMM information message) receives an EMM INFORMATION message, it shall accept the message and optionally use the contents to update appropriate information stored within the UE.
9.1.5.1.3
Test description

9.1.5.1.3.1
Pre-test conditions

System Simulator:

-
Cell A
UE:

None.
Preamble:

-
UE is in state Generic RB established (state 3) on Cell A according to [18].

9.1.5.1.3.2
Test procedure sequence

Table 9.1.5.1.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS transmits an EMM INFORMATION message.
	<--
	EMM INFORMATION
	-
	-

	2
	Check: Does the UE transmit in the next 5 seconds an EMM STATUS message with cause #97 "message type non-existent or not implemented"?
	-->
	EMM STATUS
	1
	F

	-
	EXCEPTION: Steps 3a1 to 3a4 describe behaviour that depends on the UE capability; the "lower case letter" identifies a step sequence that take place if a capability is supported.
	-
	-
	-
	-

	3a1
	IF pc_EMM_Information AND pc_FullNameNetwork THEN
Check: Does the UE associate the "full length name of the network" with the MCC and MNC contained in the last visited tracking area identification and is presented to the MS user at the earliest opportunity? (Note 1)
	-
	-
	1
	P

	3b1
	IF pc_EMM_Information AND pc_ShortNameNetwork THEN
Check: Does the UE associate the "abbreviated name of the network" with the MCC and MNC contained in the last visited tracking area identification and is presented to the MS user at the earliest opportunity? (Note 1)
	-
	-
	1
	P

	3c1
	IF pc_EMM_Information AND pc_LocalTimeZone THEN
Check: Does the UE assume that this time zone applies to the tracking area of the current cell and is presented to the MS user at the earliest opportunity? (Note 2)
	-
	-
	1
	P

	3d1
	IF pc_EMM_Information AND pc_UniversalAndLocalTimeZone THEN
Check: Does the UE assume that this time zones applies to the tracking area of the current cell and is presented to the MS user at the earliest opportunity? (Note 2)
	-
	-
	1
	P

	Note 1:
AT command +COPS is assumed to be used for check.

Note 2:
AT command +CCLK is assumed to be used for check.


9.1.5.1.3.3
Specific message contents

Table 9.1.5.1.3.3-1: EMM INFORMATION (step 1, Table 9.1.5.1.3.2-1)

	Derivation Path: 36.508 table 4.7.2-13

	Information Element
	Value/Remark
	Comment
	Condition

	Full name for network
	"FullName1234567890"
	Note
	

	Short name for network
	"ShortName123"
	Note
	

	Local time zone
	"GMT+1"
	Note
	

	Universal time and local time zone
	"2010 12 April 13:38 52s GMT+1"
	Note
	

	Network daylight saving time
	"+1 hour adjustment for Daylight Saving Time"
	Note
	

	Note:
Hardcoded values have been chosen to allow for consistent/comparable SS behaviour.


Table 9.1.5.1.3.3-2: Message EMM STATUS (step 2, Table 9.1.5.1.3.2-1)

	Derivation path: 36.508 table 4.7.2-14

	Information Element
	Value/Remark
	Comment
	Condition

	EMM cause
	'0110 0001'B
	Message type non-existent or not implemented
	


9.1.5.2
EMM information procedure not supported by the UE
9.1.5.2.1
Test Purpose (TP)

(1)

with { UE in EMM-REGISTERED state }

ensure that {

  when { UE receives an EMM Information message }

    then { UE ignore the contents of the message and return an EMM STATUS message with cause #97 "message type non-existent or not implemented" }

            }
9.1.5.2.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.301, clause 5.4.5.3.
[TS 24.301, clause 5.4.5.3]

If the UE does not support the EMM information message the UE shall ignore the contents of the message and return an EMM STATUS message with cause #97 "message type non-existent or not implemented".
9.1.5.2.3
Test description

9.1.5.2.3.1
Pre-test conditions

System Simulator:

-
Cell A
UE:

-
None
Preamble:

-
UE is in state Generic RB established (state 3) on Cell A according to [18].

9.1.5.2.3.2
Test procedure sequence

Table 9.1.5.2.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS transmits an EMM INFORMATION message.
	<--
	EMM INFORMATION
	-
	-

	2
	Check: Does the UE transmit an EMM STATUS message with cause #97 "message type non-existent or not implemented".
	-->
	EMM STATUS
	1
	P


9.1.5.2.3.3
Specific message contents

Table 9.1.5.2.3.3-1: EMM INFORMATION (step 1, Table 9.1.5.2.3.2-1)

	Derivation Path: 36.508 table 4.7.2-13

	Information Element
	Value/remark
	Comment
	Condition

	Full name for network
	Not present 
	
	

	Short name for network
	Not present
	
	

	Local time zone
	Not present
	
	

	Universal time and local time zone
	Not present
	
	

	Network daylight saving time
	‘00’B
	No adjustment for Daylight Saving Time
	


Table 9.1.5.2.3.3-2: Message EMM STATUS (step 2, Table 9.1.5.2.3.2-1)

	Derivation path: 36.508 table 4.7.2-14

	Information Element
	Value/Remark
	Comment
	Condition

	EMM cause
	'0110 0001'B
	Message type non-existent or not implemented
	


9.2
EMM specific procedures

9.2.1
Attach procedure

9.2.1.1
Attach procedure for EPS services

9.2.1.1.1
Attach Procedure / Success / Valid GUTI

9.2.1.1.1.1
Test Purpose (TP)

(1)

with { the UE is switched-off with a valid USIM inserted and the USIM contains a valid GUTI and last visited registered TAI }

ensure that {

  when { UE is powered on in a cell not belonging to the last visited registered TAI and in a different PLMN }

    then { the UE establishes the RRC connection without S-TMSI, with registeredMME and with the RRC establishmentCause set to 'mo-Signalling' }

}

(2)

with { UE is switched-off with a valid USIM inserted and the USIM contains a valid GUTI and last visited registered TAI }

ensure that {

  when { UE is powered on  in a cell not belonging to the last visited registered TAI }

    then { the UE transmits an ATTACH REQUEST message with the EPS attach type set to "EPS attach", including the GUTI and last visited registered TAI copied from the USIM, and, a PDN CONNECTIVITY REQUEST message with the request type set to "initial request" and not including APN }

}

(3)

with { UE has sent an ATTACH REQUEST message }

ensure that {

  when { UE receives an ATTACH ACCEPT message with EPS attach result matching the requested service(s), the TAI list the UE is registered to and including an ACTIVATE DEFAULT EPS CONTEXT BEARER message with IE EPS Bearer Identity for the default EPS bearer context activated for the UE }

   then { UE accepts the allocated GUTI, deletes the old TAI list and transmits an ATTACH COMPLETE message, together with ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT  message and enters EMM-REGISTERED state }

}
9.2.1.1.1.2
Conformance requirements

References: The conformance requirements covered in the current TC are specified in: TS 24.301, clauses 5.3.1.1, 5.5.1.2.1, 5.5.1.2.2, 5.5.1.2.4, 6.2.2, 6.4.1.3, 6.5.1.2 and Annex D, and TS 36.331, clauses 5.3.3.3 and 5.3.3.4.

[TS 24.301, clause 5.3.1.1]

When the UE is in EMM-IDLE mode and needs to transmit an initial NAS message, the UE shall request the lower layer to establish a RRC connection. In this request to the lower layer the NAS shall provide to the lower layer the RRC establishment cause and the call type as specified in annex D of this specification.

...

For the routing of the initial NAS message to the appropriate MME, the UE NAS provides the lower layers with either the S-TMSI or the registered globally unique MME identifier (GUMMEI) that consists of the PLMN ID, the MME group ID, and the MME code (see 3GPP TS 23.003 [2]) according to the following rules:
-
When the UE is registered in the tracking area of the current cell during the NAS signalling connection establishment, the UE NAS shall provide the lower layers with the S-TMSI, but shall not provide the registered MME identifier to the lower layers. Exceptionally, when the UE in EMM-IDLE mode initiates a tracking area updating or combined tracking area updating procedure for load balancing purposes, the UE NAS shall provide the lower layers with neither S-TMSI nor registered MME identifier.

-
When the UE is not registered in the tracking area of the current cell during the NAS signalling connection establishment, the UE NAS does not provide the lower layers with the S-TMSI.  Instead,

a)
if the TIN indicates "GUTI" or "RAT-related TMSI", or the TIN is not available, and the UE holds a valid GUTI, the UE NAS shall provide the lower layers with the MME identifier part of the valid GUTI; or

b)
if the TIN indicates "P-TMSI" and the UE holds a valid P-TMSI and RAI, the UE NAS shall provide the lower layers with the MME identifier part of the mapped GUTI, which is generated from the P-TMSI and RAI.
[TS 24.301, clause 5.5.1.1]

The attach procedure is used to attach to an EPC for packet services in EPS.

The attach procedure is used for two purposes:

-
by a UE in PS mode of operation to attach for EPS services only; or

-
by a UE in CS/PS mode 1 or CS/PS mode 2 of operation to attach for both EPS and non-EPS services.

With a successful attach procedure, a context is established for the UE in the MME, and a default bearer is established between the UE and the PDN GW, thus enabling always-on IP connectivity to the UE. The network may also initiate the activation of dedicated bearers as part of the attach procedure.
...

[TS 24.301, clause 5.5.1.2.1]

This procedure is used by a UE to attach for EPS services only. When the UE initiates the EPS attach procedure, the UE shall indicate "EPS attach" in the EPS attach type IE.

[TS 24.301, clause 5.5.1.2.2]

In state EMM-DEREGISTERED, the UE initiates the attach procedure by sending an ATTACH REQUEST message to the MME, starting timer T3410 and entering state EMM-REGISTERED-INITIATED (see example in figure 5.5.1.2.2.1). If timer T3402 is currently running, the UE shall stop timer T3402. If timer T3411 is currently running, the UE shall stop timer T3411. 

If the UE supports neither A/Gb mode nor Iu mode, the UE shall handle the Old GUTI or IMSI IE in the ATTACH REQUEST message as follows:

-
The UE shall include in the ATTACH REQUEST message a valid GUTI together with the last visited registered TAI, if available. If there is no valid GUTI available, the UE shall include the IMSI in the ATTACH REQUEST message.

...

The UE shall send the ATTACH REQUEST message together with a PDN CONNECTIVITY REQUEST message contained in the ESM message container information element to request PDN connectivity.

...

If a valid NAS security context exists, the UE shall integrity protect the ATTACH REQUEST message combined with the PDN CONNECTIVITY REQUEST message. When the UE does not have a valid NAS security context, the ATTACH REQUEST message combined with the PDN CONNECTIVITY REQUEST message is not integrity protected.

...

[TS 24.301, clause 5.5.1.2.4]

...

If the ATTACH ACCEPT message contains a GUTI, the UE shall use this GUTI as the new temporary identity. The UE shall delete its old GUTI and store the new assigned GUTI. If no GUTI has been included by the MME in the ATTACH ACCEPT message, the old GUTI, if any available, shall be kept. 

...

When the UE receives the ATTACH ACCEPT message combined with the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message, it shall forward the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message to the ESM sublayer. Upon receipt of an indication from the ESM sublayer that the default EPS bearer context has been activated, the UE shall send an ATTACH COMPLETE message together with an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message contained in the ESM message container information element to the network.

...

[TS 24.301, clause 6.2.2]

The UE shall set the PDN type IE in the PDN CONNECTIVITY REQUEST message based on its IP stack configuration as follows:

a)
A UE, which is IPv6 and IPv4 capable and 

-
has not been allocated an IP address for this APN, shall set the PDN type IE to IPv4v6.

-
has been allocated an IPv4 address for this APN and received the ESM cause #52, "single address bearers only allowed", and is requesting an IPv6 address, shall set the PDN type IE to IPv6.

-
has been allocated an IPv6 address for this APN and received the ESM cause #52, "single address bearers only allowed", and is requesting an IPv4 address, shall set the PDN type IE to IPv4.

b)
A UE, which is only IPv4 capable, shall set the PDN type IE to IPv4.

c)
A UE, which is only IPv6 capable, shall set the PDN type IE to IPv6.

d)
When the IP version capability of the UE is unknown in the UE (as in the case when the MT and TE are separated and the capability of the TE is not known in the MT), the UE shall set the PDN type IE to IPv4v6.
...
[TS 24.301, clause 6.4.1.3]

Upon receipt of the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message, the UE shall send an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message and enter the state BEARER CONTEXT ACTIVE. When the default bearer is activated as part of the attach procedure, the UE shall send the ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message together with ATTACH COMPLETE message. When the default bearer is activated as the response to the stand-alone PDN CONNECTIVITY REQUEST message, the UE shall send the ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message alone.

The UE checks the PTI in the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message to identify the UE requested PDN connectivity procedure to which the default bearer context activation is related (see subclause 6.5.1).
...

[TS 24.301, clause 6.5.1.2]

When the PDN CONNECTIVITY REQUEST message is sent together with an ATTACH REQUEST message, the UE shall not include the APN.

NOTE:
If the UE needs to provide PCO which require ciphering or provide an APN, or both, during the attach procedure, the ESM information transfer flag is included in the PDN CONNECTIVITY REQUEST. The MME then at a later stage in the PDN connectivity procedure initiates the ESM information request procedure in which the UE can provide the MME with PCO or APN or both.

...
The UE shall set the request type to "initial request" when the UE is establishing connectivity to a PDN for the first time, i.e. when it is an initial attach to that PDN. The UE shall set the request type to "handover" when the connectivity to a PDN is established upon handover from a non-3GPP access network and the UE was connected to that PDN before the handover to the 3GPP access network.
...

[TS 24.301, Annex D]

...

Table D.1.1: Mapping of NAS procedure to establishment cause and call type

	NAS procedure
	RRC establishment cause (according 3GPP TS 36.331 [22])
	Call type

	Attach
	MO signalling (See Note 1)
	"originating signalling"

	...
	
	

	Note 1:
For these NAS procedures initiated by UEs of access class 12, 13 or 14 in their home country, the RRC establishment cause will be set to "High priority access AC 11 – 15". For this purpose the home country is defined as the country of the MCC part of the IMSI, see 3GPP TS 22.011 [1A].
For these NAS procedures initiated by UE of access class 11 or 15 in their HPLMN or (if the EHPLMN list is not present or is empty) EHPLMN, (if the EHPLMN list is present) the RRC establishment cause will be set to "High priority access AC 11 – 15".


[TS 36.331, clause 5.3.3.3 “Actions related to transmission of RRCConnectionRequest message”]

The UE shall set the contents of RRCConnectionRequest message as follows:

1>
set the ue-Identity as follows:
2>
if upper layers provide an S-TMSI:
3>
set the ue-Identity to the value received from upper layers;
2>
else

3>
draw a random value in the range 0 .. 240-1 and set the ue-Identity to this value;

NOTE 1
Upper layers provide the S-TMSI if the UE is registered in the TA of the current cell.
1>
Set the establishmentCause in accordance with the information received from upper layers;
[TS 36.331 clause 5.3.3.4]

...

The UE shall:

...

1>
set the content of RRCConnectionSetupComplete message as follows:

2>
set the selectedPLMN-Identity to the PLMN selected by upper layers (see TS 23.122 [11], TS 24.301 [35]) from the PLMN(s) included in the plmn-IdentityList in SystemInformationBlockType1;

2>

if upper layers provide the ‘Registered MME’, include and set the registeredMME as follows:

3>
if the PLMN identity of the ‘Registered MME’ is different from the PLMN selected by the upper layers:

4>
include the plmnIdentity in the registeredMME and set it to the value of the PLMN identity in the ‘Registered MME’ received from upper layers;

3> set the mmegi and the mmec to the value received from upper layers;

...

2> submit the RRCConnectionSetupComplete message to lower layers for transmission, upon which the procedure ends;
9.2.1.1.1.3
Test description

9.2.1.1.1.3.1
Pre-test conditions

System Simulator:

-
Cell A
-
Cell A is a cell with TAI-1 (PLMN-1 + TAC-1).
-
The cell power levels are such that Cell A is guaranteed to become the serving cell

UE:

- 
The UE is configured to initiate EPS attach.

-
The test USIM contains a valid GUTI (belonging to PLMN with same MCC as stored in EFIMSI on the test USIM card and MNC 02) and TAI-8, and EPS update status is "EU1: UPDATED".

NOTE: GUTI and TAI specified above are same as defined for Cell H in [18]

Preamble:

-
The UE is in state Switched OFF (state 1) according to [18].

9.2.1.1.1.3.2
Test procedure sequence
Table 9.2.1.1.1.3.2-1: Main behaviour
	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The UE is switched on.
	-
	-
	-
	-

	2
	Check: Does the UE transmit an RRCConnectionRequest message not including S-TMSI and with establishmentCause set to ‘mo-Signalling’?
	-
	-
	1
	P

	3
	The SS transmits a RRCConnectionSetup message.
	-
	-
	-
	-

	4
	Check: does the UE transmit an RRCConnectionSetupComplete message including PLMN ID, MME group ID and MME code with ATTACH REQUEST message including a GUTI and a PDN CONNECTIVITY REQUEST message?
	-->
	ATTACH REQUEST
	2
	P

	5
	The SS transmits an AUTHENTICATION REQUEST message to initiate the EPS authentication and AKA procedure.
	<--
	AUTHENTICATION REQUEST
	-
	-

	6
	The UE transmits an AUTHENTICATION RESPONSE message and establishes mutual authentication.
	-->
	AUTHENTICATION RESPONSE
	-
	-

	7
	The SS transmits a NAS SECURITY MODE COMMAND message to activate NAS security.
	<--
	SECURITY MODE COMMAND
	-
	-

	8
	The UE transmits a NAS SECURITY MODE COMPLETE message and establishes the initial security configuration.
	-->
	SECURITY MODE COMPLETE
	-
	-

	-
	EXCEPTION: Steps 9a1 to 9a2 describe behaviour that depends on UE configuration the "lower case letter" identifies a step sequence that take place depending on the last sent by the UE PDN CONNECTIVITY REQUEST message, IE Protocol configuration options setting.
	-
	-
	-
	-

	9a1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options and/or APN.
	<--
	ESM INFORMATION REQUEST
	-
	-

	9a2
	The UE transmits an ESM INFORMATION RESPONSE message to transfer protocol configuration options and/or APN.
	-->
	ESM INFORMATION RESPONSE
	-
	-

	10
	SS responds with ATTACH ACCEPT message including a valid TAI list. The ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message is piggybacked in ATTACH ACCEPT message
	<--
	ATTACH ACCEPT
	-
	-

	-
	EXCEPTION: In parallel to the event described in step 11 below the generic procedure for IP address allocation in the U-plane specified in TS 36.508 subclause 4.5A.1 takes place performing IP address allocation in the U-plane if requested by the UE.
	-
	-
	-
	-

	11
	Check: does the UE transmit an ATTACH COMPLETE message including an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message?
	-->
	ATTACH COMPLETE
	2
	P

	12
	Void
	-
	-
	-
	-

	13
	The SS releases the RRC connection.
	-
	-
	-
	-

	14
	Check: Does the test result of CALL generic procedure [18] clause 6.4.2.4 indicate that the UE is in E-UTRA EMM-REGISTERED state on Cell A?
	-
	-
	3
	-

	-
	At the end of this test procedure sequence, the UE is in end state E-UTRA idle (E1) according to TS 36.508.
	-
	-
	-
	-


9.2.1.1.3.3
Specific message contents
Table 9.2.1.1.1.3.3-1: Message RRCConnectionRequest (step 2, Table 9.2.1.1.1.3.2-1)

	Derivation path: 36.508 table 4.6.1-16

	Information Element
	Value/Remark
	Comment
	Condition

	RRCConnectionRequest ::= SEQUENCE {
	
	
	

	  criticalExtensions CHOICE {
	
	
	

	    rrcConnectionRequest-r8 SEQUENCE {
	
	
	

	      ue-Identity CHOICE {
	
	
	

	        randomValue
	Not checked
	
	

	      }
	
	
	

	      establishmentCause
	mo-Signalling
	
	

	    }
	
	
	

	  }
	
	
	

	}
	
	
	


Table 9.2.1.1.1.3.3-2: Message RRCConnectionSetupComplete (step 2, Table 9.2.1.1.1.3.2-2)

	Derivation path: 36.508 table 4.6.1-18

	Information Element
	Value/Remark
	Comment
	Condition

	RRCConnectionSetupComplete ::= SEQUENCE {
	
	
	

	  criticalExtensions CHOICE {
	
	
	

	    c1 CHOICE {
	
	
	

	      rrcConnectionSetupComplete-r8 SEQUENCE {
	
	
	

	        registeredMME {
	
	
	

	          plmn-Identity
	PLMN ID(MCC as stored in EFIMSI on the test USIM card and MNC 02)
	
	

	          mmegi
	0000000000001000
	Bit 0 is LSB
	

	          mmec
	00000001
	Bit 0 is LSB
	

	      }
	
	
	

	    }
	
	
	

	  }
	
	
	

	}
	
	
	


Table 9.2.1.1.1.3.3-3: Message ATTACH REQUEST (step 4, Table 9.2.1.1.1.3.2-1)

	Derivation path: TS 36.508 table 4.7.2-4

	Information Element
	Value/Remark
	Comment
	Condition

	Old GUTI or IMSI
	GUTI(belonging to PLMN with same MCC as stored in EFIMSI on the test USIM card and MNC 02 )
	GUTI copied from USIM 

Old and valid GUTI is included by the UE
	

	ESM message container
	PDN CONNECTIVITY REQUEST message as specified in table 9.2.1.1.1.3.3-3.
	
	

	Last visited registered TAI
	TAI8
	GUTI copied from USIM

If available, the last TAI is included by UE and will be used to establish a good list of TAIs in subsequent ATTACH ACCEPT message.
	


Table 9.2.1.1.1.3.3-4: Void
Table 9.2.1.1.1.3.3-5: Message ATTACH ACCEPT (step 10, Table 9.2.1.1.1.3.2-1)

	Derivation path: TS 36.508 table 4.7.2-1

	Information Element
	Value/Remark
	Comment
	Condition

	ESM message container
	Contains the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message specified in table 9.2.1.1.1.3.3-6.
	
	


Table 9.2.1.1.1.3.3-6: Void
Table 9.2.1.1.1.3.3-7: Message ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT (step 11, Table 9.2.1.1.1.3.2-1)

	Derivation path: TS 36.508 table 4.7.3-4

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer identity
	Default EBId
	Same value as in ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST
	

	Procedure transaction identity
	PTI-0
	Same value as in PDN CONNECTIVITY REQUEST
	


9.2.1.1.1a
Attach Procedure / Success / Last visited TAI, TAI list and equivalent PLMN list handling

9.2.1.1.1a.1
Test Purpose (TP)

(1)

with { UE  attached to the network with a valid USIM inserted and a valid GUTI}

ensure that {

  when { UE is powered off and then powered on }

    then { the UE transmits an ATTACH REQUEST message with the EPS attach type set to "initial EPS attach", including GUTI and last visited registered TAI and a PDN CONNECTIVITY REQUEST message with the request type set to "initial attach" and not including APN }

}

(2)

with { UE having a valid NAS security context and the UE switched-off }

ensure that {

  when { UE is powered on}

    then { the UE transmits an integrity protected ATTACH REQUEST message combined with the PDN CONNECTIVITY REQUEST message}

}

(3)

with { UE has sent an ATTACH REQUEST message }

ensure that {

  when { UE receives an ATTACH ACCEPT message with EPS attach result matching the requested service(s), the TAI list the UE is registered to, a set of equivalent PLMNs matching the PLMNs within the TAI list, and including an ACTIVATE DEFAULT EPS CONTEXT BEARER message with IE EPS Bearer Identity for the default EPS bearer context activated for the UE }

   then { UE deletes the old TAI list, stores the new TAI list, and does not perform a TAU while moving within this set of TAs }

}

(4)

with { UE has sent an ATTACH REQUEST message }

ensure that {

  when { UE receives an ATTACH ACCEPT message with EPS attach result matching the requested service(s), the TAI list the UE is registered to, a set of equivalent PLMNs matching the PLMNs within the TAI list, and including an ACTIVATE DEFAULT EPS CONTEXT BEARER message with IE EPS Bearer Identity for the default EPS bearer context activated for the UE }

   then { UE deletes the old TAI list, stores the new TAI list, and performs a TAU when moving out of this set of TAs}

}

(5)

with { UE has received a set of equivalent PLMNs in an ATTACH ACCEPT message }

ensure that {

  when { the UE has been switched off; then switched on; and then the UE receives an ATTACH_ACCEPT message with a new set of equivalent PLMNs}

   then { UE deletes the old equivalent PLMN list, and uses the new equivalent PLMN list}

}

9.2.1.1.1a.2
Conformance requirements

References: The conformance requirements covered in the current TC are specified in: TS 24.301, clauses 5.3.3, 5.5.1.2.2, 5.5.1.2.4, 6.5.1.2 and 9.9.3.33, and TS 36.304 clause 4.3.

[TS 24.301, clause 5.3.3]

The UE shall store a list of equivalent PLMNs. These PLMNs shall be regarded by the UE as equivalent to each other for PLMN selection and cell selection/re-selection. The same list is used by EMM, GMM and MM.

The UE shall update or delete this list at the end of each attach or tracking area updating procedure. The stored list consists of a list of equivalent PLMNs as downloaded by the network plus the PLMN code of the registered PLMN that downloaded the list. When the UE is switched off, it shall keep the stored list so that it can be used for PLMN selection after switch on. The UE shall delete the stored list if the USIM is removed. The maximum number of possible entries in the stored list is 16.

[TS 24.301, clause 5.5.1.2.2]

In state EMM-DEREGISTERED, the UE initiates the attach procedure by sending an ATTACH REQUEST message to the MME, starting timer T3410 and entering state EMM-REGISTERED-INITIATED (see figure 5.5.1.2.2.1).

...

The UE shall include in the ATTACH REQUEST message a valid GUTI together with the last visited registered TAI, if available. If there is no valid GUTI available, the UE shall include the IMSI in the ATTACH REQUEST message.

The UE shall send the ATTACH REQUEST message together with a PDN CONNECTIVITY REQUEST message to request PDN connectivity to the default PDN (see subclause 6.5.1).

...

If a valid NAS security context exists, the UE shall integrity protect the ATTACH REQUEST message combined with the PDN CONNECTIVITY REQUEST message.

...[TS 24.301, clause 5.5.1.2.4]

...

The MME shall assign and include the TAI list the UE is registered to in the ATTACH ACCEPT message. The UE, upon receiving an ATTACH ACCEPT message, shall delete its old TAI list and store the received TAI list.

…

If the ATTACH ACCEPT message contains a GUTI, the UE shall use this GUTI as the new temporary identity and set its TIN to "GUTI". The UE shall delete its old GUTI and store the new assigned GUTI. If no GUTI has been included by the MME in the ATTACH ACCEPT message, the old GUTI, if any available, shall be kept.

...

The MME may also include a list of equivalent PLMNs in the ATTACH ACCEPT message. Each entry in the list contains a PLMN code (MCC+MNC). The UE shall store the list as provided by the network, after having removed from the list any PLMN code that is already in the list of forbidden PLMNs. In addition, the UE shall add to the stored list the PLMN code of the registered PLMN that sent the list. The UE shall replace the stored list on each receipt of the ATTACH ACCEPT message. If the ATTACH ACCEPT message does not contain a list, then the UE shall delete the stored list.

…

[TS 24.301, clause 5.5.3.2.2, “Normal and periodic tracking area updating procedure initiation”]

The UE in state EMM-REGISTERED shall initiate the tracking area updating procedure by sending a TRACKING AREA UPDATE REQUEST message to the MME,

a)
when the UE detects entering a tracking area that is not in the list of tracking areas that the UE previously registered in the MME;

…

[TS 24.301, clause 6.5.1.2, “UE requested PDN connectivity procedure initiation”]
In order to request connectivity to the default PDN, the UE shall not include any APN in the PDN CONNECTIVITY REQUEST message.

…

[TS 24.301, clause 9.9.3.33, “Tracking area identity list”]

…

The Tracking area identity list is a type 4 information element, with a minimum length of 8 octets and a maximum length of 98 octets. The list can contain a maximum of 16 different tracking area identities.

…

The value part of the Tracking area identity list information element consists of one or several partial tracking area identity lists. The length of each partial tracking area identity list can be determined from the 'type of list' field and the 'number of elements' field in the first octet of the partial tracking area identity list.

…

	Partial tracking area identity list:

	

	Type of list (octet 1)

	Bits

	7 6     

	0 0   list of TACs belonging to one PLMN, with non-consecutive TAC values

	0 1  list of TACs belonging to one PLMN, with consecutive TAC values

	1 0  list of TAIs belonging to different PLMNs


…

	For type of list = "001" and number of elements = k:

	

	octet 2 to 4 contain the MCC+MNC, and

	octet 5 and 6 contain the TAC of the first TAI belonging to the partial list.

	The TAC values of the other k-1 TAIs are TAC+1, TAC+2, …, TAC+k-1.


…

The MNC shall consist of 2 or 3 digits.

…

[TS 36.304, clause 4.3]

…

suitable cell:

A "suitable cell" is a cell on which the UE may camp on to obtain normal service. Such a cell shall fulfil all the following requirements.

· The cell is part of either: 

· the selected PLMN, or: 
· the registered PLMN, or:
· a PLMN of the Equivalent PLMN list
according to the latest information provided by NAS:

…

9.2.1.1.1a.3
Test description

9.2.1.1.1a.3.1
Pre-test conditions

System Simulator:

NOTE: 
while this test describes the uses of 8 cells, it is intended that this test only requires 2 cells to be active at any one instant.

Table 9.2.1.1.1a-1: Cell TAI values

	Cell
	MCC
	MNC
	TAC (hex)
	Remark
	Freq
	Remark

	A
	001
	01
	0000
	2 digit MNC
	f1
	HPLMN

	I
	310
	102
	0000
	3 digit MNC 
	f3
	See Note 1

	B
	001
	01
	0001
	
	f1
	HPLMN

	C
	001
	01
	0027
	
	f1
	HPLMN

	G
	004
	07
	fff0
	
	f2
	See Note 2

	H
	004
	07
	fff9
	
	f2
	See Note 2

	K
	316
	002
	0003
	3 digit MNC
	f3
	See Note 1

	E
	004
	02
	0003
	
	f2
	See Note 2

	Note 1: Cell I and Cell K do not co-exist; the same frequency f3 is used.

Note 2: Cell E and Cells G and H do not co-exist; the same frequency f2 is used.


-
With the exception of the Physical Cell Identity, all other parameters for these cells are the same as defined for cell 1 in TS 36.508 [18]

-
The power level of Cell A is the Serving Cell level defined in table 6.2.2.1-1 of TS 36.508 [18].

-
The power levels of Cells B to K are set to the Non-suitable “Off” level defined in table 6.2.2.1-1 of TS 36.508 [18].
Table 9.2.1.1.1a-2: Time instances of cell power level and parameter changes
	
	Parameter
	Unit
	Cell A
	Cell I
	Cell B
	Cell C
	Cell G
	Cell H
	Cell K
	Cell E

	T0
	Cell-specific RS EPRE
	dBm/
15kHz
	[-85]
	Off
	Off
	Off
	Off
	Off
	Off
	Off

	T1
	Cell-specific RS EPRE
	dBm/
15kHz
	[-97]
	[-85]
	Off
	Off
	Off
	Off
	Off
	Off

	T2
	Cell-specific RS EPRE
	dBm/
15kHz
	Off
	Off
	[-85]
	Off
	Off
	Off
	Off
	Off

	T3 (N=3)
	Cell-specific RS EPRE
	dBm/
15kHz
	Off
	Off
	[-97]
	[-85]
	Off
	Off
	Off
	Off

	T3 (N=4)
	Cell-specific RS EPRE
	dBm/
15kHz
	Off
	Off
	Off
	[-97]
	[-85]
	Off
	Off
	Off

	T3 (N=5)
	Cell-specific RS EPRE
	dBm/
15kHz
	Off
	Off
	Off
	Off
	[-97]
	[-85]
	Off
	Off

	T3 (N=6)
	Cell-specific RS EPRE
	dBm/
15kHz
	Off
	Off
	Off
	Off
	Off
	[-97]
	[-85]
	Off

	T3 (N=7)
	Cell-specific RS EPRE
	dBm/
15kHz
	Off
	Off
	Off
	Off
	Off
	Off
	[-97]
	[-85]

	T4
	Cell-specific RS EPRE
	dBm/
15kHz
	Off
	[-85]
	Off
	Off
	Off
	Off
	Off
	[-97]

	T5
	Cell-specific RS EPRE
	dBm/
15kHz
	[-85]
	Off
	Off
	Off
	Off
	Off
	Off
	[-97]


UE:

-
The test USIM contains a valid GUTI1 and TAI1, and EPS update status is "EU1: UPDATED".

Preamble:

-
The UE is in state Switched OFF (state 1) according to TS 36.508, [18].

9.2.1.1.1a.3.2
Test procedure sequence

Table 9.2.1.1.1a.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U – S
	Message
	
	

	-
	The following messages are to be observed on Cell A unless explicitly stated otherwise.
	-
	-
	-
	-

	1
	The UE is switched on.
	-
	-
	-
	-

	2
	The UE transmits an ATTACH REQUEST message on cell A including a PDN CONNECTIVITY REQUEST message
	-->
	ATTACH REQUEST
	
	

	3
	The SS transmits an AUTHENTICATION REQUEST message to initiate the EPS authentication and AKA procedure.
	<--
	AUTHENTICATION REQUEST
	-
	-

	4
	The UE transmits an AUTHENTICATION RESPONSE message and establishes mutual authentication.
	-->
	AUTHENTICATION RESPONSE
	-
	-

	5
	The SS transmits a NAS SECURITY MODE COMMAND message to activate NAS security.
	<--
	SECURITY MODE COMMAND
	-
	-

	6
	The UE transmits a NAS SECURITY MODE COMPLETE message and establishes the initial security configuration.
	-->
	SECURITY MODE COMPLETE
	-
	-

	-
	EXCEPTION: Steps 7a1 to 7a2 describe behaviour that depends on UE configuration; the "lower case letter" identifies a step sequence that take place if the UE has ESM information which needs to be transferred. 
	-
	-
	-
	-

	7a1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options and/or APN.
	<--
	ESM INFORMATION REQUEST
	-
	-

	7a2
	The UE transmits the ESM INFORMATION REQUEST message to transfer protocol configuration options and/or APN.
	-->
	ESM INFORMATION RESPONSE
	-
	-

	8
	SS responds with ATTACH ACCEPT message including a valid TAI list containing the TAIs of Cell A and Cell I; with PLMN ID of Cell A included in the GUTI; and with the PLMN ID of Cell I included in the Equivalent PLMNs IE. The ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message is piggybacked in ATTACH ACCEPT message
	<--
	ATTACH ACCEPT
	-
	-

	-
	EXCEPTION: In parallel to the event described in step 9 below the generic procedure for IP address allocation in the U-plane specified in TS 36.508 subclause 4.5A.1 takes place performing IP address allocation in the U-plane if requested by the UE.
	-
	-
	-
	-

	9
	The UE transmits an ATTACH COMPLETE message including an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message.
	-->
	ATTACH COMPLETE
	-
	-

	10
	Void
	-
	-
	-
	-

	11
	The SS releases the RRC connection.
	-
	-
	-
	-

	12
	The signal strength of Cell I is raised to that of the Serving Cell and that of Cell A is lowered to that of a Suitable Neighbour Cell as defined in table 6.2.2.1-1 of TS 36.508 [18].  

Note: Cell A is still suitable but the UE shall select Cell I
	
	
	
	

	-
	The following messages are to be observed on Cell I unless explicitly stated otherwise.
	-
	-
	-
	-

	13
	Wait [10] seconds for mobile to camp on Cell I
	
	
	
	

	14
	The UE is switched off
	
	
	
	

	15
	Check: does the UE send DETACH?
	-->
	DETACH REQUEST
	3
	P

	16
	Cells A and I are set to the Non-suitable “Off” level and Cell B is set to the Serving Cell level.
	
	
	
	

	-
	The following messages are to be observed on Cell B unless explicitly stated otherwise.
	-
	-
	-
	-

	17
	The UE is switched on
	
	
	
	

	18
	Check: does the UE send an integrity protected ATTACH REQUEST message (including a PDN CONNECTIVITY REQUEST message) with the last visited TAI correctly indicating the TAI of cell I; the GUTI allocated in step 8 and the KSIASME allocated in step 3?
	-->
	ATTACH REQUEST
	1, 2
	P

	18A
	The SS transmits a NAS SECURITY MODE COMMAND message to activate NAS security.
	<--
	SECURITY MODE COMMAND
	-
	-

	18B
	The UE transmits a NAS SECURITY MODE COMPLETE message and establishes the initial security configuration.
	-->
	SECURITY MODE COMPLETE
	-
	-

	-
	EXCEPTION: Steps 18a1 to 18a2 describe behaviour that depends on UE configuration; the "lower case letter" identifies a step sequence that take place if the UE has ESM information which needs to be transferred. 
	-
	-
	-
	-

	18a1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options and/or APN.
	<--
	ESM INFORMATION REQUEST
	-
	-

	18a2
	The UE transmits the ESM INFORMATION REQUEST message to transfer protocol configuration options and/or APN.
	-->
	ESM INFORMATION RESPONSE
	-
	-

	19
	The SS sends an ATTACH ACCEPT message allocating 16 TAIs and an aligned set of equivalent PLMNs. The ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message is piggybacked in ATTACH ACCEPT message.
	<--
	ATTACH ACCEPT
	
	

	-
	EXCEPTION: In parallel to the event described in step 20 below the generic procedure for IP address allocation in the U-plane specified in TS 36.508 subclause 4.5A.1 takes place performing IP address allocation in the U-plane if requested by the UE.
	-
	-
	-
	-

	20
	The UE sends ATTACH COMPLETE including an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message.
	-->
	ATTACH COMPLETE
	
	

	21
	Void
	-
	-
	
	

	22
	The SS releases the RRC connection.
	-
	-
	-
	-

	23
	The SS waits [5] seconds
	-
	-
	-
	-

	-
	EXCEPTION steps 24 to 26 are repeated for N = 3 to N = 7 with cells B,C,G,H,K,N according to T3 in table 9.2.1.1.1a-2.
	
	
	
	

	24
	Cell power levels are set according to T3 and the value of N.


	
	
	
	

	25
	Check: does the UE transmit a TRACKING AREA UPDATE REQUEST message in the next 15 seconds? 
	-->
	TRACKING AREA UPDATE REQUEST
	3
	F

	26
	Using the procedure of clause 6.4.2.2 of TS 36.508 [18],

Check: does the UE camp on the strongest cell ?
	
	
	3
	P

	27
	Cell K is is set to the Non-suitable “Off” level. The signal strength of Cell E is lowered to that of a Suitable Neighbour Cell and that of Cell I is raised to the Serving Cell level. 

Note: the new list of equivalent PLMNs allocated in step 19 means that list of equivalent PLMNs allocated in step 8 should have been deleted. Hence the PLMN of Cell I shall not be selected by a cell reselection process, and the UE shall remain camped on Cell E.
	
	
	
	

	28
	Check: Does the UE transmit a TRACKING AREA UPDATE REQUEST message on cell I in the next 15 seconds?
	-->
	TRACKING AREA UPDATE REQUEST
	5
	F

	29
	Using the procedure of clause 6.4.2.2 of TS 36.508 [18], page the UE on Cells E and I.

Check: Does the UE camp on cell E and not on Cell I?
	
	
	5
	P

	30
	Cell I is set to the Non-suitable “Off” level. The signal strength of Cell A is raised to the Serving Cell level such that the UE shall select Cell A.
	
	
	
	

	31
	Check: Does the UE transmit a TRACKING AREA UPDATE REQUEST message on cell A with the last visted TAI set to the TAI of cell E; the GUTI allocated in step 8 and the KSIASME allocated in step 3?
	-->
	TRACKING AREA UPDATE REQUEST
	4
	P


9.2.1.1.1a.3.3
Specific message contents

Table 9.2.1.1.1a.3.3-1: Message ATTACH ACCEPT (step 8, Table 9.2.1.1.1a.3.2-1)

	Derivation path: 36.508 table 4.7.2-1

	Information Element
	Value/Remark
	Comment
	Condition

	TAI list
	
	List of 2 TAIs
	

	  Length of tracking area identity list contents
	11
	The value in the length field
	

	  Number of elements
	2
	
	

	  Type of list
	010
	More than one PLMN
	

	  Partial tracking area identity list
	First TAI = TAI of Cell I;

Second TAI = TAI of Cell A
	
	

	GUTI
	MCC=001, MNC=01, MMEGI = 1, MMEC= 1, M-TMSI arbitrarily allocated but compliant to rules of  TS 23.003 sub clause 2.8
	Includes PLMN ID of cell A
	

	Equivalent PLMNs
	MCC=310, MNC=102
	PLMN ID of cell I
	


Table 9.2.1.1.1a.3.3-2: Message ATTACH REQUEST (step 18, Table 9.2.1.1.1a.3.2-1)

	Derivation path: 36.508 table 4.7.2-4

	Information Element
	Value/Remark
	Comment
	Condition

	Sent in SECURITY PROTECTED NAS MESSAGE with valid integrity check
	
	
	

	Old GUTI or IMSI
	GUTI allocated in step 8
	
	

	NAS key set identifier
	KSI allocated in step 3
	
	

	Last visited registered TAI
	TAI of cell 2
	
	


Table 9.2.1.1.1a.3.3-3: Message ATTACH ACCEPT (step 19, Table 9.2.1.1.1a.3.2-1)

	Derivation path: 36.508 table 4.7.2-1

	Information Element
	Value/Remark
	Comment
	Condition

	TAI list
	
	Contains 3 separate partial tracking area ID lists
	

	  Length of tracking area identity list contents
	32
	The decimal value of the value in the length field
	

	      Type of first partial tracking area identity list
	010
	More than one PLMN
	

	           Number of elements
	00010
	3 elements
	

	           First TAI
	MCC = 004,

MNC = 02,

TAC = 0003
	
	

	           Second TAI
	MCC = 005,

MNC = 002,

TAC = 0003
	
	

	            Third TAI
	MCC = 004,

MNC = 03,

TAC = 0003
	
	

	      Type of second partial tracking area identity list
	001
	Consecutive TACs on same PLMN
	

	           Number of consecutive TACS
	01001
	10 elements
	

	           TAI
	MCC = 004

MNC = 07

TAC = fff0
	TAI with lowest numbered TAC
	

	      Type of third partial tracking area identity list
	000
	Individual TACs on same PLMN
	

	             Number of elements
	00010
	3
	

	             MCC
	MCC = 001
	
	

	             MNC
	MNC = 01
	
	

	             First TAC
	TAC = 0001
	
	

	             Second TAC
	TAC = 0002
	
	

	             Third TAC
	TAC = 0027
	
	

	GUTI
	MCC=001, MNC = 01, MMEGI = 64000, MMEC= 127, M-TMSI arbitrarily allocated but compliant to rules of  TS 23.003 sub clause 2.8
	Includes PLMN ID of cell B.
	

	Equivalent PLMNs
	MCC=004, MNC=02;

MCC=004, MNC=03;

MCC=004, MNC=07;

MCC=316, MNC=002;
	4 equivalent PLMNs
	


Table 9.2.1.1.1a.3.3-4: Message TRACKING AREA UPDATE REQUEST (step 37, Table 9.2.1.1.1a.3.2-1)

	Derivation path: 36.508 table 4.7.2-27

	Information Element
	Value/Remark
	Comment
	Condition

	Old GUTI
	GUTI allocated in step 19
	
	

	NAS key set identifier ASME
	Same as allocated in step 3
	
	

	Last visited registered TAI
	TAI of cell 8
	
	


9.2.1.1.2
Attach Procedure / Success / With IMSI / GUTI reallocation 

9.2.1.1.2.1
Test Purpose (TP)

(1)

with { UE in EMM-DEREGISTERED state }

ensure that {

  when { there is no valid GUTI available in UE }

   then { UE sends ATTACH REQUEST message, containing IMSI as the EPS mobile identity }

}

(2)

with { UE having received reallocated GUTI in the ATTACH ACCEPT message }

ensure that {

  when { UE detaches from the EPS services }

   then { UE sends DETACH REQUEST message, containing GUTI as the EPS mobile identity }

}

9.2.1.1.2.2
Conformance requirements

References: The conformance requirements covered in the current TC are specified in: TS 24.301, clause 5.5.1.2.

[TS 24.301, clause 5.5.1.2.2]

In state EMM-DEREGISTERED, the UE initiates the attach procedure by sending an ATTACH REQUEST message to the MME, starting timer T3410 and entering state EMM-REGISTERED-INITIATED (see example in figure 5.5.1.2.2.1). If timer T3402 is currently running, the UE shall stop timer T3402. If timer T3411 is currently running, the UE shall stop timer T3411. 
If the UE supports neither A/Gb mode nor Iu mode, the UE shall handle the Old GUTI or IMSI IE in the ATTACH REQUEST message as follows:

-
The UE shall include in the ATTACH REQUEST message a valid GUTI together with the last visited registered TAI, if available. If there is no valid GUTI available, the UE shall include the IMSI in the ATTACH REQUEST message.

[TS 24.301, clause 5.5.1.2.4]

If the attach request is accepted by the network, the MME shall send an ATTACH ACCEPT message to the UE and start timer T3450. The MME shall send the ATTACH ACCEPT message together with anACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message contained in the ESM message container information element to activate the default bearer (see subclause 6.4.1). The network may also initiate the activation of dedicated bearers towards the UE by invoking the dedicated EPS bearer context activation procedure (see subclause 6.4.2).

…

The MME shall assign and include the TAI list the UE is registered to in the ATTACH ACCEPT message. The UE, upon receiving an ATTACH ACCEPT message, shall delete its old TAI list and store the received TAI list.

Upon receiving the ATTACH ACCEPT message, the UE shall stop timer T3410.

The GUTI reallocation may be part of the attach procedure. When the ATTACH REQUEST message includes the IMSI, the MME considers the GUTI provided by the UE is invalid, or the GUTI provided by the UE was assigned by another MME, the MME shall allocate a new GUTI to the UE. The MME shall include in the ATTACH ACCEPT message the new assigned GUTI together with the assigned TAI list. In this case the MME shall enter state EMM-COMMON-PROCEDURE-INITIATED as described in subclause 5.4.1.

For a shared network, the TAIs included in the TAI list can contain different PLMN identities. The MME indicates the selected core network operator PLMN identity to the UE in the GUTI (see 3GPP TS 23.251).If the ATTACH ACCEPT message contains a GUTI, the UE shall use this GUTI as the new temporary identity. The UE shall delete its old GUTI and store the new assigned GUTI. If no GUTI has been included by the MME in the ATTACH ACCEPT message, the old GUTI, if any available, shall be kept. 
If A/Gb mode or Iu mode is supported in the UE, the UE shall set its TIN to "GUTI" when receiving the ATTACH ACCEPT message.
9.2.1.1.2.3
Test description

9.2.1.1.2.3.1
Pre-test conditions

System Simulator:

-
Cell A (HPLMN)
UE:

- 
The UE is configured to initiate EPS attach.

Preamble:

-
The UE is in state Registered, Idle Mode (State 2) according to [18].

9.2.1.1.2.3.2
Test procedure sequence

Table 9.2.1.1.2.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS transmits Paging on cell A with IMSI. Upon reception of paging with IMSI the UE shall locally deactivate any EPS bearer context(s), locally detach from EPS and delete the GUTI-1. After local detach the UE shall perform an EPS attach procedure.
	-
	-
	-
	-

	2
	Check: Does the UE transmit an ATTACH REQUEST message including IMSI in the EPS mobile identity IE including a PDN CONNECTIVITY REQUEST message?
	-->
	ATTACH REQUEST
	1
	P

	3
	The SS transmits an AUTHENTICATION REQUEST message to initiate the EPS authentication and AKA procedure.
	<--
	AUTHENTICATION REQUEST
	-
	-

	4
	The UE transmits an AUTHENTICATION RESPONSE message and establishes mutual authentication.
	-->
	AUTHENTICATION RESPONSE
	-
	-

	5
	The SS transmits a NAS SECURITY MODE COMMAND message to activate NAS security.
	<--
	SECURITY MODE COMMAND
	-
	-

	6
	The UE transmits a NAS SECURITY MODE COMPLETE message and establishes the initial security configuration.
	-->
	SECURITY MODE COMPLETE
	-
	-

	-
	EXCEPTION: Steps 6Aa1 to 6Aa2 describe behaviour that depends on UE configuration; the "lower case letter" identifies a step sequence that take place if the UE has ESM information which needs to be transferred.
	-
	-
	-
	-

	6Aa1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options and/or APN.
	<--
	ESM INFORMATION REQUEST
	-
	-

	6A a2
	The UE transmits an ESM INFORMATION RESPONSE message to transfer protocol configuration options and/or APN.
	-->
	ESM INFORMATION RESPONSE
	-
	-

	7
	SS responds with ATTACH ACCEPT message with a new GUTI-2 included in the EPS mobile identity IE. The ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message is piggybacked in ATTACH ACCEPT message.
	<--
	ATTACH ACCEPT
	-
	-

	8
	The UE transmits an ATTACH COMPLETE message including an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message
	-->
	ATTACH COMPLETE
	-
	-

	9
	Cause UE to detach from the EPS services
	-
	-
	-
	-

	10 
	Check: Does the UE transmit a DETACH REQUEST message including GUTI-2 in the EPS mobile identity IE?
	-->
	DETACH REQUEST
	2
	P

	11
	SS responds with DETACH ACCEPT message
	<--
	DETACH ACCEPT
	-
	-


9.2.1.1.2.3.3
Specific message contents

Table 9.2.1.1.2.3.3-1: ATTACH REQUEST (step 2, Table 9.2.1.1.2.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-4

	Information Element
	Value/remark
	Comment
	Condition

	Old GUTI or IMSI
	IMSI
	
	

	Last visited registered TAI
	Not present
	
	


Table 9.2.1.1.2.3.3-2: DETACH REQUEST (step 10, Table 9.2.1.1.2.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-11

	Information Element
	Value/remark
	Comment
	Condition

	GUTI or IMSI
	GUTI-2
	
	


9.2.1.1.4
Attach Procedure / Success / Request for obtaining the IPv4 address of the home agent

9.2.1.1.4.1
Test Purpose (TP)

(1)

with { UE and is configured to request the DSMIPv6 IPv4 Home Agent Address }

ensure that {

  when { UE is switched on and has established the RRC connection }

   then { the UE transmits a ATTACH REQUEST and a PDN CONNECTIVITY REQUEST message indicating a request for DSMIPv6 IPv4 Home Agent Address in the protocol configuration options }

}

(2)

with { UE and is configured to request the DSMIPv6 IPv4 Home Agent Address, and has indicated in the PDN CONNECTIVITY REQUEST a request for DSMIPv6 IPv4 Home Agent Address }

ensure that {

  when { the SS responds to the ATTACH REQUEST with a DSMIPv6 IPv4 Home Agent Address }

   then { the UE transmits an ATTACH COMPLETE message }

}

9.2.1.1.4.2
Conformance requirements

References: The conformance requirements covered in the current TC are specified in: TS 24.301, clauses 5.5.1.1, and 6.5.1.2, and  TS 24.008, clause 10.5.6.3.

[24.301 clause 5.5.1.1]

During the attach procedure, the UE may also obtain the home agent IPv4 and IPv6 addresses.

[24.301 clause 6.5.1.2]

If the UE supports DSMIPv6, the UE may include a request for obtaining the IPv6 address and optionally the IPv4 address of the home agent in the Protocol configuration options IE in the PDN CONNECTIVITY REQUEST message. The UE may also include a request for obtaining the IPv6 Home Network Prefix. The UE shall request the IPv6 Home Network Prefix only if the UE has requested the home agent IPv6 address. The requested home agent address(es) and the Home Network Prefix are related to the APN the UE requested connectivity for.

[24.008 clause 10.5.6.3]

Table 10.5.154/3GPP TS 24.008: Protocol configuration options information element

	Additional parameters list (octets w+1 to z)

The additional parameters list is included when special parameters and/or requests (associated with a PDP context) need to be transferred between the MS and the network. These parameters and/or requests are not related to a specific configuration protocol (e.g. PPP), and therefore are not encoded as the "Packets" contained in the configuration protocol options list.

The additional parameters list contains a list of special parameters, each one in a separate container. The type of the parameter carried in a container is identified by a specific container identifier. In this version of the protocol, the following container identifiers are specified:

MS to network direction:

-
0001H (P-CSCF Address Request);

-
0002H (IM CN Subsystem Signaling Flag);
-
0003H (DNS Server Address Request); 

-
0004H (Not Supported);

-
0005H (MS Support of Network Requested Bearer Control indicator);

-
0006H (Reserved); 

-
0007H (DSMIPv6 Home Agent Address Request;

-
0008H (DSMIPv6 Home Network Prefix Request);

-
0009H (DSMIPv6 IPv4 Home Agent Address Request);

-
000AH (IP address allocation via NAS signalling); and

-
000BH (IPv4 address allocation via DHCPv4).

Network to MS direction:

-
0001H (P-CSCF Address);

-
0002H (IM CN Subsystem Signaling Flag);

-
0003H (DNS Server Address);

-
0004H (Policy Control rejection code);

-
0005H (Selected Bearer Control Mode;

-
0006H (Reserved);

-
0007H (DSMIPv6 Home Agent Address) ;

-
0008H (DSMIPv6 Home Network Prefix); and

-
0009H (DSMIPv6 IPv4 Home Agent Address).

If the additional parameters list contains a container identifier that is not supported by the receiving entity the corresponding unit shall be discarded.

The container identifier field is encoded as the protocol identifier field and the length of container identifier contents field is encoded as the length of the protocol identifier contents field.

When the container identifier indicates P-CSCF Address Request or DNS Server Address Request, the container identifier contents field is empty and the length of container identifier contents indicates a length equal to zero. If the container identifier contents field is not empty, it shall be ignored.

When the container identifier indicates IM CN Subsystem Signaling Flag (see 3GPP TS 24.229 [95]), the container identifier contents field is empty and the length of container identifier contents indicates a length equal to zero. If the container identifier contents field is not empty, it shall be ignored. In Network to MS direction this information may be used by the MS to indicate to the user whether the requested dedicated signalling PDP context was successfully established.

When the container identifier indicates P-CSCF Address, the container identifier contents field contains one IPv6 address corresponding to a P-CSCF address (see 3GPP TS 24.229 [95]). This IPv6 address is encoded as an 128-bit address according to RFC 3513 [99]. When there is need to include more than one P-CSCF address, then more logical units with container identifier indicating P-CSCF Address are used.

When the container identifier indicates DNS Server Address, the container identifier contents field contains one IPv6 DNS server address (see 3GPP TS 27.060 [36a]). This IPv6 address is encoded as an 128-bit address according to RFC 3513 [99]. When there is need to include more than one DNS server address, then more logical units with container identifier indicating DNS Server Address are used.
When the container identifier indicates Policy Control rejection code, the container identifier contents field contains a Go interface related cause code from the GGSN to the UE (see 3GPP TS 29.207 [100]). The length of container identifier contents indicates a length equal to one. If the container identifier contents field is empty or its actual length is greater than one octect, then it shall be ignored by the receiver.

When the container identifier indicates MS Support of Network Requested Bearer Control indicator, the container identifier contents field is empty and the length of container identifier contents indicates a length equal to zero. If the container identifier contents field is not empty, it shall be ignored.

When the container identifier indicates Selected Bearer Control Mode, the container identifier contents field contains the selected bearer control mode, where ‘01H’ indicates that ‘MS only’ mode has been selected and ‘02H’ indicates that ‘MS/NW’ mode has been selected. The length of container identifier contents indicates a length equal to one. If the container identifier contents field is empty or its actual length is greater than one octect, then it shall be ignored by the receiver.

When the container identifier indicates DSMIPv6 Home Agent Address Request, the container identifier contents field is empty and the length of container identifier contents indicates a length equal to zero. If the container identifier contents field is not empty, it shall be ignored.

When the container identifier indicates DSMIPv6 Home Network Prefix Request, the container identifier contents field is empty and the length of container identifier contents indicates a length equal to zero. If the container identifier contents field is not empty, it shall be ignored.

When the container identifier indicates DSMIPv6 IPv4 Home Agent Address Request, the container identifier contents field is empty and the length of container identifier contents indicates a length equal to zero. If the container identifier contents field is not empty, it shall be ignored.

When the container identifier indicates DSMIPv6 Home Agent Address, the container identifier contents field contains one IPv6 address corresponding to a DSMIPv6 HA address (see 3GPP TS 24.303 [124] and 3GPP TS 24.327 [125]). This IPv6 address is encoded as an 128-bit address according to IETF RFC 3513 [99]. 

When the container identifier indicates DSMIPv6 Home Network Prefix, the container identifier contents field contains one IPv6 Home Network Prefix (see 3GPP TS 24.303 [124] and 3GPP TS 24.327 [125]). This IPv6 prefix is encoded as an IPv6 address according to RFC 3513 [99] followed by 8 bits which specifies the prefix length.

When the container identifier indicates DSMIPv6 IPv4 Home Agent Address, the container identifier contents field contains one IPv4 address corresponding to a DSMIPv6 IPv4 Home Agent address (see 3GPP TS 24.303 [124] and 3GPP TS 24.327 [125]).

When the container identifier indicates IP address allocation via NAS signalling, the container identifier contents field is empty and the length of container identifier contents indicates a length equal to zero. If the container identifier contents field is not empty, it shall be ignored.

When the container identifier indicates IP address allocation DHCPv4, the container identifier contents field is empty and the length of container identifier contents indicates a length equal to zero. If the container identifier contents field is not empty, it shall be ignored.

NOTE 1: The additional parameters list and the configuration protocol options list are logically separated since they carry different type of information. The beginning of the additional parameters list is marked by a logical unit, which has an identifier (i.e. the first two octets) equal to a container identifier (i.e. it is not a protocol identifier).


9.2.1.1.4.3
Test description

9.2.1.1.4.3.1
Pre-test conditions

System Simulator:

-
Cell A is a E-UTRAN cell with TAI-1 (PLMN-1 + TAC-1).

-
The cell power levels are such that Cell A is guaranteed to become the serving cell

UE:

-
The test USIM contains a valid GUTI and EPS update status is "EU1: UPDATED".

- 
The UE is configured to request the DSMIPv6 IPv4 Home Agent Address in the protocol configuration options IE as part of the Attach / PDN connectivity request procedure.
Preamble:

-
The UE is in state Switched OFF (state 1) according to [18].

9.2.1.1.4.3.2
Test procedure sequence

Table 9.2.1.1.4.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The UE is switched on.
	-
	-
	-
	-

	2
	Check: Does the UE transmit an RRCConnectionRequest message not including S-TMSI and with establishmentCause set to ‘mo-Signalling’?
	-
	-
	-
	-

	3
	The SS transmits a RRCConnectionSetup message.
	-
	-
	-
	-

	4
	Check: does the UE transmit an RRCConnectionSetupComplete message including a PDN CONNECTIVITY REQUEST message with IE PROTOCOL CONFIGURATION OPTIONS indicating a DSMIPv6 IPv4 Home Agent Address Request?
	-->
	ATTACH REQUEST
	1
	P

	5-13
	Steps 5 to 13 of the generic test procedure in TS 36.508 Table 4.5.2.3-1 (Attach procedure) are performed on Cell A,

	-
	-
	-
	-

	14
	SS responds with ATTACH ACCEPT message including a valid TAI list. The ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message is piggybacked in ATTACH ACCEPT message, including the IE PROTOCOL CONFIGURATION OPTIONS indicating a DSMIPv6 IPv4 Home Agent Address
	<--
	ATTACH ACCEPT
	-
	-

	-
	EXCEPTION: In parallel to the event described in step 11 below the generic procedure for IP address allocation in the U-plane specified in TS 36.508 subclause 4.5A.1 takes place performing IP address allocation in the U-plane if requested by the UE.
	-
	-
	-
	-

	15
	Check: does the UE transmit an ATTACH COMPLETE message including an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message?
	-->
	ATTACH COMPLETE
	2
	P


9.2.1.1.3.3
Specific message contents
Table 9.2.1.1.4.3.3-1: Message RRCConnectionRequest (step 2, Table 9.2.1.1.4.3.2-1)

	Derivation path: 36.508 table 4.6.1-16

	Information Element
	Value/Remark
	Comment
	Condition

	RRCConnectionRequest ::= SEQUENCE {
	
	
	

	  criticalExtensions CHOICE {
	
	
	

	    rrcConnectionRequest-r8 SEQUENCE {
	
	
	

	      ue-Identity CHOICE {
	
	
	

	        randomValue
	Not checked
	
	

	      }
	
	
	

	      establishmentCause
	mo-Signalling
	
	

	    }
	
	
	

	  }
	
	
	

	}
	
	
	


Table 9.2.1.1.4.3.3-2: Message ATTACH REQUEST (step 4, Table 9.2.1.1.4.3.2-1)

	Derivation path: TS 36.508 table 4.7.2.-4

	Information Element
	Value/Remark
	Comment
	Condition

	ESM message container
	PDN CONNECTIVITY REQUEST message as specified in table 9.2.1.1.4.3.3-3.
	
	


Table 9.2.1.1.4.3.3-3: PDN CONNECTIVITY REQUEST (step 4, Table 9.2.1.1.4.3.2-1)

	Derivation path: TS 36.508 table 4.7.3.-20

	Information Element
	Value/Remark
	Comment
	Condition

	Protocol configuration options
	The IE Protocol configuration options contains a configuration protocol option = ‘0009H’ (“DSMIPv6 IPv4 Home Agent Address Request”, lenght of contents = 0).


	
	


Table 9.2.1.1.4.3.3-4: Message ATTACH ACCEPT (step 11, Table 9.2.1.1.4.3.2-1)

	Derivation path: TS 36.508 table 4.7.3-1

	Information Element
	Value/Remark
	Comment
	Condition

	ESM message container
	Contains the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message specified in table 9.2.1.1.4.3.3-5.
	
	


Table 9.2.1.1.4.3.3-5: Message ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST (step 11, Table 9.2.1.1.4.3.2-1)
	Derivation path: TS 36.508 table 4.7.3-6

	Information Element
	Value/Remark
	Comment
	Condition

	Protocol configuration options
	The IE Protocol configuration options contains a configuration protocol option = ‘0009H’ (“DSMIPv6 IPv4 Home Agent Address”, non-zero length), with the value set to TBD.

	
	


9.2.1.1.5
Void
9.2.1.1.7
Attach Procedure / Success / List of equivalent PLMNs in the ATTACH ACCEPT message 

9.2.1.1.7.1
Test Purpose (TP)

(1)

with { UE in EMM-REGISTERED-INITIATED state }

ensure that {

  when { the UE receives ATTACH ACCEPT message including a list of equivalent PLMNs }

   then { the UE stores correctly the list and does not consider forbidden PLMNs as equivalent PLMNs }

}

(2)

with { UE in EMM-REGISTERED-INITIATED state }

ensure that {

  when { the UE receives ATTACH ACCEPT message without a list of equivalent PLMNs }

   then { the UE deletes the stored list and applies a normal PLMN selection process }

}

9.2.1.1.7.2
Conformance requirements

References: The conformance requirements covered in the current TC are specified in: TS 24.301, clause 5.5.1.2.4.

[TS 24.301, clause 5.5.1.2.4]

The MME may also include a list of equivalent PLMNs in the ATTACH ACCEPT message. Each entry in the list contains a PLMN code (MCC+MNC). The UE shall store the list as provided by the network, after having removed from the list any PLMN code that is already in the list of forbidden PLMNs. In addition, the UE shall add to the stored list the PLMN code of the registered PLMN that sent the list. The UE shall replace the stored list on each receipt of the ATTACH ACCEPT message. If the ATTACH ACCEPT message does not contain a list, then the UE shall delete the stored list.

9.2.1.1.7.3
Test description

9.2.1.1.7.3.1
Pre-test conditions

System Simulator:

-
Cell A (PLMN1), Cell G (PLMN2), Cell I (PLMN3) and Cell J (PLMN4) are configured according to Table 6.3.2.2-1 in [18].
-
Cell A (HPLMN)

-
Cell G (visited PLMN)

-
Cell I (another visited PLMN)
-
Cell J (another visited PLMN, different than Cell I and switched OFF, at most 3 cells are active simultaneously)
UE:

- 
The UE is configured to initiate EPS attach.

-
The "forbidden PLMN list" contains PLMN3

Preamble:

-
The UE is in state Switched OFF (state 1) according to [18].

9.2.1.1.7.3.2
Test procedure sequence

Table: 9.2.1.1.7.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS configures:

- Cell A as the "Serving cell".

- Cell G as a "Non-Suitable cell".

- Cell I as a "Non-Suitable cell".

	-
	-
	-
	-

	-
	The following messages are to be observed on Cell A unless explicitly stated otherwise.
	-
	-
	-
	-

	2
	The UE is switched on.
	-
	-
	-
	-

	3
	The UE transmits an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message. 
	-->
	ATTACH REQUEST
	-
	-

	4
	The SS transmits an AUTHENTICATION REQUEST message to initiate the EPS authentication and AKA procedure.


	<--
	AUTHENTICATION REQUEST
	-
	-

	5
	The UE transmits an AUTHENTICATION RESPONSE message and establishes mutual authentication.


	-->
	AUTHENTICATION RESPONSE
	-
	-

	6
	The SS transmits a NAS SECURITY MODE COMMAND message to activate NAS security.
	<--
	SECURITY MODE COMMAND
	-
	-

	7
	The UE transmits a NAS SECURITY MODE COMPLETE message and establishes the initial security configuration.

	-->
	SECURITY MODE COMPLETE
	-
	-

	-
	EXCEPTION: Steps 7Aa1 to 7Aa2 describe behaviour that depends on UE configuration; the "lower case letter" identifies a step sequence that take place if the UE has ESM information which needs to be transferred.
	-
	-
	-
	-

	7Aa1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options and/or APN.
	<--
	ESM INFORMATION REQUEST
	-
	-

	7A a2
	The UE transmits an ESM INFORMATION RESPONSE message to transfer protocol configuration options and/or APN.
	-->
	ESM INFORMATION RESPONSE
	-
	-

	8
	SS responds with ATTACH ACCEPT message including PLMN2, PLMN3 and PLMN4 in the list of equivalent PLMNs. The ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message is piggybacked in ATTACH ACCEPT message. 
	<--
	ATTACH ACCEPT
	-
	-

	9
	The UE transmits an ATTACH COMPLETE message including an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message.
	-->
	ATTACH COMPLETE
	
	

	10
	The UE is switched off.
	-->
	DETACH REQUEST
	-
	-

	11
	The SS configures:

- Cell A as the "Non-Suitable cell".

- Cell G as a "Suitable cell".

- Cell I as a "Serving cell".

Note: Cell I belongs to the forbidden PLMN. 
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell G unless explicitly stated otherwise.
	-
	-
	-
	-

	12
	The UE is switched on.
	-
	-
	-
	-

	-
	EXCEPTION: The behaviour in table 9.2.1.1.7.3.2-2 occurs in parallel with step 13.
	
	
	
	

	13
	Check: Does the UE transmit an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message?
	-->
	ATTACH REQUEST
	1
	P

	13A
	The SS transmits a NAS SECURITY MODE COMMAND message to activate NAS security.
	<--
	SECURITY MODE COMMAND
	-
	-

	13B
	The UE transmits a NAS SECURITY MODE COMPLETE message and establishes the initial security configuration.

	-->
	SECURITY MODE COMPLETE
	-
	-

	-
	EXCEPTION: Steps 13Aa1 to 13Aa2 describe behaviour that depends on UE configuration; the "lower case letter" identifies a step sequence that take place if the UE has ESM information which needs to be transferred.
	-
	-
	-
	-

	13Aa1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options and/or APN.
	<--
	ESM INFORMATION REQUEST
	-
	-

	13A a2
	The UE transmits an ESM INFORMATION RESPONSE message to transfer protocol configuration options and/or APN.
	-->
	ESM INFORMATION RESPONSE
	-
	-

	-
	EXCEPTION: In parallel to the event described in step 14 below the generic procedure for IP address allocation in the U-plane specified in TS 36.508 subclause 4.5A.1 takes place performing IP address allocation in the U-plane if requested by the UE.
	-
	-
	-
	-

	14
	The SS transmits an ATTACH ACCEPT message without the Equivalent PLMNs list. The ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message is piggybacked in ATTACH ACCEPT message. 
	<--
	ATTACH ACCEPT
	-
	-

	15
	The UE transmits an ATTACH COMPLETE message on Cell G (PLMN2) including an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message.
	-->
	ATTACH COMPLETE
	-
	-

	15A
	The SS configures:

- Cell A as a "Suitable cell".

- Cell G as a "Non-Suitable cell".

- Cell I as a "Non-suitable "Off” cell".

- Cell J as a "Serving cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell A unless explicitly stated otherwise.
	-
	-
	-
	-

	-
	EXCEPTION: The behaviour in table 9.2.1.1.7.3.2-3 occurs in parallel with step 15B.
	
	
	
	

	15B
	Check: Does the UE transmit a TRACKING AREA UPDATE REQUEST message?
	-->
	TRACKING AREA UPDATE REQUEST
	2
	P

	15C
	SS responds with TRACKING AREA UPDATE ACCEPT message. 
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	15D
	The UE transmits a TRACKING AREA UPDATE COMPLETE message
	-->
	TRACKING AREA UPDATE COMPLETE
	
	

	16-34
	Void
	-
	-
	-
	-


Table: 9.2.1.1.7.3.2-2: Parallel behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Check: Does the UE transmit an ATTACH REQUEST message on Cell I (PLMN3) ?
	-->
	ATTACH REQUEST
	1
	F


Table: 9.2.1.1.7.3.2-3: Parallel behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Check: Does the UE transmit a TRACKING AREA UPDATE REQUEST message on Cell J (PLMN4)?
	-->
	TRACKING AREA UPDATE REQUEST
	2
	F


,
9.2.1.1.7.3.3
Specific message contents

Table 9.2.1.1.7.3.3-1: Message ATTACH ACCEPT (step 8, Table 9.2.1.1.7.3.2-1)

	Derivation path: 36.508 table 4.7.2-1

	Information Element
	Value/Remark
	Comment
	Condition

	Equivalent PLMNs
	-
	Includes MCC and MNC digits for PLMN2, PLMN3 and PLMN4. 
	


Table 9.2.1.1.7.3.3-2: Message ATTACH ACCEPT (step 14, Table 9.2.1.1.7.3.2-1)

	Derivation path: 36.508 table 4.7.2-1

	Information Element
	Value/Remark
	Comment
	Condition

	Equivalent PLMNs
	Not present
	
	


9.2.1.1.9
Attach / Rejected / IMSI invalid

9.2.1.1.9.1
Test Purpose (TP)

(1)

with { UE has sent an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message }

ensure that {

  when { UE receives an ATTACH REJECT message with the reject cause set to "Illegal UE" }

    then { UE considers the USIM as invalid for EPS services and non-EPS services and enters state EMM-DEREGISTERED }

            }

(2)

with { UE receives an ATTACH REJECT message with the reject cause set to "Illegal UE" }

ensure that {

  when { the UE has been switched off, then switched on }

    then { the UE sends an ATTACH REQUEST message with IMSI, including a PDN CONNECTIVITY REQUEST message }

            }

9.2.1.1.9.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.301, clause 5.5.1.2.5.

[TS 24.301, clause 5.5.1.2.5]

...

Upon receiving the ATTACH REJECT message, the UE shall stop timer T3410 and take the following actions depending on the reject cause value received.

#3

(Illegal UE); or

...


The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to subclause 5.1.3.3) and shall delete any GUTI, last visited registered TAI and KSI. The UE shall consider the USIM as invalid for EPS services and non-EPS services until switching off or the UICC containing the USIM is removed. Additionally, the UE shall delete the list of equivalent PLMNs and enter state EMM-DEREGISTERED.

If A/Gb mode or Iu mode is supported by the UE, the UE shall in addition handle the MM parameters update status, TMSI, LAI and ciphering key sequence number, and the GMM parameters GMM state, GPRS update status, P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number as specified in 3GPP TS 24.008 [13] for the case when the normal attach procedure is rejected with the GMM cause with the same value.

NOTE:
The possibility to configure a UE so that the radio transceiver for a specific RAT is not active, although it is implemented in the UE, is out of scope of the present specification.
...

9.2.1.1.9.3
Test description

9.2.1.1.9.3.1
Pre-test conditions

System Simulator:

-
Cell A, Cell B (home PLMN, different TAs) and Cell G (another PLMN)
-
The different cells may not be simultaneously activated.
UE:

- 
The UE is configured to initiate EPS attach.

- 
The test USIM contains IMSI1, GUTI1 and TAI1, and EPS update status is "EU1: UPDATED".

Preamble:

-
The UE is in state Switched OFF (state 1) according to clause [18].

9.2.1.1.9.3.2
Test procedure sequence

Table 9.2.1.1.9.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS configures:

- Cell A as the "Serving cell".

- Cell B as a "Non-Suitable cell".

- Cell G as a "Non-Suitable cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell A unless explicitly stated otherwise.
	-
	-
	-
	-

	2
	The UE is switched on.
	-
	-
	-
	-

	3
	The UE transmits an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message on cell A.
	-->
	ATTACH REQUEST
	-
	-

	4
	The SS transmits an ATTACH REJECT message with EMM cause = "Illegal UE" as specified.
	<--
	ATTACH REJECT
	-
	-

	5
	The SS releases the RRC connection.
	-
	-
	-
	-

	6
	The SS configures:

- Cell A as a "Non-Suitable cell".

- Cell B as the "Serving cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell B unless explicitly stated otherwise.
	-
	-
	-
	-

	7
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds?

Note: Cell B belongs to the same PLMN where the UE was rejected but a different TA
	-->
	ATTACH REQUEST
	1
	F

	8
	The operator initiates an attach by MMI or by AT command.
	-
	-
	-
	-

	9
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds?
	-->
	ATTACH REQUEST
	1
	F

	10
	Void
	-
	-
	-
	-

	11
	Check: Does the test result of CALL generic procedure (TS 36.508 subclause 6.4.2.5) indicate that the UE ignores paging on cell B for PS domain with GUTI-1?
	-
	-
	1
	-

	12
	The SS configures:

- Cell B as a "Non-Suitable cell".

- Cell G as the "Serving cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell G unless explicitly stated otherwise.
	-
	-
	-
	-

	13
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds?

Note: Cell G belongs to a PLMN which is not the same like the one on which the UE was rejected.
	-->
	ATTACH REQUEST
	1
	F

	14
	The user initiates an attach by MMI or by AT command.
	-
	-
	-
	-

	15
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds?
	-->
	ATTACH REQUEST
	1
	F

	16
	If possible (see ICS) switch off is performed. Otherwise the power is removed.
	
	
	
	

	17
	The UE is brought back to operation.
	
	
	
	

	18
	Void
	-
	-
	-
	-

	19
	Check: Does the UE transmit an ATTACH REQUEST message with IMSI-1?
	-->
	ATTACH REQUEST
	2
	P

	20
	The SS transmit an ATTACH REJECT message with EMM cause = "Illegal UE" as specified.
	<--
	ATTACH REJECT
	-
	-

	21
	The SS releases the RRC connection.
	-
	-
	-
	-

	-
	At the end of this test procedure sequence, the UE is in end state E-UTRA deregistered (E4) according to TS 36.508.
	-
	-
	-
	-


NOTE:
At the end of the test procedure sequence, the UE should be switched off or the attach procedure should be successfully completed by the SS so as to leave the UE in a stable state.
9.2.1.1.9.3.3
Specific message contents

Table 9.2.1.1.9.3.3-1: Message ATTACH REJECT (steps 4 and 20, Table 9.2.1.1.9.3.2-1)

	Derivation path: 36.508 table 4.7.2-3

	Information Element
	Value/Remark
	Comment
	Condition

	Security header type
	0000
	" Plain NAS message, not security protected "
	

	EMM cause
	00000011
	#3 "Illegal UE"
	

	ESM message container
	Not present
	
	


Table 9.2.1.1.9.3.3-2: Message ATTACH REQUEST (step 19, Table 9.2.1.1.9.3.2-1)

	Derivation path: TS 36.508 table 4.7.2-4

	Information Element
	Value/Remark
	Comment
	Condition

	Old GUTI or IMSI
	IMSI-1
	
	

	ESM message container
	PDN CONNECTIVITY REQUEST message to request PDN connectivity to the default PDN
	
	

	Last visited registered TAI
	Not present
	
	

	Old LAI
	Not present
	
	

	TMSI status
	Not present
	
	


9.2.1.1.10
Attach / Rejected / Illegal ME
9.2.1.1.10.1
Test Purpose (TP)

 (1)

with { UE has sent an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message }

ensure that {

  when { UE receives an ATTACH REJECT message with the reject cause set to "Illegal ME" }

    then { UE considers the USIM as invalid for EPS services and non-EPS services and enters state EMM-DEREGISTERED }

            }

(2)

with { UE receives an ATTACH REJECT message with the reject cause set to "Illegal ME" }

ensure that {

  when { the UE has been switched off, then switched on }

    then { the UE sends an ATTACH REQUEST message with IMSI, including a PDN CONNECTIVITY REQUEST message }

            }

9.2.1.1.10.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.301, clause 5.5.1.2.5.

[TS 24.301, clause 5.5.1.2.5]

...

Upon receiving the ATTACH REJECT message, the UE shall stop timer T3410 and take the following actions depending on the reject cause value received.

#6

(Illegal ME);


The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to subclause 5.1.3.3) and shall delete any GUTI, last visited registered TAI and KSI. The UE shall consider the USIM as invalid for EPS services and non-EPS services until switching off or the UICC containing the USIM is removed. Additionally, the UE shall delete the list of equivalent PLMNs and enter state EMM-DEREGISTERED.

...

9.2.1.1.10.3
Test description

The test description is identical to the one of subclause 9.2.1.1.9 except that in the test procedure and in the specific message contents, the reject cause #3 "Illegal UE" is replaced with the reject cause #6 "Illegal ME".

9.2.1.1.11
Attach / Rejected / EPS services and non-EPS services not allowed

9.2.1.1.11.1
Test Purpose (TP)

(1)

with { UE has sent an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message }

ensure that {

  when { UE receives an ATTACH REJECT message with the reject cause set to "EPS services and non-EPS services not allowed" }

    then { UE considers the USIM as invalid for EPS services and non-EPS services and enters state EMM-DEREGISTERED }

            }

(2)

with { UE receives an ATTACH REJECT message with the reject cause set to "EPS services and non-EPS services not allowed" }

ensure that {

  when { the UE has been switched off, then switched on }

    then { the UE sends an ATTACH REQUEST message with IMSI, including a PDN CONNECTIVITY REQUEST message }

            }

(3)

with { UE receives an ATTACH REJECT message with the reject cause set to "EPS services and non-EPS services not allowed" }

ensure that {

  when { the UE has been switched off, then switched on and a UMTS or GSM cell is found }

    then { the UE sends an ATTACH REQUEST message with IMSI and TMSI status indicated invalid TMSI }

            }

9.2.1.1.11.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.301, clause 5.5.1.2.5.

[TS 24.301, clause 5.5.1.2.5]

...

Upon receiving the ATTACH REJECT message, the UE shall stop timer T3410 and take the following actions depending on the reject cause value received.

#8

(EPS services and non-EPS services not allowed);


The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to subclause 5.1.3.3) and shall delete any GUTI, last visited registered TAI and KSI. The UE shall consider the USIM as invalid for EPS services and non-EPS services until switching off or the UICC containing the USIM is removed. Additionally, the UE shall delete the list of equivalent PLMNs and enter state EMM-DEREGISTERED.

If A/Gb mode or Iu mode is supported by the UE, the UE shall in addition handle the MM parameters update status, TMSI, LAI and ciphering key sequence number, and the GMM parameters GMM state, GPRS update status, P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number as specified in 3GPP TS 24.008 [13] for the case when the normal attach procedure is rejected with the GMM cause with the same value.
...
[TS 24.008, clause 4.7.3.2.4]

...

The MS shall then take one of the following actions depending upon the reject cause:

# 8

(GPRS services and non-GPRS services not allowed);

...


The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (shall store it according to subclause 4.1.3.2) and shall delete any P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number. The new GMM state is GMM-DEREGISTERED. The new MM state is MM IDLE.


The MS shall set the update status to U3 ROAMING NOT ALLOWED, shall delete any TMSI, LAI and ciphering key sequence number. The SIM/USIM shall be considered as invalid for GPRS and non-GPRS services until switching off or the SIM/USIM is removed.
9.2.1.1.11.3
Test description

The test description is identical to the one of subclause 9.2.1.1.9 with the following exceptions:

9.2.1.1.11.3.1
Pre-test conditions

System Simulator:

-
Cell A, Cell B (home PLMN, different TAs) and Cell G (another PLMN)

-
If pc_UTRAN Cell 5 and if (NOT pc_UTRAN AND pc_GERAN) Cell 24 are configured according to Table 4.4.4-2 in [18].

-
if pc_UTRAN, Cell 5 (only active when stated)
-
if pc_GERAN and NOT pc_UTRAN, Cell 24 (only active when stated)
-
The different cells may not be simultaneously activated.
UE:

- 
The UE is configured to initiate EPS attach.

- 
The test USIM contains IMSI1, GUTI1 and TAI1, and EPS update status is "EU1: UPDATED".

- 
If pc_GERAN or pc_UTRAN supported by UE, the test USIM contains TMSI-1, P-TMSI-1and RAI-1, and GPRS update status is "GU1: UPDATED".
Preamble:

-
The UE is in state Switched OFF (state 1) according to clause [18].

9.2.1.1.11.3.2
Test procedure sequence

Table 9.2.1.1.11.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS configures:

- Cell A as the "Serving cell".

- Cell B as a "Non-Suitable cell".

- Cell G as a "Non-Suitable cell".


IF pc_GERAN or pc_UTRAN THEN the SS configures Cell 24 (GERAN) or Cell 5 (UTRAN) as "Non-Suitable cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell A unless explicitly stated otherwise.
	-
	-
	-
	-

	2
	The UE is switched on.
	-
	-
	-
	-

	3
	The UE transmits an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message.
	-->
	ATTACH REQUEST
	-
	-

	4
	The SS transmits an ATTACH REJECT message with EMM cause = "EPS services and non-EPS services not allowed" as specified.
	<--
	ATTACH REJECT
	-
	-

	5
	The SS releases the RRC connection.
	-
	-
	-
	-

	6
	The SS configures:

- Cell A as a "Non-Suitable cell".

- Cell B as the "Serving cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell B unless explicitly stated otherwise.
	-
	-
	-
	-

	7
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds?

Note: Cell B belongs to the same PLMN where the UE was rejected but a different TA
	-->
	ATTACH REQUEST
	1
	F

	8
	The operator initiates an attach by MMI or by AT command.
	-
	-
	-
	-

	9
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds?
	-->
	ATTACH REQUEST
	1
	F

	10
	Void
	-
	-
	-
	-

	11
	Check: Does the test result of CALL generic procedure (TS 36.508 subclause 6.4.2.5) indicate that the UE ignores paging on cell B for PS domain with GUTI-1?
	-
	-
	1
	-

	12
	The SS configures:

- Cell B as a "Non-Suitable cell".

- Cell G as the "Serving cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell G unless explicitly stated otherwise.
	-
	-
	-
	-

	13
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds?

Note: Cell G belongs to a PLMN which is not the same like the one on which the UE was rejected.
	-->
	ATTACH REQUEST
	1
	F

	14
	The user initiates an attach by MMI or by AT command.
	-
	-
	-
	-

	15
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds?
	-->
	ATTACH REQUEST
	1
	F

	16
	If possible (see ICS) switch off is performed. Otherwise the power is removed.
	
	
	
	

	17
	The UE is brought back to operation.
	
	
	
	

	18
	The following message is sent on Cell G.
	
	
	
	

	19
	Check: Does the UE transmit an ATTACH REQUEST message with IMSI-1?
	-->
	ATTACH REQUEST
	2
	P

	20
	The SS transmits an ATTACH REJECT message with EMM cause = "EPS services and non-EPS services not allowed" as specified.
	<--
	ATTACH REJECT
	-
	-

	-
	EXCEPTION: Steps 21a1 to 21a10 describe behaviour that depends on the UE capability.
	-
	-
	-
	-

	21a1
	IF pc_UTRAN or pc_GERAN THEN

the SS configures

- Cell G as a "Non-Suitable cell".

- Cell 24 (GERAN) or Cell 5 (UTRAN) as the "Serving cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell 24 or Cell 5 (depending on which cell was set as "Serving cell" in the preceding step) unless explicitly stated otherwise.
	-
	-
	-
	-

	21a2
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds?
	-->
	ATTACH REQUEST
	1
	F

	21a3
	The user initiates an attach by MMI or by AT command.
	-
	-
	-
	-

	21a4
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds?
	-->
	ATTACH REQUEST
	1
	F

	21a5
	If possible (see ICS) switch off is performed. Otherwise the power is removed.
	-
	-
	-
	-

	21a6
	The UE is brought back to operation.
	-
	-
	-
	-

	21a7
	Void
	-
	-
	-
	-

	21a8
	Check: Does the UE transmit an ATTACH REQUEST message with IMSI-1and TMSI status indicated invalid TMSI?
	-->
	ATTACH REQUEST
	3
	P

	21a9
	The SS transmits an ATTACH REJECT message with cause " GPRS services and non-GPRS services not allowed"
	<--
	ATTACH REJECT
	-
	-

	21a10
	The SS releases the RRC connection.
	-
	-
	-
	-

	-
	At the end of this test procedure sequence, the UE is in end state E-UTRA deregistered (E4) according to TS 36.508.
	-
	-
	-
	-


9.2.1.1.11.3.3
Specific message contents

Table 9.2.1.1.11.3.3-1: Message ATTACH REJECT (steps 4 and 20, Table 9.2.1.1.11.3.2-1)

	Derivation path: 36.508 table 4.7.2-3

	Information Element
	Value/Remark
	Comment
	Condition

	Security header type
	0000
	" Plain NAS message, not security protected "
	

	EMM cause
	00001000
	#8 "EPS services and non-EPS services not allowed"
	

	ESM message container
	Not present
	
	


Table 9.2.1.1.11.3.3-2: Message ATTACH REQUEST (step 19, Table 9.2.1.1.11.3.2-1)

	Derivation path: TS 36.508 table 4.7.2-4

	Information Element
	Value/Remark
	Comment
	Condition

	Old GUTI or IMSI
	IMSI-1
	
	

	ESM message container
	PDN CONNECTIVITY REQUEST message to request PDN connectivity to the default PDN
	
	

	Last visited registered TAI
	Not present
	
	

	Old LAI
	Not present
	
	

	TMSI status
	Not present
	
	


Table 9.2.1.1.11.3.3-3: Message ATTACH REQUEST (step 21a8, Table 9.2.1.1.11.3.2-1)

	Derivation path: TS 24.008 table 9.4.1

	Information Element
	Value/Remark
	Comment
	Condition

	MS network capability
	Not checked
	
	

	Attach type
	Not checked
	
	

	GPRS ciphering key sequence number
	111
	No key is available
	

	DRX parameter
	Not checked
	
	

	P-TMSI or IMSI
	IMSI-1
	
	

	Old routing area identification
	Deleted RAI-1
	The MNC and the MCC in the coding of the RAI are replaced by the RAC of RAC-1
	

	MS Radio Access capability
	Not checked
	
	

	Old P-TMSI signature
	Not present
	
	

	Requested READY timer

Value
	Not checked
	
	

	TMSI status
	0
	no valid TMSI available
	

	PS LCS Capability
	Not checked
	
	

	Mobile station classmark 2
	Not checked
	
	

	Mobile station classmark 3
	Not checked
	
	

	Supported Codecs
	Not checked
	
	

	UE network capability
	Not checked
	
	

	Additional mobile identity
	Not present
	
	

	Additional old routing area identification
	Not present
	
	


Table 9.2.1.1.11.3.3-4: Message ATTACH REJECT (step 21a9, Table 9.2.1.1.11.3.2-1)

	Derivation path: TS 24.008 table 9.4.1

	Information Element
	Value/Remark
	Comment
	Condition

	GMM cause
	00001000
	GPRS services and non-GPRS services not allowed
	


9.2.1.1.12
Attach / Rejected / EPS services not allowed

9.2.1.1.12.1
Test Purpose (TP)

(1)

with { UE has sent an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message }

ensure that {

  when { UE receives an ATTACH REJECT message with the reject cause set to "EPS services not allowed" }

    then { UE deletes the GUTI and the last visited registered TAI and KSI and considers the USIM as invalid for EPS services until switching off or the UICC containing the USIM is removed and deletes the list of equivalent PLMNs and UE enters state EMM-DEREGISTERED }

            }

9.2.1.1.12.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.301, clauses 5.5.1.2.2 and 5.5.1.2.5.

[TS 24.301, clause 5.5.1.2.2]

In state EMM-DEREGISTERED, the UE initiates the attach procedure by sending an ATTACH REQUEST message to the MME, starting timer T3410 and entering state EMM-REGISTERED-INITIATED (see example in figure 5.5.1.2.2.1). If timer T3402 is currently running, the UE shall stop timer T3402. If timer T3411 is currently running, the UE shall stop timer T3411. 

If the UE supports neither A/Gb mode nor Iu mode, the UE shall handle the Old GUTI or IMSI IE in the ATTACH REQUEST message as follows:

-
The UE shall include in the ATTACH REQUEST message a valid GUTI together with the last visited registered TAI, if available. If there is no valid GUTI available, the UE shall include the IMSI in the ATTACH REQUEST message.

…

[TS 24.301, clause 5.5.1.2.5]

…

Upon receiving the ATTACH REJECT message, the UE shall stop timer T3410 and take the following actions depending on the reject cause value received.

#7

(EPS services not allowed);


The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to subclause 5.1.3.3) and shall delete any GUTI, last visited registered TAI and KSI. The UE shall consider the USIM as invalid for EPS services until switching off or the UICC containing the USIM is removed. Additionally, the UE shall delete the list of equivalent PLMNs and enter state EMM-DEREGISTERED.


If A/Gb mode or Iu mode is supported by the UE, the UE shall in addition handle the GMM parameters GMM state, GPRS update status, P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number as specified in 3GPP TS 24.008 [6] for the case when the normal attach procedure is rejected with the GMM cause with the same value.

9.2.1.1.12.3
Test description

9.2.1.1.12.3.1
Pre-test conditions

System Simulator:

-
Cell A, Cell B and Cell G:
-
Cell A and Cell B (HPLMN, different TAs),
-
Cell G (another PLMN);
-
If pc_UTRAN, Cell 5 (HPLMN, UTRAN, NMO 2);

-
If NOT pc_UTRAN and pc_GERAN, Cell 24 (HPLMN, GERAN, NMO 2).

-
The different cells may not be simultaneously activated (at most 2 cells are active simultaneously);

-
Cells B and G can be implemented as minimum uplink cells.

UE:

- 
The UE is configured to initiate EPS attach.

- 
The test USIM contains IMSI-1, GUTI-1 and TAI-1, and EPS update status is "EU1: UPDATED".

- 
If pc_GERAN or pc_UTRAN, the test USIM contains P-TMSI-1, P-TMSI signature1 and RAI-1, and GPRS update status is "GU1: UPDATED".

Preamble:

-
The UE is in state Switched OFF (state 1) according to clause [18].

9.2.1.1.12.3.2
Test procedure sequence

Table 9.2.1.1.12.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS configures: 

- Cell A as the "Serving cell".

- Cell B as a " Suitable neighbour cell".

- Cell G as a "Non-Suitable Off cell".

- If present, Cell 5 or 24 as a "Non-Suitable Off cell".
	- 
	-
	-
	-

	-
	The following messages are to be observed on Cell A unless explicitly stated otherwise.
	-
	-
	-
	-

	2
	The user switches the UE on.
	-
	-
	-
	-

	3
	The UE transmit an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message.
	-->
	ATTACH REQUEST
	-
	-

	4
	The SS transmits an ATTACH REJECT message with EMM cause = "EPS services not allowed".
	<--
	ATTACH REJECT
	-
	-

	5
	The SS releases the RRC connection.
	-
	-
	-
	-

	6
	The SS reconfigures:

Cell A as a  " Suitable neighbour cell".

Cell B as the "Serving cell".

Note: Cell A and Cell B are in different TAIs – same PLMN.
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell B unless explicitly stated otherwise.
	-
	-
	-
	-

	7
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds?
	-->
	ATTACH REQUEST
	1
	F

	8
	The user initiates an attach by MMI or by AT command.
	-
	-
	-
	-

	9
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds?
	-->
	ATTACH REQUEST
	1
	F

	-
	EXCEPTION: Steps 10a1 to 10a6 describe behaviour that depends on the UE capability.
	-
	-
	-
	-

	10a1
	IF pc_UTRAN or pc_GERAN THEN

the SS configures

- Cell A as "Non-suitable Off cell"

- Cell B as a " Suitable neighbour cell".

- Cell 24 (GERAN) or 5 (UTRAN) as the "Serving cell".

Note: Cell B and Cell 24 (GERAN) or 5 (UTRAN) are in different PLMNs
	-
	-
	-
	-

	10a2
	The following messages are to be observed on Cell 24 or Cell 5 (depending on which cell was set as "Serving cell" in the preceding step) unless explicitly stated otherwise.
	-
	-
	-
	-

	-
	EXCEPTION: The behaviour in table 9.2.1.1.12.3.2-2 occurs in parallel with step 10a3.
	
	
	
	

	10a4
	Check: Does the UE transmit an ATTACH REQUEST message in the next 2 minutes?
	-->
	ATTACH REQUEST
	1
	F

	10a4
	The user initiates an attach by MMI or by AT command.
	-
	-
	-
	-

	10a5
	Check : Does the UE transmit an ATTACH REQUEST message in the next 30 seconds?
	-->
	ATTACH REQUEST
	1
	F

	10a6
	The SS configures cell 24 or cell 5 as "Suitable Neighbour cell".
	-
	-
	-
	-

	11
	The SS configures:

- Cell B as a "Non-Suitable Off cell".

- Cell G as the "Serving cell".

Note: Cell B and Cell G are different PLMNs.
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell G unless explicitly stated otherwise.
	-
	-
	-
	-

	12
	Check: Does the UE transmit an ATTACH REQUEST message in the next 60 seconds?
	-->
	ATTACH REQUEST
	1
	F

	13
	The operator initiates an attach by MMI or by AT command.
	-
	-
	-
	-

	14
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds?
	-->
	ATTACH REQUEST
	1
	F

	-
	At the end of this test procedure sequence, the UE is in end state E-UTRA deregistered (E4) according to TS 36.508.
	-
	-
	-
	-


Table 9.2.1.1.12.3.2-2: Parallel behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	-
	EXCEPTION: Steps 1a and 1b describe a behaviour which depends on the UE capability.
	-
	-
	-
	-

	1a
	IF pc_CS THEN the UE transmits a LOCATION UPDATING REQUEST message.
	--> 
	LOCATION UPDATING REQUEST
	-
	-

	1b
	The SS transmits a LOCATION UPDATING ACCEPT message including IMSI-1
	<--
	LOCATION UPDATING ACCEPT
	-
	-


9.2.1.1.12.3.3
Specific message contents

Table 9.2.1.1.12.3.3-1: Message ATTACH REJECT (step 4, Table 9.2.1.1.12.3.2-1)

	Derivation path: 36.508 table 4.7.2-3 (This message is transmitted as a "plain NAS message")

	Information Element
	Value/Remark
	Comment
	Condition

	Security header type
	0000
	"Plain NAS message, not security protected"
	

	EMM cause
	00000111
	#7 "EPS services not allowed" 
	

	ESM message container
	Not present
	
	


9.2.1.1.13
Attach / Rejected / PLMN not allowed

9.2.1.1.13.1
Test Purpose (TP)

(1)

with { the UE has sent an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message }

ensure that {

  when { the UE receives an ATTACH REJECT message with the reject cause set to "PLMN not allowed" }

    then { the UE deletes the GUTI, the last visited registered TAI, KSI, the list of equivalent PLMNs and UE enters state EMM-DEREGISTERED.PLMN-SEARCH and UE stores the PLMN in the "forbidden PLMN list" in the USIM }

            }

(2)

with { the UE is switched off and a PLMN is stored in the "forbidden PLMN list" in the USIM }

ensure that {

  when { the UE is switched on  }

    then { the UE doesn't  attempt to attach on this PLMN }

            }

(3)

with { the UE in E-UTRA EMM-DEREGISTERED.PLMN-SEARCH state and a PLMN is stored in the "forbidden PLMN list" }

ensure that {

  when { the UE detects a cell belonging to a PLMN which is not in the "forbidden PLMN list" }

    then { the UE attaches to this PLMN }

            }

(4)

with {the  UE in E-UTRA EMM-DEREGISTERED.PLMN-SEARCH state and a PLMN is stored in the "forbidden PLMN list" }

ensure that {

  when { the forbidden PLMN is selected manually }

    then { the UE attaches to the forbidden PLMN and deletes this PLMN from the USIM}

            }

9.2.1.1.13.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.301, clauses 5.5.1.2.2 and 5.5.1.2.5.

[TS 24.301, clause 5.5.1.2.2]

In state EMM-DEREGISTERED, the UE initiates the attach procedure by sending an ATTACH REQUEST message to the MME, starting timer T3410 and entering state EMM-REGISTERED-INITIATED (see example in figure 5.5.1.2.2.1). If timer T3402 is currently running, the UE shall stop timer T3402. If timer T3411 is currently running, the UE shall stop timer T3411.

If the UE supports neither A/Gb mode nor Iu mode, the UE shall handle the Old GUTI or IMSI IE in the ATTACH REQUEST message as follows:

-
The UE shall include in the ATTACH REQUEST message a valid GUTI together with the last visited registered TAI, if available. If there is no valid GUTI available, the UE shall include the IMSI in the ATTACH REQUEST message.

If the UE supports A/Gb mode or Iu mode, the UE shall handle the Old GUTI or IMSI IE as follows:

...

-
If the TIN indicates "GUTI" or "RAT-related TMSI" and the UE holds a valid GUTI, the UE shall indicate the GUTI in the Old GUTI or IMSI IE.
...

-
Otherwise the UE shall include the IMSI in the Old GUTI or IMSI IE.

...

[TS 24.301, clause 5.5.1.2.5]

If the attach request cannot be accepted by the network, the MME shall send an ATTACH REJECT message to the UE including an appropriate EMM cause value. 

...

Upon receiving the ATTACH REJECT message, the UE shall stop timer T3410 and take the following actions depending on the EMM cause value received.
...
#11
(PLMN not allowed);


The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to subclause 5.1.3.3) and shall delete any GUTI, last visited registered TAI and KSI. Additionally, the UE shall delete the list of equivalent PLMNs and reset the attach attempt counter, and enter state EMM-DEREGISTERED.PLMN-SEARCH.


In S1 mode, the UE shall store the PLMN identity in the "forbidden PLMN list" and enter state EMM-DEREGISTERED.PLMN-SEARCH. The UE shall perform a PLMN selection according to 3GPP TS 23.122 [6].
...

If A/Gb mode or Iu mode is supported by the UE, the UE shall in addition handle the MM parameters update status, TMSI, LAI, ciphering key sequence number and location update attempt counter, and the GMM parameters GMM state, GPRS update status, P-TMSI, P-TMSI signature, RAI, GPRS ciphering key sequence number and GPRS attach attempt counter as specified in 3GPP TS 24.008 [13] for the case when the normal attach procedure is rejected with the GMM cause with the same value and no RR connection exists.

9.2.1.1.13.3
Test description

9.2.1.1.13.3.1
Pre-test conditions

System Simulator:

-
Cell G, Cell H, and Cell I 
-
Cell G and Cell H (VPLMN, same MCC like HPLMN, different TAs) 
-
Cell I (VPLMN, different MCC from HPLMN).

-
The cells may not be simultaneously activated.

UE:

- 
The test USIM contains IMSI1, GUTI1 and TAI1, and EPS update status is "EU1: UPDATED".

-
The "forbidden PLMN list" is empty.
- 
The UE is configured to initiate EPS attach.
Preamble:

-
The UE is in state Switched OFF (state 1) according to clause [18].

9.2.1.1.13.3.2
Test procedure sequence

Table 9.2.1.1.13.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS configures:

- Cell G as the "Serving cell".

- Cell H as a " Suitable Neighbour cell".

- Cell I as a "Non-Suitable Off cell".
Note: Cell G and Cell H are in the different TAI – same PLMN.
	- 
	-
	-
	-

	-
	The following messages are to be observed on Cell G unless explicitly stated otherwise.
	-
	-
	-
	-

	2
	The UE is switched on.
	-
	-
	-
	-

	3
	The UE transmits an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message.
	-->
	ATTACH REQUEST
	-
	-

	4
	The SS transmits an ATTACH REJECT message including EMM cause = "PLMN not allowed".
	<--
	ATTACH REJECT
	-
	-

	5
	The SS releases the RRC connection.
	-
	-
	-
	-

	6
	Check: Does the UE transmit an ATTACH REQUEST message on cell G or H in the next 30 seconds?
	-->
	ATTACH REQUEST
	1
	F

	7
	The UE is switched off.
	-
	-
	-
	-

	8
	The UE is switched on.
	-
	-
	-
	-

	9
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds?
	-->
	ATTACH REQUEST
	2
	F

	10
	The SS configures:

- Cell G as the "Serving cell"

- Cell H as a "Non-Suitable Off cell"

- Cell I as a " Suitable neigbour cell".


	-
	-
	-
	-

	11
	The following messages are to be observed on Cell I unless explicitly stated otherwise.
	-
	-
	-
	-

	12
	Check: Does the UE transmit an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message as specified? 
	-->
	ATTACH REQUEST
	1, 3
	P

	12A
	The SS completes the attach procedure successfully and then releases the RRC -connection by executing steps 5 to 17 of UE registration procedure in TS 36.508 clause 4.5.2.3.
	-
	-
	-
	

	13 - 19
	Void
	-
	-
	-
	-

	20
	The user switches the UE off.
	-
	-
	-
	-

	21
	The UE transmits a DETACH REQUEST message.
	-->
	DETACH REQUEST
	-
	-

	22
	The SS configures:

- Cell G as the "Serving cell"

- Cell I as a "Non-suitable Off cell".

Note: Cell G belongs to the forbidden PLMN.
	-
	-
	-
	-

	23
	The user switches the UE on.
	-
	-
	-
	-

	24
	The following messages are to be observed on Cell G unless explicitly stated otherwise.
	-
	-
	-
	-

	25
	The user sets the UE in manual PLMN selection mode or requests a PLMN search. 
	-
	-
	-
	-

	26
	The user selects PLMN of cell G.
	-
	-
	-
	-

	27
	Check: Does the UE transmit an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message as specified? 
	-->
	ATTACH REQUEST
	4
	P

	27A
	The SS completes the attach procedure successfully and then releases the RRC -connection by executing steps 5 to 17 of UE registration procedure in TS 36.508 clause 4.5.2.3.
	-
	-
	-
	-

	28 - 33
	Void
	-
	-
	-
	-

	-
	At the end of this test procedure sequence, the UE is in end state E-UTRA idle (E1) according to TS 36.508.
	-
	-
	-
	-


9.2.1.1.13.3.3
Specific message contents

Table 9.2.1.1.13.3.3-1: Message ATTACH REJECT (step 4, Table 9.2.1.1.13.3.2-1)

	Derivation path: 36.508 table 4.7.2-3 (Plain NAS message)

	Information Element
	Value/Remark
	Comment
	Condition

	Security header type
	0000
	"No security protection"
	

	EMM cause
	00001011
	#11 "PLMN not allowed" 
	

	ESM message container
	Not present
	
	


Table 9.2.1.1.13.3.3-2: Message ATTACH REQUEST (step 12, Table 9.2.1.1.13.3.2-1)

	Derivation path: 36.508 table 4.7.2-4

	Information Element
	Value/Remark
	Comment
	Condition

	Old GUTI or IMSI
	IMSI-1
	GUTI has been deleted after receiving ATTACH REJECT at step 5; only  IMSI is available.
	

	Last visited registered TAI
	Not present
	TAI has been deleted after receiving ATTACH REJECT at step 5.
	


Table 9.2.1.1.13.3.3-3: Message ATTACH REQUEST (step 27, Table 9.2.1.1.13.3.2-1)

	Derivation path: 36.508 table 4.7.2-4

	Information Element
	Value/Remark
	Comment
	Condition

	Old GUTI or IMSI
	GUTI allocated in step 18
	
	

	Last visited registered TAI
	TAI-9
	TAI 9 is allocated on Cell I according to 36.508 table 6.3.2.2-1
	


9.2.1.1.14
Attach / Rejected / Tracking area not allowed

9.2.1.1.14.1
Test Purpose (TP)

(1)

with { UE has sent an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message }

ensure that {

  when { UE receives an ATTACH REJECT message with the reject cause set to "Tracking area not allowed" }

    then { UE sets the EPS update status to EU3 ROAMING NOT ALLOWED, UE deletes the GUTI, last visited registered TAI and KSI, UE enters the state EMM-DEREGISTERED.LIMITED-SERVICE and UE stores the current TAI in the list of "forbidden tracking areas for regional provision of service" }

            }

(2)

with { UE is in EMM-DEREGISTERED.LIMITED-SERVICE state and the current TAI in the list of "forbidden tracking areas for regional provision of service"}

ensure that {

  when { serving cell belongs to TAI where UE was rejected }

    then { UE does not attempt to attach on any other cell }

            }

(3)

with { UE is in EMM-DEREGISTERED.LIMITED-SERVICE state and the current TAI in the list of "forbidden tracking areas for regional provision of service"}

ensure that {

  when { UE re-selects a new cell in the same TAI it was already rejected }

    then { UE does not attempt to attach }

            }

(4)

with { UE is in EMM-DEREGISTERED.LIMITED-SERVICE state and the current TAI in the list of "forbidden tracking areas for regional provision of service"}

ensure that {

  when { UE enters a cell belonging to a tracking area not in the list of "forbidden tracking areas for regional provision of service"}

    then { UE attempts to attach with IMSI }

            }

(5)

with { UE is in EMM-DEREGISTERED.LIMITED-SERVICE state and the list of "forbidden tracking areas for regional provision of service" contains more than one TAI}

ensure that {

  when { UE re-selects a cell belonging to one of the TAIs in the list of "forbidden tracking areas for regional provision of service" }

    then { UE does not attempt to attach }

            }

(6)

with { UE is switched off }

ensure that {

  when { UE is powered on in the cell belonging to the TAI which was in the list of "forbidden tracking areas for regional provision of service" before the UE was swithed off }

    then { UE performs registration on that cell }

            } 

9.2.1.1.14.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.301, clauses 5.3.2, 5.5.1.2.2, 5.5.1.2.5, 5.2.2.3.2, Annex C and TS 36.304 clause 4.3.

[TS 24.301, clause 5.3.2]

The UE shall store a list of "forbidden tracking areas for roaming", as well as a list of "forbidden tracking areas for regional provision of service". These lists shall be erased when the UE is switched off or when the UICC containing the USIM is removed, and periodically (with a period in the range 12 to 24 hours). 

...

In S1 mode, the UE shall update the suitable list whenever an ATTACH REJECT, TRACKING AREA UPDATE REJECT, SERVICE REJECT or DETACH REQUEST message is received with the EMM cause #12 "tracking area not allowed", #13 "roaming not allowed in this tracking area", or #15 "no suitable cells in tracking area".

Each list shall accommodate 40 or more TAIs. When the list is full and a new entry has to be inserted, the oldest entry shall be deleted.

[TS 24.301, clause 5.5.1.2.2]

In state EMM-DEREGISTERED, the UE initiates the attach procedure by sending an ATTACH REQUEST message to the MME, starting timer T3410 and entering state EMM-REGISTERED-INITIATED (see example in figure 5.5.1.2.2.1).

...

If the UE supports neither A/Gb mode nor Iu mode, the UE shall handle the Old GUTI or IMSI IE in the ATTACH REQUEST message as follows:

-
The UE shall include in the ATTACH REQUEST message a valid GUTI together with the last visited registered TAI, if available. If there is no valid GUTI available, the UE shall include the IMSI in the ATTACH REQUEST message.
If the UE supports A/Gb mode or Iu mode, the UE shall handle the Old GUTI or IMSI IE as follows:

...

-
If the TIN indicates "GUTI" or "RAT-related TMSI" and the UE holds a valid GUTI, the UE shall indicate the GUTI in the Old GUTI or IMSI IE.
...
The UE shall send the ATTACH REQUEST message together with a PDN CONNECTIVITY REQUEST message contained in the ESM message container information element to request PDN connectivity.

...

[TS 24.301, clause 5.5.1.2.5]

If the attach request cannot be accepted by the network, the MME shall send an ATTACH REJECT message to the UE including an appropriate EMM cause value.

...

Upon receiving the ATTACH REJECT message, the UE shall stop timer T3410 and take the following actions depending on the EMM cause value received.

...

#12
(Tracking area not allowed);


The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to subclause 5.1.3.3) and shall delete any GUTI, last visited registered TAI and KSI. Additionally, the UE shall reset the attach attempt counter.


In S1 mode, the UE shall store the current TAI in the list of "forbidden tracking areas for regional provision of service" and enter the state EMM-DEREGISTERED.LIMITED-SERVICE.

...

[TS 24.301, clause 5.2.2.3.2]

The UE shall perform an attach or combined attach procedure when entering a cell which provides normal service.

[TS 24.301, Annex C (normative)]

The following EMM parameters shall be stored on the USIM if the corresponding file is present:

-
GUTI;

-
last visited registered TAI;
-
EPS update status;

-
Allowed CSG list; and

-
EPS security context parameters from a full native EPS security context (see 3GPP TS 33.401 [19]).

The presence and format of corresponding files on the USIM is specified in 3GPP TS 31.102 [17].

If the corresponding file is not present on the USIM, these EMM parameters except allowed CSG list are stored in a non-volatile memory in the ME together with the IMSI from the USIM. The allowed CSG list is stored in a non-volatile memory in the ME if the UE supports CSG selection. These EMM parameters can only be used if the IMSI from the USIM matches the IMSI stored in the non-volatile memory; else the UE shall delete the EMM parameters.

…
[TS 36.304, clause 4.3]

…

suitable cell:

…

Following exceptions to these definitions are applicable for UEs:

-
camped on a cell that belongs to a registration area that is forbidden for regional provision of service; a cell that belongs to a registration area that is forbidden for regional provision service ([5], [16]) is suitable but provides only limited service.

…

9.2.1.1.14.3
Test description

9.2.1.1.14.3.1
Pre-test conditions

System Simulator:

-
Cell A and Cell B  are configured according to Table 6.3.2.2-1 in [18] and belong to the same frequency as specified in [20]:
-
Cell A in (home PLMN),
-
Cell B in (home PLMN, another TA),

UE:

- 
The UE is configured to initiate EPS attach.

-
The USIM contains GUTI-1 and TAI-1, and EPS update status is "EU1: UPDATED".
Preamble:

-
The UE is in state Switched OFF (state 1) according to clause [18].

9.2.1.1.14.3.2
Test procedure sequence

Table 9.2.1.1.14.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS configures:

- Cell A as the "Serving cell".

- Cell B as a "Suitable Neighbour cell".
	- 
	-
	-
	-

	-
	The following messages are to be observed on Cell A unless explicitly stated otherwise.
	-
	-
	-
	-

	2
	The UE is switched on.
	-
	-
	-
	-

	3
	The UE transmits an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message.
	-->
	ATTACH REQUEST
	-
	-

	4
	The SS transmits an ATTACH REJECT message, EMM cause = "Tracking area not allowed".

(The list of "forbidden tracking areas for regional provision of service " in the UE should now contain TAI-1)
	<--
	ATTACH REJECT
	-
	-

	5
	The SS releases the RRC connection.
	-
	-
	-
	-

	6
	Check: Does the UE transmit the ATTACH REQUEST message in the next 30 seconds on Cell A or Cell B?
	-->
	ATTACH REQUEST
	1, 2 
	F

	7
	The user initiates an attach by MMI or by AT command.
	-
	-
	-
	-

	8
	Check: Does the UE transmit the ATTACH REQUEST message in the next 30 seconds?
	-->
	ATTACH REQUEST
	1
	F

	9
	The SS reconfigures:

Cell A as a "Suitable Neighbour cell",
Cell B as the "Serving cell".
	- 
	-
	-
	-

	-
	The following messages are to be observed on Cell B unless explicitly stated otherwise.
	-
	-
	-
	-

	10
	Check: Does the UE transmit the ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message? 
	-->
	ATTACH REQUEST
	1,4
	P

	11
	The SS transmits an ATTACH REJECT message, EMM cause = "Tracking area not allowed".

(The list of "forbidden tracking areas for regional provision of service " in the UE should now contain TAI-1 and TAI-2)
	<--
	ATTACH REJECT
	-
	-

	12
	The SS releases the RRC connection.
	-
	-
	-
	-

	13
	The SS reconfigures:

Cell A as the "Serving cell".

Cell B as a " Suitable Neighbour cell".

	-
	-
	-
	-

	-
	The following messages are to be observed on Cell A unless explicitly stated otherwise.
	-
	-
	-
	-

	14
	Check: Does the UE transmit the ATTACH REQUEST message in the next 30 seconds? 
	-->
	ATTACH REQUEST
	1, 3, 5
	F

	15
	If possible (see ICS) switch off is performed. Otherwise the power is removed.
	-
	-
	-
	-

	16
	The SS reconfigures:

Cell A as the "Serving cell",

Cell B as a "Non-Suitable cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell A unless explicitly stated otherwise.
	-
	-
	-
	-

	17
	The UE is brought back to operation.
	-
	-
	-
	-

	18
	Void
	-
	-
	-
	-

	19
	Check: Does the UE transmit the ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message as specified? 
	-->
	ATTACH REQUEST
	1, 6
	P

	19A
	The SS completes the attach procedure successfully and then releases the RRC -connection by executing steps 5 to 17 of UE registration procedure in TS 36.508 clause 4.5.2.3.
	-
	-
	-
	-

	20 - 23
	Void
	-
	-
	-
	-

	-
	At the end of this test procedure sequence, the UE is in end state E-UTRA idle (E1) according to TS 36.508.
	-
	-
	-
	-


9.2.1.1.14.3.3
Specific message contents

Table 9.2.1.1.14.3.3-1: Message ATTACH REJECT (steps 4 and 11, Table 9.2.1.1.14.3.2-1)

	Derivation path: 36.508 table 4.7.2-3

	Information Element
	Value/Remark
	Comment
	Condition

	Security header type
	0000
	"No security protection"
	

	EMM cause
	00001100 
	#12 "Tracking area not allowed" 
	

	ESM message container
	Not present
	
	


Table 9.2.1.1.14.3.3-2: Message ATTACH REQUEST (steps 10 and 18 Table 9.2.1.1.14.3.2-1)

	Derivation path: 36.508 table 4.7.2-4

	Information Element
	Value/Remark
	Comment
	Condition

	Old GUTI or IMSI
	IMSI-1
	GUTI has been deleted after receiving ATTACH REJECT at step 4; only  IMSI is available.
	

	Last visited registered TAI
	Not present
	TAI has been deleted after receiving ATTACH REJECT at step 4.
	


9.2.1.1.15
Attach / Rejected / Roaming not allowed in this tracking area

9.2.1.1.15.1
Test Purpose (TP)

(1)

with { the UE has sent an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message }

ensure that {

  when { the UE receives an ATTACH REJECT message with the reject cause set to "roaming not allowed in this tracking area" }

    then { the UE sets the EPS update status to EU3 ROAMING NOT ALLOWED and the UE deletes the GUTI, the last visited registered TAI and KSI and the UE enters the state EMM-DEREGISTERED.LIMITED-SERVICE or optionally EMM-DEREGISTERED.PLMN-SEARCH and the UE stores the current TAI in the list of "forbidden tracking areas for roaming" }

            }

(2)

with { the UE is in EMM-DEREGISTERED.LIMITED-SERVICE or EMM-DEREGISTERED.PLMN-SEARCH state and the TAI of the current cell belongs to the list of "forbidden tracking areas for roaming"}

ensure that {

  when { the UE enters a cell belonging to a tracking area not in the list of "forbidden tracking areas for roaming"}

    then { the UE attempts to attach with IMSI }

            }

(3)

with { the UE is in EMM-DEREGISTERED.LIMITED-SERVICE or EMM-DEREGISTERED.PLMN-SEARCH state and the list of "forbidden tracking areas for roaming" contains more than one TAI}

ensure that {

  when { the UE selects a cell belonging to one of the TAIs in the list of "forbidden tracking areas for roaming" }

    then { the UE does not attempt to attach }

            }

(4)

with { the UE is switched off or the UICC containing the USIM is removed }

ensure that {

  when { UE is powered on in the cell belonging to the TAI which was in the list of "forbidden tracking areas for roaming" before the UE was swithed off or the USIM is inserted again on that cell }

    then { UE performs registration on that cell }

            } 

(5)

with { the UE has sent an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message }

ensure that {

  when { the UE receives an ATTACH REJECT message with the reject cause set to "roaming not allowed in this tracking area" }

    then { the UE performs a PLMN selection }

            }

9.2.1.1.15.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.301, clauses 5.3.2, 5.5.1.2.2, 5.5.1.2.5 and in TS 36.304 clause 5.2.4.4.

[TS 24.301, clause 5.3.2]

The UE shall store a list of "forbidden tracking areas for roaming", as well as a list of "forbidden tracking areas for regional provision of service". These lists shall be erased when the UE is switched off or when the UICC containing the USIM is removed, and periodically (with a period in the range 12 to 24 hours). 

...
In S1 mode, the UE shall update the suitable list whenever an ATTACH REJECT, TRACKING AREA UPDATE REJECT, SERVICE REJECT or DETACH REQUEST message is received with the EMM cause #12 "tracking area not allowed", #13 "roaming not allowed in this tracking area", or #15 "no suitable cells in tracking area".
Each list shall accommodate 40 or more TAIs. When the list is full and a new entry has to be inserted, the oldest entry shall be deleted.

[TS 24.301, clause 5.5.1.2.2]

In state EMM-DEREGISTERED, the UE initiates the attach procedure by sending an ATTACH REQUEST message to the MME, starting timer T3410 and entering state EMM-REGISTERED-INITIATED (see example in figure 5.5.1.2.2.1).

...

If the UE supports neither A/Gb mode nor Iu mode, the UE shall handle the Old GUTI or IMSI IE in the ATTACH REQUEST message as follows:

-
The UE shall include in the ATTACH REQUEST message a valid GUTI together with the last visited registered TAI, if available. If there is no valid GUTI available, the UE shall include the IMSI in the ATTACH REQUEST message.If the UE supports A/Gb mode or Iu mode, the UE shall handle the Old GUTI or IMSI IE as follows:

...

-
If the TIN indicates "GUTI" or "RAT-related TMSI" and the UE holds a valid GUTI, the UE shall indicate the GUTI in the Old GUTI or IMSI IE.
...
The UE shall send the ATTACH REQUEST message together with a PDN CONNECTIVITY REQUEST message contained in the ESM message container information element to request PDN connectivity.
...

[TS 24.301, clause 5.5.1.2.5]

If the attach request cannot be accepted by the network, the MME shall send an ATTACH REJECT message to the UE including an appropriate EMM cause value.

...

Upon receiving the ATTACH REJECT message, the UE shall stop timer T3410 and take the following actions depending on the EMM cause value received.

...

#13
(Roaming not allowed in this tracking area);


The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to subclause 5.1.3.3) and shall delete any GUTI, last visited registered TAI and KSI. The UE shall delete the list of equivalent PLMNs and reset the attach attempt counter.


In S1 mode, the UE shall store the current TAI in the list of "forbidden tracking areas for roaming". Additionally, the UE shall enter the state EMM-DEREGISTERED.LIMITED-SERVICE or optionally EMM-DEREGISTERED.PLMN-SEARCH. The UE shall perform a PLMN selection according to 3GPP TS 23.122 [6].
...

[TS 36.304 subclause 5.2.4.4]

...

If the highest ranked cell is an intra-frequency or inter-frequency cell which is not suitable due to being part of the "list of forbidden TAs for roaming" or belonging to a PLMN which is not indicated as being equivalent to the registered PLMN, the UE shall not consider this cell and other cells on the same frequency, as candidates for reselection for a maximum of 300s. If the UE enters into state any cell selection, any limitation shall be removed. If the UE is redirected under E-UTRAN control to a frequency for which the timer is running, any limitation on that frequency shall be removed.

...

9.2.1.1.15.3
Test description

9.2.1.1.15.3.1
Pre-test conditions

System Simulator:

-
Cell C, Cell I and Cell E, but at most two cells are simultaneously activated:

-
Cell C (home PLMN),

-
Cell I (visited PLMN),

-
Cell E (same visited PLMN, another TA).
NOTE 1:
Cell E shall not use the same frequency as cell I.
NOTE 2:
The requirement in 3GPP TS 24.301 to store at least 40 entries in the list of "forbidden tracking areas for roaming" is not fully tested.

NOTE 3:
Different types of UE may use different methods to periodically clear the list of forbidden areas (e.g. every day at 12 am) for roaming. If the list is cleared while the test is being run, it may be necessary to re-run the test.

UE:

- 
The UE is configured to initiate EPS attach.

- 
The test USIM contains IMSI-1, GUTI-1 and TAI-1, and EPS update status is "EU1: UPDATED".
Preamble:

-
The UE is in state Switched OFF (state 1) according to [18].

9.2.1.1.15.3.2
Test procedure sequence

Table 9.2.1.1.15.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS configures:

Cell I as the "Serving cell".

Cell E as a " Non-Suitable Off cell",

Cell C as a "Non-Suitable Off cell".
	- 
	-
	-
	-

	-
	The following messages are to be observed on Cell I unless explicitly stated otherwise.
	-
	-
	-
	-

	2
	The UE is switched on.
	-
	-
	-
	-

	3
	The UE transmits an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message.
	-->
	ATTACH REQUEST
	-
	-

	4
	The SS transmits an ATTACH REJECT message, EMM cause = "roaming not allowed in this tracking area ".

(The list of "forbidden tracking areas for roaming" in the UE should now contain TAI-9)
	<--
	ATTACH REJECT
	-
	-

	5
	The SS releases the RRC connection.
	-
	-
	-
	-

	6
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds?
	-->
	ATTACH REQUEST
	1,5 
	F

	7
	The user initiates an attach by MMI or by AT command.
	-
	-
	-
	-

	8
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds?
	-->
	ATTACH REQUEST
	1,5
	F

	-
	The following messages are to be observed on Cell E unless explicitly stated otherwise.
	-
	-
	-
	-

	8A
	The SS configures:

Cell I as the "Serving cell".

Cell E as a " Suitable Neighbour cell",

Cell C as a "Non-Suitable Off cell".
	- 
	-
	-
	-

	9
	Check: Does the UE transmit an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message on Cell E as specified? 

Note: according to TS 24.301, the UE has the choice to enter "LIMITED-SERVICE" or "PLMN- SEARCH" state. But in any case it shall do a PLMN selection.  In the first option, the UE shall apply reselection so it will select cell E and then attempt to attach; in the second option it will select the same PLMN again and exclude cells from forbidden TAs so it will select cell E.
	-->
	ATTACH REQUEST
	1, 2
	P

	10
	The SS transmits an ATTACH REJECT message, EMM cause = "roaming not allowed in this tracking area".

(The list of "forbidden tracking areas for roaming" in the UE should now contain TAI-9 and TAI-12)
	<--
	ATTACH REJECT
	-
	-

	11
	The SS releases the RRC connection.
	-
	-
	-
	-

	12
	Check: Does the UE transmit an ATTACH REQUEST message in the next 60 seconds on Cell I or Cell E?
	-->
	ATTACH REQUEST
	1, 3
	F

	13
	If possible (see ICS) switch off is performed or the USIM is removed.

Otherwise the power is removed.
	-
	-
	-
	-

	14
	The SS reconfigures:

Cell I as the "Serving cell",

Cell E as a "Non-Suitable Off cell",

Cell C as a "Non-Suitable Off cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell I unless explicitly stated otherwise.
	-
	-
	-
	-

	15
	The UE is brought back to operation or the USIM is inserted.
	-
	-
	-
	-

	16
	The UE transmits an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message as specified.
	-->
	ATTACH REQUEST
	4
	P

	17
	The SS transmits an ATTACH REJECT message, EMM cause = "roaming not allowed in this tracking area ".

(The list of "forbidden tracking areas for roaming" in the UE should now contain TAI-9)
	<--
	ATTACH REJECT
	-
	-

	18
	The SS reconfigures:

Cell I as the "Serving cell",

Cell E as a "Non-Suitable Off cell",

Cell C as a "Suitable neigbour cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell C unless explicitly stated otherwise.
	-
	-
	-
	-

	19
	Check: Does the UE transmit an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message as specified? 
	-->
	ATTACH REQUEST
	5
	P

	19A
	The SS completes the attach procedure successfully and then releases the RRC -connection by executing steps 5 to 17 of UE registration procedure in TS 36.508 clause 4.5.2.3.
	-
	-
	-
	-

	20 - 25
	Void
	-
	-
	-
	-

	-
	At the end of this test procedure sequence, the UE is in end state E-UTRA idle (E1) according to TS 36.508.
	-
	-
	-
	-


9.2.1.1.15.3.3
Specific message contents

Table 9.2.1.1.15.3.3-1: Message ATTACH REJECT (steps 4, 10 and 17 in table 9.2.1.1.15.3.2-1)
	Derivation path: 36.508 table 4.7.2-3

	Information Element
	Value/Remark
	Comment
	Condition

	Security header type
	0000
	"Plain NAS message, not security protected"
	

	EMM cause
	00001101 
	#13 " roaming not allowed in this tracking area " 
	

	ESM message container
	Not present
	
	


Table 9.2.1.1.15.3.3-2: Message ATTACH REQUEST (steps 9,12, 16 and 19 in table 9.2.1.1.15.3.2-1)
	Derivation path: 36.508 table 4.7.2-4

	Information Element
	Value/Remark
	Comment
	Condition

	Old GUTI or IMSI
	IMSI1
	GUTI has been deleted after receiving ATTACH REJECT at step 4; only  IMSI is available.
	

	Last visited registered TAI
	Not present
	TAI has been deleted after receiving ATTACH REJECT at step 4.
	


9.2.1.1.16
Attach / Rejected / EPS services not allowed in this PLMN
9.2.1.1.16.1
Test Purpose (TP)
(1)

with { UE has sent an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message }

ensure that {

  when { UE receives an ATTACH REJECT message with the reject cause set to "EPS services not allowed in this PLMN" }

    then { UE deletes any GUTI, last visited registered TAI, KSI and enters EMM-DEREGISTERED.PLMN-SEARCH state}

            }
(2)

with { UE in E-UTRA EMM-DEREGISTERED.PLMN-SEARCH state, and a PLMN is stored in the "forbidden PLMNs for GPRS service list" }

ensure that {

  when { UE detects a cell which belongs to a PLMN which is in the "forbidden PLMNs for GPRS service list" }

    then { UE doesn’t perform an attach procedure }

            }
(3)

with { UE in E-UTRA EMM-DEREGISTERED.PLMN-SEARCH state, and a PLMN is stored in the "forbidden PLMNs for GPRS service list" }

ensure that {

  when { UE detects a cell which belongs to a PLMN which is not in the "forbidden PLMNs for GPRS service list" }

    then { UE performs an attach procedure }

            }
(4)

with { UE is switched off when a PLMN is stored in the "forbidden PLMNs for GPRS service list" }

ensure that {

  when { UE is powered on a cell which belongs to this PLMN }

    then { UE performs an attach procedure }

            }
(5)

with { UE in E-UTRA EMM-DEREGISTERED.PLMN-SEARCH state, and a PLMN is stored in the "forbidden PLMNs for GPRS service list" }

ensure that {

  when { UE is in the cell which belongs to the rejected PLMN and when that PLMN is selected manually }

    then { UE performs an attach procedure }

9.2.1.1.16.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.301, clauses 5.5.1.2.5 and TS23.122, clause 3.1.

[TS24.301 clause 5.5.1.2.5]
If the attach request cannot be accepted by the network, the MME shall send an ATTACH REJECT message to the UE including an appropriate EMM cause value. If the attach procedure fails due to a default EPS bearer setup failure, an ESM procedure failure, or operator determined barring is applied on default EPS bearer context activation during attach procedure, the MME shall combine the ATTACH REJECT message with a PDN CONNECTIVITY REJECT message contained in the ESM message container information element. In this case the EMM cause value in the ATTACH REJECT message shall be set to #19 "ESM failure".

Upon receiving the ATTACH REJECT message, the UE shall stop timer T3410 and take the following actions depending on the EMM cause value received.

…
#14
(EPS services not allowed in this PLMN);


The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to subclause 5.1.3.3) and shall delete any GUTI, last visited registered TAI and KSI.


In S1 mode, the UE shall store the PLMN identity in the "forbidden PLMNs for GPRS service" list. Additionally, the UE shall enter state EMM-DEREGISTERED.PLMN-SEARCH. The UE shall perform a PLMN selection according to 3GPP TS 23.122 [6]. 


In S101 mode, the UE shall store the PLMN identity provided with the indication from the lower layers to prepare for an S101 mode to S1 mode handover in the list of "forbidden PLMNs for attach in S101 mode" and enter the state EMM-DEREGISTERED.NO-CELL-AVAILABLE.


If A/Gb mode or Iu mode is supported by the UE, the UE shall in addition handle the GMM parameters GMM state, GPRS update status, P-TMSI, P-TMSI signature, RAI, GPRS ciphering key sequence number and GPRS attach attempt counter as specified in 3GPP TS 24.008 [13] for the case when the normal attach procedure is rejected with the GMM cause with the same value.
…
[TS23.122 clause 3.1]
…
If a message with cause value "GPRS services not allowed in this PLMN" is received by an MS in response to an GPRS attach, GPRS detach, routing area update, attach or tracking area update request (see 3GPP TS 24.008 [23] and 3GPP TS 24.301 [23A]) from a VPLMN, that VPLMN is added to a list of "forbidden PLMNs for GPRS service" which is stored in the MS and thereafter that VPLMN will not be accessed by the MS for GPRS service when in automatic mode. This list is deleted when the MS is switched off or when the SIM is removed. A PLMN is removed from the list of "forbidden PLMNs for GPRS service" if, after a subsequent manual selection of that PLMN, there is a successful GPRS attach. The maximum number of possible entries in this list is implementation dependant, but must be at least one entry. The HPLMN (if the EHPLMN list is not present or is empty) or an EHPLMN (if the EHPLMN list is present) shall not be stored on the list of "forbidden PLMNs for GPRS service".

…
9.2.1.1.16.3
Test description

9.2.1.1.16.3.1
Pre-test conditions

System Simulator:

-
Cell G, Cell H and Cell I are configured according to Table 6.3.2.2-1 in [18].

-
Cell G and Cell H with MCC-1/MNC-2 (visited PLMN, different TAs)
-
Cell I with MCC-2/MNC-101 (visited PLMN)

-
The cells may not be simultaneously activated.

UE:

- 
The UE is configured to initiate EPS attach.

- 
The test USIM contains IMSI-1, GUTI-1 and TAI-1, and EPS update status is "EU1: UPDATED".

-
The "forbidden PLMNs for GPRS service list" is empty.

Preamble:

-
The UE is in state Switched OFF (state 1) according to clause [18].
9.2.1.1.16.3.2 Test procedure sequence

Table 9.2.1.1.16.3.2-1: Main Behaviour
	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS configures:

- Cell G as the "Serving cell".

- Cell H as a "Non-Suitable cell".

- Cell I as a "Non-Suitable cell".
	- 
	-
	-
	-

	-
	The following messages are to be observed on Cell G unless explicitly stated otherwise.
	-
	-
	-
	-

	2
	Void
	-
	-
	-
	-

	3
	The UE is switched on.
	-
	-
	-
	-

	4
	The UE transmits an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message.
	-->
	ATTACH REQUEST
	-
	-

	5
	The SS transmits an ATTACH REJECT message including EMM cause = "EPS services not allowed in this PLMN".
	<--
	ATTACH REJECT
	-
	-

	6
	The SS releases the RRC connection.
	-
	-
	-
	-

	7
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds?
	-->
	ATTACH REQUEST
	1
	F

	8
	The SS configures:

Cell G as a "Non-Suitable cell".

Cell H as the "Serving cell".

Note: Cell G and Cell H are in the different TAI – same PLMN.
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell H unless explicitly stated otherwise.
	-
	-
	-
	-

	9
	Void
	-
	-
	-
	-

	10
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds?
	-->
	ATTACH REQUEST
	2
	F

	11
	The SS configures:

Cell H as a "Non-Suitable cell".

Cell I as the "Serving cell".

Note: Cell G and Cell I are different PLMNs.
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell I unless explicitly stated otherwise.
	-
	-
	-
	-

	12
	Void
	-
	-
	-
	-

	13
	Check: Does the UE transmit an ATTACH REQUEST message including and a PDN CONNECTIVITY REQUEST message as specified?
	-->
	ATTACH REQUEST
	3
	P

	13A
	The SS completes the attach procedure successfully and then releases the RRC -connection by executing steps 5 to 17 of UE registration procedure in TS 36.508 clause 4.5.2.3.
	
	
	
	

	14 - 20
	Void
	-
	-
	-
	-

	21
	If possible (see ICS) switch off is performed. Otherwise the power is removed.
	-
	-
	-
	-

	22
	The SS configures

- Cell I as a "Non-Suitable cell".

- Cell G as the "Serving cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell G unless explicitly stated otherwise.
	-
	-
	-
	-

	23
	The UE is brought back to operation.
	
	
	
	

	24
	Void
	-
	-
	-
	-

	25
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds?
	-->
	ATTACH REQUEST
	4
	P

	26
	The SS transmits an ATTACH REJECT message including EMM cause = "EPS services not allowed in this PLMN".
	<--
	ATTACH REJECT
	-
	-

	27
	The user sets the UE in manual PLMN selection mode or requests a PLMN search.
	
	
	
	

	28
	The user selects PLMN (MCC-1/MNC-2)
	
	
	
	

	29
	Check: Does the UE transmit an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message as specified? 
	-->
	ATTACH REQUEST
	5
	P

	30
	The SS completes the attach procedure successfully and then releases the RRC -connection by executing steps 5 to 17 of UE registration procedure in TS 36.508 clause 4.5.2.3.
	-
	-
	-
	-

	-
	At the end of this test procedure sequence, the UE is in end state E-UTRA idle (E1) according to TS 36.508.
	-
	-
	-
	-


9.2.1.1.16.3.3
Specific message contents

Table 9.2.1.1.16.3.3-1: Message ATTACH REJECT (step 5, Table 9.2.1.1.16.3.2-1)

	Derivation path: 36.508 table 4.7.2-3 (Plain NAS message)

	Information Element
	Value/Remark
	Comment
	Condition

	EMM cause
	00001110
	#14 "EPS services not allowed in this PLMN " 
	

	ESM message container
	Not present
	
	


Table 9.2.1.1.16.3.3-2: Message ATTACH REQUEST (step 13 and step 29, Table 9.2.1.1.16.3.2-1)

	Derivation path: 36.508 table 4.7.2-4

	Information Element
	Value/Remark
	Comment
	Condition

	Old GUTI or IMSI
	IMSI-1
	GUTI has been deleted after receiving ATTACH REJECT at step 5 and step25; only  IMSI is available.
	

	Last visited registered TAI
	Not present
	TAI has been deleted after receiving ATTACH REJECT at step 5 and step26.
	


Table 9.2.1.1.16.3.3-3: Message ATTACH REJECT (step 26, Table 9.2.1.1.16.3.2-1)

	Derivation path: 36.508 table 4.7.2-3

	Information Element
	Value/Remark
	Comment
	Condition

	EMM cause
	00001110
	#14 "EPS services not allowed in this PLMN " 
	

	ESM message container
	Not present
	
	


9.2.1.1.17
Attach / Rejected / No suitable cells in tracking area

9.2.1.1.17.1
Test Purpose (TP)

(1)

with { the UE has sent an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message }

ensure that {

  when { the UE receives an ATTACH REJECT message with the EMM cause set to "No suitable cells in tracking area" }

    then { the UE set the EPS update status to EU3 ROAMING NOT ALLOWED, UE deletes any GUTI, last visited registered TAI and KSI and the UE enters the state EMM-DEREGISTERED.LIMITED-SERVICE and the UE stores the current TAI in the list of "forbidden tracking areas for roaming" }

            }

(2)

with { the UE is in EMM-DEREGISTERED.LIMITED-SERVICE state and the current TAI in the list of "forbidden tracking areas for roaming"}

ensure that {

  when { the UE re-selects a cell that belongs to the TAI where UE was rejected }

    then { the UE does not attempt to attach }

            }

(3)

with { the UE is in EMM-DEREGISTERED.LIMITED-SERVICE state and the current TAI in the list of "forbidden tracking areas for roaming" and KSI was deleted }

ensure that {

  when { in the same PLMN, the UE enters a cell which provides normal service and belongs to a tracking area not in the list of "forbidden tracking areas for roaming" }

    then { the UE attempts to attach with IMSI }

            }

(4)

with { the UE is in EMM-DEREGISTERED.LIMITED-SERVICE state and the current TAI in the list of "forbidden tracking areas for roaming"}

ensure that {

  when { there are cells in the same PLMN and other PLMN that provide normal service and belong to tracking areas not in the list of "forbidden tracking areas for roaming" }

    then { UE attempts to attach to the cell in the same PLMN }

            }

(5)

with { UE is in EMM-DEREGISTERED.LIMITED-SERVICE state and the list of "forbidden tracking areas for roaming" contains more than one TAI}

ensure that {

  when { UE re-selects a cell that belongs to one of the TAIs in the list of "forbidden tracking areas for roaming" }

    then { UE does not attempt to attach }

            }

(6)

with { UE is swithched off }

ensure that {

  when { UE is powered on in the cell belonging to the TAI which was in the list of "forbidden tracking areas for roaming" before the UE was swithed off }

    then { UE attempts to attach }

            } 

9.2.1.1.17.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.301, clauses 5.3.2, 5.5.1.2.2 and 5.5.1.2.5, and in TS 36.304 clause 5.2.4.4.

[TS 24.301, clause 5.3.2]

The UE shall store a list of "forbidden tracking areas for roaming", as well as a list of "forbidden tracking areas for regional provision of service". These lists shall be erased when the UE is switched off or when the UICC containing the USIM is removed, and periodically (with a period in the range 12 to 24 hours). 

...

In S1 mode, the UE shall update the suitable list whenever an ATTACH REJECT, TRACKING AREA UPDATE REJECT, SERVICE REJECT or DETACH REQUEST message is received with the EMM cause #12 "tracking area not allowed", #13 "roaming not allowed in this tracking area", or #15 "no suitable cells in tracking area".

Each list shall accommodate 40 or more TAIs. When the list is full and a new entry has to be inserted, the oldest entry shall be deleted.

...

[TS 24.301, clause 5.5.1.2.2]

In state EMM-DEREGISTERED, the UE initiates the attach procedure by sending an ATTACH REQUEST message to the MME, starting timer T3410 and entering state EMM-REGISTERED-INITIATED (see example in figure 5.5.1.2.2.1).

...

If the UE supports neither A/Gb mode nor Iu mode, the UE shall handle the Old GUTI or IMSI IE in the ATTACH REQUEST message as follows:

-
The UE shall include in the ATTACH REQUEST message a valid GUTI together with the last visited registered TAI, if available. If there is no valid GUTI available, the UE shall include the IMSI in the ATTACH REQUEST message.
If the UE supports A/Gb mode or Iu mode, the UE shall handle the Old GUTI or IMSI IE as follows:

...

-
If the TIN indicates "GUTI" or "RAT-related TMSI" and the UE holds a valid GUTI, the UE shall indicate the GUTI in the Old GUTI or IMSI IE.

...

-
Otherwise the UE shall include the IMSI in the Old GUTI or IMSI IE.

…
The UE shall send the ATTACH REQUEST message together with a PDN CONNECTIVITY REQUEST message contained in the ESM message container information element to request PDN connectivity.

...

[TS 24.301, clause 5.5.1.2.5]

If the attach request cannot be accepted by the network, the MME shall send an ATTACH REJECT message to the UE including an appropriate EMM cause value. 

...

Upon receiving the ATTACH REJECT message, the UE shall stop timer T3410 and take the following actions depending on the EMM cause value received.

...

#15
(No suitable cells in tracking area);

The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to subclause 5.1.3.3) and shall delete any GUTI, last visited registered TAI and KSI. Additionally, the UE shall reset the attach attempt counter.


In S1 mode, the UE shall store the current TAI in the list of "forbidden tracking areas for roaming" and enter the state EMM-DEREGISTERED.LIMITED-SERVICE. The UE shall search for a suitable cell in another tracking area or in another location area in the same PLMN according to 3GPP TS 36.304 [21].

...
[TS 36.304 subclause 5.2.4.4]

...

If the highest ranked cell is an intra-frequency or inter-frequency cell which is not suitable due to being part of the "list of forbidden TAs for roaming" or belonging to a PLMN which is not indicated as being equivalent to the registered PLMN, the UE shall not consider this cell and other cells on the same frequency, as candidates for reselection for a maximum of 300s. If the UE enters into state any cell selection, any limitation shall be removed. If the UE is redirected under E-UTRAN control to a frequency for which the timer is running, any limitation on that frequency shall be removed.

...
9.2.1.1.17.3
Test description

9.2.1.1.17.3.1
Pre-test conditions

System Simulator:

-
Cell I, Cell J, Cell K and Cell L are configured according to Table 6.3.2.2-1 in [18] (maximum 3 cells are simultaneously active):

-
Cell I and Cell K (visited PLMN, same TA)

- 
Cell L (same visited PLMN, another TA)

-
Cell J (another VPLMN).

NOTE:
Different types of UE may use different methods to periodically clear the list of forbidden areas (e.g. every day at 12 am) for roaming. If the list is cleared while the test is being run, it may be necessary to re-run the test.

UE:

- 
The UE is configured to initiate EPS attach.

- 
The USIM contains IMSI-1, GUTI-1 and TAI-1  and EPS update status is "EU1: UPDATED".

Preamble:

-
The UE is in state Switched OFF (state 1) according to clause [18].

9.2.1.1.17.3.2
Test procedure sequence

Table 9.2.1.1.17.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS configures:

Cell I as the "Serving cell",

Cell K as a "Suitable Neighbour cell",

Cell L as a "Non-Suitable Off cell",

Cell J as a "Non-Suitable Off cell".
	- 
	-
	-
	-

	-
	The following messages are to be observed on Cell I unless explicitly stated otherwise.
	-
	-
	-
	-

	2
	The UE is switched on.
	-
	-
	-
	-

	3
	The UE transmits an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message. 
	-->
	ATTACH REQUEST
	-
	-

	4
	The SS transmits an ATTACH REJECT message, 

EMM cause = “No suitable cells in tracking area”.

(The list of “forbidden tracking areas for roaming” in the UE should now contain TAI-9)
	<--
	ATTACH REJECT
	-
	-

	5
	The SS releases the RRC connection.
	-
	-
	-
	-

	6
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds on Cell I or Cell K?
	-->
	ATTACH REQUEST
	1
	F

	7
	The SS reconfigures:

Cell I as a "Suitable neighbour cell",

Cell K as the "Serving cell",

Cell L as a "Non-Suitable Off cell",

Cell J as a "Non-Suitable Off cell ".
	- 
	-
	-
	-

	8
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds on Cell K or Cell I?
	-->
	ATTACH REQUEST
	2
	F

	9
	The SS reconfigures:

Cell I as a " Non-Suitable Off cell",

Cell K is the "Serving cell",

Cell L as a "Suitable Neighbour cell",

Cell J as a "Suitable Neighbour cell".
	- 
	-
	-
	-

	10
	Check: Does the UE transmit an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message as specified on Cell L? 
	-->
	ATTACH REQUEST
	3, 4
	P

	11
	The SS transmits an ATTACH REJECT message, EMM cause = “Tracking area not allowed”.

(The list of “forbidden tracking areas for roaming” in the UE should now contain TAI-9 and TAI-11)
	<--
	ATTACH REJECT
	-
	-

	12
	The SS releases the RRC connection.
	-
	-
	-
	-

	13
	The SS reconfigures:

Cell I as the "Serving cell".

Cell K as a “Non-Suitable Off cell”,

Cell L as a " Suitable Neighbour cell",

Cell J as a "Non-Suitable Off cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell I unless explicitly stated otherwise.
	-
	-
	-
	-

	14
	Check: Does the UE transmit the ATTACH REQUEST message in the next 30 seconds? 
	-->
	ATTACH REQUEST
	5
	F

	15
	If possible (see ICS) switch off is performed. Otherwise the power is removed.
	-
	-
	-
	-

	16
	The UE is brought back to operation.
	-
	-
	-
	-

	17
	Void
	-
	-
	-
	-

	18
	Check: Does the UE transmit an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message? 
	-->
	ATTACH REQUEST
	6
	P

	18A
	The SS completes the attach procedure successfully and then releases the RRC -connection by executing steps 5 to 17 of UE registration procedure in TS 36.508 clause 4.5.2.3.
	-
	-
	-
	-

	19 - 24 
	Void
	-
	-
	-
	-

	-
	At the end of this test procedure sequence, the UE is in end state E-UTRA idle (E1) according to TS 36.508.
	-
	-
	-
	-


9.2.1.1.17.3.3
Specific message contents
Table 9.2.1.1.17.3.3-1: Message ATTACH REJECT (step 4 and 11 Table 9.2.1.1.17.3.2-1)

	Derivation Path: TS 36.508 Table 4.7.2-3

	Information Element
	Value/remark
	Comment
	Condition

	Security header type
	0000
	“No security protection”
	

	EMM cause
	0000 1111 
	#15 “No suitable cells in tracking area” 
	

	ESM message container
	Not present 
	
	


Table 9.2.1.1.17.3.3-2: Message ATTACH REQUEST (step 10 Table 9.2.1.1.17.3.2-1)

	Derivation Path: TS 36.508 Table 4.7.2-4

	Information Element
	Value/remark
	Comment
	Condition

	NAS key set identifier
	111
	"No key is available"
	

	Old GUTI or IMSI
	IMSI-1
	GUTI has been deleted after receiving ATTACH REJECT at step 4; only IMSI is available.
	

	Last visited registered TAI
	Not present
	TAI has been deleted after receiving ATTACH REJECT at step 4.
	


9.2.1.1.18
Attach / Rejected / Not authorized for this CSG
9.2.1.1.18.1
Test Purpose (TP)
(1)

with { UE has sent an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message }

ensure that {

  when { UE receives an ATTACH REJECT message with the reject cause set to " Not authorized for this CSG " }

    then { UE shall remove the CSG ID from the allowed CSG list and search for a suitable cell in the same PLMN }

            }

(2)

with { UE in state EMM-REGISTERED and EMM-IDLE mode and the CSG ID is removed from the Allowed CSG list }

ensure that {
  when { UE detects entering new tracking areas not included in the TAI list }

    then { UE attempts to enter a normal cell and does not choose a cell which not included in the allowed CSG list }

        }
9.2.1.1.18.2
Conformance requirements

References: The conformance requirements covered in the current TC are specified in: TS 24.301, clause 5.5.1.2.5.
[TS 24.301, clause 5.5.1.2.5]
#25
(Not authorized for this CSG);


Cause #25 is only applicable when received from a CSG cell. Cause #25 received from a non-CSG cell is considered as an abnormal case and the behaviour of the UE is specified in subclause 5.5.1.2.6.


If the ATTACH REJECT message with cause #25 was received without integrity protection, then the UE shall discard the message.


The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to subclause 5.1.3.3). Additionally, the UE shall reset the attach attempt counter and shall enter the state EMM-DEREGISTERED.LIMITED-SERVICE.


The UE shall remove the CSG ID of the cell where the UE has sent the ATTACH REQUEST message from the Allowed CSG list.


The UE shall search for a suitable cell in the same PLMN according to 3GPP TS 36.304 [21].


If A/Gb mode or Iu mode is supported by the UE, the UE shall in addition handle the GMM parameters GMM state, GPRS update status and GPRS attach attempt counter as specified in 3GPP TS 24.008 [13] for the case when the normal attach procedure is rejected with the GMM cause with the same value.
9.2.1.1.18.3
Test description

9.2.1.1.18.3.1
Pre-test conditions

System Simulator:
-
Cell A , Cell B, Cell C.

-
Cell A(TAC1, frequency 1,  not a CSG cell)

\-
Cell B(TAC2, frequency 1,  is a CSG cell)

,-
Cell C(TAC3, frequency 2,  not a CSG cell)

UE: 
- 
The UE is configured to initiate EPS attach.

-
The UE has a valid GUTI (GUTI-1).
- 
The test USIM contains IMSI1, GUTI1 and TAI1, and EPS update status is "EU1: UPDATED".

-
The test USIM contains a allowed CSG list which include CSG ID of Cell B.
-
The UE has a valid security context.
Preamble:

-
The UE is in state Switched OFF (state 1) according to clause [18].

9.2.1.1.18.3.2
Test procedure sequence
Table 9.2.1.1.18.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS configures:

- Cell A as a "Not Suitable cell".

- Cell B as a "Serving cell".
- Cell C as a "Not Suitable cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell B unless explicitly stated otherwise.
	-
	-
	-
	-

	2
	The UE is switched on.
	-
	-
	-
	-

	3
	UE initiate attach procedure and send ATTACH REQUEST including a PDN CONNECTIVITY REQUEST message. 
	-->
	ATTACH REQUEST
	-
	-

	4
	The SS transmits an ATTACH REJECT message with EMM cause = " Not authorized for this CSG " as specified.
	<--
	ATTACH REJECT
	-
	-

	5
	 The SS releases the RRC connection.
	-
	-
	-
	-

	6
	The SS configures:

- Cell A as a " Not Suitable cell".

- Cell B as a " Serving cell".
- Cell C as a " Suitable cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell C unless explicitly stated otherwise.
	-
	-
	-
	-

	7
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds? 
Note: The UE shall search for a suitable cell in the same PLMN
	-->
	ATTACH REQUEST
	1
	P

	8
	The SS transmits an AUTHENTICATION REQUEST message to initiate the EPS authentication and AKA procedure.
	<--
	AUTHENTICATION REQUEST
	-
	-

	9
	The UE transmits an AUTHENTICATION RESPONSE message and establishes mutual authentication.
	-->
	AUTHENTICATION RESPONSE
	-
	-

	10
	The SS transmits a NAS SECURITY MODE COMMAND message to activate NAS security.
	<--
	SECURITY MODE COMMAND
	-
	-

	11
	The UE transmits a NAS SECURITY MODE COMPLETE message and establishes the initial security configuration.
	-->
	SECURITY MODE COMPLETE
	-
	-

	-
	EXCEPTION: Steps 12a1 to 12a2 describe behaviour that depends on UE configuration.
	-
	-
	-
	-

	12a1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options and/or APN.
	<--
	ESM INFORMATION REQUEST
	-
	-

	12a2
	The UE transmits an ESM INFORMATION RESPONSE message to transfer protocol configuration options and/or APN.
	-->
	ESM INFORMATION RESPONSE
	-
	-

	13
	SS responds with ATTACH ACCEPT message. The ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message is piggybacked in ATTACH ACCEPT message. 
	<--
	ATTACH ACCEPT
	-
	-

	-
	EXCEPTION: In parallel to the event described in step14 below the generic procedure for IP address allocation in the U-plane specified in TS 36.508 subclause 4.5A.1 takes place performing IP address allocation in the U-plane if requested by the UE.
	-
	-
	-
	-

	14
	The UE transmit an ATTACH COMPLETE message including an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message.
	-->
	ATTACH COMPLETE
	-
	-

	15
	The SS configures:

- Cell A as a "Non-Suitable cell".

- Cell B as the "Serving cell".
- Cell C as a "Not Suitable cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell B unless explicitly stated otherwise.
	-
	-
	-
	-

	16
	Check: does the UE transmits a TRACKING AREA UPDATE REQUEST message in the next 30 seconds?
	-->
	TRACKING AREA UPDATE REQUEST
	2
	F

	17
	The SS configures:

- Cell A as a " Serving cell".

- Cell B as the "Not Suitable cell".
- Cell C as a " Non-Suitable cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell A unless explicitly stated otherwise.
	-
	-
	-
	-

	18
	Check: does the UE transmits a TRACKING AREA UPDATE REQUEST message in the next 30 seconds?
	-->
	TRACKING AREA UPDATE REQUEST
	2
	P

	19
	The SS transmits a TRACKING AREA UPDATE ACCEPT message.
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	20
	The UE transmits a TRACKING AREA UPDATE COMPLETE message.
	-->
	TRACKING AREA UPDATE COMPLETE
	-
	-


9.2.1.1.18.3.3
Specific message contents
Table 9.2.1.1.18.3.3-1: Message ATTACH REJECT (step 4, Table 9.2.1.1.18.3.2-1)

	Derivation path: 36.508 table 4.7.2-3

	Information Element
	Value/Remark
	Comment
	Condition

	Security header type
	0000
	" Plain NAS message, not security protected "
	

	EMM cause
	00011001
	#25 " Not authorized for this CSG "
	

	ESM message container
	Not present
	
	


Table 9.2.1.1.18.3.3-2: SystemInformationBlockType1 for Cell A, B, C(Pre-test conditions and all steps in Table 9.2.1.1.18.3.2-1)
	Derivation Path: 36.508 clause 4.4.3-2

	Information Element
	Value/remark
	Comment
	Condition

	SystemInformationBlockType1 ::= SEQUENCE {
	
	
	

	  cellAccessRelatedInfo SEQUENCE {
	
	
	

	    csg-Indication
	TRUE
	
	Cell B

	
	FALSE
	
	Cell A

	
	FALSE
	
	Cell C

	    csg-Identity
	Not present
	
	Cell A

	
	Not present
	
	Cell C

	  
	'000 0000 0000 0000 0000 0000 0010'B
	
	Cell B


9.2.1.1.19
Attach / Abnormal case / Failure due to non integrity protection

9.2.1.1.19.1
Test Purpose (TP)

(1)

with { UE has not performed NAS security mode control procedure }

ensure that {

  when { UE receives an ATTACH ACCEPT messages without NAS integrity protection }

    then { UE discards this message }

            }

(2)

with { a valid NAS security context exists and the NAS security mode control procedure has been successfully completed in the network and the UE }

ensure that {

  when { UE receives a NAS signalling message without integrity protection }

    then { UE discards this NAS signalling message }

            }

(3)

with { a valid NAS security context exists and the NAS security mode control procedure has been successfully completed in the network and the UE }

ensure that {

  when { UE receives a security protected NAS signalling message with the Message authentication code set to an incorrect value  }

    then { UE discards this NAS signalling message }

            }
(4)

with { a valid NAS security context exists and the NAS security mode control procedure has been successfully completed in the network and the UE }

ensure that {

  when { UE receives a NAS signalling message with integrity protection }

    then { UE sends the response as a security protected NAS message }

            }
9.2.1.1.19.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.301, clauses 4.4.4.1, 4.4.4.2 and 5.5.2.2.

[TS 24.301, clause 4.4.4.1]

For the UE, integrity protected signalling is mandatory for the NAS messages once a valid EPS security context exists and has been taken into use. For the network, integrity protected signalling is mandatory for the NAS messages once a secure exchange of NAS messages has been established for the NAS signalling connection. Integrity protection of all NAS signalling messages is the responsibility of the NAS. It is the network which activates integrity protection.

…
[TS 24.301, clause 4.4.4.2]

Except the messages listed below, no NAS signalling messages shall be processed by the receiving EMM entity in the UE or forwarded to the ESM entity, unless the secure exchange of NAS messages has been established for the NAS signalling connection:

-
EMM messages:

-
IDENTITY REQUEST (if requested identification parameter is IMSI);

-
AUTHENTICATION REQUEST;

-
AUTHENTICATION REJECT;

-
ATTACH REJECT;

-
DETACH REQUEST;

-
DETACH ACCEPT (for non switch off);

-
TRACKING AREA UPDATE REJECT;

-
SERVICE REJECT.

NOTE:
These messages are accepted by the UE without integrity protection, as in certain situations they are sent by the network before security can be activated.

All ESM messages are integrity protected.

Once the secure exchange of NAS messages has been established, the receiving EMM or ESM entity in the UE shall not process any NAS signalling messages unless they have been successfully integrity checked by the NAS. If NAS signalling messages, having not successfully passed the integrity check, are received, then the NAS in the UE shall discard that message. If any NAS signalling message is received as not integrity protected even though the secure exchange of NAS messages has been established by the network, then the NAS shall discard this message.
[TS 24.301, clause 5.5.2.2.1]

...

If the UE is to be switched off, the UE shall:
-
delete the current EPS security context stored in the UE as specified in annex C, if it is a mapped EPS security context;

-
store the native EPS security context (if it is valid), as specified in annex C; and

-
try for a period of 5 seconds to send the DETACH REQUEST message. During this period, the UE may be switched off as soon as the DETACH REQUEST message has been sent.

...

9.2.1.1.19.3
Test description

9.2.1.1.19.3.1
Pre-test conditions

System Simulator:

-
Cell A is configured according to Table 6.3.2.2-1 in [18].

-
Cell A belongs to TAI-1
UE:

-
The test USIM contains GUTI-1 and TAI-1, and EPS update status is "EU1: UPDATED".
- 
The UE is configured to initiate EPS attach.
Preamble:

-
The UE is  in state Switched OFF (state 1) according to [18].

9.2.1.1.19.3.2
Test procedure sequence

Table 9.2.1.1.19.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The UE is switched on.
	-
	-
	-
	-

	2
	The UE transmits an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message.

Note:
The ATTACH REQUEST message shall be sent as a security protected NAS message (see TS 24.301 – clause 9.1).
	-->
	ATTACH REQUEST
	-
	-

	-
	EXCEPTION: Steps 2Aa1 to 2Aa2 describe behaviour that depends on UE configuration; the "lower case letter" identifies a step sequence that take place if the UE has ESM information which needs to be transferred.
	-
	-
	-
	-

	2Aa1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options and/or APN.
	<--
	ESM INFORMATION REQUEST
	-
	-

	2Aa2
	The UE transmits an ESM INFORMATION RESPONSE message to transfer protocol configuration options and/or APN.
	-->
	ESM INFORMATION RESPONSE
	-
	-

	3
	The SS transmits an ATTACH ACCEPT although UE has not successfully completed any NAS security mode control procedure.

Note:
The ATTACH  ACCEPT message is sent as a plain NAS message (see TS 24.301 – clause 9.1).
	<--
	ATTACH ACCEPT
	-
	-

	4
	Check: Does the UE transmit an ATTACH COMPLETE message within the next 1s?

Note: the UE discards ATTACH ACCEPT message without security protection
	-->
	ATTACH COMPLETE
	1
	F

	5
	The SS transmits an AUTHENTICATION REQUEST message to initiate the EPS authentication and AKA procedure.
	<--
	AUTHENTICATION REQUEST
	-
	-

	6
	The UE transmits an AUTHENTICATION RESPONSE message to establish mutual authentication.
	-->
	AUTHENTICATION RESPONSE
	-
	-

	7
	The SS transmits a SECURITY MODE COMMAND message to activate NAS security.
	<--
	SECURITY MODE COMMAND
	-
	-

	8
	The UE transmits a SECURITY MODE COMPLETE message and establishes the initial security configuration.
	-->
	SECURITY MODE COMPLETE
	-
	-

	9
	The SS transmits an ATTACH ACCEPT without integrity protection.

Note: The ATTACH  ACCEPT message is sent as a plain NAS message (see TS 24.301 – clause 9.1).
	<--
	ATTACH ACCEPT
	-
	-

	10
	Check: Does the UE transmit an ATTACH COMPLETE message within the next 1s?

Note: the UE discards ATTACH ACCEPT message without security protection
	-->
	ATTACH COMPLETE
	2
	F

	11
	The SS transmits an ATTACH ACCEPT with integrity protection with the Message authentication code set to an incorrect value.

Note: The ATTACH  ACCEPT message is sent as a security protected NAS message (see TS 24.301 – clause 9.1).
	<--
	ATTACH ACCEPT
	-
	-

	12
	Check: Does the UE transmit an ATTACH COMPLETE message within the next 1s?

Note: the UE discards ATTACH ACCEPT message because the integrity check is failed.
	-->
	ATTACH COMPLETE
	3
	F

	13
	The SS transmits an ATTACH ACCEPT message including an ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST. 

Note: The ATTACH  ACCEPT message is sent as a security protected NAS message (see TS 24.301 – clause 9.1).

Nota 1: SS allocates a PDN address of a PDN type which is compliant with from the PDN type requested by the UE.
	<--
	ATTACH ACCEPT
	-
	-

	-
	EXCEPTION: In parallel to the event described in step 14 below the generic procedure for IP address allocation in the U-plane specified in TS 36.508 subclause 4.5A.1 takes place performing IP address allocation in the U-plane if requested by the UE.
	-
	-
	-
	-

	14
	Check: Does the UE transmit an ATTACH COMPLETE message including a ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message as specified?

Note:
The ATTACH  COMPLETE message is sent as a security protected NAS message (see TS 24.301 – clause 9.1).
	-->
	ATTACH COMPLETE
	4
	P

	15
	The SS releases the RRC connection.
	-
	-
	-
	-

	16
	Check : Does the test results of CALL generic procedure [18] indicate that the UE is in E-UTRA EMM-REGISTERED state with S-TMSI-2?

Note:
This step verifies that the UE has correctly stored the GUTI-4 which was included in the protected ATTACH ACCEPT  messages.
	-
	-
	4
	-

	-
	At the end of this test procedure sequence, the UE is in end state E-UTRA idle (E1) according to TS 36.508.
	-
	-
	-
	-


9.2.1.1.19.3.3
Specific message contents

Table 9.2.1.1.19.3.3-1: Message ATTACH ACCEPT (steps 3 and 9, Table 9.2.1.1.19.3.2-1)

	Derivation path: 36.508 table 4.7.2-1 (Plain NAS message)

	Information Element
	Value/Remark
	Comment
	Condition

	GUTI
	GUTI-2
	The SS chooses a value different from GUTI-1.
	


NOTE:
This message is voluntarily sent as a plain NAS message (see TS 24.301 – clause 9.1).

Table 9.2.1.1.19.3.3-2: Message SECURITY PROTECTED NAS MESSAGE (step 11, Table 9.2.1.1.19.3.2-1)

	Derivation path: 36.508 table 4.7.1 -1 with condition CIPHERED

	Information Element
	Value/Remark
	Comment
	Condition

	Message authentication code
	Incorrect value
	The SS chooses an incorrect value which fails integrity checks.

(e.g. 00000000)
	

	NAS message
	ATTACH ACCEPT (see table 9.2.1.1.19.3.3-3)
	
	


Table 9.2.1.1.19.3.3-3: Message ATTACH ACCEPT (step 11, Table 9.2.1.1.19.3.2-1)

	Derivation path: 36.508 table 4.7.2-1 (Security protected NAS message)

	Information Element
	Value/Remark
	Comment
	Condition

	GUTI
	GUTI-3
	The SS chooses a value different from GUTI-1 and GUTI-2.
	


Table 9.2.1.1.19.3.3-4: Message ATTACH ACCEPT (step 13, Table 9.2.1.1.19.3.2-1)

	Derivation path: 36.508 table 4.7.2-1 (Security protected NAS message)

	Information Element
	Value/Remark
	Comment
	Condition

	GUTI
	GUTI-4
	The SS chooses a value different from GUTI-1, GUTI-2 and GUTI-3.
	


9.2.1.1.20
Attach / Abnormal case / Access barred because of access class barring or NAS signalling connection establishment rejected by the network

9.2.1.1.20.1
Test Purpose (TP)

(1)

with { UE switched-on, and not yet attached to EPS }

ensure that {

  when { Access is barred for signalling in the cell UE is camping [Access Class barred in System information] }

    then { the UE will not initiate any Attach procedure on the current cell }

}

(2)

with { UE switched-on, and not yet attached to EPS }

ensure that {

  when { Access is barred for signalling in the cell UE is camping [T302 runiing due to RRCConnectionReject message reception] }

    then { the UE will not initiate any Attach procedure on the current cell }

}

(3)

with { UE switched-on, and not yet attached to EPS }

ensure that {

  when { Access is not barred for signalling in the cell UE is camping }

    then { the UE will initiate Attach procedure on the current cell }

}
(4)

with { UE switched-on, and not yet attached to EPS }

ensure that {

  when { Access was barred for signalling in the cell and UE has reselected an new cell where access for "signalling" is granted }

    then { the UE will initiate Attach procedure on the new cell }

}

9.2.1.1.20.2
Conformance requirements

References: The conformance requirements covered in the current TC are specified in: TS 24.301, clause 5.5.1.2.6 and TS 36.331, clause 5.3.3.2

[TS 24.301, clause 5.5.1.2.6]

The following abnormal cases can be identified:

a)
Access barred because of access class barring or NAS signalling connection establishment rejected by the network

If access is barred for "signalling" (see 3GPP TS 36.331 [22]), the attach procedure shall not be started. The UE stays in the current serving cell and applies the normal cell reselection process. The attach procedure is started as soon as possible, i.e. when access for "signalling" is granted on the current cell or when the UE moves to a cell where access for "signalling" is granted.

[TS 36.331, clause 5. 3.3.2]

1>
else (the UE is establishing the RRC connection for mobile originating signalling):

2>
if timer T302 or T305 is running:

3>
consider access to the cell as barred;
2>
else if SystemInformationBlockType2 includes the ac-BarringInformation and the ac-BarringForMO-Signalling is present:

3>
if the UE has one or more Access Classes, as stored on the USIM, with a value in the range 11..15, which is valid for the UE to use according to TS 22.011 [10] and TS 23.122 [11], and

3>
for at least one of these Access Classes the corresponding bit in the ac-BarringForSpecialAC contained in ac-BarringForMO-Signalling is set to zero:

4>
consider access to the cell as not barred;

3>
else:

4>
draw a random number ‘rand’ uniformly distributed in the range: 0 ≤ rand < 1;
4>
if ‘rand’ is lower than the value indicated by accessProbabilityFactor included in accessBarringForSignalling:

5>
consider access to the cell as not barred;

4>
else:

5>
consider access to the cell as barred;

2>
else:

3>
consider access to the cell as not barred;
9.2.1.1.20.3
Test description

9.2.1.1.20.3.1
Pre-test conditions

System Simulator:

-
Cell I and Cell K are configured according to Table 6.3.2.2-1 in [18].
-
Cell I and Cell K belongs to TAI-9(home PLMN)
UE:

- 
The UE is configured to initiate EPS attach.

-
The test USIM contains a valid GUTI1 and TAI9, and EPS update status is "EU1: UPDATED".

Preamble:

-
The UE is in state Switched OFF (state 1) according to [18].

9.2.1.1.20.3.2
Test procedure sequence

Table 9.2.1.1.1.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS set the cell type of cell I to the ''Serving cell'', set the cell type of cell K to the '' Non- Suitable cell'', and set SystemInformationBlockType2 parameters as described below.

The UE is switched on.
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell I unless explicitly stated otherwise.
	-
	-
	-
	-

	2
	Check: for 5 seconds if UE initiates Attach procedure and hence transmits RRC Connection Request?
	-
	-
	1
	F

	3
	The SS transmits a Paging message including systemInfoModification.
	-
	-
	-
	-

	4
	The SS changes SystemInformationBlockType2 parameters to default parameters defined in [18].
	-
	-
	-
	-

	5
	The UE transmits RRC Connection Request
	-
	-
	-
	-

	6
	SS responds with RRCConnectionReject message with IE waitTime set to 10 seconds(Max Value).
	-
	-
	-
	-

	7
	Check: for 10 seconds if UE initiates Attach procedure and hence transmits RRC Connection Request?
	-
	-
	2
	F

	8
	Check: Does the UE transmit an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message?
	-->
	ATTACH REQUEST
	3
	P

	9
	The SS transmits an AUTHENTICATION REQUEST message to initiate the EPS authentication and AKA procedure.
	<--
	AUTHENTICATION REQUEST
	-
	-

	10
	The UE transmits an AUTHENTICATION RESPONSE message and establishes mutual authentication.
	-->
	AUTHENTICATION RESPONSE
	-
	-

	11
	The SS transmits a NAS SECURITY MODE COMMAND message to activate NAS security.
	<--
	SECURITY MODE COMMAND
	-
	-

	12
	The UE transmits a NAS SECURITY MODE COMPLETE message and establishes the initial security configuration.
	-->
	SECURITY MODE COMPLETE
	-
	-

	-
	EXCEPTION: Steps 12Aa1 to 12Aa2 describe behaviour that depends on UE configuration; the "lower case letter" identifies a step sequence that take place if the UE has ESM information which needs to be transferred.
	-
	-
	-
	-

	12Aa1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options and/or APN.
	<--
	ESM INFORMATION REQUEST
	-
	-

	12Aa2
	The UE transmits an ESM INFORMATION RESPONSE message to transfer protocol configuration options and/or APN.
	-->
	ESM INFORMATION RESPONSE
	-
	-

	13
	SS responds with ATTACH ACCEPT message including a valid TAI list. The ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message is piggybacked in ATTACH ACCEPT message

Note: The IP addresses of the UE are not allocated in this test so PDN address is not included in the message.. 
	<--
	ATTACH ACCEPT
	-
	-

	14
	Check: does the UE transmit an ATTACH COMPLETE message including an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message?
	-->
	ATTACH COMPLETE
	-
	-

	15
	The SS releases the RRC connection.
	-
	-
	-
	-

	16
	The UE is switched off.
	-
	-
	-
	-

	17
	The SS set the cell type of cell I to the ''Serving cell'', set the cell type of cell K to the '' Non- Suitable cell'', and set SystemInformationBlockType2 parameters as described below.

The UE is switched on.
	-
	-
	-
	-

	18
	Check: for 5 seconds if UE initiates Attach procedure and hence transmits RRC Connection Request?
	-
	-
	1
	F

	19
	The SS set the cell type of cell K to the '' Suitable cell''.
	
	
	
	

	-
	The following messages are to be observed on Cell K unless explicitly stated otherwise.
	-
	-
	-
	-

	20
	Check: Does the UE transmit an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message?
	-->
	ATTACH REQUEST
	4
	P

	21
	The attach procedure is completed and the RRC connection is released by executing steps 5 to 17 of TS 36.508 sub clause 4.5.2.3.
	-
	-
	-
	-


9.2.1.1.20.3
Specific message contents
Table 9.2.1.1.20.3.3-1: SystemInformationBlockType2 for Cell AI (preamble)

	Derivation Path: 36.508, Table 4.4.3.3-1

	Information Element
	Value/remark
	Comment
	Condition

	SystemInformationBlockType2 ::= SEQUENCE {
	
	
	

	  accessBarringInformation SEQUENCE {
	
	
	

	    accessBarringForEmergencyCalls
	FALSE
	
	

	    accessBarringForSignalling SEQUENCE {
	
	
	

	      accessProbabilityFactor
	p00
	
	

	      accessBarringTime
	s4
	
	

	      accessClassBarringList SEQUENCE (SIZE (maxAC)) OF SEQUENCE {
	5 entries
	
	

	        accessClassBarring[1]
	TRUE
	
	

	        accessClassBarring[2]
	TRUE
	
	

	        accessClassBarring[3]
	TRUE
	
	

	        accessClassBarring[4]
	TRUE
	
	

	        accessClassBarring[5]
	TRUE
	
	

	      }
	
	
	

	    }
	
	
	

	    accessBarringForOriginatingCalls
	Not present
	
	

	  }
	
	
	

	}
	
	
	


9.2.1.1.21
Attach / Abnormal case / Success after several attempts due to no network response

9.2.1.1.21.1
Test Purpose (TP)

(1)

with { UE has sent an ATTACH REQUEST message and started T3410 timer}

ensure that {

  when { T3410 timer epires }

    then { the UE release NAS signalling connection locally}

}

(2)

with { UE has sent an ATTACH REQUEST message and T3410 timer expired}

ensure that {

  when { T3411 timer epires and attach attempt counter is less than 5 }

    then { the UE restarts the attach procedure}

(3)

with { UE has sent an ATTACH REQUEST message }

ensure that {

  when { Lower Layer failure (RRC Connection is released) before the ATTACH ACCEPT or ATTACH REJECT message is received, T3411 has expired and attach attempt counter is less than 5}

    then { the UE restarts the attach procedure }

}

9.2.1.1.21.2
Conformance requirements

References: The conformance requirements covered in the current TC are specified in: TS 24.301, clause 5.5.1.2.6 & 10.2

[TS 24.301, clause 5.5.1.2.6]

The following abnormal cases can be identified:

…

b)
Lower layer failure or release of the NAS signalling connection before the ATTACH ACCEPT or ATTACH REJECT message is received


The attach procedure shall be aborted, and the UE shall proceed as described below.

c)
T3410 timeout


The UE shall abort the attach procedure and proceed as described below. The NAS signalling connection shall be released locally.

…

For the cases b, c, and d the UE shall proceed as follows:

-
Timer T3410 shall be stopped if still running. The attach attempt counter shall be incremented, unless it was already set to 5.

If the attach attempt counter is less than 5:

· timer T3411 is started and the state is changed to EMM-DEREGISTERED.ATTEMPTING-TO-ATTACH. When timer T3411 expires the attach procedure shall be restarted.

[TS 24.301, clause 10.2]

Table 10.2.1: EPS mobility management timers – UE side

	TIMER NUM.
	TIMER VALUE
	STATE
	CAUSE OF START
	NORMAL STOP
	ON 
EXPIRY

	…
	
	
	
	
	

	T3410
	15s
	EMM-REGISTERED-INITIATED
	ATTACH REQUEST sent
	ATTACH ACCEPT received

ATTACH REJECT received
	Start T3411 or T3402 as described in subclause 5.5.1.2.6

	T3411
	10s
	EMM-DEREGISTERED. ATTEMPTING-TO-ATTACH

EMM-REGISTERED. ATTEMPTING-TO-UPDATE
	At attach failure due to lower layer failure, T3410 timeout or attach rejected with other EMM cause values than those treated in subclause 5.5.1.2.5.

At tracking area updating failure due to lower layer failure, T3430 timeout or TAU rejected with other EMM cause values than those treated in subclause 5.5.3.2.5.
	ATTACH REQUEST sent

TRACKING AREA UPDATE REQUEST sent
	Retransmission of the ATTACH REQUEST or TRACKING AREA UPDATE REQUEST


9.2.1.1.21.3
Test description

9.2.1.1.21.3.1
Pre-test conditions

System Simulator:

-
Cell A 

-
Cell A is the serving cell with TAI1 (PLMN1+TAC1);

UE:

- 
The UE is configured to initiate EPS attach.

-
The test USIM is inserted.

Preamble:

-
The UE is in state Switched OFF (state 1) according to [18].

9.2.1.1.21.3.2
Test procedure sequence

Table 9.2.1.1.21.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The UE is switched on.
	-
	-
	-
	-

	2
	The UE transmit an ATTACH REQUEST message.
	-->
	ATTACH REQUEST
	-
	-

	3
	The SS waits 20 seconds (15 seconds T3410 and 5 seconds half of T3411).
	-
	
	-
	-

	4
	SS transmits an IDENTITY REQUEST message requesting IMSI in the IE Identity type
	<--
	IDENTITY REQUEST
	-
	-

	
	Exception: In parallel with steps 5 and 6, the parallel behaviour defined in table 9.2.1.1.1.3.2-2 is running.
	
	
	
	

	5
	The SS waits 5 seconds (half of T3411)
	-
	-
	-
	-

	6
	Check: The UE transmit an ATTACH REQUEST message?
	-->
	ATTACH REQUEST
	2
	P

	7
	The SS releases the RRC connection.
	
	
	
	

	8
	The SS waits 10 seconds (T3411).
	
	
	
	

	9
	Check: The UE transmits an ATTACH REQUEST message?
	-->
	ATTACH REQUEST
	3
	P

	10
	The attach procedure is completed and the RRC connection is released by executing steps 5 to 17 of TS 36.508 sub clause 4.5.2.3.
	-
	-
	-
	-


Table 9.2.1.1.21.3.2-2 : Parallel behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Check: Does the UE sends an IDENTITY RESPONSE message?
	-->
	IDENTITY RESPONSE
	1
	F


9.2.1.1.21.3.3
Specific message contents
None

9.2.1.1.22
Attach / Abnormal case / Unsuccessful attach after 5 attempts

9.2.1.1.22.1
Test Purpose (TP)

(1)

with { UE has sent an ATTACH REQUEST message }

ensure that {

  when { T3411 has expired and attach attempt counter is equal to 5}

    then { the UE stops attach attempts and starts timer T3402 }

}

9.2.1.1.22.2
Conformance requirements

References: The conformance requirements covered in the current TC are specified in: TS 24.301, clause 5.5.1.2.6 & 10.2

[TS 24.301, clause 5.5.1.2.6]

The following abnormal cases can be identified:

…

b)
Lower layer failure or release of the NAS signalling connection before the ATTACH ACCEPT or ATTACH REJECT message is received


The attach procedure shall be aborted, and the UE shall proceed as described below.

c)
T3410 timeout


The UE shall abort the attach procedure and proceed as described below. The NAS signalling connection shall be released locally.

…

For the cases b, c, and d the UE shall proceed as follows:

-
Timer T3410 shall be stopped if still running. The attach attempt counter shall be incremented, unless it was already set to 5.

If the attach attempt counter is less than 5:

· timer T3411 is started and the state is changed to EMM-DEREGISTERED.ATTEMPTING-TO-ATTACH. When timer T3411 expires the attach procedure shall be restarted.

If the attach attempt counter is equal to 5:

-
the UE shall delete any GUTI, TAI list, last visited registered TAI, list of equivalent PLMNs and KSI, shall set the update status to EU2 NOT UPDATED, and shall start timer T3402. The state is changed to EMM-DEREGISTERED.ATTEMPTING-TO-ATTACH or optionally to EMM-DEREGISTERED.PLMN-SEARCH in order to perform a PLMN selection according to 3GPP TS 23.122 [6].


If A/Gb mode or Iu mode is supported by the UE, the UE shall in addition handle the GMM parameters GMM state, GPRS update status, P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number as specified in 3GPP TS 24.008 [13] for the abnormal case when a normal attach procedure fails and the attach attempt counter is equal to 5.

[TS 24.301, clause 10.2]

Table 10.2.1: EPS mobility management timers – UE side

	TIMER NUM.
	TIMER VALUE
	STATE
	CAUSE OF START
	NORMAL STOP
	ON 
EXPIRY

	T3402
	Default 12 min.

NOTE 1
	EMM-DEREGISTERED

EMM-REGISTERED
	At attach failure and the attempt counter is equal to 5.

At tracking area updating failure and the attempt counter is equal to 5.
	ATTACH REQUEST sent

TRACKING AREA UPDATE REQUEST sent
	Initiation of the attach procedure or TAU procedure

	…
	
	
	
	
	

	T3410
	15s
	EMM-REGISTERED-INITIATED
	ATTACH REQUEST sent
	ATTACH ACCEPT received

ATTACH REJECT received
	Start T3411 or T3402 as described in subclause 5.5.1.2.6

	T3411
	10s
	EMM-DEREGISTERED. ATTEMPTING-TO-ATTACH

EMM-REGISTERED. ATTEMPTING-TO-UPDATE
	At attach failure due to lower layer failure, T3410 timeout or attach rejected with other EMM cause values than those treated in subclause 5.5.1.2.5.

At tracking area updating failure due to lower layer failure, T3430 timeout or TAU rejected with other EMM cause values than those treated in subclause 5.5.3.2.5.
	ATTACH REQUEST sent

TRACKING AREA UPDATE REQUEST sent
	Retransmission of the ATTACH REQUEST or TRACKING AREA UPDATE REQUEST

	…
	
	
	
	
	

	Note 1:
The default value of this timer is used if the network does not indicate another value in an EMM signalling procedure.


9.2.1.1.22.3
Test description

9.2.1.1.22.3.1
Pre-test conditions

System Simulator:

-
Cell A 

-
Cell A is the serving cell with TAI1 (PLMN1+TAC1);

-
T3402 is set to default (12 min.).

UE:

-
The UE is configured to initiate EPS attach.

-
The test USIM is inserted.

-
The test USIM contains a valid GUTI-1 and TAI-1, and EPS update status is "EU1: UPDATED".

Preamble:

-
The UE is in state Switched OFF (state 1) according to [18].

9.2.1.1.22.3.2
Test procedure sequence

Table 9.2.1.1.22.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U – S
	Message
	
	

	1
	The UE is switched on.
	-
	-
	-
	-

	2
	The UE transmits an ATTACH REQUEST message. (Attach attempt counter = 1)
	-->
	ATTACH REQUEST
	-
	-

	3
	The SS waits 25 seconds (15 seconds T3410 and 10 seconds T3411).
	-
	
	-
	-

	4
	The UE transmits an ATTACH REQUEST message. (Attach attempt counter = 2)
	-->
	ATTACH REQUEST
	-
	-

	5
	The SS releases the RRC connection.
	
	
	
	

	6
	The SS waits 10 seconds ( T3411).
	
	
	
	

	7
	The UE transmits an ATTACH REQUEST message. (Attach attempt counter = 3)
	-->
	ATTACH REQUEST
	-
	-

	8
	The SS waits 25 seconds (15 seconds T3410 and 10 seconds T3411).
	-
	
	-
	-

	9
	The UE transmits an ATTACH REQUEST message. (Attach attempt counter = 4)
	-->
	ATTACH REQUEST
	-
	-

	10
	The SS releases the RRC connection.
	
	
	
	

	11
	The SS waits 10 seconds ( T3411).
	
	
	
	

	12
	The UE transmits an ATTACH REQUEST message. (Attach attempt counter = 5)
	-->
	ATTACH REQUEST
	
	

	13
	The SS releases the RRC connection.
	
	
	
	

	14
	Check: Does the UE transmits an ATTACH REQUEST message after 12 minutes (default value of T3402, after step 13?
	-->
	ATTACH REQUEST
	1
	P

	15
	The attach procedure is completed and the RRC connection is released by executing steps 5 to 17 of TS 36.508 sub clause 4.5.2.3.
	-
	-
	-
	-


9.2.1.1.22.3.3
Specific message contents
Table 9.2.1.1.22.3.3-1: Message ATTACH REQUEST (step 14, Table 9.2.1.1.22.3.2-1)

	Derivation Path: TS 36.508 Table 4.7.2-4

	Information Element
	Value/remark
	Comment
	Condition

	NAS key set identifier
	111
	"No key is available"
	

	Old GUTI or IMSI
	IMSI-1
	GUTI has been deleted; only IMSI is available.
	

	Last visited registered TAI
	Not present
	TAI has been deleted.
	


9.2.1.1.23
Attach / Abnormal case / Repeated rejects for network failures

9.2.1.1.23.1
Test Purpose (TP)

(1)

with { UE having valid GUTI, has sent an ATTACH REQUEST message }

ensure that {

  when { UE receives an ATTACH REJECT message with the reject cause set to #17 or #22 and attach attempt counter is less than 5}

    then { UE starts timer T3411 and shall not deleate stored GUTI }

    when { Timer T3411 expires}

    then { UE restarts attach procedure }

}

(2)

with { UE having valid GUTI, has sent an ATTACH REQUEST message }

ensure that {

  when { UE receives an ATTACH REJECT message with the reject cause set to #22 and attempt counter is set to 5}

    then { the UE stops attach attempts and starts timer T3402, shall delete stored GUTI }

}

NOTE: Only representative coverage for various abnormal reject causes is provided.

9.2.1.1.23.2
Conformance requirements

References: The conformance requirements covered in the current TC are specified in: TS 24.301, clause 5.5.1.2.5, 5.5.1.2.6, 9.9.3.9 & 10.2

[TS 24.301, clause 5.5.1.2.5]

If the attach request cannot be accepted by the network, the MME shall send an ATTACH REJECT message to the UE including an appropriate EMM cause value. If the attach procedure fails due to a default EPS bearer setup failure, an ESM procedure failure, or operator determined barring is applied on default EPS bearer context activation during attach procedure, the MME shall combine the ATTACH REJECT message with a PDN CONNECTIVITY REJECT message contained in the ESM message container information element. In this case the EMM cause value in the ATTACH REJECT message shall be set to #19 "ESM failure".

Upon receiving the ATTACH REJECT message, the UE shall stop timer T3410 and take the following actions depending on the EMM cause value received.

...

Other values are considered as abnormal cases. The behaviour of the UE in those cases is specified in subclause 5.5.1.2.6.

[TS 24.301, clause 5.5.1.2.6]

The following abnormal cases can be identified:

…

d)
ATTACH REJECT, other EMM cause values than those treated in subclause 5.5.1.2.5


Upon reception of the EMM cause #19, "ESM failure", the UE may set the attach attempt counter to 5. Upon reception of the EMM causes #95, #96, #97, #99 and #111 the UE should set the attach attempt counter to 5.


The UE shall proceed as described below.

…

For the cases b, c, and d the UE shall proceed as follows:

-
Timer T3410 shall be stopped if still running. The attach attempt counter shall be incremented, unless it was already set to 5.

If the attach attempt counter is less than 5:

· timer T3411 is started and the state is changed to EMM-DEREGISTERED.ATTEMPTING-TO-ATTACH. When timer T3411 expires the attach procedure shall be restarted.

If the attach attempt counter is equal to 5:

-
the UE shall delete any GUTI, TAI list, last visited registered TAI, list of equivalent PLMNs and KSI, shall set the update status to EU2 NOT UPDATED, and shall start timer T3402. The state is changed to EMM-DEREGISTERED.ATTEMPTING-TO-ATTACH or optionally to EMM-DEREGISTERED.PLMN-SEARCH in order to perform a PLMN selection according to 3GPP TS 23.122 [6].


If A/Gb mode or Iu mode is supported by the UE, the UE shall in addition handle the GMM parameters GMM state, GPRS update status, P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number as specified in 3GPP TS 24.008 [13] for the abnormal case when a normal attach procedure fails and the attach attempt counter is equal to 5.

[TS 24.301, clause 9.9.3.9]

Table 9.9.3.9.1: EMM cause information element

	Cause value (octet 2)

	

	Bits

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	
	
	
	
	
	
	
	
	
	...

	0
	0
	0
	1
	0
	0
	0
	1
	
	Network failure

	0
	0
	0
	1
	0
	0
	1
	0
	
	CS domain not available

	0
	0
	0
	1
	0
	0
	1
	1
	
	ESM failure

	0
	0
	0
	1
	0
	1
	0
	0
	
	MAC failure

	0
	0
	0
	1
	0
	1
	0
	1
	
	Synch failure

	0
	0
	0
	1
	0
	1
	1
	0
	
	Congestion

	0
	0
	0
	1
	0
	1
	1
	1
	
	UE security capabilities mismatch

	
	
	
	
	
	
	
	
	
	...

	Any other value received by the mobile station shall be treated as 0110 1111, "protocol error, unspecified". Any other value received by the network shall be treated as 0110 1111, "protocol error, unspecified".


[TS 24.301, clause 10.2]

Table 10.2.1: EPS mobility management timers – UE side

	TIMER NUM.
	TIMER VALUE
	STATE
	CAUSE OF START
	NORMAL STOP
	ON 
EXPIRY

	T3402
	Default 12 min.

NOTE 1
	EMM-DEREGISTERED

EMM-REGISTERED
	At attach failure and the attempt counter is equal to 5.

At tracking area updating failure and the attempt counter is equal to 5.
	ATTACH REQUEST sent

TRACKING AREA UPDATE REQUEST sent
	Initiation of the attach procedure or TAU procedure

	…
	
	
	
	
	

	T3410
	15s
	EMM-REGISTERED-INITIATED
	ATTACH REQUEST sent
	ATTACH ACCEPT received

ATTACH REJECT received
	Start T3411 or T3402 as described in subclause 5.5.1.2.6

	T3411
	10s
	EMM-DEREGISTERED. ATTEMPTING-TO-ATTACH

EMM-REGISTERED. ATTEMPTING-TO-UPDATE
	At attach failure due to lower layer failure, T3410 timeout or attach rejected with other EMM cause values than those treated in subclause 5.5.1.2.5.

At tracking area updating failure due to lower layer failure, T3430 timeout or TAU rejected with other EMM cause values than those treated in subclause 5.5.3.2.5.
	ATTACH REQUEST sent

TRACKING AREA UPDATE REQUEST sent
	Retransmission of the ATTACH REQUEST or TRACKING AREA UPDATE REQUEST

	…
	
	
	
	
	

	Note 1:
The default value of this timer is used if the network does not indicate another value in an EMM signalling procedure.


9.2.1.1.23.3
Test description

9.2.1.1.23.3.1
Pre-test conditions

System Simulator:

-
Cell A 

-
Cell A is the serving cell with TAI1 (PLMN1+TAC1);

-
T3402 is set to default (12 min.).

UE:

· The test USIM is inserted.

-
The test USIM contains a valid GUTI-1 and TAI-1, and EPS update status is "EU1: UPDATED".

Preamble:

-
The UE is in state Switched OFF (state 1) according to [18].

9.2.1.1.23.3.2
Test procedure sequence

Table 9.2.1.1.23.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U – S
	Message
	
	

	1
	The UE is switched on.
	-
	-
	-
	-

	2
	The UE transmits an ATTACH REQUEST message. (Attach attempt counter = 1)
	-->
	ATTACH REQUEST
	-
	-

	3
	The SS transmits an ATTACH REJECT message, EMM cause = Network failure (#17)
	<--
	ATTACH REJECT
	-
	-

	4
	The SS releases the RRC connection.
	-
	-
	-
	-

	5
	The SS waits 10 seconds (T3411).
	-
	-
	-
	-

	6
	Check: does the UE transmit an ATTACH REQUEST message? (Attach attempt counter = 2)
	-->
	ATTACH REQUEST
	1
	P

	7
	The SS transmits an ATTACH REJECT message, EMM cause = Network failure (#17)
	<--
	ATTACH REJECT
	-
	-

	8
	The SS releases the RRC connection.
	-
	-
	-
	-

	9
	The SS waits 10 seconds (T3411).
	-
	-
	-
	-

	10
	Check: does the UE transmit an ATTACH REQUEST message? (Attach attempt counter = 3)
	-->
	ATTACH REQUEST
	1
	P

	11
	The SS transmits an ATTACH REJECT message, EMM cause = Congestion (#22)
	<--
	ATTACH REJECT
	-
	-

	12
	The SS releases the RRC connection.
	-
	-
	-
	-

	13
	The SS waits 10 seconds (T3411).
	-
	-
	-
	-

	14
	Check: does the UE transmit an ATTACH REQUEST message? (Attach attempt counter = 4)
	-->
	ATTACH REQUEST
	-
	-

	15
	The SS transmits an ATTACH REJECT message, EMM cause = Congestion (#22)
	<--
	ATTACH REJECT
	1
	-

	16
	The SS releases the RRC connection.
	-
	-
	-
	-

	17
	The SS waits 10 seconds ( T3411).
	-
	-
	-
	-

	18
	The UE transmits an ATTACH REQUEST message. (Attach attempt counter = 5)
	-->
	ATTACH REQUEST
	1
	P

	19
	The SS transmits an ATTACH REJECT message, EMM cause = Congestion (#22)
	<--
	ATTACH REJECT
	-
	-

	20
	The SS releases the RRC connection.
	-
	-
	-
	-

	21
	The SS waits 12 minutes (default value of T3402).
	-
	-
	-
	-

	22
	Check: Does the UE transmit an ATTACH REQUEST message?
	-->
	ATTACH REQUEST
	2
	P

	23
	The attach procedure is completed and the RRC connection is released by executing steps 5 to 17 of TS 36.508 sub clause 4.5.2.3.
	-
	-
	-
	-


9.2.1.1.23.3.3
Specific message contents

Table 9.2.1.1. 23.3.3-1: Message ATTACH REQUEST (step 2, 6, 10 &14 Table 9.2.1.1.24.2-1)

	Derivation path: TS 36.508 table 4.7.2.-4

	Information Element
	Value/Remark
	Comment
	Condition

	NAS key set identifier
	Any allowed value other than '111'B
	"Stored key is available"
	

	Old GUTI or IMSI
	GUTI-1
	As stored in USIM
	

	Last visited registered TAI
	TAI-1
	Stored TAI.
	


Table 9.2.1.1. 23.3.3-2: Message ATTACH REJECT (steps 3 & 7 Table 9.2.1.1.23.3.2-1)

	Derivation path: 36.508 table 4.7.2.3

	Information Element
	Value/Remark
	Comment
	Condition

	Security header type
	0000
	" Plain NAS message, not security protected "
	

	EMM cause
	00010001
	#17 " Network failure "
	

	ESM message container
	Not present
	
	


Table 9.2.1.1. 23.3.3-3: Message ATTACH REJECT (steps 11, 15 & 19 Table 9.2.1.1.23.3.2-1)

	Derivation path: 36.508 table 4.7.2.3

	Information Element
	Value/Remark
	Comment
	Condition

	Security header type
	0000
	" Plain NAS message, not security protected "
	

	EMM cause
	00010110
	#22 "Congestion "
	

	ESM message container
	Not present
	
	


Table 9.2.1.1.23.3.3-4: Message ATTACH REQUEST (step 22, Table 9.2.1.1.23.3.2-1)

	Derivation Path: TS 36.508 Table 4.7.2.4

	Information Element
	Value/remark
	Comment
	Condition

	NAS key set identifier
	111
	"No key is available"
	

	Old GUTI or IMSI
	IMSI-1
	GUTI has been deleted; only IMSI is available.
	

	Last visited registered TAI
	Not present
	TAI has been deleted.
	


9.2.1.1.24
Attach / Abnormal case / Change of cell into a new tracking area

9.2.1.1.24.1
Test Purpose (TP)

(1)

with { UE has sent an ATTACH Request message and ATTACH ACCEPT message is not received }

ensure that {

  when { UE reselects a cell belonging to a new tracking area }

    then { the UE restarts the attach procedure }
            }
(2)

with { UE has sent an ATTACH REQUEST message and received ATTACH ACCEPT message containing GUTI}

ensure that {

  when { UE reselects a cell belonging to a new tracking area}}

    then { the UE restarts the attach procedure}

            }

9.2.1.1.24.2
Conformance requirements

References: The conformance requirements covered in the current TC are specified in: TS 24.301, clause 5.5.1.2.6.
[TS 24.301, clause 5.5.1.2.6]

The following abnormal cases can be identified:

…

e)
Change of cell into a new tracking area


If a cell change into a new tracking area occurs before the attach procedure is completed, the attach procedure shall be aborted and re-initiated immediately. If a tracking area border is crossed when the ATTACH ACCEPT message has been received but before an ATTACH COMPLETE message is sent, the attach procedure shall be re-initiated. If a GUTI was allocated during the attach procedure, this GUTI shall be used in the attach procedure.

9.2.1.1.24.3
Test description

9.2.1.1.24.3.1
Pre-test conditions

System Simulator:

-
Cell A and B 

-
Cell A is the serving cell with TAI1 (PLMN1+TAC1);

-
Cell B is the non-suitable cell with TAI2 (PLMN1+TAC2);

UE:

- 
The UE is configured to initiate EPS attach.

 -
The test USIM is inserted.

-
The UE has no valid GUTI.
Preamble:

-
The UE is in state Switched OFF (state 1) according to [18].

9.2.1.1.24.3.2
Test procedure sequence

Table 9.2.1.1.24.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The UE is switched on.
	-
	-
	-
	-

	2
	The UE transmit an ATTACH REQUEST message in Cell A including a PDN CONNECTIVITY REQUEST message.
	-->
	ATTACH REQUEST
	-
	-

	3
	The SS configures:

- Cell B as a “serving cell”

- Cell A as a "non-suitable cell".
	-
	
	-
	-

	-
	The following messages are to be observed on Cell B unless explicitly stated otherwise.
	-
	-
	-
	-

	4
	Check: Does the UE transmit an ATTACH REQUEST message in Cell B including a PDN CONNECTIVITY REQUEST message?
	-->
	ATTACH REQUEST
	1
	P

	4A
	The SS transmits an AUTHENTICATION REQUEST message to initiate the EPS authentication and AKA procedure.
	<--
	AUTHENTICATION REQUEST
	-
	-

	5
	The UE transmits an AUTHENTICATION RESPONSE message and establishes mutual authentication.
	-->
	AUTHENTICATION RESPONSE
	-
	-

	6
	The SS transmits a NAS SECURITY MODE COMMAND message to activate NAS security.
	<--
	SECURITY MODE COMMAND
	-
	-

	7
	The UE transmits a NAS SECURITY MODE COMPLETE message and establishes the initial security configuration.
	-->
	SECURITY MODE COMPLETE
	-
	-

	
	EXCEPTION: Steps 8a to 8b describe behaviour that depends on UE configuration; the "lower case letter" identifies a step sequence that take place if the UE has ESM information which needs to be transferred.
	-
	-
	-
	-

	8a
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options and/or APN.
	<--
	ESM INFORMATION REQUEST
	-
	-

	8b
	The UE transmits an ESM INFORMATION RESPONSE message to transfer protocol configuration options and/or APN.
	-->
	ESM INFORMATION RESPONSE
	-
	-

	9
	The SS configures:

- Cell A as a “serving cell”
	-
	-
	-
	-

	10
	SS is configured to not allocate any UL grant or respond to any PRACH preambles for ATTACH COMPLETE in Cell B.
	-
	-
	-
	-

	11
	SS responds with ATTACH ACCEPT message including a valid TAI list. The ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message is piggybacked in ATTACH ACCEPT message. GUTI-1 is allocated.
	<--
	ATTACH ACCEPT
	-
	-

	12
	The SS configures:

- Cell B as a "non-suitable cell".
	-
	-
	-
	-

	13
	UE transmits RRCConnectionReestablishmentRequest message in Cell A
	-
	-
	-
	-

	14
	SS Sends RRCConnectionReestablishment
	-
	-
	-
	-

	15
	The UE transmits a RRCConnectionReestablishmentComplete message
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell A unless explicitly stated otherwise.
	-
	-
	-
	-

	16
	Check: Does the UE transmit an ATTACH REQUEST message, containing GUTI 1?
	-->
	ATTACH REQUEST
	2
	P

	17
	SS responds with ATTACH ACCEPT message including a valid TAI list. The ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message is piggybacked in ATTACH ACCEPT message 
	<--
	ATTACH ACCEPT
	-
	-

	-
	EXCEPTION: In parallel to the event described in step 13 below the generic procedure for IP address allocation in the U-plane specified in TS 36.508 subclause 4.5A.1 takes place performing IP address allocation in the U-plane if requested by the UE.
	-
	-
	-
	-

	18
	The UE transmits an ATTACH COMPLETE message including an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message.
	-->
	ATTACH COMPLETE
	-
	-

	19
	The SS releases the RRC connection.
	-
	-
	-
	-

	NOTE 1: UE already has NAS security context in step 17 and just sending a DL message with Integrity and Ciphering will start enable NAS security


9.2.1.1.24.3.3
Specific message contents
Table 9.2.1.1.24.3-1: Message ATTACH ACCEPT step 11, Table 9.2.1.1.24.3.2-1)

	Derivation path: TS 36.508 table 4.7.2-1

	Information Element
	Value/Remark
	Comment
	Condition

	GUTI
	GUTI-1
	
	


9.2.1.1.25
Attach / Abnormal case / Mobile originated detach required 

9.2.1.1.25.1
Test Purpose (TP)

(1)

with { UE in EMM-REGISTERED-INITIATED state }

ensure that {

  when { the UE initiates mobile originated detach }

   then { the UE aborts the attach procedure }

}
9.2.1.1.25.2
Conformance requirements

References: The conformance requirements covered in the current TC are specified in: TS 24.301, clause 5.5.1.2.6.

[TS 24.301, clause 5.5.1.2.6]

The following abnormal cases can be identified:

f)
Mobile originated detach required


The attach procedure shall be aborted, and the UE initiated detach procedure shall be performed.

9.2.1.1.25.3
Test description

9.2.1.1.25.3.1
Pre-test conditions

System Simulator:

-
Cell A
UE:

- 
The UE is configured to initiate EPS attach.

Preamble:

-
The UE is in state Switched OFF (state 1) according to [18].

- 
The UE has a valid GUTI-1.

9.2.1.1.25.3.2
Test procedure sequence

Table 9.2.1.1.25.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The UE is switched on.
	-
	-
	-
	-

	2
	The UE transmits an ATTACH REQUEST message. 
	-->
	ATTACH REQUEST
	-
	-

	3
	The SS transmits an AUTHENTICATION REQUEST message to initiate the EPS authentication and AKA procedure.


	<--
	AUTHENTICATION REQUEST
	-
	-

	4
	The UE transmits an AUTHENTICATION RESPONSE message and establishes mutual authentication.


	-->
	AUTHENTICATION RESPONSE
	-
	-

	5
	The SS transmits a NAS SECURITY MODE COMMAND message to activate NAS security.
	<--
	SECURITY MODE COMMAND
	-
	-

	6
	The UE transmits a NAS SECURITY MODE COMPLETE message and establishes the initial security configuration.

	-->
	SECURITY MODE COMPLETE
	-
	-

	7
	The SS does not respond to ATTACH REQUEST message.
	-
	-
	-
	-

	8
	Check: Does the UE initiate mobile originated detach and abort the attach procedure while T3410 is running. 
	-->
	DETACH REQUEST
	1
	P

	9
	The SS transmits DETACH ACCEPT message. 
	<--
	DETACH ACCEPT
	-
	-

	10
	Check: Does the test result of CALL generic procedure "Test procedure for no response to paging (for NAS testing)" clause 6.4.2.5 [18] indicates that the UE responds to paging when paged with GUTI-1 and with CN domain indicator set to "PS"?
	-
	-
	1
	-

	11
	Void
	-
	-
	-
	-

	Note: T3410 value is specified as 15s in TS 24.301.


9.2.1.1.25.3.3
Specific message contents

Table 9.2.1.1.25.3.3-1: Message DETACH REQUEST (step 8, Table 9.2.1.1.25.3.2-1)

	Derivation path: 36.508 table 4.7.2-11

	Information Element
	Value/Remark
	Comment
	Condition

	Detach type
	0001
	Normal EPS detach
	


9.2.1.1.26
Attach / Abnormal case / Detach procedure collision

9.2.1.1.26.1
Test Purpose (TP)

(1)

with { UE in EMM-REGISTERED-INITIATED  state}

ensure that {

  when { UE receives a DETACH REQUEST message and detach type indicates “re-attach not required”}

    then { the UE sends DETACH ACCEPT }

(2)

with { UE in EMM-REGISTERED-INITIATED  state}

ensure that {

  when { UE receives a DETACH REQUEST message and detach type  indicates “re-attach  required”}

    then { the UE continues with ATTACH procedure }

}

9.2.1.1.26.2
Conformance requirements

References: The conformance requirements covered in the current TC are specified in: TS 24.301, clause 5.5.1.2.6 & 10.2

[TS 24.301, clause 5.5.1.2.6]

The following abnormal cases can be identified:

…

g)
Detach procedure collision


If the UE receives a DETACH REQUEST message from the network in state EMM-REGISTERED-INITIATED and the detach type indicates "re-attach not required", the detach procedure shall be progressed and the attach procedure shall be aborted. Otherwise the attach procedure shall be progressed and the DETACH REQUEST message shall be ignored.

9.2.1.1.26.3
Test description

9.2.1.1.26.3.1
Pre-test conditions

System Simulator:

-
Cell A 

-
Cell A is the serving cell with TAI1 (PLMN1+TAC1);

UE:

- 
The UE is configured to initiate EPS attach.

-
The test USIM is inserted.

Preamble:

-
The UE is in state Switched OFF (state 1) according to [18].

9.2.1.1.26.3.2
Test procedure sequence

Table 9.2.1.1.26.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The UE is switched on.
	-
	-
	-
	-

	2
	The UE transmit an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message.
	-->
	ATTACH REQUEST
	-
	-

	3


	The SS initiates Detach procedure with the Detach Type IE "re-attach not required"
	<--
	DETACH REQUEST
	-
	-

	4
	Check: Does the UE send DETACH ACCEPT message?
	-->
	DETACH ACCEPT
	1
	P

	5
	The SS releases the RRC connection.
	-
	-
	-
	-

	6
	UE is switched off and switched on
	-
	-
	-
	-

	7
	Check: Does the UE transmit an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message?
	-->
	ATTACH REQUEST
	1
	P

	8
	The SS transmits an AUTHENTICATION REQUEST message to initiate the EPS authentication and AKA procedure
	<--
	AUTHENTICATION REQUEST
	-
	-

	9
	The UE transmits an AUTHENTICATION RESPONSE message and establishes mutual authentication.
	-->
	AUTHENTICATION RESPONSE
	-
	-

	10
	The SS transmits a NAS SECURITY MODE COMMAND message to activate NAS security.
	<--
	SECURITY MODE COMMAND
	-
	-

	11
	The UE transmits a NAS SECURITY MODE COMPLETE message and establishes the initial security configuration.
	-->
	SECURITY MODE COMPLETE
	-
	-

	-
	EXCEPTION: Steps 12a1 to 12a2 describe behaviour that depends on UE configuration; the "lower case letter" identifies a step sequence that take place if the UE has ESM information which needs to be transferred.
	-
	-
	-
	-

	12a1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options and/or APN.
	<--
	ESM INFORMATION REQUEST
	-
	-

	12a2
	The UE transmits an ESM INFORMATION RESPONSE message to transfer protocol configuration options and/or APN.
	-->
	ESM INFORMATION RESPONSE
	-
	-

	13
	The SS initiates Detach procedure with the Detach Type IE "re-attach required"
	<--
	DETACH REQUEST
	-
	-

	
	Exception: In parallel with steps 13 to 15, the parallel behaviour defined in table 9.2.1.1.26.3.2-2   is running.
	
	
	
	

	14
	SS responds with ATTACH ACCEPT message including a valid TAI list. The ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message is piggybacked in ATTACH ACCEPT message. GUTI-1 is allocated.
	<--
	ATTACH ACCEPT
	-
	-

	-
	EXCEPTION: In parallel to the event described in step 13 below the generic procedure for IP address allocation in the U-plane specified in TS 36.508 subclause 4.5A.1 takes place performing IP address allocation in the U-plane if requested by the UE.
	-
	-
	-
	-

	15
	The UE transmit an ATTACH COMPLETE message including an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message?
	(
	ATTACH COMPLETE
	2
	P

	16
	The SS waits 5 seconds
	-
	-
	-
	-

	17
	The SS releases the RRC connection.
	-
	-
	-
	-

	NOTE 1: Step 16 is added to additionally guarantee UE has neglected DETACH REQUEST message.


Table 9.2.1.1.26.3.2-2 : Parallel behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Check: Does the UE send DETACH ACCEPT message?
	-->
	DETACH ACCEPT
	2
	F


9.2.1.1.26.3
Specific message contents
Table 9.2.1.1.26.3.3-1: Message DETACH REQUEST (step 3, Table 9.2.2.2.1.3.2-1)

	Derivation path: 36.508 table 4.7.2-12

	Information Element
	Value/Remark
	Comment
	Condition

	Detach type
	'010'B 
	"re-attach not required"
	

	EMM cause
	‘08’H
	EPS services and non-EPS services not allowed
	


Table 9.2.1.1.26.3.3-2: Message DETACH REQUEST (step 13, Table 9.2.2.2.1.3.2-1)

	Derivation path: 36.508 table 4.7.2-12

	Information Element
	Value/Remark
	Comment
	Condition

	Detach type
	‘001'B
	"re-attach  required"
	

	EMM cause
	NOT PRESENT
	
	


9.2.1.2
Combined attach procedure for EPS services and non-EPS services

9.2.1.2.1
Combined attach procedure / Success / EPS and non-EPS services

9.2.1.2.1.1
Test Purpose (TP)

(1)

with { UE in state EMM-DEREGISTERED and is switched off }

ensure that {

  when { UE is powered up or switched on}

   then { UE sends ATTACH REQUEST message with EPS attach type IE 'combined EPS/IMSI attach' }

             }

(2)

with { UE in state EMM-REGISTERED-INITIATED}

ensure that {

  when { UE receives ATTACH ACCEPT message with EPS attach result 'combined EPS/IMSI attach' }

   then { UE sends ATTACH COMPLETE message and enters EMM state EMM-REGISTERED and MM state MM-IDLE and UE responsds to a paging message with CS or PS domain}

             }
(3)
with { UE in state EMM-REGISTERED and state MM-IDLE}

ensure that {

  when { SS sends Paging message with CS domain }

   then { UE sends EXTENDED SEREVICE REQUEST message }

             }
(4)

with { UE in state EMM-REGISTERED and EMM-IDLE mode}

ensure that {

  when { UE enters a new tracking area already included in the TAI list }

   then { UE does not send TRACKING AREA UPDATE REQUEST message and UE responsds a paging message with CS or PS domain}

             }

(5)

with { UE in state EMM-REGISTERED and EMM-IDLE mode}

ensure that {

  when { UE enters a new tracking area not included in the TAI list }

   then { UE sends TRACKING AREA UPDATE REQUEST message with 'EPS update type = combined TA/LA updated '}

             }
(6)

with { UE in state EMM-DEREGISTERED and is switched off and has a valid TAI value in 'Last visited registered TAI' IE and a valid GUTI}

ensure that {

  when { UE is powered up or switched on}

   then { UE sends ATTACH REQUEST message with EPS attach type IE 'combined EPS/IMSI attach'and with the value in 'Last visited registered TAI' and the valid GUTI}

             }

9.2.1.2.1.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: 3GPP TS 24.301 clauses 5.5.1.3.1, 5.5.1.3.4.1 and 5.5.1.3.4.2.

[TS24.301 clause5.5.1.3.1]

The combined EPS attach procedure is used by a UE in CS/PS mode 1 or CS/PS mode 2 of operation to attach for both EPS and non-EPS services.

The combined EPS attach procedure is also used by a UE in CS/PS mode 1 or CS/PS mode 2 of operation to attach for EPS services if it is already attached for non-EPS services.

When the UE initiates a combined EPS attach procedure, the UE shall indicate "combined EPS/IMSI attach" in the EPS attach type IE.
The combined EPS attach procedure follows the attach procedure for EPS described in subclause 5.5.1.2.

[TS24.301 clause5.5.1.3.2]
If the UE is in EMM state EMM-DEREGISTERED, the UE initiates the combined attach procedure by sending an ATTACH REQUEST message to the network, starting timer T3410 and entering state EMM-REGISTERED-INITIATED (see example in figure 5.5.1.2.2.1).

The UE shall include the TMSI status IE if no valid TMSI is available. Furthermore, if the UE has stored a valid location area identification, the UE shall include it in the Old location area identification IE in the ATTACH REQUEST message.
[TS24.301 clause5.5.1.3.4.1]
Depending on the value of the EPS attach result IE received in the ATTACH ACCEPT message, two different cases can be distinguished:

1)
The EPS attach result IE value indicates "combined EPS/IMSI attach": attach for EPS and non-EPS services have been successful.

…
[TS24.301 clause5.5.1.3.4.2]
The description for attach for EPS services as specified in subclause 5.5.1.2.4 shall be followed. In addition, the following description for attach for non-EPS services applies.

The TMSI reallocation may be part of the combined attach procedure. The TMSI allocated is then included in the ATTACH ACCEPT message, together with the location area identification (LAI). In this case the MME shall start timer T3450 and enter state EMM-COMMON-PROCEDURE-INITIATED as described in subclause 5.4.1.

The UE, receiving an ATTACH ACCEPT message, stores the received location area identification, stops timer T3410, resets the location update attempt counter and sets the update status to U1 UPDATED. If the message contains an IMSI, the UE is not allocated any TMSI, and shall delete any TMSI accordingly. If the message contains a TMSI, the UE shall use this TMSI as the new temporary identity. The UE shall delete its old TMSI and shall store the new TMSI. If neither a TMSI nor an IMSI has been included by the network in the ATTACH ACCEPT message, the old TMSI, if any available, shall be kept.IThe UE, when receiving the ATTACH ACCEPT message combined with the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message, shall send an ATTACH COMPLETE message combined with an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message to the network after which it shall enter state EMM-REGISTERED and MM state MM-IDLE and set the EPS update status to EU1 UPDATED.

9.2.1.2.1.3
Test description

9.2.1.2.1.3.1
Pre-test conditions

System Simulator:

-
Cell A, Cell B and Cell C are configured according to Table 6.3.2.2-1 in [18].
-
Cell A belongs to TAI-1(home PLMN).
-
Cell B belongs to TAI-2(home PLMN, another TAC).

-
Cell C belongs to TAI-3(home PLMN, another TAC).
UE:

- 
The UE is configured to initiate combined EPS/IMSI attach.

-
The test USIM contains GUTI-1 and a valid TAI-1 for EPS service, and EPS update status is "EU1: UPDATED".

-
The test USIM contains TMSI-1 and a valid LAI-1 for CS service, and Location update status is " U1: UPDATED".

Preamble: 

-
The UE is in state Switched OFF (state 1) according to [18].

9.2.1.2.1.3.2
Test procedure sequence

Table 9.2.1.2.1.3.2-1: Main Behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Set the cell type of cell A to the ''Serving cell''. 
Set the cell type of cell B to the '' Non-Suitable cell ''.
Set the cell type of cell C to the ''Non-Suitable cell''. 

	-
	-
	-
	-

	-
	The following messages are to be observed on Cell A unless explicitly stated otherwise.
	-
	-
	-
	-

	2
	The UE is powered up or switched on.
	
	
	-
	-

	3
	Check: Does the UE ATTACH REQUEST message with a PDN CONNECTIVITY REQUEST message to request PDN connectivity to the default PDN. EPS attach type = "combined EPS/IMSI attach"?
	-->
	ATTACH REQUEST
	1
	P

	4
	The SS starts an authentication procedure
	<--
	AUTHENTICATION REQUEST
	-
	-

	5
	The UE responds properly to the authentication procedure
	-->
	AUTHENTICATION RESPONSE
	-
	-

	6
	The SS starts a NAS security mode command procedure to perform NAS integrity protection.
	<--
	SECURITY MODE COMMAND
	-
	-

	7
	The UE responds properly to the NAS security mode command procedure
	-->
	SECURITY MODE COMPLETE
	-
	-

	-
	EXCEPTION: Steps 7Aa1 to 7Aa2 describe behaviour that depends on UE configuration; the "lower case letter" identifies a step sequence that take place if the UE has ESM information which needs to be transferred.
	-
	-
	-
	-

	7Aa1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options and/or APN.
	<--
	ESM INFORMATION REQUEST
	-
	-

	7Aa2
	The UE transmits an ESM INFORMATION RESPONSE message to transfer protocol configuration options and/or APN.
	-->
	ESM INFORMATION RESPONSE
	-
	-

	8
	The SS sends ATTACH ACCEPT message with the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message.
	<--
	ATTACH ACCEPT
	-
	-

	9
	Check: Does the UE send ATTACH COMPLETE message with the ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message?
	-->
	ATTACH COMPLETE
	2
	P

	10
	The SS releases the RRC connection.
	
	
	-
	-

	11
	Check: Does the UE respond to paging on cell A with S-TMSI in GUTI-2 for PS domain?(Generic Procedure TS36.508 6.2.4.2)
	-
	-
	2
	-

	12
	The SS transmits a  paging on cell A with S-TMSI in GUTI-2 for CS domain.
	-
	-
	3
	-

	13
	Check: Does the UE send EXTENDED SERVICE REQUEST message?
	-->
	EXTENDED SERVICE REQUEST
	3
	P

	14
	The SS transmits SERVICE REJECT with cause #39 'CS domain temporarily not available' with T3442 = 5s and the SS waits 5 sec.
	<--
	SERVICE REJECT
	
	

	15
	Void
	
	
	
	

	16
	Set the cell type of cell A to the ''Non-Suitable ''. 
Set the cell type of cell B to the '' Serving cell ''.

	-
	-
	-
	-

	-
	The following messages are to be observed on Cell B unless explicitly stated otherwise.
	-
	-
	-
	-

	17
	Check: Does the UE transmit a TRACKING AREA UPDATE REQUEST message in the next 30 seconds?
	-
	-
	4
	F

	18
	Check: Does the UE respond to paging on cell B with S-TMSI in GUTI-2 for PS domain?(Generic Procedure TS36.508 6.2.4.2)
	-
	-
	4
	-

	19
	Check: Does the UE respond to paging on cell B with S-TMSI in GUTI-2 for CS domain?(Generic Procedure TS36.508 6.2.4.5)
	-
	-
	4
	-

	20
	Set the cell type of cell B to the '' non-Suitable cell ''. 
Set the cell type of cell C to the '' Serving cell''.
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell C unless explicitly stated otherwise.
	-
	-
	-
	-

	21
	Check: Does the UE transmit a TRACKING AREA UPDATE REQUEST message?
	-->
	TRACKING AREA UPDATE REQUEST
	5
	P

	22
	The SS transmits a TRACKING AREA UPDATE ACCEPT message. 
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	23
	The UE transmits a TRACKING AREA UPDATE COMPLETE message?
	-->
	TRACKING AREA UPDATE COMPLETE
	-
	-

	24
	The SS releases the RRC connection.
	-
	-
	-
	-

	25
	Cause switch off or remove power from the UE
	-
	-
	-
	-

	26
	The UE transmit a DETACH REQUEST.(Optional)
	-->
	DETACH REQUEST
	-
	-

	27
	The UE is powered up or switched on.
	-
	-
	-
	-

	28
	Check: Does the UE send ATTACH REQUEST message with a PDN CONNECTIVITY REQUEST message to request PDN connectivity to the default PDN. 
	-->
	ATTACH REQUEST
	6
	P

	29
	The SS starts an authentication procedure
	<--
	AUTHENTICATION REQUEST
	-
	-

	30
	The UE responds properly to the authentication procedure
	-->
	AUTHENTICATION RESPONSE
	-
	-

	31
	The SS starts a NAS security mode command procedure to perform NAS integrity protection.
	<--
	SECURITY MODE COMMAND
	-
	-

	32
	The UE responds properly to the NAS security mode command procedure
	-->
	SECURITY MODE COMPLETE
	-
	-

	-
	EXCEPTION: Steps 32Aa1 to 32Aa2 describe behaviour that depends on UE configuration; the "lower case letter" identifies a step sequence that take place if the UE has ESM information which needs to be transferred.
	-
	-
	-
	-

	32Aa1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options and/or APN.
	<--
	ESM INFORMATION REQUEST
	-
	-

	32Aa2
	The UE transmits an ESM INFORMATION RESPONSE message to transfer protocol configuration options and/or APN.
	-->
	ESM INFORMATION RESPONSE
	-
	-

	33
	The SS sends ATTACH ACCEPT message with the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message.
	<--
	ATTACH ACCEPT
	-
	-

	34
	The UE transmits ATTACH COMPLETE message with the ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message.
	-->
	ATTACH COMPLETE
	-
	-


9.2.1.2.1.3.3
Specific message contents

Table 9.2.1.2.1.3.3-1: Message ATTACH REQUEST (step 3, Table 9.2.1.2.1.3.2-1)

	Derivation path: 36.508 table 4.7.2-4

	Information Element
	Value/Remark
	Comment
	Condition

	EPS attach type
	'0010'B
	''combined EPS/IMSI attach''
	

	Old GUTI or IMSI
	GUTI-1
	
	

	Last visited registered TAI
	TAI-1
	
	

	Old location area identification
	LAI-1
	
	

	TMSI status
	Not Present
	
	


Table 9.2.1.2.1.3.3-2: Message ATTACH ACCEPT (step 8, Table 9.2.1.2.1.3.2-1)

	Derivation path: 36.508 table 4.7.2-1

	Information Element
	Value/Remark
	Comment
	Condition

	EPS attach result
	'010'B
	''Combined EPS/IMSI attach''
	

	TAI list
	
	
	

	    Number of elements
	'00001'B
	
	

	    Type of list
	'00'B
	''list of TACs belonging to one PLMN, with non-consecutive TAC values''
	

	MCC

MNC

TAC 1

TAC 2
	PLMN= MCC/MNC

TAC 1=1

TAC 2=2
	''PLMN is set to the same MCC/MNC stored in EFIMSI'' 

''TAI-1''
''TAI-2''
	

	GUTI
	GUTI-2
	
	

	LAI
	LAI-1
	
	

	MS identity
	TMSI-1
	
	


Table 9.2.1.2.1.3.3-3: Message EXTENDED SERVICE REQUEST (step 13, Table 9.2.1.2.1.3.2-1)
	Derivation Path: 36.508 table 4.7.2.-14A

	Information Element
	Value/remark
	Comment
	Condition

	Service type
	'0001'B
	''mobile terminating CS fallback or 1xCS fallback''
	

	M-TMSI
	M-TSMI2
	''M-TMSI2 is a part of GUTI-2''
	

	CSFB response
	'001'B
	
	


Table 9.2.1.2.1.3.3-4: Message SERVICE REJECT (step 14, Table 9.2.1.2.1.3.2-1)
	Derivation Path: 36.508 table 4.7.2-22

	Information Element
	Value/remark
	Comment
	Condition

	EMM cause
	'0010 0111'B
	#39 'CS domain temporarily not available'
	

	T3442 value
	5 sec
	
	


Table 9.2.1.2.1.3.3-5: Message TRACKING AREA UPDATE REQUEST (step 21, Table 9.2.1.2.1.3.2-1)

	Derivation path: 36.508 table 4.7.2-27

	Information Element
	Value/Remark
	Comment
	Condition

	EPS update type
	
	
	

	EPS update type value
	'001'B
	''Combined TA/LA updating'' 
	

	Old GUTI
	GUTI-2
	''Old GUTI is included by UE if valid, IMSI otherwise''
	

	Old location area identification
	LAI-1 
	
	

	TMSI status
	Not Present
	
	


Table 9.2.1.2.1.3.3-6: Message TRACKING AREA UPDATE ACCEPT (step 22, Table 9.2.1.2.1.3.2-1)

	Derivation path: 36.508 table 4.7.2-24

	Information Element
	Value/Remark
	Comment
	Condition

	EPS update result
	'001'B
	''combined TA/LA updated''
	

	GUTI
	GUTI-3
	
	

	TAI list
	
	
	

	  Length of tracking area identity list contents
	'00001000'B
	
	

	  Partial tracking area identity list
	
	
	

	    Number of elements
	'00000'B
	
	

	    Type of list
	'00'B
	''list of TACs belonging to one PLMN, with non-consecutive TAC values''
	

	MCC

MNC

TAC 1
	TAI-3
	
	

	Location area identification
	LAI-3
	
	

	MS identity
	TMSI-3
	
	


Table 9.2.1.2.1.3.3-7: Message ATTACH REQUEST (step 28, Table 9.2.1.2.1.3.2-1)

	Derivation path: 36.508 table 4.7.2-4

	Information Element
	Value/Remark
	Comment
	Condition

	EPS attach type
	'0010'B
	''combined EPS/IMSI attach''
	

	Old GUTI or IMSI
	GUTI-3
	
	

	Last visited registered TAI
	TAI-3
	
	

	Old location area identification
	LAI-3
	
	

	TMSI status
	Not Present
	
	


Table 9.2.1.2.1.3.3-8: Message ATTACH ACCEPT (step 33, Table 9.2.1.2.1.3.2-1)

	Derivation path: 36.508 table 4.7.2-1

	Information Element
	Value/Remark
	Comment
	Condition

	EPS attach result
	'010'B
	''Combined EPS/IMSI attach''
	

	TAI list
	
	
	

	  Length of tracking area identity list contents
	'00001000'B
	
	

	  Partial tracking area identity list
	
	
	

	    Number of elements
	'00000'B
	
	

	    Type of list
	'00'B
	''list of TACs belonging to one PLMN, with non-consecutive TAC values''
	

	MCC

MNC

TAC 1
	TAI-3
	
	

	GUTI
	GUTI-3
	
	


9.2.1.2.2
Combined attach procedure / Success / EPS services only / IMSI unknown in HSS

9.2.1.2.2.1
Test Purpose (TP)

(1)

with { UE in state EMM-DEREGISTERED and is switched off }

ensure that {

  when { the UE is powered up or switched on }

    then { the UE transmits an ATTACH REQUEST message with the EPS attach type set to "combined EPS/IMSI attach" and enters EMM-REGISTERED-INITIATED state }

            }

(2)

with { UE in state EMM-REGISTERED-INITIATED }

ensure that {

  when { the UE receives an ATTACH ACCEPT message with EPS attach result set to "EPS only" and EMM cause set to "IMSI unknown in HSS" }

    then { the UE transmits an ATTACH COMPLETE message, the UE set the update status to U3 ROAMING NOT ALLOWED, shall delete any TMSI, LAI and ciphering key sequence number and enters EMM-REGISTERED.NORMAL-SERVICE state and MM IDLE state. The USIM shall be considered as invalid for non-EPS services until switching off or the UICC containing the USIM is removed }

            }

(3)

with { UE in E-UTRA EMM-REGISTERED.NORMAL-SERVICE state and MM IDLE state and USIM is invalidated by network for non-EPS services }

ensure that {

  when { SS sends DETACH REQUEST message with the Detach type IE "re-attach required" }

    then { the UE sends DETACH ACCEPT message, and then the UE sends ATTACH REQUEST message with EPS attach type set to 'EPS attach', including the value in 'Last visited registered TAI' and the valid GUTI and initiates an attach procedure }

            }

(4)

with { UE in EMM-REGISTERED.NORMAL-SERVICE state and MM IDLE state and USIM is invalidated by network for non-EPS services }

ensure that {

  when { the UE is switch off and then powered up or switched on }

    then { the UE sends ATTACH REQUEST message with EPS attach type IE 'combined EPS/IMSI attach' }

            }

(5)

with { UE in EMM-REGISTERED-INITIATED state }

ensure that {

  when { the UE receives ATTACH ACCEPT message with EPS attach result 'combined EPS/IMSI attach' }

    then { UE sends ATTACH COMPLETE message and enters EMM-REGISTERED.NORMAL-SERVICE state and MM IDLE state }

            }
9.2.1.2.2.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.301, clauses 4.3, 5.5.1.2.2, 5.5.1.2.4, 5.5.1.3.1, 5.5.1.3.2, 5.5.1.3.4.1, 5.5.1.3.4.2, and 5.5.1.3.4.3.

[TS24.301 clause 4.3]

A UE attached for EPS services may operate in one of the following operation modes:

...

-
CS/PS mode 1 of operation: the UE registers to both EPS and non-EPS services, and UE's usage setting is "voice centric"; and
-
CS/PS mode 2 of operation: the UE registers to both EPS and non-EPS services, and UE's usage setting is "data centric" or the UE has no CS voice capability.
A UE configured to use CS fallback, shall operate in CS/PS mode 1 or CS/PS mode 2. Such UE may also be configured to use IMS, in which case the voice domain preference as defined in 3GPP TS 24.167 [13B] shall be used for the selection of the domain for originating voice communication services.
...
[TS 24.301, clause 5.5.1.2.2]

In state EMM-DEREGISTERED, the UE initiates the attach procedure by sending an ATTACH REQUEST message to the MME, starting timer T3410 and entering state EMM-REGISTERED-INITIATED (see example in figure 5.5.1.2.2.1). If timer T3402 is currently running, the UE shall stop timer T3402. If timer T3411 is currently running, the UE shall stop timer T3411. 
…
-
The UE shall include in the ATTACH REQUEST message a valid GUTI together with the last visited registered TAI, if available. If there is no valid GUTI available, the UE shall include the IMSI in the ATTACH REQUEST message.
...

[TS 24.301, clause 5.5.1.2.4]

If the attach request is accepted by the network, the MME shall send an ATTACH ACCEPT message to the UE and start timer T3450. The MME shall send the ATTACH ACCEPT message together with an ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message contained in the ESM message container information element to activate the default bearer (see subclause 6.4.1). The network may also initiate the activation of dedicated bearers towards the UE by invoking the dedicated EPS bearer context activation procedure (see subclause 6.4.2).

...

The MME shall assign and include the TAI list the UE is registered to in the ATTACH ACCEPT message. The UE, upon receiving an ATTACH ACCEPT message, shall delete its old TAI list and store the received TAI list.

Upon receiving the ATTACH ACCEPT message, the UE shall stop timer T3410.

The GUTI reallocation may be part of the attach procedure. When the ATTACH REQUEST message includes the IMSI, or the MME considers the GUTI provided by the UE is invalid, or the GUTI provided by the UE was assigned by another MME, the MME shall allocate a new GUTI to the UE. The MME shall include in the ATTACH ACCEPT message the new assigned GUTI together with the assigned TAI list. In this case the MME shall enter state EMM-COMMON-PROCEDURE-INITIATED as described in subclause 5.4.1.

...

If the ATTACH ACCEPT message contains a GUTI, the UE shall use this GUTI as the new temporary identity. The UE shall delete its old GUTI and store the new assigned GUTI. If no GUTI has been included by the MME in the ATTACH ACCEPT message, the old GUTI, if any available, shall be kept. 

If A/Gb mode or Iu mode is supported in the UE, the UE shall set its TIN to "GUTI" when receiving the ATTACH ACCEPT message.

...

When the UE receives the ATTACH ACCEPT message combined with the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message, it shall forward the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message to the ESM sublayer. Upon receipt of an indication from the ESM sublayer that the default EPS bearer context has been activated, the UE shall send an ATTACH COMPLETE message together with an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message contained in the ESM message container information element to the network.

Additionally, the UE shall reset the attach attempt counter and tracking area updating attempt counter, enter state EMM-REGISTERED and set the EPS update status to EU1 UPDATED.

…
Upon receiving an ATTACH COMPLETE message, the MME shall stop timer T3450, enter state EMM-REGISTERED and consider the GUTI sent in the ATTACH ACCEPT message as valid.

[TS 24.301, clause 5.5.1.3.1]

The combined attach procedure is used by a UE in CS/PS mode 1 or CS/PS mode 2 of operation to attach for both EPS and non-EPS services.

The combined attach procedure is also used by a UE in CS/PS mode 1 or CS/PS mode 2 of operation to attach for EPS services if it is already IMSI attached for non-EPS services.

When the UE initiates a combined attach procedure, the UE shall indicate "combined EPS/IMSI attach" in the EPS attach type IE.
The combined attach procedure follows the attach procedure for EPS described in subclause 5.5.1.2.
[TS 24.301, clause 5.5.1.3.2]

If the UE is in EMM state EMM-DEREGISTERED, the UE initiates the combined attach procedure by sending an ATTACH REQUEST message to the network, starting timer T3410 and entering state EMM-REGISTERED-INITIATED (see example in figure 5.5.1.2.2.1).

The UE shall include the TMSI status IE if no valid TMSI is available. Furthermore, if the UE has stored a valid location area identification, the UE shall include it in the Old location area identification IE in the ATTACH REQUEST message.
[TS 24.301, clause 5.5.1.3.4.1]

Depending on the value of the EPS attach result IE received in the ATTACH ACCEPT message, two different cases can be distinguished:

...

2)
The EPS attach result IE value indicates "EPS only": attach for EPS services has been successful but attach for non-EPS services has failed.

[TS 24.301, clause 5.5.1.3.4.2]

The description for attach for EPS services as specified in subclause 5.5.1.2.4 shall be followed. In addition, the following description for attach for non-EPS services applies.

...

[TS 24.301, clause 5.5.1.3.4.3]

Apart from the actions on the tracking area updating attempt counter, the description for attach for EPS services as specified in subclause 5.5.1.2.4 shall be followed. In addition, the following description for attach for non-EPS services applies.

The UE receiving the ATTACH ACCEPT message takes one of the following actions depending on the EMM cause value:

#2

(IMSI unknown in HSS)


The UE shall stop T3410 if still running and shall reset the tracking area updating attempt counter. The UE shall set the update status to U3 ROAMING NOT ALLOWED and shall delete any TMSI, LAI and ciphering key sequence number. The UE shall enter state EMM-REGISTERED.NORMAL-SERVICE. The new MM state is MM IDLE. The USIM shall be considered as invalid for non-EPS services until switching off or the UICC containing the USIM is removed.

...

Other EMM cause values and the case that no EMM cause IE was received are considered as abnormal cases. The combined attach procedure shall be considered as failed for EPS and non-EPS services. The behaviour of the UE in those cases is specified in subclause 5.5.1.3.6.
[TS 24.301, clause 5.5.2.3.2]

When receiving the DETACH REQUEST message and the Detach type IE indicates "re-attach required", the UE shall deactivate the EPS bearer context(s) including the default EPS bearer context locally without peer-to-peer signalling between the UE and the MME. The UE shall store the native EPS security context, if valid, as specified in annex C. The UE shall then send a DETACH ACCEPT message to the network and enter state EMM-DEREGISTERED. The UE shall, after the completion of the detach procedure, and the existing NAS signalling connection has been released, initiate an attach or combined attach procedure.
A UE which receives a DETACH REQUEST message with detach type indicating "re-attach required" or "re-attach not required" and no EMM cause IE, is detached only for EPS services.
…
If the detach type IE indicates "IMSI detach" or "re-attach required", then the UE shall ignore the EMM cause IE if received.
9.2.1.2.2.3
Test description

9.2.1.2.2.3.1
Pre-test conditions

System Simulator:

-
Cell A is configured according to Table 6.3.2.2-1 in [18].

UE:

- 
The UE is configured to initiate combined EPS/IMSI attach.

-
The USIM contains IMSI-1, GUTI-1 and TAI-1, and EPS update status is "EU1: UPDATED".

-
The USIM contains TMSI-1 and LAI-1 for CS service, and Location update status is "U1: UPDATED".

Preamble:

-
The UE is  in state  Switched OFF (state 1) according to [18].

9.2.1.2.2.3.2
Test procedure sequence

Table 9.2.1.2.2.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The UE is powered up or switched on.
	-
	-
	-
	-

	2
	The UE transmits ATTACH REQUEST message with a PDN CONNECTIVITY REQUEST message to request PDN connectivity to the default PDN with EPS attach type set to "combined EPS/IMSI attach"
	-->
	ATTACH REQUEST
	1
	P

	3
	The SS starts an authentication procedure
	<--
	AUTHENTICATION REQUEST
	-
	-

	4
	The UE transmits an AUTHENTICATION RESPONSE message and establishes mutual authentication.
	-->
	AUTHENTICATION RESPONSE
	-
	-

	5
	The SS starts a NAS security mode command procedure to perform NAS integrity protection.
	<--
	SECURITY MODE COMMAND
	-
	-

	6
	The UE transmits a NAS SECURITY MODE COMPLETE message and establishes the initial security configuration.
	-->
	SECURITY MODE COMPLETE
	-
	-

	-
	EXCEPTION: Steps 6Aa1 to 6Aa2 describe behaviour that depends on UE configuration; the "lower case letter" identifies a step sequence that take place if the UE has ESM information which needs to be transferred.
	-
	-
	-
	-

	6Aa1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options and/or APN.
	<--
	ESM INFORMATION REQUEST
	-
	-

	6Aa2
	The UE transmits an ESM INFORMATION RESPONSE message to transfer protocol configuration options and/or APN.
	-->
	ESM INFORMATION RESPONSE
	-
	-

	7
	The SS transmits ATTACH ACCEPT message with EPS Attach result IE set to “EPS only” and EMM cause set to "IMSI unknown in HSS", including the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message as specified.


	<--
	ATTACH ACCEPT
	-
	-

	-
	EXCEPTION: In parallel to the event described in step 8 below the generic procedure for IP address allocation in the U-plane specified in TS 36.508 subclause 4.5A.1 takes place performing IP address allocation in the U-plane if requested by the UE.
	-
	-
	-
	-

	8
	Check: Does the UE transmit an ATTACH COMPLETE message including an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message as specified?
	-->
	ATTACH COMPLETE
	2
	P

	9
	The SS releases the RRC connection.
	-
	-
	-
	-

	10 -12
	Void


	
	
	
	

	13
	The SS sends DETACH REQUEST message with Detach Type set to "re-attach required"
	<--
	DETACH REQUEST
	-
	-

	14
	Check: Does the UE send DETACH ACCEPT message?
	-->
	DETACH ACCEPT
	3
	P

	15
	The SS releases the RRC connection.
	-
	-
	-
	-

	16
	Check: Does the UE send ATTACH REQUEST message with EPS attach type set to “EPS attach”, including the PDN CONNECTIVITY REQUEST message?
	-->
	ATTACH REQUEST
	3
	P

	17
	The SS sends ATTACH ACCEPTmessage including the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message
	<--
	ATTACH ACCEPT
	-
	-

	-
	EXCEPTION: In parallel to the event described in step 15 below the generic procedure for IP address allocation in the U-plane specified in TS 36.508 subclause 4.5A.1 takes place performing IP address allocation in the U-plane if requested by the UE.
	-
	-
	-
	-

	18
	Check: Does the UE send ATTACH COMPLETE message?
	-->
	ATTACH COMPLETE
	3
	P

	19
	The UE is switched off.
	-
	-
	-
	-

	20
	The UE is powered up or switched on.
	-
	-
	-
	-

	21
	Check: Does the UE transmits ATTACH REQUEST message with EPS attach type set to "combined EPS/IMSI attach", including PDN CONNECTIVITY REQUEST message?
	-->
	ATTACH REQUEST
	4
	P

	22
	The SS transmits ATTACH ACCEPT message with EPS Attach result IE set to “combined EPS/IMSI attach” , including the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message.
	<--
	ATTACH ACCEPT
	-
	-

	-
	EXCEPTION: In parallel to the event described in step 20 below the generic procedure for IP address allocation in the U-plane specified in TS 36.508 subclause 4.5A.1 takes place performing IP address allocation in the U-plane if requested by the UE.
	-
	-
	-
	-

	23
	Check: Does the UE transmit an ATTACH COMPLETE message including the ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message?
	-->
	ATTACH COMPLETE
	5
	P

	-
	At the end of this test procedure sequence, the UE is in end state E-UTRA connected (E2) according to TS 36.508.
	-
	-
	-
	-


NOTE:
It is assumed in the test procedure sequence that the UE initially has a valid GUTI, hence it is included in ATTACH REQUEST message in step 2. However, it is not important for the test procedure sequence.

9.2.1.2.2.3.3
Specific message contents
Table 9.2.1.2.2.3.3-1: Message ATTACH REQUEST (step 2, Table 9.2.1.2.2.3.2-1)

	Derivation path: 36.508 table 4.7.2-4

	Information Element
	Value/Remark
	Comment
	Condition

	Old GUTI or IMSI
	GUTI-1
	
	

	EPS attach type
	010
	“combined EPS/IMSI attach”
	

	ESM message container
	PDN CONNECTIVITY REQUEST message
	
	

	Last visited registered TAI
	TAI-1
	
	

	Old location area identification
	LAI-1
	
	

	TMSI status
	Not present
	
	


Table 9.2.1.2.2.3.3-2: Message ATTACH ACCEPT (step 7, Table 9.2.1.2.2.3.2-1)

	Derivation path: 36.508 table 4.7.2-1

	Information Element
	Value/Remark
	Comment
	Condition

	EPS attach result
	001
	"EPS only"

The SS accepts Combined attach for EPS services only.
	

	ESM message container
	ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message
	
	

	GUTI
	GUTI-2
	The SS assigns a new GUTI
	

	LAI
	Not present
	
	

	MS identity
	Not Present
	No TMSI is assigned
	

	EMM cause
	00000010
	#2 “IMSI unknown in HSS”
	


Table 9.2.1.2.2.3.3-3: Message DETACH REQUEST (step 13, Table 9.2.1.2.2.3.2-1)

	Derivation path: 36.508 table 4.7.2-12

	Information Element
	Value/Remark
	Comment
	Condition

	Detach type
	001
	"re-attach required"
	


Table 9.2.1.2.2.3.3-4: Message ATTACH REQUEST (step 16, Table 9.2.1.2.2.3.2-1)

	Derivation path: 36.508 table 4.7.2-4

	Information Element
	Value/Remark
	Comment
	Condition

	Old GUTI or IMSI
	GUTI-2
	
	

	EPS attach type
	001
	“EPS attach”
	

	ESM message container
	PDN CONNECTIVITY REQUEST message
	
	

	Last visited registered TAI
	TAI-1
	
	

	Old location area identification
	Not present
	
	

	TMSI status
	Not present
	
	


Table 9.2.1.2.2.3.3-5: Message ATTACH ACCEPT (step 17, Table 9.2.1.2.2.3.2-1)

	Derivation path: 36.508 table 4.7.2-1

	Information Element
	Value/Remark
	Comment
	Condition

	EPS attach result
	001
	'' EPS only ''
	

	ESM message container
	ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message
	
	

	GUTI
	Not present
	The SS doesn’t assign a new GUTI
	


Table 9.2.1.2.2.3.3-6: Message ATTACH REQUEST (step 21, Table 9.2.1.2.2.3.2-1)

	Derivation path: 36.508 table 4.7.2-4

	Information Element
	Value/Remark
	Comment
	Condition

	Old GUTI or IMSI
	GUTI-2
	
	

	EPS attach type
	010
	“combined EPS/IMSI attach”
	

	ESM message container
	PDN CONNECTIVITY REQUEST message
	
	

	Last visited registered TAI
	TAI-1
	
	

	Old location area identification
	Not present
	
	

	TMSI status
	0
	no valid TMSI available
	


Table 9.2.1.2.2.3.3-7: Message ATTACH ACCEPT (step 22, Table 9.2.1.2.2.3.2-1)

	Derivation path: 36.508 table 4.7.2-1

	Information Element
	Value/Remark
	Comment
	Condition

	EPS attach result
	010
	''Combined EPS/IMSI attach''
	

	ESM message container
	ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message
	
	

	GUTI
	Not present
	The SS doesn’t assign a new GUTI
	


9.2.1.2.3
Successful combined attach procedure / EPS service only / MSC temporarily not reachable

9.2.1.2.3.1
Test Purpose (TP)

(1)

with { the UE has sent a combined ATTACH REQUEST message }

ensure that {

  when { the UE receives an ATTACH ACCEPT message with EPS attach result set to "EPS only" and EMM reject cause set to "MSC temporarily not reachable" or "Network failure" or "Congestion" and including an ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message with IE EPS Bearer Identity matching the ATTACH REQUEST message and including a PDN address, an APN and an uplink TFT }

    then { UE transmits an ATTACH COMPLETE message, containing the EPS bearer identity, together with ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message and the UE resets the attach attempt counter and tracking area updating attempt counter and the UE increments tracking area updating attempt counter and starts timer T3411 and enters EMM-REGISTERED.ATTEMPTING-TO-UPDATE-MM state }

            }

(2)

with { the UE is in E-UTRA EMM-REGISTERED.ATTEMPTING-TO-UPDATE-MM state }

ensure that {

  when { timer T3411 expires or timer T3402 expires }

    then { the UE initiates a combined tracking area update procedure indicating "combined TA/LA updating with IMSI attach" }

            }

(3)

with { the UE is in E-UTRA EMM-REGISTERED.ATTEMPTING-TO-UPDATE-MM state }

ensure that {

  when { UE receives a TRACKING AREA UPDATE ACCEPT with EPS update result set to "EPS only" and EMM reject cause set to "MSC temporarily not reachable" or "Network failure" or "Congestion"  }

    then { UE increments tracking area updating attempt counter unless it was already set to 5 and starts timer T3411 if tracking area updating attempt counter is less than 5 or starts timer T3402 if tracking area updating attempt counter is equal to 5 }

            }

9.2.1.2.3.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.301, clauses 5.5.1.2.4, 5.5.1.3.1, 5.5.1.3.2, 5.5.1.3.4.1, 5.5.1.3.4.2, 5.5.1.3.4.3, and 5.5.3.3.4.3.

[TS 24.301, clause 5.5.1.2.4]

If the attach request is accepted by the network, the MME shall send an ATTACH ACCEPT message to the UE and start timer T3450. The MME shall send the ATTACH ACCEPT message together with an ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message contained in the ESM message container information element to activate the default bearer (see subclause 6.4.1). The network may also initiate the activation of dedicated bearers towards the UE by invoking the dedicated EPS bearer context activation procedure (see subclause 6.4.2).

If the attach request is accepted by the network, the MME shall delete the stored UE radio capability information, if any.

If the UE has included the UE network capability IE or the MS network capability IE or both in the ATTACH REQUEST message, the MME shall store all octets received from the UE, up to the maximum length defined for the respective information element.

NOTE:
This information is forwarded to the new MME during inter-MME handover or to the new SGSN during inter-system handover to A/Gb mode or Iu mode.

The MME shall assign and include the TAI list the UE is registered to in the ATTACH ACCEPT message. The UE, upon receiving an ATTACH ACCEPT message, shall delete its old TAI list and store the received TAI list.

Upon receiving the ATTACH ACCEPT message, the UE shall stop timer T3410.

The GUTI reallocation may be part of the attach procedure. When the ATTACH REQUEST message includes the IMSI, or the MME considers the GUTI provided by the UE is invalid, or the GUTI provided by the UE was assigned by another MME, the MME shall allocate a new GUTI to the UE. The MME shall include in the ATTACH ACCEPT message the new assigned GUTI together with the assigned TAI list. In this case the MME shall enter state EMM-COMMON-PROCEDURE-INITIATED as described in subclause 5.4.1.

…

If the ATTACH ACCEPT message contains a GUTI, the UE shall use this GUTI as the new temporary identity. The UE shall delete its old GUTI and store the new assigned GUTI. If no GUTI has been included by the MME in the ATTACH ACCEPT message, the old GUTI, if any available, shall be kept. 

If A/Gb mode or Iu mode is supported in the UE, the UE shall set its TIN to "GUTI" when receiving the ATTACH ACCEPT message.

…

When the UE receives the ATTACH ACCEPT message combined with the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message, it shall forward the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message to the ESM sublayer. Upon receipt of an indication from the ESM sublayer that the default EPS bearer context has been activated, the UE shall send an ATTACH COMPLETE message together with an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message contained in the ESM message container information element to the network.

Additionally, the UE shall reset the attach attempt counter and tracking area updating attempt counter, enter state EMM-REGISTERED and set the EPS update status to EU1 UPDATED.

…
Upon receiving an ATTACH COMPLETE message, the MME shall stop timer T3450, enter state EMM-REGISTERED and consider the GUTI sent in the ATTACH ACCEPT message as valid.

[TS 24.301, clause 5.5.1.3.1]

The combined attach procedure is used by a UE in CS/PS mode 1 or CS/PS mode 2 of operation to attach for both EPS and non-EPS services. 

The combined attach procedure is also used by a UE in CS/PS mode 1 or CS/PS mode 2 of operation to attach for EPS services if it is already IMSI attached for non-EPS services.
When the UE initiates a combined attach procedure, the UE shall indicate "combined EPS/IMSI attach" in the EPS attach type IE.
The combined attach procedure follows the attach procedure for EPS described in subclause 5.5.1.2.
[TS 24.301, clause 5.5.1.3.2]

If the UE is in EMM state EMM-DEREGISTERED, the UE initiates the combined attach procedure by sending an ATTACH REQUEST message to the network, starting timer T3410 and entering state EMM-REGISTERED-INITIATED (see example in figure 5.5.1.2.2.1).

The UE shall include the TMSI status IE if no valid TMSI is available. Furthermore, if the UE has stored a valid location area identification, the UE shall include it in the Old location area identification IE in the ATTACH REQUEST message.
[TS 24.301, clause 5.5.1.3.4.1]

Depending on the value of the EPS attach result IE received in the ATTACH ACCEPT message, two different cases can be distinguished:

1)
The EPS attach result IE value indicates "combined EPS/IMSI attach": attach for EPS and non-EPS services have been successful.

2)
The EPS attach result IE value indicates "EPS only": attach for EPS services has been successful but attach for non-EPS services has failed.

[TS 24.301, clause 5.5.1.3.4.2]

The description for attach for EPS services as specified in subclause 5.5.1.2.4 shall be followed. In addition, the following description for attach for non-EPS services applies.

…

[TS 24.301, clause 5.5.1.3.4.3]

Apart from the actions on the tracking area updating attempt counter, the description for attach for EPS services as specified in subclause 5.5.1.2.4 shall be followed. In addition, the following description for attach for non-EPS services applies.

The UE receiving the ATTACH ACCEPT message takes one of the following actions depending on the EMM cause value:

…

#16
(MSC temporarily not reachable);

#17
(Network failure); or

#22
(Congestion)


The UE shall stop timer T3410 if still running. The tracking area updating attempt counter shall be incremented, unless it was already set to 5.


If the tracking area updating attempt counter is less than 5:

-
the UE shall start timer T3411, shall set the EPS update status to EU1 UPDATED and shall enter state EMM-REGISTERED.ATTEMPTING-TO-UPDATE-MM. When timer T3411 expires the combined tracking area updating procedure indicating "combined TA/LA updating with IMSI attach" is triggered.


If the tracking area updating attempt counter is equal to 5:

-
a UE operating in CS/PS mode 2 of operation shall start timer T3402, shall set the EPS update status to EU1 UPDATED and shall enter state EMM-REGISTERED.ATTEMPTING-TO-UPDATE-MM. When timer T3402 expires the combined tracking area updating procedure indicating "combined TA/LA updating with IMSI attach" is triggered;

-
a UE operating in CS/PS mode 1 of operation with "IMS voice not available" shall attempt to select GERAN or UTRAN radio access technology and proceed with appropriate MM or GMM specific procedures. The UE shall disable the E-UTRA capability (see subclause 4.5). If the UE is in the EMM-CONNECTED mode, the UE shall locally release the established NAS signalling connection and enter the EMM-IDLE mode before selecting GERAN or UTRAN radio access technology.
NOTE 1:
It is up to the UE implementation when to enable E-UTRAN radio access technology selection.
…

Other EMM cause values and the case that no EMM cause IE was received are considered as abnormal cases. The combined attach procedure shall be considered as failed for EPS and non-EPS services. The behaviour of the UE in those cases is specified in subclause 5.5.1.3.6.

[TS 24.301, clause 5.5.3.3.4.3]

Apart from the actions on the tracking area updating attempt counter, the description for tracking area for EPS services as specified in subclause 5.5.3.2.4 shall be followed. In addition, the following description for location updating for non-EPS services applies.

The UE receiving the TRACKING AREA UPDATE ACCEPT message takes one of the following actions depending on the EMM cause value:

…

#16
(MSC temporarily not reachable);

#17
(Network failure); or

#22
(Congestion)


The UE shall stop timer T3430 if still running. The tracking area updating attempt counter shall be incremented, unless it was already set to 5.


If the tracking area updating attempt counter is less than 5:

-
the UE shall start timer T3411, shall set the EPS update status to EU1 UPDATED and shall enter state EMM-REGISTERED.ATTEMPTING-TO-UPDATE-MM. When timer T3411 expires the combined tracking area updating procedure indicating "combined TA/LA updating with IMSI attach" is triggered again.


If the tracking area updating attempt counter is equal to 5:

-
a UE operating in CS/PS mode 2 of operation shall start timer T3402, shall set the EPS update status to EU1 UPDATED and shall enter state EMM-REGISTERED.ATTEMPTING-TO-UPDATE-MM. When timer T3402 expires the combined tracking area updating procedure indicating "combined TA/LA updating with IMSI attach" is triggered again;

-
a UE operating in CS/PS mode 1 of operation with "IMS voice not available" shall attempt to select GERAN or UTRAN radio access technology and proceed with appropriate MM or GMM specific procedures. The UE shall disable the E-UTRA capability (see subclause 4.5). If the UE is in the EMM-CONNECTED mode, the UE shall locally release the established NAS signalling connection and enter the EMM-IDLE mode before selecting GERAN or UTRAN radio access technology.
NOTE 1:
It is up to the UE implementation when to enable E-UTRAN radio access technology selection.
…

9.2.1.2.3.3
Test description

9.2.1.2.3.3.1
Pre-test conditions

System Simulator:

-
Cell A is configured according to Table 6.3.2.2-1 in [18].

-
Cell A belongs to TAI-1
-
T3402 is set to default (12 min.).

UE:

- 
The UE is configured to initiate combined EPS/IMSI attach.

-
The USIM contains GUTI-1 and TAI-1, and EPS update status is "EU1: UPDATED", and also P-TMSI signature1.

-
The USIM contains TMSI-1 and LAI-1 for CS service, and Location update status is "U1: UPDATED".

Preamble:

-
The UE is in state Switched OFF (state 1) according to clause [18].

9.2.1.2.3.3.2
Test procedure sequence

The sequence is executed for execution counter k = 1, 2, 3.

Table 9.2.1.2.3.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The UE is switched on.
	-
	-
	-
	-

	2
	The UE transmit a combined ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message as specified.
	-->
	ATTACH REQUEST
	-
	-

	3
	The SS transmits an AUTHENTICATION REQUEST message to initiate the EPS authentication and AKA procedure.
	<--
	AUTHENTICATION REQUEST
	-
	-

	4
	The UE transmits an AUTHENTICATION RESPONSE message and establishes mutual authentication.
	-->
	AUTHENTICATION RESPONSE
	-
	-

	5
	The SS transmits a NAS SECURITY MODE COMMAND message to activate NAS security.
	<--
	SECURITY MODE COMMAND
	-
	-

	6
	The UE transmits a NAS SECURITY MODE COMPLETE message and establishes the initial security configuration.
	-->
	SECURITY MODE COMPLETE
	-
	-

	-
	EXCEPTION: Steps 6Aa1 to 6Aa2 describe behaviour that depends on UE configuration; the "lower case letter" identifies a step sequence that take place if the UE has ESM information which needs to be transferred.
	-
	-
	-
	-

	6Aa1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options and/or APN.
	<--
	ESM INFORMATION REQUEST
	-
	-

	6Aa2
	The UE transmits an ESM INFORMATION RESPONSE message to transfer protocol configuration options and/or APN.
	-->
	ESM INFORMATION RESPONSE
	-
	-

	7
	The SS transmits an ATTACH ACCEPT message with EPS attach result indicating "EPS only" and MM cause indicating according to specific message contents and with IE EPS Bearer Identity set to default EPS bearer context. The ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message is piggybacked in ATTACH ACCEPT. 

Note 1: SS allocates a PDN address of a PDN type which is compliant with from the PDN type requested by the UE.
	<--
	ATTACH ACCEPT
	-
	-

	-
	EXCEPTION: In parallel to the event described in step 8 below the generic procedure for IP address allocation in the U-plane specified in TS 36.508 subclause 4.5A.1 takes place performing IP address allocation in the U-plane if requested by the UE.
	-
	-
	-
	-

	8
	Check: Does the UE transmit an ATTACH COMPLETE message including a ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message as specified?
	-->
	ATTACH COMPLETE
	1
	P

	9
	The SS releases the RRC connection.
	-
	-
	-
	-

	10
	Check1: Does the UE transmit a TRACKING AREA UPDATE REQUEST message with  "combined TA/LA updating with IMSI attach"?

Check2: Is the time between the previous ATTACH ACCEPT and TRACKING AREA UPDATE REQUEST equal to T3411?

Note: Tracking area updating attempt counter=2
	-->
	TRACKING AREA UPDATE REQUEST
	1,2
	P

	11
	SS transmits a TRACKING AREA UPDATE ACCEPT message with EPS update result indicating "TA updated" and MM cause indicating according to specific message contents.
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	12
	Check1: Does the UE transmit a TRACKING AREA UPDATE REQUEST message with  "combined TA/LA updating with IMSI attach"?

Check2: Is the time between the previous TRACKING AREA UPDATE ACCEPT and TRACKING AREA UPDATE REQUEST equal to T3411?

Note: Tracking area updating attempt counter=3
	-->
	TRACKING AREA UPDATE REQUEST
	2,3 
	P

	13
	SS transmits a TRACKING AREA UPDATE ACCEPT message with EPS update result indicating "TA updated" and MM cause indicating according to specific message contents.
	<--
	TRACKING AREA UPDATE ACCEPT 
	-
	-

	14
	Check1: Does the UE transmit a TRACKING AREA UPDATE REQUEST message with "combined TA/LA updating with IMSI attach"?

Check2: Is the time between the previous TRACKING AREA UPDATE ACCEPT and TRACKING AREA UPDATE REQUEST equal to T3411?

Note: Tracking area updating attempt counter=4
	-->
	TRACKING AREA UPDATE REQUEST
	2,3 
	P

	15
	SS transmits a TRACKING AREA UPDATE ACCEPT message with EPS update result indicating "TA updated" and MM cause indicating according to specific message contents
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	16
	Check1: Does the UE transmit a TRACKING AREA UPDATE REQUEST message with  "combined TA/LA updating with IMSI attach"?

Check2: Is the time between the previous TRACKING AREA UPDATE ACCEPT and TRACKING AREA UPDATE REQUEST equal to T3411?

Note: Tracking area updating attempt counter=5
	-->
	TRACKING AREA UPDATE REQUEST
	2,3 
	P

	17
	SS transmits a TRACKING AREA UPDATE ACCEPT message with EPS update result indicating "TA updated" and MM cause indicating according to specific message contents.
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	18
	Check1: Does the UE send TRACKING AREA UPDATE REQUEST message with  "combined TA/LA updating with IMSI attach"?

Check2: Is the time between the previous TRACKING AREA UPDATE ACCEPT and TRACKING AREA UPDATE REQUEST equal to T3402?

Note: Tracking area updating attempt counter=5
	-->
	TRACKING AREA UPDATE REQUEST
	2,3 
	P

	19
	SS transmits a TRACKING AREA UPDATE ACCEPT message with EPS update result indicating " combined TA/LA updated " according to default message contents.
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	20
	Check: Does the result of test procedure in 36.508 clause 6.4.2.3 indicate that the UE answer to paging with S-TMSI-1 (associated with GUTI-1) for PS domain?
	-
	-
	3
	-

	-
	At the end of this test procedure sequence, the UE is in end state E-UTRA idle (E1) according to TS 36.508.
	-
	-
	-
	-


9.2.1.2.3.3.3
Specific message contents
Table 9.2.1.2.3.3.3-1: Message ATTACH REQUEST (step 2, Table 9.2.1.2.3.3.2-1)

	Derivation Path: TS 36.508 Table 4.7.2-4

	Information Element
	Value/remark
	Comment
	Condition

	EPS attach type
	010
	"combined EPS/IMSI attach" 
	

	Old GUTI or IMSI
	GUTI-1
	
	

	Last visited registered TAI
	TAI-1
	
	

	Old location area identification
	LAI-1
	
	

	TMSI status
	Not present 
	
	


Table 9.2.1.2.3.3.3-2: Message ATTACH ACCEPT (step 7, Table 9.2.1.2.3.3.2-1)

	Derivation Path: TS 36.508 Table 4.7.2-1

	Information Element
	Value/remark
	Comment
	Condition

	EPS attach result
	001
	"EPS only"
	

	GUTI
	Not present
	
	

	Location area identification
	Not present
	SS doesn’t provide LAI
	

	MS identity
	Not Present 


	SS doesn’t provide TMSI 
	

	EMM cause
	00010000 for k=1or

00010001 for k=2 or

00010110 for k=3
	#16 (MSC temporarily not reachable) for k=1

#17 (Network failure) for k=2

#22 (Congestion) for k=3


	


Table 9.2.1.2.3.3.3-3: Message TRACKING AREA UPDATE REQUEST (steps 10-12-14-16-18, Table 9.2.1.2.3.3.2-1)

	Derivation Path: TS 36.508 Table 4.7.2-27

	Information Element
	Value/remark
	Comment
	Condition

	EPS update type
	010
	"combined TA/LA updating with IMSI attach" 
	

	Old GUTI
	GUTI-1
	
	

	Old P-TMSI signature
	Not present
	This IE is included when the UE holds a valid P-TMSI signature.
	

	Additional GUTI
	Not present
	TIN = 'GUTI'
	

	Last visited registered TAI
	TAI-1
	
	

	Old location area identification
	LAI-1
	
	

	TMSI status
	Not present
	
	


Table 9.2.1.2.3.3.3-4: Message TRACKING AREA UPDATE ACCEPT (steps 11-13-15-17, Table 9.2.1.2.3.3.2-1)

	Derivation Path: TS 36.508 Table 4.7.2-24

	Information Element
	Value/remark
	Comment
	Condition

	EPS update result
	000
	"TA updated"

SS accepts Combined TAU for EPS services only.
	

	GUTI
	Not present
	
	

	Location area identification
	Not present
	SS doesn’t provide LAI
	

	MS identity
	Not Present 


	SS doesn’t provide TMSI 
	

	EMM cause
	00010000 for k=1 or

00010001 for k=2 or

00010110 for k=3
	#16 (MSC temporarily not reachable) for k=1

#17 (Network failure) for k=2

#22 (Congestion) for k=3


	


9.2.1.2.4
Successful combined attach procedure / EPS service only / CS domain not available

9.2.1.2.4.1
Test Purpose (TP)

(1)

with { UE is switched-off }

ensure that {

  when { UE is powered on and a valid GUTI is available }

    then { the UE transmits an ATTACH REQUEST message with the EPS attach type set to "combined EPS/IMSI attach", including GUTI, last visited registered TAI and a PDN CONNECTIVITY REQUEST message with the request type set to "initial attach" }

            }

(2)

with { UE has sent a combined ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message }

ensure that {

  when { UE receives an ATTACH ACCEPT message including EPS attach result set to "EPS only" and EMM reject cause set to "CS domain not available" and including an ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message with IE EPS Bearer Identity matching the PDN CONNECTIVITY REQUEST message }

    then { UE transmits ATTACH COMPLETE message, containing the EPS bearer identity, including an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message and sets the update status to U2 NOT UPDATED and enters EMM-REGISTERED state }

            }

(3)

with { The UE received an ATTACH ACCEPT message with EPS attach result set to "EPS only" and EMM cause set to "CS domain not available" }

ensure that {

  when { UE enters a TA where it is not registered and which belongs to the PLMN where the UE received the EMM cause "CS domain not available" }

    then { UE initiates a normal tracking area update procedure indicating "TA updating" without valid LAI, TMSI, GSM ciphering key, UMTS integrity key, UMTS ciphering key or ciphering key sequence number }

            }

(4)

with { The UE received an ATTACH ACCEPT message with EPS attach result set to "EPS only" and EMM cause set to "CS domain not available" }

ensure that {

  when { UE is powered up or switched on }

    then { UE initiates a combined attach procedure indicating "combined EPS/IMSI attach" }

            }
9.2.1.2.4.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.301, clauses 5.5.1.2.4, 5.5.1.3.1, 5.5.1.3.2, 5.5.1.3.4.1, 5.5.1.3.4.2 and 5.5.1.3.4.3, and TS 24.008, clause 4.1.2.2.

[TS 24.301, clause 5.5.1.2.4]

If the attach request is accepted by the network, the MME shall send an ATTACH ACCEPT message to the UE and start timer T3450. The MME shall send the ATTACH ACCEPT message together with an ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message contained in the ESM message container information element to activate the default bearer (see subclause 6.4.1). The network may also initiate the activation of dedicated bearers towards the UE by invoking the dedicated EPS bearer context activation procedure (see subclause 6.4.2).

If the attach request is accepted by the network, the MME shall delete the stored UE radio capability information, if any.

If the UE has included the UE network capability IE or the MS network capability IE or both in the ATTACH REQUEST message, the MME shall store all octets received from the UE, up to the maximum length defined for the respective information element.

NOTE:
This information is forwarded to the new MME during inter-MME handover or to the new SGSN during inter-system handover to A/Gb mode or Iu mode.

The MME shall assign and include the TAI list the UE is registered to in the ATTACH ACCEPT message. The UE, upon receiving an ATTACH ACCEPT message, shall delete its old TAI list and store the received TAI list.

Upon receiving the ATTACH ACCEPT message, the UE shall stop timer T3410.

The GUTI reallocation may be part of the attach procedure. When the ATTACH REQUEST message includes the IMSI, or the MME considers the GUTI provided by the UE is invalid, or the GUTI provided by the UE was assigned by another MME, the MME shall allocate a new GUTI to the UE. The MME shall include in the ATTACH ACCEPT message the new assigned GUTI together with the assigned TAI list. In this case the MME shall enter state EMM-COMMON-PROCEDURE-INITIATED as described in subclause 5.4.1.

...

If the ATTACH ACCEPT message contains a GUTI, the UE shall use this GUTI as the new temporary identity. The UE shall delete its old GUTI and store the new assigned GUTI. If no GUTI has been included by the MME in the ATTACH ACCEPT message, the old GUTI, if any available, shall be kept. 

If A/Gb mode or Iu mode is supported in the UE, the UE shall set its TIN to "GUTI" when receiving the ATTACH ACCEPT message.

...

When the UE receives the ATTACH ACCEPT message combined with the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message, it shall forward the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message to the ESM sublayer. Upon receipt of an indication from the ESM sublayer that the default EPS bearer context has been activated, the UE shall send an ATTACH COMPLETE message together with an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message contained in the ESM message container information element to the network.

Additionally, the UE shall reset the attach attempt counter and tracking area updating attempt counter, enter state EMM-REGISTERED and set the EPS update status to EU1 UPDATED.

…
Upon receiving an ATTACH COMPLETE message, the MME shall stop timer T3450, enter state EMM-REGISTERED and consider the GUTI sent in the ATTACH ACCEPT message as valid.

[TS 24.301, clause 5.5.1.3.1]

The combined attach procedure is used by a UE in CS/PS mode 1 or CS/PS mode 2 of operation to attach for both EPS and non-EPS services.
The combined attach procedure is also used by a UE in CS/PS mode 1 or CS/PS mode 2 of operation to attach for EPS services if it is already IMSI attached for non-EPS services.
When the UE initiates a combined attach procedure, the UE shall indicate "combined EPS/IMSI attach" in the EPS attach type IE.
The combined attach procedure follows the attach procedure for EPS described in subclause 5.5.1.2.
[TS 24.301, clause 5.5.1.3.2]

...

The UE shall include the TMSI status IE if no valid TMSI is available. Furthermore, if the UE has stored a valid location area identification, the UE shall include it in the Old location area identification IE in the ATTACH REQUEST message.
[TS 24.301, clause 5.5.1.3.4.1]

Depending on the value of the EPS attach result IE received in the ATTACH ACCEPT message, two different cases can be distinguished:

1)
The EPS attach result IE value indicates "combined EPS/IMSI attach": attach for EPS and non-EPS services have been successful.

2)
The EPS attach result IE value indicates "EPS only": attach for EPS services has been successful but attach for non-EPS services has failed.

[TS 24.301, clause 5.5.1.3.4.2]

The description for attach for EPS services as specified in subclause 5.5.1.2.4 shall be followed. In addition, the following description for attach for non-EPS services applies.

...

[TS 24.301, clause 5.5.1.3.4.3]

Apart from the actions on the tracking area updating attempt counter, the description for attach for EPS services as specified in subclause 5.5.1.2.4 shall be followed. In addition, the following description for attach for non-EPS services applies.

The UE receiving the ATTACH ACCEPT message takes one of the following actions depending on the EMM cause value:

...

#18
(CS domain not available)


The UE shall stop timer T3410 if still running, shall reset the tracking area updating attempt counter, shall set the EPS update status to EU1 UPDATED and shall enter state EMM-REGISTERED.NORMAL-SERVICE.


The UE shall set the update status to U2 NOT UPDATED.


A UE in CS/PS mode 1 of operation with "IMS voice not available" shall attempt to select GERAN or UTRAN radio access technology rather than E-UTRAN for the selected PLMN or equivalent PLMN. The UE shall disable the E-UTRA capability (see subclause 4.5). If the UE is in the EMM-CONNECTED mode, the UE shall locally release the established NAS signalling connection and enter the EMM-IDLE mode before selecting GERAN or UTRAN radio access technology.

A UE in CS/PS mode 2 of operation may provide a notification to the user or the upper layers that the CS domain is not available.
      …

The UE shall not attempt combined attach or combined tracking area update procedure with current PLMN until switching off the UE or the UICC containing the USIM is removed.
Other EMM cause values and the case that no EMM cause IE was received are considered as abnormal cases. The combined attach procedure shall be considered as failed for EPS and non-EPS services. The behaviour of the UE in those cases is specified in subclause 5.5.1.3.6.

[TS 24.008, clause 4.1.2.2]

In parallel with the sublayer states described in subclause 4.1.2.1 and which control the MM sublayer protocol, an update status exists.

The update status pertains to a specific subscriber embodied by a SIM/USIM. This status is defined even when the subscriber is not activated (SIM/USIM removed or connected to a switched-off ME). It is stored in a non volatile memory in the SIM/USIM. The update status is changed only as a result of a location updating procedure attempt (with the exception of an authentication failure and of some cases of CM service rejection). In some cases, the update status is changed as a result of a GPRS attach, GPRS routing area update, service request or network initiated GPRS detach procedure.

...

U2 NOT UPDATED


The last location updating attempt made failed procedurally (no significant answer was received from the network, including the cases of failures or congestion inside the network).


For this status, the SIM/USIM does not contain any valid LAI, TMSI, GSM ciphering key, UMTS integrity key, UMTS ciphering key or ciphering key sequence number. For compatibility reasons, all these fields must be set to the "deleted" value at the moment the status is set to NOT UPDATED. However the presence of other values shall not be considered an error by the mobile station. The "Location update status" stored on the SIM/USIM shall be "not updated".

...

9.2.1.2.4.3
Test description

9.2.1.2.4.3.1
Pre-test conditions

System Simulator:
-
Cell A are Cell B are configured according to Table 6.3.2.2-1 in [18].

 -
Cell A belongs to TAI-1(home PLMN).
-
Cell B belongs to TAI-2(home PLMN, another TAC).
UE:

- 
The UE is configured to initiate combined EPS/IMSI attach.

-
The test USIM contains GUTI1 and TAI1, and EPS update status is "EU1: UPDATED".

-
The test USIM contains TMSI1 and LAI1 for CS service, and Location update status is "U1: UPDATED".

Preamble:

-
The UE is in state Switched OFF (state 1) according to [18].

9.2.1.2.4.3.2
Test procedure sequence

Table 9.2.1.2.4.3.2-1: Main Behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Set the cell type of cell A to the "Serving cell"

Set the cell type of cell B to the "Non-suitable cell"
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell A unless explicitly stated otherwise.
	-
	-
	-
	-

	2
	The UE is switched on.
	-
	-
	-
	-

	3
	Check : Does the UE transmit a combined ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message? 
	-->
	ATTACH REQUEST
	1
	P

	4
	The SS transmits an AUTHENTICATION REQUEST message to initiate the EPS authentication and AKA procedure.
	<--
	AUTHENTICATION REQUEST
	-
	-

	5
	The UE transmits an AUTHENTICATION RESPONSE message and establishes mutual authentication.
	-->
	AUTHENTICATION RESPONSE
	-
	-

	6
	The SS transmits a NAS SECURITY MODE COMMAND message to activate NAS security.
	<--
	SECURITY MODE COMMAND
	-
	-

	7
	The UE transmits a NAS SECURITY MODE COMPLETE message and establishes the initial security configuration.
	-->
	SECURITY MODE COMPLETE
	-
	-

	-
	EXCEPTION: Steps 7Aa1 to 7Aa2 describe behaviour that depends on UE configuration; the "lower case letter" identifies a step sequence that take place if the UE has ESM information which needs to be transferred.
	-
	-
	-
	-

	7Aa1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options and/or APN.
	<--
	ESM INFORMATION REQUEST
	-
	-

	7Aa2
	The UE transmits an ESM INFORMATION RESPONSE message to transfer protocol configuration options and/or APN.
	-->
	ESM INFORMATION RESPONSE
	-
	-

	8
	SS responds with ATTACH ACCEPT message with IE EPS Bearer Identity set to default EPS bearer context. The ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message is piggybacked in ATTACH ACCEPT. 


	<--
	ATTACH ACCEPT
	-
	-

	-
	EXCEPTION: In parallel to the event described in step 9 below the generic procedure for IP address allocation in the U-plane specified in TS 36.508 subclause 4.5A.1 takes place performing IP address allocation in the U-plane if requested by the UE.
	-
	-
	-
	-

	9
	Check: Does the UE transmit an ATTACH COMPLETE message including a ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message as specified?
	-->
	ATTACH COMPLETE
	2
	P

	10
	The SS releases the RRC connection.
	-
	-
	-
	-

	11
	Check: Does the test result of generic test procedure in TS 36.508 subclause 6.4.2.2 indicate that the UE is in E-UTRA RRC_IDLE state on Cell 1?
	-
	-
	2
	-

	12
	Set the cell type of cell B to the "Serving cell"

Set the cell type of cell A to the "Non-suitable cell"
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell B unless explicitly stated otherwise.
	-
	-
	-
	-

	13
	Check: Does the UE transmit TRACKING AREA UPDATE REQUEST message?
	-->
	TRACKING AREA UPDATE REQUEST
	3
	P

	14
	SS responds with TRACKING AREA UPDATE ACCEPT message
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	15
	UE sends TRACKING AREA UPDATE COMPLETE
	-->
	TRACKING AREA UPDATE COMPLETE


	-
	-

	16
	The UE is switched off.
	-
	-
	-
	-

	17
	The UE is powered up or switched on.
	-
	-
	-
	-

	18
	Check : Does the UE transmit a combined ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message? 
	-->
	ATTACH REQUEST
	4
	P

	19
	SS responds with ATTACH ACCEPT message with IE EPS Bearer Identity set to default EPS bearer context. The ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message is piggybacked in ATTACH ACCEPT.
	<--
	ATTACH ACCEPT
	-
	-

	-
	EXCEPTION: In parallel to the event described in step 20 below the generic procedure for IP address allocation in the U-plane specified in TS 36.508 subclause 4.5A.1 takes place performing IP address allocation in the U-plane if requested by the UE.
	-
	-
	-
	-

	20
	Check: Does the UE transmit an ATTACH COMPLETE message including a ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message as specified?
	-->
	ATTACH COMPLETE
	-
	-

	-
	At the end of this test procedure sequence, the UE is in end state E-UTRA connected (E2) according to TS 36.508 but attached for EPS services only.
	-
	-
	-
	-


9.2.1.2.4.3.3
Specific message contents
Table 9.2.1.2.4.3.3-1: Message ATTACH REQUEST (step 3, Table 9.2.1.2.4.3.2-1)

	Derivation Path: TS 36.508 Table 4.7.2-4

	Information Element
	Value/remark
	Comment
	Condition

	EPS attach type
	010
	"combined EPS/IMSI attach" 
	

	Old GUTI or IMSI
	GUTI-1
	
	

	Last visited registered TAI
	TAI-1
	
	

	Old location area identification
	LAI-1
	
	

	TMSI status
	Not present 
	
	


Table 9.2.1.2.4.3.3-2: Message ATTACH ACCEPT (step 8, Table 9.2.1.2.4.3.2-1)

	Derivation Path: TS 36.508 Table 4.7.2-1

	Information Element
	Value/remark
	Comment
	Condition

	EPS attach result
	001
	"EPS only"
	

	GUTI
	Not Present
	
	

	Location area identification
	Not present
	SS doesn’t provide LAI
	

	MS identity
	Not Present 


	SS doesn’t provide TMSI 
	

	EMM cause
	00010010
	#18 "CS domain not available"
	


Table 9.2.1.2.4.3.3-3: Message TRACKING AREA UPDATE REQUEST (step 13, Table 9.2.1.2.4.3.2-1)

	Derivation Path: TS 36.508 Table 4.7.2-27

	Information Element
	Value/remark
	Comment
	Condition

	EPS update type
	000
	TA updating
	

	Old GUTI
	GUTI-1
	
	

	Last visited registered TAI
	TAI-1
	If available, the last TAI is included by UE and will be used to establish a good list of TAIs in subsequent ATTACH ACCEPT message.
	

	Old location area identification
	Not present
	Entering in U2 NOT UPDATED state, UE deletes LAI
	

	TMSI status
	0
	“no valid TMSI available”
Entering in U2 NOT UPDATED state, UE deletes TMSI
	


Table 9.2.1.2.4.3.3-4: Message TRACKING AREA UPDATE ACCEPT (step 14, Table 9.2.1.2.4.3.2-1)

	Derivation Path: TS 36.508 Table 4.7.2-24

	Information Element
	Value/remark
	Comment
	Condition

	EPS update result
	000
	"TA only"
	

	GUTI
	GUTI-2
	
	

	Location area identification
	Not present
	SS doesn’t provide LAI
	

	MS identity
	Not Present 


	SS doesn’t provide TMSI 
	

	EMM cause
	00010010
	#18 "CS domain not available"
	


Table 9.2.1.2.4.3.3-5: Message ATTACH REQUEST (step 18, Table 9.2.1.2.4.3.2-1)

	Derivation Path: TS 36.508 Table 4.7.2-4

	Information Element
	Value/remark
	Comment
	Condition

	EPS attach type
	010
	"combined EPS/IMSI attach" 
	

	Old GUTI or IMSI
	GUTI-2
	
	

	Last visited registered TAI
	TAI-2
	
	

	Old location area identification
	Not present
	
	

	TMSI status
	0
	“no valid TMSI available”
	


Table 9.2.1.2.4.3.3-6: Message ATTACH ACCEPT (step 19, Table 9.2.1.2.4.3.2-1)

	Derivation Path: TS 36.508 Table 4.7.2-1

	Information Element
	Value/remark
	Comment
	Condition

	EPS attach result
	010
	''Combined EPS/IMSI attach''
	

	GUTI
	GUTI-2
	
	

	Location area identification
	LAI-2
	
	

	MS identity
	TMSI-2
	
	


9.2.1.2.5
Combined attach / Rejected / IMSI invalid
9.2.1.2.5.1
Test Purpose (TP)

(1)

with { UE has sent an ATTACH REQUEST message }

ensure that {
  when { UE receives an ATTACH REJECT message with the EMM cause set to 'Illegal UE' }

    then { UE deletes GUTI, last visited registered TAI and KSI and considers the USIM as invalid for EPS services and non-EPS services and enters state EMM-DEREGISTERED }

            }

(2)

with { UE has sent an ATTACH REQUEST message }

ensure that {
  when { UE receives an ATTACH REJECT message with the EMM cause set to 'Illegal UE' }

    then { UE deletes P-TMSI, P-TMSI signature, RAI, GPRS ciphering key sequence number, TMSI, LAI and ciphering key sequence number }

            }

9.2.1.2.5.2
Conformance requirements
References: The conformance requirements covered in the present TC are specified in: TS 24.301, clause 5.5.1.3.5 and TS 24.008, clause 4.7.3.2.4.

[TS 24.301, clause 5.5.1.3.5]

...

Upon receiving the ATTACH REJECT message, the UE shall stop timer T3410, enter MM state MM IDLE, and take the following actions depending on the EMM cause value received.

#3

(Illegal UE);
…


The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to subclause5.1.3.3) and shall delete any GUTI, last visited registered TAI and KSI.


The UE shall consider the USIM as invalid for EPS and non-EPS services until switching off or the UICC containing the USIM is removed. Additionally, the UE shall delete the list of equivalent PLMNs and shall enter the state EMM-DEREGISTERED.

If A/Gb mode or Iu mode is supported by the UE, the UE shall in addition handle the MM parameters update status, TMSI, LAI and ciphering key sequence number, and the GMM parameters GMM state, GPRS update status, P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number as specified in 3GPP TS 24.008 [13] for the case when the combined attach procedure is rejected with the GMM cause with the same value.
...
[TS 24.008, clause 4.7.3.2.4]

...

The MS shall then take one of the following actions depending upon the reject cause:

# 3

(Illegal MS);

...


The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (shall store it according to subclause 4.1.3.2) and shall delete any P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number. The new GMM state is GMM-DEREGISTERED. The new MM state is MM IDLE.


The MS shall set the update status to U3 ROAMING NOT ALLOWED, shall delete any TMSI, LAI and ciphering key sequence number. The SIM/USIM shall be considered as invalid for GPRS and non-GPRS services until switching off or the SIM/USIM is removed.

...

9.2.1.2.5.3
Test description

9.2.1.2.5.3.1
Pre-test conditions

System Simulator:

-
Cell A and Cell B.

-
If pc_UTRAN supported by UE, Cell 5.

-
Cell 5 belongs to LAI-1 and RAI-1(home PLMN)

-
If pc_GERAN and NOT pc_UTRAN supported by UE, Cell 24.

-
Cell 24 belongs to LAI-1 and RAI-1(home PLMN)

UE:
- 
The UE is configured to initiate combined EPS/IMSI attach.

-
The test USIM contains IMSI-1, GUTI-1 and TAI-1, and EPS update status is "EU1: UPDATED".

-
The test USIM contains P-TMSI-1 (belonging to RAI-1) and the GPRS update status is "GU1: UPDATED".

-
The test USIM contains TMSI-1 (belonging to LAI-1) and the update status is "U1: UPDATED".

Preamble:

-
The UE is in state Switched OFF (state 1) according to clause [18].

9.2.1.2.5.3.2
Test procedure sequence

Table 9.2.1.2.5.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS configures:

- Cell A as the "Serving cell",
- Cell B as a "Non-Suitable cell",
- Cell 5 or Cell 24 as a "Non-Suitable cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell A unless explicitly stated otherwise.
	-
	-
	-
	-

	2
	The UE is switched on.
	-
	-
	-
	-

	3
	The UE transmits an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message.
	-->
	ATTACH REQUEST
	-
	-

	4
	The SS transmits an ATTACH REJECT message with the EMM cause set to 'Illegal UE'.
	<--
	ATTACH REJECT
	-
	-

	5
	The SS releases the RRC connection.
	-
	-
	-
	-

	6
	The SS configures:

- Cell A as a "Non-Suitable cell".

- Cell B as the "Serving cell".
	-
	-
	-
	-

	7
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds on Cell B or on Cell A?
	-->
	ATTACH REQUEST
	1
	F

	-
	EXCEPTION:
Steps 8a1 to 8a3 describe behaviour that depends on the UE capability; the "lower case letter" identifies a step sequence that take place if a capability is supported
	-
	-
	-
	-

	8a1
	IF pc_UTRAN or pc_GERAN THEN the SS configures:

- Cell B as a "Non-Suitable cell",
- Cell 5 or Cell 24 as the "Serving cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell 5 or Cell 24 unless explicitly stated otherwise.
	-
	-
	-
	-

	8a2
	Void
	-
	-
	-
	-

	8a3
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds?
	-->
	ATTACH REQUEST
	1
	F

	9
	If possible (see ICS) switch off is performed or the USIM is removed.

Otherwise the power is removed.
	-
	-
	-
	-

	10
	The SS configures:

- Cell A as the "Serving cell",
- Cell B as a "Non-Suitable cell",
- Cell 5 or Cell 24 as a "Non-Suitable cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell A unless explicitly stated otherwise.
	-
	-
	-
	-

	11
	The UE is brought back to operation or the USIM is inserted.
	-
	-
	-
	-

	12
	Check: Does the UE transmit an ATTACH REQUEST message?
	-->
	ATTACH REQUEST
	1
	P

	13
	The SS transmits an ATTACH REJECT message with the EMM cause set to 'Illegal UE'.
	<--
	ATTACH REJECT
	-
	-

	14
	The SS releases the RRC connection.
	-
	-
	-
	-

	-
	EXCEPTION:
Steps 15a1 to 15a9 describe behaviour that depends on the UE capability; the "lower case letter" identifies a step sequence that take place if a capability is supported
	-
	-
	-
	-

	15a1
	IF pc_UTRAN or pc_GERAN THEN If possible (see ICS) switch off is performed or the USIM is removed, otherwise the power is removed.
	-
	-
	-
	-

	15a2
	The SS configures:

- Cell A as a "Non-Suitable cell",
- Cell 5 or Cell 24 as the "Serving cell”.
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell 5 or Cell 24 unless explicitly stated otherwise.
	-
	-
	-
	-

	15a3
	The UE is brought back to operation or the USIM is inserted.
	-
	-
	-
	-

	15a4
	Void
	-
	-
	-
	-

	15a5
	Check: Does the UE transmit an ATTACH REQUEST message?
	-->
	ATTACH REQUEST
	2
	P

	15a6
	The SS transmits an AUTHENTICATION AND CIPHERING REQUEST message to initiate the authentication and AKA procedure.
	<--
	AUTHENTICATION AND CIPHERING REQUEST
	-
	-

	15a7
	The UE transmits an AUTHENTICATION AND CIPHERING RESPONSE message.
	-->
	AUTHENTICATION AND CIPHERING RESPONSE
	-
	-

	15a8
	The SS transmits an ATTACH ACCEPT message.
	<--
	ATTACH ACCEPT
	-
	-

	15a9
	The UE transmits an ATTACH COMPLETE message.
	-->
	ATTACH COMPLETE
	-
	-


9.2.1.2.5.3.3
Specific message contents
Table 9.2.1.2.5.3.3-1: Message ATTACH REJECT (step 4 and step 13, Table 9.2.1.2.5.3.2-1)

	Derivation Path: TS 36.508 Table 4.7.2-3

	Information Element
	Value/remark
	Comment
	Condition

	EMM cause
	'0000 0011'B
	Illegal UE
	


Table 9.2.1.2.5.3.3-2: Message ATTACH REQUEST (step 12, Table 9.2.1.2.5.3.2-1)

	Derivation Path: TS 36.508, Table 4.7.2-4

	Information Element
	Value/remark
	Comment
	Condition

	NAS key set identifier
	
	
	

	  NAS key set identifier
	'111'B
	no key is available
	

	  TSC
	Any allowed value
	TSC does not apply for NAS key set identifier value "111".
	

	Old GUTI or IMSI
	IMSI-1
	
	

	Last visited registered TAI
	Not present
	
	

	Old location area identification
	Not present
	
	

	TMSI status
	'0'B
	no valid TMSI available
	


Table 9.2.1.2.5.3.3-3: Message ATTACH REQUEST (step 15a5, Table 9.2.1.2.5.3.2-1)

	Derivation Path: TS 24.008 , Table 9.4.1

	Information Element
	Value/remark
	Comment
	Condition

	MS network capability
	Any allowed value
	
	

	Attach type
	'011'B
	Combined GPRS/IMSI attach
	

	GPRS ciphering key sequence number
	'111'B
	No key is available (MS to network)
	

	DRX parameter
	Any allowed value
	
	

	P-TMSI or IMSI
	IMSI-1
	
	

	Old routing area identification
	All bits of octets 5 and 6 are set to 1, except bit 1 of octet 6 which is set to 0.

Other bits are not checked.
	
	

	MS Radio Access capability
	Any allowed value
	
	

	Old P-TMSI signature
	Not present
	
	

	Requested READY timer
value
	Not present or any allowed value
	
	

	TMSI status
	'0'B
	no valid TMSI available
	

	PS LCS Capability
	Not present or any allowed value
	
	

	Mobile station classmark 2
	Not present or any allowed value
	
	

	Mobile station classmark 3
	Not present or any allowed value
	
	

	Supported Codecs
	Not present or any allowed value
	
	

	UE network capability
	Not present or any allowed value
	
	

	Additional mobile identity
	Not present
	
	

	Additional old routing area identification
	Not present
	
	


9.2.1.2.6
Combined attach / Rejected / Illegal ME

9.2.1.2.6.1
Test Purpose (TP)

(1)

with { UE has sent an ATTACH REQUEST message }

ensure that {
  when { UE receives an ATTACH REJECT message with the EMM cause set to 'Illegal ME' }

    then { UE deletes GUTI, last visited registered TAI and KSI and considers the USIM as invalid for EPS services and non-EPS services and enters state EMM-DEREGISTERED }

            }

(2)

with { UE has sent an ATTACH REQUEST message }

ensure that {
  when { UE receives an ATTACH REJECT message with the EMM cause set to 'Illegal ME' }

    then { UE deletes P-TMSI, P-TMSI signature, RAI, GPRS ciphering key sequence number, TMSI, LAI and ciphering key sequence number }

            }

9.2.1.2.6.2
Conformance requirements
References: The conformance requirements covered in the present TC are specified in: TS 24.301, clause 5.5.1.3.5 and TS 24.008, clause 4.7.3.2.4.

[TS 24.301, clause 5.5.1.3.5]

...

Upon receiving the ATTACH REJECT message, the UE shall stop timer T3410, enter MM state MM IDLE, and take the following actions depending on the EMM cause value received.

…
#6

(Illegal ME); or

…


The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to subclause5.1.3.3) and shall delete any GUTI, last visited registered TAI and KSI.


The UE shall consider the USIM as invalid for EPS and non-EPS services until switching off or the UICC containing the USIM is removed. Additionally, the UE shall delete the list of equivalent PLMNs and shall enter the state EMM-DEREGISTERED.

If A/Gb mode or Iu mode is supported by the UE, the UE shall in addition handle the MM parameters update status, TMSI, LAI and ciphering key sequence number, and the GMM parameters GMM state, GPRS update status, P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number as specified in 3GPP TS 24.008 [13] for the case when the combined attach procedure is rejected with the GMM cause with the same value.
...

[TS 24.008, clause 4.7.3.2.4]

...

The MS shall then take one of the following actions depending upon the reject cause:

...

# 6

(Illegal ME), or

...


The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (shall store it according to subclause 4.1.3.2) and shall delete any P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number. The new GMM state is GMM-DEREGISTERED. The new MM state is MM IDLE.


The MS shall set the update status to U3 ROAMING NOT ALLOWED, shall delete any TMSI, LAI and ciphering key sequence number. The SIM/USIM shall be considered as invalid for GPRS and non-GPRS services until switching off or the SIM/USIM is removed. 

...
9.2.1.2.6.3
Test description

9.2.1.2.6.3.1
Pre-test conditions

System Simulator:

-
Cell A and Cell B

-
If pc_UTRAN supported by UE, Cell 5.
-
Cell 5 belongs to LAI-1 and RAI-1(home PLMN)

-
If pc_GERAN and NOT pc_UTRAN supported by UE, Cell 24.
-
Cell 24 belongs to LAI-1 and RAI-1(home PLMN)

UE:
- 
The UE is configured to initiate combined EPS/IMSI attach.

-
The test USIM contains IMSI-1, GUTI-1 and TAI-1, and EPS update status is "EU1: UPDATED".

-
The test USIM contains P-TMSI-1 (belonging to RAI-1) and the GPRS update status is "GU1: UPDATED".

-
The test USIM contains TMSI-1 (belonging to LAI-1) and the update status is "U1: UPDATED".

Preamble:

-
The UE is in state Switched OFF (state 1) according to clause [18].

9.2.1.2.6.3.2
Test procedure sequence

Table 9.2.1.2.6.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS configures:

- Cell A as the "Serving cell",
- Cell B as a "Non-Suitable cell",
- Cell 5 or Cell 24 as a "Non-Suitable cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell A unless explicitly stated otherwise.
	-
	-
	-
	-

	2
	The UE is switched on.
	-
	-
	-
	-

	3
	The UE transmits an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message.
	-->
	ATTACH REQUEST
	-
	-

	4
	The SS transmits an ATTACH REJECT message with the EMM cause set to 'Illegal ME'.
	<--
	ATTACH REJECT
	-
	-

	5
	The SS releases the RRC connection.
	-
	-
	-
	-

	6
	The SS configures:

- Cell A as a "Non-Suitable cell".

- Cell B as the "Serving cell".
	-
	-
	-
	-

	7
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds on Cell B or on Cell A?
	-->
	ATTACH REQUEST
	1
	F

	8
	Void
	-
	-
	-
	-

	9
	Void
	-
	-
	-
	-

	-
	EXCEPTION:
Steps 10a1 to 10a5 describe behaviour that depends on the UE capability; the "lower case letter" identifies a step sequence that take place if a capability is supported
	-
	-
	-
	-

	10a1
	IF pc_UTRAN or pc_GERAN THEN the SS configures:

- Cell B as a "Non-Suitable cell",
- Cell 5 or Cell 24 as the "Serving cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell 5 or Cell 24 unless explicitly stated otherwise.
	-
	-
	-
	-

	10a2
	Void
	-
	-
	-
	-

	10a3
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds?
	-->
	ATTACH REQUEST
	1
	F

	10a4
	Void
	-
	-
	-
	-

	10a5
	Void
	-
	-
	-
	-

	11
	If possible (see ICS) switch off is performed or the USIM is removed.

Otherwise the power is removed.
	-
	-
	-
	-

	12
	The SS configures:

- Cell A as the "Serving cell",
- Cell B as a "Non-Suitable cell",
- Cell 5 or Cell 24 as a "Non-Suitable cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell A unless explicitly stated otherwise.
	-
	-
	-
	-

	13
	The UE is brought back to operation or the USIM is inserted.
	-
	-
	-
	-

	14
	Check: Does the UE transmit an ATTACH REQUEST message?
	-->
	ATTACH REQUEST
	1
	P

	15
	The SS transmits an ATTACH REJECT message with the EMM cause set to 'Illegal ME'.
	<--
	ATTACH REJECT
	-
	-

	16
	The SS releases the RRC connection.
	-
	-
	-
	-

	-
	EXCEPTION:
Steps 17a1 to 17a9 describe behaviour that depends on the UE capability; the "lower case letter" identifies a step sequence that take place if a capability is supported
	-
	-
	-
	-

	17a1
	IF pc_UTRAN or pc_GERAN THEN If possible (see ICS) switch off is performed or the USIM is removed, otherwise the power is removed.
	-
	-
	-
	-

	17a2
	The SS configures:

- Cell A as a "Non-Suitable cell",
- Cell 5 or Cell 24 as the "Serving cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell 5 or Cell 24 unless explicitly stated otherwise.
	-
	-
	-
	-

	17a3
	The UE is brought back to operation or the USIM is inserted.
	-
	-
	-
	-

	17a4
	Void
	-
	-
	-
	-

	17a5
	Check: Does the UE transmit an ATTACH REQUEST message?
	-->
	ATTACH REQUEST
	2
	P

	17a6
	The SS transmits an AUTHENTICATION AND CIPHERING REQUEST message to initiate the authentication and AKA procedure.
	<--
	AUTHENTICATION AND CIPHERING REQUEST
	-
	-

	17a7
	The UE transmits an AUTHENTICATION AND CIPHERING RESPONSE message.
	-->
	AUTHENTICATION AND CIPHERING RESPONSE
	-
	-

	17a8
	The SS transmits an ATTACH ACCEPT message.
	<--
	ATTACH ACCEPT
	-
	-

	17a9
	The UE transmits an ATTACH COMPLETE message.
	-->
	ATTACH COMPLETE
	-
	-


9.2.1.2.6.3.3
Specific message contents
Table 9.2.1.2.6.3.3-1: Message ATTACH REJECT (step 4 and step 15, Table 9.2.1.2.6.3.2-1)

	Derivation Path: TS 36.508 Table 4.7.2-3

	Information Element
	Value/remark
	Comment
	Condition

	EMM cause
	'0000 0110'B
	Illegal ME
	


Table 9.2.1.2.6.3.3-2: Message ATTACH REQUEST (step 14, Table 9.2.1.2.6.3.2-1)

	Derivation Path: TS 36.508, Table 4.7.2-4

	Information Element
	Value/remark
	Comment
	Condition

	NAS key set identifier
	
	
	

	  NAS key set identifier
	'111'B
	no key is available
	

	  TSC
	Any allowed value
	TSC does not apply for NAS key set identifier value "111".
	

	Old GUTI or IMSI
	IMSI-1
	
	

	Last visited registered TAI
	Not present
	
	

	Old location area identification
	Not present
	
	

	TMSI status
	'0'B
	no valid TMSI available
	


Table 9.2.1.2.6.3.3-3: Message ATTACH REQUEST (step 17a5, Table 9.2.1.2.6.3.2-1)

	Derivation Path: TS 24.008 , Table 9.4.1

	Information Element
	Value/remark
	Comment
	Condition

	MS network capability
	Any allowed value
	
	

	Attach type
	'011'B
	Combined GPRS/IMSI attach
	

	GPRS ciphering key sequence number
	'111'B
	No key is available (MS to network)
	

	DRX parameter
	Any allowed value
	
	

	P-TMSI or IMSI
	IMSI-1
	
	

	Old routing area identification
	All bits of octets 5 and 6 are set to 1, except bit 1 of octet 6 which is set to 0.

Other bits are not checked.
	
	

	MS Radio Access capability
	Any allowed value
	
	

	Old P-TMSI signature
	Not present
	
	

	Requested READY timer
value
	Not present or any allowed value
	
	

	TMSI status
	'0'B
	no valid TMSI available
	

	PS LCS Capability
	Not present or any allowed value
	
	

	Mobile station classmark 2
	Not present or any allowed value
	
	

	Mobile station classmark 3
	Not present or any allowed value
	
	

	Supported Codecs
	Not present or any allowed value
	
	

	UE network capability
	Not present or any allowed value
	
	

	Additional mobile identity
	Not present
	
	

	Additional old routing area identification
	Not present
	
	


9.2.1.2.7
Combined attach / Rejected / EPS services and non-EPS services not allowed

9.2.1.2.7.1
Test Purpose (TP)
(1)

with { UE has sent an ATTACH REQUEST message }

ensure that {
  when { UE receives an ATTACH REJECT message with the EMM cause set to 'EPS services and non-EPS services not allowed' }

    then { UE deletes GUTI, last visited registered TAI and KSI and considers the USIM as invalid for EPS services and non-EPS services and enters state EMM-DEREGISTERED }

            }

(2)

with { UE has sent an ATTACH REQUEST }

ensure that {
  when { UE receives an ATTACH REJECT message with the EMM cause set to 'EPS services and non-EPS services not allowed' }

    then { UE deletes P-TMSI, P-TMSI signature, RAI, GPRS ciphering key sequence number, TMSI, LAI and ciphering key sequence number }

            }

9.2.1.2.7.2
Conformance requirements
References: The conformance requirements covered in the present TC are specified in: TS 24.301, clause 5.5.1.3.5 and TS 24.008, clause 4.7.3.2.4.

[TS 24.301, clause 5.5.1.3.5]

...

Upon receiving the ATTACH REJECT message, the UE shall stop timer T3410, enter MM state MM IDLE, and take the following actions depending on the EMM cause value received.

…

#8

(EPS services and non-EPS services not allowed);


The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to subclause5.1.3.3) and shall delete any GUTI, last visited registered TAI and KSI.


The UE shall consider the USIM as invalid for EPS and non-EPS services until switching off or the UICC containing the USIM is removed. Additionally, the UE shall delete the list of equivalent PLMNs and shall enter the state EMM-DEREGISTERED.

If A/Gb mode or Iu mode is supported by the UE, the UE shall in addition handle the MM parameters update status, TMSI, LAI and ciphering key sequence number, and the GMM parameters GMM state, GPRS update status, P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number as specified in 3GPP TS 24.008 [13] for the case when the combined attach procedure is rejected with the GMM cause with the same value.
...

[TS 24.008, clause 4.7.3.2.4]

...

The MS shall then take one of the following actions depending upon the reject cause:

...

# 8

(GPRS services and non-GPRS services not allowed);


The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (shall store it according to subclause 4.1.3.2) and shall delete any P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number. The new GMM state is GMM-DEREGISTERED. The new MM state is MM IDLE.


The MS shall set the update status to U3 ROAMING NOT ALLOWED, shall delete any TMSI, LAI and ciphering key sequence number. The SIM/USIM shall be considered as invalid for GPRS and non-GPRS services until switching off or the SIM/USIM is removed.

...

9.2.1.2.7.3
Test description

9.2.1.2.7.3.1
Pre-test conditions

System Simulator:

-
Cell A and Cell B.

-
If pc_UTRAN supported by UE, Cell 5.

-
Cell 5 belongs to LAI-1 and RAI-1(home PLMN)

-
If pc_GERAN and NOT pc_UTRAN supported by UE, Cell 24.
-
Cell 24 belongs to LAI-1 and RAI-1(home PLMN)

UE:
- 
The UE is configured to initiate combined EPS/IMSI attach.

-
The test USIM contains IMSI-1, GUTI-1 and TAI-1, and EPS update status is "EU1: UPDATED".

-
The test USIM contains P-TMSI-1 (belonging to RAI-1) and the GPRS update status is "GU1: UPDATED".

-
The test USIM contains TMSI-1 (belonging to LAI-1) and the update status is "U1: UPDATED".

Preamble:

-
The UE is in state Switched OFF (state 1) according to clause [18].

9.2.1.2.7.3.2
Test procedure sequence

Table 9.2.1.2.7.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS configures:

- Cell A as the "Serving cell",
- Cell B as a "Non-Suitable cell",

- Cell 5 or Cell 24 as a "Non-Suitable cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell A unless explicitly stated otherwise.
	-
	-
	-
	-

	2
	The UE is switched on.
	-
	-
	-
	-

	3
	The UE transmits an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message.
	-->
	ATTACH REQUEST
	-
	-

	4
	The SS transmits an ATTACH REJECT message with the EMM cause set to 'EPS services and non-EPS services not allowed'.
	<--
	ATTACH REJECT
	-
	-

	5
	The SS releases the RRC connection.
	-
	-
	-
	-

	6
	The SS configures:

- Cell A as a "Non-Suitable cell".

- Cell B as the "Serving cell".
	-
	-
	-
	-

	7
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds on Cell B or on Cell A?
	-->
	ATTACH REQUEST
	1
	F

	-
	EXCEPTION:
Steps 8a1 to 8a3 describe behaviour that depends on the UE capability; the "lower case letter" identifies a step sequence that take place if a capability is supported
	-
	-
	-
	-

	8a1
	IF pc_UTRAN or pc_GERAN THEN the SS configures:

- Cell B as a "Non-Suitable cell",
- Cell 5 or Cell 24 as the "Serving cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell 5 or Cell 24 unless explicitly stated otherwise.
	-
	-
	-
	-

	8a2
	Void
	-
	-
	-
	-

	8a3
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds?
	-->
	ATTACH REQUEST
	1
	F

	9
	If possible (see ICS) switch off is performed or the USIM is removed.

Otherwise the power is removed.
	-
	-
	-
	-

	10
	The SS configures:

- Cell A as the "Serving cell",
- Cell B as a "Non-Suitable cell",
- Cell 5 or Cell 24 as a "Non-Suitable cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell A unless explicitly stated otherwise.
	-
	-
	-
	-

	11
	The UE is brought back to operation or the USIM is inserted.
	-
	-
	-
	-

	12
	Check: Does the UE transmit an ATTACH REQUEST message?
	-->
	ATTACH REQUEST
	1
	P

	13
	The SS transmits an ATTACH REJECT message with the EMM cause set to 'EPS services and non-EPS services not allowed'.
	<--
	ATTACH REJECT
	-
	-

	14
	The SS releases the RRC connection.
	-
	-
	-
	-

	-
	EXCEPTION:
Steps 15a1 to 15a9 describe behaviour that depends on the UE capability; the "lower case letter" identifies a step sequence that take place if a capability is supported
	-
	-
	-
	-

	15a1
	IF pc_UTRAN or pc_GERAN THEN If possible (see ICS) switch off is performed or the USIM is removed, otherwise the power is removed.
	-
	-
	-
	-

	15a2
	The SS configures:

- Cell A as a "Non-Suitable cell",
- Cell 5 or Cell 24 as the "Serving cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell 5 or Cell 24 unless explicitly stated otherwise.
	-
	-
	-
	-

	15a3
	The UE is brought back to operation or the USIM is inserted.
	-
	-
	-
	-

	15a4
	Void
	-
	-
	-
	-

	15a5
	Check: Does the UE transmit an ATTACH REQUEST message?
	-->
	ATTACH REQUEST
	2
	P

	15a6
	The SS transmits an AUTHENTICATION AND CIPHERING REQUEST message to initiate the authentication and AKA procedure.
	<--
	AUTHENTICATION AND CIPHERING REQUEST
	-
	-

	15a7
	The UE transmits an AUTHENTICATION AND CIPHERING RESPONSE message.
	-->
	AUTHENTICATION AND CIPHERING RESPONSE
	-
	-

	15a8
	The SS transmits an ATTACH ACCEPT message.
	<--
	ATTACH ACCEPT
	-
	-

	15a9
	The UE transmits an ATTACH COMPLETE message.
	-->
	ATTACH COMPLETE
	-
	-


9.2.1.2.7.3.3
Specific message contents
Table 9.2.1.2.7.3.3-1: Message ATTACH REJECT (step 4 and step 13, Table 9.2.1.2.7.3.2-1)

	Derivation Path: TS 36.508 Table 4.7.2-3

	Information Element
	Value/remark
	Comment
	Condition

	EMM cause
	'0000 1000'B
	EPS services and non-EPS services not allowed
	


Table 9.2.1.2.7.3.3-2: Message ATTACH REQUEST (step 12, Table 9.2.1.2.7.3.2-1)

	Derivation Path: TS 36.508, Table 4.7.2-4

	Information Element
	Value/remark
	Comment
	Condition

	NAS key set identifier
	
	
	

	  NAS key set identifier
	'111'B
	no key is available
	

	  TSC
	Any allowed value
	TSC does not apply for NAS key set identifier value "111".
	

	Old GUTI or IMSI
	IMSI-1
	
	

	Last visited registered TAI
	Not present
	
	

	Old location area identification
	Not present
	
	

	TMSI status
	'0'B
	no valid TMSI available
	


Table 9.2.1.2.7.3.3-3: Message ATTACH REQUEST (step 15a5, Table 9.2.1.2.7.3.2-1)

	Derivation Path: TS 24.008 , Table 9.4.1

	Information Element
	Value/remark
	Comment
	Condition

	MS network capability
	Any allowed value
	
	

	Attach type
	'011'B
	Combined GPRS/IMSI attach
	

	GPRS ciphering key sequence number
	'111'B
	No key is available (MS to network)
	

	DRX parameter
	Any allowed value
	
	

	P-TMSI or IMSI
	IMSI-1
	
	

	Old routing area identification
	All bits of octets 5 and 6 are set to 1, except bit 1 of octet 6 which is set to 0.

Other bits are not checked.
	
	

	MS Radio Access capability
	Any allowed value
	
	

	Old P-TMSI signature
	Not present
	
	

	Requested READY timer
value
	Not present or any allowed value
	
	

	TMSI status
	'0'B
	no valid TMSI available
	

	PS LCS Capability
	Not present or any allowed value
	
	

	Mobile station classmark 2
	Not present or any allowed value
	
	

	Mobile station classmark 3
	Not present or any allowed value
	
	

	Supported Codecs
	Not present or any allowed value
	
	

	UE network capability
	Not present or any allowed value
	
	

	Additional mobile identity
	Not present
	
	

	Additional old routing area identification
	Not present
	
	


9.2.1.2.8
Combined attach / Rejected / EPS services not allowed

9.2.1.2.8.1
Test Purpose (TP)

(1)

with { UE has sent an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message }

ensure that {
  when { UE receives an ATTACH REJECT message with the reject cause set to "EPS services not allowed" }

    then { UE considers the USIM as invalid for EPS services and enters state EMM-DEREGISTERED and UE does not attempt to attach on any other cell }

            }

9.2.1.2.8.2
Conformance requirements
References: The conformance requirements covered in the present TC are specified in: TS 24.301, clause 5.5.1.3.5.

[TS 24.301, clause 5.5.1.3.5]

...

Upon receiving the ATTACH REJECT message, the UE shall stop timer T3410, enter MM state MM IDLE, and take the following actions depending on the EMM cause value received.

...

#7

(EPS services not allowed);


The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to subclause 5.1.3.3) and shall delete any GUTI, last visited registered TAI and KSI. The UE shall consider the USIM as invalid for EPS services until switching off or the UICC containing the USIM is removed. Additionally, the UE shall delete the list of equivalent PLMNs and shall enter the state EMM-DEREGISTERED.

A UE which is not yet IMSI attached for non-EPS services shall select GERAN or UTRAN radio access technology and perform an IMSI attach for non-EPS services, using the MM IMSI attach procedure as described in 3GPP TS 24.008 [13]. The UE shall not reselect E-UTRAN radio access technology until switching off or the UICC containing the USIM is removed.


A UE which is already IMSI attached for non-EPS services is still IMSI attached for non-EPS services in the network. The UE shall select GERAN or UTRAN radio access technology and shall proceed with the appropriate MM specific procedure according to the MM service state. The UE shall not reselect E-UTRAN radio access technology until switching off or the UICC containing the USIM is removed.

NOTE:
Some interaction is required with the access stratum to disable E-UTRAN cell reselection.


If A/Gb mode or Iu mode is supported by the UE, the UE shall in addition handle the GMM parameters GMM state, GPRS update status, P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number as specified in 3GPP TS 24.008 [13] for the case when the combined attach procedure is rejected with the GMM cause with the same value.
...

9.2.1.2.8.3
Test description

9.2.1.2.8.3.1
Pre-test conditions

System Simulator:

-
Cell A and Cell B

-
If pc_UTRAN supported by UE, Cell 5.

-
Cell 5 belongs to LAI-1 and RAI-1(home PLMN)

-
If pc_GERAN and NOT pc_UTRAN supported by UE, Cell 24.
-
Cell 24 belongs to LAI-1 and RAI-1(home PLMN)
UE:

- 
The UE is configured to initiate combined EPS/IMSI attach.

- 
The test USIM contains IMSI1, GUTI1 and TAI1, and EPS update status is "EU1: UPDATED".
-
The test USIM contains P-TMSI-1 (belonging to RAI-1) and the GPRS update status is "GU1: UPDATED".

-
The test USIM contains TMSI-1 (belonging to LAI-1) and the update status is "U1: UPDATED".
Preamble:

-
The UE is in state Switched OFF (state 1) according to clause [18].

9.2.1.2.8.3.2
Test procedure sequence

Table 9.2.1.2.8.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS configures:

- Cell A as the "Serving cell".

- Cell B as a "Suitable neighbour cell".
- Cell 5 or Cell 24 as a "Suitable neighbour cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell A unless explicitly stated otherwise.
	-
	-
	-
	-

	2
	The UE is switched on.
	-
	-
	-
	-

	3
	The UE transmits an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message.
	-->
	ATTACH REQUEST
	-
	-

	4
	The SS transmits an ATTACH REJECT message with EMM cause = "EPS services not allowed" as specified.
	<--
	ATTACH REJECT
	-
	-

	5
	The SS releases the RRC connection.
	-
	-
	-
	-

	-
	EXCEPTION:
Steps 6a1 to 6a3 describe behaviour that depends on the UE capability; the "lower case letter" identifies a step sequence that take place if a capability is supported
	-
	-
	-
	-

	6a1
	IF pc_UTRAN or pc_GERAN THEN the following messages are sent and shall be received on cell 5 or Cell 24.
	-
	-
	-
	-

	6a2
	Check: Does the UE transmit a LOCATION UPDATING REQUEST message on Cell 5 or Cell 24?
	-->
	LOCATION UPDATING REQUEST
	1
	P

	6a3
	The SS transmits a LOCATION UPDATING ACCEPT message with Location updating type = "IMSI attach" as specified in 3GPP TS 24.008.
	<--
	LOCATION UPDATING ACCEPT
	-
	-

	7
	The SS configures:

- Cell 5 or Cell 24 as a "Non-Suitable cell".

- Cell A as the "Suitable neighbour cell".
- Cell B as the "Suitable neighbour cell".
	-
	-
	-
	-

	8
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds on Cell A or on Cell B?
	-->
	ATTACH REQUEST
	1
	F


9.2.1.2.8.3.3
Specific message contents

Table 9.2.1.2.8.3.3-1: Message ATTACH REJECT (step 4, Table 9.2.1.2.8.3.2-1)

	Derivation Path: TS 36.508 Table 4.7.2-3

	Information Element
	Value/remark
	Comment
	Condition

	EMM cause
	'0000 0111'B
	EPS services not allowed
	


9.2.1.2.9
Combined attach / Rejected / PLMN not allowed

9.2.1.2.9.1
Test Purpose (TP)

(1)

with { UE has sent an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message }

ensure that {
  when { UE receives an ATTACH REJECT message with the reject cause set to "PLMN not allowed" }

    then { UE deletes the GUTI, the last visited registered TAI and KSI and UE deletes the list of equivalent PLMNs and UE enters state EMM-DEREGISTERED.PLMN-SEARCH and UE stores the PLMN in the "forbidden PLMN list" }

            }

(2)

with { UE is switched off and a PLMN is stored in the "forbidden PLMN list" }

ensure that {
  when { UE is powered on this PLMN }

    then { UE does not attempt to attach on the cell }

            }

(3)

with { UE in E-UTRA EMM-DEREGISTERED.PLMN-SEARCH state and a PLMN is stored in the "forbidden PLMN list" }

ensure that {
  when { UE enters a PLMN which is not in the "forbidden PLMN list" }

    then { UE attempts to attach on the cell }

            }

9.2.1.2.9.2
Conformance requirements
References: The conformance requirements covered in the present TC are specified in: TS 24.301, clause 5.5.1.3.5.

[TS 24.301, clause 5.5.1.3.5]

...

Upon receiving the ATTACH REJECT message, the UE shall stop timer T3410, enter MM state MM IDLE, and take the following actions depending on the EMM cause value received.

...

#11
(PLMN not allowed);


The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to subclause 5.1.3.3) and shall delete any GUTI, last visited registered TAI, and KSI, and reset the attach attempt counter. The UE shall delete the list of equivalent PLMNs and enter the state EMM-DEREGISTERED.PLMN-SEARCH.

The UE shall store the PLMN identity in the "forbidden PLMN list".

The UE shall perform a PLMN selection according to 3GPP TS 23.122 [6].

If A/Gb mode or Iu mode is supported by the UE, the UE shall in addition handle the MM parameters update status, TMSI, LAI, ciphering key sequence number and location update attempt counter, and the GMM parameters GMM state, GPRS update status, P-TMSI, P-TMSI signature, RAI, GPRS ciphering key sequence number and GPRS attach attempt counter as specified in 3GPP TS 24.008 [13] for the case when the combined attach procedure is rejected with the GMM cause with the same value and no RR connection exists.
...

9.2.1.2.9.3
Test description

9.2.1.2.9.3.1
Pre-test conditions

System Simulator:

-
Cell I and Cell G
-
Cell I belongs to TAI-9(visited PLMN)

-
Cell G belongs to TAI-7(visited PLMN, another PLMN)
-
If pc_UTRAN supported by UE, Cell 5
-
If pc_GERAN and NOT pc_UTRAN supported by UE, Cell 24.

-
Cell 5 and Cell 24 belong to RAI-1(visited PLMN, same PLMN as Cell I)
UE:
- 
The UE is configured to initiate combined EPS/IMSI attach.

-
The test USIM contains IMSI1, GUTI1 and TAI1, and EPS update status is "EU1: UPDATED".

-
The "forbidden PLMN list" is empty.

Preamble:

-
The UE is in state Switched OFF (state 1) according to clause [18].

9.2.1.2.9.3.2
Test procedure sequence

Table 9.2.1.2.9.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS configures:

- Cell I as the "Serving cell".

- Cell G as a "Non-Suitable cell".

- Cell 5 or Cell 24 as a "Non-Suitable cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell I unless explicitly stated otherwise.
	-
	-
	-
	-

	2
	The UE is switched on.
	-
	-
	-
	-

	3
	The UE transmits an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message.
	-->
	ATTACH REQUEST
	-
	-

	4
	The SS transmits an ATTACH REJECT message with EMM cause = "PLMN not allowed".
	<--
	ATTACH REJECT
	-
	-

	5
	The SS releases the RRC connection.
	-
	-
	-
	-

	6
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds?
	-
	ATTACH REQUEST
	1
	F

	7
	The UE is powered off or switched off.
	-
	-
	-
	-

	8
	The UE is powered on or switched on.
	-
	-
	-
	-

	-
	EXCEPTION:
Steps 9a1 to 9a3 describe behaviour that depends on the UE capability; the "lower case letter" identifies a step sequence that take place if a capability is supported
	-
	-
	-
	-

	9a1
	IF pc_UTRAN or pc_GERAN THEN the SS configures:

- Cell I as a "Non-Suitable cell".

- Cell 5 or Cell 24 as the "Serving cell".

Note: Cell I, Cell 5 and Cell 24 are in the same PLMN.
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell 5 or Cell 24 unless explicitly stated otherwise.
	-
	-
	-
	-

	9a2
	Void
	-
	-
	-
	-

	9a3
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds?
	-->
	ATTACH REQUEST
	2
	F

	10
	The SS configures:

Cell I as a "Non-Suitable cell".

Cell G as the "Serving cell".

Cell 5 or Cell 24 as a "Non-Suitable cell".
Note: Cell G belongs to PLMN different from PLMN belonging to Cell I.
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell G unless explicitly stated otherwise.
	-
	-
	-
	-

	11
	Check: Does the UE transmit an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message as specified?
	-->
	ATTACH REQUEST
	1,3
	P

	12
	The SS transmits an AUTHENTICATION REQUEST message to initiate the EPS authentication and AKA procedure.
	<--
	AUTHENTICATION REQUEST
	-
	-

	13
	The UE transmits an AUTHENTICATION RESPONSE message.
	-->
	AUTHENTICATION RESPONSE
	-
	-

	14
	The SS starts integrity protection and ciphering
	<--
	SECURITY MODE COMMAND
	-
	-

	15
	The UE responds to the SS.
	-->
	SECURITY MODE COMPLETE
	-
	-

	-
	EXCEPTION: Steps 15Aa1 to 15Aa2 describe behaviour that depends on UE configuration; the "lower case letter" identifies a step sequence that take place if the UE has ESM information which needs to be transferred.
	-
	-
	-
	-

	15Aa1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options and/or APN.
	<--
	ESM INFORMATION REQUEST
	-
	-

	15Aa2
	The UE transmits an ESM INFORMATION RESPONSE message to transfer protocol configuration options and/or APN.
	-->
	ESM INFORMATION RESPONSE
	-
	-

	16
	The SS transmits an ATTACH ACCEPT message including an ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message. 
	<--
	ATTACH ACCEPT
	-
	-

	-
	EXCEPTION: In parallel to the event described in step 17 below the generic procedure for IP address allocation in the U-plane specified in TS 36.508 subclause 4.5A.1 takes place performing IP address allocation in the U-plane if requested by the UE.
	-
	-
	-
	-

	17
	The UE transmits an ATTACH COMPLETE message including an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message.
	-->
	ATTACH COMPLETE
	-
	-


9.2.1.2.9.3.3
Specific message contents

Table 9.2.1.2.9.3.3-1: Message ATTACH REJECT (step 4, Table 9.2.1.2.9.3.2-1)

	Derivation Path: TS 36.508 Table 4.7.2-3

	Information Element
	Value/remark
	Comment
	Condition

	EMM cause
	'0000 1011'B
	PLMN not allowed
	


Table 9.2.1.2.9.3.3-2: Message ATTACH REQUEST (step 11, Table 9.2.1.2.9.3.2-1)

	Derivation Path: TS 36.508 Table 4.7.2-4

	Information Element
	Value/remark
	Comment
	Condition

	NAS key set identifier
	
	
	

	  NAS key set identifier
	'111'B
	no key is available
	

	  TSC
	Any allowed value
	TSC does not apply for NAS key set identifier value "111".
	

	Old GUTI or IMSI
	IMSI1
	
	

	Last visited registered TAI
	Not present
	
	


9.2.1.2.10
Combined attach / Rejected / Tracking area not allowed

9.2.1.2.10.1
Test Purpose (TP)

(1)

with { UE has sent an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message }

ensure that {
  when { UE receives an ATTACH REJECT message with the reject cause set to "Tracking area not allowed" }

    then { UE deletes the GUTI, last visited registered TAI and KSI, UE enters the state EMM-DEREGISTERED.LIMITED-SERVICE and UE stores the current TAI in the list of "forbidden tracking areas for regional provision of service" }

            }

(2)
with { UE is in EMM-DEREGISTERED.LIMITED-SERVICE state and the current TAI in the list of "forbidden tracking areas for regional provision of service" }

ensure that {
  when { serving cell belongs to TAI where UE was rejected }

    then { UE does not attempt to attach on any cell }

            }

(3)

with { UE is in EMM-DEREGISTERED.LIMITED-SERVICE state and the current TAI in the list of "forbidden tracking areas for regional provision of service" }

ensure that {
  when { UE re-selects a new cell in the same TAI it was rejected }

    then { UE does not attempt to attach on the cell }

            }
(4)

with { UE is switched off }

ensure that {
  when { UE is powered on in the cell belonging to the TAI which was in the list of "forbidden tracking areas for regional provision of service" before the UE was swithed off }

    then { UE attempts to attach on the cell }
            }

9.2.1.2.10.2
Conformance requirements
References: The conformance requirements covered in the present TC are specified in: TS 24.301, clause 5.5.1.3.5.

[TS 24.301, clause 5.5.1.3.5]

...

Upon receiving the ATTACH REJECT message, the UE shall stop timer T3410, enter MM state MM IDLE, and take the following actions depending on the EMM cause value received.

...

#12
(Tracking area not allowed);


The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to subclause 5.1.3.3) and shall delete any GUTI, last visited registered TAI and KSI. The UE shall reset the attach attempt counter and enter the state EMM-DEREGISTERED.LIMITED-SERVICE.


The UE shall store the current TAI in the list of "forbidden tracking areas for regional provision of service".


If A/Gb mode or Iu mode is supported by the UE, the UE shall in addition handle the MM parameters update status, TMSI, LAI, ciphering key sequence number and location update attempt counter, and the GMM parameters GMM state, GPRS update status, P-TMSI, P-TMSI signature, RAI, GPRS ciphering key sequence number and GPRS attach attempt counter as specified in 3GPP TS 24.008 [13] for the case when the combined attach procedure is rejected with the GMM cause with the same value.
...

9.2.1.2.10.3
Test description

9.2.1.2.10.3.1
Pre-test conditions

System Simulator:

-
Cell A, Cell B and Cell M
UE:

- 
The UE is configured to initiate combined EPS/IMSI attach.

- 
The test USIM contains IMSI1, GUTI1 and TAI1, and EPS update status is "EU1: UPDATED".

Preamble:

-
The UE is in state Switched OFF (state 1) according to clause [18].

9.2.1.2.10.3.2
Test procedure sequence

Table 9.2.1.2.10.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS configures:

- Cell A as the "Serving cell".

- Cell B as a "Suitable neighbour cell".

- Cell M as a "Non-Suitable cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell A unless explicitly stated otherwise.
	-
	-
	-
	-

	2
	The UE is switched on.
	-
	-
	-
	-

	3
	The UE transmits an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message.
	-->
	ATTACH REQUEST
	-
	-

	4
	The SS transmits an ATTACH REJECT message with EMM cause = "Tracking area not allowed".
	<--
	ATTACH REJECT
	-
	-

	5
	The SS releases the RRC connection.
	-
	-
	-
	-

	6
	Check: Does the UE transmit the ATTACH REQUEST message in the next 30 seconds on Cell A or Cell B?
	-
	ATTACH REQUEST
	1,2
	F

	7
	The SS configures:

- Cell A as the "Non-Suitable cell".

- Cell B as a "Non-Suitable cell".

- Cell M as a "Serving cell".
	-
	-
	-
	-

	8
	Check: Does the UE transmit the ATTACH REQUEST message in the next 30 seconds on Cell M?
	-
	ATTACH REQUEST
	3
	F

	-
	The following messages are to be observed on Cell M unless explicitly stated otherwise.
	-
	-
	-
	-

	9
	The UE is powered off or switched off.
	-
	-
	-
	-

	10
	The UE is powered on or switched on.
	-
	-
	-
	-

	11
	Check: Does the UE transmit an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message as specified?
	-->
	ATTACH REQUEST
	1,4
	P

	12
	The SS transmits an AUTHENTICATION REQUEST message to initiate the EPS authentication and AKA procedure.
	<--
	AUTHENTICATION REQUEST
	-
	-

	13
	The UE transmits an AUTHENTICATION RESPONSE message.
	-->
	AUTHENTICATION RESPONSE
	-
	-

	14
	The SS starts integrity protection and ciphering
	<--
	SECURITY MODE COMMAND
	-
	-

	15
	The UE responds to the SS.
	-->
	SECURITY MODE COMPLETE
	-
	-

	-
	EXCEPTION: Steps 15Aa1 to 15Aa2 describe behaviour that depends on UE configuration; the "lower case letter" identifies a step sequence that take place if the UE has ESM information which needs to be transferred.
	-
	-
	-
	-

	15Aa1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options and/or APN.
	<--
	ESM INFORMATION REQUEST
	-
	-

	15Aa2
	The UE transmits an ESM INFORMATION RESPONSE message to transfer protocol configuration options and/or APN.
	-->
	ESM INFORMATION RESPONSE
	-
	-

	16
	The SS transmits an ATTACH ACCEPT message including an ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message. 
	<--
	ATTACH ACCEPT
	-
	-

	-
	EXCEPTION: In parallel to the event described in step 17 below the generic procedure for IP address allocation in the U-plane specified in TS 36.508 subclause 4.5A.1 takes place performing IP address allocation in the U-plane if requested by the UE.
	-
	-
	-
	-

	17
	The UE transmits an ATTACH COMPLETE message including an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message.
	-->
	ATTACH COMPLETE
	-
	-


9.2.1.2.10.3.3
Specific message contents

Table 9.2.1.2.10.3.3-1: Message ATTACH REJECT (step 4, Table 9.2.1.2.10.3.2-1)

	Derivation Path: TS 36.508 Table 4.7.2-3

	Information Element
	Value/remark
	Comment
	Condition

	EMM cause
	'0000 1100'B
	Tracking Area not allowed
	


Table 9.2.1.2.10.3.3-2: Message ATTACH REQUEST (step 11, Table 9.2.1.2.10.3.2-1)

	Derivation Path: TS 36.508 Table 4.7.2-4

	Information Element
	Value/remark
	Comment
	Condition

	NAS key set identifier
	
	
	

	  NAS key set identifier
	'111'B
	no key is available
	

	  TSC
	Any allowed value
	TSC does not apply for NAS key set identifier value "111".
	

	Old GUTI or IMSI
	IMSI1
	
	

	Last visited registered TAI
	Not present
	
	


9.2.1.2.11
Combined attach / Rejected / Roaming not allowed in this tracking area

9.2.1.2.11.1
Test Purpose (TP)

(1)

with { UE has sent an ATTACH REQUEST message }

ensure that {
  when { UE receives an ATTACH REJECT message with the EMM cause set to "Roaming not allowed in this tracking area" }

    then { UE sets the EPS update status to EU3 ROAMING NOT ALLOWED and UE deletes the GUTI, the last visited registered TAI and KSI and UE enters the state EMM-DEREGISTERED.LIMITED-SERVICE or optionally EMM-DEREGISTERED.PLMN-SEARCH and UE stores the current TAI in the list of "forbidden tracking areas for roaming" and deletes the TMSI, the LAI and the ciphering key sequence number }

            }

(2)

with { UE is in EMM-DEREGISTERED.LIMITED-SERVICE or EMM-DEREGISTERED.PLMN-SEARCH state and the current TAI is in the list of "forbidden tracking areas for roaming" }

ensure that {
  when { UE re-selects a new cell in the same TA where it was rejected }

    then { UE does not attempt to attach }

            }

(3)

with { UE is in EMM-DEREGISTERED.LIMITED-SERVICE or EMM-DEREGISTERED.PLMN-SEARCH state and the TAI of the current cell belongs to the list of "forbidden tracking areas for roaming" }

ensure that {
  when { UE enters a cell belonging to a tracking area not in the list of "forbidden tracking areas for roaming" }

    then { UE attempts to attach with IMSI }

            }

(4)

with { UE is in EMM-DEREGISTERED.LIMITED-SERVICE or EMM-DEREGISTERED.PLMN-SEARCH state and the list of "forbidden tracking areas for roaming" contains more than one TAI }

ensure that {
  when { UE selects a cell belonging to one of the TAIs in the list of "forbidden tracking areas for roaming" }

    then { UE does not attempt to attach }

            }

(5)

with { UE has sent an ATTACH REQUEST message }

ensure that {
  when { UE receives an ATTACH REJECT message with the EMM cause set to "Roaming not allowed in this tracking area" }

    then { UE deletes RAI, P-TMSI, P-TMSI signature and GPRS ciphering key sequence number and sets the GPRS update status to GU3 ROAMING NOT ALLOWED }

            }

(6)

with { UE is switched off or the UICC containing the USIM is removed }

ensure that {
  when { UE is powered on in the cell belonging to the TAI which was in the list of "forbidden tracking areas for roaming" before UE was switched off or the USIM is inserted again on that cell }

    then { UE performs registration on that cell }

            }

(7)

with { a cell of the HPLMN is available }

ensure that {
  when { UE performs a PLMN selection }

    then { UE returns to a cell of the HPLMN }

            }

9.2.1.2.11.2
Conformance requirements
References: The conformance requirements covered in the present TC are specified in: TS 24.301, clause 5.3.2 and 5.5.1.3.5 and TS 24.008, clause 4.7.3.2.4.

[TS 24.301, clause 5.3.2]

The UE shall store a list of "forbidden tracking areas for roaming", as well as a list of "forbidden tracking areas for regional provision of service". These lists shall be erased when the UE is switched off or when the UICC containing the USIM is removed, and periodically (with a period in the range 12 to 24 hours). One or more tracking areas is removed from the list of "forbidden tracking areas for roaming" in the UE, as well as the list of "forbidden tracking areas for regional provision of service" if, after a subsequent procedure e.g. attach procedure, tracking area updating procedure and GUTI reallocation procedure, one or more tracking areas in the lists is received from the network.
In S1 mode, the UE shall update the suitable list whenever an ATTACH REJECT, TRACKING AREA UPDATE REJECT, SERVICE REJECT or DETACH REQUEST message is received with the EMM cause #12 "tracking area not allowed", #13 "roaming not allowed in this tracking area", or #15 "no suitable cells in tracking area".

Each list shall accommodate 40 or more TAIs. When the list is full and a new entry has to be inserted, the oldest entry shall be deleted.

[TS 24.301, clause 5.5.1.3.5]

If the attach request can neither be accepted by the network for EPS nor for non-EPS services, the MME shall send an ATTACH REJECT message to the UE including an appropriate EMM cause value. If the attach procedure fails due to a default EPS bearer setup failure or an ESM procedure failure, the MME shall combine the ATTACH REJECT message with a PDN CONNECTIVITY REJECT message. In this case the EMM cause value in the ATTACH REJECT message shall be set to #19, "ESM failure".
Upon receiving the ATTACH REJECT message, the UE shall stop timer T3410, enter MM state MM IDLE, and take the following actions depending on the EMM cause value received.

...

#13
(Roaming not allowed in this tracking area);


The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to subclause 5.1.3.3) and shall delete any GUTI, last visited registered TAI and KSI. The UE shall delete the list of equivalent PLMNs and reset the attach attempt counter. Additionally the UE enter the state EMM-DEREGISTERED.LIMITED-SERVICE or optionally EMM-DEREGISTERED.PLMN-SEARCH.


The UE shall store the current TAI in the list of "forbidden tracking areas for roaming".

The UE shall perform a PLMN selection according to 3GPP TS 23.122 [6].


If A/Gb mode or Iu mode is supported by the UE, the UE shall in addition handle the MM parameters update status, TMSI, LAI, ciphering key sequence number and location update attempt counter, and the GMM parameters GMM state, GPRS update status, P-TMSI, P-TMSI signature, RAI, GPRS ciphering key sequence number and GPRS attach attempt counter as specified in 3GPP TS 24.008 [13] for the case when the combined attach procedure is rejected with the GMM cause with the same value.
...

[TS 24.008, clause 4.7.3.2.4]

If the attach request can neither be accepted by the network for GPRS nor for non-GPRS services, an ATTACH REJECT message is transferred to the MS. The MS receiving the ATTACH REJECT message stops timer T3310, and for all causes except #12, #14, #15 and #25 deletes the list of "equivalent PLMNs".

The MS shall then take one of the following actions depending upon the reject cause:

...

# 13
(Roaming not allowed in this location area);


The MS shall delete any RAI, P-TMSI, P-TMSI signature and GPRS ciphering key sequence number, shall set the GPRS update status to GU3 ROAMING NOT ALLOWED(and shall store it according to clause 4.1.3.2) and shall reset the GPRS attach attempt counter. The state is changed to GMM-DEREGISTERED.LIMITED-SERVICE or optionally to GMM-DEREGISTERED.PLMN-SEARCH.


The MS shall set the update status to U3 ROAMING NOT ALLOWED, reset the location update attempt counter and shall delete any TMSI, LAI and ciphering key sequence number. The new MM state is MM IDLE. 

...

9.2.1.2.11.3
Test description

9.2.1.2.11.3.1
Pre-test conditions

System Simulator:

-
Cell C, Cell I, Cell K, Cell L and if pc_UTRAN Cell 5 and if (NOT pc_UTRAN AND pc_GERAN) Cell 24 are configured according to Table 6.3.2.2-1 in [18], but at most two cells are simultaneously activated:

-
Cell I and Cell K (visited PLMN, same TA),

-
Cell L (same visited PLMN, another TA),

-
Cell C (home PLMN),

-
if pc_UTRAN, Cell 5 (only active when stated),

-
same PLMN like visited PLMN above

-
RAI-1 (RAC & LAC values chosen by SS)

-
System information indicate that NMO 1 is used

-
if pc_GERAN and NOT pc_UTRAN, Cell 24 (only active when stated).

-
same PLMN like visited PLMN above
-
RAC-1 (RAC & LAC values chosen by SS)

-
System information indicate that NMO 1 is used

NOTE 1:
Cell K is present to confirm that UE does not attempt attach to the cell in same TAI after reject from the SS.

NOTE 2:
Cell C is present to confirm that UE does attempt attach to the cell in HPLMN after reject from the SS.

NOTE 3:
The requirement in 3GPP TS 24.301 to store at least 40 entries in the list of "forbidden tracking areas for roaming" is not fully tested.

NOTE 4:
Different types of UE may use different methods to periodically clear the list of forbidden areas (e.g. every day at 12 am) for roaming. If the list is cleared while the test is being run, it may be necessary to re-run the test.

UE:

- 
The UE is configured to initiate combined EPS/IMSI attach.

-
The test USIM contains IMSI-1, GUTI-1 and TAI-1, and EPS update status is "EU1: UPDATED".

-
The test USIM contains P-TMSI-1 (belonging to RAI-1) and the GPRS update status is "GU1: UPDATED".

-
The test USIM contains TMSI-1 (belonging to LAI-1) and the update status is "U1: UPDATED".

Preamble:

-
The UE is in state Switched OFF (state 1) according to [18].

9.2.1.2.11.3.2
Test procedure sequence

Table 9.2.1.2.11.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS configures:

Cell I as the "Serving cell".

Cell K as a "Non-Suitable cell",

Cell L as a "Non-Suitable cell",

Cell C as a "Non-Suitable cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell I unless explicitly stated otherwise.
	-
	-
	-
	-

	2
	The UE is switched on.
	-
	-
	-
	-

	3
	The UE transmits an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message.
	-->
	ATTACH REQUEST
	-
	-

	4
	The SS transmits an ATTACH REJECT message with the EMM cause set to "Roaming not allowed in this tracking area" on Cell I.

(The list of "forbidden tracking areas for roaming" in the UE should now contain TAI-9)
	<--
	ATTACH REJECT
	-
	-

	5
	The SS releases the RRC connection.
	-
	-
	-
	-

	6
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds on Cell I?
	-->
	ATTACH REQUEST
	1,4
	F

	7
	The SS reconfigures:

Cell I as a "Suitable cell",

Cell K as the "Serving cell",

Cell L as a "Non-Suitable cell",

Cell C as a "Non-Suitable cell".
	-
	-
	-
	-

	8
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds on any cell?
	-->
	ATTACH REQUEST
	2
	F

	9
	The SS reconfigures:

Cell I as a "Non-Suitable cell",

Cell K as a "Suitable cell",

Cell L as the "Serving cell",

Cell C as a "Non-Suitable cell".
	-
	-
	-
	-

	10
	Check: Does the UE transmit an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message on Cell L?
	-->
	ATTACH REQUEST
	3
	P

	11
	The SS transmits an ATTACH REJECT message with the EMM cause set to "Roaming not allowed in this tracking area" on Cell L.

(The list of "forbidden tracking areas for roaming" in the UE should now contain TAI-9 and TAI-11)
	<--
	ATTACH REJECT
	-
	-

	12
	The SS releases the RRC connection.
	-
	-
	-
	-

	13
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds on Cell L or Cell K?
	-->
	ATTACH REQUEST
	1,4
	F

	14
	The SS reconfigures:

Cell I as a "Serving cell",

Cell K as a " Non-Suitable cell",

Cell L as a "Suitable cell",

Cell C as the "Non-Suitable cell".
	-
	-
	-
	-

	15
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds on any cell?
	-->
	ATTACH REQUEST
	2,4
	F

	-
	EXCEPTION: Steps 16a1 to 16a2 describe behaviour that depends on the UE capability; the "lower case letter" identifies a step sequence that take place if a capability is supported
	-
	-
	-
	-

	16a1
	IF pc_UTRAN or pc_GERAN THEN the SS reconfigures:

Cell I as "Serving cell",

Cell K as "Non-suitable cell",

Cell 5 or Cell 24 as "Suitable cell".
	-
	-
	-
	-

	16a2
	Check: Does the UE transmit an ATTACH REQUEST message without P-TMSI, P-TMSI signature, RAI, TMSI on Cell 5 or Cell 24?
	-->
	ATTACH REQUEST
	5
	P

	16a3
	The SS transmits an ATTACH REJECT message with the GMM cause set to "Roaming not allowed in this location area" on Cell 5 or Cell 24.
	<--
	ATTACH REJECT
	-
	-

	17
	If possible (see ICS) switch off is performed or the USIM is removed.

Otherwise the power is removed.
	-
	-
	-
	-

	18
	The SS reconfigures:

Cell I as the "Serving cell",

Cell K as a "Non-Suitable cell",

Cell L as a "Non-Suitable cell",

Cell C as a "Non-Suitable cell".
	-
	-
	-
	-

	19
	The UE is brought back to operation or the USIM is inserted.
	-
	-
	-
	-

	20
	The UE transmits an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message on Cell I.
	-->
	ATTACH REQUEST
	6
	P

	21
	The SS transmits an ATTACH REJECT message with the EMM cause set to "Roaming not allowed in this tracking area" on Cell I.

(The list of "forbidden tracking areas for roaming" in the UE should now contain TAI-9)
	<--
	ATTACH REJECT
	-
	-

	22
	The SS reconfigures:
Cell I as the "Serving cell",

Cell K as a "Non-Suitable cell",

Cell L as a "Non-Suitable cell",

Cell C as a "Suitable cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell C unless explicitly stated otherwise.
	-
	-
	-
	-

	23
	Check: Does the UE transmit an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message?
	-->
	ATTACH REQUEST
	7
	P

	24
	The SS transmits an AUTHENTICATION REQUEST message to initiate the EPS authentication and AKA procedure.
	<--
	AUTHENTICATION REQUEST
	-
	-

	25
	The UE transmits an AUTHENTICATION RESPONSE message.
	-->
	AUTHENTICATION RESPONSE
	-
	-

	26
	The SS transmits a NAS SECURITY MODE COMMAND message.
	<--
	SECURITY MODE COMMAND
	-
	-

	27
	The UE transmits a NAS SECURITY MODE COMPLETE message.
	-->
	SECURITY MODE COMPLETE
	-
	-

	-
	EXCEPTION: Steps 28a1 to 28a2 describe behaviour that depends on UE configuration; the "lower case letter" identifies a step sequence that take place if the UE has ESM information which needs to be transferred after NAS SECURITY MODE COMPLETE message.
	-
	-
	-
	-

	28a1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options and/or APN.
	<--
	ESM INFORMATION REQUEST
	-
	-

	28a2
	The UE transmits an ESM INFORMATION RESPONSE message to transfer protocol configuration options and/or APN.
	-->
	ESM INFORMATION RESPONSE
	-
	-

	29
	The SS responds with an ATTACH ACCEPT message. The ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message is piggybacked in ATTACH ACCEPT message.
	<--
	ATTACH ACCEPT
	-
	-

	-
	EXCEPTION: In parallel to the event described in step 30 below the generic procedure for IP address allocation in the U-plane specified in TS 36.508 subclause 4.5A.1 takes place performing IP address allocation in the U-plane if requested by the UE.
	-
	-
	-
	-

	30
	The UE transmits an ATTACH COMPLETE message including an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message.
	-->
	ATTACH COMPLETE
	-
	-


9.2.1.2.11.3.3
Specific message contents

Table 9.2.1.2.11.3.3-1: Message ATTACH REJECT (step 4, step 11 and step 21, Table 9.2.1.2.11.3.2-1)

	Derivation Path: TS 36.508, Table 4.7.2-3

	Information Element
	Value/remark
	Comment
	Condition

	EMM cause
	'0000 1101'B
	Roaming not allowed in this tracking area
	


Table 9.2.1.2.11.3.3-2: Message ATTACH REQUEST (step 10, step 20 and step23, Table 9.2.1.2.11.3.2-1)

	Derivation Path: TS 36.508, Table 4.7.2-4

	Information Element
	Value/remark
	Comment
	Condition

	NAS key set identifier
	
	
	

	  NAS key set identifier
	'111'B
	no key is available
	

	  TSC
	Any allowed value
	TSC does not apply for NAS key set identifier value "111".
	

	Old GUTI or IMSI
	IMSI-1
	
	

	Last visited registered TAI
	Not present
	
	

	Old location area identification
	Not present
	
	

	TMSI status
	'0'B
	no valid TMSI available
	


Table 9.2.1.2.11.3.3-3: Message ATTACH REQUEST (step 16a2, Table 9.2.1.2.11.3.2-1)

	Derivation Path: TS 24.008 , Table 9.4.1

	Information Element
	Value/remark
	Comment
	Condition

	MS network capability
	Any allowed value
	
	

	Attach type
	'011'B
	Combined GPRS/IMSI attach
	

	GPRS ciphering key sequence number
	'111'B
	No key is available (MS to network)
	

	DRX parameter
	Any allowed value
	
	

	P-TMSI or IMSI
	IMSI-1
	
	

	Old routing area identification
	All bits of octets 5 and 6 are set to 1, except bit 1 of octet 6 which is set to 0.

Other bits are not checked.
	
	

	MS Radio Access capability
	Any allowed value
	
	

	Old P-TMSI signature
	Not present
	
	

	Requested READY timer
value
	Not present or any allowed value
	
	

	TMSI status
	'0'B
	no valid TMSI available
	

	PS LCS Capability
	Not present or any allowed value
	
	

	Mobile station classmark 2
	Not present or any allowed value
	
	

	Mobile station classmark 3
	Not present or any allowed value
	
	

	Supported Codecs
	Not present or any allowed value
	
	

	UE network capability
	Not present or any allowed value
	
	

	Additional mobile identity
	Not present
	
	

	Additional old routing area identification
	Not present
	
	


Table 9.2.1.2.11.3.3-4: Message ATTACH REJECT (step 16a3, Table 9.2.1.2.11.3.2-1)

	Derivation Path: TS 24.008 , Table 9.4.4

	Information Element
	Value/remark
	Comment
	Condition

	GMM cause
	'0000 1101'B
	Roaming not allowed in this location area
	

	T3302 value
	Not present
	
	


9.2.1.2.12
Combined attach / Rejected / EPS services not allowed in this PLMN

9.2.1.2.12.1
Test Purpose (TP)

(1)

with { UE has sent an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message }

ensure that {

  when { UE receives an ATTACH REJECT message with the reject cause set to "EPS services not allowed in this PLMN" }

    then { UE stores the PLMN identity in the "forbidden PLMNs for GPRS service" list and deletes any GUTI, last visited registered TAI, KSI and enters EMM-DEREGISTERED.PLMN-SEARCH state}

            }
(2)

with { UE in E-UTRA EMM-DEREGISTERED.PLMN-SEARCH state, and a PLMN is stored in the "forbidden PLMNs for GPRS service" list }

ensure that {

  when { UE detects a cell which belongs to a PLMN which is not in the "forbidden PLMNs for GPRS service" list }

    then { UE performs an attach procedure }

            }
(3)

with { UE is switched off when a PLMN is stored in the "forbidden PLMNs for GPRS service" list }

ensure that {

  when { UE is powered on in a cell which belongs to this PLMN }

    then { UE performs an attach procedure }

            }
9.2.1.2.12.2
Conformance requirements

References: The conformance requirements covered in the current TC are specified in: TS 24.301, clause 5.4.4.3.

[TS 24.301, clause5.5.1.3.5]
If the attach request can neither be accepted by the network for EPS nor for non-EPS services, the MME shall send an ATTACH REJECT message to the UE including an appropriate EMM cause value. If the attach procedure fails due to a default EPS bearer setup failure or an ESM procedure failure, the MME shall combine the ATTACH REJECT message with a PDN CONNECTIVITY REJECT message. In this case the EMM cause value in the ATTACH REJECT message shall be set to #19, "ESM failure".
Upon receiving the ATTACH REJECT message, the UE shall stop timer T3410, enter MM state MM IDLE, and take the following actions depending on the EMM cause value received.

...
#14
(EPS services not allowed in this PLMN);


The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to subclause 5.1.3.3) and shall delete any GUTI, last visited registered TAI and KSI. Additionally the UE shall reset the attach attempt counter and enter the state EMM-DEREGISTERED.PLMN-SEARCH.


The UE shall store the PLMN identity in the "forbidden PLMNs for GPRS service" list.

A UE operating in CS/PS mode 1 which is not yet IMSI attached for non-EPS services may select GERAN or UTRAN radio access technology and perform an IMSI attach for non-EPS services, using the MM IMSI attach procedure as described in 3GPP TS 24.008 [13]. In this case the UE shall not reselect E-UTRAN radio access technology for the duration the UE is on the PLMN or an equivalent PLMN.


A UE operating in CS/PS mode 1 which is already IMSI attached for non-EPS services in the network is still IMSI attached for non-EPS services in the network. The UE may select GERAN or UTRAN radio access technology and proceed with the appropriate MM specific procedure according to the MM service state. In this case the UE shall not reselect E-UTRAN radio access technology for the duration the UE is on the PLMN or an equivalent PLMN.


A UE in CS/PS mode 1 of operation may perform a PLMN selection according to 3GPP TS 23.122 [6].


A UE operating in CS/PS mode 2 which is already IMSI attached for non-EPS services in the network is still IMSI attached for non-EPS services in the network.


A UE operating in CS/PS mode 2 of operation shall perform a PLMN selection according to 3GPP TS 23.122 [6].


If A/Gb mode or Iu mode is supported by the UE, the UE shall in addition handle the GMM parameters GMM state, GPRS update status, P-TMSI, P-TMSI signature, RAI, GPRS ciphering key sequence number and GPRS attach attempt counter as specified in 3GPP TS 24.008 [13] for the case when the combined attach procedure is rejected with the GMM cause with the same value.
9.2.1.2.12.3
Test description

9.2.1.2.12.3.1
Pre-test conditions

System Simulator:

-
Cell I, Cell J and Cell A
-
Cell I, Cell J and Cell A belong to different PLMNs and different frequencies.
UE:

- 
The UE is configured to initiate combined EPS/IMSI attach.

-
The test USIM contains IMSI1, GUTI1 and TAI1, and EPS update status is "EU1: UPDATED".
-
If pc_GERAN or pc_UTRAN, the test USIM contains TMSI-1 and a valid LAI-1 for CS service, and Location update status is " U1: UPDATED".
Preamble:

-
The UE is in state Switched OFF (state 1) according to clause [18].

9.2.1.2.12.3.2
Test procedure sequence

Table 9.2.1.2.12.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS configures:

- Cell A as the "Serving cell".

- Cell I as a "Not suitable neighbour cell".
- Cell J as a "Suitable cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell A unless explicitly stated otherwise.
	-
	-
	-
	-

	2
	The UE is switched on.
	-
	-
	-
	-

	3
	The UE transmits an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message.
	-->
	ATTACH REQUEST
	-
	-

	4
	The SS transmits an ATTACH REJECT message with EMM cause = "EPS services not allowed in this PLMN" as specified.
	<--
	ATTACH REJECT
	-
	-

	5
	The SS releases the RRC connection.
	-
	-
	-
	-

	-
	EXCEPTION: In parallel with step 6 below, the test steps in the parallel behaviour in table 9.2.1.2.12.3.2-2 is taking place if the UE is operating in CS/PS mode 2. 
	-
	-
	-
	-

	6
	Check: Does the test result of generic procedure in TS 36.508 subclause 6.4.2.5 indicate that the UE does not respond to paging when paged with GUTI-1 and with CN domain indicator set to "PS"?
	-
	-
	1
	-

	7
	Check: Does the test result of generic procedure in TS 36.508 subclause 6.4.2.5 indicate that the UE does not respond to paging when paged with IMSI and with CN domain indicator set to "PS"?
	-
	-
	1
	-

	8
	The SS configures:

- Cell A as the "Serving cell".

- Cell I as a "Suitable cell".
- Cell J as a "Not suitable neighbour cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell I unless explicitly stated otherwise.
	-
	-
	-
	-

	9
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds?
	-->
	ATTACH REQUEST
	2
	P

	10
	The SS transmits an ATTACH REJECT message with EMM cause = "EPS services not allowed in this PLMN" .
	<--
	ATTACH REJECT
	-
	-

	11
	The SS releases the RRC connection.
	-
	-
	-
	-

	12
	The UE is switched off.
	-->
	
	-
	-

	-
	The SS configures:

- Cell A as the "Not Suitable off cell".
- Cell I as the "Serving cell". 
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell I unless explicitly stated otherwise.
	-
	-
	-
	-

	13
	The UE is powered up or switched on.
	-
	-
	-
	-

	14
	Check: Does the UE transmit an ATTACH REQUEST message on Cell I?
	-->
	ATTACH REQUEST
	3
	P

	15
	The SS transmits an AUTHENTICATION REQUEST message to initiate the EPS authentication and AKA procedure.
	<--
	AUTHENTICATION REQUEST
	-
	-

	16
	The UE transmits an AUTHENTICATION RESPONSE message and establishes mutual authentication.
	-->
	AUTHENTICATION RESPONSE
	-
	-

	17
	The SS transmits a NAS SECURITY MODE COMMAND message to activate NAS security.
	<--
	SECURITY MODE COMMAND
	-
	-

	18
	The UE transmits a NAS SECURITY MODE COMPLETE message and establishes the initial security configuration.
	-->
	SECURITY MODE COMPLETE
	-
	-

	-
	EXCEPTION: Steps 19a1 to 19a2 describe behaviour that depends on UE configuration.
	-
	-
	-
	-

	19a1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options and/or APN.
	<--
	ESM INFORMATION REQUEST
	-
	-

	19a2
	The UE transmits an ESM INFORMATION RESPONSE message to transfer protocol configuration options and/or APN.
	-->
	ESM INFORMATION RESPONSE
	-
	-

	20
	SS responds with ATTACH ACCEPT message with IE EPS Bearer Identity set to default EPS bearer context. The ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message is piggybacked in ATTACH ACCEPT.
	<--
	ATTACH ACCEPT
	-
	-

	-
	EXCEPTION: In parallel to the event described in step 20 below the generic procedure for IP address allocation in the U-plane specified in TS 36.508 subclause 4.5A.1 takes place performing IP address allocation in the U-plane if requested by the UE.
	-
	-
	-
	-

	21
	Check: Does the UE transmit an ATTACH COMPLETE message including a ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message as specified?
	-->
	ATTACH COMPLETE
	-
	-


Table 9.2.1.2.12.3.2-2: Parallel behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	-
	The following messages are sent and shall be received on Cell J.
	-
	-
	-
	-

	1
	Check: Does the UE transmit an ATTACH REQUEST message?
	-->
	ATTACH REQUEST
	-
	-

	2
	The SS transmits an AUTHENTICATION REQUEST message to initiate the EPS authentication and AKA procedure.
	<--
	AUTHENTICATION REQUEST
	-
	-

	3
	The UE transmits an AUTHENTICATION RESPONSE message.
	-->
	AUTHENTICATION RESPONSE
	-
	-

	4
	The SS transmits a NAS SECURITY MODE COMMAND message.
	<--
	SECURITY MODE COMMAND
	-
	-

	5
	The UE transmits a NAS SECURITY MODE COMPLETE message.
	-->
	SECURITY MODE COMPLETE
	-
	-

	6
	The SS responds with an ATTACH ACCEPT message. 
	<--
	ATTACH ACCEPT
	-
	-

	7
	The UE transmits an ATTACH COMPLETE message.
	-->
	ATTACH COMPLETE
	-
	-


9.2.1.2.12.3.3
Specific message contents

Table 9.2.1.2.12.3.3-1: Message ATTACH REQUEST (step 3, Table 9.2.1.2.12.3.2-1)

	Derivation path: 36.508 table 4.7.2-4

	Information Element
	Value/Remark
	Comment
	Condition

	Old GUTI or IMSI
	GUTI-1
	
	

	Last visited registered TAI
	TAI-1
	
	

	Old location area identification
	LAI-1
	
	

	TMSI status
	Not Present
	
	


Table 9.2.1.2.12.3.3-2: Message ATTACH REJECT (step 4, step 10, Table 9.2.1.2.12.3.2-1)

	Derivation Path: TS 36.508 Table 4.7.2-3

	Information Element
	Value/remark
	Comment
	Condition

	EMM cause
	'0000 1110'B
	EPS services not allowed in this PLMN
	


Table 9.2.1.2.12.3.3-3: Message ATTACH REQUEST (step 9, step 14, Table 9.2.1.2.12.3.2-1)

	Derivation Path: TS 36.508 Table 4.7.2-4

	Information Element
	Value/remark
	Comment
	Condition

	NAS key set identifier
	
	
	

	  NAS key set identifier
	'111'B
	no key is available
	

	  TSC
	Any allowed value
	TSC does not apply for NAS key set identifier value "111".
	

	Old GUTI or IMSI
	IMSI1
	
	

	Last visited registered TAI

	Not present
	
	


Table 9.2.1.2.12.3.3-4: Message ATTACH ACCEPT (step 20, Table 9.2.1.2.12.3.2-1)
	Derivation Path: TS 36.508 Table 4.7.2-1

	Information Element
	Value/remark
	Comment
	Condition

	EPS attach result
	001
	"EPS only"
	

	GUTI
	Not Present
	
	

	Location area identification
	Not present
	SS doesn’t provide LAI
	

	MS identity
	Not Present 


	SS doesn’t provide TMSI 
	

	EMM cause
	00010010
	#18 "CS domain not available"
	


9.2.1.2.13
Combined attach / Rejected / No suitable cells in tracking area

9.2.1.2.13.1
Test Purpose (TP)

(1)

with { UE has sent an ATTACH REQUEST message }

ensure that {
  when { UE receives an ATTACH REJECT message with the EMM cause set to 'No Suitable Cells In tracking area' }

    then { UE sets the EPS update status to EU3 ROAMING NOT ALLOWED, deletes any GUTI, last visited registered TAI and KSI, resets the attach attempt counter, enters the state EMM-DEREGISTERED.LIMITED-SERVICE and stores the current TAI in the list of "forbidden tracking areas for roaming" }

            }

(2)

with { UE is in EMM-DEREGISTERED.LIMITED-SERVICE state and the current TAI is in the list of "forbidden tracking areas for roaming" }

ensure that {
  when { UE re-selects a cell that belongs to the TAI where UE was rejected }

    then { UE does not attempt to attach }

            }

(3)

with { UE is in EMM-DEREGISTERED.LIMITED-SERVICE state and the current TAI is in the list of "forbidden tracking areas for roaming" and KSI was deleted }

ensure that {
  when { in the same PLMN, UE enters a cell which provides normal service and belongs to the tracking area not in the list of "forbidden tracking areas for roaming" }

    then { UE attempts to attach with IMSI indicated that no key is available }

            }

(4)

with { UE is in EMM-DEREGISTERED.LIMITED-SERVICE state and the current TAI is in the list of "forbidden tracking areas for roaming" }

ensure that {
  when { there are cells in the same PLMN and other PLMN that provide normal service and belong to the tracking area not in the list of "forbidden tracking areas for roaming" }

    then { UE attempts to attach to the cell in the same PLMN }

            }

(5)

with { UE is in EMM-DEREGISTERED.LIMITED-SERVICE state and the list of "forbidden tracking areas for roaming" contains more than one TAI }

ensure that {
  when { UE re-selects a cell that belongs to one of the TAIs in the list of "forbidden tracking areas for roaming" }

    then { UE does not attempt to attach }

            }

(6)

with { UE has sent an ATTACH REQUEST message }

ensure that {
  when { UE receives an ATTACH REJECT message with the EMM cause set to 'No Suitable Cells In tracking area' }

    then { UE deletes RAI, P-TMSI, P-TMSI signature, GPRS ciphering key sequence number, TMSI, LAI and ciphering key sequence number }

            }

(7)

with { UE is swithched off }

ensure that {
  when { UE is powered on in the cell belonging to the TAI which was in the list of "forbidden tracking areas for roaming" before UE was switched off }

    then { UE attempts to attach }
            }

9.2.1.2.13.2
Conformance requirements
References: The conformance requirements covered in the present TC are specified in: TS 24.301, clause 5.3.2 and 5.5.1.3.5 and TS 24.008, clause 4.7.3.2.4.

[TS 24.301, clause 5.3.2]

The UE shall store a list of "forbidden tracking areas for roaming", as well as a list of "forbidden tracking areas for regional provision of service". These lists shall be erased when the UE is switched off or when the UICC containing the USIM is removed, and periodically (with a period in the range 12 to 24 hours). One or more tracking areas is removed from the list of "forbidden tracking areas for roaming" in the UE, as well as the list of "forbidden tracking areas for regional provision of service" if, after a subsequent procedure e.g. attach procedure, tracking area updating procedure and GUTI reallocation procedure, one or more tracking areas in the lists is received from the network.
In S1 mode, the UE shall update the suitable list whenever an ATTACH REJECT, TRACKING AREA UPDATE REJECT, SERVICE REJECT or DETACH REQUEST message is received with the EMM cause #12 "tracking area not allowed", #13 "roaming not allowed in this tracking area", or #15 "no suitable cells in tracking area".

Each list shall accommodate 40 or more TAIs. When the list is full and a new entry has to be inserted, the oldest entry shall be deleted.

[TS 24.301, clause 5.5.1.3.5]

If the attach request can neither be accepted by the network for EPS nor for non-EPS services, the MME shall send an ATTACH REJECT message to the UE including an appropriate EMM cause value. If the attach procedure fails due to a default EPS bearer setup failure or an ESM procedure failure, the MME shall combine the ATTACH REJECT message with a PDN CONNECTIVITY REJECT message. In this case the EMM cause value in the ATTACH REJECT message shall be set to #19, "ESM failure".
Upon receiving the ATTACH REJECT message, the UE shall stop timer T3410, enter MM state MM IDLE, and take the following actions depending on the EMM cause value received.

...

#15
(No suitable cells in tracking area);


The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to subclause 5.1.3.3) and shall delete any GUTI, last visited registered TAI and KSI. Additionally the UE shall reset the attach attempt counter and enter the state EMM-DEREGISTERED.LIMITED-SERVICE.


The UE shall store the current TAI in the list of "forbidden tracking areas for roaming".


The UE shall search for a suitable cell in another tracking area or in another location area in the same PLMN according to 3GPP TS 36.304 [21].


If A/Gb mode or Iu mode is supported by the UE, the UE shall in addition handle the MM parameters update status, TMSI, LAI, ciphering key sequence number and location update attempt counter, and the GMM parameters GMM state, GPRS update status, P-TMSI, P-TMSI signature, RAI, GPRS ciphering key sequence number and GPRS attach attempt counter as specified in 3GPP TS 24.008 [13] for the case when the combined attach procedure is rejected with the GMM cause with the same value.
...

[TS 24.008, clause 4.7.3.2.4]

...

The MS shall then take one of the following actions depending upon the reject cause:

...

# 15
(No Suitable Cells In Location Area);

The MS shall delete any RAI, P-TMSI, P-TMSI signature and GPRS ciphering key sequence number, shall set the GPRS update status to GU3 ROAMING NOT ALLOWED(and shall store it according to clause 4.1.3.2) and shall reset the GPRS attach attempt counter. The state is changed to GMM-DEREGISTERED.LIMITED-SERVICE. 


The MS shall set the update status to U3 ROAMING NOT ALLOWED, reset the location update attempt counter and shall delete any TMSI, LAI and ciphering key sequence number. The new MM state is MM IDLE. 

...

9.2.1.2.13.3
Test description

9.2.1.2.13.3.1
Pre-test conditions

System Simulator:

-
Cell I, Cell J, Cell K and Cell L are configured according to Table 6.3.2.2-1 in [18] (maximum 3 cells are simultaneously active):

-
Cell I and Cell K (visited PLMN, same TA),

- 
Cell L (same visited PLMN, another TA),

-
Cell J (another VPLMN),

-
if pc_UTRAN, Cell 5 (only active when stated),

-
same PLMN like visited PLMN above

-
RAI-1 (RAC & LAC values chosen by SS)

-
System information indicate that NMO 1 is used

-
if pc_GERAN and NOT pc_UTRAN, Cell 24 (only active when stated).

-
same PLMN like visited PLMN above
-
RAC-1 (RAC & LAC values chosen by SS)

-
System information indicate that NMO 1 is used

NOTE 1:
Cell L is present to confirm that UE searches in the same PLMN after reject from the SS.
NOTE 2:
Cell K is present to confirm that UE shall not attempt attach to the cell in same TAI it was once rejected from.

NOTE 3:
The requirement in 3GPP TS 24.301 to store at least 40 entries in the list of "forbidden tracking areas for roaming" is not fully tested.

NOTE 4:
Different types of UE may use different methods to periodically clear the list of forbidden areas (e.g. every day at 12 am) for roaming. If the list is cleared while the test is being run, it may be necessary to re-run the test.

UE:

- 
The UE is configured to initiate combined EPS/IMSI attach.

-
The test USIM contains IMSI-1, GUTI-1 and TAI-1, and EPS update status is "EU1: UPDATED".

-
The test USIM contains P-TMSI-1 (belonging to RAI-1) and the GPRS update status is "GU1: UPDATED".

-
The test USIM contains TMSI-1 (belonging to LAI-1) and the update status is "U1: UPDATED".

Preamble:

-
The UE is in state Switched OFF (state 1) according to clause [18].

9.2.1.2.13.3.2
Test procedure sequence

Table 9.2.1.2.13.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS configures:

Cell I as the "Serving cell",

Cell K as a "Suitable cell",

Cell L as a "Non-Suitable cell",

Cell J as a "Non-Suitable cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell I unless explicitly stated otherwise.
	-
	-
	-
	-

	2
	The UE is switched on.
	-
	-
	-
	-

	3
	The UE transmits an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message.
	-->
	ATTACH REQUEST
	-
	-

	4
	The SS transmits an ATTACH REJECT message with the EMM cause set to 'No suitable cells in tracking area' on Cell I.

(The list of “forbidden tracking areas for roaming” in the UE should now contain TAI-9)
	<--
	ATTACH REJECT
	-
	-

	5
	The SS releases the RRC connection.
	-
	-
	-
	-

	6
	The SS reconfigures:

Cell I as a "Suitable cell",

Cell K as the "Serving cell",

Cell L as a "Non-Suitable cell",

Cell J as a "Non-Suitable cell ".
	-
	-
	-
	-

	7
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds on Cell K or Cell I?
	-->
	ATTACH REQUEST
	2
	F

	8
	The SS reconfigures:

Cell I as a "Non-Suitable cell",

Cell K is the "Serving cell",

Cell L as a "Suitable cell",

Cell J as a "Suitable cell".
	-
	-
	-
	-

	9
	Check: Does the UE transmit an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message on Cell L?
	-->
	ATTACH REQUEST
	1, 3, 4, 6
	P

	10
	The SS transmits an ATTACH REJECT message with the EMM cause set to 'No suitable cells in tracking area' on Cell L.
(The list of “forbidden tracking areas for roaming” in the UE should now contain TAI-9 and TAI-11)
	<--
	ATTACH REJECT
	-
	-

	11
	The SS releases the RRC connection
	-
	-
	-
	-

	12
	The SS reconfigures:

Cell I as the "Serving cell".

Cell K as a “Non-Suitable cell”,

Cell L as a "Suitable cell",

Cell J as a "Non-Suitable cell".
	-
	-
	-
	-

	13
	Check: Does the UE transmit the ATTACH REQUEST message in the next 30 seconds on Cell I?
	-->
	ATTACH REQUEST
	5
	F

	-
	EXCEPTION:
Steps 14a1 to 14a4 describe behaviour that depends on the UE capability; the "lower case letter" identifies a step sequence that take place if a capability is supported
	-
	-
	-
	-

	14a1
	IF pc_UTRAN or pc_GERAN THEN the SS configures:

Cell I as a "Non-Suitable cell",
Cell L as a "Non-Suitable cell",

Cell 5 or Cell 24 as the "Serving cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell 5 or Cell 24 unless explicitly stated otherwise.
	-
	-
	-
	-

	14a2
	Void
	-
	-
	-
	-

	14a3
	Check: Does the UE transmit an ATTACH REQUEST message?
	-->
	ATTACH REQUEST
	6
	P

	14a4
	The SS transmits an ATTACH REJECT message with the GMM cause set to 'No Suitable Cells In Location Area'.
	<--
	ATTACH REJECT
	-
	-

	15
	The SS reconfigures:

Cell I as the "Serving cell".

Cell K as a “Non-Suitable cell”,

Cell L as a "Suitable cell",

Cell J as a "Non-Suitable cell",

Cell 5 or Cell 24 as the "Non-Suitable cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell I unless explicitly stated otherwise.
	-
	-
	-
	-

	16
	If possible (see ICS) switch off is performed. Otherwise the power is removed.
	-
	-
	-
	-

	17
	The UE is brought back to operation.
	-
	-
	-
	-

	18
	Check: Does the UE transmit an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message?
	-->
	ATTACH REQUEST
	7
	P

	19
	The SS transmits an AUTHENTICATION REQUEST message to initiate the EPS authentication and AKA procedure.
	<--
	AUTHENTICATION REQUEST
	-
	-

	20
	The UE transmits an AUTHENTICATION RESPONSE message.
	-->
	AUTHENTICATION RESPONSE
	-
	-

	21
	The SS transmits a NAS SECURITY MODE COMMAND message.
	<--
	SECURITY MODE COMMAND
	-
	-

	22
	The UE transmits a NAS SECURITY MODE COMPLETE message.
	-->
	SECURITY MODE COMPLETE
	-
	-

	-
	EXCEPTION: Steps 23a1 to 23a2 describe behaviour that depends on UE configuration; the "lower case letter" identifies a step sequence that take place if the UE has ESM information which needs to be transferred after NAS SECURITY MODE COMPLETE message.
	-
	-
	-
	-

	23a1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options and/or APN.
	<--
	ESM INFORMATION REQUEST
	-
	-

	23a2
	The UE transmits an ESM INFORMATION RESPONSE message to transfer protocol configuration options and/or APN.
	-->
	ESM INFORMATION RESPONSE
	-
	-

	24
	The SS responds with an ATTACH ACCEPT message. The ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message is piggybacked in ATTACH ACCEPT message.
	<--
	ATTACH ACCEPT
	-
	-

	-
	EXCEPTION: In parallel to the event described in step 25 below the generic procedure for IP address allocation in the U-plane specified in TS 36.508 subclause 4.5A.1 takes place performing IP address allocation in the U-plane if requested by the UE.
	-
	-
	-
	-

	25
	The UE transmits an ATTACH COMPLETE message including an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message.
	-->
	ATTACH COMPLETE
	-
	-


9.2.1.2.13.3.3
Specific message contents

Table 9.2.1.2.13.3.3-1: Message ATTACH REJECT (step 4 and step 10, Table 9.2.1.2.13.3.2-1)

	Derivation Path: TS 36.508, Table 4.7.2-3

	Information Element
	Value/remark
	Comment
	Condition

	EMM cause
	'0000 1111'B
	No Suitable Cells In tracking area
	


Table 9.2.1.2.13.3.3-2: Message ATTACH REQUEST (step 9 and step 18, Table 9.2.1.2.13.3.2-1)

	Derivation Path: TS 36.508, Table 4.7.2-4

	Information Element
	Value/remark
	Comment
	Condition

	NAS key set identifier
	
	
	

	  NAS key set identifier
	'111'B
	no key is available
	

	  TSC
	Any allowed value
	TSC does not apply for NAS key set identifier value "111".
	

	Old GUTI or IMSI
	IMSI-1
	
	

	Last visited registered TAI
	Not present
	
	

	Old location area identification
	Not present
	
	

	TMSI status
	'0'B
	no valid TMSI available
	


Table 9.2.1.2.13.3.3-3: Message ATTACH REQUEST (step 14a3, Table 9.2.1.2.13.3.2-1)

	Derivation Path: TS 24.008 , Table 9.4.1

	Information Element
	Value/remark
	Comment
	Condition

	MS network capability
	Any allowed value
	
	

	Attach type
	'011'B
	Combined GPRS/IMSI attach
	

	GPRS ciphering key sequence number
	'111'B
	No key is available (MS to network)
	

	DRX parameter
	Any allowed value
	
	

	P-TMSI or IMSI
	IMSI-1
	
	

	Old routing area identification
	All bits of octets 5 and 6 are set to 1, except bit 1 of octet 6 which is set to 0.

Other bits are not checked.
	
	

	MS Radio Access capability
	Any allowed value
	
	

	Old P-TMSI signature
	Not present
	
	

	Requested READY timer
value
	Not present or any allowed value
	
	

	TMSI status
	'0'B
	no valid TMSI available
	

	PS LCS Capability
	Not present or any allowed value
	
	

	Mobile station classmark 2
	Not present or any allowed value
	
	

	Mobile station classmark 3
	Not present or any allowed value
	
	

	Supported Codecs
	Not present or any allowed value
	
	

	UE network capability
	Not present or any allowed value
	
	

	Additional mobile identity
	Not present
	
	

	Additional old routing area identification
	Not present
	
	


Table 9.2.1.2.13.3.3-4: Message ATTACH REJECT (step 14a4, Table 9.2.1.2.13.3.2-1)

	Derivation Path: TS 24.008 , Table 9.4.4

	Information Element
	Value/remark
	Comment
	Condition

	GMM cause
	'0000 1111'B
	No Suitable Cells In Location Area
	

	T3302 value
	Not present
	
	


9.2.1.2.14
Combined attach / Rejected / Not authorized for this CSG
9.2.1.2.14.1
Test Purpose (TP)
(1)

with { UE has sent an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message on a CSG cell }

ensure that {
  when { UE receives an ATTACH REJECT message with the reject cause set to "Not authorized for this CSG" and without integrity protection }

    then { UE discards this message }
            }
(2)
with { UE has sent an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message on a CSG cell which is contained in the Allowed CSG list }

ensure that {
  when { UE receives an ATTACH REJECT message with the reject cause set to "Not authorized for this CSG" and with integrity protection }
    then { UE removes the CSG ID from the Allowed CSG list }
(3)
with { UE has sent an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message on a CSG cell }

ensure that {
  when { UE receives an ATTACH REJECT message with the reject cause set to "Not authorized for this CSG" and with integrity protection }
    then { UE searches for a suitable cell in the same PLMN }
9.2.1.2.14.2
Conformance requirements

References: The conformance requirements covered in the current TC are specified in: TS 24.301, clause 5.5.1.2.5.
[TS 24.301, clause 5.5.1.2.5]
…
#25
(Not authorized for this CSG);


Cause #25 is only applicable when received from a CSG cell. Cause #25 received from a non-CSG cell is considered as an abnormal case and the behaviour of the UE is specified in subclause 5.5.1.2.6.


If the ATTACH REJECT message with cause #25 was received without integrity protection, then the UE shall discard the message.


The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to subclause 5.1.3.3). Additionally, the UE shall reset the attach attempt counter and shall enter the state EMM-DEREGISTERED.LIMITED-SERVICE.


The UE shall remove the CSG ID of the cell where the UE has sent the ATTACH REQUEST message from the Allowed CSG list.


The UE shall search for a suitable cell in the same PLMN according to 3GPP TS 36.304 [21].


If A/Gb mode or Iu mode is supported by the UE, the UE shall in addition handle the GMM parameters GMM state, GPRS update status and GPRS attach attempt counter as specified in 3GPP TS 24.008 [13] for the case when the normal attach procedure is rejected with the GMM cause with the same value.

9.2.1.2.14.3
Test description

9.2.1.2.14.3.1
Pre-test conditions

System Simulator:
-
Cell A, Cell B, Cell G.

-
Cell A (TAC-1, frequency 1, not a CSG cell)

-
Cell B (TAC-2, frequency 1, a CSG cell whose CSG Identity is included in the Allowed CSG list)
-
Cell G (another PLMN, frequency 2 and not a CSG cell)
UE:
- 
The UE is configured to initiate combined EPS/IMSI attach.

-
The UE has a valid GUTI (GUTI-1).
- 
The test USIM contains IMSI-1, GUTI-1 and TAI-1, and EPS update status is "EU1: UPDATED".

-
The test USIM contains an Allowed CSG list which includes CSG ID of Cell B. 
Preamble:

-
The UE is in state Switched OFF (state 1) according to clause [18].

9.2.1.2.14.3.2
Test procedure sequence
Table 9.2.1.2.14.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS configures:

- Cell A as a "Not Suitable cell".

- Cell B as a "Serving cell".
- Cell G as a "Not Suitable cell".
	-
	-
	-
	-

	2
	The UE is switched on.
	-
	-
	-
	-

	3
	UE initiate attach procedure and send ATTACH REQUEST including a PDN CONNECTIVITY REQUEST message on cell B. 
	-->
	ATTACH REQUEST
	-
	-

	4
	The SS transmits an ATTACH REJECT message with EMM cause = "Not authorized for this CSG" without integrity protection.
	<--
	ATTACH REJECT
	-
	-

	5
	 The SS releases the RRC connection.
	-
	-
	-
	-

	6
	Check: Does the UE transmit an ATTACH REQUEST message on Cell B after the expiry of timer T3410 and T3411?

Note 1: IF UE initiate ATTACH procedure again, it can prove that this UE has discard the unprotected ATTACH REJECT message.

Note 2: Default value of T3410 is 15s; default value of T3411 is 10s. In this TC, the network will wait for total 30 seconds.
	-->
	ATTACH REQUEST
	1
	P

	7
	The SS transmits an ATTACH REJECT message with EMM cause = ""Not authorized for this CSG" with integrity protection.
	<--
	ATTACH REJECT
	-
	-

	8
	The SS releases the RRC connection.
	-
	-
	-
	-

	9
	The UE is switched off and switched on.
	-
	-
	-
	-

	10
	Check: Does the UE transmit an ATTACH REQUEST message on Cell B in the next 30 seconds?
	-->
	ATTACH REQUEST
	2
	F

	11


	The SS configures:

- Cell B as a "Not Suitable cell".

- Cell G as a "Serving cell".
- Cell A as a "Suitable cell".
	
	
	
	

	12
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds on Cell A?
	-->
	ATTACH REQUEST
	3
	P

	13
	Steps 5 to 17 of generic test procedure in TS 36.508 subclause 4.5.2.3 are performed.

NOTE: The UE performs an ATTACH procedure and the RRC connection is released.
	-
	-
	-
	-


9.2.1.2.14.3.3
Specific message contents
Table 9.2.1.2.14.3.3-1: Message ATTACH REQUEST (step 3, step 6, step 12,Table 9.2.1.2.14.3.2-1)

	Derivation Path: TS 36.508 Table 4.7.2-4

	Information Element
	Value/remark
	Comment
	Condition

	Old GUTI or IMSI
	GUTI-1
	
	

	Last visited registered TAI
	TAI-1
	
	

	Old location area identification
	LAI-1
	
	

	TMSI status
	Not present 
	
	


Table 9.2.1.2.14.3.3-2: Message ATTACH REJECT (step 4, Table 9.2.1.2.14.3.2-1)

	Derivation path: 36.508 table 4.7.2-3

	Information Element
	Value/Remark
	Comment
	Condition

	Security header type
	'0000'B
	" Plain NAS message, not security protected "
	

	EMM cause
	'00011001'B
	#25 " Not authorized for this CSG"
	


Table 9.2.1.2.14.3.3-3: Message ATTACH REJECT (step 7, Table 9.2.1.2.14.3.2-1)

	Derivation path: 36.508 table 4.7.2-3

	Information Element
	Value/Remark
	Comment
	Condition

	EMM cause
	'00011001'B
	#25 " Not authorized for this CSG"
	


Table 9.2.1.2.14.3.3-4: SystemInformationBlockType1 for Cell A, B, G (Pre-test conditions and all steps in Table 9.2.1.2.14.3.2-1)

	Derivation Path: 36.508 clause 4.4.3.2

	Information Element
	Value/remark
	Comment
	Condition

	SystemInformationBlockType1 ::= SEQUENCE {
	
	
	

	  cellAccessRelatedInfo SEQUENCE {
	
	
	

	    csg-Indication
	TRUE
	
	Cell B

	
	FALSE
	
	Cell G

	
	FALSE
	
	Cell A

	    csg-Identity
	Not present
	
	Cell A

	
	'000 0000 0000 0000 0000 0000 0010'B
	
	Cell B

	  
	Not present
	
	Cell G


9.2.1.2.15
Combined attach / Abnormal case / Handling of the EPS attach attempt counter

9.2.1.2.15.1
Test Purpose (TP)
(1)

with { UE has detected T3410 expiry after sending an ATTACH REQUEST message and has the attach attempt counter set to the value less than four }

ensure that {
  when { UE detects T3411 expiry }

    then { UE restarts the attach procedure }

            }

(2)

with { UE has sent an ATTACH REQUEST message and has the attach attempt counter set to four }

ensure that {
  when { UE detects T3410 expiry }

    then { UE deletes GUTI, TAI list, last visited registered TAI and KSI }

            }
(3)

with { UE has sent an ATTACH REQUEST message and has the attach attempt counter set to four }

ensure that {
  when { UE detects T3410 expiry }

    then { UE deletes LAI, TMSI, ciphering key sequence number, RAI, P-TMSI, P-TMSI signature, and GPRS ciphering key sequence number }

            }

(4)

with { UE has started T3402 }

ensure that {
  when { UE detects T3402 expiry }

    then { UE restarts the attach procedure }

            }

9.2.1.2.15.2
Conformance requirements
References: The conformance requirements covered in the present TC are specified in: TS 24.301, clause 5.5.1.1, 5.5.1.2.6 and 5.5.1.3.6 and TS 24.008, clause 4.7.3.1.5.

[TS 24.301, clause 5.5.1.1]
...

An attach attempt counter is used to limit the number of subsequently rejected attach attempts. The attach attempt counter shall be incremented as specified in subclause 5.5.1.2.6. Depending on the value of the attach attempt counter, specific actions shall be performed. The attach attempt counter shall be reset when:

-
the UE is powered on;

-
a USIM is inserted;

-
an attach or combined attach procedure is successfully completed;

-
a combined attach procedure is completed for EPS services only with cause #2, #16, #17, #18 or #22;

-
an attach or combined attach procedure is rejected with cause #11, #12, #13, #14, #15 or #25; or

-
a network initiated detach procedure is completed with cause #11, #12, #13, #14, #15 or #25.

Additionally the attach attempt counter shall be reset when the UE is in substate EMM-DEREGISTERED.ATTEMPTING-TO-ATTACH and:

-
a new tracking area is entered; or

-
T3402 expires.

[TS 24.301, clause 5.5.1.2.6]

The following abnormal cases can be identified:

...

c)
T3410 timeout


The UE shall abort the attach procedure and proceed as described below. The NAS signalling connection shall be released locally.

...

For the cases b, c, and d the UE shall proceed as follows:

-
Timer T3410 shall be stopped if still running. The attach attempt counter shall be incremented, unless it was already set to 5.

If the attach attempt counter is less than 5:

-
timer T3411 is started and the state is changed to EMM-DEREGISTERED.ATTEMPTING-TO-ATTACH. When timer T3411 expires the attach procedure shall be restarted.

If the attach attempt counter is equal to 5:

-
the UE shall delete any GUTI, TAI list, last visited registered TAI, list of equivalent PLMNs and KSI, shall set the update status to EU2 NOT UPDATED, and shall start timer T3402. The state is changed to EMM-DEREGISTERED.ATTEMPTING-TO-ATTACH or optionally to EMM-DEREGISTERED.PLMN-SEARCH in order to perform a PLMN selection according to 3GPP TS 23.122 [6].


If A/Gb mode or Iu mode is supported by the UE, the UE shall in addition handle the GMM parameters GMM state, GPRS update status, P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number as specified in 3GPP TS 24.008 [13] for the abnormal case when a normal attach procedure fails and the attach attempt counter is equal to 5.

[TS 24.301, clause 5.5.1.3.6]
...

If the attach attempt counter is incremented according to subclause 5.5.1.2.6 the next actions depend on the value of the attach attempt counter:

-
if the update status is U1 UPDATED and the attach attempt counter is less than 5, then the UE shall keep the update status to U1 UPDATED, the new MM state is MM IDLE substate NORMAL SERVICE;

-
if the attach attempt counter is less than 5 and, additionally, the update status is different from U1 UPDATED, then the UE shall delete any LAI, TMSI, ciphering key sequence number and list of equivalent PLMNs and set the update status to U2 NOT UPDATED. The MM state remains MM LOCATION UPDATING PENDING; or

-
if the attach attempt counter is equal to 5, then the UE shall delete any LAI, TMSI, ciphering key sequence number and list of equivalent PLMNs and set the update status to U2 NOT UPDATED. A UE operating in CS/PS mode 1 of operation shall select GERAN or UTRAN radio access technology and proceed with appropriate MM or GMM specific procedures.
NOTE:
It is up to the UE implementation when to enable E-UTRAN radio access technology selection.

[TS 24.008, clause 4.7.3.1.5]
...

If the GPRS attach attempt counter is greater than or equal to 5:

-
the MS shall delete any RAI, P-TMSI, P-TMSI signature, list of equivalent PLMNs, and GPRS ciphering key sequence number, shall set the GPRS update status to GU2 NOT UPDATED, shall start timer T3302. The state is changed to GMM-DEREGISTERED. ATTEMPTING-TO-ATTACH or optionally to GMM-DEREGISTERED.PLMN-SEARCH (see subclause 4.2.4.1.2) in order to perform a PLMN selection according to 3GPP TS 23.122 [14].
...

9.2.1.2.15.3
Test description

9.2.1.2.15.3.1
Pre-test conditions

System Simulator:

-
Cell A, if pc_UTRAN Cell 5 and if (NOT pc_UTRAN AND pc_GERAN) Cell 24 are configured.

-
Cell A,

-
if pc_UTRAN, Cell 5 (only active when stated),

-
same PLMN like visited PLMN above

-
RAI-1 (RAC & LAC values chosen by SS)

-
System information indicate that NMO 1 is used

-
if pc_GERAN and NOT pc_UTRAN, Cell 24 (only active when stated).

-
same PLMN like visited PLMN above
-
RAC-1 (RAC & LAC values chosen by SS)

-
System information indicate that NMO 1 is used

UE:

- 
The UE is configured to initiate combined EPS/IMSI attach.

-
The test USIM contains IMSI-1, GUTI-1 and TAI-1, and EPS update status is "EU1: UPDATED".

-
The test USIM contains P-TMSI-1 (belonging to RAI-1) and the GPRS update status is "GU1: UPDATED".

-
The test USIM contains TMSI-1 (belonging to LAI-1) and the update status is "U1: UPDATED".

Preamble:

-
The UE is in state Switched OFF (state 1) according to [18].

9.2.1.2.15.3.2
Test procedure sequence

Table 9.2.1.2.15.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS reconfigures:

Cell A as "Serving cell",

Cell 5 or Cell 24 as "Non-Suitable cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell A unless explicitly stated otherwise.
	-
	-
	-
	-

	2
	The UE is powered on or switched on.
	-
	-
	-
	-

	3
	The UE transmits an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message.
	-->
	ATTACH REQUEST
	-
	-

	4
	Wait for 25s to ensure that T3410 and T3411 expire and the UE releases locally the NAS signalling connection.
NOTE 1: The attach attempt counter is 1.
	-
	-
	-
	-

	5
	Check: Does the UE transmit an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message?
	-->
	ATTACH REQUEST
	1
	P

	6
	Wait for 25s to ensure that T3410 and T3411 expire and the UE releases locally the NAS signalling connection.
NOTE 2: The attach attempt counter is 2.
	-
	-
	-
	-

	7
	The UE transmits an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message.
	-->
	ATTACH REQUEST
	-
	-

	8
	Wait for 25s to ensure that T3410 and T3411 expire and the UE releases locally the NAS signalling connection.
NOTE 3: The attach attempt counter is 3.
	-
	-
	-
	-

	9
	The UE transmits an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message.
	-->
	ATTACH REQUEST
	-
	-

	10
	Wait for 25s to ensure that T3410 and T3411 expire and the UE releases locally the NAS signalling connection.
NOTE 4: The attach attempt counter is 4.
	-
	-
	-
	-

	11
	The UE transmits an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message.
	-->
	ATTACH REQUEST
	-
	-

	12
	Wait for 25s to ensure that T3410 expire and the UE releases locally the NAS signalling connection.
NOTE 5: The attach attempt counter is 5.
	-
	-
	-
	-

	-
	EXCEPTION: Steps 13a1 to 13a2 describe behaviour that depends on the UE capability; the "lower case letter" identifies a step sequence that take place if a capability is supported
	-
	-
	-
	-

	13a1
	IF pc_UTRAN or pc_GERAN THEN the SS reconfigures:

Cell A as "Non-suitable cell",

Cell 5 or Cell 24 as "Serving cell".
	-
	-
	-
	-

	13a2
	Check: Does the UE transmit an ATTACH REQUEST message without P-TMSI, P-TMSI signature, RAI, TMSI on Cell 5 or Cell 24?
	-->
	ATTACH REQUEST
	3
	P

	14
	The SS reconfigures:

Cell A as "Serving cell",

Cell 5 or Cell 24 as "Non-Suitable cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell A unless explicitly stated otherwise.
	-
	-
	-
	-

	15
	If possible (see ICS) switch off is performed. Otherwise the power is removed.
	-
	-
	-
	-

	16
	The UE is brought back to operation.
NOTE 6: The attach attempt counter is reset.
	-
	-
	-
	-

	17
	The UE transmits an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message.
	-->
	ATTACH REQUEST
	-
	-

	18
	Wait for 25s to ensure that T3410 and T3411 expire and the UE releases locally the NAS signalling connection.
NOTE 7: The attach attempt counter is 1.
	-
	-
	-
	-

	19
	The UE transmits an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message.
	-->
	ATTACH REQUEST
	-
	-

	20
	Wait for 25s to ensure that T3410 and T3411 expire and the UE releases locally the NAS signalling connection.
NOTE 8: The attach attempt counter is 2.
	-
	-
	-
	-

	21
	The UE transmits an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message.
	-->
	ATTACH REQUEST
	-
	-

	22
	Wait for 25s to ensure that T3410 and T3411 expire and the UE releases locally the NAS signalling connection.
NOTE 9: The attach attempt counter is 3.
	-
	-
	-
	-

	23
	The UE transmits an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message.
	-->
	ATTACH REQUEST
	-
	-

	24
	Wait for 25s to ensure that T3410 and T3411 expire and the UE releases locally the NAS signalling connection.
NOTE 11: The attach attempt counter is 4.
	-
	-
	-
	-

	25
	The UE transmits an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message.
	-->
	ATTACH REQUEST
	-
	-

	26
	Wait for 15s to ensure that T3410 expire and the UE releases locally the NAS signalling connection.
NOTE 12: The attach attempt counter is 5 and the UE starts T3402.
	-
	-
	-
	-

	27
	Check: Does the UE transmit an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message after 12 minutes?
	-->
	ATTACH REQUEST
	2, 4
	P

	28
	The SS transmits an AUTHENTICATION REQUEST message to initiate the EPS authentication and AKA procedure.
	<--
	AUTHENTICATION REQUEST
	-
	-

	29
	The UE transmits an AUTHENTICATION RESPONSE message.
	-->
	AUTHENTICATION RESPONSE
	-
	-

	30
	The SS transmits a NAS SECURITY MODE COMMAND message.
	<--
	SECURITY MODE COMMAND
	-
	-

	31
	The UE transmits a NAS SECURITY MODE COMPLETE message.
	-->
	SECURITY MODE COMPLETE
	-
	-

	-
	EXCEPTION: Steps 32a1 to 32a2 describe behaviour that depends on UE configuration; the "lower case letter" identifies a step sequence that take place if the UE has ESM information which needs to be transferred after NAS SECURITY MODE COMPLETE message.
	-
	-
	-
	-

	32a1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options and/or APN.
	<--
	ESM INFORMATION REQUEST
	-
	-

	32a2
	The UE transmits an ESM INFORMATION RESPONSE message to transfer protocol configuration options and/or APN.
	-->
	ESM INFORMATION RESPONSE
	-
	-

	33
	The SS responds with an ATTACH ACCEPT message. The ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message is piggybacked in ATTACH ACCEPT message.
	<--
	ATTACH ACCEPT
	-
	-

	-
	EXCEPTION: In parallel to the event described in step 34 below the generic procedure for IP address allocation in the U-plane specified in TS 36.508 subclause 4.5A.1 takes place performing IP address allocation in the U-plane if requested by the UE.
	-
	-
	-
	-

	34
	The UE transmits an ATTACH COMPLETE message including an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message.
	-->
	ATTACH COMPLETE
	-
	-


9.2.1.2.15.3.3
Specific message contents

Table 9.2.1.2.15.3.3-1: Message ATTACH REQUEST (step 13a2, Table 9.2.1.2.15.3.2-1)

	Derivation Path: TS 24.008 , Table 9.4.1

	Information Element
	Value/remark
	Comment
	Condition

	MS network capability
	Any allowed value
	
	

	Attach type
	'011'B
	Combined GPRS/IMSI attach
	

	GPRS ciphering key sequence number
	'111'B
	No key is available (MS to network)
	

	DRX parameter
	Any allowed value
	
	

	P-TMSI or IMSI
	IMSI-1
	
	

	Old routing area identification
	All bits of octets 5 and 6 are set to 1, except bit 1 of octet 6 which is set to 0.

Other bits are not checked.
	
	

	MS Radio Access capability
	Any allowed value
	
	

	Old P-TMSI signature
	Not present
	
	

	Requested READY timer
value
	Not present or any allowed value
	
	

	TMSI status
	'0'B
	no valid TMSI available
	

	PS LCS Capability
	Not present or any allowed value
	
	

	Mobile station classmark 2
	Not present or any allowed value
	
	

	Mobile station classmark 3
	Not present or any allowed value
	
	

	Supported Codecs
	Not present or any allowed value
	
	

	UE network capability
	Not present or any allowed value
	
	

	Additional mobile identity
	Not present
	
	

	Additional old routing area identification
	Not present
	
	


Table 9.2.1.2.15.3.3-2: Message ATTACH REQUEST (step 17, step19, step 21, step 23, step 25 and 27, Table 9.2.1.2.15.3.2-1)

	Derivation Path: TS 36.508, Table 4.7.2-4

	Information Element
	Value/remark
	Comment
	Condition

	NAS key set identifier
	
	
	

	  NAS key set identifier
	'111'B
	no key is available
	

	  TSC
	Any allowed value
	TSC does not apply for NAS key set identifier value "111".
	

	Old GUTI or IMSI
	IMSI-1
	
	

	Last visited registered TAI
	Not present
	
	

	Old location area identification
	Not present
	
	

	TMSI status
	'0'B
	no valid TMSI available
	


9.2.2
Detach procedure

9.2.2.1
UE initiated detach procedure
9.2.2.1.1
UE initiated detach / UE switched off

9.2.2.1.1.1
Test Purpose (TP)

(1)

with { UE in EMM-REGISTERED state }

ensure that {

  when { the UE is switched off }

   then { the UE establishes the RRC connection with the RRC establishmentCause set to ‘mo-Signalling’ and sends DETACH REQUEST message, keeps the native security context, and deactivates the EPS bearer context(s) locally }

              }

9.2.2.1.1.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: 3GPP TS 24.301 clauses 5.3.1.1, 5.5.2.2.1, 5.5.2.2.2 and Annex D and TS 36.331 clause 5.3.3.3.

[TS 24.301 clause 5.3.1.1]

When the UE is in EMM-IDLE mode and needs to transmit an initial NAS message, the UE shall request the lower layer to establish a NAS signalling connection. In this request to the lower layer the NAS shall provide to the lower layer the RRC establishment cause and the call type as specified in annex D of this specification.

[TS24.301 clause 5.5.2.2.1]

The detach procedure is initiated by the UE by sending a DETACH REQUEST message. The Detach type IE included in the message indicates whether detach is due to a "switch off" or not. The Detach type IE also indicates whether the detach is for EPS services only, for non-EPS services only, or for both. If the UE has a mapped EPS security context as the current EPS security context, the UE shall set the type of security context flag to "mapped security context". Otherwise, the UE shall set the type of security context flag to "native  security context".
...
If the UE is to be switched off, the UE shall try for a period of 5 seconds to send the DETACH REQUEST message. During this period, the UE may be switched off as soon as the DETACH REQUEST message has been sent. However, after the last DETACH REQUEST message is sent and before the UE is actually switched off, the UE shall proceed as follows:

-
if the current EPS security context is a native EPS security context, then the UE shall store the current EPS security context as specified in annex C and mark it as valid;

-
else if the current EPS security context is a mapped EPS security context and non-current full native EPS security context exists, then the UE shall store the non-current EPS security context as specified in annex C and mark it as valid, and finally the UE shall delete the current EPS security context stored as specified in annex C.
[TS24.301 clause 5.5.2.2.2]

When the DETACH REQUEST message is received by the network, the network shall send a DETACH ACCEPT message to the UE and store the current EPS security context, if the Detach type IE does not indicate "switch off". Otherwise, the procedure is completed when the network receives the DETACH REQUEST message. On reception of a DETACH REQUEST message indicating "switch off", the MME shall delete the current EPS security context, if it is a mapped EPS security context.

The network and the UE shall deactivate the EPS bearer context(s) for this UE locally without peer-to-peer signalling between the UE and the MME.

The UE, when receiving the DETACH ACCEPT message, shall stop timer T3421.

The UE is marked as inactive in the network for EPS services. State EMM-DEREGISTERED is entered in the network.
The UE in PS mode of operation shall enter the EMM-DEREGISTERED state.

The UE in CS/PS mode 1 or CS/PS mode 2 of operation shall set the update status to U2 NOT UPDATED, disable E‑UTRAN and select GERAN or UTRAN access technology and enter the EMM-NULL state.
[TS 24.301, Annex D]

...

Table D.1.1: Mapping of NAS procedure to establishment cause and call type

	NAS procedure
	RRC establishment cause (according 3GPP TS 36.331 [22])
	Call type

	...
	
	

	Detach
	MO signalling (See Note 1)
	"originating signalling"

	...
	
	

	Note 1:
For these NAS procedures initiated by UEs of access class 12, 13 or 14 in their home country, the RRC establishment cause will be set to "High priority access AC 11 – 15". For this purpose the home country is defined as the country of the MCC part of the IMSI, see 3GPP TS 22.011 [1A].
For these NAS procedures initiated by UE of access class 11 or 15 in their HPLMN or EHPLMN, the RRC establishment cause will be set to "High priority access AC 11 – 15".


[TS 36.331, clause 5.3.3.3]

...

The UE shall set the contents of RRCConnectionRequest message as follows:

1>
set the ue-Identity as follows:
2>
if upper layers provide an S-TMSI:
3>
set the ue-Identity to the value received from upper layers;
2>
else

3>
draw a random value and set the ue-Identity to this value;

NOTE 1:
Upper layers provide the S-TMSI if the UE is registered in the TA of the current cell.
1>
Set the establishmentCause in accordance with the information received from upper layers;
9.2.2.1.1.3
Test description

9.2.2.1.1.3.1
Pre-test conditions

System Simulator:

-
Cell A (HPLMN)
UE:

None.

Preamble:

-
The UE is in state Registered, Idle mode (State 2) according to [18].
-
UE has a valid GUTI-1 and is registered in TAI-1

9.2.2.1.1.3.2
Test procedure sequence

Table 9.2.2.1.1.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Cause switch off
	-
	-
	-
	-

	2
	Check: does the UE transmit an RRCConnectionRequest message with establishmentCause set to ‘mo-Signalling’ followed by a DETACH REQUEST with the Detach Type IE indicating "switch off"?
	-->
	DETACH REQUEST
	1
	P

	3
	Void
	-
	-
	-
	-

	4
	Void
	-
	-
	-
	-

	5
	Void
	-
	-
	-
	-

	6
	Void
	-
	-
	-
	-

	7
	Void
	-
	-
	-
	-

	8
	The UE is switched on
	-
	-
	-
	-

	9
	Check: Does the UE transmit ATTACH REQUEST message using KSIASME of the previously allocated EPS native security context?
	-->
	ATTACH REQUEST
	1
	P


9.2.2.1.1.3.3
Specific message contents

Table 9.2.2.1.1.3.3-1: Message RRCConnectionRequest (step 2, Table 9.2.2.1.1.3.2-1)

	Derivation path: 36.508 table 4.6.1-16

	Information Element
	Value/Remark
	Comment
	Condition

	RRCConnectionRequest ::= SEQUENCE {
	
	
	

	  criticalExtensions CHOICE {
	
	
	

	    rrcConnectionRequest-r8 SEQUENCE {
	
	
	

	      establishmentCause
	mo-Signalling
	
	

	    }
	
	
	

	  }
	
	
	

	}
	
	
	


Table 9.2.2.1.1.3.3-2: Message ATTACH REQUEST (step 9, Table 9.2.2.1.1.3.2-1)

	Derivation path: 36.508 table 4.7.2-4 (Security protected NAS message)

	Information Element
	Value/Remark
	Comment
	Condition

	NAS key set identifier
	
	
	

	  TSC
	native security context (for KSIASME)
	
	


9.2.2.1.2
UE initiated detach / USIM removed from the UE

9.2.2.1.2.1
Test Purpose (TP)

(1)

with { UE in EMM-REGISTERED }

ensure that {

  when { the USIM is removed from the UE }

   then { the UE sends DETACH REQUEST message and indicates that the detach is for both EPS services and non-EPS services or for EPS services depending on the EPS attach type used }

              }

9.2.2.1.2.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: 3GPP TS 24.301 clauses  5.5.2.2.1 and 5.5.2.2.3.

[TS24.301 clause 5.5.2.2.1]

The detach procedure is initiated by the UE by sending a DETACH REQUEST message. The Detach type IE included in the message indicates whether detach is due to a "switch off" or not. The Detach type IE also indicates whether the detach is for EPS services only, for non-EPS services only, or for both. If the UE has a mapped EPS security context as the current EPS security context, the UE shall set the type of security context flag to "mapped security context". Otherwise, the UE shall set the type of security context flag to "native  security context".
If the UE has a valid GUTI, the UE shall populate the GUTI or IMSI IE with the valid GUTI. If the UE does not have a valid GUTI, the UE populates the GUTI or IMSI IE with its IMSI.
If the detach is not due to switch off and the UE is in the state EMM-REGISTERED or EMM-REGISTERED-INITIATED, timer T3421 shall be started in the UE after the DETACH REQUEST message has been sent. If the detach type indicates that the detach is for non-EPS services only the UE shall enter the state EMM-REGISTERED.IMSI-DETACH-INITIATED, otherwise the UE shall enter the state EMM-DEREGISTERED-INITIATED. If the detach type indicates that the detach is for non-EPS services or both EPS and non-EPS services, the UE shall enter the state MM IMSI DETACH PENDING.

[TS24.301 clause 5.5.2.2.3]

When the DETACH REQUEST message is received by the network, a DETACH ACCEPT message shall be sent to the UE, if the Detach type IE value indicates that the detach request has not been sent due to switching off. Depending on the value of the Detach type IE the following applies:

-
combined EPS/IMSI detach:


The UE is marked as inactive in the network for EPS and for non-EPS services. The states EMM-DEREGISTERED and MM-NULL are entered in both the UE and the network.

9.2.2.1.2.3
Test description

9.2.2.1.2.3.1
Pre-test conditions

System Simulator:

-
Cell A (HPLMN).

UE:

None.

Preamble:

-
UE is in state Registered, Idle mode (State 2) according to [18]

9.2.2.1.2.3.2
Test procedure sequence

Table 9.2.2.1.2.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Cause removal of USIM from the UE without powering down
	-
	-
	-
	-

	2
	Check: does the UE transmit a DETACH REQUEST with the Detach Type IE indicating "normal detach" and "combined EPS/IMSI detach" or "EPS detach" depending on the UE configuration?
	-->
	DETACH REQUEST
	1
	P

	3
	SS responds with DETACH ACCEPT message
	<--
	DETACH ACCEPT
	-
	-

	4
	Check: Does the test result of generic procedure in TS 36.508 subclause 6.4.2.5 indicate that the UE does not respond to paging when paged with GUTI-1 and with CN domain indicator set to "PS"?
	-
	-
	1
	-


9.2.2.1.2.3.3
Specific message contents

Table 9.2.2.1.2.3.3-1: DETACH REQUEST (step 2, Table 9.2.2.1.2.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-11

	Information Element
	Value/remark
	Comment
	Condition

	Detach type
	
	
	

	  Type of detach
	001
	EPS detach
	EPSOnlyAttach

	
	011
	combined EPS/IMSI detach
	CombinedAttach

	  Switch off
	0
	normal detach
	

	GUTI or IMSI
	GUTI-1
	
	


9.2.2.1.3
UE initiated detach / EPS capability of the UE is disabled
9.2.2.1.3.1
Test Purpose (TP)

(1)

with { UE in EMM-REGISTERED state }

ensure that {

  when { EPS capability of the UE is disabled  }

   then { UE sends the DETACH REQUEST message on the Cell registered and indicates that the detach is for EPS services } 

            }

9.2.2.1.3.2
Conformance requirements
References: The conformance requirement covered in the present TC is specified in: 3GPP TS 24.301 clause 4.5,clause 5.5.2.1 and clauses 5.5.2.2

[TS 24.301,clause 4.5]

When the UE supporting the A/Gb and/or Iu mode together with the S1 mode needs to stay in A/Gb or Iu mode, in order to prevent unwanted handover or cell reselection from UTRAN/GERAN to E-UTRAN, the UE shall disable the E-UTRA capability.

-
The UE shall not set the E-UTRA support bits of the MS Radio Access capability IE (see 3GPP TS 24.008 [13], subclause 10.5.5.12a), the E-UTRA support bits of Mobile Station Classmark 3 IE (see 3GPP TS 24.008 [13], subclause 10.5.1.7) and the ISR support bit of the MS network capability IE (see 3GPP TS 24.008 [13], subclause 10.5.5.12) in the ATTACH REQUEST message and the ROUTING AREA UPDATE REQUEST message after it selects GERAN or UTRAN; and

-
the UE NAS layer shall indicate the access stratum layer(s) of disabling of the E-UTRA capability.

NOTE:
The UE can only disable the E-UTRAN capabilities when in EMM-IDLE mode.

…
[TS 24.301,clause 5.5.2.1]

…
The detach procedure with appropriate detach type shall be invoked by the UE if the UE is switched off, the USIM card is removed from the UE or the EPS capability of the UE is disabled or the UE wishes to detach for non-EPS services.

…
If the detach procedure for EPS services is performed, the EPS bearer context(s) for this particular UE are deactivated locally without peer-to-peer signalling between the UE and the MME.

Upon successful completion of the detach procedure, if the UE and the MME enter the EMM-DEREGISTERED state, the UE and the MME shall delete any mapped EPS security context or partial native EPS security context.

If the UE supports A/Gb mode or Iu mode, the UE shall store the TIN in the non-volatile memory in the ME, as described in annex C, for a subsequent attach procedure.
[TS 24.301, clause 5.5.2.2.1]

The detach procedure is initiated by the UE by sending a DETACH REQUEST message. The Detach type IE included in the message indicates whether detach is due to a "switch off" or not. The Detach type IE also indicates whether the detach is for EPS services only, for non-EPS services only, or for both. If the UE has a mapped EPS security context as the current EPS security context, the UE shall set the type of security context flag to "mapped security context". Otherwise, the UE shall set the type of security context flag to "native  security context".
If the UE has a valid GUTI, the UE shall populate the GUTI or IMSI IE with the valid GUTI. If the UE does not have a valid GUTI, the UE populates the GUTI or IMSI IE with its IMSI.
If the detach is not due to switch off and the UE is in the state EMM-REGISTERED or EMM-REGISTERED-INITIATED, timer T3421 shall be started in the UE after the DETACH REQUEST message has been sent. If the detach type indicates that the detach is for non-EPS services only the UE shall enter the state EMM-REGISTERED.IMSI-DETACH-INITIATED, otherwise the UE shall enter the state EMM-DEREGISTERED-INITIATED. If the detach type indicates that the detach is for non-EPS services or both EPS and non-EPS services, the UE shall enter the state MM IMSI DETACH PENDING.
…
[TS 24.301, clause 5.5.2.2.2]

…

The network and the UE shall deactivate the EPS bearer context(s) for this UE locally without peer-to-peer signalling between the UE and the MME.
The UE, when receiving the DETACH ACCEPT message, shall stop timer T3421.

The UE is marked as inactive in the network for EPS services. State EMM-DEREGISTERED is entered in the network.
The UE in PS mode of operation shall enter the EMM-DEREGISTERED state.

The UE in CS/PS mode 1 or CS/PS mode 2 of operation shall set the update status to U2 NOT UPDATED, disable E‑UTRAN and select GERAN or UTRAN access technology and enter the EMM-NULL state.
9.2.2.1.3.3
Test description

9.2.2.1.3.3.1
Pre-test conditions

System Simulator:

- Cell A is set to ''Serving cell''.

UE:

- 
The test USIM contains GUTI-1(belonging to TAI-1) and the update status is "EU1: UPDATED".

Preamble:

-
The UE is in state Registered, Idle mode (state 2) on Cell A according to [18].
9.2.2.1.3.3.2
Test procedure sequence

Table 9.2.2.1.6.3.2-1: Main behaviour
	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Cause EPS capability of the UE  to be disabled.
	-
	-
	-
	-

	2
	Check:Does the UE transmits a DETACH REQUEST message with the Detach type IE indicating “EPS detach” and “normal detach”.
	-->
	DETACH REQUEST
	1
	P

	3
	The SS responds the DETACH ACCEPT message.
	-
	DETACH ACCEPT
	-
	-

	4
	Check: Does the test result of generic procedure in TS 36.508 subclause 6.4.2.5 indicate that the UE does not respond to paging when paged with GUTI-1 and with CN domain indicator set to "PS"?
	-
	-
	1
	-


9.2.2.1.3.3.3
Specific message contents

Table 9.2.2.1.3.3.3-1: DETACH REQUEST (steps 2 in Table 9.2.2.1.3.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-11

	Information Element
	Value/remark
	Comment
	Condition

	Detach type
	
	
	

	  Type of detach
	001
	EPS detach only
	

	Switch off
	0
	normal detach
	

	GUTI or IMSI
	GUTI-1
	
	


9.2.2.1.6
UE initiated detach / Abnormal case / Local detach after 5 attempts due to no network response

9.2.2.1.6.1
Test Purpose (TP)

(1)

with { UE in EMM-REGISTERED state }

ensure that {

  when { the UE receives no response to the UE initiated DETACH REQUEST }

   then { the UE re-transmits the DETACH REQUEST up to 4 times on the expiry of timer T3421 }

}

(2)

with { UE in EMM-REGISTERED state }

ensure that {

  when { the UE receives no response to the UE initiated DETACH REQUEST }

   then { the UE aborts the detach procedure and perform local detach on the 5th expiry of timer T3421 }

}

9.2.2.1.6.2
Conformance requirements

References: The conformance requirements covered in the current TC are specified in: TS 24.301, clause 5.5.2.2.

[TS 24.301, clause 5.5.2.2.1]

The detach procedure is initiated by the UE by sending a DETACH REQUEST message. The Detach type IE included in the message indicates whether detach is due to a "switch off" or not. The Detach type IE also indicates whether the detach is for EPS services only, for non-EPS services only, or for both. If the UE has a mapped EPS security context as the current EPS security context, the UE shall set the type of security context flag to "mapped security context". Otherwise, the UE shall set the type of security context flag to "native  security context".
If the UE has a valid GUTI, the UE shall populate the GUTI or IMSI IE with the valid GUTI. If the UE does not have a valid GUTI, the UE populates the GUTI or IMSI IE with its IMSI.
If the detach is not due to switch off and the UE is in the state EMM-REGISTERED or EMM-REGISTERED-INITIATED, timer T3421 shall be started in the UE after the DETACH REQUEST message has been sent. If the detach type indicates that the detach is for non-EPS services only the UE shall enter the state EMM-REGISTERED.IMSI-DETACH-INITIATED, otherwise the UE shall enter the state EMM-DEREGISTERED-INITIATED. If the detach type indicates that the detach is for non-EPS services or both EPS and non-EPS services, the UE shall enter the state MM IMSI DETACH PENDING.

[TS 24.301, clause 5.5.2.2.4 c)]

The following abnormal cases can be identified:

…

c)
T3421 timeout


On the first four expiries of the timer, the UE shall retransmit the DETACH REQUEST message and shall reset and restart timer T3421. On the fifth expiry of timer T3421, the detach procedure shall be aborted and the UE shall change to state:

-
EMM-REGISTERED.NORMAL-SERVICE and MM-NULL if "IMSI detach" was requested;

-
EMM-DEREGISTERED if "EPS detach" was requested;

-
EMM-DEREGISTERED and MM-NULL if "combined EPS/IMSI detach" was requested.

9.2.2.1.6.3
Test description

9.2.2.1.6.3.1
Pre-test conditions

System Simulator:

-
Cell A (HPLMN)
UE:

None.

Preamble:

-
The UE is in state Registered, Idle Mode (State 2) according to [18].

9.2.2.1.6.3.2
Test procedure sequence

Table 9.2.2.1.6.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Cause UE to initiate detach from the EPS services only. 
	-
	-
	-
	-

	2
	The UE transmits a DETACH REQUEST message with the Detach type IE indicating “EPS detach” and “normal detach”? The UE starts timer T3421. 
	-->
	DETACH REQUEST
	-
	-

	3
	The SS does not respond to the DETACH REQUEST message.
	-
	-
	-
	-

	4
	Check: When the timer T3421 expires does the UE re-transmit DETACH REQUEST message. Timer T3421 is re-started (1st expiry). 
	-->
	DETACH REQUEST
	1
	P

	5
	The SS does not respond to the DETACH REQUEST message.
	-
	-
	-
	-

	6
	Check: When the timer T3421 expires does the UE re-transmit DETACH REQUEST message. Timer T3421 is re-started (2nd expiry). 
	-->
	DETACH REQUEST
	1
	P

	7
	The SS does not respond to the DETACH REQUEST message.
	-
	-
	-
	-

	8
	Check: When the timer T3421 expires does the UE re-transmit DETACH REQUEST message. Timer T3421 is re-started (3rd expiry). 
	-->
	DETACH REQUEST
	1
	P

	9
	The SS does not respond to the DETACH REQUEST message.
	-
	-
	-
	-

	10
	Check: When the timer T3421 expires does the UE re-transmit DETACH REQUEST message. Timer T3421 is re-started (4th expiry). 
	-->
	DETACH REQUEST
	1
	P

	11
	The SS does not respond to the DETACH REQUEST message.
	-
	-
	-
	-

	12
	When the timer T3421 expires the UE aborts the detach procedure and performs a local detach (5th expiry). 
	-
	-
	2
	P

	13
	The SS starts the EPS bearer context modification procedure using the previously allocated EPS bearer identity
	<--
	MODIFY EPS BEARER CONTEXT REQUEST
	-
	-

	14
	Check: does the UE transmit a MODIFY EPS BEARER CONTEXT ACCEPT message within the next 10s?
	-->
	MODIFY EPS BEARER CONTEXT ACCEPT
	2
	F

	Note: T3421 value is specified as 15s in TS 24.301. 


9.2.2.1.6.3.3
Specific message contents

Table 9.2.2.1.6.3.3-1: DETACH REQUEST (steps 2, 4, 6, 8 and 10 Table 9.2.2.1.6.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-11

	Information Element
	Value/remark
	Comment
	Condition

	Detach type
	
	
	

	  Type of detach
	001
	EPS detach
	

	  Switch off
	0
	normal detach
	

	GUTI or IMSI
	GUTI-1
	
	


9.2.2.1.7
UE initiated detach / Abnormal case / Detach procedure collision

9.2.2.1.7.1
Test Purpose (TP)

(1)

with { UE in EMM-DEREGISTERED-INITIATED state }

ensure that {

  when { the UE receives the DETACH REQUEST message from the network }

   then { the UE aborts the UE initiated detach procedure and completes the network initiated detach procedure }

}

(2)

with { UE in EMM-DEREGISTERED state }

ensure that {

  when { the UE has completed the network initiated detach procedure with re-attach required }

   then { the UE initiates the attach procedure }

}

9.2.2.1.7.2
Conformance requirements

References: The conformance requirements covered in the current TC are specified in: TS 24.301, clause 5.5.2.2.4 and 5.5.2.3.2.

[TS 24.301, clause 5.5.2.2.4]

The following abnormal cases can be identified:

…

d)
Detach procedure collision


If the UE receives a DETACH REQUEST message before the UE initiated detach procedure has been completed, it shall treat the message as specified in subclause 5.5.2.3.2 and send a DETACH ACCEPT message to the network.

[TS 24.301, clause 5.5.2.3.2]

When receiving the DETACH REQUEST message and the Detach type IE indicates "re-attach required", the UE shall deactivate the EPS bearer context(s) including the default EPS bearer context locally without peer-to-peer signalling between the UE and the MME. The UE shall then send a DETACH ACCEPT message to the network and enter state EMM-DEREGISTERED. Furthermore, the UE shall, after the completion of the detach procedure, and the existing NAS signalling connection has been released, initiate an attach or combined attach procedure.
9.2.2.1.7.3
Test description

9.2.2.1.7.3.1
Pre-test conditions

System Simulator:

-
Cell A configured according to Table 6.3.2.2-1 in [18].
UE:

None.

Preamble:

-
The UE is in state Registered, Idle mode (State 2) according to [18].

-
UE has a valid GUTI-1 and is registered in TAI-1

9.2.2.1.7.3.2
Test procedure sequence

Table 9.2.2.1.7.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Cause UE to initiate detach from the EPS services. 
	-
	-
	-
	-

	2
	The UE transmits a DETACH REQUEST message with the Detach type IE indicating “EPS detach” and “normal detach”. The UE starts timer T3421.
	-->
	DETACH REQUEST
	-
	-

	3
	The SS does not respond to the DETACH REQUEST message.
	-
	-
	-
	-

	4
	With T3421 still running the SS shall send DETACH REQUEST message with the Detach type IE indicating "re-attach required".
	<--
	DETACH REQUEST
	-
	-

	5
	Check: Does the UE transmit a DETACH ACCEPT message?
	-->
	DETACH ACCEPT
	1
	P

	6
	The SS releases the RRC connection.
	-
	-
	-
	-

	7
	Check: Does the UE transmit an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message? 
	-->
	ATTACH REQUEST
	2
	P

	8
	The SS transmits an AUTHENTICATION REQUEST message to initiate the EPS authentication and AKA procedure.
	<--
	AUTHENTICATION REQUEST
	-
	-

	9
	The UE transmits an AUTHENTICATION RESPONSE message and establishes mutual authentication.
	-->
	AUTHENTICATION RESPONSE
	-
	-

	10
	The SS transmits a NAS SECURITY MODE COMMAND message to activate NAS security.
	<--
	SECURITY MODE COMMAND
	-
	-

	11
	The UE transmits a NAS SECURITY MODE COMPLETE message and establishes the initial security configuration.
	-->
	SECURITY MODE COMPLETE
	-
	-

	-
	EXCEPTION: Steps 11a1 to 11a2 describe behaviour that depends on UE configuration; the "lower case letter" identifies a step sequence that take place if the UE has ESM information which needs to be transferred.
	-
	-
	-
	-

	11a1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options and/or APN.
	<--
	ESM INFORMATION REQUEST
	-
	-

	11 a2
	The UE transmits an ESM INFORMATION RESPONSE message to transfer protocol configuration options and/or APN.
	-->
	ESM INFORMATION RESPONSE
	-
	-

	12
	SS responds with ATTACH ACCEPT message. The ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message is piggybacked in ATTACH ACCEPT message. 
	<--
	ATTACH ACCEPT
	-
	-

	-
	EXCEPTION: In parallel to the event described in step 13 below the generic procedure for IP address allocation in the U-plane specified in TS 36.508 subclause 4.5A.1 takes place performing IP address allocation in the U-plane if requested by the UE.
	-
	-
	-
	-

	13
	The UE transmits an ATTACH COMPLETE message including an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message.
	-->
	ATTACH COMPLETE
	-
	-


9.2.2.1.7.3.3
Specific message contents

Table 9.2.2.1.7.3.3-1: DETACH REQUEST (step 2 Table 9.2.2.1.7.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-11

	Information Element
	Value/remark
	Comment
	Condition

	Detach type
	
	
	

	  Type of detach
	001
	EPS detach
	

	  Switch off
	0
	normal detach
	

	GUTI or IMSI
	GUTI-1
	
	


Table 9.2.2.1.7.3.3-2: DETACH REQUEST (step 4 Table 9.2.2.1.7.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-12

	Information Element
	Value/remark
	Comment
	Condition

	Detach type
	
	
	

	  Type of detach
	001
	re-attach required
	


9.2.2.1.8
UE initiated detach / Abnormal case / Detach and EMM common procedure collision

9.2.2.1.8.1
Test Purpose (TP)

(1)

with { UE in EMM-DEREGISTERED-INITIATED state due to switch off }

ensure that {

  when { the UE receives an EMM common procedure message from the network }

   then { the UE ignores the message and continues the detach procedure }

}

(2)

with { UE in EMM-DEREGISTERED-INITIATED state due to normal detach }

ensure that {

  when { the UE receives GUTI REALLOCATION COMMAND from the network }

   then { the UE ignores the message and continues the detach procedure }

}

(3)

with { UE in EMM-DEREGISTERED-INITIATED state due to normal detach }

ensure that {

  when { the UE receives AUTHENTICATION REQUEST, SECURITY MODE COMMAND or IDENTITY REQUEST message from the network }

   then { the UE responds to the message and then continues the detach procedure }

}

9.2.2.1.8.2
Conformance requirements

References: The conformance requirements covered in the current TC are specified in: TS 24.301, clause 5.5.2.2.4.

[TS 24.301, clause 5.5.2.2.4]

The following abnormal cases can be identified:

…

e)
Detach and EMM common procedure collision


Detach containing cause "switch off":

-
If the UE receives a message used in an EMM common procedure before the detach procedure has been completed, this message shall be ignored and the detach procedure shall continue


Detach containing other causes than "switch off":

-
If the UE receives a GUTI REALLOCATION COMMAND, an EMM STATUS or an EMM INFORMATION message before the detach procedure is completed, this message shall be ignored and the detach procedure shall continue.

-
If the UE receives an AUTHENTICATION REQUEST, SECURITY MODE COMMAND or IDENTITY REQUEST message before the detach procedure has been completed, the UE shall respond to it as described in subclause 5.4.2, 5.4.3 and 5.4.4 respectively and the detach procedure shall continue.

9.2.2.1.8.3
Test description

9.2.2.1.8.3.1
Pre-test conditions

System Simulator:

-
Cell A configured according to Table 6.3.2.2-1 in [18].
UE:

None.

Preamble:

-
The UE is in state Registered, Idle mode (State 2) according to [18].

-
UE has a valid GUTI-1 and is registered in TAI-1

9.2.2.1.8.3.2
Test procedure sequence

Table 9.2.2.1.8.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Cause switch off. 
	-
	-
	-
	-

	2
	The UE transmits a DETACH REQUEST message with the Detach type IE indicating “switch off”. 
	-->
	DETACH REQUEST
	-
	-

	3
	The SS transmits a GUTI REALLOCATION COMMAND message.
	<--
	GUTI REALLOCATION COMMAND
	-
	-

	4
	Check: Does the UE transmit an GUTI REALLOCATION COMPLETE message?
	-->
	GUTI REALLOCATION COMPLETE
	1
	F

	5
	Check: Does the test result of generic procedure in TS 36.508 subclause 6.4.2.5 indicate that the UE does not respond to paging when paged with GUTI-1 and with CN domain indicator set to "PS"?
	-
	-
	1
	-

	6
	The UE is switched on and performs an ATTACH procedure.  
	-
	-
	-
	-

	7
	Cause UE to initiate detach from the EPS services only. 
	-
	-
	-
	-

	8
	The UE transmits a DETACH REQUEST message with the Detach type IE indicating “EPS detach” and “normal detach”? The UE starts timer T3421. 
	-->
	DETACH REQUEST
	2
	P

	9
	The SS does not respond to the DETACH REQUEST message.
	-
	-
	-
	-

	10
	With T3421 still running the SS shall send GUTI REALLOCATION COMMAND.
	<--
	GUTI REALLOCATION COMMAND
	-
	-

	11
	Check: Does the UE transmit a GUTI REALLOCATION COMPLETE message?
	-->
	GUTI REALLOCATION COMPLETE
	2
	F

	12
	SS responds with DETACH ACCEPT message.
	<--
	DETACH ACCEPT
	-
	-

	13
	The SS releases the RRC connection.
	-
	-
	-
	-

	14
	Cause UE to initiate attach for the EPS services. The generic procedure in 36.508 clause 4.5.2.3-1 is executed so as to complete the attach procedure.   
	-
	-
	-
	-

	15
	Cause UE to initiate detach from the EPS services only. 
	-
	-
	-
	-

	16
	The UE transmits a DETACH REQUEST message with the Detach type IE indicating “EPS detach” and “normal detach”? The UE starts timer T3421. 
	-->
	DETACH REQUEST
	-
	-

	17
	The SS does not respond to the DETACH REQUEST message.
	-
	-
	-
	-

	18
	With T3421 still running the SS shall send AUTHENTICATION REQUEST.
	<--
	AUTHENTICATION REQUEST
	-
	-

	19
	Check: Does the UE transmit an AUTHENTICATION RESPONSE message?
	-->
	AUTHENTICATION RESPONSE
	3
	P

	20
	SS responds with DETACH ACCEPT message.
	<--
	DETACH ACCEPT
	-
	-

	21
	The SS releases the RRC connection.
	-
	-
	-
	-

	22
	Cause UE to initiate attach for the EPS services. The generic procedure in 36.508 clause 4.5.2.3-1 is executed so as to complete the attach procedure.   
	-
	-
	-
	-

	23
	Cause UE to initiate detach from the EPS services only. 
	-
	-
	-
	-

	24
	The UE transmits a DETACH REQUEST message with the Detach type IE indicating “EPS detach” and “normal detach”? The UE starts timer T3421. 
	-->
	DETACH REQUEST
	-
	-

	25
	The SS does not respond to the DETACH REQUEST message.
	-
	-
	-
	-

	26
	With T3421 still running the SS shall send SECURITY MODE COMMAND.
	<--
	SECURITY MODE COMMAND
	-
	-

	27
	Check: Does the UE transmit a SECURITY MODE COMPLETE message?
	-->
	SECURITY MODE COMPLETE
	3
	P

	28
	SS responds with DETACH ACCEPT message.
	<--
	DETACH ACCEPT
	-
	-

	29
	The SS releases the RRC connection.
	-
	-
	-
	-

	30
	Cause UE to initiate attach for the EPS services. The generic procedure in 36.508 clause 4.5.2.3-1 is executed so as to complete the attach procedure.   
	-
	-
	-
	-

	31
	Cause UE to initiate detach from the EPS services only. 
	-
	-
	-
	-

	32
	The UE transmits a DETACH REQUEST message with the Detach type IE indicating “EPS detach” and “normal detach”? The UE starts timer T3421. 
	-->
	DETACH REQUEST
	-
	-

	33
	The SS does not respond to the DETACH REQUEST message.
	-
	-
	-
	-

	34
	With T3421 still running the SS shall send IDENTITY REQUEST.
	<--
	IDENTITY REQUEST
	-
	-

	35
	Check: Does the UE transmit an IDENTITY RESPONSE message?
	-->
	IDENTITY RESPONSE
	3
	P

	36
	SS responds with DETACH ACCEPT message.
	<--
	DETACH ACCEPT
	-
	-


9.2.2.1.8.3.3
Specific message contents

Table 9.2.2.1.8.3.3-1: DETACH REQUEST (steps 8, 16, 24 and 32 Table 9.2.2.1.8.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-11

	Information Element
	Value/remark
	Comment
	Condition

	Detach type
	
	
	

	  Type of detach
	001
	EPS detach
	

	  Switch off
	0
	normal detach
	


Table 9.2.2.1.8.3.3-2: GUTI REALLOCATION COMMAND (step 3 Table 9.2.2.1.8.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-15

	Information Element
	Value/remark
	Comment
	Condition

	GUTI
	GUTI-2
	
	

	TAI list
	Not present
	
	


Table 9.2.2.1.8.3.3-3: GUTI REALLOCATION COMMAND (step 10 Table 9.2.2.1.8.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-15

	Information Element
	Value/remark
	Comment
	Condition

	GUTI
	GUTI-3
	
	

	TAI list
	Not present
	
	


9.2.2.1.9
UE initiated detach / Abnormal case / Change of cell into a new tracking area

9.2.2.1.9.1
Test Purpose (TP)

(1)

with { UE in EMM-DEREGISTERED-INITIATED state }

ensure that {

  when { the UE changes into a new tracking area that is not in the stored TAI list }

   then { the UE aborts the detach procedure and initiates a Tracking Area Updating procedure }

}

(2)

with { UE in EMM-TRACKING-AREA-UPDATING-INITIATED state }

ensure that {

  when { the UE receives TRACKING AREA UPDATE ACCEPT message }

   then { the UE re-initiates the detach procedure after completing the Tracking Area Updating procedure }

}

9.2.2.1.9.2
Conformance requirements

References: The conformance requirements covered in the current TC are specified in: TS 24.301, clause 5.5.2.2.4.

[TS 24.301, clause 5.5.2.2.4]

The following abnormal cases can be identified:

…

f)
Change of cell into a new tracking area


If a cell change into a new tracking area that is not in the stored TAI list occurs before the UE initiated detach procedure is completed, the detach procedure shall be aborted and re-initiated after successfully performing a tracking area updating procedure. If the detach procedure was initiated due to removal of the USIM, the UE shall abort the detach procedure and enter the state EMM-DEREGISTERED.

9.2.2.1.9.3
Test description

9.2.2.1.9.3.1
Pre-test conditions

System Simulator:

-
Cell A and Cell B are configured according to Table 6.3.2.2-1 in [18].
-
Cell A belongs to TAI-1 (home PLMN) and is set to ''Serving cell''

-
Cell B belongs to TAI-2 (home PLMN, another TAC) and is set to ''Non-Suitable cell''

UE:

None.

Preamble:

-
The UE is in state Registered, Idle mode (State 2) according to [18].

-
UE has a valid GUTI-1 and is registered in TAI-1

9.2.2.1.9.3.2
Test procedure sequence

Table 9.2.2.1.9.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	-
	The following messages are to be observed on Cell A unless explicitly stated otherwise.
	-
	-
	-
	-

	1
	Cause UE to initiate detach from the EPS services. 
	-
	-
	-
	-

	2
	The UE transmits a DETACH REQUEST message with the Detach type IE indicating “EPS detach” and “normal detach”. The UE starts timer T3421.
	-->
	DETACH REQUEST
	-
	-

	3
	The SS does not respond to the DETACH REQUEST message.
	-
	-
	-
	-

	4
	Set the cell type of cell A to the ''Non-Suitable cell''.

Set the cell type of cell B to the ''Serving cell''.

Note: T3421 value is specified as 15s in TS 24.301 and it is assumed that SS can configure cells within this time.
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell B unless explicitly stated otherwise.
	-
	-
	-
	-

	5
	Check: Does the UE transmit a TRACKING AREA UPDATE REQUEST message?
	-->
	TRACKING AREA UPDATE REQUEST
	1
	P

	6
	The SS transmits a TRACKING AREA UPDATE ACCEPT message.
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	7
	Check: Does the UE transmit a TRACKING AREA UPDATE COMPLETE message?
	-->
	TRACKING AREA UPDATE COMPLETE
	-
	-

	8
	The UE transmits a DETACH REQUEST message with the Detach type IE indicating “EPS detach” and “normal detach”.
	-->
	DETACH REQUEST
	2
	P

	9
	SS responds with DETACH ACCEPT message
	<--
	DETACH ACCEPT
	-
	-

	10
	Check: Does the test result of generic procedure in TS 36.508 subclause 6.4.2.5 indicate that the UE does not respond to paging when paged with GUTI-2 and with CN domain indicator set to "PS"?
	-
	-
	-
	-


9.2.2.1.9.3.3
Specific message contents

Table 9.2.2.1.9.3.3-1: DETACH REQUEST (steps 2 and 8 Table 9.2.2.1.9.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-11

	Information Element
	Value/remark
	Comment
	Condition

	Detach type
	
	
	

	  Type of detach
	001
	EPS detach
	

	  Switch off
	0
	normal detach
	

	GUTI or IMSI
	GUTI-1
	
	


Table 9.2.2.1.9.3.3-2: Message TRACKING AREA UPDATE ACCEPT (step 6, Table 9.2.2.1.9.3.2-1)

	Derivation path: 36.508 table 4.7.2-24

	Information Element
	Value/Remark
	Comment
	Condition

	GUTI
	GUTI-2
	
	


9.2.2.2
Network initiated detach procedure

9.2.2.2.1
NW initiated detach / Re-attach required

9.2.2.2.1.1
Test Purpose (TP)

(1)

with { UE in EMM-REGISTERED state }

ensure that {
  when { SS sends DETACH REQUEST message with the Detach type IE "re-attach required" }

   then { UE sends DETACH ACCEPT message and UE intiates an attach procedure with the current EPS security context}

              }
9.2.2.2.1.2
Conformance requirements
References: The conformance requirement covered in the present TC is specified in: 3GPP TS 24.301 clauses 5.5.2.3.2.

[TS24.301 clause5.5.2.3.2]

When receiving the DETACH REQUEST message and the Detach type IE indicates "re-attach required", the UE shall deactivate the EPS bearer context(s) including the default EPS bearer context locally without peer-to-peer signalling between the UE and the MME. If the Detach type IE indicates “re-attach required”, the UE shall store the current EPS security context. The UE shall then send a DETACH ACCEPT message to the network and enter state EMM-DEREGISTERED. The UE shall, after the completion of the detach procedure, and the existing NAS signalling connection has been released, initiate an attach procedure..
A UE which receives a DETACH REQUEST message with detach type indicating "re-attach required" or "re-attach not required" and no EMM cause IE, is detached only for EPS services.

...If the detach type IE indicates "IMSI detach" or "re-attach required" then the UE shall ignore the EMM cause IE if received.

9.2.2.2.1.3
Test description

9.2.2.2.1.3.1
Pre-test conditions

System Simulator:

-
Cell A
-
Cell A belongs to TAI-1 (home PLMN).
UE:

-
The UE has a valid GUTI (GUTI-1), a valid NAS security context and is registered in TAI-1
Preamble:

-
The UE is in state Generic RB established (state 3) on Cell A according to [18].

9.2.2.2.1.3.2
Test procedure sequence
Table 9.2.2.2.1.3.2-1: Main behaviour
	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message/PDU/SDU
	
	

	1
	The SS initiates Detach procedure with the Detach Type IE "re-attach required"
	<--
	DETACH REQUEST
	-
	-

	2
	Check: Does the UE send DETACH ACCEPT message?
	-->
	DETACH ACCEPT
	1
	P

	3
	The SS releases RRC connection.
	
	
	
	

	4
	Check: Does the UE send ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message?
	-->
	ATTACH REQUEST
	1
	P

	-
	EXCEPTION: Steps 4Aa1 to 4Aa2 describe behaviour that depends on UE configuration; the "lower case letter" identifies a step sequence that take place if the UE has ESM information which needs to be transferred.
	-
	-
	-
	-

	4Aa1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options and/or APN.
	<--
	ESM INFORMATION REQUEST
	-
	-

	4Aa2
	The UE transmits an ESM INFORMATION RESPONSE message to transfer protocol configuration options and/or APN.
	-->
	ESM INFORMATION RESPONSE
	-
	-

	5
	The SS sends ATTACH ACCEPT to assign the new GUTI (GUTI-2). The ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message is piggybacked in ATTACH ACCEPT message
	<--
	ATTACH ACCEPT
	-
	-

	6
	Check: Does the UE send ATTACH COMPLETE message including an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message?
	-->
	ATTACH COMPLETE
	1
	P


9.2.2.2.1.3.3
Specific message contents
Table 9.2.2.2.1.3.3-1: Message DETACH REQUEST (step 1, Table 9.2.2.2.1.3.2-1)

	Derivation path: 36.508 table 4.7.2-12

	Information Element
	Value/Remark
	Comment
	Condition

	Detach type
	'001'B
	"re-attach required"
	


Table 9.2.2.2.1.3.3-2: Message ATTACH REQUEST (step 4, Table 9.2.2.2.1.3.2-1)

	Derivation path: 36.508 table 4.7.2-4

	Information Element
	Value/Remark
	Comment
	Condition

	NAS key set identifier
	
	
	

	 TSC
	'0'B
	native security context
	

	 NAS key set identifier
	The value is a same value to be allocated by SS in Preamble. 
	
	

	Old GUTI or IMSI
	GUTI-1
	
	


NOTE: This message is sent within the SECURITY NAS PROTECTED MESSAGE in Table 9.2.2.2.1.3.3-3.

Table 9.2.2.2.1.3.3-3: Message SECURITY PROTECTED NAS MESSAGE (step 4, Table 9.2.2.2.1.3.2-1)
	Derivation Path: 36.508 Table 4.7.1-1

	Information Element
	Value/remark
	Comment
	Condition

	Security header type
	'0001'B
	Integrity protected 
	

	NAS message
	'01000001'B
	''ATTACH REQUEST''
	


Table 9.2.2.2.1.3.3-4: Message ATTACH ACCEPT (step 5, Table 9.2.2.2.1.3.2-1)

	Derivation path: 36.508 table 4.7.2-1

	Information Element
	Value/Remark
	Comment
	Condition

	TAI list
	
	
	

	  Length of tracking area identity list contents
	‘00000110’B
	6 octets
	

	  Number of elements
	‘00000’B
	1 element
	

	  Type of list
	‘00’B
	"list of TACs belonging to one PLMN, with non-consecutive TAC values"
	

	  Partial tracking area identity list
	TAI-1
	
	

	GUTI
	GUTI-2
	
	


9.2.2.2.2
NW initiated detach / IMSI detach

9.2.2.2.2.1
Test Purpose (TP)

(1)

with { UE in EMM-REGISTERED state}

ensure that {
  when { UE receives DETACH REQUEST message with the Detach type IE = “IMSI detach” }

   then { UE sends TRACKING AREA UPDATE REQUEST message with EPS update type IE = “Combined TA/LA updating with IMSI attach”  }

              }
(2)

with { UE in EMM-TRACKING-AREA-UPDATING-INITIATED state }

ensure that {
  when { UE recieves TRACKING AREA UPDATE ACCEPT message }

   then { UE enters EMM-REGISTERED and enters MM IDLE and sends TRACKING AREA UPDATE COMPLETE message }

             }
9.2.2.2.2.2
Conformance requirements
References: The conformance requirement covered in the present TC is specified in: 3GPP TS 24.301 clauses 5.5.2.3.2. 

[TS24.301 clause5.5.2.3.2]

...

When receiving the DETACH REQUEST message and the Detach type IE indicates "IMSI detach", the UE shall not deactivate the EPS bearer context(s) including the default EPS bearer context. The UE shall set the MM update status to U2 NOT UPDATED. A UE may send a DETACH ACCEPT message to the network, and shall re-attach to non-EPS services by performing the combined tracking area updating procedure according to subclause 5.5.3.3, sending a TRACKING AREA UPDATE REQUEST message with EPS update type IE indicating "combined TA/LA updating with IMSI attach".

…

If the detach type IE indicates "IMSI detach" or "re-attach required", then the UE shall ignore the EMM cause IE if received.

…

9.2.2.2.2.3
Test description

9.2.2.2.2.3.1
Pre-test conditions

System Simulator:

-
Cell A is configured according to Table 6.3.2.2-1 in [18].

-
Cell A belongs to TAI-1(HPLMN).

UE:

-
UE configured to initiate combined EPS/IMSI attach

Preamble:

-
UE is in state Generic RB established (state 3) on Cell A according to [18].
9.2.2.2.2.3.2
Test procedure sequence
Table 9.2.2.2.2.3.2-1: Main Behaviour
	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message/PDU/SDU
	
	

	1
	Force the SS to initiate Detach procedure with the Detach Type IE “IMSI detach”
	<--
	DETACH REQUEST
	-
	-

	2
	The UE may send DETACH ACCEPT message.(Optional)
	-->
	DETACH ACCEPT
	-
	-

	3
	Check: Does the UE send TRACKING AREA UPDATE REQUEST message?
	-->
	TRACKING AREA UPDATE REQUEST
	1
	P

	4
	The SS starts a NAS security mode command procedure to perform NAS integrity protection.
	<--
	SECURITY MODE COMMAND
	-
	-

	5
	The UE responds properly to the NAS security mode command procedure.
	-->
	SECURITY MODE COMPLETE
	-
	-

	6
	The SS sends TRACKING AREA UPDATE ACCEPT message.


	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	7
	Check: Does the UE send TRACKING AREA UPDATE COMPLETE message.
	-->
	TRACKING AREA UPDATE COMPLETE
	2
	P

	8
	The SS releases the RRC connection.
	-
	
	-
	-

	9
	Check: Does the UE respond to paging on cell A with S-TMSI2 for CS domain?
Generic Procedure (TS36.508 subclause 6.4.2.4)
	-
	
	2
	-

	10
	Check: Does the UE respond to paging on cell A with S-TMSI2 for PS domain? 

Generic Procedure (TS36.508 subclause 6.4.2.4)
	-
	
	2
	-


9.2.2.2.2.3.3
Specific message contents
Table 9.2.2.2.2.3.3-1: Message DETACH REQUEST (step 1, Table 9.2.2.2.2.3.2-1)
	Derivation path: 36.508 table 4.7.2-12

	Information Element
	Value/Remark
	Comment
	Condition

	Detach type
	‘011’B
	“IMSI detach”
	


Table 9.2.2.2.2.3.3-2: Message TRACKING AREA UPDATE REQUEST (step 3, Table 9.2.2.2.2.3.2-1)

	Derivation path: 36.508 table 4.7.2-27

	Information Element
	Value/Remark
	Comment
	Condition

	EPS update type
	
	
	

	EPS update type value
	‘010’B
	“Combined TA/LA updating with IMSI attach”
	

	Old GUTI
	GUTI-1
	
	

	Last visited registered TAI
	TAI-1
	
	

	Old location area identification
	LAI-1
	
	

	TMSI status
	‘1’B
	"valid TMSI available"
	


Table 9.2.2.2.2.3.3-3: Message TRACKING AREA UPDATE ACCEPT (step 6, Table 9.2.2.2.2.3.2-1)

	Derivation path: 36.508 table 4.7.2-24

	Information Element
	Value/Remark
	Comment
	Condition

	GUTI
	GUTI-2
	
	

	TAI list
	
	
	

	  Length of tracking area identity list contents
	‘00001000’B
	
	

	  Number of elements
	‘00000’B
	
	

	  Type of list
	‘00’B
	“list of TACs belonging to one PLMN, with non-consecutive TAC values”
	

	  Partial tracking area identity list 
	
	
	

	    Number of elements
	'00001'B
	
	

	    Type of list
	'00'B
	''list of TACs belonging to one PLMN, with non-consecutive TAC values''
	

	MCC

MNC

TAC 1
	TAI-1
	
	

	Location area identification
	LAI-1
	
	

	MS identity
	TMSI-1
	
	


9.2.2.2.4
Void
9.2.2.2.6
Void
9.2.2.2.7
Void
9.2.2.2.8
Void
9.2.2.2.14
NW initiated detach / Abnormal case / EMM cause not included

9.2.2.2.14.1
Test Purpose (TP)

(1)

with { UE in EMM-REGISTERED state }

ensure that {
  when { UE receives a DETACH REQUEST message with the Detach type IE “re-attach not required” and with no EMM cause IE included }

    then { UE delete any GUTI, TAI list, last visited registered TAI, list of equivalent PLMNs, KSI, set the update status to EU2 NOT UPDATED and start timer T3402. when T3402 expired, the UE attempts to attach again }

             }
9.2.2.2.14.2
Conformance requirements
References: The conformance requirement covered in the present TC is specified in: 3GPP TS 24.301 clauses 5.5.2.3.4. 
[TS24.301 clause5.5.2.3.4]

The following abnormal cases can be identified:

…
b)
DETACH REQUEST, other EMM cause values than those treated in subclause 5.5.2.3.2 or no EMM cause IE is included, and the Detach type IE indicates "re-attach not required".


The UE shall delete any GUTI, TAI list, last visited registered TAI, list of equivalent PLMNs, KSI, shall set the update status to EU2 NOT UPDATED and shall start timer T3402. The UE may enter the state EMM-DEREGISTERED.PLMN-SEARCH in order to perform a PLMN selection according to 3GPP TS 23.122 [6]; otherwise the UE shall enter the state EMM-DEREGISTERED.ATTEMPTING-TO-ATTACH.

9.2.2.2.14.3
Test description

9.2.2.2.14.3.1
Pre-test conditions

System Simulator:

-
Cell I are configured according to Table 6.3.2.2-3 in [18].

-
Cell I (VPLMN and set as a Serving cell)

UE:

-
The test USIM contains GUTI-9 and TAI-9, and EPS update status is "EU1: UPDATED".

Preamble:

-
UE is in state Generic RB established (state 3) on Cell I according to [18].
-
T3402 in the UE is set to 2 minutes.

9.2.2.2.14.3.2
Test procedure sequence
Table 9.2.2.2.14.3.2-1: Main behaviour
	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message/PDU/SDU
	
	

	1
	SS initiates Detach procedure with the Detach Type IE “re-attach not required” and no EMM cause IE included
	<--
	DETACH REQUEST
	-
	-

	2
	The UE transmits a DETACH ACCEPT message on Cell I. 

Note: Now UE should start timer T3402
	-->
	DETACH ACCEPT
	-
	-

	3
	The SS releases the RRC connection.
	-
	-
	-
	-

	4
	Check: When the timer T3402 expires does the UE transmit ATTACH REQUEST message on cell I?
	-->
	ATTACH REQUEST
	1
	P

	5
	The SS transmits an AUTHENTICATION REQUEST message to initiate the EPS authentication and AKA procedure.
	<--
	AUTHENTICATION REQUEST
	-
	-

	6
	The UE transmits an AUTHENTICATION RESPONSE message.
	-->
	AUTHENTICATION RESPONSE
	-
	-

	7
	The SS transmits a NAS SECURITY MODE COMMAND message to activate NAS security.
	<--
	SECURITY MODE COMMAND
	-
	-

	8
	The UE transmits a NAS SECURITY MODE COMPLETE message and establishes the initial security configuration.
	-->
	SECURITY MODE COMPLETE
	-
	-

	-
	EXCEPTION: Steps 9a1 to 9a2 describe behaviour that depends on UE configuration.
	-
	-
	-
	-

	9a1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options and/or APN.
	<--
	ESM INFORMATION REQUEST
	-
	-

	9a2
	The UE transmits an ESM INFORMATION RESPONSE message to transfer protocol configuration options and/or APN.
	-->
	ESM INFORMATION RESPONSE
	-
	-

	10
	The SS transmits an ATTACH ACCEPT message.
	<--
	ATTACH ACCEPT
	-
	-

	-
	EXCEPTION: In parallel to the event described in step 10 below the generic procedure for IP address allocation in the U-plane specified in TS 36.508 subclause 4.5A.1 takes place performing IP address allocation in the U-plane if requested by the UE.
	-
	-
	-
	-

	11
	The UE transmits an ATTACH COMPLETE message.
	-->
	ATTACH COMPLETE
	-
	-


9.2.2.2.14.3.3
Specific message contents

Table 9.2.2.2.14.3.3-1: Message DETACH REQUEST (step 1, Table 9.2.2.2.14.3.2-1)
	Derivation path: 36.508 table 4.7.2-12

	Information Element
	Value/Remark
	Comment
	Condition

	Detach type
	‘010’B
	“re-attach not required”
	

	EMM cause
	Not present
	
	


Table 9.2.2.2.14.3.3-2: Message ATTACH REQUEST (step 4, Table 9.2.2.2.14.3.2-1)

	Derivation Path: TS 36.508 Table 4.7.2-4

	Information Element
	Value/remark
	Comment
	Condition

	NAS key set identifier
	
	
	

	  NAS key set identifier
	'111'B
	no key is available
	

	  TSC
	Any allowed value
	TSC does not apply for NAS key set identifier value "111".
	

	Old GUTI or IMSI
	IMSI1
	
	

	Last visited registered TAI
	Not present
	
	


Table 9.2.2.2.14.3.3-3: Message ATTACH ACCEPT ( preamble, 9.2.2.2.14.3.1)
	Derivation path: 36.508 table 4.7.2-1

	Information Element
	Value/Remark
	Comment
	Condition

	T3402 value
	2 minute
	The default value is 12 minutes, use 2 minute to shorten the whole TC execute time
	


9.2.3
Tracking area updating procedure (S1 mode only)
9.2.3.1
Normal and periodic tracking area updating

9.2.3.1.1
Normal tracking area update / Accepted
9.2.3.1.1.1
Test Purpose (TP)

(1)

with { UE in state EMM-REGISTERED and EMM-IDLE mode}

ensure that {

  when { UE detects entering a new tracking area already included in the TAI list }

   then { UE does not send TRACKING AREA UPDATE REQUEST message }

             }

(2)

with { UE in state EMM-REGISTERED and EMM-IDLE mode}

ensure that {

  when { UE detects entering a new tracking area not included in the TAI list }

   then { UE sends TRACKING AREA UPDATE REQUEST message with 'EPS update type = TA updating'}

             }

(3)
with { UE in state EMM-REGISTERED and EMM-IDLE mode and has a valid TAI value }

ensure that {

  when { UE detects entering a new tracking area not included in the TAI list }

   then { UE sends TRACKING AREA UPDATE REQUEST message with the TAI value in 'Last visited registered TAI' IE }

             }

9.2.3.1.1.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: 3GPP TS 24.301 clauses 5.5.3.1, 5.5.3.2.2 and 5.5.3.2.4.

[TS24.301 clause5.5.3.1]

The tracking area updating procedure is always initiated by the UE and is used for the following purposes:

- normal tracking area updating to update the registration of the actual tracking area of a UE in the network;

...

[TS24.301 clause5.5.3.2.2]

The UE in state EMM-REGISTERED shall initiate the tracking area updating procedure by sending a TRACKING AREA UPDATE REQUEST message to the MME,

a)
when the UE detects entering a tracking area that is not in the list of tracking areas that the UE previously registered in the MME;

...

After sending the TRACKING AREA UPDATE REQUEST message to the MME, the UE shall start timer T3430 and enter state EMM-TRACKING-AREA-UPDATING-INITIATED (see example in figure 5.5.3.2.2). If timer T3402 is currently running, the UE shall stop timer T3402. If timer T3411 is currently running, the UE shall stop timer T3411. If timer T3442 is currently running, the UE shall stop timer T3442.
If the UE supports A/Gb mode or Iu mode, the UE shall handle the Old GUTI IE as follows:

-
If the TIN indicates "P-TMSI" and the UE holds a valid P-TMSI and RAI, the UE shall map the P-TMSI and RAI into the Old GUTI IE. Additionally, if the UE holds a valid GUTI, the UE shall indicate the GUTI in the Additional GUTI IE.

NOTE:
The mapping of the P-TMSI and RAI to the GUTI is specified in 3GPP TS 23.003 [2].

-
If the TIN indicates "GUTI" or "RAT-related TMSI" and the UE holds a valid GUTI, the UE shall indicate the GUTI in the Old GUTI IE.
…
[TS24.301 clause5.5.3.2.4]

...

Upon receiving a TRACKING AREA UPDATE ACCEPT message, the UE shall stop timer T3430, reset the routing area updating attempt counter, enter state EMM-REGISTERED and set the EPS update status to EU1 UPDATED. If the message contains a GUTI, the UE shall use this GUTI as new temporary identity for EPS services and shall store the new GUTI. If no GUTI was included by the MME in the TRACKING AREA UPDATE ACCEPT message, the old GUTI shall be used. If the UE receives a new TAI list in the TRACKING AREA UPDATE ACCEPT message, the UE shall consider the new TAI list as valid and the old TAI list as invalid; otherwise, the UE shall consider the old TAI list as valid.

...

If the TRACKING AREA UPDATE ACCEPT message contained a GUTI, the UE shall return a TRACKING AREA UPDATE COMPLETE message to the MME to acknowledge the received GUTI.

9.2.3.1.1.3
Test description

9.2.3.1.1.3.1
Pre-test conditions

System Simulator:

-
Cell A, Cell C and Cell D are configured according to Table 6.3.2.2-1 in [18].
-
Cell A belongs to TAI-1(home PLMN) and is set to ''Serving cell''
-
Cell C belongs to TAI-3(home PLMN, another TAC) and is set to ''Non- Suitable cell''

-
Cell D belongs to TAI-4 (home PLMN, another TAC) and is set to ''Non- Suitable cell''
UE:

- 
The UE is configured to initiate EPS attach.

-
The UE has a valid GUTI (GUTI-1). 
-
The UE is registered on TAI-1.
Preamble:

-
UE is in state Registered, Idle Mode (state 2) on Cell A according to [18].
9.2.3.1.1.3.2
Test procedure sequence

Table 9.2.3.1.1.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	
	The following messages are sent and shall be received on cell C.
	-
	-
	-
	-

	1
	Set the cell type of cell A to the "Non-Suitable cell ". 
Set the cell type of cell C to the " Serving cell"
	-
	-
	-
	-

	2
	Check: Does the UE transmit a TRACKING AREA UPDATE REQUEST message?
	-->
	TRACKING AREA UPDATE REQUEST
	2, 3
	P

	3
	The SS transmits a TRACKING AREA UPDATE ACCEPT message.
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	4
	Check: Does the UE transmit a TRACKING AREA UPDATE COMPLETE message?
	-->
	TRACKING AREA UPDATE COMPLETE
	2
	P

	5
	The SS releases the RRC connection.
	
	
	-
	-

	6
	Check: Does the test result of generic test procedure in TS 36.508 subclause 6.4.2.4 indicate that  the UE is in EMM-REGISTERED state on cell C with Paging UE-Identity =S-TMSI2 and with CN domain indicator set to "PS"?

	-
	-
	2
	-

	7
	Set the cell type of cell C to the "Non-Suitable cell ". 
Set the cell type of cell D to the " Serving cell"
	-
	-
	-
	-

	8
	Check: Does the UE transmit a TRACKING AREA UPDATE REQUEST message in the next 30 seconds?
	-
	-
	1
	F

	9
	Check: Does the test result of generic test procedure in TS 36.508 subclause 6.4.2.4 indicate that  the UE is in EMM-REGISTERED state on cell D with Paging UE-Identity =S-TMSI1 and with CN domain indicator set to "PS"?

	-
	-
	1
	-

	
	The following messages are sent and shall be received on cell A.
	-
	-
	-
	-

	10
	Set the cell type of cell D to the "Non-Suitable cell ". 
Set the cell type of cell A to the " Serving cell"
	-
	-
	-
	-

	11
	Check: Does the UE transmit a TRACKING AREA UPDATE REQUEST message?
	-->
	TRACKING AREA UPDATE REQUEST
	2, 3
	P

	12
	The SS transmits a TRACKING AREA UPDATE ACCEPT message.
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	13
	The UE transmits a TRACKING AREA UPDATE COMPLETE message?
	-->
	TRACKING AREA UPDATE COMPLETE
	-
	-

	14
	The SS releases the RRC connection.
	-
	-
	-
	-


9.2.3.1.1.3.3
Specific message contents

Table 9.2.3.1.1.3.3-1: Message TRACKING AREA UPDATE REQUEST (step 2, Table 9.2.3.1.1.3.2-1)

	Derivation path: 36.508 table 4.7.2-27

	Information Element
	Value/Remark
	Comment
	Condition

	Old GUTI
	GUTI-1
	''Old GUTI is included by UE if valid, IMSI otherwise''
	

	Last visited registered TAI
TAI
	1
	
	


Table 9.2.3.1.1.3.3-2: Message TRACKING AREA UPDATE ACCEPT (step 3, Table 9.2.3.1.1.3.2-1)

	Derivation path: 36.508 table 4.7.2-24

	Information Element
	Value/Remark
	Comment
	Condition

	GUTI
	GUTI-2
	
	

	TAI list
	
	
	

	  Length of tracking area identity list contents
	'00001000'B
	
	

	  Partial tracking area identity list
	
	
	

	    Number of elements
	'00000'B
	
	

	    Type of list
	'00'B
	''list of TACs belonging to one PLMN, with non-consecutive TAC values''
	

	MCC

MNC

TAC 1
	PLMN= MCC/MNC

TAC 1=3

TAC 2=4
	''PLMN is set to the same MCC/MNC stored in EFIMSI'' 

''TAI-3''
''TAI-4''
	


Table 9.2.3.1.1.3.3-3: Message TRACKING AREA UPDATE REQUEST (step 11, Table 9.2.3.1.1.3.2-1)

	Derivation path: 36.508 table 4.7.2-27

	Information Element
	Value/Remark
	Comment
	Condition

	Old GUTI
	GUTI-2
	
	

	Last visited registered TAI
	TAI-4
	
	


Table 9.2.3.1.1.3.3-4: Message TRACKING AREA UPDATE ACCEPT (step 12, Table 9.2.3.1.1.3.2-1)

	Derivation path: 36.508 table 4.7.2-24

	Information Element
	Value/Remark
	Comment
	Condition

	GUTI
	GUTI-3
	
	

	TAI list
	
	
	

	  Length of tracking area identity list contents
	'00001000'B
	
	

	  Partial tracking area identity list
	
	
	

	    Number of elements
	'00000'B
	
	

	    Type of list
	'00'B
	''list of TACs belonging to one PLMN, with non-consecutive TAC values''
	

	MCC

MNC

TAC 1
	PLMN= MCC/MNC

TAC 1=1

TAC 2=2
	''PLMN is set to the same MCC/MNC stored in EFIMSI'' 

''TAI-1''
''TAI-2''
	


9.2.3.1.2
Normal tracking area update / Accepted / "Active" flag set

9.2.3.1.2.1
Test Purpose (TP)

(1)

with { UE in state EMM-SERVICE-REQUEST-INITIATED and EMM-CONNECTED}

ensure that {

  when { UE detects entering a new tracking area already not included in the TAI list }

   then { UE sends TRACKING AREA UPDATE REQUEST message with ''Active'' flag before expiring T3417}

             }

(2)

with { UE in state EMM-REGISTERED and EMM-CONNECTED}

ensure that {

  when { UE sends TRACKING AREA UPDATE COMPLETE to NW }

   then { UE keeps the NAS signalling connection }

             }

9.2.3.1.2.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: 3GPP TS 24.301 clauses 5.5.3.1, 5.5.3.2.2, 5.5.3.2.4 and 5.6.1.5. 

[TS24.301 clause5.5.3.1]

The tracking area updating procedure is always initiated by the UE and is used for the following purposes:

-
normal tracking area updating to update the registration of the actual tracking area of a UE in the network;

...

[TS24.301 clause5.5.3.2.2]

The UE in state EMM-REGISTERED shall initiate the tracking area updating procedure by sending a TRACKING AREA UPDATE REQUEST message to the MME,

i)
when the UE detects entering a tracking area that is not in the list of tracking areas that the UE previously registered in the MME;

..

After sending the TRACKING AREA UPDATE REQUEST message to the MME, the UE shall start timer T3430 and enter state EMM-TRACKING-AREA-UPDATING-INITIATED (see figure 5.5.3.2.2). If timer T3402 is currently running, the UE shall stop timer T3402. If timer T3411 is currently running, the UE shall stop timer T3411. If timer T3442 is currently running, the UE shall stop timer T3442.
If the UE supports A/Gb mode or Iu mode, the UE shall handle the Old GUTI IE as follows:

-
If the TIN indicates "P-TMSI" and the UE holds a valid P-TMSI and RAI, the UE shall map the P-TMSI and RAI into the Old GUTI IE. Additionally, if the UE holds a valid GUTI, the UE shall indicate the GUTI in the Additional GUTI IE.

NOTE:
The mapping of the P-TMSI and RAI to the GUTI is specified in 3GPP TS 23.003 [2].

-
If the TIN indicates "GUTI" or "RAT-related TMSI" and the UE holds a valid GUTI, the UE shall indicate the GUTI in the Old GUTI IE.
In the TRACKING AREA UPDATE REQUEST message the UE shall set the value of the EPS update type IE to "periodic updating", if the procedure initiated due to expiry of T3412; otherwise, the UE shall set the value to "TA updating". If a UE has uplink user data pending when it initiates the tracking area updating procedure, or uplink signalling not related to the tracking area updating procedure, it may also set an "active" flag in the TRACKING AREA UPDATE REQUEST message to indicate the request to establish the user plane to the network and to keep the NAS signalling connection after the completion of the tracking area updating procedure.

...

When the tracking area updating procedure is initiated in EMM-IDLE mode to perform an inter-system change from A/Gb mode or Iu mode to S1 mode and the TIN is set to "P-TMSI", the UE shall include the GPRS ciphering key sequence number applicable for A/Gb mode or Iu mode and a nonceUE in the TRACKING AREA UPDATE REQUEST message.

 [TS24.301 clause5.5.3.2.4]

...

If the "active" flag is included in the TRACKING AREA UPDATE REQUEST message, the MME shall re-establish the radio and S1 bearers for all active EPS bearer contexts.

Upon receiving a TRACKING AREA UPDATE ACCEPT message, the UE shall stop timer T3430, reset the tracking area updating attempt counter, enter state EMM-REGISTERED and set the EPS update status to EU1 UPDATED. If the message contains a GUTI, the UE shall use this GUTI as new temporary identity for EPS services and shall store the new GUTI. If no GUTI was included by the MME in the TRACKING AREA UPDATE ACCEPT message, the old GUTI shall be used. If the UE receives a new TAI list in the TRACKING AREA UPDATE ACCEPT message, the UE shall consider the new TAI list as valid and the old TAI list as invalid; otherwise, the UE shall consider the old TAI list as valid.

...

If the TRACKING AREA UPDATE ACCEPT message contained a GUTI, the UE shall return a TRACKING AREA UPDATE COMPLETE message to the MME to acknowledge the received GUTI.

...

[TS24.301 clause5.6.1.5]

...

f)
Tracking area updating procedure is triggered


The UE shall abort the service request procedure, stop timer T3417 and perform the tracking area updating procedure. The "active" flag shall be set in the TRACKING AREA UPDATE REQUEST message.
…
...

i)
Transmission failure of SERVICE REQUEST message indication with TAI change from lower layers


If the current TAI is not in the TAI list, the service request procedure shall be aborted to perform the tracking area updating procedure. The "active" flag shall be set in the TRACKING AREA UPDATE REQUEST message.
… 

If the current TAI is still part of the TAI list, the UE shall restart the service request procedure.

...

9.2.3.1.2.3
Test description

9.2.3.1.2.3.1
Pre-test conditions

System Simulator:

-
Cell A (TAI-1:MCC1/MNC1/TAC1) (HPLMN)
-
Cell B(TAI-2:MCC1/MNC1/TAC2) (HPLMN with different TAC)
- 
Cell A is set to the "Serving cell" 
- 
Cell B is set to the "Suitable neighbour cell". 

UE:

None

Preamble:

-
The UE is in state Generic RB Established (state 3) with condition SRB2-DRB(2,0) on Cell A according to [18].

9.2.3.1.2.3.2
Test procedure sequence

Table 9.2.3.1.2.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Force the UE to initiate uplink user data. (Note1) 
	-
	-
	-
	-

	2
	The UE transmits SERVICE REQUEST message.
	-->
	SERVICE REQUEST
	-
	-

	3
	The SS does not perform a radio bearer establishment procedure. (Note2)
	-
	-
	-
	-

	
	The following messages are sent and shall be received on cell B.
	-
	-
	-
	-

	4
	Set the cell type of cell A to the "Non-suitable cell". Set the cell type of cell B to the "Serving cell".
	-
	-
	-
	-

	5
	Check: Does the UE transmit a TRACKING AREA UPDATE REQUEST message with "Active" flag before expiring T3417 timer (5 seconds)?
	-->
	TRACKING AREA UPDATE REQUEST
	1
	P

	7
	The SS starts a NAS security mode command procedure to perform NAS integrity protection.
	<--
	SECURITY MODE COMMAND
	-
	-

	8
	The UE responds to the NAS security mode command procedure.
	-->
	SECURITY MODE COMPLETE
	-
	-

	9
	The SS transmits a TRACKING AREA UPDATE ACCEPT message.
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	10
	Check: Does the UE transmit a TRACKING AREA UPDATE COMPLETE message?
	-->
	TRACKING AREA UPDATE COMPLETE
	1
	P

	11
	The SS waits 10seconds (T3440).
	-
	-
	-
	-

	12
	Check: does the test result of  generic procedure indicate that a dedicated EPS bearer context is active?
	-
	-
	2
	P

	Note1: This could be done by e.g. MMI or by AT command.

Note2: The SS does not send any AS or NAS messages to UE.


9.2.3.1.2.3.3
Specific message contents

Table 9.2.3.1.2.3.3-1: Message TRACKING AREA UPDATE REQUEST (step 3, Table 9.2.3.1.2.3.2-1)

	Derivation path: 36.508 table 4.7.2-27

	Information Element
	Value/Remark
	Comment
	Condition

	EPS update type
	
	
	

	"Active" flag
	‘1’B
	Bearer establishment requested
	

	Old GUTI
	GUTI-1
	Old GUTI is included by UE if valid, IMSI otherwise.
	


Table 9.2.3.1.2.3.3-2: Message TRACKING AREA UPDATE ACCEPT (step 6, Table 9.2.3.1.2.3.2-1)

	Derivation path: 36.508 table 4.7.2-24

	Information Element
	Value/Remark
	Comment
	Condition

	GUTI
	GUTI-2
	
	

	TAI list
	
	
	

	  Length of tracking area identity list contents
	‘00001000’B
	8 octets
	

	  Partial tracking area identity list
	
	
	

	  Number of elements
	‘00000’B
	1 element
	

	  Type of list
	‘00’B
	"list of TACs belonging to one PLMN, with non-consecutive TAC values"
	

	MCC

MNC

TAC 1
	TAI-2 
	
	


9.2.3.1.4
Normal tracking area update / List of equivalent PLMNs in the TRACKING AREA UPDATE ACCEPT message

9.2.3.1.4.1
Test Purpose (TP)

(1)

with { UE in EMM-TRACKING-AREA-UPDATING-INITIATED state }

ensure that {

  when { the UE receives TRACKING AREA UPDATE ACCEPT message including a list of equivalent PLMNs }

   then { the UE stores correctly the list and considers a forbidden PLMN if the forbidden PLMN is included in the equivalent list }

}

(2)

with { UE in EMM-TRACKING-AREA-UPDATING-INITIATED state }

ensure that {

  when { the UE receives TRACKING AREA UPDATE ACCEPT message without a list of equivalent PLMNs }

   then { the UE deletes the stored list and applies a normal PLMN selection process }

}

9.2.3.1.4.2
Conformance requirements

References: The conformance requirements covered in the current TC are specified in: TS 24.301, clause 5.5.3.2.4.

[TS 24.301, clause 5.5.3.2.4]

The MME may also include of list of equivalent PLMNs in the TRACKING AREA UPDATE ACCEPT message. Each entry in the list contains a PLMN code (MCC+MNC). The UE shall store the list as provided by the network, after having removed from the list any PLMN code that is already in the list of forbidden PLMNs. In addition, the UE shall add to the stored list the PLMN code of the registered PLMN that sent the list. The UE shall replace the stored list on each receipt of the TRACKING AREA UPDATE ACCEPT message. If the TRACKING AREA UPDATE ACCEPT message does not contain a list, then the UE shall delete the stored list.

9.2.3.1.4.3
Test description

9.2.3.1.4.3.1
Pre-test conditions

System Simulator:

· Cell A, Cell B, Cell G, Cell I and Cell J are configured according to Table 6.3.2.2-1 in [18].
-
Cell A belongs to TAI-1 (PLMN1).

-
Cell B belongs to TAI-2 (PLMN1).

-
Cell G belongs to TAI-7 (PLMN2).

-
Cell I belongs to TAI-9 (PLMN3).

-
Cell J belongs to TAI-10 (PLMN4).

UE: 
-
The UE has a valid GUTI (GUTI-1).
-
The "forbidden PLMN list" contains PLMN3

Preamble:


UE is in state Registered, Idle Mode (state 2) on Cell A according to [18].
9.2.3.1.4.3.2
Test procedure sequence

Table 9.2.3.1.4.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Set the cell type of cell A to the ''Non--Suitable cell''. 
Set the cell type of cell B to the ''Serving cell''.
Set the cell type of cell G to the '' Non-Suitable off cell''
Set the cell type of cell I to the '' Non-Suitable off cell''
Set the cell type of cell J to the '' Non-Suitable off cell''
	-
	-
	-
	-

	2
	The UE transmits a TRACKING AREA UPDATE REQUEST message. 
	-->
	TRACKING AREA UPDATE REQUEST
	-
	-

	3
	The SS transmits a NAS SECURITY MODE COMMAND message to activate NAS security.
	<--
	SECURITY MODE COMMAND
	-
	-

	4
	The UE transmits a NAS SECURITY MODE COMPLETE message and establishes the initial security configuration.

	-->
	SECURITY MODE COMPLETE
	-
	-

	5
	SS responds with a TRACKING AREA UPDATE ACCEPT message including PLMN2 and PLMN3 in the list of equivalent PLMNs. 
	<--
	TRACKING AREA UPDATE  ACCEPT
	-
	-

	6
	The UE transmits a TRACKING AREA UPDATE COMPLETE message
	-->
	TRACKING AREA UPDATE COMPLETE
	-
	-

	7
	Set the cell type of cell B to the ''Non-Suitable off cell''.
Set the cell type of cell G to the '' Suitable cell''
Set the cell type of cell J to the '' Suitable cell''
	-
	-
	-
	-

	8
	Check: Does the UE transmit a TRACKING AREA UPDATE REQUEST message on cell G (PLMN2)?
	-->
	TRACKING AREA UPDATE REQUEST
	1
	P

	9
	The SS transmits a NAS SECURITY MODE COMMAND message to activate NAS security.
	<--
	SECURITY MODE COMMAND
	-
	-

	10
	The UE transmits a NAS SECURITY MODE COMPLETE message and establishes the initial security configuration.

	-->
	SECURITY MODE COMPLETE
	-
	-

	11
	The SS transmits a TRACKING AREA UPDATE ACCEPT message including PLMN1 and PLMN3 in the list of equivalent PLMNs.
	<--
	TRACKING AREA UPDATE  ACCEPT
	-
	-

	12
	Check: Does the UE transmit a TRACKING AREA UPDATE COMPLETE message?
	-->
	TRACKING AREA UPDATE COMPLETE
	1
	P

	13
	Set the cell type of cell G to the ''Non-Suitable off cell''
Set the cell type of cell I to the '' Serving cell''
Set the cell type of cell J to the '' Non-Suitable off cell''
Note: Cell I (PLMN3) belongs to the forbidden PLMN.
	-
	-
	-
	-

	14
	Check: Does the UE transmit a TRACKING AREA UPDATE REQUEST message on cell I (PLMN3) in next 30 seconds?
	-->
	TRACKING AREA UPDATE REQUEST
	1
	F

	15
	The UE is switched to manual PLMN selection mode and is made to select PLMN3 in order to remove PLMN3 in the forbidden PLMN list in the UE.
	-
	-
	-
	-

	16
	Check: The UE transmits a TRACKING AREA UPDATE REQUEST message on cell I (PLMN3).
	-->
	TRACKING AREA UPDATE REQUEST
	-
	-

	17
	The SS transmits a NAS SECURITY MODE COMMAND message to activate NAS security.
	<--
	SECURITY MODE COMMAND
	-
	-

	18
	The UE transmits a NAS SECURITY MODE COMPLETE message and establishes the initial security configuration.

	-->
	SECURITY MODE COMPLETE
	-
	-

	19
	The SS transmits a TRACKING AREA UPDATE ACCEPT message without the list of equivalent PLMNs.
	<--
	TRACKING AREA UPDATE  ACCEPT
	-
	-

	20
	Check: Does the UE transmit a TRACKING AREA UPDATE COMPLETE message?
	-->
	TRACKING AREA UPDATE COMPLETE
	1
	P

	21
	The UE is switched back to automatic PLMN selection mode.  
	-
	-
	-
	-

	22
	Set the cell type of cell B to the ''Suitable cell''
Set the cell type of cell G to the ''Serving cell''
Set the cell type of cell I to the '' Non-Suitable off cell''
	-
	-
	-
	-

	23
	Check: Does the UE transmit a TRACKING AREA UPDATE REQUEST message on Cell G (PLMN2)?
	-->
	TRACKING AREA UPDATE REQUEST
	2
	P

	24
	The SS transmits a TRACKING AREA UPDATE REJECT message with EMM cause “No suitable cells in tracking area”. 
	<--
	TRACKING AREA UPDATE REJECT
	-
	-

	25
	Check: Does the UE transmit a TRACKING AREA UPDATE REQUEST message on Cell B (PLMN1)?
	-->
	TRACKING AREA UPDATE REQUEST
	2
	P

	26
	The SS transmits a TRACKING AREA UPDATE REJECT message with EMM cause “No suitable cells in tracking area”. 
	<--
	TRACKING AREA UPDATE REJECT
	-
	-


9.2.3.1.4.3.3
Specific message contents

Table 9.2.3.1.4.3.3-1: Message TRACKING AREA UPDATE ACCEPT (step 5, Table 9.2.3.1.4.3.2-1)

	Derivation path: 36.508 table 4.7.2-24

	Information Element
	Value/Remark
	Comment
	Condition

	Equivalent PLMNs
	-
	Includes MCC and MNC digits for PLMN2 and PLMN3. 
	


Table 9.2.3.1.4.3.3-2: Message TRACKING AREA UPDATE ACCEPT (step 11, Table 9.2.3.1.4.3.2-1)

	Derivation path: 36.508 table 4.7.2-24

	Information Element
	Value/Remark
	Comment
	Condition

	Equivalent PLMNs
	-
	Includes MCC and MNC digits for PLMN1 and PLMN3. 
	


Table 9.2.3.1.4.3.3-3: Message TRACKING AREA UPDATE REJECT (steps 24 and 26, Table 9.2.3.1.4.3.2-1)

	Derivation path: 36.508 table 4.7.2-26

	Information Element
	Value/Remark
	Comment
	Condition

	EMM cause
	‘00001111’ B
	No suitable cells in tracking area
	


9.2.3.1.5
Periodic tracking area update / Accepted
9.2.3.1.5.1
Test Purpose (TP)

(1)

with { UE in state EMM-REGISTERED and EMM-IDLE mode}

ensure that {

  when { the periodic tracking area updating timer T3412 expires }

   then { UE sends TRACKING AREA UPDATE REQUEST message with EPS update type = 'Periodic updating'}

             }
(2)

with { UE in 'out of E-UTRAN coverage' and the periodic tracking area updating timer T3412 expires }

ensure that {

  when { the UE enters E-UTRAN coverage }

   then { UE sends TRACKING AREA UPDATE REQUEST message with EPS update type = 'Periodic updating'}

             }

9.2.3.1.5.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: 3GPP TS23.401 clause 4.3.5.2 and TS 24.301 clauses 5.3.5, 5.5.3.2.1, 5.5.3.2.2 and 5.5.3.2.4.
[TS23.401 clause 4.3.5.2]

…
An EMM-REGISTERED UE performs periodic Tracking Area Updates with the network after the expiry of the periodic TAU timer.
If the UE is out of E-UTRAN coverage (including the cases when the UE is camped on 2G/3G cells) when its periodic TAU update timer expires, and ISR is activated the UE shall start the E-UTRAN Deactivate ISR timer. After the E-UTRAN Deactivate ISR timer expires the UE shall deactivate ISR by setting its TIN to "P-TMSI". The EMM-REGISTERED UE shall remember it has to perform a Tracking Area Update when it next returns to E‑UTRAN coverage.
[TS24.301 clause5.3.5]

Periodic tracking area updating is used to periodically notify the availability of the UE to the network. The procedure is controlled in the UE by the periodic tracking area update timer (timer T3412). The value of timer T3412 is sent by the network to the UE in the ATTACH ACCEPT message and can be sent in the TRACKING AREA UPDATE ACCEPT message. The UE shall apply this value in all tracking areas of the list of tracking areas assigned to the UE, until a new value is received.

The timer T3412 is reset and started with its initial value, when the UE goes from EMM-CONNECTED to EMM-IDLE mode. The timer T3412 is stopped when the UE enters EMM-CONNECTED mode or EMM-DEREGISTERED state.

When timer T3412 expires, the periodic tracking area updating procedure shall be started and the timer shall be set to its initial value for the next start.

If the UE is in another state than EMM-REGISTERED.NORMAL-SERVICE when the timer expires the periodic tracking area updating procedure is delayed until the UE returns to EMM-REGISTERED.NORMAL-SERVICE.

…
The mobile reachable timer shall be reset and started with its initial value, when the MME releases the NAS signalling connection for the UE. The mobile reachable timer shall be stopped when a NAS signalling connection is established for the UE.

….
[TS24.301 clause5.5.3.2.1]

The periodic tracking area updating procedure is controlled in the UE by timer T3412. When timer T3412 expires, the periodic tracking area updating procedure is started. Start and reset of timer T3412 is described in subclause 5.5.3.2.

[TS24.301 clause5.5.3.2.2]

The UE in state EMM-REGISTERED shall initiate the tracking area updating procedure by sending a TRACKING AREA UPDATE REQUEST message to the MME,

...

b)
when the periodic tracking area updating timer T3412 expires;

...

After sending the TRACKING AREA UPDATE REQUEST message to the MME, the UE shall start timer T3430 and enter state EMM-TRACKING-AREA-UPDATING-INITIATED (see example in figure 5.5.3.2.2). If timer T3402 is currently running, the UE shall stop timer T3402. If timer T3411 is currently running, the UE shall stop timer T3411. If timer T3442 is currently running, the UE shall stop timer T3442.
If the UE supports A/Gb mode or Iu mode, the UE shall handle the Old GUTI IE as follows:

-
If the TIN indicates "P-TMSI" and the UE holds a valid P-TMSI and RAI, the UE shall map the P-TMSI and RAI into the Old GUTI IE. Additionally, if the UE holds a valid GUTI, the UE shall indicate the GUTI in the Additional GUTI IE.

NOTE:
The mapping of the P-TMSI and RAI to the GUTI is specified in 3GPP TS 23.003 [2].

-
If the TIN indicates "GUTI" or "RAT-related TMSI" and the UE holds a valid GUTI, the UE shall indicate the GUTI in the Old GUTI IE.
…
When the tracking area updating procedure is initiated in EMM-IDLE mode, the UE may also include an EPS bearer context status IE in the TRACKING AREA UPDATE REQUEST message, indicating which EPS bearer contexts are active in the UE.
[TS24.301 clause5.5.3.2.4]

...

Upon receiving a TRACKING AREA UPDATE ACCEPT message, the UE shall stop timer T3430, reset the routing area updating attempt counter, enter state EMM-REGISTERED and set the EPS update status to EU1 UPDATED. If the message contains a GUTI, the UE shall use this GUTI as new temporary identity for EPS services and shall store the new GUTI. If no GUTI was included by the MME in the TRACKING AREA UPDATE ACCEPT message, the old GUTI shall be used. If the UE receives a new TAI list in the TRACKING AREA UPDATE ACCEPT message, the UE shall consider the new TAI list as valid and the old TAI list as invalid; otherwise, the UE shall consider the old TAI list as valid.

...

If the TRACKING AREA UPDATE ACCEPT message contained a GUTI, the UE shall return a TRACKING AREA UPDATE COMPLETE message to the MME to acknowledge the received GUTI.

9.2.3.1.5.3
Test description

9.2.3.1.5.3.1
Pre-test conditions

System Simulator:

-
Cell A is configured according to Table 6.3.2.2-1 in [18].

-
Cell A belongs to TAI-1. (home PLMN)
UE:

-
The UE has no valid GUTI.
Preamble:

-
The UE is in state Switched OFF (state 1) according to [18].

9.2.3.1.5.3.2
Test procedure sequence

Table 9.2.3.1.5.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The UE is powered up or switched on.
	-
	
	-
	-

	2
	The UE transmits an ATTACH REQUEST message with a PDN CONNECTIVITY REQUEST message to request PDN connectivity to the default PDN 
	-->
	ATTACH REQUEST
	-
	-

	3
	The SS starts an authentication procedure
	<--
	AUTHENTICATION REQUEST
	-
	-

	4
	The UE responds to the authentication procedure
	-->
	AUTHENTICATION RESPONSE
	-
	-

	5
	The SS starts a NAS security mode command procedure to perform NAS integrity protection.
	<--
	SECURITY MODE COMMAND
	-
	-

	6
	The UE responds to the NAS security mode command procedure
	-->
	SECURITY MODE COMPLETE
	-
	-

	-
	EXCEPTION: Steps 6Aa1 to 6Aa2 describe behaviour that depends on UE configuration; the "lower case letter" identifies a step sequence that take place if the UE has ESM information which needs to be transferred.
	-
	-
	-
	-

	6Aa1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options and/or APN.
	<--
	ESM INFORMATION REQUEST
	-
	-

	6Aa2
	The UE transmits an ESM INFORMATION RESPONSE message to transfer protocol configuration options and/or APN.
	-->
	ESM INFORMATION RESPONSE
	-
	-

	7
	The SS transmits an ATTACH ACCEPT message with GUTI-1 and with the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message.
	<--
	ATTACH ACCEPT
	-
	-

	8
	The UE transmits an ATTACH COMPLETE message with the ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message
	-->
	ATTACH COMPLETE
	-
	-

	9
	The SS releases the RRC connection.
	
	
	-
	-

	10
	The SS waits 6minutes. (Expire of T3412)
	-
	
	
	

	11
	Check: Does the UE send TRACKING AREA UPDATE REQUEST message.
	-->
	TRACKING AREA UPDATE REQUEST
	1
	P

	12
	The SS sends TRACKING AREA UPDATE ACCEPT.
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	13
	Check: Does the UE send TRACKING AREA UPDATE COMPLETE message?
	-->
	TRACKING AREA UPDATE COMPLETE
	1
	P

	14
	The SS releases the RRC connection.
	
	
	-
	-

	15
	Check: Does the test result of generic test procedure in TS 36.508 subclause 6.4.2.4 indicate that  the UE is in EMM-REGISTERED state on cell A with PagingUE-Identity = S-TMSI2 and with CN domain indicator set to "PS"?

	-
	
	1
	-

	16
	Set the cell type of cell A to the ''non-Suitable cell''. 
	-
	
	-
	-

	17
	The SS waits 8minutes.
	-
	
	-
	-

	18
	Set the cell type of cell A to the ''Serving cell''. 
	-
	
	-
	-

	19
	Check: Does the UE send TRACKING AREA UPDATE REQUEST message?
	-->
	TRACKING AREA UPDATE REQUEST
	2
	P

	20
	The SS sends TRACKING AREA UPDATE ACCEPT. 
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	21
	Check: Does the UE send TRACKING AREA UPDATE COMPLETE message?
	-->
	TRACKING AREA UPDATE COMPLETE
	2
	P

	22
	The SS releases the RRC connection.
	-
	
	-
	-

	23
	Check: Does the test result of generic test procedure in TS 36.508 subclause 6.4.2.4 indicate that  the UE is in EMM-REGISTERED state in cell A with PagingUE-Identity = S-TMSI3 and with CN domain indicator set to "PS"?

	-
	
	2
	-


9.2.3.1.5.3.3
Specific message contents

Table 9.2.3.1.5.3.3-1: Message ATTACH ACCEPT (step 7, Table 9.2.3.1.5.3.2-1)

	Derivation path: 36.508 table 4.7.2-1

	Information Element
	Value/Remark
	Comment
	Condition

	T3412 value
	
	
	

	Unit
	'010'
	''value is incremented in multiples of decihours''
	

	Timer value
	'00001'
	''6 minutes''
	

	TAI list
	
	
	

	  Length of tracking area identity list contents
	'00001010'B
	
	

	  Partial tracking area identity list
	
	
	

	    Number of elements
	'00001'B
	
	

	    Type of list
	'00'B
	''list of TACs belonging to one PLMN, with non-consecutive TAC values''
	

	MCC

MNC

TAC 1
	TAI-1
	
	

	GUTI
	GUTI-1
	
	


Table 9.2.3.1.5.3.3-2: Message TRACKING AREA UPDATE REQUEST (step 11, Table 9.2.3.1.5.3.2-1)

	Derivation path: 36.508 table 4.7.2-27

	Information Element
	Value/Remark
	Comment
	Condition

	EPS update type
	
	
	

	EPS update type value
	'011'B
	''Periodic updating'' 
	

	Old GUTI
	GUTI-1
	
	


Table 9.2.3.1.5.3.3-3: Message TRACKING AREA UPDATE ACCEPT (step 12, Table 9.2.3.1.5.3.2-1)

	Derivation path: 36.508 table 4.7.2-24

	Information Element
	Value/Remark
	Comment
	Condition

	T3412 value
	
	
	

	Unit
	'010'
	''value is incremented in multiples of decihours''
	

	Timer value
	'00001'
	''6 minutes''
	

	GUTI
	GUTI-2
	
	

	TAI list
	
	
	

	  Length of tracking area identity list contents
	'00001000'B
	
	

	  Partial tracking area identity list
	
	
	

	    Number of elements
	'00001'B
	
	

	    Type of list
	'00'B
	''list of TACs belonging to one PLMN, with non-consecutive TAC values''
	

	MCC

MNC

TAC 1


	TAI-1
	
	


Table 9.2.3.1.5.3.3-4: Message TRACKING AREA UPDATE REQUEST (step 19, Table 9.2.3.1.5.3.2-1)

	Derivation path: 36.508 table 4.7.2-27

	Information Element
	Value/Remark
	Comment
	Condition

	EPS update type
	
	
	

	EPS update type value
	'011'B
	''Periodic updating'' 
	

	Old GUTI
	GUTI-2
	
	


Table 9.2.3.1.5.3.3-5: Message TRACKING AREA UPDATE ACCEPT (step 20, Table 9.2.3.1.5.3.2-1)

	Derivation path: 36.508 table 4.7.2-24

	Information Element
	Value/Remark
	Comment
	Condition

	GUTI
	GUTI-3
	
	

	TAI list
	
	
	

	  Length of tracking area identity list contents
	'00001000'B
	
	

	  Partial tracking area identity list
	
	
	

	    Number of elements
	'00001'B
	
	

	    Type of list
	'00'B
	''list of TACs belonging to one PLMN, with non-consecutive TAC values''
	

	MCC

MNC

TAC 1
	TAI-1
	
	


9.2.3.1.6
Normal tracking area update / UE with ISR active moves to E-UTRAN

9.2.3.1.6.1
Test Purpose (TP)

(1)

with { ISR activated UE in state EMM-REGISTERED and ECM_IDLE mode}

ensure that {

  when { ISR activated UE reselects from E-UTRAN to UTRAN/GERAN cell belonging to the RA where the UE is registered }

   then { UE does not send ROUTING AREA UPDATE REQUEST message }

             }
(2)
with { ISR activated UE in state EMM-REGISTERED and ECM_IDLE mode }

ensure that {

  when { ISR activated UE reselects from E-UTRAN to UTRAN/GERAN cell belonging to a RA which is not the RA where the UE is registered }

   then { UE sends ROUTING AREA UPDATE REQUEST message }

             }
(3)

with { ISR activated UE in state GMM-REGISTERED and PMM_IDLE mode }

ensure that {

  when { ISR activated UE reselects from UTRAN/GERAN to E-UTRAN cell belonging to one of the TAs of the list of TAs where the UE is registered }

   then { UE does not send TRACKING AREA UPDATE REQUEST message }

             }
(4)

with { ISR activated UE in state GMM-REGISTERED and PMM_IDLE mode }

ensure that {

  when { ISR activated UE reselects from UTRAN/GERAN to E-UTRAN cell belonging to a TA which is not in the list of TAs where the UE is registered }

   then { UE sends TRACKING AREA UPDATE REQUEST message }

             }
(5)

with { ISR activated UE has a stored TIN value = "RAT-related TMSI" }

ensure that {

  when { SS sends a Paging with "P-TMSI" to ISR activated UE on UTRAN/GERAN cell }

   then { UE responds to the paging message }

             }
(6)
with { ISR activated UE has a stored TIN value = "RAT-related TMSI" }

ensure that {

  when { SS sends a Paging with "GUTI" to ISR activated UE on E-UTRAN cell }

   then { UE responds to the paging message }

             }
9.2.3.1.6.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: 3GPP TS23.401 clause 4.3.5.6, 3GPP TS24.008 clauses 4.7.5.1.1 and 4.7.5.1.3 and 3GPP TS 24.301 clauses  5.5.3.2.2 and 5.5.3.2.4.
[TS23.401 clause 4.3.5.6]

The Idle mode Signalling Reduction (ISR) function provides a mechanism to limit signalling during inter-RAT cell-reselection in idle mode (ECM-IDLE, PMM-IDLE, GPRS STANDBY states).

NOTE:
The Idle mode Signalling Reduction function is mandatory for E-UTRAN UEs that support GERAN and/or UTRAN and optional for core network. The UE's ISR capability in the UE Network Capability element is for test purpose.

ISR is activated by decision of the CN nodes and shall be explicitly signalled to the UE as "ISR activation" in the RAU and TAU signalling. The UE may have valid MM parameters both from MME and from SGSN. The "Temporary Identity used in Next update" (TIN) is a parameter of the UE's MM context, which identifies the UE identity that the UE shall indicate in the next RAU Request or TAU Request message. The TIN also identifies the status of ISR activation in the UE.

The TIN can take one of the three values, "P‑TMSI", "GUTI" or "RAT-related TMSI". The UE shall set the TIN when receiving an Attach Accept, a TAU Accept or RAU Accept message according to the rules in table 4.3.5.6-1.

Table 4.3.5.6-1: Setting of the TIN

	Message received by UE
	Current TIN value stored by UE
	TIN value to be set by the UE when receiving message

	Attach Accept via E-UTRAN

(never indicates ISR activation)
	Any value
	GUTI

	Attach Accept via GERAN/UTRAN

(never indicates ISR activation)
	Any value
	P-TMSI

	TAU Accept not indicating ISR
	Any value
	GUTI

	TAU Accept indicating ISR
	GUTI

P‑TMSI or RAT-related TMSI
	GUTI

RAT-related TMSI

	RAU Accept not indicating ISR
	Any value
	P‑TMSI

	RAU Accept indicating ISR
	P‑TMSI

GUTI or RAT-related TMSI
	P‑TMSI

RAT-related TMSI


When ISR activation is indicated by the RAU/TAU Accept message but the UE shall not set the TIN to "RAT-related TMSI" is a special situation. Here the UE has deactivated ISR due to special situation handling. By maintaining the old TIN value the UE remembers to use the RAT specific TMSI indicated by the TIN when updating with the CN node of the other RAT.

Only if the TIN is set to "RAT-related TMSI" ISR behaviour is enabled for the UE, i.e. the UE can change between all registered areas and RATs without any update signalling and it listens for paging on the RAT it is camped on. If the TIN is set to "RAT-related TMSI", the UE's P‑TMSI and RAI as well as its GUTI and TAI(s) shall remain registered with the network and shall remain valid in the UE.

Table 4.3.5.6-1: Old temporary UE Identity that the UE shall indicate in TAU/RAU Request (as old GUTI or as old P‑TMSI/RAI)

	Message to be sent by UE
	TIN value: P-TMSI
	TIN value: GUTI
	TIN value: RAT-related TMSI

	TAU Request
	GUTI mapped from P‑TMSI/RAI
	GUTI
	GUTI

	RAU Request
	P-TMSI/RAI
	P‑TMSI/RAI mapped from GUTI
	P‑TMSI/RAI

	Attach Request via E-UTRAN
	GUTI mapped from P‑TMSI/RAI
	GUTI
	GUTI

	Attach Request via GERAN/UTRAN
	P‑TMSI/RAI
	P‑TMSI/RAI mapped from GUTI
	P‑TMSI/RAI


Table 4.3.5.2-1 shows which temporary identity the UE shall indicate in a Tracking or Routing Area Update Request of in an Attach Request message, when the UE stores these as valid parameters.

Situations may occur that cause unsynchronized state information in the UE, MME and SGSN. Such special situations trigger a deactivation of ISR locally in the UE.

…
[TS24.008 clause 4.7.5.1.1]

…
If the MS supports S1 mode, the MS shall handle the P-TMSI IE as follows:

-
If the TIN indicates "GUTI" and the MS holds a valid GUTI, the MS shall map the GUTI into a P-TMSI, P‑TMSI signature and RAI as specified in 3GPP TS 23.003 [4]. The MS shall include the mapped RAI in the Old routing area identification IE and the mapped P-TMSI signature in the P-TMSI signature IE. When the routing area updating procedure is initiated in Iu mode, the MS shall also include the mapped P-TMSI in the P‑TMSI IE. Additionally, in Iu mode and A/Gb mode, if the MS holds a valid P-TMSI and RAI, the MS shall indicate the P-TMSI in the Additional mobile identity IE and the RAI in the Additional old routing area identification IE.

-
If the TIN indicates "P-TMSI" or "RAT‑related TMSI" and the MS holds a valid P-TMSI and RAI, the MS shall indicate the RAI in the Old routing area identification IE. When the routing area updating procedure is initiated in Iu mode, the MS shall also include the P-TMSI in the P‑TMSI IE.

…
[TS24.008 clause 4.7.5.1.3]

…
In order to indicate to the MS that the GUTI and TAI list assigned to the MS remain registered with the network and are valid in the MS, the network shall indicate in the Update result IE in the ROUTING AREA UPDATE ACCEPT message that ISR is activated.

If the ROUTING AREA UPDATE ACCEPT message contains

i)
no indication that ISR is activated, an MS supporting S1 mode shall set the TIN to "P-TMSI"; or

ii)
an indication that ISR is activated, the MS shall regard the available GUTI and TAI list as valid and registered with the network. If the TIN currently indicates "GUTI", the MS shall set the TIN to "RAT-related TMSI".
[TS24.301 clause5.5.3.2.2]

The UE in state EMM-REGISTERED shall initiate the tracking area updating procedure by sending a TRACKING AREA UPDATE REQUEST message to the MME,
…
If the UE supports neither A/Gb mode nor Iu mode, the UE shall include a valid GUTI in the Old GUTI IE in the TRACKING AREA UPDATE REQUEST message.

If the UE supports A/Gb mode or Iu mode, the UE shall handle the Old GUTI IE as follows:

-
If the TIN indicates "P-TMSI" and the UE holds a valid P-TMSI and RAI, the UE shall map the P-TMSI and RAI into the Old GUTI IE. Additionally, if the UE holds a valid GUTI, the UE shall indicate the GUTI in the Additional GUTI IE.

NOTE:
The mapping of the P-TMSI and RAI to the GUTI is specified in 3GPP TS 23.003 [2].

-
If the TIN indicates "GUTI" or "RAT-related TMSI" and the UE holds a valid GUTI, the UE shall indicate the GUTI in the Old GUTI IE.
…
[TS24.301 clause5.5.3.2.4]
The network may also indicate in the EPS update result IE in the TRACKING AREA UPDATE ACCEPT message that ISR is active. If the TRACKING AREA UPDATE ACCEPT message contains:

i)
no indication that ISR is activated, the UE shall set the TIN to "GUTI";

ii)
an indication that ISR is activated, the UE shall regard a previously assigned P-TMSI and RAI as valid and registered with the network. If the TIN currently indicates "P-TMSI", the UE shall set the TIN to "RAT-related TMSI".

9.2.3.1.6.3
Test description

9.2.3.1.6.3.1
Pre-test conditions

System Simulator:

-
Cell A and Cell B are configured according to Table 6.3.2.2-1 in [18].

-
Cell A belongs to TAI-1(home PLMN) and is set to ''Non- Suitable cell''

-
Cell B belongs to TAI-2(home PLMN, another TAC) and is set to ''Non- Suitable cell''

-
If pc_UTRAN, Cell 5 and Cell 7 are configured.
-
If NOT pc_UTRAN and pc_GERAN, Cell 24 and Cell 25 are configured.

-
Cell 5 and Cell 24 belong to RAI-1 (home PLMN) as specified TS34.123-1 clause 12 and is set to ''Serving cell''

-
Cell 7 and Cell 25 belong to RAI-2 (home PLMN) as specified TS34.123-1 clause 12 and is set to ''Non- Suitable cell''

-
System information indicate that NMO 1 is used
UE:

-
The test USIM contains no valid P-TMSI and no valid GUTI.

Preamble:
-
The UE is in state Switched OFF (state 1) according to TS 36.508, [18].

9.2.3.1.6.3.2
Test procedure sequence

Table 9.2.3.1.6.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U – S
	Message
	
	

	1
	The UE is switched on.
	-
	-
	-
	-

	-
	The following messages are sent on Cell 5 or 24
	-
	-
	-
	-

	2
	The UE transmits an ATTACH REQUEST message on Cell 5 or 24 
	-->
	ATTACH REQUEST
	-
	-

	3
	The SS transmits an AUTHENTICATION AND CIPHERING REQUEST message.
	<--
	AUTHENTICATION AND CIPHERING REQUEST
	-
	-

	4
	The UE transmits an AUTHENTICATION AND CIPHERING RESPONSE message.
	-->
	AUTHENTICATION AND CIPHERING RESPONSE
	-
	-

	5
	SS responds with ATTACH ACCEPT message including P-TMSI-1 (TIN set to P-TMSI) and RAI-1.


	<--
	ATTACH ACCEPT
	-
	-

	6
	The UE transmits an ATTACH COMPLETE message.
	-->
	ATTACH COMPLETE
	-
	-

	7
	The UE transmits an ACTIVATE PDP CONTEXT REQUEST message
	-->
	ACTIVATE PDP CONTEXT REQUEST
	-
	-

	8
	The SS responds with an ACTIVATE PDP CONTEXT ACCEPT message
	<--
	ACTIVATE PDP CONTEXT ACCEPT
	-
	-

	9
	Set the cell type of cell 5 or 24 to the ''Non-Suitable cell''.
Set the cell type of cell A to the ''Serving cell''.
	-
	-
	-
	-

	10
	The UE sends TRACKING AREA UPDATE REQUEST message.
	-->
	TRACKING AREA UPDATE REQUEST
	-
	-

	11
	The SS sends TRACKING AREA UPDATE ACCEPT including GUTI-1(TIN set to RAT-related TMSI) and TAI-1. 
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	12
	The UE sends TRACKING AREA UPDATE COMPLETE message.
	-->
	TRACKING AREA UPDATE COMPLETE
	-
	-

	13
	Set the cell type of cell A to the ''Non-Suitable cell''.
Set the cell type of cell 5 or 24 to the ''Serving cell''.
	-
	-
	-
	-

	14
	Check: Does the UE transmit a ROUTING AREA UPDATE REQUEST message in the next 30 seconds on cell 5 or 24?
	-->
	 ROUTING AREA UPDATE REQUEST
	1
	F

	15
	Check: Does the UE respond to paging on cell 5 or 24 with P-TMSI-1 for PS domain?
Note: There is no appreciate generic procedures in TS36.508/TS51.010-1.(FFS) 
	-
	-
	1, 5
	-

	16
	Set the cell type of cell 5 or 24 to the ''Non-Suitable cell''.
Set the cell type of cell A to the ''Serving cell''.
	-
	-
	-
	-

	17
	Check: Does the UE send TRACKING AREA UPDATE REQUEST message.
	-->
	TRACKING AREA UPDATE REQUEST
	3
	F

	18
	Check: Does the test result of generic test procedure in TS 36.508 subclause 6.4.2.4 indicate that  the UE is in EMM-REGISTERED state on cell A with PagingUE-Identity = S-TMSI1 and with CN domain indicator set to "PS"?

	-
	-
	3, 6
	-

	18A
	Set the cell type of cell A to the ''Non-Suitable cell''.
Set the cell type of cell 5 or 24 to the ''Serving cell''.
	-
	-
	-
	-

	18B
	Check: Does the UE transmit a ROUTING AREA UPDATE REQUEST message in the next 30 seconds on cell 5 or 24?
	-->
	 ROUTING AREA UPDATE REQUEST
	1
	F

	19
	Set the cell type of cell 5 or 24 to the ''Non-Suitable cell''.
Set the cell type of cell B to the ''Serving cell''.
	-
	-
	-
	-

	20
	Check: Does the UE send TRACKING AREA UPDATE REQUEST message.
	-->
	TRACKING AREA UPDATE REQUEST
	4
	P

	21
	The SS sends TRACKING AREA UPDATE ACCEPT including GUTI-2 and TAI-2. 
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	22
	The UE sends TRACKING AREA UPDATE COMPLETE message.
	-->
	TRACKING AREA UPDATE COMPLETE
	-
	-

	23
	Check: Does the test result of generic test procedure in TS 36.508 subclause 6.4.2.4 indicate that  the UE is in EMM-REGISTERED state on cell B with PagingUE-Identity = S-TMSI2 and with CN domain indicator set to "PS"?

	-
	-
	6
	-

	24
	Set the cell type of cell B to the ''Non-Suitable cell''.
Set the cell type of cell 7 or 25 to the ''Serving cell''.
	-
	-
	-
	-

	25
	Check: Does the UE transmit a ROUTING AREA UPDATE REQUEST message with P-TMSI and RAI on cell 7 or 25?
	-->
	ROUTING AREA UPDATE REQUEST
	2
	P

	26
	The SS sends ROUTING AREA UPDATE ACCEPT message with P-TMSI-2 and RAI-2.
	<--
	ROUTING AREA UPDATE ACCEPT
	-
	-

	27
	The UE sends ROUTING AREA UPDATE COMPLETE message.
	-->
	ROUTING AREA UPDATE COMPLETE
	-
	-

	28
	Set the cell type of cell 7 or 25 to the ''Non-Suitable cell''.
Set the cell type of cell B to the ''Serving cell''.
	-
	-
	-
	-

	29
	Check: Does the test result of generic test procedure in TS 36.508 subclause 6.4.2.4 indicate that the UE is in EMM-REGISTERED state on cell B with PagingUE-Identity = S-TMSI2 and with CN domain indicator set to "PS"?

	-
	-
	6
	-


9.2.3.1.6.3.3
Specific message contents
Table 9.2.3.1.6.3.3-1: Message TRACKING AREA UPDATE REQUEST (step 10, Table 9.2.3.1.6.3.2-1)

	Derivation path: 36.508 table 4.7.2-27

	Information Element
	Value/Remark
	Comment
	Condition

	Old GUTI 
	Mapped from the P-TMSI and RAI allocated in step 5
	
	


Table 9.2.3.1.6.3.3-2: Message TRACKING AREA UPDATE ACCEPT (step 11, Table 9.2.3.1.2.3.2-1)

	Derivation path: 36.508 table 4.7.2-24

	Information Element
	Value/Remark
	Comment
	Condition

	EPS update result
	'100'B
	''TA updated and ISR activated''
	TA only

	
	'101'B
	''combined TA/LA updated and ISR activated''
	combined_TA_LA

	GUTI
	GUTI-1
	
	

	TAI list
	
	
	

	  Length of tracking area identity list contents
	'00001000'B
	
	

	  Partial tracking area identity list
	
	
	

	    Number of elements
	'00000'B
	
	

	    Type of list
	'00'B
	''list of TACs belonging to one PLMN, with non-consecutive TAC values''
	

	MCC

MNC

TAC 1
	TAI-1
	
	


Table 9.2.3.1.6.3.3-3: Message TRACKING AREA UPDATE REQUEST (step 20, Table 9.2.3.1.6.3.2-1)

	Derivation path: 36.508 table 4.7.2-27

	Information Element
	Value/Remark
	Comment
	Condition

	Old GUTI 
	GUTI-1
	
	


Table 9.2.3.1.6.3.3-4: Message TRACKING AREA UPDATE ACCEPT (step 21, Table 9.2.3.1.2.3.2-1)

	Derivation path: 36.508 table 4.7.2-24

	Information Element
	Value/Remark
	Comment
	Condition

	EPS update result
	'001'B
	''TA updated and ISR activated''
	

	GUTI
	GUTI-2
	
	

	TAI list
	
	
	

	  Length of tracking area identity list contents
	'00001000'B
	
	

	  Partial tracking area identity list
	
	
	

	    Number of elements
	'00000'B
	
	

	    Type of list
	'00'B
	''list of TACs belonging to one PLMN, with non-consecutive TAC values''
	

	MCC

MNC

TAC 1
	TAI-2
	
	


9.2.3.1.8
UE receives an indication that the RRC connection was released with cause "load balancing TAU required"

9.2.3.1.8.1
Test Purpose (TP)

(1)

with { UE in state EMM-REGISTERED and EMM-CONNECTED mode}

ensure that {

  when { UE receives RRC CONNECTION RELEASE message with cause "load balancing TAU required" and enters EMM-REGISTERED and EMM-IDLE mode}

   then { UE sends TRACKING AREA UPDATE REQUEST message with EPS update type = "TA updating"}

             }
9.2.3.1.8.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: 3GPP TS 24.301 clauses 5.5.3.1, 5.5.3.2.2 and 5.5.3.2.4.

[TS24.301 clause5.5.3.1]

The tracking area updating procedure is always initiated by the UE and is used for the following purposes:

…
-
MME load balancing;

…
[TS24.301 clause5.5.3.2.2]

The UE in state EMM-REGISTERED shall initiate the tracking area updating procedure by sending a TRACKING AREA UPDATE REQUEST message to the MME,

…
e)
when the UE receives an indication from the lower layers that the RRC connection was released with cause "load balancing TAU required";
…
…
[TS24.301 clause5.5.3.2.4]

If the tracking area update request has been accepted by the network, the MME shall send a TRACKING AREA UPDATE ACCEPT message to the UE. If the MME assigns a new GUTI for the UE, a GUTI shall be included in the TRACKING AREA UPDATE ACCEPT message. In this case, the MME shall start timer T3450 and enter state EMM-COMMON-PROCEDURE-INITIATED as described in subclause 5.4.1. The MME may include a new TAI list for the UE in the TRACKING AREA UPDATE ACCEPT message.

…
Upon receiving a TRACKING AREA UPDATE ACCEPT message, the UE shall stop timer T3430, reset the tracking area updating attempt counter, enter state EMM-REGISTERED and set the EPS update status to EU1 UPDATED. If the message contains a GUTI, the UE shall use this GUTI as new temporary identity for EPS services and shall store the new GUTI. If no GUTI was included by the MME in the TRACKING AREA UPDATE ACCEPT message, the old GUTI shall be used. If the UE receives a new TAI list in the TRACKING AREA UPDATE ACCEPT message, the UE shall consider the new TAI list as valid and the old TAI list as invalid; otherwise, the UE shall consider the old TAI list as valid.
…
If the TRACKING AREA UPDATE ACCEPT message contained a GUTI, the UE shall return a TRACKING AREA UPDATE COMPLETE message to the MME to acknowledge the received GUTI.

9.2.3.1.8.3
Test description

9.2.3.1.8.3.1
Pre-test conditions

System Simulator:

-
Cell A is configured according to Table 6.3.2.2-1 in [18].
- 
Cell A belongs to TAI-1(home PLMN)

UE:

-
The UE has a valid GUTI (GUTI-1).

-
The UE is registered on TAI-1.

Preamble:

-
UE is in state Generic RB established (state 3) on Cell A according to [18].
9.2.3.1.8.3.2
Test procedure sequence

Table 9.2.3.1.8.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS transmits RRCConnectionReleaese with cause "load balancing TAU required".
	-
	-
	-
	-

	2
	Check: Does the UE send TRACKING AREA UPDATE REQUEST message.
	-->
	TRACKING AREA UPDATE REQUEST
	1
	P

	3
	The SS sends TRACKING AREA UPDATE ACCEPT. (Note)
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	4
	Check: Does the UE send TRACKING AREA UPDATE COMPLETE message?
	-->
	TRACKING AREA UPDATE COMPLETE
	-
	-

	Note: The SS assigns a different MME Identifier (MMEI) value in a GUTI.


9.2.3.1.8.3.3
Specific message contents
Table 9.2.3.1.8.3.3-1: Message TRACKING AREA UPDATE ACCEPT (step 3, Table 9.2.3.1.2.3.2-1)

	Derivation path: 36.508 table 4.7.2-24

	Information Element
	Value/Remark
	Comment
	Condition

	GUTI
	GUTI-2
	
	


9.2.3.1.9a
Normal tracking area update / NAS signalling connection recovery

9.2.3.1.9a.1
Test Purpose (TP)

(1)

with { UE in state EMM-REGISTERED and EMM-CONNECTED }
ensure that {
  when { UE receives an indication of "RRC Connection failure" from the lower layers }

    then { UE initiates the tracking area updating procedure }

            }

9.2.3.1.9a.2
Conformance requirements
References: The conformance requirements covered in the present TC are specified in: TS 24.301, clause 5.5.3.1 and 5.5.3.2.2 and TS 36.331, clause 5.3.7.8 and 5.3.12.

[TS 24.301, clause 5.5.3.1]

The tracking area updating procedure is always initiated by the UE and is used for the following purposes:

...

-
recovery from certain error cases (for details see subclauses 5.5.3.2.2 and subclause 5.5.3.3.2);

...

[TS 24.301, clause 5.5.3.2.2]

The UE in state EMM-REGISTERED shall initiate the tracking area updating procedure by sending a TRACKING AREA UPDATE REQUEST message to the MME,

...

i)
when the UE receives an indication of "RRC Connection failure" from the lower layers and has no user uplink data pending;

...

For all cases except case b, the UE shall set the EPS update type IE to "TA updating". For case b, the UE shall set the EPS update type IE to "periodic updating".

...

[TS 36.331, clause 5.3.7.8]

Upon receiving the RRCConnectionReestablishmentReject message, the UE shall:

1>
perform the actions upon leaving RRC_CONNECTED as specified in 5.3.12, with release cause 'RRC connection failure';

[TS 36.331, clause 5.3.12]

Upon leaving RRC_CONNECTED, the UE shall:

...

1>
indicate the release of the RRC connection to upper layers together with the release cause;

...

9.2.3.1.9a.3
Test description

9.2.3.1.9a.3.1
Pre-test conditions

System Simulator:

-
Cell A and Cell M (same TA).

-
Cell A is "Serving cell" and Cell M is "non-Suitable cell".

UE:

-
The test USIM contains IMSI-1, GUTI-1 and TAI-1, and EPS update status is "EU1: UPDATED".

Preamble:

-
The UE is in state Generic RB Established (state 3) with EPSOnlyAttachForced on Cell A according to [18].

9.2.3.1.9a.3.2
Test procedure sequence
Table 9.2.3.1.9a.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Set the cell type of Cell A to the “non-Suitable cell”. Set the cell type of Cell M to the "Serving cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell M unless explicitly stated otherwise.
	-
	-
	-
	-

	2
	The UE transmits an RRCConnectionReestablishmentRequest.
	-
	-
	-
	-

	3
	The SS transmits an RRCConnectionReestablishmentReject.
	-
	-
	-
	-

	4
	Check: Does the UE transmit a TRACKING AREA UPDATE REQUEST with the EPS update type set to 'TA updating' in the next 10 seconds?
	-->
	TRACKING AREA UPDATE REQUEST
	1
	P

	5
	The SS transmits a TRACKING AREA UPDATE ACCEPT message.
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-


9.2.3.1.9a.3.3
Specific message contents
Table 9.2.3.1.9a.3.3-1: Message TRACKING AREA UPDATE REQUEST (step 4, Table 9.2.3.1.9a.3.2-1)

	Derivation Path: TS 36.508, Table 4.7.2-27

	Information Element
	Value/remark
	Comment
	Condition

	Old GUTI
	GUTI-1
	
	

	Last visited registered TAI
	TAI-1
	
	


Table 9.2.3.1.9a.3.3-2: Message TRACKING AREA UPDATE ACCEPT (step 5, Table 9.2.3.1.9a.3.2-1)

	Derivation Path: TS 36.508, Table 4.7.2-24

	Information Element
	Value/remark
	Comment
	Condition

	GUTI
	Not present
	
	


9.2.3.1.10
Normal tracking area update / Rejected / IMSI invalid
9.2.3.1.10.1
Test Purpose (TP)

(1)
with { UE has sent a TRACKING AREA UPDATE REQUEST message}

ensure that {

  when { UE receives a TRACKING AREA UPDATE REJECT message with the reject cause set to ''Illegal UE'' }

    then { UE considers the USIM as invalid for EPS services and non-EPS services and enters state EMM-DEREGISTERED }
(2)

with { The UE is in the state EMM-DEREGISTERED }

ensure that {

  when { UE is powered up }

    then { UE send ATTACH REQUEST message with Old GUTI or IMSI IE = ''IMSI''}
9.2.3.1.10.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: 3GPP TS 24.301 clauses 5.5.3.2.5.

[TS24.301 clause5.5.3.2.5]

If the tracking area updating cannot be accepted by the network, the MME sends a TRACKING AREA UPDATE REJECT message to the UE including an appropriate EMM cause value.

Upon receiving the TRACKING AREA UPDATE REJECT message, the UE shall stop timer T3430, stop any transmission of user data, and take the following actions depending on the EMM cause value received.

#3

(Illegal UE); or

….


The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to subclause 5.1.3.3) and shall delete any GUTI, last visited registered TAI, TAI list and KSI. The UE shall consider the USIM as invalid for EPS services until switching off or the UICC containing the USIM is removed. The UE shall delete the list of equivalent PLMNs and shall enter the state EMM-DEREGISTERED.

If A/Gb mode or Iu mode is supported by the UE, the UE shall handle the GMM parameters GMM state, GPRS update status, P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number and the MM parameters update status, TMSI, LAI and ciphering key sequence number as specified in 3GPP TS 24.008 [13] for the case when the normal routing area updating procedure is rejected with the GMM cause with the same value. The USIM shall be considered as invalid also for non-EPS services until switching off or the UICC containing the USIM is removed.
9.2.3.1.10.3
Test description

9.2.3.1.10.3.1
Pre-test conditions

System Simulator:

-
Cell A, Cell B and Cell G are configured according to Table 6.3.2.2-1 in [18].

-
Cell A belongs to TAI-1(home PLMN) and is set to ''Serving cell''

-
Cell B belongs to TAI-2(home PLMN, another TAC) and is set to ''Non- Suitable cell''

-
Cell G belongs to TAI-7(visited PLMN) and is set to ''Non- Suitable cell''


-
Cell 5 (UTRAN) or Cell 24 (GERAN).

- Cell 5 and Cell 24 belong to RAI-1 as specified TS34.123-1 clause 12 and is set to ''Non- Suitable cell''

UE:

- 
The UE is configured to initiate EPS attach.

-
The UE has a valid GUTI (GUTI-1).

-
The UE is registered on TAI-1.
-
IF pc_GERAN or pc_UTRAN THEN the UE has a valid P-TMSI.

Preamble:

-
UE is in state Registered, Idle Mode (state 2) on Cell A according to [18].
9.2.3.1.10.3.2
Test procedure sequence

Table 9.2.3.1.10.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Set the cell type of cell A to the ''Non-Suitable cell''. 
Set the cell type of cell B to the ''Serving cell''.
	-
	-
	-
	-

	2
	The UE transmits a TRACKING AREA UPDATE REQUEST on Cell B.
	-->
	TRACKING AREA UPDATE REQUEST
	-
	-

	3
	The SS transmits a TRACKING AREA UPDATE REJECT message with EMM cause = "Illegal UE" as specified.
	<--
	TRACKING AREA UPDATE REJECT
	-
	-

	4
	The SS releases the RRC connection.
	-
	-
	-
	-

	5
	Set the cell type of cell A to the ''Serving cell''. 
Set the cell type of cell B to the ''Non-Suitable cell''.
	-
	-
	-
	-

	6
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds on cell A?

Note: Cell A belongs to the same PLMN where the UE was rejected but a different TAC
	-->
	ATTACH REQUEST
	1
	F

	7
	The user initiates an attach by MMI or by AT command.
	-
	-
	-
	-

	8
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds on cell A?
	-->
	ATTACH REQUEST
	1
	F

	9
	Set the cell type of cell A to the '' Non-Suitable cell''. 
Set the cell type of cell G to the ''Serving cell''.
	-
	-
	-
	-

	10
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds on cell G?

Note: Cell G belongs to a PLMN which is not the same like the one on which the UE was rejected.
	-->
	ATTACH REQUEST
	1
	F

	11
	The user initiates an attach by MMI or by AT command.
	-
	-
	-
	-

	12
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds on cell G?
	-->
	ATTACH REQUEST
	1
	F

	13
	Set the cell type of cell G to the ''Non-Suitable cell''.
Set the cell type of cell 5 or 24 to the ''Serving cell''.
	
	
	
	

	
	EXCEPTION: Steps 14a1 to 14a2 describe behaviour that depends on the UE capability; the "lower case letter" identifies a step sequence that take place if a capability is supported
	
	
	
	

	14a1
	IF pc_GERAN or pc_UTRAN THEN the user initiates an attach by MMI or by AT command.
	-
	-
	-
	-

	14a2
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds on cell 5 or 24?
	-->
	ATTACH REQUEST
	1
	F

	15
	The UE is switched off.
	-
	-
	-
	-

	16
	Set the cell type of cell A to the ''Serving cell''.
Set the cell type of cell G to the ''Non-Suitable cell''.
Set the cell type of cell 5 or 24 to the ''Non-Suitable cell''.
	-
	-
	-
	-

	17
	The UE is powered up or switched on.
	-
	-
	-
	-

	18
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds on cell A?
	-->
	ATTACH REQUEST
	2
	P

	19
	The SS transmit an ATTACH REJECT message with EMM cause = "Illegal UE".

Note: The EMM cause chosen is just for convenience, to ensure that UE will abort the procedure without side effects.
	<--
	ATTACH REJECT
	-
	-


9.2.3.1.10.3.3
Specific message contents
Table 9.2.3.1.10.3.3-1: Message TRACKING AREA UPDATE REQUEST (step 2, Table 9.2.3.1.10.3.2-1)

	Derivation path: 36.508 table 4.7.2-27

	Information Element
	Value/Remark
	Comment
	Condition

	Old GUTI 
	GUTI-1
	
	

	Old P-TMSI signature
	P-TMSI Signature-1
	
	


Table 9.2.3.1.10.3.3-2: Message TRACKING AREA UPDATE REJECT (step 3, Table 9.2.3.1.10.3.2-1)

	Derivation path: 36.508 table 4.7.2-24

	Information Element
	Value/Remark
	Comment
	Condition

	EMM cause
	00000011
	#3 "Illegal UE"
	


Table 9.2.3.1.10.3.3-3: Message ATTACH REQUEST (step 18, Table 9.2.3.1.10.3.2-1)

	Derivation path: 36.508 table 4.7.2-4

	Information Element
	Value/Remark
	Comment
	Condition

	Old GUTI or IMSI
	IMSI
	
	


9.2.3.1.11
Normal tracking area update / Rejected / Illegal ME
9.2.3.1.11.1
Test Purpose (TP)

(1)

with { UE has sent a TRACKING AREA UPDATE REQUEST message}

ensure that {

  when { UE receives a TRACKING AREA UPDATE REJECT message with the reject cause set to "Illegal ME" }

    then { UE considers the USIM as invalid for EPS services and non-EPS services and enters state EMM-DEREGISTERED }
(2)

with { The UE is in the state EMM-DEREGISTERED }

ensure that {

  when { UE is powered up }

    then { UE send ATTACH REQUEST message with Old GUTI or IMSI IE = ''IMSI''}
9.2.3.1.11.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: 3GPP TS 24.301 clauses 5.5.3.2.5.

[TS24.301 clause5.5.3.2.5]

If the tracking area updating cannot be accepted by the network, the MME sends a TRACKING AREA UPDATE REJECT message to the UE including an appropriate EMM cause value.

Upon receiving the TRACKING AREA UPDATE REJECT message, the UE shall stop timer T3430, stop any transmission of user data, and take the following actions depending on the EMM cause value received.

…
#6

(Illegal ME);

The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to subclause 5.1.3.3) and shall delete any GUTI, last visited registered TAI, TAI list and KSI. The UE shall consider the USIM as invalid for EPS services until switching off or the UICC containing the USIM is removed. The UE shall delete the list of equivalent PLMNs and shall enter the state EMM-DEREGISTERED.

If A/Gb mode or Iu mode is supported by the UE, the UE shall handle the GMM parameters GMM state, GPRS update status, P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number and the MM parameters update status, TMSI, LAI and ciphering key sequence number as specified in 3GPP TS 24.008 [13] for the case when the normal routing area updating procedure is rejected with the GMM cause with the same value. The USIM shall be considered as invalid also for non-EPS services until switching off or the UICC containing the USIM is removed.
9.2.3.1.11.3
Test description

The test description is identical to the one of subclause 9.2.3.1.10 except that the reject cause #3 "Illegal UE" is replaced with the reject cause #6 "Illegal ME".
9.2.3.1.12
Normal tracking area update / Rejected / EPS service not allowed
9.2.3.1.12.1
Test Purpose (TP)

(1)

with { UE has sent a TRACKING AREA UPDATE REQUEST message}

ensure that {

  when { UE receives a TRACKING AREA UPDATE REJECT message with the reject cause set to ''EPS service not allowd'' }

    then { UE considers the USIM as invalid for EPS services and enters state EMM-DEREGISTERED }
(2)

with { The UE is in the state EMM-DEREGISTERED }

ensure that {

  when { UE is powered up or switched on }

    then { UE sends ATTACH REQUEST message with 'Old GUTI or IMSI IE = 'IMSI''}
9.2.3.1.12.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: 3GPP TS 24.301 clauses 5.5.3.2.5.

[TS24.301 clause5.5.3.2.5]

If the tracking area updating cannot be accepted by the network, the MME sends a TRACKING AREA UPDATE REJECT message to the UE including an appropriate EMM cause value.

Upon receiving the TRACKING AREA UPDATE REJECT message, the UE shall stop timer T3430, stop any transmission of user data, and take the following actions depending on the EMM cause value received.
…
#7

(EPS services not allowed);


The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to subclause 5.1.3.3) and shall delete any GUTI, last visited registered TAI, TAI list and KSI. The UE shall consider the USIM as invalid for EPS services until switching off or the UICC containing the USIM is removed. The UE shall delete the list of equivalent PLMNs and shall enter the state EMM-DEREGISTERED.

If A/Gb mode or Iu mode is supported by the UE, the UE shall handle the GMM parameters GMM state, GPRS update status, P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number as specified in 3GPP TS 24.008 [13] for the case when the normal routing area updating procedure is rejected with the GMM cause with the same value.
9.2.3.1.12.3
Test description

9.2.3.1.12.3.1
Pre-test conditions

System Simulator:

-
Cell A, Cell B and Cell G are configured according to Table 6.3.2.2-1 in [18].

-
Cell A belongs to TAI-1(home PLMN) and is set to ''Serving cell''

-
Cell B belongs to TAI-2(home PLMN, another TAC) and is set to ''Non- Suitable cell''

-
Cell G belongs to TAI-7(visited PLMN) and is set to ''Non- Suitable cell''


-
Cell 5 (UTRAN) or Cell 24 (GERAN).

- Cell 5 and Cell 24 belong to RAI-1 as specified TS34.123-1 clause 12 and is set to ''Non- Suitable cell''

UE:

- 
The UE is configured to initiate EPS attach.

-
The UE has GUTI-1. 
-
The UE is registered on TAI-1.
-
IF pc_GERAN or pc_UTRAN THEN the UE has P-TMSI-1 and P-TMSI signature-1.

Preamble:

-
UE is in state Registered, Idle Mode (state 2) on Cell A according to [18].
9.2.3.1.12.3.2
Test procedure sequence

Table 9.2.3.1.12.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Set the cell type of cell A to the ''Non-Suitable cell''. 
Set the cell type of cell B to the ''Serving cell''.
	-
	-
	-
	-

	2
	The UE transmits a TRACKING AREA UPDATE REQUEST on Cell B.
	-->
	TRACKING AREA UPDATE REQUEST
	-
	-

	3
	The SS transmits a TRACKING AREA UPDATE REJECT message with EMM cause = ''EPS services not allowed'' as specified.
	<--
	TRACKING AREA UPDATE REJECT
	-
	-

	4
	The SS releases the RRC connection.
	-
	-
	-
	-

	5
	Set the cell type of cell A to the ''Serving cell''. 
Set the cell type of cell B to the ''Non-Suitable cell''.
	-
	-
	-
	-

	6
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds on cell A?

Note: Cell A belongs to the same PLMN where the UE was rejected but a different TAC
	-->
	ATTACH REQUEST
	1
	F

	7
	The user initiates an attach by MMI or by AT command.
	-
	-
	-
	-

	8
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds on cell A?
	-->
	ATTACH REQUEST
	1
	F

	9
	Set the cell type of cell A to the '' Non-Suitable cell''. 
Set the cell type of cell G to the ''Serving cell''.
	-
	-
	-
	-

	10
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds on cell G?

Note: Cell G belongs to a PLMN which is not the same like the one on which the UE was rejected.
	-->
	ATTACH REQUEST
	1
	F

	11
	The user initiates an attach by MMI or by AT command.
	-
	-
	-
	-

	12
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds on cell G?
	-->
	ATTACH REQUEST
	1
	F

	13
	Set the cell type of cell G to the ''Non-Suitable cell''.
Set the cell type of cell 5 or 24 to the ''Serving cell''.
	-
	-
	-
	-

	
	EXCEPTION: Steps 14a1 to 14b2 describe behaviour that depends on the UE capability; the "lower case letter" identifies a step sequence that take place if a capability is supported
	
	
	
	

	14a1
	IF pc_CS THEN the UE registers on CS domain – See TS 34.108 or TS 51.010
	-
	-
	-
	-

	14b1
	IF pc_GERAN or pc_UTRAN THEN the user initiates an attach by MMI or by AT command.
	-
	-
	-
	-

	14b2
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds on cell 5 or 24?
	-->
	ATTACH REQUEST
	1
	F

	15
	The UE is switched off.
	-
	-
	-
	-

	16
	Set the cell type of cell A to the ''Serving cell''.
Set the cell type of cell G to the ''Non-Suitable cell''.
Set the cell type of cell 5 or 24 to the ''Non-Suitable cell''.
	-
	-
	-
	-

	17
	The UE is powered up or switched on.
	-
	-
	-
	-

	18
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds on cell A?
	-->
	ATTACH REQUEST
	2
	P

	19
	The SS transmit an ATTACH REJECT message with EMM cause = "Illegal UE".

Note: The EMM cause chosen is just for convenience, to ensure that UE will abort the procedure without side effects.
	<--
	ATTACH REJECT
	-
	-


9.2.3.1.12.3.3
Specific message contents
Table 9.2.3.1.12.3.3-1: Message TRACKING AREA UPDATE REQUEST (step 2, Table 9.2.3.1.12.3.2-1)

	Derivation path: 36.508 table 4.7.2-27

	Information Element
	Value/Remark
	Comment
	Condition

	Old GUTI 
	GUTI-1
	
	

	Old P-TMSI signature
	P-TMSI Signature-1
	
	


Table 9.2.3.1.12.3.3-2: Message TRACKING AREA UPDATE REJECT (step 3, Table 9.2.3.1.12.3.2-1)

	Derivation path: 36.508 table 4.7.2-24

	Information Element
	Value/Remark
	Comment
	Condition

	EMM cause
	'00000111'B
	#7 "EPS service not allowed''
	


Table 9.2.3.1.12.3.3-3: Message ATTACH REQUEST (step 18, Table 9.2.3.1.12.3.2-1)

	Derivation path: 36.508 table 4.7.2-4

	Information Element
	Value/Remark
	Comment
	Condition

	Old GUTI or IMSI
	IMSI
	
	


9.2.3.1.13
Normal tracking area update / Rejected / UE identity cannot be derived by the network

9.2.3.1.13.1
Test Purpose (TP)

(1)

with { UE has sent a TRACKING AREA UPDATE REQUEST message}

ensure that {

  when { UE receives a TRACKING AREA UPDATE REJECT message with the reject cause set to ''UE identity cannot be derived by the network'' }

    then { UE deletes any GUTI, last visited registered TAI, TAI list and KSI and enters the state EMM-DEREGISTERED and subsequently, UE automatically initiates the attach procedure}
9.2.3.1.13.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: 3GPP TS 24.301 clauses 5.5.3.2.5.

 [TS24.301 clause5.5.3.2.5]

If the tracking area updating cannot be accepted by the network, the MME sends a TRACKING AREA UPDATE REJECT message to the UE including an appropriate EMM cause value.

Upon receiving the TRACKING AREA UPDATE REJECT message, the UE shall stop timer T3430, stop any transmission of user data, and take the following actions depending on the EMM cause value received.
…
#9

(UE identity cannot be derived by the network);


The UE shall set the EPS update status to EU2 NOT UPDATED (and shall store it according to subclause 5.1.3.3) and shall delete any GUTI, last visited registered TAI, TAI list and KSI. The UE shall delete the list of equivalent PLMNs and shall enter the state EMM-DEREGISTERED.


Subsequently, the UE shall automatically initiate the attach procedure.

If A/Gb mode or Iu mode is supported by the UE, the UE shall handle the GMM parameters GMM state, GPRS update status, P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number as specified in 3GPP TS 24.008 [13] for the case when the normal routing area updating procedure is rejected with the GMM cause with the same value.
9.2.3.1.13.3
Test description

9.2.3.1.13.3.1
Pre-test conditions

System Simulator:

-
Cell A and Cell B are configured according to Table 6.3.2.2-1 in [18].

-
Cell A belongs to TAI-1(home PLMN) and is set to ''Serving cell''

-
Cell B belongs to TAI-2(home PLMN, another TAC) and is set to ''Non- Suitable cell''

UE:

- 
The UE is configured to initiate EPS attach.

-
The UE has GUTI-1. 
-
The UE is registered on TAI-1.
-
IF pc_GERAN or pc_UTRAN THEN the UE has P-TMSI-1 and P-TMSI signature-1.
Preamble:

-
UE is in state Registered, Idle Mode (state 2) on Cell A according to [18].
9.2.3.1.13.3.2
Test procedure sequence

Table 9.2.3.1.13.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Set the cell type of cell A to the ''Non-Suitable cell''. 
Set the cell type of cell B to the ''Serving cell''.
	-
	-
	-
	-

	2
	The UE transmits a TRACKING AREA UPDATE REQUEST on Cell B.
	-->
	TRACKING AREA UPDATE REQUEST
	-
	-

	3
	The SS transmits a TRACKING AREA UPDATE REJECT message with EMM cause = '' UE identity cannot be derived by the network '' as specified.
	<--
	TRACKING AREA UPDATE REJECT
	-
	-

	4
	The SS releases the RRC connection.
	-
	-
	-
	-

	5
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds on cell B?
	-->
	ATTACH REQUEST
	1
	P

	6
	The SS transmits ATTACH REJECT message.
	<--
	ATTACH REJECT
	-
	-


9.2.3.1.13.3.3
Specific message contents
Table 9.2.3.1.13.3.3-1: Message TRACKING AREA UPDATE REQUEST (step 2, Table 9.2.3.1.13.3.2-1)

	Derivation path: 36.508 table 4.7.2-27

	Information Element
	Value/Remark
	Comment
	Condition

	Old GUTI 
	GUTI-1
	
	

	Old P-TMSI signature
	P-TMSI signature-1
	
	pc_GERAN or pc_UTRAN


Table 9.2.3.1.13.3.3-2: Message TRACKING AREA UPDATE REJECT (step 3, Table 9.2.3.1.13.3.2-1)

	Derivation path: 36.508 table 4.7.2-24

	Information Element
	Value/Remark
	Comment
	Condition

	EMM cause
	'00001001'B
	#9 ''UE identity cannot be derived by the network''
	


Table 9.2.3.1.13.3.3-3: Message ATTACH REQUEST (step 5, Table 9.2.3.1.13.3.2-1)

	Derivation path: 36.508 table 4.7.2-4

	Information Element
	Value/Remark
	Comment
	Condition

	Old GUTI or IMSI
	IMSI
	
	

	Old P-TMSI signature
	Not present
	
	pc_GERAN or pc_UTRAN

	Last visited registered TAI
	Not present
	
	


Table 9.2.3.1.13.3.3-4: Message ATTACH REJECT (step 6, Table 9.2.3.1.13.3.2-1)

	Derivation Path: 36.508 table 4.7.2-3

	Information Element
	Value/remark
	Comment
	Condition

	EMM cause
	'0000 1111'B
	#15 ''No suitable cells in tracking area''
	


9.2.3.1.14
Normal tracking area update / Rejected / UE implicitly detached

9.2.3.1.14.1
Test Purpose (TP)

(1)

with { UE has sent a TRACKING AREA UPDATE REQUEST message}

ensure that {

  when { UE receives a TRACKING AREA UPDATE REJECT message with the reject cause set to ''UE implicitly detached'' }

    then { UE enters the state EMM-DEREGISTERED.NORMAL-SERVICE and sends ATTACH REQUEST message}
9.2.3.1.14.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: 3GPP TS 24.301 clauses 5.5.3.2.5.

[TS24.301 clause5.5.3.2.5]

If the tracking area updating cannot be accepted by the network, the MME sends a TRACKING AREA UPDATE REJECT message to the UE including an appropriate EMM cause value.

Upon receiving the TRACKING AREA UPDATE REJECT message, the UE shall stop timer T3430, stop any transmission of user data, and take the following actions depending on the EMM cause value received.
…
#10
(Implicitly detached);


The UE shall delete the list of equivalent PLMNs and shall enter the state EMM-DEREGISTERED.NORMAL-SERVICE. The UE shall then perform a new attach procedure.

If A/Gb mode or Iu mode is supported by the UE, the UE shall handle the GMM state as specified in 3GPP TS 24.008 [13] for the case when the normal routing area updating procedure is rejected with the GMM cause with the same value.
9.2.3.1.14.3
Test description

9.2.3.1.14.3.1
Pre-test conditions

System Simulator:

-
Cell A and Cell B are configured according to Table 6.3.2.2-1 in [18].

-
Cell A belongs to TAI-1(home PLMN) and is set to ''Serving cell''

-
Cell B belongs to TAI-2(home PLMN, another TAC) and is set to ''Non- Suitable cell''

UE:

- 
The UE is configured to initiate EPS attach.

-
The UE has GUTI-1. 
-
The UE is registered on TAI-1.
-
IF pc_GERAN or pc_UTRAN THEN the UE has P-TMSI-1 and P-TMSI signature-1.

Preamble:

-
UE is in state Registered, Idle Mode (state 2) on Cell A according to [18].
9.2.3.1.14.3.2
Test procedure sequence

Table 9.2.3.1.14.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Set the cell type of cell A to the ''Non-Suitable cell''. 
Set the cell type of cell B to the ''Serving cell''.
	-
	-
	-
	-

	2
	The UE transmits a TRACKING AREA UPDATE REQUEST on Cell B.
	-->
	TRACKING AREA UPDATE REQUEST
	-
	-

	3
	The SS transmits a TRACKING AREA UPDATE REJECT message with EMM cause = ''UE implicitly detached'' as specified.
	<--
	TRACKING AREA UPDATE REJECT
	-
	-

	4
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds on cell B?
	-->
	ATTACH REQUEST
	1
	P

	5
	The SS transmits ATTACH REJECT message.
	<--
	ATTACH REJECT
	-
	-


9.2.3.1.14.3.3
Specific message contents
Table 9.2.3.1.14.3.3-1: Message TRACKING AREA UPDATE REQUEST (step 2, Table 9.2.3.1.14.3.2-1)

	Derivation path: 36.508 table 4.7.2-27

	Information Element
	Value/Remark
	Comment
	Condition

	Old GUTI 
	GUTI-1
	
	

	Old P-TMSI signature
	P-TMSI signature-1
	
	pc_GERAN or pc_UTRAN


Table 9.2.3.1.14.3.3-2: Message TRACKING AREA UPDATE REJECT (step 3, Table 9.2.3.1.14.3.2-1)

	Derivation path: 36.508 table 4.7.2-24

	Information Element
	Value/Remark
	Comment
	Condition

	EMM cause
	'00001010'B
	#10 ''UE implicitly detached''
	


Table 9.2.3.1.14.3.3-3: Message ATTACH REQUEST (step 4, Table 9.2.3.1.14.3.2-1)

	Derivation path: 36.508 table 4.7.2-4

	Information Element
	Value/Remark
	Comment
	Condition

	Old GUTI or IMSI
	GUTI-1
	
	

	Old P-TMSI signature
	P-TMSI signature-1
	
	pc_GERAN or pc_UTRAN

	Last visited registered TAI
	TAI-1
	
	


Table 9.2.3.1.14.3.3-4: Message ATTACH REJECT (step 5, Table 9.2.3.1.14.3.2-1)

	Derivation Path: 36.508 table 4.7.2-3

	Information Element
	Value/remark
	Comment
	Condition

	EMM cause
	'0000 1111'B
	#15 ''No suitable cells in tracking area''
	


9.2.3.1.15
Normal tracking area update / Rejected / PLMN not allowed

9.2.3.1.15.1
Test Purpose (TP)

(1)

with { UE has sent a TRACKING AREA UPDATE REQUEST message }

ensure that {

  when { UE receives a TRACKING AREA UPDATE REJECT message with the reject cause set to "PLMN not allowed" }

    then { UE deletes the GUTI, the last visited registered TAI and KSI and UE deletes the list of equivalent PLMNs and UE enters state EMM-DEREGISTERED.PLMN-SEARCH and UE stores the PLMN in the "forbidden PLMN list" }
            }

(2)

with { UE is switched off having a PLMN stored in the "forbidden PLMN list" }

ensure that {

  when { UE is powered up on this PLMN }

    then { UE doesn’t perform an attach procedure }

            }
(3)

with { UE in EMM-DEREGISTERED.PLMN-SEARCH state having a PLMN stored in the "forbidden PLMN list" }

ensure that {

  when { UE enters a cell which is not in the "forbidden PLMN list" }

    then { UE initiates an attach procedure }

            }
(4)

with { UE in E-UTRA EMM-DEREGISTERED.PLMN-SEARCH state having a PLMN stored in the "forbidden PLMN list" }

ensure that {

  when { UE is in a forbidden PLMN cells and when the PLMN is selected manually }

    then { UE initiates an attach procedure }

            }

9.2.3.1.15.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: 3GPP TS 24.301 clauses 5.5.3.2.5.

[TS24.301 clause5.5.3.2.5]

If the tracking area updating cannot be accepted by the network, the MME sends a TRACKING AREA UPDATE REJECT message to the UE including an appropriate EMM cause value.

Upon receiving the TRACKING AREA UPDATE REJECT message, the UE shall stop timer T3430, stop any transmission of user data, and take the following actions depending on the EMM cause value received.
…
#11
(PLMN not allowed);


The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to subclause 5.1.3.3) and shall delete any GUTI, last visited registered TAI, TAI list and KSI. The UE shall reset the tracking area updating attempt counter, delete the list of equivalent PLMNs and enter the state EMM-DEREGISTERED.PLMN-SEARCH.


The UE shall store the PLMN identity in the "forbidden PLMN list".


The UE shall perform a PLMN selection according to 3GPP TS 23.122 [6].


If A/Gb mode or Iu mode is supported by the UE, the UE shall handle the GMM parameters GMM state, GPRS update status, P-TMSI, P-TMSI signature, RAI, GPRS ciphering key sequence number and routing area updating attempt counter and the MM parameters update status, TMSI, LAI, ciphering key sequence number and the location update attempt counter as specified in 3GPP TS 24.008 [13] for the case when the normal routing area updating procedure is rejected with the GMM cause with the same value and no RR connection exists.
9.2.3.1.15.3
Test description

9.2.3.1.15.3.1
Pre-test conditions

System Simulator:

-
Cell G, Cell H and Cell I are configured according to Table 6.3.2.2-1 in [18].

-
Cell G belongs to TAI-7(visited PLMN) and is set to ''Serving cell''

-
Cell H belongs to TAI-8(visited PLMN, another TAC) and is set to ''Non- Suitable cell''

-
Cell I belongs to TAI-9(visited PLMN, another PLMN) and is set to ''Non-Suitable cell''

PLMN in Cell G, Cell H and Cell I are not HPLMN of the UE.

-
Cell 5 (UTRAN) or Cell 24 (GERAN).

- Cell 5 and Cell 24 belong to RAI-1 as specified TS34.123-1 clause 12 and are set to ''Non- Suitable cell''

UE:
- 
The UE is configured to initiate EPS attach.

-
The UE has GUTI-7. 
-
The UE is registered on TAI-7.
-
IF pc_GERAN or pc_UTRAN THEN the UE has P-TMSI-1 and P-TMSI signature-1.

Preamble:

-
UE is in state Registered, Idle Mode (state 2) on Cell G according to [18].
9.2.3.1.15.3.2
Test procedure sequence

Table 9.2.3.1.15.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Set the cell type of cell G to the ''Non-Suitable cell''. 
Set the cell type of cell H to the ''Serving cell''.
Note: cell G and cell H are in the same PLMN.
	-
	-
	-
	-

	2
	The UE transmits a TRACKING AREA UPDATE REQUEST on Cell H.
	-->
	TRACKING AREA UPDATE REQUEST
	-
	-

	3
	The SS transmits a TRACKING AREA UPDATE REJECT message with EMM cause = ''PLMN not allowed''.
	<--
	TRACKING AREA UPDATE REJECT
	-
	-

	4
	The SS releases the RRC connection.
	-
	-
	-
	-

	5
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds on cell H?
	-->
	ATTACH REQUEST
	1
	F

	6
	The UE is switched off.
	-
	-
	-
	-

	7
	Set the cell type of cell G to the ''Serving cell''. 
Set the cell type of cell H to the ''Non-Suitable cell''.
Note: cell G and cell H are in the same PLMN.
	-
	-
	-
	-

	8
	The UE is powered up or switched on.
	-
	-
	-
	-

	9
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds on cell G?
	-->
	ATTACH REQUEST
	2
	F

	10
	The user initiates an attach by MMI or by AT command.
	-
	-
	-
	-

	11
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds on cell G?
	-->
	ATTACH REQUEST
	2
	F

	12
	Set the cell type of cell G to the ''Non-Suitable cell''.
Set the cell type of cell 5 or 24 to the ''Serving cell''.

Note: Cell G and Cell 5 or 24 are in the same PLMN.
	-
	-
	-
	-

	-
	EXCEPTION: Steps 13a1 to 13a2 describe behaviour that depends on the UE capability; the "lower case letter" identifies a step sequence that take place if a capability is supported
	-
	-
	-
	-

	13a1
	IF pc_GERAN or pc_UTRAN THEN the user initiates an attach by MMI or by AT command.
	-
	-
	-
	-

	13a2
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds on cell 5 or 24?
	-->
	ATTACH REQUEST
	1
	F

	14
	The following messages are sent and shall be received on cell I.
	-
	-
	-
	-

	15
	Set the cell type of cell 5 or 24 to the '' Non-Suitable cell''. 
Set the cell type of cell I to the ''Serving cell''.
Note: cell 5 or 24 and cell I are in different PLMNs.
	-
	-
	-
	-

	16
	Check: Does the UE transmits ATTACH REQUEST message with a PDN CONNECTIVITY REQUEST message to request PDN connectivity to the default PDN?
	-->
	ATTACH REQUEST
	3
	P

	17
	The SS starts an authentication procedure
	<--
	AUTHENTICATION REQUEST
	-
	-

	18
	The UE responds properly to the authentication procedure
	-->
	AUTHENTICATION RESPONSE
	-
	-

	19
	The SS starts a NAS security mode command procedure to perform NAS integrity protection.
	<--
	SECURITY MODE COMMAND
	-
	-

	20
	The UE responds properly to the NAS security mode command procedure
	-->
	SECURITY MODE COMPLETE
	-
	-

	-
	EXCEPTION: Steps 20Aa1 to 20Aa2 describe behaviour that depends on UE configuration; the "lower case letter" identifies a step sequence that take place if the UE has ESM information which needs to be transferred.
	-
	-
	-
	-

	20Aa1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options and/or APN.
	<--
	ESM INFORMATION REQUEST
	-
	-

	20Aa2
	The UE transmits an ESM INFORMATION RESPONSE message to transfer protocol configuration options and/or APN.
	-->
	ESM INFORMATION RESPONSE
	-
	-

	21
	The SS sends ATTACH ACCEPT message with the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message.
	<--
	ATTACH ACCEPT
	-
	-

	22
	The UE transmits an ATTACH COMPLETE message including an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message.
	-->
	ATTACH COMPLETE
	-
	-

	23
	The SS releases the RRC connection.
	-
	-
	-
	-

	24
	The UE is switched off.
	-
	-
	-
	-

	25
	The UE transmit a DETACH REQUEST.
	-->
	DETACH REQUEST
	-
	-

	26
	The following messages are sent and shall be received on cell G.
	-
	-
	-
	-

	27
	Set the cell type of cell G to the '' Serving cell''. 
Set the cell type of cell I to the '' Non-Suitable cell''.
Note: Cell G belongs to the forbidden PLMN. 
	-
	-
	-
	-

	28
	The UE is powered up or switched on.
	-
	-
	-
	-

	29
	The UE is switched to manual PLMN selection mode and is made to select the forbidden PLMN.
	-
	-
	-
	-

	30
	Check: Does the UE transmits ATTACH REQUEST message with a PDN CONNECTIVITY REQUEST message to request PDN connectivity to the default PDN?
	-->
	ATTACH REQUEST
	4
	P

	31
	The SS starts an authentication procedure
	<--
	AUTHENTICATION REQUEST
	-
	-

	32
	The UE responds properly to the authentication procedure
	-->
	AUTHENTICATION RESPONSE
	-
	-

	33
	The SS starts a NAS security mode command procedure to perform NAS integrity protection.
	<--
	SECURITY MODE COMMAND
	-
	-

	34
	The UE transmits a NAS SECURITY MODE COMPLETE message and establishes the initial security configuration.
	-->
	SECURITY MODE COMPLETE
	-
	-

	-
	EXCEPTION: Steps 34Aa1 to 34Aa2 describe behaviour that depends on UE configuration; the "lower case letter" identifies a step sequence that take place if the UE has ESM information which needs to be transferred.
	-
	-
	-
	-

	34Aa1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options and/or APN.
	<--
	ESM INFORMATION REQUEST
	-
	-

	34Aa2
	The UE transmits an ESM INFORMATION RESPONSE message to transfer protocol configuration options and/or APN.
	-->
	ESM INFORMATION RESPONSE
	-
	-

	35
	The SS sends ATTACH ACCEPT message with the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message.
	<--
	ATTACH ACCEPT
	-
	-

	-
	EXCEPTION: In parallel to the event described in step 36 below the generic procedure for IP address allocation in the U-plane specified in TS 36.508 subclause 4.5A.1 takes place performing IP address allocation in the U-plane if requested by the UE.
	-
	-
	-
	-

	36
	The UE transmits an ATTACH COMPLETE message including an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message.
	-->
	ATTACH COMPLETE
	-
	-


9.2.3.1.15.3.3
Specific message contents
Table 9.2.3.1.15.3.3-1: Message TRACKING AREA UPDATE REQUEST (step 2, Table 9.2.3.1.15.3.2-1)

	Derivation path: 36.508 table 4.7.2-27

	Information Element
	Value/Remark
	Comment
	Condition

	Old GUTI 
	GUTI-7
	
	

	Old P-TMSI signature
	P-TMSI signature-1
	
	pc_GERAN or pc_UTRAN


Table 9.2.3.1.15.3.3-2: Message TRACKING AREA UPDATE REJECT (step 3, Table 9.2.3.1.15.3.2-1)

	Derivation path: 36.508 table 4.7.2-24

	Information Element
	Value/Remark
	Comment
	Condition

	EMM cause
	'00001011'B
	#11 '' PLMN not allowed ''
	


Table 9.2.3.1.15.3.3-3: Message ATTACH REQUEST (step 16, Table 9.2.3.1.15.3.2-1)

	Derivation path: 36.508 table 4.7.2-4

	Information Element
	Value/Remark
	Comment
	Condition

	Old GUTI or IMSI
	IMSI
	
	

	Old P-TMSI signature
	Not present
	
	pc_GERAN or pc_UTRAN

	Last visited registered TAI
	Not present
	
	


Table 9.2.3.1.15.3.3-4: Message ATTACH ACCEPT (step 21, Table 9.2.3.1.15.3.2-1)

	Derivation path: 36.508 table 4.7.2-1

	Information Element
	Value/Remark
	Comment
	Condition

	TAI list
	
	
	

	    Number of elements
	'00001'B
	
	

	    Type of list
	'00'B
	''list of TACs belonging to one PLMN, with non-consecutive TAC values''
	

	    MCC
	'002'B
	''TAI-9''
	

	    MNC
	'101'B
	''TAI-9''
	

	    TAC 1
	'1'B
	''TAI-9''
	

	GUTI
	GUTI-9
	
	


Table 9.2.3.1.15.3.3-5: Message ATTACH REQUEST (step 30, Table 9.2.3.1.15.3.2-1)

	Derivation path: 36.508 table 4.7.2-4

	Information Element
	Value/Remark
	Comment
	Condition

	Old GUTI or IMSI
	GUTI-9
	
	

	Last visited registered TAI
	TAI-9
	
	


9.2.3.1.16
Normal tracking area update / Rejected / Tracking area not allowed

9.2.3.1.16.1
Test Purpose (TP)

(1)

with { UE has sent a TRACKING AREA UPDATE REQUEST message}

ensure that {

  when { UE receives a TRACKING AREA UPDATE REJECT message with the reject cause set to ''Tracking area not allowed '' }

    then { shall delete any GUTI, last visited registered TAI, TAI list and KSI. The UE shall reset the tracking area updating attempt counter and shall enter the state EMM-DEREGISTERED.LIMITED-SERVICE and store the current TAI in the list of "forbidden tracking areas for regional provision of service" }
(2)

with { UE is in EMM-DEREGISTERED.LIMITED-SERVICE state and has a TAI in the list of "forbidden tracking areas for regional provision of service"}

ensure that {

  when { UE is in the serving cell which the UE is rejected }

    then { UE does not attempt an attach procedure on any other cell}

            }

(3)

with { UE is in EMM-DEREGISTERED.LIMITED-SERVICE state and the current TAI in the list of "forbidden tracking areas for regional provision of service"}

ensure that {

  when { UE entess a new cell in the same TAI it was rejected }

    then { UE does not initiate an attach procedure}

            }

(4)

with { UE is in EMM-DEREGISTERED.LIMITED-SERVICE state and the current TAI in the list of "forbidden tracking areas for regional provision of service"}

ensure that {

  when { UE enters a new cell with defferent TAI without in the list of "forbidden tracking areas for regional provision of service"}

    then { UE initiates attach procedure with IMSI }

            }

(5)

with { UE is switched off }

ensure that {

  when { UE is powered on and enters the cell with "forbidden tracking areas for regional provision of service" before the UE was swithed off }

    then { UE initiates attach procedure on the cell }

9.2.3.1.16.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: 3GPP TS 24.301 clauses 5.5.3.2.5.

[TS24.301 clause5.5.3.2.5]

If the tracking area updating cannot be accepted by the network, the MME sends a TRACKING AREA UPDATE REJECT message to the UE including an appropriate EMM cause value.

Upon receiving the TRACKING AREA UPDATE REJECT message, the UE shall stop timer T3430, stop any transmission of user data, and take the following actions depending on the EMM cause value received.
…
#12
(Tracking area not allowed);


The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to subclause 5.1.3.3) and shall delete any GUTI, last visited registered TAI, TAI list and KSI. The UE shall reset the tracking area updating attempt counter and shall enter the state EMM-DEREGISTERED.LIMITED-SERVICE.


The UE shall store the current TAI in the list of "forbidden tracking areas for regional provision of service".


If A/Gb mode or Iu mode is supported by the UE, the UE shall handle the GMM parameters GMM state, GPRS update status, P-TMSI, P-TMSI signature, RAI, GPRS ciphering key sequence number and routing area updating attempt counter as specified in 3GPP TS 24.008 [13] for the case when the normal routing area updating procedure is rejected with the GMM cause with the same value.
9.2.3.1.16.3
Test description

9.2.3.1.16.3.1
Pre-test conditions

System Simulator:

-
Cell A, Cell B, Cell G, Cell H and Cell M are configured according to Table 6.3.2.2-1 in [18].

-
Cell A and Cell M belong to TAI-1(home PLMN, same TAC) and are set to ''Non Suitable cell''

-
Cell B belongs to TAI-2(home PLMN, another TAC) and is set to ''Serving cell''

-
Cell G belongs to TAI-7(visited PLMN) and is set to ''Non-Suitable cell''

-
Cell H belongs to TAI-8(visited PLMN) and is set to ''Non-Suitable cell''

UE:
- 
The UE is configured to initiate EPS attach.

-
The UE has GUTI-2. 
-
The UE is registered on TAI-2.
Preamble:

-
UE is in state Registered, Idle Mode (state 2) on Cell B according to [18].
9.2.3.1.16.3.2
Test procedure sequence

Table 9.2.3.1.16.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Set the cell type of cell A to the ''Serving cell''.
Set the cell type of cell B to the ''Non-Suitable cell''. 
Set the cell type of cell G to the ''Suitable neighbour cell''. 
Set the cell type of cell H to the ''Suitable neighbour cell''.
	-
	-
	-
	-

	2
	The UE transmits a TRACKING AREA UPDATE REQUEST on Cell A.
	-->
	TRACKING AREA UPDATE REQUEST
	-
	-

	3
	The SS transmits a TRACKING AREA UPDATE REJECT message with EMM cause = ''Tracking area not allowed'' as specified.
	<--
	TRACKING AREA UPDATE REJECT
	-
	-

	4
	The SS releases the RRC connection.
	-
	-
	-
	-

	5
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds on cell G and H?
	-->
	ATTACH REQUEST
	2
	F

	6
	The user initiates an attach by MMI or by AT command.
	-
	-
	-
	-

	7
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds on cell A?
	-->
	ATTACH REQUEST
	1
	F

	8
	Set the cell type of cell A to the '' Non-Suitable cell ''.
Set the cell type of cell M to the ''Serving cell''. 
	-
	-
	-
	-

	9
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds on cell M?
	-->
	ATTACH REQUEST
	3
	F

	10
	Set the cell type of cell G to the ''Serving cell''. 
Set the cell type of cell M to the ''Non-Suitable cell ''.

	-
	-
	-
	-

	11
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds on cell G including a PDN CONNECTIVITY REQUEST message including a PDN CONNECTIVITY REQUEST message?
	-->
	ATTACH REQUEST
	4
	P

	12
	The SS starts an authentication procedure
	<--
	AUTHENTICATION REQUEST
	-
	-

	13
	The UE responds properly to the authentication procedure
	-->
	AUTHENTICATION RESPONSE
	-
	-

	14
	The SS starts a NAS security mode command procedure to perform NAS integrity protection.
	<--
	SECURITY MODE COMMAND
	-
	-

	15
	The UE responds properly to the NAS security mode command procedure
	-->
	SECURITY MODE COMPLETE
	-
	-

	-
	EXCEPTION: Steps 15Aa1 to 15Aa2 describe behaviour that depends on UE configuration; the "lower case letter" identifies a step sequence that take place if the UE has ESM information which needs to be transferred.
	-
	-
	-
	-

	15Aa1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options and/or APN.
	<--
	ESM INFORMATION REQUEST
	-
	-

	15Aa2
	The UE transmits an ESM INFORMATION RESPONSE message to transfer protocol configuration options and/or APN.
	-->
	ESM INFORMATION RESPONSE
	-
	-

	16
	The SS sends ATTACH ACCEPT message with the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message.
	<--
	ATTACH ACCEPT
	-
	-

	17
	The UE transmits an ATTACH COMPLETE message including an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message.
	-->
	ATTACH COMPLETE
	-
	-

	18
	The SS releases the RRC connection.
	-
	-
	-
	-

	19
	The UE is switched off.
	-
	-
	-
	-

	20
	The UE transmit a DETACH REQUEST.
	-->
	DETACH REQUEST
	-
	-

	21
	The following messages are sent and shall be received on cell A.
	-
	-
	-
	-

	22
	Set the cell type of cell A to the '' Serving cell''. 
Set the cell type of cell G to the '' Non-Suitable cell''.

	-
	-
	-
	-

	23
	The UE is powered up or switched on.
	-
	-
	-
	-

	24
	The UE transmits ATTACH REQUEST message with a PDN CONNECTIVITY REQUEST message to request PDN connectivity to the default PDN. 
	-->
	ATTACH REQUEST
	5
	P

	25
	The SS sends ATTACH REJECT message.
	<--
	ATTACH REJECT
	-
	-

	26
	The SS releases the RRC connection.
	-
	-
	-
	-


9.2.3.1.16.3.3
Specific message contents
Table 9.2.3.1.16.3.3-1: Message TRACKING AREA UPDATE REQUEST (step 2, Table 9.2.3.1.16.3.2-1)

	Derivation path: 36.508 table 4.7.2-27

	Information Element
	Value/Remark
	Comment
	Condition

	Old GUTI 
	GUTI-7
	
	

	Old P-TMSI signature
	P-TMSI signature-1
	
	pc_GERAN or pc_UTRAN


Table 9.2.3.1.16.3.3-2: Message TRACKING AREA UPDATE REJECT (step 3, Table 9.2.3.1.16.3.2-1)

	Derivation path: 36.508 table 4.7.2-24

	Information Element
	Value/Remark
	Comment
	Condition

	EMM cause
	'00001100'B
	#12 ''Tracking area not allowed''
	


Table 9.2.3.1.16.3.3-3: Message ATTACH REQUEST (step 11, Table 9.2.3.1.16.3.2-1)

	Derivation path: 36.508 table 4.7.2-4

	Information Element
	Value/Remark
	Comment
	Condition

	Old GUTI or IMSI
	IMSI
	
	

	Old P-TMSI signature
	Not present
	
	pc_GERAN or pc_UTRAN

	Last visited registered TAI
	Not present
	
	


Table 9.2.3.1.16.3.3-4: Message ATTACH ACCEPT (step 16, Table 9.2.3.1.16.3.2-1)

	Derivation path: 36.508 table 4.7.2-1

	Information Element
	Value/Remark
	Comment
	Condition

	TAI list
	
	
	

	    Number of elements
	'00001'B
	
	

	    Type of list
	'00'B
	''list of TACs belonging to one PLMN, with non-consecutive TAC values''
	

	MCC

MNC

TAC 1
	PLMN= MCC/02

TAC 1=1
	''MCC is set to the same MCC stored in EFIMSI'' 

''TAI-7''
	

	GUTI
	GUTI-7
	
	


Table 9.2.3.1.16.3.3-5: Message ATTACH REQUEST (step 24, Table 9.2.3.1.16.3.2-1)

	Derivation path: 36.508 table 4.7.2-4

	Information Element
	Value/Remark
	Comment
	Condition

	Old GUTI or IMSI
	GUTI-7
	
	

	Last visited registered TAI
	TAI-7
	
	


Table 9.2.3.1.16.3.3-6: Message ATTACH REJECT (step 25, Table 9.2.3.1.16.3.2-1)

	Derivation path: 36.508 table 4.7.2.3

	Information Element
	Value/Remark
	Comment
	Condition

	EMM cause
	'00001100'B 
	#12 "Tracking area not allowed" 
	


9.2.3.1.17
Normal tracking area update / Rejected / Roaming not allowed in this tracking area
9.2.3.1.17.1
Test Purpose (TP)

(1)

with { the UE has sent TRACKING AREA UPDATE REQUEST message }

ensure that {

  when { the UE receives TRACKING AREA UPDATE REJECT message with the reject cause set to "roaming not allowed in this tracking area" }

    then { the UE sets the EPS update status to EU3 ROAMING NOT ALLOWED and the UE deletes the last visited registered TAI and the UE enters the state EMM-REGISTERED.PLMN-SEARCH and the UE stores the current TAI in the list of "forbidden tracking areas for roaming" }

            }

(2)

with { the UE is in EMM-REGISTERED.PLMN-SEARCH state and the current TAI in the list of "forbidden tracking areas for roaming"}

ensure that {

  when { the serving cell belongs to TAI where UE was rejected }

    then { the UE does not attempt to send TRACKING AREA UPDATE REQUEST message }

            }

(3)

with { the UE is in EMM-REGISTERED.PLMN-SEARCH state and the TAI of the current cell belongs to the list of "forbidden tracking areas for roaming"}

ensure that {

  when { the UE enters a cell belonging to same PLMN and TAI not in the list of "forbidden tracking areas for roaming"}

    then { the UE sends TRACKING AREA UPDATE REQUEST message }

            }
(4)

with { the UE is in EMM-REGISTERED.PLMN-SEARCH state and the TAI of the current cell belongs to the list of "forbidden tracking areas for roaming"}

ensure that {

  when { the UE enters a cell belonging to another PLMN }

    then { the UE sends TRACKING AREA UPDATE REQUEST message }

            }

(5)

with { the UE, which A/Gb mode or Iu mode is supported by the UE, in EMM-DEREGISTERED.PLMN-SEARCH state and the list of "forbidden tracking areas for roaming" contains more than one TAI }

ensure that {

  when { the UE move to UTRAN or GERAN cell }
    then { the UE sends ROUTING AREA UPDATE REQUEST message }

9.2.3.1.17.2
Conformance requirements
References: The conformance requirements covered in the present TC are specified in: TS 24.301, clause 5.5.3.2.5.

[TS 24.301, clause 5.5.3.2.5]
If the tracking area updating cannot be accepted by the network, the MME sends a TRACKING AREA UPDATE REJECT message to the UE including an appropriate EMM cause value.

Upon receiving the TRACKING AREA UPDATE REJECT message, the UE shall stop timer T3430, stop any transmission of user data, and take the following actions depending on the EMM cause value received.

...

#13
(Roaming not allowed in this tracking area);


The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to subclause 5.1.3.3) and shall delete the list of equivalent PLMNs. The UE shall reset the tracking area updating attempt counter and shall change to state EMM-REGISTERED.PLMN-SEARCH.


The UE shall store the current TAI in the list of "forbidden tracking areas for roaming" and shall remove the current TAI from the stored TAI list if present.


The UE shall perform a PLMN selection according to 3GPP TS 23.122 [6].


If A/Gb mode or Iu mode is supported by the UE, the UE shall handle the GMM parameters GMM state, GPRS update status and routing area updating attempt counter as specified in 3GPP TS 24.008 [13] for the case when the normal routing area updating procedure is rejected with the GMM cause with the same value.

...

9.2.3.1.17.3
Test description

9.2.3.1.17.3.1
Pre-test conditions

System Simulator:

-
Cell G, Cell H and Cell I are configured according to Table 6.3.2.2-1 in [18].

-
Cell G belongs to TAI-7(visited PLMN) and is set to ''Serving cell''

-
Cell H belongs to TAI-8(visited PLMN, another TAC) and is set to ''Non- Suitable cell''

-
Cell I belongs to TAI-9(visited PLMN, another PLMN) and is set to ''Non-Suitable cell''

-
PLMN in Cell G, Cell H and Cell I are not HPLMN of the UE.

-
If pc_UTRAN, Cell 5;

-
If NOT pc_UTRAN and pc_GERAN, Cell 24. 

- Cell 5 and Cell 24 belong to RAI-8 (visited PLMN) as specified TS34.123-1 clause 12 and is set to ''Non- Suitable cell''

-
System information indicate that NMO 1 is used

UE:
- 
The UE is configured to initiate EPS attach.

Preamble:

-
UE is in state Registered, Idle Mode (state 2) on Cell G according to [18].
9.2.3.1.17.3.2
Test procedure sequence
Table 9.2.3.1.17.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Set the cell type of cell G to the ''Non-Suitable cell''. 
Set the cell type of cell H to the ''Serving cell''.
	-
	-
	-
	-

	2
	The UE transmits TRACKING AREA UPDATE REQUEST on Cell H.
	-->
	TRACKING AREA UPDATE REQUEST
	-
	-

	3
	The SS transmits a TRACKING AREA UPDATE REJECT message with EMM cause = ''Roaming not allowed in this tracking area'' as specified.
	<--
	TRACKING AREA UPDATE REJECT
	-
	-

	4
	The SS releases the RRC connection.
	
	
	
	

	5
	Check: Does the UE transmit TRACKING AREA UPDATE REQUEST message in the next 30 seconds on cell H?
	-->
	TRACKING AREA UPDATE REQUEST
	1, 2
	F

	6
	Set the cell type of cell G to the ''Serving cell''. 
Set the cell type of cell H to the ''Non-Suitable cell''.
Note: cell G and cell H are in the same PLMN.
	-
	-
	-
	-

	7
	Check: Does the UE transmit TRACKING AREA UPDATE REQUEST message in the next 30 seconds on cell G?
	-->
	TRACKING AREA UPDATE REQUEST
	1, 3
	P

	8
	The SS transmits TRACKING AREA UPDATE REJECT message with EMM cause = ''Roaming not allowed in this tracking area'' as specified.
	<--
	TRACKING AREA UPDATE REJECT
	-
	-

	9
	The SS releases the RRC connection.
	
	
	
	

	10
	Set the cell type of cell G to the ''Non-Suitable cell''.
Set the cell type of cell 5 or 24 to the ''Serving cell''.

Note: Cell G and Cell 5 or 24 are in the same PLMN.
	-
	-
	-
	-

	
	EXCEPTION: Steps 11a1 to 11a3 describe behaviour that depends on the UE capability; the "lower case letter" identifies a step sequence that take place if a capability is supported
	
	
	
	

	11a1
	Check: Does the UE transmit ROUTING AREA UPDATE  REQUEST message in the next 30 seconds on cell 5 or 24?
	-->
	ROUTING AREA UPDATE REQUEST
	5
	P

	11a2
	The SS transmits a ROUTING AREA UPDATE REJECT message with cause = '' Roaming not allowed in this tracking area '' as specified.
	<--
	ROUTING AREA UPDATE REJECT
	-
	-

	11a3
	The SS releases the RRC connection.
	
	
	
	

	12
	Set the cell type of cell 5 or 24 to the '' Non-Suitable cell''. 
Set the cell type of cell I to the ''Serving cell''.
Note: cell 5 or 24 and cell I are in different PLMNs.
	-
	-
	-
	-

	13
	Check: Does the UE transmit TRACKING AREA REQUEST message in the next 30 seconds on cell I?
	-->
	TRACKING AREA UPDATE REQUEST
	1, 4
	P

	14
	The SS sends TRACKING AREA ACCEPT message.
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	15
	The UE transmits TRACKING AREA COMPLETE message.
	-->
	TRACKING AREA UPDATE COMPLETE
	-
	-


9.2.3.1.17.3.3
Specific message contents

Table 9.2.3.1.17.3.3-1: Message TRACKING AREA UPDATE REQUEST (step 2, 7 and 13, Table 9.2.3.1.17.3.2-1)

	Derivation path: 36.508 table 4.7.2-27

	Information Element
	Value/Remark
	Comment
	Condition

	Old GUTI 
	GUTI-7
	
	

	Old P-TMSI signature
	P-TMSI signature-1
	
	pc_GERAN or pc_UTRAN


Table 9.2.3.1.17.3.3-2: TRACKING AREA UPDATE REJECT (step 3 and 8, Table 9.2.3.1.17.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-26

	Information Element
	Value/remark
	Comment
	Condition

	EMM cause
	'0000 1101'B
	Roaming not allowed in this tracking area
	


9.2.3.1.18
Normal tracking area update / Rejected / EPS services not allowed in this PLMN
9.2.3.1.18.1
Test Purpose (TP)

(1)

with { UE has sent a TRACKING AREA UPDATE REQUEST message}

ensure that {

  when { UE receives a TRACKING AREA UPDATE REJECT message with the reject cause set to 'EPS services not allowed in this PLMN' }

    then { UE deletes the GUTI, the last visited registered TAI and KSI and UE deletes the list of equivalent PLMNs and UE enters state EMM-DEREGISTERED.PLMN-SEARCH and UE stores the PLMN in the "forbidden PLMNs for GPRS service" }
(2)

with { UE in E-UTRA EMM-DEREGISTERED.PLMN-SEARCH state and a PLMN is stored in the "forbidden PLMNs for GPRS service" }

ensure that {

  when { UE enters a cell which is in the "forbidden PLMNs for GPRS service" }

    then { UE doesn’t perform an attach procedure }

            }

(3)

with { UE in EMM-DEREGISTERED.PLMN-SEARCH state and a PLMN is stored in the "forbidden PLMNs for GPRS service" }

ensure that {

  when { UE enters a cell which is not in the "forbidden PLMNs for GPRS service" }

    then { UE initiates an attach procedure }

            }

(4)

with { UE is switched off and a PLMN is stored in the 'forbidden PLMNs for GPRS service' }

ensure that {

  when { UE is power ON in a cell with forbidden PLMNs for GPRS service }

    then { UE initiates an attach procedure }

9.2.3.1.18.2
Conformance requirements
References: The conformance requirements covered in the present TC are specified in: TS 24.301, clause 5.5.3.2.5.

[TS 24.301, clause 5.5.3.2.5]
If the tracking area updating cannot be accepted by the network, the MME sends a TRACKING AREA UPDATE REJECT message to the UE including an appropriate EMM cause value.

Upon receiving the TRACKING AREA UPDATE REJECT message, the UE shall stop timer T3430, stop any transmission of user data, and take the following actions depending on the EMM cause value received.

...

#14
(EPS services not allowed in this PLMN);


The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to subclause 5.1.3.3). Furthermore the UE shall delete any GUTI, last visited registered TAI, TAI list and KSI. The UE shall reset the tracking area updating attempt counter and shall enter the state EMM-DEREGISTERED.PLMN-SEARCH.


The UE shall store the PLMN identity in the "forbidden PLMNs for GPRS service" list.


The UE shall perform a PLMN selection according to 3GPP TS 23.122 [6]. 
If A/Gb mode or Iu mode is supported by the UE, the UE shall handle the GMM parameters GMM state, GPRS update status, P-TMSI, P-TMSI signature, RAI, GPRS ciphering key sequence number and routing area updating attempt counter as specified in 3GPP TS 24.008 [13] for the case when the normal routing area updating procedure is rejected with the GMM cause with the same value.
...
9.2.3.1.18.3
Test description

9.2.3.1.18.3.1
Pre-test conditions

System Simulator:

-
Cell G, Cell H and Cell I are configured according to Table 6.3.2.2-1 in [18].

-
Cell G belongs to TAI-7(visited PLMN) and is set to ''Serving cell''

-
Cell H belongs to TAI-8(visited PLMN, another TAC) and is set to ''Non- Suitable cell''

-
Cell I belongs to TAI-9(visited PLMN, another PLMN) and is set to ''Non-Suitable cell''

-
PLMN in Cell G, Cell H and Cell I are not HPLMN of the UE.

-
If pc_UTRAN, Cell 5;

-
If NOT pc_UTRAN and pc_GERAN, Cell 24. 

-
 Cell 5 and Cell 24 belong to RAI-8 (visited PLMN) as specified TS34.123-1 clause 12 and is set to ''Non- Suitable cell''

-
System information indicate that NMO 1 is used

UE:
- 
The UE is configured to initiate EPS attach.

Preamble:

-
UE is in state Registered, Idle Mode (state 2) on Cell G according to [18].
9.2.3.1.18.3.2
Test procedure sequence

Table 9.2.3.1.18.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Set the cell type of cell G to the ''Non-Suitable cell''. 
Set the cell type of cell H to the ''Serving cell''.
	-
	-
	-
	-

	2
	The UE transmits a TRACKING AREA UPDATE REQUEST on Cell H.
	-->
	TRACKING AREA UPDATE REQUEST
	-
	-

	3
	The SS transmits a TRACKING AREA UPDATE REJECT message with EMM cause = ''EPS services not allowed in this PLMN'' as specified.
	<--
	TRACKING AREA UPDATE REJECT
	-
	-

	4
	The SS releases the RRC connection.
	
	
	
	

	5
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds on cell H?
	-->
	ATTACH REQUEST
	1
	F

	6
	Set the cell type of cell G to the ''Serving cell''. 
Set the cell type of cell H to the ''Non-Suitable cell''.
Note: cell G and cell H are in the same PLMN.
	-
	-
	-
	-

	7
	The user initiates an attach by MMI or by AT command.
	-
	-
	-
	-

	8
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds on cell G?
	-->
	ATTACH REQUEST
	2
	F

	9
	Set the cell type of cell G to the ''Non-Suitable cell''.
Set the cell type of cell 5 or 24 to the ''Serving cell''.

Note: Cell G and Cell 5 or 24 are in the same PLMN.
	-
	-
	-
	-

	
	EXCEPTION: Steps 10a1 to 10a2 describe behaviour that depends on the UE capability; the "lower case letter" identifies a step sequence that take place if a capability is supported
	
	
	
	

	10a1
	IF pc_GERAN or pc_UTRAN THEN the user initiates an attach by MMI or by AT command.
	-
	-
	-
	-

	10a2
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds on cell 5 or 24?
	-->
	ATTACH REQUEST
	1
	F

	
	The following messages are sent and shall be received on cell I.
	-
	-
	-
	-

	11
	Set the cell type of cell 5 or 24 to the '' Non-Suitable cell''. 
Set the cell type of cell I to the ''Serving cell''.
Note: cell 5 or 24 and cell I are in different PLMNs.
	-
	-
	-
	-

	12
	Check: Does the UE send ATTACH REQUEST message with a PDN CONNECTIVITY REQUEST message to request PDN connectivity to the default PDN? 
	-->
	ATTACH REQUEST
	3
	P

	13
	The SS starts an authentication procedure
	<--
	AUTHENTICATION REQUEST
	-
	-

	14
	The UE responds properly to the authentication procedure
	-->
	AUTHENTICATION RESPONSE
	-
	-

	15
	The SS starts a NAS security mode command procedure to perform NAS integrity protection.
	<--
	SECURITY MODE COMMAND
	-
	-

	16
	The UE responds properly to the NAS security mode command procedure
	-->
	SECURITY MODE COMPLETE
	-
	-

	-
	EXCEPTION: Steps 17a1 to 17a2 describe behaviour that depends on UE configuration;

the "lower case letter" identifies a step sequence that take place if the UE has ESM information which needs to be transferred.
	-
	-
	-
	-

	17a1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options and/or APN.
	<--
	ESM INFORMATION REQUEST
	-
	-

	17a2
	The UE transmits an ESM INFORMATION RESPONSE message to transfer protocol configuration options and/or APN.
	-->
	ESM INFORMATION RESPONSE
	-
	-

	18
	The SS sends ATTACH ACCEPT message with the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message.
	<--
	ATTACH ACCEPT
	-
	-

	-
	EXCEPTION: In parallel to the event described in step 19 below the generic procedure for IP address allocation in the U-plane specified in TS 36.508 subclause 4.5A.1 takes place performing IP address allocation in the U-plane if requested by the UE.
	
	
	
	

	19
	The UE transmits an ATTACH COMPLETE message.
	-->
	ATTACH COMPLETE
	-
	-

	20
	The SS releases the RRC connection.
	-
	-
	-
	-

	21
	The UE is switched off.
	-
	-
	-
	-

	22
	The UE transmit a DETACH REQUEST.
	-->
	DETACH REQUEST
	-
	-

	
	The following messages are sent and shall be received on cell G.
	
	
	
	

	23
	Set the cell type of cell G to the '' Serving cell''. 
Set the cell type of cell I to the '' Non-Suitable cell''.
Note: Cell G belongs to the forbidden PLMNs for GPRS service. 
	
	
	
	

	24
	The UE is powered up or switched on.
	-
	-
	-
	-

	25
	Check: Does the UE send ATTACH REQUEST message with a PDN CONNECTIVITY REQUEST message to request PDN connectivity to the default PDN? 
	-->
	ATTACH REQUEST
	4
	P

	26
	The SS starts an authentication procedure
	<--
	AUTHENTICATION REQUEST
	-
	-

	27
	The UE responds properly to the authentication procedure
	-->
	AUTHENTICATION RESPONSE
	-
	-

	28
	The SS starts a NAS security mode command procedure to perform NAS integrity protection.
	<--
	SECURITY MODE COMMAND
	-
	-

	29
	The UE responds properly to the NAS security mode command procedure
	-->
	SECURITY MODE COMPLETE
	-
	-

	-
	EXCEPTION: Steps 30a1 to 30a2 describe behaviour that depends on UE configuration;

the "lower case letter" identifies a step sequence that take place if the UE has ESM information which needs to be transferred.
	-
	-
	-
	-

	30a1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options and/or APN.
	<--
	ESM INFORMATION REQUEST
	-
	-

	30a2
	The UE transmits an ESM INFORMATION RESPONSE message to transfer protocol configuration options and/or APN.
	-->
	ESM INFORMATION RESPONSE
	-
	-

	31
	The SS sends ATTACH ACCEPT message with the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message.
	<--
	ATTACH ACCEPT
	-
	-

	-
	EXCEPTION: In parallel to the event described in step 32 below the generic procedure for IP address allocation in the U-plane specified in TS 36.508 subclause 4.5A.1 takes place performing IP address allocation in the U-plane if requested by the UE.
	
	
	
	

	32
	The UE transmits an ATTACH COMPLETE message.
	-->
	ATTACH COMPLETE
	-
	-

	33
	The SS releases the RRC connection.
	-
	-
	-
	-


9.2.3.1.18.3.3
Specific message contents
Table 9.2.3.1.18.3.3-1: Message TRACKING AREA UPDATE REQUEST (step 2, Table 9.2.3.1.18.3.2-1)

	Derivation path: 36.508 table 4.7.2-27

	Information Element
	Value/Remark
	Comment
	Condition

	Old GUTI 
	GUTI-7
	
	

	Old P-TMSI signature
	P-TMSI signature-1
	
	pc_GERAN or pc_UTRAN


Table 9.2.3.1.18.3.3-2: Message TRACKING AREA UPDATE REJECT (step 3, Table 9.2.3.1.18.3.2-1)

	Derivation path: 36.508 table 4.7.2-24

	Information Element
	Value/Remark
	Comment
	Condition

	EMM cause
	'0001 0000'B
	#16 '' EPS services not allowed in this PLMN ''
	


Table 9.2.3.1.18.3.3-3: Message ATTACH REQUEST (step 12, Table 9.2.3.1.18.3.2-1)

	Derivation path: 36.508 table 4.7.2-4

	Information Element
	Value/Remark
	Comment
	Condition

	Old GUTI or IMSI
	IMSI
	
	

	Last visited registered TAI
	Not present
	
	


Table 9.2.3.1.18.3.3-4: Message ATTACH ACCEPT (step 18, Table 9.2.3.1.18.3.2-1)

	Derivation path: 36.508 table 4.7.2-1

	Information Element
	Value/Remark
	Comment
	Condition

	TAI list
	
	
	

	    Number of elements
	'00001'B
	
	

	    Type of list
	'00'B
	''list of TACs belonging to one PLMN, with non-consecutive TAC values''
	

	MCC

MNC

TAC 1
	PLMN= 002/101

TAC 1=1
	''TAI-9''
	

	GUTI
	GUTI-9
	
	


Table 9.2.3.1.18.3.3-5: Message ATTACH REQUEST (step 25, Table 9.2.3.1.18.3.2-1)

	Derivation path: 36.508 table 4.7.2-4

	Information Element
	Value/Remark
	Comment
	Condition

	Old GUTI or IMSI
	GUTI-9
	
	

	Last visited registered TAI
	TAI-9
	
	


9.2.3.1.19
Normal tracking area update / Rejected / No suitable cells in tracking Area
9.2.3.1.19.1
Test Purpose (TP)

(1)

with { UE is sending a TRACKING AREA UPDATE REQUEST message}

ensure that {
  when { UE receives a TRACKING AREA UPDATE REJECT message with the EMM cause set to 'No Suitable Cells In tracking area' }

    then { UE selects a suitable cell in another tracking area in the same PLMN and performs the tracking area updating procedure and UE does not select a suitable cell in another PLMN}

            }

9.2.3.1.19.2
Conformance requirements
References: The conformance requirements covered in the present TC are specified in: TS 24.301, clause 5.5.3.2.5.

[TS 24.301, clause 5.5.3.2.5]
If the tracking area updating cannot be accepted by the network, the MME sends a TRACKING AREA UPDATE REJECT message to the UE including an appropriate EMM cause value.

Upon receiving the TRACKING AREA UPDATE REJECT message, the UE shall stop timer T3430, stop any transmission of user data, and take the following actions depending on the EMM cause value received.
...

#15
(No suitable cells in tracking area);

The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to subclause 5.1.3.3). The UE shall reset the tracking area updating attempt counter and shall enter the state EMM-REGISTERED.LIMITED-SERVICE.


The UE shall store the current TAI in the list of "forbidden tracking areas for roaming" and shall remove the current TAI from the stored TAI list if present.


The UE shall search for a suitable cell in another tracking area or in another location area in the same PLMN according to 3GPP TS 36.304 [21].


If A/Gb mode or Iu mode is supported by the UE, the UE shall handle the GMM parameters GMM state, GPRS update status and routing area updating attempt counter as specified in 3GPP TS 24.008 [13] for the case when the normal routing area updating procedure is rejected with the GMM cause with the same value.

...

9.2.3.1.19.3
Test description

9.2.3.1.19.3.1
Pre-test conditions

System Simulator:

-
Cell A, Cell B, Cell C and Cell G are configured according to Table 6.3.2.2-1 in [18].

-
Cell A belongs to TAI-1(home PLMN) and is set to ''Serving cell''

-
Cell B belongs to TAI-2(home PLMN) and is set to ''Non- Suitable cell''

-
Cell C belongs to TAI-3(home PLMN) and is set to ''Non- Suitable cell''.

-
Cell G belongs to TAI-7(visited PLMN) and is set to ''Non- Suitable cell''.
UE:

- 
The UE is configured to initiate EPS attach.

Preamble:
-
The UE is in state Registered, Idle mode (state 2) Cell A according to [18].
9.2.3.1.19.3.2
Test procedure sequence
Table 9.2.3.1.19.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Set the cell type of Cell A to the "non-Suitable cell". 
Set the cell type of Cell B to the "Serving cell". Set the cell type of Cell C to the "Suitable neighbour cell".
Set the cell type of Cell G to the " Serving cell".
	-
	-
	-
	-

	-
	The following messages are sent and shall be received on Cell B.
	-
	-
	-
	-

	2
	The UE transmits a TRACKING AREA UPDATE REQUEST message.
	-->
	TRACKING AREA UPDATE REQUEST
	-
	-

	3
	The SS transmits a TRACKING AREA UPDATE REJECT message with the EMM cause set to 'No Suitable Cells In tracking area'.
	<--
	TRACKING AREA UPDATE REJECT
	-
	-

	4
	The SS releases the RRC connection.
	-
	-
	-
	-

	-
	The following messages are sent and shall be received on Cell C.
	-
	-
	-
	-

	5
	Check: Does the UE transmit a TRACKING AREA UPDATE REQUEST message?
	-->
	TRACKING AREA UPDATE REQUEST
	1
	P

	6
	The SS transmits a TRACKING AREA UPDATE ACCEPT message.
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	7
	The UE transmits a TRACKING AREA UPDATE COMPLETE message.
	-->
	TRACKING AREA UPDATE COMPLETE
	-
	-


9.2.3.1.19.3.3
Specific message contents

Table 9.2.3.1.19.3.3-1: TRACKING AREA UPDATE REJECT (step 3, Table 9.2.3.1.19.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-26

	Information Element
	Value/remark
	Comment
	Condition

	EMM cause
	'0000 1111'B
	No Suitable Cells In tracking area
	


Table 9.2.3.1.19.3.3-2: Message TRACKING AREA UPDATE REQUEST (step 5, Table 9.2.3.1.19.3.2-1)

	Derivation path: 36.508 table 4.7.2-27

	Information Element
	Value/Remark
	Comment
	Condition

	Old GUTI 
	GUTI-1
	
	


9.2.3.1.23
Normal tracking area update / Abnormal case / Success after several attempts due to no network response / TA belongs to TAI list and status is UPDATED / TA does not belong to TAI list or status is not UPDATED

9.2.3.1.23.1
Test Purpose (TP)

(1)

with { UE has sent a TRACKING AREA UPDATE REQUEST message with EPS update type set to 'Periodic updating' and has the tracking area updating attempt counter set to the value less than four, the TAI of the current serving cell is included in the TAI list and the update status is equal to EU1 UPDATED }

ensure that {
  when { UE detects release of the NAS signalling connection }

    then { UE keeps the update status to EU1 UPDATED, enters state EMM-REGISTERED.NORMAL-SERVICE and starts timer T3411 }
            }
(2)

with { UE has sent a TRACKING AREA UPDATE REQUEST message with EPS update type set to 'Periodic updating', has the tracking area updating attempt counter set to the value less than four, has detected T3430 expiry, the TAI of the current serving cell is included in the TAI list and the update status is equal to EU1 UPDATED }

ensure that {
  when { UE detects T3411 expiry }

    then { UE initiates the tracking area updating procedure }
            }
(3)
with { UE has sent a TRACKING AREA UPDATE REQUEST message with EPS update type set to 'TA updating' and has the tracking area updating attempt counter set to the value less than four and the TAI of the current serving cell is not included in the TAI list or the update status is different to EU1 UPDATED }

ensure that {
  when { UE detects release of the NAS signalling connection }
    then { UE starts timer T3411, sets the update status to EU2 NOT UPDATED and changes to state EMM-REGISTERED.ATTEMPTING-TO-UPDATE }
            }
(4)
with { UE has sent a TRACKING AREA UPDATE REQUEST message with EPS update type set to 'TA updating', has the tracking area updating attempt counter set to the value less than four, has detected T3430 expiry and the TAI of the current serving cell is not included in the TAI list or the update status is different to EU1 UPDATED }

ensure that {
  when { UE detects T3411 expiry }

    then { UE initiates the tracking area updating procedure }
            }
9.2.3.1.23.2
Conformance requirements
References: The conformance requirements covered in the present TC are specified in: TS 24.301, clause 5.5.3.1 and 5.5.3.2.6.

[TS 24.301, clause 5.5.3.1]
...

A tracking area updating attempt counter is used to limit the number of subsequently rejected tracking area update attempts. The tracking area updating attempt counter shall be incremented as specified in subclause 5.5.3.2.6. Depending on the value of the tracking area updating attempt counter, specific actions shall be performed. The tracking area updating attempt counter shall be reset when:

-
an attach or combined attach procedure is successfully completed;

-
a normal or periodic tracking area updating or a combined tracking area updating procedure is successfully completed; or

-
a normal or periodic tracking area updating or a combined tracking area updating procedure is rejected with EMM cause #11, #12, #13, #14, #15 or #25.

Additionally the tracking area updating attempt counter shall be reset when the UE is in substate EMM-REGISTERED.ATTEMPTING-TO-UPDATE or EMM-REGISTERED.ATTEMPTING-TO-UPDATE-MM, and:

-
a new tracking area is entered; or

-
timer T3402 expires.

[TS 24.301, clause 5.5.3.2.6]

The following abnormal cases can be identified:

...

b)
Lower layer failure or release of the NAS signalling connection before the TRACKING AREA UPDATE ACCEPT or TRACKING AREA UPDATE REJECT message is received


The tracking area updating procedure shall be aborted, and the UE shall proceed as described below.

c)
T3430 timeout


The UE shall abort the procedure and proceed as described below. The NAS signalling connection shall be released locally.

...

For the cases b, c, d, e, and f, the UE shall stop any ongoing transmission of user data.

For the cases b, c and d the UE shall proceed as follows:


Timer T3430 shall be stopped if still running. The tracking area updating attempt counter shall be incremented, unless it was already set to 5.


If the tracking area updating attempt counter is less than 5, and the TAI of the current serving cell is included in the TAI list and the EPS update status is equal to EU1 UPDATED:

-
the UE shall keep the EPS update status to EU1 UPDATED and enter state EMM-REGISTERED.NORMAL-SERVICE. The UE shall start timer T3411. When timer T3411 expires the tracking area updating procedure is triggered again.


If the tracking area updating attempt counter is less than 5, and the TAI of the current serving cell is not included in the TAI list or the EPS update status is different to EU1 UPDATED:

-
the UE shall start timer T3411, shall set the EPS update status to EU2 NOT UPDATED and change to state EMM-REGISTERED.ATTEMPTING-TO-UPDATE. When timer T3411 expires the tracking area updating procedure is triggered again.



If A/Gb mode or Iu mode is supported by the UE, the UE shall in addition handle the GPRS update status as specified in 3GPP TS 24.008 [13] for the abnormal case when a normal or periodic routing area updating procedure fails and the routing area updating attempt counter is less than 5 and the GPRS update status is different from GU1 UPDATED.
...

9.2.3.1.23.3
Test description

9.2.3.1.23.3.1
Pre-test conditions

System Simulator:

-
Cell A and Cell B.

UE:

None.

Preamble:
-
The UE is in state Switched OFF (state 1) according to [18].

9.2.3.1.23.3.2
Test procedure sequence

Table 9.2.3.1.23.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Set the cell type of Cell A to the "Serving cell". Set the cell type of Cell B to the "Suitable neighbour intra-frequency cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell A unless explicitly stated otherwise.
	-
	-
	-
	-

	2
	The UE is powered on or switched on.
	-
	-
	-
	-

	3
	The UE transmits an ATTACH REQUEST message. The PDN CONNECTIVITY REQUEST message is piggybacked in ATTACH REQUEST message.
	-->
	ATTACH REQUEST
	-
	-

	4
	The SS transmits an AUTHENTICATION REQUEST message to initiate the EPS authentication and AKA procedure.
	<--
	AUTHENTICATION REQUEST
	-
	-

	5
	The UE transmits an AUTHENTICATION RESPONSE message and establishes mutual authentication.
	-->
	AUTHENTICATION RESPONSE
	-
	-

	6
	The SS transmits a NAS SECURITY MODE COMMAND message to activate NAS security.
	<--
	SECURITY MODE COMMAND
	-
	-

	7
	The UE transmits a NAS SECURITY MODE COMPLETE message and establishes the initial security configuration.
	-->
	SECURITY MODE COMPLETE
	-
	-

	-
	EXCEPTION: Steps 8a1 to 8a2 describe behaviour that depends on UE configuration; the "lower case letter" identifies a step sequence that take place if the UE has ESM information which needs to be transferred after NAS SECURITY MODE COMPLETE message.
	-
	-
	-
	-

	8a1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options and/or APN.
	<--
	ESM INFORMATION REQUEST
	-
	-

	8a2
	The UE transmits an ESM INFORMATION RESPONSE message to transfer protocol configuration options and/or APN.
	-->
	ESM INFORMATION RESPONSE
	-
	-

	8A
	The SS activates UE radio bearer test mode.
	-
	-
	-
	-

	9
	The SS responds with an ATTACH ACCEPT message with the T3412 value indicating 6 min. The ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message is piggybacked in ATTACH ACCEPT message
	<--
	ATTACH ACCEPT
	-
	-

	-
	EXCEPTION: In parallel to the event described in step 10 below the generic procedure for IP address allocation in the U-plane specified in TS 36.508 subclause 4.5A.1 takes place performing IP address allocation in the U-plane if requested by the UE.
	-
	-
	-
	-

	10
	The UE transmits an ATTACH COMPLETE message including an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message.

NOTE: The tracking area updating attempt counter is reset.
	-->
	ATTACH COMPLETE
	-
	-

	11
	The SS releases the RRC connection.
	-
	-
	-
	-

	12
	Wait for 6 min to ensure that T3412 expires.
	-
	-
	-
	-

	13
	The UE transmits a TRACKING AREA UPDATE REQUEST message with the EPS update type value set to 'Periodic updating'.
	-->
	TRACKING AREA UPDATE REQUEST
	-
	-

	14
	The SS releases the RRC connection.
NOTE: The tracking area updating attempt counter is 1.
	-
	-
	-
	-

	15
	The SS pages the UE using S-TMSI with CN domain indicator set to "PS".
	-
	-
	-
	-

	16
	Check: Does the UE transmit a SERVICE REQUEST message?
	-->
	SERVICE REQUEST
	1
	P

	17
	The UE transmit a SERVICE REJECT message with EMM cause set to "Congestion".
	<--
	SERVICE REJECT
	-
	-

	18
	The SS releases the RRC connection.
	-
	-
	-
	-

	19
	Wait for 10s after step 14 to ensure that T3411 expires.
	-
	-
	-
	-

	20
	Check: Does the UE transmit a TRACKING AREA UPDATE REQUEST message with the EPS update type value set to 'Periodic updating'?
	-->
	TRACKING AREA UPDATE REQUEST
	2
	P

	21
	The SS transmits a TRACKING AREA UPDATE ACCEPT message.
NOTE: The tracking area updating attempt counter is reset.
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	22
	The SS releases the RRC connection.
	-
	-
	-
	-

	22A
	Generic test procedure in TS 36.508 subclause 4.5.3A.3 is performed.

NOTE: The UE performs the establishment of the new data radio bearer associated with the default EPS bearer context.
	-
	-
	-
	-

	22B
	Generic test procedure in TS 36.508 subclause 4.5.4.3 is performed.

NOTE: The UE enters the UE test loop mode.
	-
	-
	-
	-

	22C
	The SS transmits one IP packet to the UE on the DRB associated with the default EPS bearer context.
	-
	-
	-
	-

	22D
	Wait for 1 s after the IP packet has been transmitted in step 22C. (Note 1)
	-
	-
	-
	-

	22E
	The SS releases the RRC connection.
	-
	-
	-
	-

	23
	Set the cell type of Cell A to the "non-Suitable cell". Set the cell type of Cell B to the "Serving cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell B unless explicitly stated otherwise.
	-
	-
	-
	-

	24
	The UE transmits a TRACKING AREA UPDATE REQUEST message with the EPS update type value set to 'TA updating'.
	-->
	TRACKING AREA UPDATE REQUEST
	-
	-

	24A
	Wait for 15s after step 24 to ensure that IP PDU delay timer expires.
	-
	-
	-
	-

	25
	The SS releases the RRC connection.
NOTE: The tracking area updating attempt counter is 1.
	-
	-
	-
	-

	26
	Void
	-
	-
	-
	-

	27
	Check: Does the UE transmit a SERVICE REQUEST message within 5s?
	-->
	SERVICE REQUEST
	3
	F

	28
	Wait for 10s after step 25 to ensure that T3411 expires.
	-
	-
	-
	-

	29
	Check: Does the UE transmit a TRACKING AREA UPDATE REQUEST message with the EPS update type value set to 'TA updating'?
	-->
	TRACKING AREA UPDATE REQUEST
	4
	P

	30
	The SS transmits a TRACKING AREA UPDATE ACCEPT message.
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	31
	The UE transmits a TRACKING AREA UPDATE COMPLETE message.

NOTE: The tracking area updating attempt counter is reset.
	-->
	TRACKING AREA UPDATE COMPLETE
	-
	-

	Note 1:
The 1 second delay is used to secure that the UE have received and forwarded the IP Packet transmitted by the SS in step 22C to the UE test loop function before the RRCConnectionRelease message is sent by the SS in step 22E.


9.2.3.1.23.3.3
Specific message contents
Table 9.2.3.1.23.3.3-0: ACTIVATE TEST MODE (step 8A, Table 9.2.3.1.23.3.2-1)

	Derivation Path: 36.508, Table 4.7A-1, condition UE TEST LOOP MODE B


Table 9.2.3.1.23.3.3-1: Message ATTACH ACCEPT (step 9, Table 9.2.3.1.23.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-1, condition EPSOnlyAttachForced

	Information Element
	Value/remark
	Comment
	Condition

	T3412 value
	
	6 minutes
	

	  Timer value
	'0 0001'B
	
	

	  Unit
	'010'B
	value is incremented in multiples of decihours
	

	GUTI
	GUTI-1
	
	


Table 9.2.3.1.23.3.3-2: Message TRACKING AREA UPDATE REQUEST (step 13 and step 20, Table 9.2.3.1.23.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-27

	Information Element
	Value/remark
	Comment
	Condition

	EPS update type
	
	
	

	  EPS update type Value
	'011'B
	Periodic updating
	

	Old GUTI
	GUTI-1
	
	

	Last visited registered TAI
	TAI-1
	
	


Table 9.2.3.1.23.3.3-3: Message TRACKING AREA UPDATE ACCEPT (step 21, Table 9.2.3.1.23.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-24

	Information Element
	Value/remark
	Comment
	Condition

	GUTI
	Not present
	
	


Table 9.2.3.1.23.3.3-3A: CLOSE UE TEST LOOP (step 22B, Table 9.2.3.1.23.3.2-1)

	Derivation Path: 36.508, Table 4.7A-3, condition UE TEST LOOP MODE B

	Information Element
	Value/remark
	Comment
	Condition

	UE test loop mode B LB setup
	
	
	

	  IP PDU delay
	'0000 1111'B
	15 seconds
	


Table 9.2.3.1.23.3.3-4: Message TRACKING AREA UPDATE REQUEST (step 24, Table 9.2.3.1.23.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-27

	Information Element
	Value/remark
	Comment
	Condition

	Old GUTI
	GUTI-1
	
	

	Last visited registered TAI
	TAI-1
	
	


Table 9.2.3.1.23.3.3-5: Message TRACKING AREA UPDATE REQUEST (step 29, Table 9.2.3.1.23.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-27

	Information Element
	Value/remark
	Comment
	Condition

	EPS update type
	
	
	

	  "Active" flag
	Any allowed value
	The UE may set this flag due to failing SERVICE REQUEST procedure.
	

	Old GUTI
	GUTI-1
	
	

	Last visited registered TAI
	TAI-1
	
	


Table 9.2.3.1.23.3.3-6: Message TRACKING AREA UPDATE ACCEPT (step 30, Table 9.2.3.1.23.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-24

	Information Element
	Value/remark
	Comment
	Condition

	GUTI
	GUTI-2
	
	


9.2.3.1.24
Void
9.2.3.1.25
Normal tracking area update / Abnormal case / Failure after 5 attempts due to no network response

9.2.3.1.25.1
Test Purpose (TP)
(1)

with { UE has sent a TRACKING AREA UPDATE REQUEST message and has the tracking area updating attempt counter set to four }

ensure that {
  when { UE detects release of the NAS signalling connection }

    then { UE starts timer T3402, sets the update status to EU2 NOT UPDATED, changes to state EMM-REGISTERED.ATTEMPTING-TO-UPDATE or optionally to EMM-REGISTERED.PLMN-SEARCH in order to perform a PLMN selection }
            }
9.2.3.1.25.2
Conformance requirements
References: The conformance requirements covered in the present TC are specified in: TS 24.301, clause 5.5.3.1 and 5.5.3.2.6.

[TS 24.301, clause 5.5.3.1]
...

A tracking area updating attempt counter is used to limit the number of subsequently rejected tracking area update attempts. The tracking area updating attempt counter shall be incremented as specified in subclause 5.5.3.2.6. Depending on the value of the tracking area updating attempt counter, specific actions shall be performed. The tracking area updating attempt counter shall be reset when:

-
an attach or combined attach procedure is successfully completed;

-
a normal or periodic tracking area updating or a combined tracking area updating procedure is successfully completed; or

-
a normal or periodic tracking area updating or a combined tracking area updating procedure is rejected with EMM cause #11, #12, #13, #14, #15 or #25.

Additionally the tracking area updating attempt counter shall be reset when the UE is in substate EMM-REGISTERED.ATTEMPTING-TO-UPDATE or EMM-REGISTERED.ATTEMPTING-TO-UPDATE-MM, and:

-
a new tracking area is entered; or

-
timer T3402 expires.

[TS 24.301, clause 5.5.3.2.6]

The following abnormal cases can be identified:

...

b)
Lower layer failure or release of the NAS signalling connection before the TRACKING AREA UPDATE ACCEPT or TRACKING AREA UPDATE REJECT message is received

The tracking area updating procedure shall be aborted, and the UE shall proceed as described below.

...

For the cases b, c, d, e, and f, the UE shall stop any ongoing transmission of user data.

For the cases b, c and d the UE shall proceed as follows:


Timer T3430 shall be stopped if still running. The tracking area updating attempt counter shall be incremented, unless it was already set to 5.

...


If the tracking area updating attempt counter is equal to 5:

-
the UE shall start timer T3402, shall set the EPS update status to EU2 NOT UPDATED, shall delete the list of equivalent PLMNs and shall change to state EMM-REGISTERED.ATTEMPTING-TO-UPDATE or optionally to EMM-REGISTERED.PLMN-SEARCH in order to perform a PLMN selection according to 3GPP TS 23.122 [6].



If A/Gb mode or Iu mode is supported by the UE, the UE shall in addition handle the GPRS update status as specified in 3GPP TS 24.008 [13] for the abnormal case when a normal or periodic routing area updating procedure fails and the routing area updating attempt counter is equal to 5.
9.2.3.1.25.3
Test description

9.2.3.1.25.3.1
Pre-test conditions

System Simulator:

-
Cell A, Cell B and Cell G.

UE:

None.

Preamble:
-
The UE is in state Switched OFF (state 1) according to [18].

9.2.3.1.25.3.2
Test procedure sequence

Table 9.2.3.1.25.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Set the cell type of Cell A to the "Serving cell". Set the cell type of Cell B to the "non-Suitable cell".
Set the cell type of Cell G to the "non-Suitable cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell A unless explicitly stated otherwise.
	-
	-
	-
	-

	2
	The UE is powered on or switched on.
	-
	-
	-
	-

	3
	The UE transmits an ATTACH REQUEST message. The PDN CONNECTIVITY REQUEST message is piggybacked in ATTACH REQUEST message.
	-->
	ATTACH REQUEST
	-
	-

	4
	The SS transmits an AUTHENTICATION REQUEST message to initiate the EPS authentication and AKA procedure.
	<--
	AUTHENTICATION REQUEST
	-
	-

	5
	The UE transmits an AUTHENTICATION RESPONSE message and establishes mutual authentication.
	-->
	AUTHENTICATION RESPONSE
	-
	-

	6
	The SS transmits a NAS SECURITY MODE COMMAND message to activate NAS security.
	<--
	SECURITY MODE COMMAND
	-
	-

	7
	The UE transmits a NAS SECURITY MODE COMPLETE message and establishes the initial security configuration.
	-->
	SECURITY MODE COMPLETE
	-
	-

	-
	EXCEPTION: Steps 8a1 to 8a2 describe behaviour that depends on UE configuration; the "lower case letter" identifies a step sequence that take place if the UE has ESM information which needs to be transferred after NAS SECURITY MODE COMPLETE message.
	-
	-
	-
	-

	8a1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options and/or APN.
	<--
	ESM INFORMATION REQUEST
	-
	-

	8a2
	The UE transmits an ESM INFORMATION RESPONSE message to transfer protocol configuration options and/or APN.
	-->
	ESM INFORMATION RESPONSE
	-
	-

	9
	SS responds with ATTACH ACCEPT message. The ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message is piggybacked in ATTACH ACCEPT message
	<--
	ATTACH ACCEPT
	-
	-

	-
	EXCEPTION: In parallel to the event described in step 10 below the generic procedure for IP address allocation in the U-plane specified in TS 36.508 subclause 4.5A.1 takes place performing IP address allocation in the U-plane if requested by the UE.
	-
	-
	-
	-

	10
	The UE transmit an ATTACH COMPLETE message including an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message.

NOTE 1: The tracking area updating attempt counter is reset.
	-->
	ATTACH COMPLETE
	-
	-

	11
	The SS releases the RRC connection.
	-
	-
	-
	-

	12
	Wait for 6 min to ensure that T3412 expires.
	-
	-
	-
	-

	13
	The UE transmits a TRACKING AREA UPDATE REQUEST message with the EPS update type value set to 'Periodic updating'.
	-->
	TRACKING AREA UPDATE REQUEST
	-
	-

	14
	Wait for 30s to ensure that T3430 and T3411 expire.

NOTE 2: The tracking area updating attempt counter is 1.
	-
	-
	-
	-

	15
	The UE transmits a TRACKING AREA UPDATE REQUEST message with the EPS update type value set to 'Periodic updating'.
	-->
	TRACKING AREA UPDATE REQUEST
	-
	-

	16
	Wait for 30s to ensure that T3430 and T3411 expire.

NOTE 3: The tracking area updating attempt counter is 2.
	-
	-
	-
	-

	17
	The UE transmits a TRACKING AREA UPDATE REQUEST message with the EPS update type value set to 'Periodic updating'.
	-->
	TRACKING AREA UPDATE REQUEST
	-
	-

	18
	Wait for 30s to ensure that T3430 and T3411 expire.

NOTE 4: The tracking area updating attempt counter is 3.
	-
	-
	-
	-

	19
	The UE transmits a TRACKING AREA UPDATE REQUEST message with the EPS update type value set to 'Periodic updating'.
	-->
	TRACKING AREA UPDATE REQUEST
	-
	-

	20
	Wait for 30s to ensure that T3430 and T3411 expire.

NOTE 5: The tracking area updating attempt counter is 4.
	-
	-
	-
	-

	21
	The UE transmits a TRACKING AREA UPDATE REQUEST message with the EPS update type value set to 'Periodic updating'.
	-->
	TRACKING AREA UPDATE REQUEST
	-
	-

	22
	The SS releases the RRC connection.
NOTE 6: The tracking area updating attempt counter is 5.
	-
	-
	-
	-

	23
	Wait for 12 min to ensure that T3402 expires.
	-
	-
	-
	-

	24
	Check: Does the UE transmit a TRACKING AREA UPDATE REQUEST message with the EPS update type value set to 'TA updating'?

NOTE 7: The tracking area updating attempt counter is reset.
	-->
	TRACKING AREA UPDATE REQUEST
	1
	P

	25
	The SS transmits a TRACKING AREA UPDATE ACCEPT message.
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	26
	Set the cell type of Cell A to the "non-Suitable cell". Set the cell type of Cell B to the "Serving cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell B unless explicitly stated otherwise.
	-
	-
	-
	-

	27
	The UE transmits a TRACKING AREA UPDATE REQUEST message with the EPS update type value set to 'TA updating'.
NOTE 8: The tracking area updating attempt counter is reset.
	-->
	TRACKING AREA UPDATE REQUEST
	-
	-

	28
	Wait for 30s to ensure that T3430 and T3411 expire.

NOTE 9: The tracking area updating attempt counter is 1.
	-
	-
	-
	-

	29
	The UE transmits a TRACKING AREA UPDATE REQUEST message with the EPS update type value set to 'TA updating'.
	-->
	TRACKING AREA UPDATE REQUEST
	-
	-

	30
	Wait for 30s to ensure that T3430 and T3411 expire.

NOTE 10: The tracking area updating attempt counter is 2.
	-
	-
	-
	-

	31
	The UE transmits a TRACKING AREA UPDATE REQUEST message with the EPS update type value set to 'TA updating'.
	-->
	TRACKING AREA UPDATE REQUEST
	-
	-

	32
	Wait for 30s to ensure that T3430 and T3411 expire.

NOTE 11: The tracking area updating attempt counter is 3.
	-
	-
	-
	-

	33
	The UE transmits a TRACKING AREA UPDATE REQUEST message with the EPS update type value set to 'TA updating'.
	-->
	TRACKING AREA UPDATE REQUEST
	-
	-

	34
	Wait for 30s to ensure that T3430 and T3411 expire.

NOTE 12: The tracking area updating attempt counter is 4.
	-
	-
	-
	-

	35
	The UE transmits a TRACKING AREA UPDATE REQUEST message with the EPS update type value set to 'TA updating'.
	-->
	TRACKING AREA UPDATE REQUEST
	-
	-

	36
	The SS releases the RRC connection.
NOTE 13: The tracking area updating attempt counter is 5 and reset.
	-
	-
	-
	-

	37
	Set the cell type of Cell B to the "non-Suitable cell". Set the cell type of Cell G to the "Serving cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell G unless explicitly stated otherwise.
	-
	-
	-
	-

	38
	Check: Does the UE transmit a TRACKING AREA UPDATE REQUEST message with the EPS update type value set to 'TA updating'?
	-->
	TRACKING AREA UPDATE REQUEST
	1
	P

	39
	The SS transmits a TRACKING AREA UPDATE ACCEPT message.
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	40
	The UE transmits a TRACKING AREA UPDATE COMPLETE message.
	-->
	TRACKING AREA UPDATE COMPLETE
	-
	-


9.2.3.1.25.3.3
Specific message contents
Table 9.2.3.1.25.3.3-1: Message ATTACH ACCEPT (step 9, Table 9.2.3.1.25.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-1

	Information Element
	Value/remark
	Comment
	Condition

	T3412 value
	
	6 minutes
	

	  Timer value
	'0 0001'B
	
	

	  Unit
	'010'B
	value is incremented in multiples of decihours
	

	GUTI
	GUTI-1
	
	


Table 9.2.3.1.25.3.3-2: Message TRACKING AREA UPDATE REQUEST (step 13, step 15, step 17, step 19 and step 21, Table 9.2.3.1.25.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-27

	Information Element
	Value/remark
	Comment
	Condition

	EPS update type
	
	
	

	  EPS update type Value
	'011'B
	Periodic updating
	

	Old GUTI
	GUTI-1
	
	

	Last visited registered TAI
	TAI-1
	
	


Table 9.2.3.1.25.3.3-3: Message TRACKING AREA UPDATE REQUEST (step 24, step 27, step 29, step 31, step 33, step 35 and step 38, Table 9.2.3.1.25.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-27

	Information Element
	Value/remark
	Comment
	Condition

	Old GUTI
	GUTI-1
	
	

	Last visited registered TAI
	TAI-1
	
	


Table 9.2.3.1.25.3.3-4: Message TRACKING AREA UPDATE ACCEPT (step 25, Table 9.2.3.1.25.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-24

	Information Element
	Value/remark
	Comment
	Condition

	GUTI
	Not present
	
	


Table 9.2.3.1.25.3.3-5: Message TRACKING AREA UPDATE ACCEPT (step 39, Table 9.2.3.1.25.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-24

	Information Element
	Value/remark
	Comment
	Condition

	GUTI
	GUTI-7
	
	


9.2.3.1.26
Normal tracking area update / Abnormal case / TRACKING AREA UPDATE REJECT
9.2.3.1.26.1
Test Purpose (TP)

(1)

with { UE has sent a TRACKING AREA UPDATE REQUEST message}

ensure that {

  when { UE receives a TRACKING AREA UPDATE REJECT message with reject cause #95"semantically incorrect message" }

    then { the UE set the tracking area updating attempt counter to 5, start timer T3402, and perform tracking area updating on the expiry of timers T3402}
(2)

with { UE has sent a TRACKING AREA UPDATE REQUEST message}

ensure that {

  when { UE receives a TRACKING AREA UPDATE REJECT message with reject cause #96" invalid mandatory information"  }

    then { the UE set the tracking area updating attempt counter to 5, start timer T3402, and perform tracking area updating on the expiry of timers T3402}
(3)

with { UE has sent a TRACKING AREA UPDATE REQUEST message}

ensure that {

  when { UE receives a TRACKING AREA UPDATE REJECT message with reject cause #97"message type non-existent or not implemented" }

    then { the UE set the tracking area updating attempt counter to 5, start timer T3402, and perform tracking area updating on the expiry of timers T3402}
(4)
with { UE has sent a TRACKING AREA UPDATE REQUEST message}

ensure that {

  when { UE receives a TRACKING AREA UPDATE REJECT message with reject cause #99"information element non-existent or not implemented" }

    then { the UE set the tracking area updating attempt counter to 5, start timer T3402, and perform tracking area updating on the expiry of timers T3402}
(5)
with { UE has sent a TRACKING AREA UPDATE REQUEST message}

ensure that {

  when { UE receives a TRACKING AREA UPDATE REJECT message with reject cause #111"protocol error, unspecified" }

    then { the UE set the tracking area updating attempt counter to 5, start timer T3402, and perform tracking area updating on the expiry of timers T3402}

9.2.3.1.26.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: 3GPP TS 24.301 clauses 5.5.3.2.6.

[TS24.301 clause5.5.3.2.6]
...
d)
TRACKING AREA UPDATE REJECT, other causes than those treated in subclause 5.5.3.2.5

Upon reception of the EMM causes #95, #96, #97, #99 and #111 the UE should set the tracking area updating attempt counter to 5. The UE shall proceed as described below.

If the tracking area updating attempt counter is equal to 5:

-
the UE shall start timer T3402, shall set the EPS update status to EU2 NOT UPDATED, shall delete the list of equivalent PLMNs and shall change to state EMM-REGISTERED.ATTEMPTING-TO-UPDATE or optionally to EMM-REGISTERED.PLMN-SEARCH in order to perform a PLMN selection according to 3GPP TS 23.122 [6].

9.2.3.1.26.3
Test description

9.2.3.1.26.3.1
Pre-test conditions

System Simulator:

-
Cell A and Cell B are configured according to Table 6.3.2.2-1 in [18].
Preamble:

-
UE is in state Registered, Idle Mode (state 2) on Cell A according to [18].
-
set timer T3402 value to 1 minute to shorten the whole TC execute time in ATTACH ACCEPT message when brought UE to state Registered, Idle Mode (state 2).

9.2.3.1.26.3.2
Test procedure sequence

Table 9.2.3.1.26.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U – S
	Message
	
	

	1
	Set the cell type of cell A to the ''Non-Suitable cell''. 
Set the cell type of cell B to the ''Serving cell''.
	-
	-
	-
	-

	2
	The UE transmits a TRACKING AREA UPDATE REQUEST on Cell B.
	-->
	TRACKING AREA UPDATE REQUEST
	-
	-

	3
	The SS transmits a TRACKING AREA UPDATE REJECT message with EMM cause  #95"semantically incorrect message" as specified.(Note)
	<--
	TRACKING AREA UPDATE REJECT
	-
	-

	4
	The SS releases the RRC connection.
	-
	-
	-
	-

	5
	Check: When the timer T3402 expires does the UE re-transmit TRACKING AREA UPDATE REQUEST message on cell B?.
	-->
	TRACKING AREA UPDATE REQUEST
	1
	P

	6
	The SS transmits a TRACKING AREA UPDATE ACCEPT message.
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	7
	the UE transmit a TRACKING AREA UPDATE COMPLETE message.
	-->
	TRACKING AREA UPDATE COMPLETE
	-
	-

	8
	Set the cell type of cell B to the ''Non-Suitable cell''. 
Set the cell type of cell A to the ''Serving cell''.
	-
	-
	-
	-

	9
	The UE transmits a TRACKING AREA UPDATE REQUEST on Cell A.
	-->
	TRACKING AREA UPDATE REQUEST
	-
	-

	10
	The SS transmits a TRACKING AREA UPDATE REJECT message with EMM cause   #96" invalid mandatory information" as specified. (Note)
	<--
	TRACKING AREA UPDATE REJECT
	-
	-

	11
	The SS releases the RRC connection.
	-
	-
	-
	-

	12
	Check: When the timer T3402 expires does the UE re-transmit TRACKING AREA UPDATE REQUEST message on cell A?
	-->
	TRACKING AREA UPDATE REQUEST
	2
	P

	13
	The SS transmits a TRACKING AREA UPDATE ACCEPT message.
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	14
	the UE transmit a TRACKING AREA UPDATE COMPLETE message.
	-->
	TRACKING AREA UPDATE COMPLETE
	-
	-

	15
	Set the cell type of cell A to the ''Non-Suitable cell''. 
Set the cell type of cell B to the ''Serving cell''.
	-
	-
	-
	-

	16
	The UE transmits a TRACKING AREA UPDATE REQUEST on Cell B.
	-->
	TRACKING AREA UPDATE REQUEST
	-
	-

	17
	The SS transmits a TRACKING AREA UPDATE REJECT message with EMM cause  #97"message type non-existent or not implemented".(Note)
	<--
	TRACKING AREA UPDATE REJECT
	-
	-

	18
	The SS releases the RRC connection.
	-
	-
	-
	-

	19
	Check: When the timer T3402 expires does the UE re-transmit TRACKING AREA UPDATE REQUEST message on cell B?
	-->
	TRACKING AREA UPDATE REQUEST
	3
	P

	20
	The SS transmits a TRACKING AREA UPDATE ACCEPT message.
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	21
	the UE transmit a TRACKING AREA UPDATE COMPLETE message.
	-->
	TRACKING AREA UPDATE COMPLETE
	-
	-

	22
	Set the cell type of cell B to the ''Non-Suitable cell''. 

Set the cell type of cell A to the ''Serving cell''.
	-
	-
	-
	-

	23
	The UE transmits a TRACKING AREA UPDATE REQUEST on Cell A.
	-->
	TRACKING AREA UPDATE REQUEST
	-
	-

	24
	The SS transmits a TRACKING AREA UPDATE REJECT message with EMM cause  #99"information element non-existent or not implemented" as specified. (Note)
	<--
	TRACKING AREA UPDATE REJECT
	-
	-

	25
	The SS releases the RRC connection.
	-
	-
	-
	-

	26
	Check: When the timer T3402 expires does the UE re-transmit TRACKING AREA UPDATE REQUEST message on cell A?
	-->
	TRACKING AREA UPDATE REQUEST
	4
	P

	27
	The SS transmits a TRACKING AREA UPDATE ACCEPT message.
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	28
	the UE transmit a TRACKING AREA UPDATE COMPLETE message.
	-->
	TRACKING AREA UPDATE COMPLETE
	-
	-

	29
	Set the cell type of cell A to the ''Non-Suitable cell''. 

Set the cell type of cell B to the ''Serving cell''.
	-
	-
	-
	-

	30
	The UE transmits a TRACKING AREA UPDATE REQUEST on Cell B.
	-->
	TRACKING AREA UPDATE REQUEST
	-
	-

	31
	The SS transmits a TRACKING AREA UPDATE REJECT message with EMM cause #111"protocol error, unspecified" as specified. (Note)
	<--
	TRACKING AREA UPDATE REJECT
	-
	-

	32
	The SS releases the RRC connection.
	-
	-
	-
	-

	33
	Check: When the timer T3402 expires does the UE re-transmit TRACKING AREA UPDATE REQUEST message on cell B?
	-->
	TRACKING AREA UPDATE REQUEST
	5
	P

	34
	The SS transmits a TRACKING AREA UPDATE ACCEPT message.
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	35
	the UE transmit a TRACKING AREA UPDATE COMPLETE message.
	-->
	TRACKING AREA UPDATE COMPLETE
	-
	-

	Note:
Upon reception of TRACKING AREA UPDATE REJECT message with EMM causes #95, #96, #97, #99 and #111, timer T3402 shall be started


9.2.3.1.26.3.3
Specific message contents
Table 9.2.3.1.26.3.3-1: Message TRACKING AREA UPDATE REJECT (step 3, Table 9.2.3.1.26.3.2-1)

	Derivation path: 36.508 table 4.7.2-24

	Information Element
	Value/Remark
	Comment
	Condition

	EMM cause
	01011111
	#95 "semantically incorrect message "
	


Table 9.2.3.1.26.3.3-2: Message TRACKING AREA UPDATE REJECT (step 10, Table 9.2.3.1.26.3.2-1)

	Derivation path: 36.508 table 4.7.2-24

	Information Element
	Value/Remark
	Comment
	Condition

	EMM cause
	01100000
	#96 " invalid mandatory information "
	


Table 9.2.3.1.26.3.3-3: Message TRACKING AREA UPDATE REJECT (step 17, Table 9.2.3.1.26.3.2-1)

	Derivation path: 36.508 table 4.7.2-24

	Information Element
	Value/Remark
	Comment
	Condition

	EMM cause
	01100001
	#97 " message type non-existent or not implemented "
	


Table 9.2.3.1.26.3.3-4: Message TRACKING AREA UPDATE REJECT (step 24, Table 9.2.3.1.26.3.2-1)

	Derivation path: 36.508 table 4.7.2-24

	Information Element
	Value/Remark
	Comment
	Condition

	EMM cause
	01100011
	#99 " information element non-existent or not implemented "
	


Table 9.2.3.1.26.3.3-5: Message TRACKING AREA UPDATE REJECT (step 31, Table 9.2.3.1.26.3.2-1)

	Derivation path: 36.508 table 4.7.2-24

	Information Element
	Value/Remark
	Comment
	Condition

	EMM cause
	01101111
	#111 " protocol error, unspecified "
	


Table 9.2.3.1.26.3.3-6: Message TRACKING AREA UPDATE ACCEPT (step 6, 13, 20, 27, 34 of table 9.2.3.1.26.3.2-1)

	Derivation path: 36.508 table 4.7.2-1

	Information Element
	Value/Remark
	Comment
	Condition

	T3402 value
	1 minute
	The default value is 12 minutes, use 1 minute to shorten the whole TC execute time
	


9.2.3.1.27
Normal tracking area update / Abnormal case / Change of cell into a new tracking area
9.2.3.1.27.1
Test Purpose (TP)

(1)

with { UE has sent a TRACKING AREA UPDATE REQUEST message}

ensure that {

  when { cell change into a new tracking area occurs before the tracking area updating procedure is completed }

    then { UE abort the tracking area updating procedure and re-initiate it in the new tracking area immediately }
9.2.3.1.27.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: 3GPP TS 24.301 clauses 5.5.3.2.6.

[TS24.301 clause5.5.3.2.6]

The following abnormal cases can be identified:

…
e)
Change of cell into a new tracking area


If a cell change into a new tracking area occurs before the tracking area updating procedure is completed, the tracking area updating procedure shall be aborted and re-initiated immediately. The UE shall set the EPS update status to EU2 NOT UPDATED.

9.2.3.1.27.3
Test description

9.2.3.1.27.3.1
Pre-test conditions

System Simulator:

-
Cell A, Cell B, Cell C are configured according to Table 6.3.2.2-1 in [18].
UE:
-
The test USIM contains GUTI-1 and TAI-1, and EPS update status is "EU1: UPDATED".

Preamble:

-
UE is in state Registered, Idle Mode (state 2) on Cell A according to [18].
9.2.3.1.27.3.2
Test procedure sequence

Table 9.2.3.1.27.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Set the cell type of cell A to the ''Non-Suitable cell''.
Set the cell type of cell B to the ''Serving cell''.
Set the cell type of cell C to the “Non-Suitable cell''.
	-
	-
	-
	-

	2
	The UE transmits a TRACKING AREA UPDATE REQUEST on Cell B.
	-->
	TRACKING AREA UPDATE REQUEST
	-
	-

	3
	SS does not send TRACKING AREA UPDATE ACCEPT to the UE.
	-
	-
	-
	-

	4
	Set the cell type of cell A to the ''Non-Suitable cell''.
Set the cell type of cell B to the ''Non-Suitable cell''.
Set the cell type of cell C to the “Serving cell''.
Note: change of cell power level should happen before timer  T3430 expired.
	-
	-
	-
	-

	5
	UE initiates RRC connection establishment procedure on cell C.
	-
	-
	-
	-

	6
	Check: Does the UE transmit TRACKING AREA UPDATE REQUEST message on cell C in the next 5 seconds?
	-->
	TRACKING AREA UPDATE REQUEST
	1
	P

	7
	SS responds with TRACKING AREA UPDATE ACCEPT message
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	8
	UE sends TRACKING AREA UPDATE COMPLETE
	-->
	TRACKING AREA UPDATE COMPLETE
	-
	-


9.2.3.1.27.3.3
Specific message contents
Table 9.2.3.1.27.3.3-1: Message TRACKING AREA UPDATE REQUEST (step 2, step 6, Table 9.2.3.1.27.3.2-1)
	Derivation path: 36.508 table 4.7.2-27

	Information Element
	Value/Remark
	Comment
	Condition

	Old GUTI
	GUTI-1
	
	

	Last visited registered TAI
	TAI-1
	
	


Table 9.2.3.1.27.3.3-2: Message TRACKING AREA UPDATE ACCEPT (step 7, 9.2.3.1.27.3.2-1)

	Derivation path: 36.508 table 4.7.2-24

	Information Element
	Value/Remark
	Comment
	Condition

	GUTI
	GUTI-3
	
	

	TAI list
	
	
	

	  Length of tracking area identity list contents
	'00001000'B
	
	

	  Partial tracking area identity list
	
	
	

	    Number of elements
	'00000'B
	
	

	    Type of list
	'00'B
	''list of TACs belonging to one PLMN, with non-consecutive TAC values''
	

	      MCC

      MNC

      TAC 1
	TAC =3

	''PLMN is set to the same MCC/MNC stored in EFIMSI'' 

''TAI-3''
	


9.2.3.1.28
Normal tracking area update / Abnormal case / Tracking area updating and detach procedure collision
9.2.3.1.28.1
Test Purpose (TP)

(1)

with { UE has sent a TRACKING AREA UPDATE REQUEST message}

ensure that {

  when { UE receives a DETACH REQUEST message before the tracking area updating procedure has been completed }

    then { the tracking area updating procedure shall be aborted and the detach procedure shall be progressed }
9.2.3.1.28.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: 3GPP TS 24.301 clauses 5.5.3.2.6.

[TS24.301 clause5.5.3.2.6]

The following abnormal cases can be identified:

…
f)
Tracking area updating and detach procedure collision


If the UE receives a DETACH REQUEST message before the tracking area updating procedure has been completed, the tracking area updating procedure shall be aborted and the detach procedure shall be progressed.

9.2.3.1.28.3
Test description

9.2.3.1.28.3.1
Pre-test conditions

System Simulator:

-
Cell A, Cell B are configured according to Table 6.3.2.2-1 in [18].
UE:
-
The test USIM contains GUTI-1 and TAI-1, and EPS update status is "EU1: UPDATED".

Preamble:

-
UE is in state Registered, Idle Mode (state 2) on Cell A according to [18].
9.2.3.1.28.3.2
Test procedure sequence

Table 9.2.3.1.28.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Set the cell type of cell A to the ''Non-Suitable cell''.
Set the cell type of cell B to the ''Serving cell''.
	-
	-
	-
	-

	2
	The UE transmits a TRACKING AREA UPDATE REQUEST on Cell B.
	-->
	TRACKING AREA UPDATE REQUEST
	-
	-

	3
	SS does not send TRACKING AREA UPDATE ACCEPT to the UE.
	-
	-
	-
	-

	4
	The SS transmits a DETACH REQUEST message with Detach type = 're-attach not required' on Cell B.

Note: this message should be sent before timer T3430 expired.
	<--
	DETACH REQUEST
	-
	-

	5
	Check: Does The UE transmit a DETACH ACCEPT message on Cell B in the next 6 seconds?
Note: the default value for timer T3422 is 6 seconds
	-->
	DETACH ACCEPT
	1
	P

	6
	The SS releases the RRC connection.
	-
	-
	-
	-

	7
	Check: Does the test result of CALL generic 

procedure "Test procedure for no response to 

paging (for NAS testing)" defined in clause 6.4.2.5 of TS36.508 indicates that the UE 

does not respond to paging when paged with 

S-TMSI1 and with CN domain indicator set to 

"PS" on Cell B?
	-
	-
	1
	-


9.2.3.1.28.3.3
Specific message contents
Table 9.2.3.1.28.3.3-1: Message DETACH REQUEST (step 4, Table 9.2.3.1.28.3.2-1)
	Derivation path: 36.508 table 4.7.2-12

	Information Element
	Value/Remark
	Comment
	Condition

	Detach type
	‘010’B
	“re-attach not required”
	

	EMM cause
	'00001100'B
	''Tracking area not allowed''
	


9.2.3.2
Combined tracking area updating

9.2.3.2.1
Combined tracking area update / Successful
9.2.3.2.1.1
Test Purpose (TP)

(1)

with { a combined EPS/IMSI attached UE in state EMM-REGISTERED and EMM-IDLE mode}

ensure that {

  when { UE enters a tracking area included in the TAI list }

   then { UE does not transmit a TRACKING AREA UPDATE REQUEST message }

             }
(2)

with { a combined EPS/IMSI attached UE in state EMM-REGISTERED and EMM-IDLE mode}

ensure that {

  when { UE enters a tracking area not included in the TAI list }

   then { UE transmits a TRACKING AREA UPDATE REQUEST message with "EPS update type = combined TA/LA updating" }

             }

(3)

with { UE has sent a combined TRACKING AREA UPDATE REQUEST message }

ensure that {

  when { UE receives a TRACKING AREA UPDATE ACCEPT message containing a GUTI and/or a mobile identity }

   then { UE transmits a TRACKING AREA UPDATE COMPLETE message and enters EMM-REGISTERED state }

             }

9.2.3.2.1.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.301, clauses 5.5.3.1, 5.5.3.2.2, 5.5.3.2.4, 5.5.3.3.1, 5.5.3.3.2, 5.5.3.3.4.1 and 5.5.3.3.4.2.

[TS24.301 clause 5.5.3.1]

The tracking area updating procedure is always initiated by the UE and is used for the following purposes:

...-
combined tracking area updating to update the registration of the actual tracking area for a UE in CS/PS mode 1 or CS/PS mode 2 of operation;

...

[TS24.301 clause 5.5.3.2.2]

The UE in state EMM-REGISTERED shall initiate the tracking area updating procedure by sending a TRACKING AREA UPDATE REQUEST message to the MME,

a)
when the UE detects entering a tracking area that is not in the list of tracking areas that the UE previously registered in the MME;

...

After sending the TRACKING AREA UPDATE REQUEST message to the MME, the UE shall start timer T3430 and enter state EMM-TRACKING-AREA-UPDATING-INITIATED (see example in figure 5.5.3.2.2). If timer T3402 is currently running, the UE shall stop timer T3402. If timer T3411 is currently running, the UE shall stop timer T3411. If timer T3442 is currently running, the UE shall stop timer T3442.
...

If the UE supports A/Gb mode or Iu mode, the UE shall handle the Old GUTI IE as follows:

...

-
If the TIN indicates "GUTI" or "RAT-related TMSI" and the UE holds a valid GUTI, the UE shall indicate the GUTI in the Old GUTI IE.
...

If a UE has uplink user data pending when it initiates the tracking area updating procedure, or uplink signalling not related to the tracking area updating procedure, it may also set an "active" flag in the TRACKING AREA UPDATE REQUEST message to indicate the request to establish the user plane to the network and to keep the NAS signalling connection after the completion of the tracking area updating procedure.

If the UE has a current EPS security context, the UE shall include the eKSI (either KSIASME or KSISGSN) in the NAS Key Set Identifier IE in the TRACKING AREA UPDATE REQUEST message. Otherwise, the UE shall set the NAS Key Set Identifier IE to the value "no key is available". If the UE has a current EPS security context, the UE shall integrity protect the TRACKING AREA UPDATE REQUEST message with the current EPS security context. Otherwise the UE shall not integrity protect the TRACKING AREA UPDATE REQUEST message.

...

When the tracking area updating procedure is initiated in EMM-IDLE mode, the UE may also include an EPS bearer context status IE in the TRACKING AREA UPDATE REQUEST message, indicating which EPS bearer contexts are active in the UE.
...
[TS24.301 clause 5.5.3.2.4]

...

Upon receiving a TRACKING AREA UPDATE ACCEPT message, the UE shall stop timer T3430, reset the routing area updating attempt counter, enter state EMM-REGISTERED and set the EPS update status to EU1 UPDATED. If the message contains a GUTI, the UE shall use this GUTI as new temporary identity for EPS services and shall store the new GUTI. If no GUTI was included by the MME in the TRACKING AREA UPDATE ACCEPT message, the old GUTI shall be used. If the UE receives a new TAI list in the TRACKING AREA UPDATE ACCEPT message, the UE shall consider the new TAI list as valid and the old TAI list as invalid; otherwise, the UE shall consider the old TAI list as valid.

...

If the TRACKING AREA UPDATE ACCEPT message contained a GUTI, the UE shall return a TRACKING AREA UPDATE COMPLETE message to the MME to acknowledge the received GUTI.
...
[TS24.301 clause 5.5.3.3.1]

Within a combined tracking area updating procedure the messages TRACKING AREA UPDATE ACCEPT and TRACKING AREA UPDATE COMPLETE carry information for the tracking area updating and the location area updating.

The combined attach procedure basically follows the normal tracking area updating procedure described in subclause 5.5.3.2.

[TS24.301 clause 5.5.3.3.2]

...

To initiate a combined tracking area updating procedure the UE sends the message TRACKING AREA UPDATE REQUEST to the network, starts timer T3430 and changes to state EMM-TRACKING-AREA-UPDATING-INITIATED. The value of the EPS update type IE in the message shall indicate "combined TA/LA updating" unless explicitly specified otherwise.

The UE shall include the TMSI status IE if no valid TMSI is available. Furthermore, if the UE has stored a valid location area identification, the UE shall include it in the Old location area identification IE in the TRACKING AREA UPDATE REQUEST message.

[TS24.301 clause 5.5.3.3.4.1]

Depending on the value of the EPS update result IE received in the TRACKING AREA UPDATE ACCEPT message, two different cases can be distinguished:

1)
The EPS update result IE value indicates "combined TA/LA updated": Tracking and location area updating is successful;

...
A TRACKING AREA UPDATE COMPLETE message shall be returned to the network if the TRACKING AREA UPDATE ACCEPT message contains a GUTI and/or a mobile identity.

[TS24.301 clause 5.5.3.3.4.2]

The description for normal tracking area update as specified in subclause 5.5.3.2.4 shall be followed. In addition, the following description for location area updating applies.

The TMSI reallocation may be part of the combined tracking area updating procedure. The TMSI allocated is then included in the TRACKING AREA UPDATE ACCEPT message together with the location area identification (LAI). In this case the MME shall change to state EMM-COMMON-PROCEDURE-INITIATED and shall start the timer T3450 as described in subclause 5.4.1. The LAI may be included in the TRACKING AREA UPDATE ACCEPT message without TMSI.

The UE, receiving a TRACKING AREA UPDATE ACCEPT message, stores the received location area identification, resets the location update attempt counter, sets the update status to U1 UPDATED and enters MM state MM IDLE.

...

How to handle the old TMSI stored in the UE depends on the mobile identity included in the TRACKING AREA UPDATE ACCEPT message.

-
If the TRACKING AREA UPDATE ACCEPT message contains an IMSI, the UE is not allocated any TMSI, and shall delete any old TMSI accordingly.

-
If the TRACKING AREA UPDATE ACCEPT message contains a TMSI, the UE shall use this TMSI as new temporary identity. The UE shall delete its old TMSI and shall store the new TMSI. In this case, a TRACKING AREA UPDATE COMPLETE message is returned to the network to confirm the received TMSI. 

-
If neither a TMSI nor an IMSI has been included by the network in the TRACKING AREA UPDATE ACCEPT message, the old TMSI, if any is available, shall be kept.

...

9.2.3.2.1.3
Test description

9.2.3.2.1.3.1
Pre-test conditions

System Simulator:

-
Cell A, Cell C and Cell D (HPLMN, different TAs)

-
 At most 2 cells are active simultaneously.
UE:

-
The UE is configured to initiate combined EPS/IMSI attach.
Preamble:

-
The UE is in state Registered, Idle Mode (state 2) on cell A according to [18].

9.2.3.2.1.3.2
Test procedure sequence

Table 9.2.3.2.1.3.2-1: Main Behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	
	The following messages are sent and shall be received on cell C.
	-
	-
	-
	-

	1-13
	Void
	-
	-
	-
	-

	14
	Set the cell type of cell A to the " non-Suitable neighbour cell ". Set the cell type of cell C to the " Serving cell"
	-
	-
	-
	-

	15
	Check: Does the UE transmit a combined TRACKING AREA UPDATE REQUEST message as specified?
	-->
	TRACKING AREA UPDATE REQUEST
	2
	P

	16
	The SS sends TRACKING AREA UPDATE ACCEPT message including GUTI, TMSI and LAI. The TAI list includes TAI for cell C and cell D.
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	17
	Check: Does the UE transmit a TRACKING AREA UPDATE COMPLETE message?
	-->
	TRACKING AREA UPDATE COMPLETE
	2,3
	P

	18
	The SS releases the RRC connection.
	-
	-
	-
	-

	19
	Check: Does the test results of generic procedure in TS 36.508 [18] subclause 6.4.2.4 indicate that the UE is in E-UTRA EMM-REGISTERED state on cell C with PagingUE-Identity = S-TMSI2?
	-
	-
	2
	-

	
	The following messages are sent and shall be received on cell 1.
	-
	-
	-
	-

	20
	Set the cell type of cell A to the " non-Suitable off cell ". Set the cell type of cell C to the "Suitable neighbour cell". Set the cell type of cell D1 to the " Serving cell"
	-
	-
	-
	-

	20A
	Check: Does the UE transmit a TRACKING AREA UPDATE REQUEST message in the next 30 seconds?
	-->
	TRACKING AREA UPDATE REQUEST
	1
	F

	20B
	Check: Does the test results of generic procedure in TS 36.508 [18] subclause 6.4.2.4 indicate that the UE is in E-UTRA EMM-REGISTERED state on cell D with PagingUE-Identity = S-TMSI2?
	-
	-
	1
	

	20C
	Set the cell type of cell A to the "Serving cell". Set the cell type of cell C to the "Non-suitable off cell". Set the cell type of cell D to the "Suitable neighbour cell".
	
	
	
	

	21
	Check: Does the UE transmit a combined TRACKING AREA UPDATE REQUEST message?
	-->
	TRACKING AREA UPDATE REQUEST
	2
	P

	22
	The SS sends TRACKING AREA UPDATE ACCEPT message. Note: GUTI not present and MS identity  present
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	23
	Check: Does the UE send TRACKING AREA UPDATE COMPLETE message?
	-->
	TRACKING AREA UPDATE COMPLETE
	2,3
	P

	-
	At the end of this test procedure sequence, the UE is in end state E-UTRA connected (E2) according to TS 36.508.
	-
	-
	-
	-


NOTE 1:
It is assumed in the test procedure sequence that the UE initially has a valid GUTI. 

NOTE 2:
NAS security procedures are not checked in this TC.

9.2.3.2.1.3.3
Specific message contents

Table 9.2.3.2.1.3.3-1: Message TRACKING AREA UPDATE REQUEST (step 15, Table 9.2.3.2.1.3.2-1)

	Derivation path: 36.508 table 4.7.2-27 

	Information Element
	Value/Remark
	Comment
	Condition

	  NAS key set identifier
	KSI sent during the test case preamble in step 7.
	
	

	  TSC
	'0'B
	native security context (for KSIASME)
	

	Old GUTI
	GUTI-1
	GUTI-1 was allocated in cell A during the preamble
	

	Last visited registered TAI
	TAI-1
	TAI of cell A
	

	Old location area identification
	LAI-1
	LAI received in the ATTACH ACCEPT message in the preamble
	

	TMSI status
	0
	no valid TMSI available
	


Table 9.2.3.2.1.3.3-2: Message TRACKING AREA UPDATE ACCEPT (step 16, Table 9.2.3.2.1.3.2-1)

	Derivation path: 36.508 table 4.7.2-24

	Information Element
	Value/Remark
	Comment
	Condition

	GUTI
	GUTI-2
	
	

	TAI list
	
	
	

	  Length of tracking area identity list contents
	'00001000'B
	8 octets
	

	    Type of lis't
	'B0''list of TACs belonging to one PLMN, with non-consecutive TAC values''0
	
	

	    Number of elements
	'000001'
	2 elements
	

	    Partial tracking area identity list 
	PLMN = MCC/MNC stored in EFIMSI
TAC 1 = 3

TAC 2 = 4
	TAI-3 and TAI-4
	


Table 9.2.3.2.1.3.3-3: Message TRACKING AREA UPDATE REQUEST (step 21, Table 9.2.3.2.1.3.2-1)

	Derivation path: 36.508 table 4.7.2-27

	Information Element
	Value/Remark
	Comment
	Condition

	Old GUTI
	GUTI-2
	
	

	Last visited registered TAI
	TAI-4
	
	

	Old location area identification
	LAI-2
	
	

	TMSI status
	Not present
	Valid TMSI available
	


Table 9.2.3.2.1.3.3-4: Message TRACKING AREA UPDATE ACCEPT (step 22, Table 9.2.3.2.1.3.2-1)

	Derivation path: 36.508 table 4.7.2-24

	Information Element
	Value/Remark
	Comment
	Condition

	GUTI
	Not present
	The SS doesn’t assign a new GUTI
	

	TAI list
	
	
	

	  Length of tracking area identity list contents
	00001000
	8 octets
	

	  Number of elements
	000001
	1 element
	

	  Type of list
	000
	One PLMN with non-consecutive TACs
	

	  Partial tracking area identity list 
	PLMN = MCC/MNC stored in EFIMSI
TAC 1 = TAC-1
	TAI-1
	

	LAI
	Not present
	
	

	MS identity
	TMSI-3
	SS provides a new TMSI 
	


9.2.3.2.1a
Combined tracking area update / Successful / Check of last visited TAI and handling of TAI list, LAI and TMSI
9.2.3.2.1a.1
Test Purpose (TP)
(1)

with { a combined EPS/IMSI attached UE has sent a combined TRACKING AREA UPDATE REQUEST message with EPS update type set to 'Combined TA/LA updating', including a last visited registered TAI }

ensure that {

  when { the UE receives a TRACKING AREA UPDATE ACCEPT message containing a new TAI list, a location area information(LAI) and a TMSI as the mobile identity }

   then { the UE shall delete its old TMSI and shall store the new TMSI and transmits a TRACKING AREA UPDATE COMPLETE message and enters EMM-REGISTERED state }

             }
(2)
with { UE in state EMM-REGISTERED, EMM-IDLE mode and ISR not activated }

ensure that {

  when { UE performs a cell reselection from E-UTRAN to UTRAN and enters a location area stored on the USIM }

   then { the UE does not perform location updating }

             }
(3)

with { UE in state GMM-REGISTERED mode }
ensure that {

  when { the UE receives a Paging message including an ue-Identity set to an unmatched TMSI i.e. other than the one allocated to the UE at the UE registration procedure }

   then { the UE doesn’t establishe an RRC connection to answer the paging }

             }
(4)
with { UE in state GMM-REGISTERED mode }
ensure that {

  when { the UE receives a Paging message including an ue-Identity set to the TMSI which was allocated to the UE }

   then { the UE establishes an RRC connection to answer the paging and the TMSI and the location area information(LAI) as Initial UE Identity are included in RRCConnectionRequest message }

             }
(5)

with { a combined EPS/IMSI attached UE has sent a combined TRACKING AREA UPDATE REQUEST message with EPS update type set to 'Combined TA/LA updating', including a last visited registered TAI }

ensure that {

  when { the UE receives a TRACKING AREA UPDATE ACCEPT message containing a new TAI list, a location area information(LAI) (Neither a TMSI nor an IMSI as the mobile identity is included)  }

   then { the UE shall keep the old TMSI if any available and enters EMM-REGISTERED state }

             }
(6)

with { UE in state EMM-REGISTERED, EMM-IDLE mode and ISR not activated }

ensure that {

  when { UE performs a cell reselection from E-UTRAN to UTRAN and enters a location area stored on the USIM }

   then { the UE does not perform location updating }

             }
(7)

with { UE in state GMM-REGISTERED mode }
ensure that {

  when { the UE receives a Paging message including an ue-Identity set to the TMSI which was allocated to the UE }

   then { the UE establishes an RRC connection to answer the paging and the TMSI and the location area information(LAI) as Initial UE Identity are included in RRCConnectionRequest message }

             }
(8)

with { a combined EPS/IMSI attached UE has sent a combined TRACKING AREA UPDATE REQUEST message with EPS update type set to 'Combined TA/LA updating', including a last visited registered TAI }

ensure that {

  when { the UE receives a TRACKING AREA UPDATE ACCEPT message containing a new TAI list, a location area information(LAI) and an IMSI as the mobile identity }

   then { the UE shall delete any old TMSI and enters EMM-REGISTERED state }

             }
(9)

with { UE in state EMM-REGISTERED, EMM-IDLE mode and ISR not activated }

ensure that {

  when { UE performs a cell reselection from E-UTRAN to UTRAN and enters a location area stored on the USIM }

   then { the UE does not perform location updating }

             }
(10)
with { UE in state GMM-REGISTERED mode }
ensure that {

  when { the UE receives a Paging message including an ue-Identity set to a TMSI }

   then { the UE doesn’t establishe an RRC connection to answer the paging }

             }
9.2.3.2.1a.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.301, clauses 5.5.3.3.1, 5.5.3.3.2 , 5.5.3.3.4.1 and 5.5.3.3.4.2.
[TS24.301 clause 5.5.3.3.1]

Within a combined tracking area updating procedure the messages TRACKING AREA UPDATE ACCEPT and TRACKING AREA UPDATE COMPLETE carry information for the tracking area updating and the location area updating.
The combined tracking area updating procedure follows the normal tracking area updating procedure described in subclause 5.5.3.2.

[TS24.301 clause 5.5.3.3.2]

The UE operating in CS/PS mode 1 or CS/PS mode 2, in state EMM-REGISTERED, shall initiate the combined tracking area updating procedure:

a)
when the UE that is attached for both EPS and non-EPS services detects entering a tracking area that is not in the list of tracking areas that the UE previously registered in the MME;

b)
when the UE that is attached for EPS services wants to perform an attach for non-EPS services. In this case the EPS update type IE shall be set to "Combined TA/LA updating with IMSI attach";

c)
when the UE performs an intersystem change from A/Gb mode to S1 mode and the EPS services were previously suspended in A/Gb mode;

d)
when the UE performs an intersystem change from A/Gb or Iu mode to S1 mode and the UE previously performed a location area update procedure in A/Gb or Iu mode, in order to re-establish the SGs association;

e)
when the UE enters EMM-REGISTERED.NORMAL-SERVICE and the UE's TIN indicates "P-TMSI";

f)
when the UE receives an indication from the lower layers that the RRC connection was released with cause "load balancing TAU required";

g)
when the UE deactivated EPS bearer context(s) locally while in EMM-REGISTERED.NO-CELL-AVAILABLE, and then returns to EMM-REGISTERED.NORMAL-SERVICE;

h)
when the UE changes the UE core network capability information or the UE specific DRX parameter or both;

i)
when the UE receives an indication of "RRC Connection failure" from the lower layers and has no user uplink data pending; or

j)
when the UE has selected a CSG cell whose CSG identity is not included in the UE's Allowed CSG list.
To initiate a combined tracking area updating procedure the UE sends the message TRACKING AREA UPDATE REQUEST to the network, starts timer T3430 and changes to state EMM-TRACKING-AREA-UPDATING-INITIATED. The value of the EPS update type IE in the message shall indicate "combined TA/LA updating" unless explicitly specified otherwise.
The UE shall include the TMSI status IE if no valid TMSI is available. Furthermore, if the UE has stored a valid location area identification, the UE shall include it in the Old location area identification IE in the TRACKING AREA UPDATE REQUEST message.

[TS24.301 clause 5.5.3.3.4.1]
Depending on the value of the EPS update result IE received in the TRACKING AREA UPDATE ACCEPT message, two different cases can be distinguished:

1)
The EPS update result IE value indicates "combined TA/LA updated": Tracking and location area updating is successful;

2)
The EPS update result IE value indicates "TA updated": Tracking area updating is successful, but location area updating is not successful.

A TRACKING AREA UPDATE COMPLETE message shall be returned to the network if the TRACKING AREA UPDATE ACCEPT message contains a GUTI or a mobile identity or both.
[TS24.301 clause 5.5.3.3.4.2]

The description for normal tracking area update as specified in subclause 5.5.3.2.4 shall be followed. In addition, the following description for location area updating applies.
The TMSI reallocation may be part of the combined tracking area updating procedure. The TMSI allocated is then included in the TRACKING AREA UPDATE ACCEPT message together with the location area identification (LAI). In this case the MME shall change to state EMM-COMMON-PROCEDURE-INITIATED and shall start the timer T3450 as described in subclause 5.4.1. The LAI may be included in the TRACKING AREA UPDATE ACCEPT message without TMSI.

The UE, receiving a TRACKING AREA UPDATE ACCEPT message, stores the received location area identification, resets the location update attempt counter, sets the update status to U1 UPDATED and enters MM state MM IDLE.
How to handle the old TMSI stored in the UE depends on the mobile identity included in the TRACKING AREA UPDATE ACCEPT message.

-
If the TRACKING AREA UPDATE ACCEPT message contains an IMSI, the UE is not allocated any TMSI, and shall delete any old TMSI accordingly.
-
If the TRACKING AREA UPDATE ACCEPT message contains a TMSI, the UE shall use this TMSI as new temporary identity. The UE shall delete its old TMSI and shall store the new TMSI. In this case, a TRACKING AREA UPDATE COMPLETE message is returned to the network to confirm the received TMSI. 
-
If neither a TMSI nor an IMSI has been included by the network in the TRACKING AREA UPDATE ACCEPT message, the old TMSI, if any is available, shall be kept.
The network receiving a TRACKING AREA UPDATE COMPLETE message stops timer T3450, changes to state EMM-REGISTERED and considers the new TMSI as valid.
9.2.3.2.1a.3
Test description

9.2.3.2.1a.3.1
Pre-test conditions

System Simulator:
-
Cell A and Cell B are configured according to Table 6.3.2.2-1 in [18].

-
Cell A belongs to TAI-1 and is set to ''Serving cell''
-
Cell B belongs to TAI-2 and is set to ''Non-Suitable cell''
-
Cell 5 and Cell X are configured according to Table 4.4.4-2 in [18].

-
If pc_UTRAN supported by UE, 
-
Cell 5 (UTRA FDD or UTRA TDD) belongs to LAI-1 and is set to ''Non-Suitable cell''.

-
Cell X (UTRA FDD or UTRA TDD) belongs to LAI-2 and is set to ''Non-Suitable cell''.

-
UTRAN is NOT using Gs interface. (NMO in System Information Block 1 indicates “NMOII”).

Editor’s note: Cell X belongs to LAI other than LAI-1 need to be defined in Table 4.4.4-2 in [18].
UE:

-
The UE is configured to initiate combined EPS/IMSI attach.

Preamble:

-
The UE is in state Registered, Idle mode (state 2) with condition CombinedAttach on Cell A according to [18].
     (ATTACH ACCEPT message includes GUTI-1 as GUTI, TMSI-1 as MS identity and LAI-1 as Location area indication(LAI).)

9.2.3.2.1a.3.2
Test procedure sequence
Table 9.2.3.2.1a.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	-
	The following messages are sent and shall be received on Cell B.
	-
	-
	-
	-

	1
	Set cell type of Cell A to the "non-Suitable cell" Set cell type of Cell B to the "Serving cell". 
	
	
	
	

	2
	Check: Does the UE transmit a combined TRACKING AREA UPDATE REQUEST message with Last visited registered TAI set to TAI-1?
	-->
	TRACKING AREA UPDATE REQUEST
	1
	P

	3
	The SS sends TRACKING AREA UPDATE ACCEPT message including with LAI set to LAI-2, including a new TMSI(TMSI-2) as MS identity.
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	4
	Check: Does the UE send TRACKING AREA UPDATE COMPLETE message.
	-->
	TRACKING AREA UPDATE COMPLETE
	1
	P

	5
	The SS releases the RRC connection.
	-
	-
	-
	-

	-
	The following messages are sent and shall be received on Cell X.
	-
	-
	-
	-

	6
	Set cell type of Cell B to the "non-Suitable cell" Set cell type of Cell X to the "Serving cell".
	-
	-
	-
	-

	7
	The UE performs Cell Reselection from Cell B(E-UTRAN cell) to Cell X(UTRAN cell).
	-
	-
	-
	-

	8
	Check: Does UE perform Location updating procedure?
	-->
	LOCATION UPDATING REQUEST
	2
	F

	9
	Check: Does UE perform Routing area updating procedure?
	-->
	ROUTING AREA UPDATE REQUEST
	-
	P

	10
	The SS send Paging message including an unmatched identity.
	<--
	Paging
	-
	-

	11
	Check: Does the UE transmit RRCConnectionRequest to answer the Paging ?
	-->
	RRCConnectionRequest
	3
	F

	12
	The SS send Paging message including a matched identity(UE Identity = TMSI-2).
	<--
	Paging
	-
	-

	13
	Check: Does the test results of Mobile terminated establishment of Radio Resource Connection [5] indicate that the UE transmit RRCConnectionRequest with Initial UE identity set to TMSI-2 and LAI-2 to answers on Paging message  ?
	-
	-
	4
	P

	14
	The SS releases the RRC connection.
	-
	-
	-
	-

	-
	The following messages are sent and shall be received on Cell A.
	-
	-
	-
	-

	15
	Set cell type of Cell X to the "non-Suitable cell" Set cell type of Cell A to the "Serving cell".
	-
	-
	-
	-

	16
	The UE performs Cell Reselection from Cell X(UTRAN cell) to Cell A(E-UTRAN cell) .
	
	
	
	

	17
	Check: Does the UE transmit a combined TRACKING AREA UPDATE REQUEST message with Last visited registered TAI set to TAI-2?
	-->
	TRACKING AREA UPDATE REQUEST
	5
	P

	18
	The SS sends TRACKING AREA UPDATE ACCEPT message with LAI set to LAI-1, not including MS identity.
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	19
	The SS releases the RRC connection.
	-
	-
	-
	-

	-
	The following messages are sent and shall be received on Cell 5.
	-
	-
	-
	-

	20
	Set cell type of Cell A to the "non-Suitable cell" Set cell type of Cell 5 to the "Serving cell".
	-
	-
	-
	-

	21
	The UE performs Cell Reselection from Cell A(E-UTRAN cell) to Cell 5(UTRAN cell).
	-
	-
	-
	-

	22
	Check: Does UE perform Location updating?
	-->
	LOCATION UPDATING REQUEST
	6
	F

	23
	Check: Does UE perform Routing area updating procedure?
	-->
	ROUTING AREA UPDATE REQUEST
	-
	P

	24
	The SS send Paging message including a matched identity(UE Identity = TMSI-2).
	<--
	Paging
	-
	-

	25
	Check: Does the test results of Mobile terminated establishment of Radio Resource Connection [5] indicate that the UE transmit RRCConnectionRequest with Initial UE identity set to TMSI-2 and LAI-1 to answers on Paging message ?
	-
	-
	7
	P

	26
	The SS releases the RRC connection.
	-
	-
	-
	-

	-
	The following messages are sent and shall be received on Cell B.
	-
	-
	-
	-

	27
	Set cell type of Cell 5 to the "non-Suitable cell" Set cell type of Cell B to the "Serving cell".
	-
	-
	-
	-

	28
	The UE performs Cell Reselection from Cell 5(UTRAN cell) to Cell B(E-UTRAN cell) .
	-
	-
	-
	-

	29
	Check: Does the UE transmit a combined TRACKING AREA UPDATE REQUEST message with Last visited registered TAI set to TAI-1?
	-->
	TRACKING AREA UPDATE REQUEST
	8
	P

	30
	The SS sends TRACKING AREA UPDATE ACCEPT message with LAI set to LAI-2, including the IMSI as MS identity.
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	31
	The SS releases the RRC connection.
	-
	-
	-
	-

	-
	The following messages are sent and shall be received on Cell X.
	-
	-
	-
	-

	32
	Set cell type of Cell B to the "non-Suitable cell" Set cell type of Cell X to the "Serving cell".
	-
	-
	-
	-

	33
	The UE performs Cell Reselection from Cell B(E-UTRAN cell) to Cell X(UTRAN cell).
	-
	-
	-
	-

	34
	Check: Does UE perform Location updating?
	-->
	LOCATION UPDATING REQUEST
	9
	F

	35
	Check: Does UE perform Routing area updating procedure?
	-->
	ROUTING AREA UPDATE REQUEST
	-
	P

	36
	The SS send Paging message including a TMSI.
	<--
	Paging
	-
	-

	37
	Check: Deoe UE transmit RRCConnectionRequest to answer the Paging ?
	-->
	RRCConnectionRequest
	10
	F


9.2.3.2.1a.3.3
Specific message contents

Table 9.2.3.2.1a.3.3-1: Message TRACKING AREA UPDATE REQUEST (step 2, Table 9.2.3.2.1a.3.2-1)

	Derivation path: 36.508 table 4.7.2-27

	Information Element
	Value/Remark
	Comment
	Condition

	Old GUTI
	GUTI-1
	Old GUTI is included by UE if if valid, IMSI otherwise.
	

	Last visited registered TAI
	TAI-1
	If available, the last TAI is included by UE and will be used to establish a good list of TAIs in subsequent ATTACH ACCEPT message.
	

	Old LAI
	Not present
	
	

	TMSI status
	Not present
	
	


Table 9.2.3.2.1a.3.3-2: Message TRACKING AREA UPDATE ACCEPT (step 3, Table 9.2.3.2.1a.3.2-1)

	Derivation path: 36.508 table 4.7.2-24

	Information Element
	Value/Remark
	Comment
	Condition

	T3412 value
	Not present
	
	

	GUTI
	Not present
	This IE may be included to assign a new GUTI
	

	TAI list
	
	
	

	  Length of tracking area identity list contents
	00001000
	8 octets
	

	  Number of elements
	000001
	1 element
	

	  Type of list
	000
	One PLMN with non-consecutive TACs
	

	    MCC

    MNC
    TAC 1
	TAI-2
	
	

	LAC
	2 (LAI-2)
	
	

	MS identity
	TMSI-2
	
	

	T3402 value
	Not present
	
	

	Equivalent PLMNs
	Not present
	
	

	EMM cause
	Not present
	
	


Table 9.2.3.2.1a.3.3-3: Message PAGING TYPE 1 (step 10, Table 9.2.3.2.1a.3.2-1)
	Derivation path: 34.108 sec 7.1.2.4.1

	Information Element
	Value/Remark
	Comment
	Condition

	Paging record list
	
	
	

	    Paging record
	
	
	

	      CN originator
	
	
	

	         Paging cause

         CN domain identity

         UE identity
	Terminating Speech Call
CS domain
TMSI other than TMSI-2
	
	


Table 9.2.3.2.1a.3.3-4: Message PAGING TYPE 1 (step 12, Table 9.2.3.2.1a.3.2-1)
	Derivation path: 34.108 sec 7.1.2.4.1

	Information Element
	Value/Remark
	Comment
	Condition

	Paging record list
	
	
	

	    Paging record
	
	
	

	      CN originator
	
	
	

	         Paging cause

         CN domain identity

         UE identity
	Terminating Speech Call
CS domain
TMSI-2
	
	


Table 9.2.3.2.1a.3.3-5: Message RRCConnectionRequest (step 13, Table 9.2.3.2.1a.3.2-1)
	Derivation path: 34.108 sec 9.1.1

	Information Element
	Value/Remark
	Comment
	Condition

	Initial UE identity
	
	
	

	  TMSI(GSM-MAP)

  LAI   (GSM-MAP)
	TMSI-2

LAI-2
	
	

	Establishment cause
	Terminating Conversational Call
	
	


Table 9.2.3.2.1a.3.3-6 Message TRACKING AREA UPDATE REQUEST (step 17, Table 9.2.3.2.1a.3.2-1)

	Derivation path: 36.508 table 4.7.2-27

	Information Element
	Value/Remark
	Comment
	Condition

	Old GUTI
	GUTI-1
	Old GUTI is included by UE if if valid, IMSI otherwise.
	

	Last visited registered TAI
	TAI-2
	If available, the last TAI is included by UE and will be used to establish a good list of TAIs in subsequent ATTACH ACCEPT message.
	

	Old LAI
	LAI-2
	
	

	TMSI status
	Not present
	
	


Table 9.2.3.2.1a.3.3-7: Message TRACKING AREA UPDATE ACCEPT (step 18, Table 9.2.3.2.1a.3.2-1)

	Derivation path: 36.508 table 4.7.2-24

	Information Element
	Value/Remark
	Comment
	Condition

	T3412 value
	Not present
	
	

	GUTI
	Not present
	This IE may be included to assign a new GUTI
	

	TAI list
	
	
	

	  Length of tracking area identity list contents
	00001000
	8 octets
	

	  Number of elements
	000001
	1 element
	

	  Type of list
	000
	One PLMN with non-consecutive TACs
	

	    MCC

    MNC
    TAC 1
	TAI-1
	
	

	LAC
	1 (LAI-1)
	
	

	MS identity
	Not present
	
	

	T3402 value
	Not present
	
	

	Equivalent PLMNs
	Not present
	
	

	EMM cause
	Not present
	
	


Table 9.2.3.2.1a.3.3-8: Message PAGING TYPE 1 (step 24, Table 9.2.3.2.1a.3.2-1)
	Derivation path: 34.108 sec 7.1.2.4.1

	Information Element
	Value/Remark
	Comment
	Condition

	Paging record list
	
	
	

	    Paging record
	
	
	

	      CN originator
	
	
	

	         Paging cause

         CN domain identity

         UE identity
	Terminating Speech Call
CS domain
TMSI-2
	
	


Table 9.2.3.2.1a.3.3-9: Message RRCConnectionRequest (step 25, Table 9.2.3.2.1a.3.2-1)
	Derivation path: 34.108 sec 9.1.1

	Information Element
	Value/Remark
	Comment
	Condition

	Initial UE identity
	
	
	

	  TMSI(GSM-MAP)

  LAI   (GSM-MAP)
	TMSI-2

LAI-1
	
	

	Establishment cause
	Terminating Conversational Call
	
	


Table 9.2.3.2.1a.3.3-10: Message TRACKING AREA UPDATE REQUEST (step 29, Table 9.2.3.2.1a.3.2-1)

	Derivation path: 36.508 table 4.7.2-27

	Information Element
	Value/Remark
	Comment
	Condition

	Old GUTI
	GUTI-1
	Old GUTI is included by UE if if valid, IMSI otherwise.
	

	Last visited registered TAI
	TAI-1
	If available, the last TAI is included by UE and will be used to establish a good list of TAIs in subsequent ATTACH ACCEPT message.
	

	Old LAI
	LAI-1
	
	

	TMSI status
	Not present
	
	


Table 9.2.3.2.1a.3.3-11: Message TRACKING AREA UPDATE ACCEPT (step 30, Table 9.2.3.2.1a.3.2-1)

	Derivation path: 36.508 table 4.7.2-24

	Information Element
	Value/Remark
	Comment
	Condition

	EPS update result
	001
	"combined TA/LA"
	

	T3412 value
	Not present
	
	

	GUTI
	Not present
	This IE may be included to assign a new GUTI
	

	TAI list
	
	
	

	  Length of tracking area identity list contents
	00001000
	8 octets
	

	  Number of elements
	000001
	1 element
	

	  Type of list
	000
	One PLMN with non-consecutive TACs
	

	    MCC

    MNC

    TAC 1
	TAI-2
	
	

	LAC
	2(LAI-2)
	
	

	MS identity
	IMSI
	
	

	T3402 value
	Not present
	
	

	Equivalent PLMNs
	Not present
	
	

	EMM cause
	Not present
	
	


Table 9.2.3.2.1a.3.3-12: Message PAGING TYPE 1 (step 36, Table 9.2.3.2.1a.3.2-1)
	Derivation path: 34.108 sec 7.1.2.4.1

	Information Element
	Value/Remark
	Comment
	Condition

	Paging record list
	
	
	

	    Paging record
	
	
	

	      CN originator
	
	
	

	         Paging cause

         CN domain identity

         UE identity
	Terminating Speech Call
CS domain
TMSI (any value)
	
	


9.2.3.2.2
Combined tracking area update / Successful for EPS services only / IMSI unknown in HSS
9.2.3.2.2.1
Test Purpose (TP)
(1)

with { UE has sent a combined TRACKING AREA UPDATE REQUEST message with EPS update type set to 'Combined TA/LA updating' }

ensure that {

  when { UE receives a TRACKING AREA UPDATE ACCEPT message with EPS update result set to "TA updated" and EMM cause set to "IMSI unknown in HSS" }

   then { UE considers the USIM as invalid for non-EPS services and enters EMM-REGISTERED.NORMAL-SERVICE state and MM idle state }

             }

9.2.3.2.2.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.301, clauses 5.5.3.3.4.3.

[TS24.301 clause 5.5.3.3.4.3]
Apart from the actions on the tracking area updating attempt counter, the description for tracking area for EPS services as specified in subclause 5.5.3.2.4 shall be followed. In addition, the following description for location updating for non-EPS services applies.

The UE receiving the TRACKING AREA UPDATE ACCEPT message takes one of the following actions depending on the EMM cause value:

#2

(IMSI unknown in HSS)


The UE shall stop T3430 if still running and shall reset the tracking area updating attempt counter. The UE shall set the update status to U3 ROAMING NOT ALLOWED and shall delete any TMSI, LAI and ciphering key sequence number. The UE shall enter state EMM-REGISTERED.NORMAL-SERVICE. The new MM state is MM IDLE. The USIM shall be considered as invalid for non-EPS services until switching off or the UICC containing the USIM is removed.

…

9.2.3.2.2.3
Test description

9.2.3.2.2.3.1
Pre-test conditions

System Simulator:
-
cells A and B are configured according to Table 6.3.2.2-1 in [18].

-
cell A belongs to TAI-1 and is set to ''Serving cell''
-
cell B belongs to TAI-2 and is set to ''Non-Suitable cell''.

UE:

None.
Preamble:
-
the UE is in state Registered, Idle mode (state 2) on cell A according to [18].
9.2.3.2.2.3.2
Test procedure sequence

Table 9.2.3.2.2.3.2-1: Main Behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Set the cell type of cell A to the "non-Suitable cell". Set the cell type of cell B to the "Serving cell".
	-
	-
	-
	-

	-
	The following messages are sent and shall be received on cell B.
	
	
	
	

	2
	The UE transmit a combined TRACKING AREA UPDATE REQUEST message.
	-->
	TRACKING AREA UPDATE REQUEST
	-
	-

	3
	The SS transmits a TRACKING AREA UPDATE ACCEPT message with EPS update result set to "TA updated" and EMM cause set to "IMSI unknown in HSS"
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	4
	The SS releases the RRC connection.
	-
	-
	-
	-

	5
	The SS pages the UE using S-TMSI with CN domain indicator set to “PS”.
	<--
	-
	-
	-

	6
	The UE transmits a SERVICE REQUEST message.
	-->
	SERVICE REQUEST
	-
	-

	7
	The SS transmits a DETACH REQUEST message with Detach Type set to "re-attach required"
	<--
	DETACH REQUEST
	-
	-

	8
	The UE sends a DETACH ACCEPT message.
	-->
	DETACH ACCEPT
	-
	-

	9
	The SS releases the RRC connection.
	-
	-
	-
	-

	10
	Check: Does the UE send ATTACH REQUEST message with EPS attach type set to “EPS attach”, including a PDN CONNECTIVITY REQUEST message ?
	-->
	ATTACH REQUEST
	1
	P

	11
	Steps 5 to 16 of generic procedure in 36.508 clause 4.5.2.3-1 are executed so as to complete the attach procedure (the ATTACH ACCEPT message include "EPS attach result" IE = '0001'B, "EPS only").
	-
	-
	-
	-

	-
	The UE is in end state E-UTRA connected (E2).
	-
	-
	-
	-


9.2.3.2.2.3.3
Specific message contents

Table 9.2.3.2.2.3.3-1: Message TRACKING AREA UPDATE REQ (step 2, Table 9.2.3.2.2.3.2-1)

	Derivation path: 36.508 table 4.7.2-27

	Information Element
	Value/Remark
	Comment
	Condition

	EPS update type
	001
	"combined TA/LA updating" 
	

	Old GUTI
	GUTI-1
	Old GUTI is included by UE if valid, IMSI otherwise.
	

	Last visited registered TAI
	TAI-1
	If available, the last TAI is included by UE and will be used to establish a good list of TAIs in subsequent ATTACH ACCEPT message.
	

	Old P-TMSI signature
	Not present
	
	

	Old LAI
	LAI-1
	
	

	TMSI status
	Not present
	
	


Table 9.2.3.2.2.3.3-2: Message TRACKING AREA UPDATE ACCEPT (step 3, Table 9.2.3.2.2.3.2-1)
	Derivation path: 36.508 table 4.7.2-24

	Information Element
	Value/Remark
	Comment
	Condition

	EPS update result
	000
	" TA updated "
	

	T3412 value
	Not present
	
	

	GUTI
	GUTI-2
	
	

	TAI list
	
	
	

	  Length of tracking area identity list contents
	00001000
	8 octets
	

	  Number of elements
	000001
	1 element
	

	  Type of list
	000
	One PLMN with non-consecutive TACs
	

	    MCC

    MNC

    TAC 1
	TAI-2
	
	

	LAC
	Not present
	
	

	MS identity
	Not present
	
	

	T3402 value
	Not present
	
	

	Equivalent PLMNs
	Not present
	
	

	EMM cause
	00000010
	"IMSI unknown in HSS"
	


Table 9.2.3.2.2.3.3-3: Message DETACH REQUEST (step 7, Table 9.2.3.2.2.3.2-1)

	Derivation path: 36.508 table 4.7.2-12

	Information Element
	Value/Remark
	Comment
	Condition

	Detach type
	001
	"re-attach required"
	


Table 9.2.3.2.2.3.3-4: Message ATTACH REQUEST (step 10, Table 9.2.3.2.2.3.2-1)

	Derivation path: 36.508 table 4.7.2-4

	Information Element
	Value/Remark
	Comment
	Condition

	EPS attach type
	001
	“EPS attach”
	


9.2.3.2.3
Combined tracking area update / Successful for EPS services only / MSC temporarily not reachable

9.2.3.2.3.1
Test Purpose (TP)

(1)

with { UE having sent a TRACKING AREA UPDATE REQUEST message with EPS update type set to 'Combined TA/LA updating' or 'Combined TA/LA updating with IMSI attach' and having the tracking area updating attempt counter set to the value less than four }

ensure that {
  when { UE receives a TRACKING AREA UPDATE ACCEPT message with the EPS update result set to 'TA updated' and the EMM cause set to 'MSC temporarily not reachable', 'Network failure' or 'Congestion' }

    then { UE sends TRACKING AREA UPDATE REQUEST message after T3411 expiry }
            }
(2)

with { UE having sent a TRACKING AREA UPDATE REQUEST message with EPS update type set to 'Combined TA/LA updating with IMSI attach', having the tracking area updating attempt counter set to four and operating in CS/PS mode 2 of operation }

ensure that {
  when { UE receives a TRACKING AREA UPDATE ACCEPT message with the EPS update result set to 'TA updated' and the EMM cause set to 'MSC temporarily not reachable', 'Network failure' or 'Congestion' }

    then { UE sends TRACKING AREA UPDATE REQUEST message after T3402 expiry }

            }

(3)

with { UE having sent a TRACKING AREA UPDATE REQUEST message with EPS update type set to 'Combined TA/LA updating with IMSI attach', having the tracking area updating attempt counter set to four and operating in CS/PS mode 1 of operation }

ensure that {
  when { UE receives a TRACKING AREA UPDATE ACCEPT message with the EPS update result set to 'TA updated' and the EMM cause set to 'MSC temporarily not reachable', 'Network failure' or 'Congestion' }
    then { UE attempts to select GERAN or UTRAN radio access technology }

            }

9.2.3.2.3.2
Conformance requirements
References: The conformance requirements covered in the present TC are specified in: TS 24.301, clause 5.5.3.3.4.3.

[TS 24.301, clause 5.5.3.3.4.3]

Apart from the actions on the tracking area updating attempt counter, the description for tracking area for EPS services as specified in subclause 5.5.3.2.4 shall be followed. In addition, the following description for location updating for non-EPS services applies.

...

#16
(MSC temporarily not reachable);

#17
(Network failure); or

#22
(Congestion)


The UE shall stop timer T3430 if still running. The tracking area updating attempt counter shall be incremented, unless it was already set to 5.


If the tracking area updating attempt counter is less than 5:

-
the UE shall start timer T3411, shall set the EPS update status to EU1 UPDATED and shall enter state EMM-REGISTERED.ATTEMPTING-TO-UPDATE-MM. When timer T3411 expires the combined tracking area updating procedure indicating "combined TA/LA updating with IMSI attach" is triggered again.


If the tracking area updating attempt counter is equal to 5:

-
a UE operating in CS/PS mode 2 of operation shall start timer T3402, shall set the EPS update status to EU1 UPDATED and shall enter state EMM-REGISTERED.ATTEMPTING-TO-UPDATE-MM. When timer T3402 expires the combined tracking area updating procedure indicating "combined TA/LA updating with IMSI attach" is triggered again;

-
a UE operating in CS/PS mode 1 of operation with "IMS voice not available" shall attempt to select GERAN or UTRAN radio access technology and proceed with appropriate MM or GMM specific procedures. The UE shall disable the E-UTRA capability (see subclause 4.5). If the UE is in the EMM-CONNECTED mode, the UE shall locally release the established NAS signalling connection and enter the EMM-IDLE mode before selecting GERAN or UTRAN radio access technology.
...

9.2.3.2.3.3
Test description

9.2.3.2.3.3.1
Pre-test conditions

System Simulator:

-
Cell A and Cell B.
-
If pc_UTRAN supported by UE, Cell 5.

-
Cell 5 belongs to LAI-1 and RAI-1(home PLMN)

-
If pc_GERAN and NOT pc_UTRAN supported by UE, Cell 24.

-
Cell 24 belongs to LAI-1 and RAI-1(home PLMN)
UE:

-
The UE is configured to initiate combined EPS/IMSI attach.

Preamble:
-
The UE is in state Switched OFF (state 1) according to [18].

9.2.3.2.3.3.2
Test procedure sequence

The sequence is executed for execution counter k = 1, 2, 3.
Table 9.2.3.2.3.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	0
	Set the cell type of Cell A to the "Serving cell". Set the cell type of Cell B to the "non-Suitable cell".
Set the cell type of Cell 5 or Cell 24 to the "non-Suitable cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell A unless explicitly stated otherwise.
	-
	-
	-
	-

	0A
	The UE is powered on or switched on.
	-
	-
	-
	-

	0B
	Generic test procedure in TS 36.508 subclause 4.5.2.3 is performed.

NOTE: The UE performs an ATTACH procedure and the RRC connection is released.
	-
	-
	-
	-

	1
	Set the cell type of Cell A to the "non-Suitable cell". Set the cell type of Cell B to the "Serving cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell B unless explicitly stated otherwise.
	-
	-
	-
	-

	2
	Check: Does the UE transmit a TRACKING AREA UPDATE REQUEST message?
	-->
	TRACKING AREA UPDATE REQUEST
	1
	P

	3
	Void
	-
	-
	-
	-

	4
	Void
	-
	-
	-
	-

	5
	The SS transmits a TRACKING AREA UPDATE ACCEPT message.
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	6
	The UE transmits a TRACKING AREA UPDATE COMPLETE message.
	-->
	TRACKING AREA UPDATE COMPLETE
	-
	-

	7
	The SS releases the RRC connection.
	-
	-
	-
	-

	-
	EXCEPTION: The step 8 to 13 shall be repeated 4 times.
	-
	-
	-
	-

	8
	Wait for 10s (T3411).
	-
	-
	-
	-

	9
	Check: Does the UE transmit a TRACKING AREA UPDATE REQUEST message at the time which T3411 expired?
	-->
	TRACKING AREA UPDATE REQUEST
	1
	P

	10
	Void
	-
	-
	-
	-

	11
	Void
	-
	-
	-
	-

	12
	The SS transmits a TRACKING AREA UPDATE ACCEPT message.
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	13
	The SS releases the RRC connection.
	-
	-
	-
	-

	14
	Void
	-
	-
	-
	-

	15
	Void
	-
	-
	-
	-

	16
	Void
	-
	-
	-
	-

	17
	Void
	-
	-
	-
	-

	18
	Void
	-
	-
	-
	-

	19
	Void
	-
	-
	-
	-

	-
	EXCEPTION: Steps 20a1 to 20b6 describe behaviour that depends on UE configuration; the "lower case letter" identifies a step sequence that takes place according to UE mode of operation.
	-
	-
	-
	-

	20a1
	IF the UE is configured to operate in CS/PS mode 2 THEN the SS waits for 12 min (T3402).
	-
	-
	-
	-

	20a2
	Check: Does the UE transmit a TRACKING AREA UPDATE REQUEST message?
	-->
	TRACKING AREA UPDATE REQUEST
	2
	P

	20a3
	The SS transmits a TRACKING AREA UPDATE ACCEPT message.
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	20a4
	The UE transmits a TRACKING AREA UPDATE COMPLETE message.
	-->
	TRACKING AREA UPDATE COMPLETE
	-
	-

	20a5
	The SS releases the RRC connection.
	-
	-
	-
	-

	20b1
	ELSE the SS configures:

- Cell B as a "Non-Suitable cell",
- Cell 5 or Cell 24 as the "Serving cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell 5 or Cell 24 unless explicitly stated otherwise.
	-
	-
	-
	-

	20b2
	Void
	-
	-
	-
	-

	20b3
	Check: Does the UE transmit a ROUTING AREA UPDATE REQUEST message?
	-->
	ROUTING AREA UPDATE REQUEST
	3
	P

	20b4
	The SS transmits a ROUTING AREA UPDATE ACCEPT message.
	<--
	ROUTING AREA UPDATE ACCEPT
	-
	-

	20b5
	The UE transmits a ROUTING AREA UPDATE COMPLETE message.
	-->
	ROUTING AREA UPDATE COMPLETE
	-
	-

	20b6
	The SS releases the RRC connection.
	-
	-
	-
	-

	21
	The UE is powered off or switched off.
	-
	-
	-
	-


9.2.3.2.3.3.3
Specific message contents

Table 9.2.3.2.3.3.3-1: TRACKING AREA UPDATE ACCEPT (step 5, Table 9.2.3.2.3.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-24

	Information Element
	Value/remark
	Comment
	Condition

	GUTI
	GUTI-2
	
	

	EMM cause
	'0001 0000'B for k=1 or

'0001 0001'B for k=2 or

'0001 0110'B for k=3
	MSC temporarily not reachable for k=1

Network failure for k=2

Congestion for k=3
	


Table 9.2.3.2.3.3.3-2: TRACKING AREA UPDATE REQUEST (step 9 and 20a2, Table 9.2.3.2.3.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-27

	Information Element
	Value/remark
	Comment
	Condition

	EPS update type
	
	
	

	  EPS update type value
	'010'B
	Combined TA/LA updating with IMSI attach
	


Table 9.2.3.2.3.3.3-3: TRACKING AREA UPDATE ACCEPT (step 12, Table 9.2.3.2.3.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-24

	Information Element
	Value/remark
	Comment
	Condition

	GUTI
	Not present
	
	

	EMM cause
	'0001 0000'B for k=1 or

'0001 0001'B for k=2 or

'0001 0110'B for k=3
	MSC temporarily not reachable for k=1

Network failure for k=2

Congestion for k=3
	


Table 9.2.3.2.3.3.3-4: TRACKING AREA UPDATE ACCEPT (step 20a3, Table 9.2.3.2.3.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-24

	Information Element
	Value/remark
	Comment
	Condition

	GUTI
	Not present
	
	

	Location area identification
	LAI-1
	
	

	MS identity
	TMSI-1
	
	


9.2.3.2.4
Combined tracking area update / Successful for EPS services only / CS domain not available

9.2.3.2.4.1
Test Purpose (TP)

(1)

with { UE having sent a TRACKING AREA UPDATE REQUEST message with EPS update type set to 'Combined TA/LA updating' }

ensure that {
  when { UE receives a TRACKING AREA UPDATE ACCEPT message with the EPS update result set to 'TA updated' and the EMM cause set to 'CS domain not available' }

    then { UE transmits TRACKING AREA UPDATE COMPLETE message and set the update status to U2 NOT UPDATED and enters EMM-REGISTERED state }
            }
(2)

with { UE receives a TRACKING AREA UPDATE ACCEPT message with the EPS update result set to 'TA updated' and the EMM cause set to 'CS domain not available' }

ensure that {

  when { UE enters a new tracking area }

    then { UE initiates the tracking area updating procedure with EPS update type as "TA updating" }

            }
9.2.3.2.4.2
Conformance requirements
References: The conformance requirements covered in the present TC are specified in: TS 24.301, clause 5.5.3.3.4.3.

[TS 24.301, clause 5.5.3.3.4.3]
...

#18
(CS domain not available)


The UE shall stop timer T3430 if still running, shall reset the tracking area updating attempt counter, shall set the EPS update status to EU1 UPDATED and shall enter state EMM-REGISTERED.NORMAL-SERVICE.


The UE shall set the update status to U2 NOT UPDATED.


A UE in CS/PS mode 1 of operation with "IMS voice not available" shall attempt to select GERAN or UTRAN radio access technology rather than E-UTRAN for the selected PLMN or equivalent PLMN. The UE shall disable the E-UTRA capability (see subclause 4.5). If the UE is in the EMM-CONNECTED mode, the UE shall locally release the established NAS signalling connection and enter the EMM-IDLE mode before selecting GERAN or UTRAN radio access technology.

A UE in CS/PS mode 2 of operation may provide a notification to the user or the upper layers that the CS domain is not available.


The UE shall not attempt combined attach or combined tracking area updating procedure with current PLMN until switching off the UE or the UICC containing the USIM is removed.
9.2.3.2.4.3
Test description

9.2.3.2.4.3.1
Pre-test conditions

System Simulator:

-
Cell A and Cell B are configured according to Table 6.3.2.2-1 in [18].
-
Cell A belongs to TAI-1(home PLMN) and is set to ' Serving cell''

-
Cell B belongs to TAI-2(home PLMN, another TAC) and is set to ''Non-Suitable cell''

UE:

-
The test USIM contains GUTI-1 and TAI-1, and EPS update status is "EU1: UPDATED".

-
The test USIM contains TMSI-1 and LAI-1 for CS service and Location update status is "U1: UPDATED".

Preamble:

-
The UE is in state Registered, Idle mode (state 2) on Cell A according to [18].

9.2.3.2.4.3.2
Test procedure sequence

Table 9.2.3.2.4.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Set the cell type of Cell B to the "Serving cell". Set the cell type of Cell A to the "non-Suitable cell".
	-
	-
	-
	-

	-
	The following messages are sent and shall be received on Cell B.
	-
	-
	-
	-

	2
	The UE transmit a TRACKING AREA UPDATE REQUEST message.
	-->
	TRACKING AREA UPDATE REQUEST
	-
	-

	3
	The SS transmits a TRACKING AREA UPDATE ACCEPT message.
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	4
	The UE transmits a TRACKING AREA UPDATE COMPLETE message.
	-->
	TRACKING AREA UPDATE COMPLETE
	-
	-

	5
	The SS releases the RRC connection.
	-
	-
	-
	-

	6
	Check: Does the test result of generic procedure in TS 36.508 subclause 6.4.2.5 indicate that the UE does not respond to paging when paged with GUTI-2 and with CN domain indicator set to "CS"?
	-
	-
	1
	P

	7
	Check: Does the test result of generic test procedure in TS 36.508 subclause 6.4.2.2 indicate that the UE is in state Registered, Idle Mode on Cell B?
	-
	-
	1
	P

	8
	Set the cell type of Cell A to the "Serving cell". Set the cell type of Cell B to the "non-Suitable cell".
	-
	-
	-
	-

	9
	Check: Does the UE transmit a TRACKING AREA UPDATE REQUEST message with EPS update type as "TA updating"?
	-->
	TRACKING AREA UPDATE REQUEST
	2
	P

	10
	The SS transmits a TRACKING AREA UPDATE ACCEPT message.
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	11
	The UE transmits a TRACKING AREA UPDATE COMPLETE message.
	-->
	TRACKING AREA UPDATE COMPLETE
	-
	-


9.2.3.2.4.3.3
Specific message contents
Table 9.2.3.2.4.3.3-1: Message TRACKING AREA UPDATE REQUEST (step 2, Table 9.2.3.2.4.3.2-1)

	Derivation path: 36.508 table 4.7.2-27

	Information Element
	Value/Remark
	Comment
	Condition

	EPS update type
	
	
	

	  EPS update type Value
	'001'B
	" combined TA/LA updating 
	


Table 9.2.3.2.4.3.3-2: TRACKING AREA UPDATE ACCEPT (step 3, Table 9.2.3.2.4.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-24

	Information Element
	Value/remark
	Comment
	Condition

	GUTI
	GUTI-2
	
	

	EMM cause
	'00010010'B


	"CS domain not available"
	


Table 9.2.3.2.4.3.3-3: Message TRACKING AREA UPDATE REQUEST (step 9, Table 9.2.3.2.4.3.2-1)

	Derivation path: 36.508 table 4.7.2-27

	Information Element
	Value/Remark
	Comment
	Condition

	EPS update type
	
	
	

	  EPS update type Value
	'000'B
	" TA updating " 
	


9.2.3.2.6
Combined tracking area update / Rejected / Illegal ME

9.2.3.2.6.1
Test Purpose (TP)

(1)

with { UE having sent a TRACKING AREA UPDATE REQUEST message with EPS update type set to 'Combined TA/LA updating' }

ensure that {
  when { UE receives a TRACKING AREA UPDATE REJECT message with the EMM cause set to 'Illegal ME' }

    then { UE considers the USIM as invalid for EPS services and non-EPS services and enters state EMM-DEREGISTERED }

            }

9.2.3.2.6.2
Conformance requirements
References: The conformance requirements covered in the present TC are specified in: TS 24.301, clause 5.5.3.3.5.

[TS 24.301, clause 5.5.3.3.5]

If the combined tracking area updating cannot be accepted by the network, the MME shall send a TRACKING AREA UPDATE REJECT message to the UE including an appropriate EMM cause value.
Upon receiving the TRACKING AREA UPDATE REJECT message, the UE shall stop timer T3430, stop any transmission of user data, enter state MM IDLE, and take the following actions depending on the EMM cause value received.

…

#6

(Illegal ME); or

…


The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to subclause 5.1.3.3) and shall delete any GUTI, last visited registered TAI, TAI Listand KSI. 


The UE shall consider the USIM as invalid for EPS and non-EPS services until switching off or the UICC containing the USIM is removed. Additionally, the UE shall delete the list of equivalent PLMNs and shall enter the state EMM-DEREGISTERED.

If A/Gb mode or Iu mode is supported by the UE, the UE shall handle the MM parameters update status, TMSI, LAI and ciphering key sequence number, and the GMM parameters GMM state, GPRS update status, P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number as specified in 3GPP TS 24.008 [13] for the case when the combined routing area updating procedure is rejected with this cause value.
...

9.2.3.2.6.3
Test description

9.2.3.2.6.3.1
Pre-test conditions

System Simulator:

-
Cell A, Cell B and Cell C.

-
If pc_UTRAN supported by UE, Cell 5.

-
Cell 5 belongs to RAI-1(home PLMN)

-
If pc_GERAN and NOT pc_UTRAN supported by UE, Cell 24.
-
Cell 24 belongs to RAI-1(home PLMN)

-
Cell A is "Serving cell" and Cell B, Cell C, Cell 5 and Cell 24 are "non-Suitable cell".

UE:

-
The UE is configured to initiate combined EPS/IMSI attach.

Preamble:
-
The UE is in state Registered, Idle mode (state 2) on Cell A according to [18].

9.2.3.2.6.3.2
Test procedure sequence
Table 9.2.3.2.6.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Set the cell type of Cell A to the "non-Suitable cell". Set the cell type of Cell B to the "Serving cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell B unless explicitly stated otherwise.
	-
	-
	-
	-

	2
	The UE transmits a TRACKING AREA UPDATE REQUEST message.
	-->
	TRACKING AREA UPDATE REQUEST
	-
	-

	3
	The SS transmits a TRACKING AREA UPDATE REJECT message with the EMM cause set to 'Illegal ME'.
	<--
	TRACKING AREA UPDATE REJECT
	-
	-

	4
	The SS releases the RRC connection.
	-
	-
	-
	-

	5
	Set the cell type of Cell B to the "non-Suitable cell". Set the cell type of Cell C to the "Serving cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell C unless explicitly stated otherwise.
	-
	-
	-
	-

	6
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds?
	-->
	ATTACH REQUEST
	1
	F

	-
	EXCEPTION:
Steps 7a1 to 7a3 describe behaviour that depends on the UE capability; the "lower case letter" identifies a step sequence that take place if a capability is supported
	-
	-
	-
	-

	7a1
	IF pc_UTRAN or pc_GERAN THEN the SS sets the cell type of the cell other than Cell 5 and Cell 24 to the "non-Suitable cell" and sets the cell type of Cell 5 or Cell 24 to the "Serving cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell 5 or Cell 24 unless explicitly stated otherwise.
	-
	-
	-
	-

	7a2
	Void
	-
	-
	-
	-

	7a3
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds?
	-->
	ATTACH REQUEST
	1
	F

	8
	Set the cell type of the cell other than Cell A to the "non-Suitable cell". Set the cell type of Cell A to the "Serving cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell A unless explicitly stated otherwise.
	-
	-
	-
	-

	9
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds?
	-->
	ATTACH REQUEST
	1
	F


9.2.3.2.6.3.3
Specific message contents

Table 9.2.3.2.6.3.3-1: TRACKING AREA UPDATE REJECT (step 3, Table 9.2.3.2.6.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-26

	Information Element
	Value/remark
	Comment
	Condition

	EMM cause
	'0000 0110'B
	Illegal ME
	


9.2.3.2.7
Combined tracking area update / Rejected / EPS services and non-EPS services not allowed
9.2.3.2.7.1
Test Purpose (TP)
(1)

with { UE having sent a TRACKING AREA UPDATE REQUEST message with EPS update type set to 'Combined TA/LA updating' }

ensure that {
  when { UE receives a TRACKING AREA UPDATE REJECT message with the EMM cause set to 'EPS services and non-EPS services not allowed' }

    then { UE considers the USIM as invalid for EPS services and non-EPS services and enters state EMM-DEREGISTERED }

            }

9.2.3.2.7.2
Conformance requirements

References: The conformance requirements covered in the current TC are specified in: TS 24.301, clause 5.5.3.3.5.
[TS 24.301, clause 5.5.3.3.5]
…
#3

(Illegal UE);

#6

(Illegal ME); or

#8

(EPS services and non-EPS services not allowed);


The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to subclause 5.1.3.3) and shall delete any GUTI, last visited registered TAI, TAI Listand KSI. 


The UE shall consider the USIM as invalid for EPS and non-EPS services until switching off or the UICC containing the USIM is removed. Additionally, the UE shall delete the list of equivalent PLMNs and shall enter the state EMM-DEREGISTERED.

If A/Gb mode or Iu mode is supported by the UE, the UE shall handle the MM parameters update status, TMSI, LAI and ciphering key sequence number, and the GMM parameters GMM state, GPRS update status, P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number as specified in 3GPP TS 24.008 [13] for the case when the combined routing area updating procedure is rejected with the GMM cause with the same value.
…
9.2.3.2.7.3
Test description
9.2.3.2.7.3.1
Pre-test conditions
The pre-test conditions are indentical to the one of subclause 9.2.3.2.6.

9.2.3.2.7.3.2
Test procedure sequence
The test procedure sequence is indentical to the one of subclause 9.2.3.2.6.
9.2.3.2.7.3.3
Specific message contents

Table 9.2.3.2.7.3.3-1: TRACKING AREA UPDATE REJECT (step 3, Table 9.2.3.2.7.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-26

	Information Element
	Value/remark
	Comment
	Condition

	EMM cause
	'0000 1000'B
	EPS services and non-EPS services not allowed
	


9.2.3.2.8
Combined tracking area update / Rejected / EPS services not allowed
9.2.3.2.8.1
Test Purpose (TP)

(1)

with { UE having sent a TRACKING AREA UPDATE REQUEST message with EPS update type set to 'Combined TA/LA updating' }

ensure that {
  when { UE receives a TRACKING AREA UPDATE REJECT message with the EMM cause set to 'EPS services not allowed' }

    then { UE considers the USIM as invalid for EPS services and enters state EMM-DEREGISTERED }

            }
(2)

with { UE in CS/PS mode 1 or CS/PS mode 2 of operation and have been IMSI attached for non-EPS services }

ensure that {
  when { UE sends a TRACKING AREA UPDATE REQUEST message with EPS update type set to 'Combined TA/LA updating' and receives a TRACKING AREA UPDATE REJECT message with the EMM cause set to 'EPS services not allowed' }

    then { The UE shall still IMSI attached for non-EPS services }

            }
9.2.3.2.8.2
Conformance requirements
References: The conformance requirements covered in the present TC are specified in: TS 24.301, clause 5.5.3.3.5.

[TS 24.301, clause 5.5.3.3.5]

If the combined tracking area updating cannot be accepted by the network, the MME shall send a TRACKING AREA UPDATE REJECT message to the UE including an appropriate EMM cause value.
Upon receiving the TRACKING AREA UPDATE REJECT message, the UE shall stop timer T3430, stop any transmission of user data, enter state MM IDLE, and take the following actions depending on the EMM cause value received.

…

#7

(EPS services not allowed);


The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to subclause 5.1.3.3) and shall delete any GUTI, last visited registered TAI, TAI List and KSI. The UE shall consider then USIM as invalid for EPS services until switching off or the UICC containing the USIM is removed. The UE shall delete the list of equivalent PLMNs and shall enter the state EMM-DEREGISTERED.

A UE in CS/PS mode 1 or CS/PS mode 2 of operation is still IMSI attached for non-EPS services. The UE shall set the update status to U2 NOT UPDATED, shall select GERAN or UTRAN radio access technology and proceed with appropriate MM specific procedure according to the MM service state. The UE shall not reselect E-UTRAN radio access technology until switching off or the UICC containing the USIM is removed.
NOTE:
Some interaction is required with the access stratum to disable E-UTRAN cell reselection.


If A/Gb mode or Iu mode is supported by the UE, the UE shall in addition handle the GMM parameters GMM state, GPRS update status, P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number as specified in 3GPP TS 24.008 [13] for the case when the combined routing area updating procedure is rejected with the GMM cause with the same value.
9.2.3.2.8.3
Test description

9.2.3.2.8.3.1
Pre-test conditions

System Simulator:

-
Cell A, Cell B and Cell G are configured according to Table 6.3.2.2-1 in [18].

-
Cell A belongs to TAI-1(home PLMN) and is set to ''Serving cell''

-
Cell B belongs to TAI-2(home PLMN, another TAC) and is set to ''Non-Suitable off cell''

-
Cell G belongs to TAI-7(visited PLMN) and is set to ''Non-Suitable off cell''

-
If pc_UTRAN Cell 5 and if (NOT pc_UTRAN AND pc_GERAN) Cell 24 are configured according to Table 4.4.4-2 in [18].

-
if pc_UTRAN, Cell 5 (only active when stated)
-
if pc_GERAN and NOT pc_UTRAN, Cell 24 (only active when stated)
-
Cell 5 and Cell 24 are set to ''Non- Suitable off cell''
-
The different cells may not be simultaneously activated.
UE:

-
The UE has GUTI-1. 
-
The UE is registered on TAI-1.
Preamble:

-
UE is in state Registered, Idle Mode (state 2) on Cell A according to [18].
9.2.3.2.8.3.2
Test procedure sequence
Table 9.2.3.2.8.3.2-1: Main behaviour
	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS configures:
Cell A as the "non-Suitable cell". 
Cell B as the "Serving cell".
	-
	-
	-
	-

	2
	The UE transmits a TRACKING AREA UPDATE REQUEST on Cell B.
	-->
	TRACKING AREA UPDATE REQUEST
	-
	-

	3
	The SS transmits a TRACKING AREA UPDATE REJECT message with the EMM cause set to as ''EPS services not allowed'' as specified.
	<--
	TRACKING AREA UPDATE REJECT
	-
	-

	4
	The SS releases the RRC connection.
	-
	-
	-
	-

	5
	The SS configures:
Cell A as the "Serving cell". 
Cell B as the "non-Suitable cell".
	-
	-
	-
	-

	6
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds on cell A?

Note: Cell A belongs to the same PLMN where the UE was rejected but a different TAI
	-->
	ATTACH REQUEST
	1
	F

	7
	The user initiates an attach by MMI or by AT command.
	-
	-
	-
	-

	8
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds on cell A?
	-->
	ATTACH REQUEST
	1
	F

	9
	The SS configures:
Cell A as the "non-Suitable off cell".

Cell G as the "Serving cell".
	-
	-
	-
	-

	10
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds on cell G?

Note: Cell G belongs to a PLMN which is not the same like the one on which the UE was rejected.
	-->
	ATTACH REQUEST
	1
	F

	11
	The user initiates an attach by MMI or by AT command.
	-
	-
	-
	-

	12
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds on cell G?
	-->
	ATTACH REQUEST
	1
	F

	13
	The SS configures:
Cell G as the "Serving cell".

Cell 5 or 24 as the "Suitable cell".
	-
	-
	-
	-

	
	EXCEPTION: Steps 14a1 to 14a5 describe behaviour that depends on the UE capability; the "lower case letter" identifies a step sequence that take place if a capability is supported
	
	
	
	

	14a1
	IF pc_GERAN or pc_UTRAN THEN the following messages are sent and shall be received on Cell 5 or 24.
	-
	-
	-
	-

	14a2
	Check: Does the UE transmit a LOCATION UPDATING REQUEST message on Cell 5 or 24?
	-->
	LOCATION UPDATING REQUEST
	2
	P

	14a3
	The SS transmits an AUTHENTICATION REQUEST message to initiate the authentication and AKA procedure.
	<--
	AUTHENTICATION REQUEST
	-
	-

	14a4
	The UE transmits an AUTHENTICATION RESPONSE message.
	-->
	AUTHENTICATION RESPONSE
	-
	-

	14a5
	The SS transmits a LOCATION UPDATING ACCEPT message with Location updating type = "IMSI attach" as specified in 3GPP TS 24.008.
	<--
	LOCATION UPDATING ACCEPT
	-
	-

	15
	The SS configures:
Cell G as the "Serving cell".

Cell 5 or 24 as the "non-Suitable cell". 
	-
	-
	-
	-

	16
	The user initiates attach by MMI or by AT command.
	-
	-
	-
	-

	17
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds on cell G?
	-->
	ATTACH REQUEST
	1
	F


9.2.3.2.8.3.3
Specific message contents

Table 9.2.3.2.8.3.3-1: Message TRACKING AREA UPDATE REQUEST (step 2, Table 9.2.3.2.8.3.2-1)

	Derivation path: 36.508 table 4.7.2-27

	Information Element
	Value/Remark
	Comment
	Condition

	EPS update type
	
	
	

	  EPS update type Value
	'001'B
	" combined TA/LA updating " 
	

	Old GUTI 
	GUTI-1
	
	


Table 9.2.3.2.8.3.3-2: Message TRACKING AREA UPDATE REJECT (step 3, Table 9.2.3.2.8.3.2-1)

	Derivation path: 36.508 table 4.7.2-24

	Information Element
	Value/Remark
	Comment
	Condition

	EMM cause
	'00000111'B
	"EPS services not allowed''
	


9.2.3.2.9
Combined tracking area update / Rejected / UE identity cannot be derived by the network

9.2.3.2.9.1
Test Purpose (TP)
(1)

with { UE has sent a TRACKING AREA UPDATE REQUEST message with EPS update type set to 'Combined TA/LA updating' }

ensure that {
  when { UE receives a TRACKING AREA UPDATE REJECT message with the EMM cause set to 'UE identity cannot be derived by the network' }
    then { UE deletes GUTI, last visited registered TAI, TAI list and KSI, enters the state EMM-DEREGISTERED, subsequently, automatically initiates the attach procedure and is still IMSI attached for non-EPS services }

            }

(2)

with { UE has sent a TRACKING AREA UPDATE REQUEST message with EPS update type set to 'Combined TA/LA updating' }

ensure that {
  when { UE receives a TRACKING AREA UPDATE REJECT message with the EMM cause set to 'UE identity cannot be derived by the network' }

    then { UE deletes P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number }

            }

9.2.3.2.9.2
Conformance requirements
References: The conformance requirements covered in the present TC are specified in: TS 24.301, clause 5.5.3.3.5 and TS 24.008, clause 4.7.5.2.4.

[TS 24.301, clause 5.5.3.3.5]

If the combined tracking area updating cannot be accepted by the network, the MME shall send a TRACKING AREA UPDATE REJECT message to the UE including an appropriate EMM cause value.
Upon receiving the TRACKING AREA UPDATE REJECT message, the UE shall stop timer T3430, stop any transmission of user data, enter state MM IDLE, and take the following actions depending on the EMM cause value received.

...

#9

(UE identity cannot be derived by the network);


The UE shall set the EPS update status to EU2 NOT UPDATED (and shall store it according to subclause 5.1.3.3) and shall delete any GUTI, last visited registered TAI, TAI List and KSI. The UE shall delete the list of equivalent PLMNs and enter the state EMM-DEREGISTERED.


Subsequently, the UE shall automatically initiate the attach procedure.

If A/Gb mode or Iu mode is supported by the UE, the UE shall in addition handle the GMM parameters GMM state, GPRS update status, P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number as specified in 3GPP TS 24.008 [13] for the case when the combined routing area updating procedure is rejected with the GMM cause with the same value.

A UE in CS/PS mode 1 or CS/PS mode 2 of operation is still IMSI attached for non-EPS services.

...

[TS 24.008, clause 4.7.5.2.4]

...

The MS shall then take different actions depending on the received reject cause:

...

# 9


(MS identity cannot be derived by the network);


The MS shall set the GPRS update status to GU2 NOT UPDATED (and shall store it according to subclause 4.1.3.2), enter the state GMM-DEREGISTERED, and shall delete any P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number. Subsequently, the MS may automatically initiate the GPRS attach procedure.

...

9.2.3.2.9.3
Test description

9.2.3.2.9.3.1
Pre-test conditions

System Simulator:

-
Cell A and Cell B are configured according to Table 6.3.2.2-1 in [18].

-
Cell A belongs to TAI-1(home PLMN) and is set to ''Serving cell''

-
Cell B belongs to TAI-2(home PLMN, another TAC) and is set to ''Non-Suitable cell''

-
If pc_UTRAN supported by UE, Cell 5 is configured.
-
Cell 5 belongs to RAI-1(home PLMN) and is set to ''Non-Suitable cell''

-
If pc_GERAN and NOT pc_UTRAN supported by UE, Cell 24 is configured.
-
Cell 24 belongs to RAI-1(home PLMN) and is set to ''Non-Suitable cell''

UE:

-
The UE is configured to initiate combined EPS/IMSI attach.

-
The UE has GUTI-1.

-
The UE is registered on TAI-1.
-
IF pc_GERAN or pc_UTRAN THEN the UE has TMSI-1, P-TMSI-1 and P-TMSI signature-1, and the UE is registered on LAI-1 and RAI-1.

Preamble:
-
The UE is in state Registered, Idle mode (state 2) on Cell A according to [18].

9.2.3.2.9.3.2
Test procedure sequence

Table 9.2.3.2.9.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Set the cell type of Cell A to the ''Non-Suitable cell''. 

Set the cell type of Cell B to the ''Serving cell''.
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell B unless explicitly stated otherwise.
	-
	-
	-
	-

	2
	The UE transmits a TRACKING AREA UPDATE REQUEST.
	-->
	TRACKING AREA UPDATE REQUEST
	-
	-

	3
	The SS transmits a TRACKING AREA UPDATE REJECT message with EMM cause set to ''UE identity cannot be derived by the network''.
	<--
	TRACKING AREA UPDATE REJECT
	-
	-

	4
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds?
	-->
	ATTACH REQUEST
	1
	P

	-
	EXCEPTION:
Steps 5a1 to 5a7 describe behaviour that depends on the UE capability; the "lower case letter" identifies a step sequence that take place if a capability is supported
	-
	-
	-
	-

	5a1
	IF pc_UTRAN or pc_GERAN THEN the SS sets the cell type of Cell B to the “non-Suitable cell" and sets the cell type of Cell 5 or Cell 24 to the "Serving cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell 5 or Cell 24 unless explicitly stated otherwise.
	-
	-
	-
	-

	5a2
	Void
	-
	-
	-
	-

	5a3
	Check: Does the UE transmit an ATTACH REQUEST message?
	-->
	ATTACH REQUEST
	2
	P

	5a4
	The SS transmits an AUTHENTICATION AND CIPHERING REQUEST message to initiate the authentication and AKA procedure.
	<--
	AUTHENTICATION AND CIPHERING REQUEST
	-
	-

	5a5
	The UE transmits an AUTHENTICATION AND CIPHERING RESPONSE message.
	-->
	AUTHENTICATION AND CIPHERING RESPONSE
	-
	-

	5a6
	The SS transmits an ATTACH ACCEPT message.
	<--
	ATTACH ACCEPT
	-
	-

	5a7
	The UE transmits an ATTACH COMPLETE message.
	-->
	ATTACH COMPLETE
	-
	-


9.2.3.2.9.3.3
Specific message contents

Table 9.2.3.2.9.3.3-1: Message TRACKING AREA UPDATE REQUEST (step 2, Table 9.2.3.2.9.3.2-1)

	Derivation Path: TS 36.508, Table 4.7.2-27

	Information Element
	Value/remark
	Comment
	Condition

	Old GUTI
	GUTI-1
	
	

	Old P-TMSI signature
	P-TMSI signature-1
	
	

	Old location area identification
	LAI-1
	
	

	TMSI status
	Not present
	
	


Table 9.2.3.2.9.3.3-2: Message TRACKING AREA UPDATE REJECT (step 3, Table 9.2.3.2.9.3.2-1)

	Derivation Path: TS 36.508, Table 4.7.2-26

	Information Element
	Value/remark
	Comment
	Condition

	EMM cause
	'0000 1001'B
	UE identity cannot be derived by the network
	


Table 9.2.3.2.9.3.3-3: Message ATTACH REQUEST (step 4, Table 9.2.3.2.9.3.2-1)

	Derivation Path: TS 36.508, Table 4.7.2-4

	Information Element
	Value/remark
	Comment
	Condition

	NAS key set identifier
	
	
	

	  NAS key set identifier
	'111'B
	no key is available
	

	  TSC
	Any allowed value
	TSC does not apply for NAS key set identifier value "111".
	

	Old GUTI or IMSI
	IMSI
	
	

	Old P-TMSI signature
	Not present
	
	

	Last visited registered TAI
	Not present
	
	

	Old location area identification
	LAI-1
	
	

	TMSI status
	Not present
	
	


Table 9.2.3.2.9.3.3-4: Message ATTACH REQUEST (step 5a3, Table 9.2.3.2.9.3.2-1)

	Derivation Path: TS 24.008 , Table 9.4.1

	Information Element
	Value/remark
	Comment
	Condition

	MS network capability
	Any allowed value
	
	

	Attach type
	'011'B
	Combined GPRS/IMSI attach
	

	GPRS ciphering key sequence number
	'111'B
	No key is available (MS to network)
	

	DRX parameter
	Any allowed value
	
	

	P-TMSI or IMSI
	IMSI-1
	
	

	Old routing area identification
	All bits of octets 5 and 6 are set to 1, except bit 1 of octet 6 which is set to 0.

Other bits are not checked.
	
	

	MS Radio Access capability
	Any allowed value
	
	

	Old P-TMSI signature
	Not present
	
	

	Requested READY timer
value
	Not present or any allowed value
	
	

	TMSI status
	Not present
	
	

	PS LCS Capability
	Not present or any allowed value
	
	

	Mobile station classmark 2
	Not present or any allowed value
	
	

	Mobile station classmark 3
	Not present or any allowed value
	
	

	Supported Codecs
	Not present or any allowed value
	
	

	UE network capability
	Not present or any allowed value
	
	

	Additional mobile identity
	Not present
	
	

	Additional old routing area identification
	Not present
	
	


9.2.3.2.10
Combined tracking area update / Rejected / UE implicitly detached

9.2.3.2.10.1
Test Purpose (TP)

(1)

with { UE having sent a TRACKING AREA UPDATE REQUEST message with EPS update type set to 'Combined TA/LA updating' }

ensure that {
  when { UE receives a TRACKING AREA UPDATE REJECT message with the EMM cause set to 'Implicitly detached' }
    then { UE sends an ATTACH REQUEST message }

            }

9.2.3.2.10.2
Conformance requirements
References: The conformance requirements covered in the present TC are specified in: TS 24.301, clause 5.5.3.3.5.

[TS 24.301, clause 5.5.3.3.5]

If the combined tracking area updating cannot be accepted by the network, the MME shall send a TRACKING AREA UPDATE REJECT message to the UE including an appropriate EMM cause value.
Upon receiving the TRACKING AREA UPDATE REJECT message, the UE shall stop timer T3430, stop any transmission of user data, enter state MM IDLE, and take the following actions depending on the EMM cause value received.
...

#10
(Implicitly detached);


The UE shall delete the list of equivalent PLMNs and shall enter the state EMM-DEREGISTERED.NORMAL-SERVICE. The UE shall then perform a new attach procedure.

...

9.2.3.2.10.3
Test description

9.2.3.2.10.3.1
Pre-test conditions

System Simulator:

-
Cell A and Cell B

-
Cell A is set to the "Serving cell" and Cell B is set to the "non-Suitable cell".
UE:

-
The UE is configured to initiate combined EPS/IMSI attach.

Preamble:

-
The UE is in state Registered, Idle mode (state 2) on Cell A according to [18].

9.2.3.2.10.3.2
Test procedure sequence

Table 9.2.3.2.10.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Set the cell type of Cell A to the "non-Suitable cell". Set the cell type of Cell B to the "Serving cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell B unless explicitly stated otherwise.
	-
	-
	-
	-

	2
	The UE transmits a TRACKING AREA UPDATE REQUEST message.
	-->
	TRACKING AREA UPDATE REQUEST
	-
	-

	3
	The SS transmits a TRACKING AREA UPDATE REJECT message with the EMM cause set to 'Implicitly detached'.
	<--
	TRACKING AREA UPDATE REJECT
	-
	-

	4
	Check: Does the UE transmit an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message?
	-->
	ATTACH REQUEST
	1
	P

	5
	The SS transmits an IDENTITY REQUEST message requesting IMSI in the IE Identity type
	<--
	IDENTITY REQUEST
	-
	-

	6
	The UE transmits an IDENTITY RESPONSE message.
	-->
	IDENTITY RESPONSE
	-
	-

	7
	The SS transmits an AUTHENTICATION REQUEST message to initiate the EPS authentication and AKA procedure.
	<--
	AUTHENTICATION REQUEST
	-
	-

	8
	The UE transmits an AUTHENTICATION RESPONSE message and establishes mutual authentication.
	-->
	AUTHENTICATION RESPONSE
	-
	-

	9
	The SS transmits a NAS SECURITY MODE COMMAND message to activate NAS security.
	<--
	SECURITY MODE COMMAND
	-
	-

	10
	The UE transmits a NAS SECURITY MODE COMPLETE message and establishes the initial security configuration.
	-->
	SECURITY MODE COMPLETE
	-
	-

	-
	EXCEPTION: Steps 10Aa1 to 10Aa2 describe behaviour that depends on UE configuration; the "lower case letter" identifies a step sequence that take place if the UE has ESM information which needs to be transferred.
	-
	-
	-
	-

	10Aa1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options and/or APN.
	<--
	ESM INFORMATION REQUEST
	-
	-

	10Aa2
	The UE transmits an ESM INFORMATION RESPONSE message to transfer protocol configuration options and/or APN.
	-->
	ESM INFORMATION RESPONSE
	-
	-

	11
	The SS transmits ATTACH ACCEPT message. The ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message is piggybacked in ATTACH ACCEPT message
	<--
	ATTACH ACCEPT
	-
	-

	-
	EXCEPTION: In parallel to the event described in step 12 below the generic procedure for IP address allocation in the U-plane specified in TS 36.508 subclause 4.5A.1 takes place performing IP address allocation in the U-plane if requested by the UE.
	-
	-
	-
	-

	12
	The UE transmits an ATTACH COMPLETE message including an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message.
	-->
	ATTACH COMPLETE
	-
	-


9.2.3.2.10.3.3
Specific message contents
Table 9.2.3.2.10.3.3-1: TRACKING AREA UPDATE REJECT (step 3, Table 9.2.3.2.10.3.2-1)

	Derivation Path: TS 36.508 Table 4.7.2-26

	Information Element
	Value/remark
	Comment
	Condition

	EMM cause
	'0000 1010'B
	Implicitly detached
	


9.2.3.2.12
Combined tracking area update / Rejected / Tracking area not allowed

9.2.3.2.12.1
Test Purpose (TP)

(1)

with { UE having sent a TRACKING AREA UPDATE REQUEST message with EPS update type set to 'Combined TA/LA updating' }

ensure that {
  when { UE receives a TRACKING AREA UPDATE REJECT message with the EMM cause set to 'Tracking Area not allowed' }
    then { UE sets the EPS update status to EU3 ROAMING NOT ALLOWED, deletes any GUTI, last visited registered TAI, TAI List and KSI, enters the state EMM-DEREGISTERED.LIMITED-SERVICE and stores the current TAI in the list of "forbidden tracking areas for regional provision of service" }

            }

(2)

with { UE in EMM-DEREGISTERED.LIMITED-SERVICE state having the list of "forbidden tracking areas for regional provision of service" }

ensure that {
  when { serving cell belongs to TAI where UE was rejected }

    then { UE does not attempt to attach }

            }

(3)

with { UE in EMM-DEREGISTERED.LIMITED-SERVICE state having the list of "forbidden tracking areas for regional provision of service" }

ensure that {
  when { UE reselects a new cell which belongs to the TAI in the list of "forbidden tracking areas for regional provision of service" }

    then { UE does not attempt to attach }

            }

(4)

with { UE is powered off or switched off }

ensure that {
  when { UE is powered on or switched on in the cell belonging to the TAI which was in the list of "forbidden tracking areas for regional provision of service" before the UE was powered off or switched off }

    then { UE attempts to attach }

            }

9.2.3.2.12.2
Conformance requirements
References: The conformance requirements covered in the present TC are specified in: TS 24.301, clause 5.5.3.3.5.

[TS 24.301, clause 5.5.3.3.5]

If the combined tracking area updating cannot be accepted by the network, the MME shall send a TRACKING AREA UPDATE REJECT message to the UE including an appropriate EMM cause value.
Upon receiving the TRACKING AREA UPDATE REJECT message, the UE shall stop timer T3430, stop any transmission of user data, enter state MM IDLE, and take the following actions depending on the EMM cause value received.

...
#12
(Tracking area not allowed);


The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to subclause 5.1.3.3) and shall delete any GUTI, last visited registered TAI, TAI List and KSI. The UE shall reset the tracking area updating attempt counter and shall enter the state EMM-DEREGISTERED.LIMITED-SERVICE.


The UE shall store the current TAI in the list of "forbidden tracking areas for regional provision of service".


If A/Gb mode or Iu mode is supported by the UE, the UE shall handle the MM parameters update status, TMSI, LAI, ciphering key sequence number and the location update attempt counter, and the GMM parameters GMM state, GPRS update status, P-TMSI, P-TMSI signature, RAI, GPRS ciphering key sequence number and routing area updating attempt counter as specified in 3GPP TS 24.008 [13] for the case when the combined routing area updating procedure is rejected with the GMM cause with the same value.

...
9.2.3.2.12.3
Test description

9.2.3.2.12.3.1
Pre-test conditions

System Simulator:

-
Cell A, Cell B and Cell M.

-
Cell A is set to the "Serving cell", and Cell B and Cell M is set to the "non-Suitable cell".
UE:
-
The UE is configured to initiate combined EPS/IMSI attach.

Preamble:
-
The UE is in state Registered, Idle mode (state 2) on Cell A according to [18].

9.2.3.2.12.3.2
Test procedure sequence

Table 9.2.3.2.12.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Set the cell type of Cell A to the "Suitable neighbour cell". Set the cell type of Cell B to the "Serving cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell B unless explicitly stated otherwise.
	-
	-
	-
	-

	2
	The UE transmits a TRACKING AREA UPDATE REQUEST message.
	-->
	TRACKING AREA UPDATE REQUEST
	-
	-

	3
	The SS transmits a TRACKING AREA UPDATE REJECT message with the EMM cause set to 'Tracking Area not allowed'.
	<--
	TRACKING AREA UPDATE REJECT
	-
	-

	4
	The SS releases the RRC connection.
	-
	-
	-
	-

	5
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds on Cell A or Cell B?
	-->
	ATTACH REQUEST
	1,2
	F

	6
	Set the cell type of Cell A to the "non-Suitable cell". Set the cell type of Cell B to the "non-Suitable cell". Set the cell type of Cell M to the "Serving cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell M unless explicitly stated otherwise.
	-
	-
	-
	-

	7
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds?
	-->
	ATTACH REQUEST
	3
	F

	8
	Set the cell type of Cell A to the "Serving cell". Set the cell type of Cell M to the "non-Suitable cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell A unless explicitly stated otherwise.
	-
	-
	-
	-

	9
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds?
	-->
	ATTACH REQUEST
	3
	F

	10
	The UE is powered off or switched off.
	-
	-
	-
	-

	11
	The UE is powered on or switched on.
	-
	-
	-
	-

	12
	Check: Does the UE transmit an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message?
	-->
	ATTACH REQUEST
	1,4
	P

	13
	The SS transmits an AUTHENTICATION REQUEST message to initiate the EPS authentication and AKA procedure.
	<--
	AUTHENTICATION REQUEST
	-
	-

	14
	The UE transmits an AUTHENTICATION RESPONSE message and establishes mutual authentication.
	-->
	AUTHENTICATION RESPONSE
	-
	-

	15
	The SS transmits a NAS SECURITY MODE COMMAND message to activate NAS security.
	<--
	SECURITY MODE COMMAND
	-
	-

	16
	The UE transmits a NAS SECURITY MODE COMPLETE message and establishes the initial security configuration.
	-->
	SECURITY MODE COMPLETE
	-
	-

	-
	EXCEPTION: Steps 16Aa1 to 16Aa2 describe behaviour that depends on UE configuration; the "lower case letter" identifies a step sequence that take place if the UE has ESM information which needs to be transferred.
	-
	-
	-
	-

	16Aa1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options and/or APN.
	<--
	ESM INFORMATION REQUEST
	-
	-

	16Aa2
	The UE transmits an ESM INFORMATION RESPONSE message to transfer protocol configuration options and/or APN.
	-->
	ESM INFORMATION RESPONSE
	-
	-

	17
	The SS transmits ATTACH ACCEPT message. The ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message is piggybacked in ATTACH ACCEPT message
	<--
	ATTACH ACCEPT
	-
	-

	-
	EXCEPTION: In parallel to the event described in step 18 below the generic procedure for IP address allocation in the U-plane specified in TS 36.508 subclause 4.5A.1 takes place performing IP address allocation in the U-plane if requested by the UE.
	-
	-
	-
	-

	18
	The UE transmits an ATTACH COMPLETE message including an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message.
	-->
	ATTACH COMPLETE
	-
	-


9.2.3.2.12.3.3
Specific message contents
Table 9.2.3.2.12.3.3-1: TRACKING AREA UPDATE REJECT (step 3, Table 9.2.3.2.12.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-26

	Information Element
	Value/remark
	Comment
	Condition

	EMM cause
	'0000 1100'B
	Tracking Area not allowed
	


Table 9.2.3.2.12.3.3-2: ATTACH REQUEST (step 12, Table 9.2.3.2.12.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-4

	Information Element
	Value/remark
	Comment
	Condition

	NAS key set identifier
	
	
	

	  NAS key set identifier
	'111'B
	no key is available
	

	  TSC
	Any allowed value
	TSC does not apply for NAS key set identifier value "111".
	

	Old GUTI or IMSI
	IMSI of the UE
	
	

	Last visited registered TAI
	Not present
	
	


9.2.3.2.14
Combined tracking area update / Rejected / EPS services not allowed in the PLMN

9.2.3.2.14.1
Test Purpose (TP)

(1)

with { UE having sent a TRACKING AREA UPDATE REQUEST message with EPS update type set to 'Combined TA/LA updating' }

ensure that {
  when { UE receives a TRACKING AREA UPDATE REJECT message with the EMM cause set to 'EPS services not allowed in this PLMN' }

    then { UE deletes any GUTI, last visited registered TAI, TAI List and eKSI, and UE stores the PLMN identity in the "forbidden PLMNs for GPRS service" list }

            }
(2)
with { UE is in EMM-DEREGISTERED.PLMN-SEARCH state }

ensure that {
  when { UE detects a E-UTRAN cell which belongs to the same PLMN which is stored in the "forbidden PLMNs for GPRS service" list }

    then { UE does not attempt to access on this cell }

            }
(3)
with { UE is IMSI attached for non-EPS services and is in EMM-DEREGISTERED.PLMN-SEARCH state and one PLMN stored in the "forbidden PLMNs for GPRS service" list }

ensure that {
  when { UE update status is U2 NOT UPDATED and detects a new GERAN or UTRAN cell which belongs to the PLMN }

    then { UE initiates location update procedure in this GERAN or UTRAN cell }

            }
(4)
with { UE is in EMM-DEREGISTERED.PLMN-SEARCH state }

ensure that {
  when { UE detects a E-UTRAN cell which belongs to another PLMN which is not stored in the "forbidden PLMNs for GPRS service" list }

    then { UE attempts to access on this cell }

            }

9.2.3.2.14.2
Conformance requirements
References: The conformance requirements covered in the present TC are specified in: TS 24.301, clause 5.5.3.3.5.

[TS 24.301, clause 5.5.3.3.5]

If the combined tracking area updating cannot be accepted by the network, the MME shall send a TRACKING AREA UPDATE REJECT message to the UE including an appropriate EMM cause value.
Upon receiving the TRACKING AREA UPDATE REJECT message, the UE shall stop timer T3430, stop any transmission of user data, enter state MM IDLE, and take the following actions depending on the EMM cause value received.

…

#14
(EPS services not allowed in this PLMN);


The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to subclause 5.1.3.3). Furthermore the UE shall delete any GUTI, last visited registered TAI, TAI List and eKSI. The UE shall reset the tracking area updating attempt counter and shall enter the state EMM-DEREGISTERED.PLMN-SEARCH.


The UE shall store the PLMN identity in the "forbidden PLMNs for GPRS service" list.

The UE operating in CS/PS mode 1 or CS/PS mode 2 of operation is still IMSI attached for non-EPS services and shall set the update status to U2 NOT UPDATED.


A UE operating in CS/PS mode 1 of operation may select GERAN or UTRAN radio access technology and proceed with the appropriate MM specific procedure according to the MM service state. In this case the UE shall not reselect E-UTRAN radio access technology for the duration the UE is on the PLMN or equivalent PLMN.


A UE in CS/PS mode 1 of operation may perform a PLMN selection according to 3GPP TS 23.122 [6].


A UE operating in CS/PS mode 2 of operation shall perform a PLMN selection according to 3GPP TS 23.122 [6].


If A/Gb mode or Iu mode is supported by the UE, the UE shall handle the GMM parameters GMM state, GPRS update status, P-TMSI, P-TMSI signature, RAI, GPRS ciphering key sequence number and routing area updating attempt counter as specified in 3GPP TS 24.008 [13] for the case when the combined routing area updating procedure is rejected with the GMM cause with the same value.

9.2.3.2.14.3
Test description

9.2.3.2.14.3.1
Pre-test conditions

System Simulator:

-
Cell E, Cell I and Cell J are configured according to Table 6.3.2.2-1 in [18].

-
Cell E belongs to TAI-12(visited PLMN, frequency 2) and is set to ''Serving cell''

-
Cell I belongs to TAI-9(visited PLMN, another TAC, frequency 3) and is set to ''Non- Suitable off cell''

-
Cell J belongs to TAI-10(visited PLMN, another PLMN, frequency 4) and is set to ''Non-Suitable off cell''

PLMN in Cell E, Cell I and Cell J are not HPLMN of the UE.

-
If pc_UTRAN Cell 5 and if (NOT pc_UTRAN AND pc_GERAN) Cell 24 are configured according to Table 4.4.4-2 in [18].

-
if pc_UTRAN, Cell 5 (only active when stated, NMO 2)
-
if pc_GERAN and NOT pc_UTRAN, Cell 24 (only active when stated, NMO 2)
-
Cell 5 and Cell 24 are set to ''Non- Suitable off cell''
-
The different cells may not be simultaneously activated.
UE:
-
The UE has GUTI-12. 
-
The UE is registered on TAI-12.
-
IF pc_GERAN or pc_UTRAN THEN the UE has P-TMSI and P-TMSI signature.

Preamble:

-
UE is in state Registered, Idle Mode (state 2) on Cell E according to [18].

9.2.3.2.14.3.2
Test procedure sequence
Table 9.2.3.2.14.3.2-1: Main behaviour
	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS configures:
Cell E as the "non-Suitable cell". 
Cell I as the "Serving cell".
	-
	-
	-
	-

	2
	The UE transmits a TRACKING AREA UPDATE REQUEST on Cell I.
	-->
	TRACKING AREA UPDATE REQUEST
	-
	-

	3
	The SS transmits a TRACKING AREA UPDATE REJECT message with the EMM cause set to as ''EPS services not allowed in this PLMN'' as specified.
	<--
	TRACKING AREA UPDATE REJECT
	-
	-

	4
	The SS releases the RRC connection.
	-
	-
	-
	-

	5
	The SS configures:
Cell I as the "non-Suitable cell". 
Cell E as the "Serving cell".
	-
	-
	-
	-

	6
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds on cell E?
	-->
	ATTACH REQUEST
	1, 2
	F

	7
	The SS configures:
Cell E as a "non-Suitable cell". 
Cell 5 or 24 as the "Serving cell".
	-
	-
	-
	-

	
	EXCEPTION: Steps 8a1 to 8a4 describe behaviour that depends on the UE capability; the "lower case letter" identifies a step sequence that take place if a capability is supported.
	-
	-
	-
	-

	8a1
	IF pc_GERAN or pc_UTRAN, THEN the following messages are sent and shall be received on Cell 5 or 24.

Check: Does the UE transmit a LOCATION UPDATING REQUEST message on Cell 5 or cell 24 in the next 30 seconds?
	-->
	LOCATION UPDATING REQUEST
	3
	P

	8a2
	The SS transmits an AUTHENTICATION REQUEST message to initiate the authentication and AKA procedure.
	<--
	AUTHENTICATION REQUEST
	-
	-

	8a3
	The UE transmits an AUTHENTICATION RESPONSE message.
	-->
	AUTHENTICATION RESPONSE
	-
	-

	8a4
	The SS transmits a LOCATION UPDATING ACCEPT message with Location updating type = "IMSI attach" as specified in 3GPP TS 24.008.
	<--
	LOCATION UPDATING ACCEPT
	-
	-

	9
	The SS configures:
Cell J as the " Serving cell".
Cell 5 or 24 as the "non-Suitable off cell".
	-
	-
	-
	-

	10
	Check: Does the UE transmit  ATTACH REQUEST message with a PDN CONNECTIVITY REQUEST message to request PDN connectivity to the default PDN on cell J?
	-->
	ATTACH REQUEST
	1, 4
	P

	11
	Steps 5 to 17 of generic test procedure in TS 36.508 subclause 4.5.2.3 are performed.

NOTE: The UE performs an ATTACH procedure and the RRC connection is released.
	-
	-
	-
	-


9.2.3.2.14.3.3
Specific message contents

Table 9.2.3.2.14.3.3-1: Message TRACKING AREA UPDATE REQUEST (step 2, Table 9.2.3.2.14.3.2-1)

	Derivation path: 36.508 table 4.7.2-27

	Information Element
	Value/Remark
	Comment
	Condition

	EPS update type
	
	
	

	  EPS update type Value
	'001'B
	"combined TA/LA updating " 
	

	Old GUTI 
	GUTI-7
	
	


Table 9.2.3.2.14.3.3-2: Message TRACKING AREA UPDATE REJECT (step 3, Table 9.2.3.2.14.3.2-1)

	Derivation path: 36.508 table 4.7.2-24

	Information Element
	Value/Remark
	Comment
	Condition

	EMM cause
	'00001110'B
	" EPS services not allowed in this PLMN ''
	


Table 9.2.3.2.14.3.3-3: Message ATTACH REQUEST (step 10, Table 9.2.3.2.14.3.2-1)

	Derivation path: 36.508 table 4.7.2-4

	Information Element
	Value/Remark
	Comment
	Condition

	Old GUTI or IMSI
	IMSI
	
	

	Last visited registered TAI
	Not present
	
	


9.2.3.2.15
Combined tracking area update / Rejected / No suitable cells in tracking area

9.2.3.2.15.1
Test Purpose (TP)

(1)

with { UE having sent a TRACKING AREA UPDATE REQUEST message with EPS update type set to 'Combined TA/LA updating' }

ensure that {
  when { UE receives a TRACKING AREA UPDATE REJECT message with the EMM cause set to 'No Suitable Cells In tracking area' }

    then { UE selects a suitable cell in another tracking area in the same PLMN and performs the tracking area updating procedure with EPS update type set to 'combined TA/LA updating with IMSI attach' }

            }

9.2.3.2.15.2
Conformance requirements
References: The conformance requirements covered in the present TC are specified in: TS 24.301, clause 5.5.3.3.5.

[TS 24.301, clause 5.5.3.3.5]
If the combined tracking area updating cannot be accepted by the network, the MME shall send a TRACKING AREA UPDATE REJECT message to the UE including an appropriate EMM cause value.
Upon receiving the TRACKING AREA UPDATE REJECT message, the UE shall stop timer T3430, stop any transmission of user data, enter state MM IDLE, and take the following actions depending on the EMM cause value received.
...

#15
(No suitable cells in tracking area);


The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to subclause 5.1.3.3). The UE shall reset the tracking area updating attempt counter and shall enter the state EMM-REGISTERED.LIMITED-SERVICE.

The UE shall store the current TAI in the list of "forbidden tracking areas for roaming" and shall remove the current TAI from the stored TAI list if present.


The UE shall search for a suitable cell in another tracking area or in another location area in the same PLMN according to 3GPP TS 36.304 [21].


The UE shall indicate the Update type IE "combined TA/LA updating with IMSI attach" when performing the tracking area updating procedure.

If A/Gb mode or Iu mode is supported by the UE, the UE shall handle the MM parameters update status and the location update attempt counter, and the GMM parameters GMM state, GPRS update status and routing area updating attempt counter as specified in 3GPP TS 24.008 [13] for the case when the combined routing area updating procedure is rejected with this cause value.
...

9.2.3.2.15.3
Test description

9.2.3.2.15.3.1
Pre-test conditions

System Simulator:

-
Cell A, Cell B and Cell C.

-
Cell A is set to the "Serving cell" and Cell B and Cell C is set to the "non-Suitable cell".
UE:

-
The UE is configured to initiate combined EPS/IMSI attach.

Preamble:
-
The UE is in state Registered, Idle mode (state 2) on Cell A according to [18].
9.2.3.2.15.3.2
Test procedure sequence
Table 9.2.3.2.15.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Set the cell type of Cell A to the "non-Suitable cell". Set the cell type of Cell B to the "Serving cell". Set the cell type of Cell C to the "Suitable neighbour cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell B unless explicitly stated otherwise.
	-
	-
	-
	-

	2
	The UE transmits a TRACKING AREA UPDATE REQUEST message.
	-->
	TRACKING AREA UPDATE REQUEST
	-
	-

	3
	The SS transmits a TRACKING AREA UPDATE REJECT message with the EMM cause set to 'No Suitable Cells In tracking area'.
	<--
	TRACKING AREA UPDATE REJECT
	-
	-

	4
	The SS releases the RRC connection.
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell C unless explicitly stated otherwise.
	-
	-
	-
	-

	5
	Check: Does the UE transmit a TRACKING AREA UPDATE REQUEST message with EPS update type set to 'combined TA/LA updating with IMSI attach'?
	-->
	TRACKING AREA UPDATE REQUEST
	1
	P

	6
	The SS transmits a NAS SECURITY MODE COMMAND message to activate NAS security.
	<--
	SECURITY MODE COMMAND
	-
	-

	7
	The UE transmits a NAS SECURITY MODE COMPLETE message and establishes the initial security configuration.
	-->
	SECURITY MODE COMPLETE
	-
	-

	8
	The SS transmits a TRACKING AREA UPDATE ACCEPT message.
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	9
	The UE transmits a TRACKING AREA UPDATE COMPLETE message.
	-->
	TRACKING AREA UPDATE COMPLETE
	-
	-


9.2.3.2.15.3.3
Specific message contents

Table 9.2.3.2.15.3.3-1: TRACKING AREA UPDATE REJECT (step 3, Table 9.2.3.2.15.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-26

	Information Element
	Value/remark
	Comment
	Condition

	EMM cause
	'0000 1111'B
	No Suitable Cells In tracking area
	


Table 9.2.3.2.15.3.3-2: TRACKING AREA UPDATE REQUEST (step 5, Table 9.2.3.2.15.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-27

	Information Element
	Value/remark
	Comment
	Condition

	EPS update type
	
	
	

	  EPS update type value
	'010'B
	Combined TA/LA updating with IMSI attach
	


9.2.3.2.16
Combined tracking area update / Rejected / Not authorized for this CSG
9.2.3.2.16.1
Test Purpose (TP)
(1)

with { UE has sent a TRACKING AREA UPDATE REQUEST message with EPS update type set to 'Combined TA/LA updating' }

ensure that {
  when { UE receives a TRACKING AREA UPDATE REJECT message with the reject cause set to "Not authorized for this CSG" and with integrity protection }
then { UE removes the CSG ID from the Allowed CSG list }
            }
(2)
with { UE has sent a TRACKING AREA UPDATE REQUEST message with EPS update type set to 'Combined TA/LA updating' }

ensure that {
  when { UE receives a TRACKING AREA UPDATE REJECT message with the reject cause set to "Not authorized for this CSG" and with integrity protection }
then { UE searches for a suitable cell in the same PLMN and sent a TRACKING AREA UPDATE REQUEST message with EPS update type set to ' combined TA/LA updating with IMSI attach ' }
            }
9.2.3.2.16.2
Conformance requirements

References: The conformance requirements covered in the current TC are specified in: TS 24.301, clause 5.5.3.3.5.
 [TS 24.301, clause 5.5.3.3.5]
#25
(Not authorized for this CSG);


Cause #25 is only applicable when received from a CSG cell. Cause #25 received from a non-CSG cell is considered as an abnormal case and the behaviour of the UE is specified in subclause 5.5.3.3.6.


If the TRACKING AREA UPDATE REJECT message with cause #25 was received without integrity protection, then the UE shall discard the message.


The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to subclause 5.1.3.3). The UE shall reset the tracking area updating attempt counter and shall enter the state EMM-REGISTERED.LIMITED-SERVICE.


If the CSG ID of the cell where the UE has sent the TRACKING AREA UPDATE REQUEST message is contained in the Allowed CSG list, the UE shall remove the CSG ID from the Allowed CSG list.


If the CSG ID of the cell where the UE has sent the TRACKING AREA UPDATE REQUEST message is contained in the Operator CSG list, the UE shall apply the procedures defined in 3GPP TS 23.122 [6] subclause 3.1A.


The UE shall search for a suitable cell in the same PLMN according to 3GPP TS 36.304 [21].


The UE shall indicate the Update type IE "combined TA/LA updating with IMSI attach" when performing the tracking area updating procedure.


If A/Gb mode or Iu mode is supported by the UE, the UE shall handle the MM parameters update status and the location update attempt counter, and the GMM parameters GMM state, GPRS update status and routing area updating attempt counter as specified in 3GPP TS 24.008 [13] for the case when the combined routing area updating procedure is rejected with the GMM cause with the same value.
9.2.3.2.16.3
Test description

9.2.3.2.16.3.1
Pre-test conditions

System Simulator:
-
Cell A , Cell B, Cell C,

-
Cell A(TAI-1, frequency 1, HPLMN,  not a CSG cell) and is set to ''Serving cell''
-
Cell B(TAI-2, frequency 1, HPLMN,  is a CSG cell) and is set to ''Non- Suitable off cell''
-
Cell C(TAI-3, frequency 1, HPLMN,  not a CSG cell) and is set to ''Non-Suitable off cell''
UE: 
-
The test USIM contains an Allowed CSG list which includes CSG ID of Cell B. 
Preamble:

-
The UE is in state Registered, Idle mode (state 2) with condition CombinedAttach on Cell A according to [18]

9.2.3.2.16.3.2
Test procedure sequence
Table 9.2.3.2.16.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS configures:

- Cell A as a "Not Suitable cell".

- Cell B as a "Serving cell".
	-
	-
	-
	-

	2
	The UE transmits a TRACKING AREA UPDATE REQUEST message.
	-->
	TRACKING AREA UPDATE REQUEST
	-
	-

	3
	The SS transmits an TRACKING AREA UPDATE REJECT message with EMM cause = "Not authorized for this CSG" with integrity protection.
	<--
	TRACKING AREA UPDATE REJECT
	-
	-

	4
	The SS releases the RRC connection.
	-
	-
	-
	-

	5
	Check: Does the UE transmit an TRACKING AREA UPDATE REQUEST message on Cell B in the next 30 seconds?
	-->
	TRACKING AREA UPDATE REQUEST
	1
	F

	6
	The SS configures:

- Cell A as a "Not Suitable off cell".
- Cell B as a "Not Suitable cell".
- Cell C as a "Suitable cell".
	-
	-
	-
	-

	7
	Check: Does the UE transmit an TRACKING AREA UPDATE REQUEST message in the next 30 seconds on Cell C?
	-->
	TRACKING AREA UPDATE REQUEST
	2
	P

	8
	The SS transmits a TRACKING AREA UPDATE ACCEPT message.
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	9
	The UE transmits a TRACKING AREA UPDATE COMPLETE message.
	-->
	TRACKING AREA UPDATE COMPLETE
	-
	-

	10
	The SS configures:

- Cell A as a "Not Suitable off cell".
- Cell B as a " Serving cell".
- Cell C as a " Not Suitable cell".
	-
	-
	-
	-

	11
	Check: Does the UE transmit an TRACKING AREA UPDATE REQUEST message in the next 30 seconds on Cell B?
	-->
	TRACKING AREA UPDATE REQUEST
	1
	F


9.2.3.2.16.3.3
Specific message contents
Table 9.2.3.2.16.3.3-1: Message TRACKING AREA UPDATE REQUEST (step 2, Table 9.2.3.2.16.3.2-1)

	Derivation path: 36.508 table 4.7.2-27

	Information Element
	Value/Remark
	Comment
	Condition

	EPS update type
	‘001’B
	"combined TA/LA updating" 
	


Table 9.2.3.2.16.3.3-2: Message TRACKING AREA UPDATE REJECT (step 3, Table 9.2.3.2.16.3.2-1)
	Derivation Path: 36.508, Table 4.7.2-26

	Information Element
	Value/remark
	Comment
	Condition

	EMM cause
	'00011001'B
	#25 " Not authorized for this CSG"
	


Table 9.2.3.2.16.3.3-3: Message TRACKING AREA UPDATE REQUEST (step 7, Table 9.2.3.2.16.3.2-1)

	Derivation path: 36.508 table 4.7.2-27

	Information Element
	Value/Remark
	Comment
	Condition

	EPS update type
	‘010’B
	" combined TA/LA updating with IMSI attach " 
	


Table 9.2.3.2.16.3.3-4: SystemInformationBlockType1 for Cell A, B, C (Pre-test conditions and all steps in Table 9.2.3.2.16.3.2-1)

	Derivation Path: 36.508 clause 4.4.3.2

	Information Element
	Value/remark
	Comment
	Condition

	SystemInformationBlockType1 ::= SEQUENCE {
	
	
	

	  cellAccessRelatedInfo SEQUENCE {
	
	
	

	    csg-Indication
	TRUE
	
	Cell B

	
	FALSE
	
	Cell A

	
	FALSE
	
	Cell C

	    csg-Identity
	Not present
	
	Cell A

	
	'000 0000 0000 0000 0000 0000 0010'B
	
	Cell B

	
	Not present
	
	Cell C

	  }
	
	
	

	} 
	
	
	


9.2.3.2.17
Combined tracking area update / Abnormal case / handling of the EPS tracking area updating attempt counter
9.2.3.2.17.1
Test Purpose (TP)
(1)

with { UE has initiated combined tracking area updating procedure and has the tracking area updating attempt counter less than 5 }

ensure that {
  when { UE detects release of the NAS signalling connection and in a EPS update status different to EU1 UPDATED and update status different from U1 UPDATED }

    then { UE starts timer T3411, deletes any LAI, TMSI, ciphering key sequence number and list of equivalent PLMNs and set the update status to U2 NOT UPDATED }
            }
(2)

with { UE has initiated combined tracking area updating procedure and has the tracking area updating attempt counter equal to 5 }

ensure that {
  when { UE detects release of the NAS signalling connection }

    then { UE starts timer T3402, deletes any LAI, TMSI, ciphering key sequence number and list of equivalent PLMNs and set the update status to U2 NOT UPDATED }
            }
9.2.3.2.17.2
Conformance requirements

References: The conformance requirements covered in the current TC are specified in: TS 24.301, clause 5.5.3.1, clause 5.5.3.2.6 and clause 5.5.3.3.6.

[TS 24.301, clause 5.5.3.1]
...

A tracking area updating attempt counter is used to limit the number of subsequently rejected tracking area update attempts. The tracking area updating attempt counter shall be incremented as specified in subclause 5.5.3.2.6. Depending on the value of the tracking area updating attempt counter, specific actions shall be performed. The tracking area updating attempt counter shall be reset when:

-
an attach or combined attach procedure is successfully completed;

-
a normal or periodic tracking area updating or a combined tracking area updating procedure is successfully completed; or

-
a normal or periodic tracking area updating or a combined tracking area updating procedure is rejected with EMM cause #11, #12, #13, #14, #15 or #25.

Additionally the tracking area updating attempt counter shall be reset when the UE is in substate EMM-REGISTERED.ATTEMPTING-TO-UPDATE or EMM-REGISTERED.ATTEMPTING-TO-UPDATE-MM, and:

-
a new tracking area is entered; or

-
timer T3402 expires.

[TS 24.301, clause 5.5.3.2.6]
The following abnormal cases can be identified:

…
c)
T3430 timeout


The UE shall abort the procedure and proceed as described below. The NAS signalling connection shall be released locally.

…
For the cases b, c and d the UE shall proceed as follows:


Timer T3430 shall be stopped if still running. The tracking area updating attempt counter shall be incremented, unless it was already set to 5.


If the tracking area updating attempt counter is less than 5, and the TAI of the current serving cell is included in the TAI list and the EPS update status is equal to EU1 UPDATED:

-
the UE shall keep the EPS update status to EU1 UPDATED and enter state EMM-REGISTERED.NORMAL-SERVICE. The UE shall start timer T3411. When timer T3411 expires the tracking area updating procedure is triggered again.


If the tracking area updating attempt counter is less than 5, and the TAI of the current serving cell is not included in the TAI list or the EPS update status is different to EU1 UPDATED:

-
the UE shall start timer T3411, shall set the EPS update status to EU2 NOT UPDATED and change to state EMM-REGISTERED.ATTEMPTING-TO-UPDATE. When timer T3411 expires the tracking area updating procedure is triggered again.



If A/Gb mode or Iu mode is supported by the UE, the UE shall in addition handle the GPRS update status as specified in 3GPP TS 24.008 [13] for the abnormal case when a normal or periodic routing area updating procedure fails and the routing area updating attempt counter is less than 5 and the GPRS update status is different from GU1 UPDATED.


If the tracking area updating attempt counter is equal to 5:

-
the UE shall start timer T3402, shall set the EPS update status to EU2 NOT UPDATED, shall delete the list of equivalent PLMNs and shall change to state EMM-REGISTERED.ATTEMPTING-TO-UPDATE or optionally to EMM-REGISTERED.PLMN-SEARCH in order to perform a PLMN selection according to 3GPP TS 23.122 [6].



If A/Gb mode or Iu mode is supported by the UE, the UE shall in addition handle the GPRS update status as specified in 3GPP TS 24.008 [13] for the abnormal case when a normal or periodic routing area updating procedure fails and the routing area updating attempt counter is equal to 5.
[TS 24.301, clause 5.5.3.3.6]
…
If the tracking area updating attempt counter is incremented according to subclause 5.5.3.2.6 the next actions depend on the value of the tracking area updating attempt counter.

-
if the update status is U1 UPDATED and the tracking area updating attempt counter is less than 5, then the UE shall keep the update status to U1 UPDATED, the new MM state is MM IDLE substate NORMAL SERVICE;

-
if the tracking area updating attempt counter is less than 5 and, additionally, the update status is different from U1 UPDATED UE shall delete any LAI, TMSI, ciphering key sequence number and list of equivalent PLMNs and set the update status to U2 NOT UPDATED. The MM state remains MM LOCATION UPDATING PENDING; or

-
if the tracking area updating attempt counter is equal to 5, the UE shall delete any LAI, TMSI, ciphering key sequence number and list of equivalent PLMNs and set the update status to U2 NOT UPDATED. A UE operating in CS/PS mode 1 of operation shall select GERAN or UTRAN radio access technology and proceed with appropriate MM or GMM specific procedures.
9.2.3.2.17.3
Test description

9.2.3.2.17.3.1
Pre-test conditions

System Simulator:

-
Cell A, and Cell B.

UE:

-
The UE has GUTI-1.

Preamble:
-
UE is in state Registered, Idle Mode (state 2) on Cell A according to [18].

9.2.3.2.17.3.2
Test procedure sequence
Table 9.2.3.2.17.3.2-1: Main behaviour
	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Set the cell type of Cell A to the "non-Suitable cell". Set the cell type of Cell B to the "Serving cell".
	-
	-
	-
	-

	-
	The following messages are sent and shall be received on Cell B.
	-
	-
	-
	-

	2
	Check: Does the UE transmits a TRACKING AREA UPDATE REQUEST message?
	-->
	TRACKING AREA UPDATE REQUEST
	1
	P

	3
	Wait for 25s to ensure that T3430 and T3411 expire.

NOTE 1: The tracking area updating attempt counter is 1.
	-
	-
	-
	-

	4
	Check: Does the UE transmits a TRACKING AREA UPDATE REQUEST message?
	-->
	TRACKING AREA UPDATE REQUEST
	1
	P

	5
	Wait for 25s to ensure that T3430 and T3411 expire.

NOTE 2: The tracking area updating attempt counter is 2.
	-
	-
	-
	-

	6
	Check: Does the UE transmits a TRACKING AREA UPDATE REQUEST message?
	-->
	TRACKING AREA UPDATE REQUEST
	1
	P

	7
	Wait for 25s to ensure that T3430 and T3411 expire.

NOTE 3: The tracking area updating attempt counter is 3.
	-
	-
	-
	-

	8
	Check: Does the UE transmits a TRACKING AREA UPDATE REQUEST message?
	-->
	TRACKING AREA UPDATE REQUEST
	1
	P

	9
	Wait for 25s to ensure that T3430 and T3411 expire.

NOTE 4: The tracking area updating attempt counter is 4.
	-
	-
	-
	-

	10
	Check: Does the UE transmits a TRACKING AREA UPDATE REQUEST message?
	-->
	TRACKING AREA UPDATE REQUEST
	1
	P

	11
	The SS releases the RRC connection.
NOTE 5: The tracking area updating attempt counter is 5 and reset.
	-
	-
	-
	-

	12
	Wait for 12 min to ensure that T3402 expires.
	-
	-
	-
	-

	13
	Check: Does the UE transmit a TRACKING AREA UPDATE REQUEST message?
	-->
	TRACKING AREA UPDATE REQUEST
	2
	P

	14
	The SS transmits a TRACKING AREA UPDATE ACCEPT message.
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	15
	The UE transmits a TRACKING AREA UPDATE COMPLETE message.
	-->
	TRACKING AREA UPDATE COMPLETE
	-
	-


9.2.3.2.17.3.3
Specific message contents
Table 9.2.3.2.17.3.3-1: Message TRACKING AREA UPDATE REQUEST (step 2, Table 9.2.3.2.17.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-27

	Information Element
	Value/remark
	Comment
	Condition

	EPS update type
	
	
	

	  EPS update type Value
	'001'B
	"combined TA/LA updating" 
	

	Old GUTI
	GUTI-1
	
	

	Last visited registered TAI
	TAI-1
	
	


Table 9.2.3.2.17.3.3-2: Message TRACKING AREA UPDATE REQUEST (step 4, step 6, step 8, step 10, and step 13, Table 9.2.3.2.17.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-27

	Information Element
	Value/remark
	Comment
	Condition

	EPS update type
	
	
	

	  EPS update type Value
	'001'B
	"combined TA/LA updating" 
	

	Old GUTI
	GUTI-1
	
	

	Old location area identification
	Not present
	
	

	TMSI status
	0
	no valid TMSI available
	


Table 9.2.3.2.17.3.3-3: Message TRACKING AREA UPDATE ACCEPT (step 14, Table 9.2.3.2.17.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-24

	Information Element
	Value/remark
	Comment
	Condition

	GUTI
	GUTI-2
	
	


9.2.3.3
Iu mode to S1 mode inter-system change in idle mode

9.2.3.3.1
First Iu mode to S1 mode inter-system change after attach
9.2.3.3.1.1
Test Purpose (TP)

(1)

with { the UE is powered on in UTRAN with a USIM containing valid EPS identities and EPS security context and has attached in UTRAN and activated a PDP context  }

ensure that {

  when { the UE reselects a E-UTRAN cell }

    then { the UE  transmits a TRACKING AREA UPDATE REQUEST message including eKSI stored in the USIM, old GUTI mapped from RAI and P-TMSI, GPRS ciphering sequence number, nonceUE and the UE radio capability information update needed IE, the message is integrity protected using the EPS security context stored in the USIM and encapsulated in an RRCConnectionSetupComplete message whith registeredMME set to the MME part of the mapped GUTI }

(2)

with { the UE has performed a TAU procedure in EUTRAN after initial registration at power on in UTRAN  }

ensure that {

  when { the UE reselects a UTRAN cell }

    then { the UE transmits a ROUTING AREA UPDATE REQUEST message including P-TMSI and P-TMSI signature mapped from GUTI, previously allocated P-TMSI as additional mobile identity, RAI where P-TMSI was allocated as additional old routing area identification, eKSI allocated in UTRAN as GPRS ciphering key sequence number, the message is encapsulated in an INITIAL DIRECT TRANSFER message including IDNSS mapped from P-TMSI, START value set to 0 and PLMN identity }

(3)

with { the UE has performed a TAU procedure in EUTRAN after initial registration at power on in UTRAN and has transmitted a ROUTING AREA UPDATE REQUEST message }

ensure that {

  when { the UE receives a SECURITY MODE COMMAND message }

    then { the UE transmits a SECURITY MODE COMPLETE and starts performing ciphering an integrity protection using CK' and IK' derived from KASME and UL NAS COUNT }

NOTE:
ISR considered not in the scope of this test case, so it is never activated.

9.2.3.3.1.2
Conformance requirements

References: The conformance requirements covered in the current TC are specified in: TS 23.003 clause 2.8.2.1, 2.8.2.2, TS 23.401 clauses 5.3.1.1, 5.3.3.1, 5.3.3.3 and Annex D; TS 25.331 clauses 8.1.8.2 and 10.3.1.6 (on IDNNS); TS 24.008 [NAS msg contents]; TS 24.301 clause 5.5.3.2.2; and TS 36.331 clauses 5.3.3.3 and 5.3.3.4.

[TS 23.003, clause 2.8.2.1]

The mapping of the GUTI shall be done to the combination of RAI of GERAN / UTRAN and the P‑TMSI:

E‑UTRAN <MCC> maps to GERAN/UTRAN <MCC>

E‑UTRAN <MNC> maps to GERAN/UTRAN <MNC>

E‑UTRAN <MME Group ID> maps to GERAN/UTRAN <LAC>

E‑UTRAN <MME Code> maps to GERAN/UTRAN <RAC> and is also copied into the 8 most significant bits of the NRI field within the P‑TMSI;

E‑UTRAN <M-TMSI>


maps as follows:

-
6 bits of the E‑UTRAN <M-TMSI> starting at bit 29 and down to bit 24 are mapped into bit 29 and down to bit 24 of the GERAN/UTRAN <P‑TMSI>;
-
16 bits of the E‑UTRAN <M-TMSI> starting at bit 15 and down to bit 0 are mapped into bit 15 and down to bit 0 of the GERAN/UTRAN <P‑TMSI>;

-
and the remaining 8 bits of the E‑UTRAN <M-TMSI> are mapped into the 8 MBS bits of the <P-TMSI signature> field.

For UTRAN, the 10-bit long NRI bits are masked out from the P-TMSI and also supplied to the RAN node as IDNNS (Intra Domain NAS Node Selector). However, the RAN configured NRI length should not exceed 8 bits.
[TS 23.003, clause 2.8.2.2]

The mapping of P‑TMSI (TLLI) and RAI in GERAN/UTRAN to GUTI in E‑UTRAN shall be performed as follows:

GERAN/UTRAN <MCC>
maps to E‑UTRAN <MCC>

GERAN/UTRAN <MNC>
maps to E‑UTRAN <MNC>

GERAN/UTRAN <LAC>
maps to E‑UTRAN <MME Group ID>

GERAN/UTRAN <RAC>
maps into bit 23 and down to bit 16 of the M‑TMSI

The 8 most significant bits of GERAN/UTRAN <NRI> map to the MME code.

GERAN/UTRAN <P‑TMSI> maps as follows:

-
6 bits of the GERAN/UTRAN <P‑TMSI> starting at bit 29 and down to bit 24 are mapped into bit 29 and down to bit 24 of the E‑UTRAN <M-TMSI>;
-
16 bits of the GERAN/UTRAN <P‑TMSI> starting at bit 15 and down to bit 0 are mapped into bit 15 and down to bit 0 of the E‑UTRAN <M-TMSI>.
The values of <LAC> and <MME group id> shall be disjoint, so that they can be differentiated. The most significant bit of the <LAC> shall be set to zero; and the most significant bit of <MME group id> shall be set to one. Based on this definition, the most significant bit of the <MME group id> can be used to distinguish the node type, i.e. whether it is an MME or SGSN.
[TS 24.301 clause 5.3.1.1]

When the UE is in EMM-IDLE mode and needs to transmit an initial NAS message, the UE shall request the lower layer to establish a RRC connection. In this request to the lower layer the NAS shall provide to the lower layer the RRC establishment cause and the call type as specified in annex D of this specification.

...

[TS 23.401, clause 5.3.3.1, step 2, “Tracking Area Update procedure with Serving GW change”]

...
 If the UE's TIN indicates "P‑TMSI" and the UE holds a valid P‑TMSI and related RAI then these two elements are indicated as the old GUTI.

...
[TS 23.401, clause 5.3.3.3, step 2, “Routeing Area Update with MME interaction and without S‑GW change”]

...
If the UE's internal TIN indicates "GUTI" and the UE holds a valid GUTI then the UE indicates the GUTI as the old P‑TMSI and old RAI

...
[TS 24.301, clause 5.5.3.2.2 “Normal and periodic tracking area updating procedure initiation”]

...
If the UE supports A/Gb mode or Iu mode, the UE shall handle the GUTI as follows:

-
if the TIN indicates "P-TMSI" and the UE holds a valid P-TMSI and RAI, the UE shall map the P-TMSI and RAI into the old GUTI IE. If a P-TMSI signature is associated with the P-TMSI, the UE shall include it in the Old P-TMSI signature IE. Additionally, if the UE holds a valid GUTI, the UE shall indicate the GUTI in the Additional GUTI IE.

NOTE: Mapping the P-TMSI and RAI to the GUTI is specified in Annex H of 3GPP TS 23.401 [10].

-
if the TIN indicates "GUTI" or "RAT-related TMSI" and the UE holds a valid GUTI, the UE shall indicate the GUTI in the Old GUTI IE.
...
If the UE has a current EPS security context, the UE shall include the eKSI (either KSIASME or KSISGSN) in the NAS Key Set Identifier IE in the TRACKING AREA UPDATE REQUEST message. Otherwise, the UE shall set the NAS Key Set Identifier IE to the value "no key is available". If the UE has a current EPS security context, the UE shall integrity protect the TRACKING AREA UPDATE REQUEST message with the current EPS security context. Otherwise the UE shall not integrity protect the TRACKING AREA UPDATE REQUEST message.

...

When the tracking area updating procedure is initiated in EMM-IDLE mode to perform an inter-system change from A/Gb mode or Iu mode to S1 mode and the TIN is set to "P-TMSI", the UE shall include the GPRS ciphering key sequence number applicable for A/Gb mode or Iu mode and a nonceUE in the TRACKING AREA UPDATE REQUEST message.

…

If the UE initiates the first tracking area updating procedure following an attach in A/Gb mode or Iu mode, the UE shall include a UE radio capability information update needed IE in the TRACKING AREA UPDATE REQUEST message.

…[TS 24.301, Annex D]

...

Table D.1.1: Mapping of NAS procedure to establishment cause and call type

	NAS procedure
	RRC establishment cause (according 3GPP TS 36.331 [22])
	Call type

	...
	
	

	Tracking Area Update
	MO signalling (See Note 1)
	"originating signalling"

	...
	
	

	Note 1:
For these NAS procedures initiated by UEs of access class 12, 13 or 14 in their home country, the RRC establishment cause will be set to "High priority access AC 11 – 15". For this purpose the home country is defined as the country of the MCC part of the IMSI, see 3GPP TS 22.011 [1A].
For these NAS procedures initiated by UE of access class 11 or 15 in their HPLMN or EHPLMN, the RRC establishment cause will be set to "High priority access AC 11 – 15".


[TS 36.331, clause 5.3.3.3]

The UE shall set the contents of RRCConnectionRequest message as follows:

1>
set the ue-Identity as follows:
2>
if upper layers provide an S-TMSI:
3>
set the ue-Identity to the value received from upper layers;
2>
else

3>
draw a random value in the range 0 .. 240-1 and set the ue-Identity to this value;

NOTE 1
Upper layers provide the S-TMSI if the UE is registered in the TA of the current cell.
1>
Set the establishmentCause in accordance with the information received from upper layers;

[TS 36.331, clause 5.3.3.4]
...
1>
set the content of RRCConnectionSetupComplete message as follows:

2>
set the selectedPLMN-Identity to the PLMN selected by upper layers (see TS 23.122 [11], TS 24.301 [35]) from the PLMN(s) included in the plmn-IdentityList in SystemInformationBlockType1;

2>

if upper layers provide the ‘Registered MME’, set the registeredMME as follows:

3>
if the PLMN identity of the ‘Registered MME’ is different from the PLMN selected by the upper layers:

4>
include the plmnIdentity in the registeredMME and set it to the value of the PLMN identity in the ‘Registered MME’ received from upper layers;

3> set the mmegi and the mmec to the value received from upper layers;

2>
set the dedicatedInfoNAS  to include the information received from upper layers;

...

[TS 24.008, clause 4.7.5]

This procedure is used for:

...

-
S1 mode to Iu mode or S1 mode to A/Gb mode intersystem change and ISR is not activated;

...

[TS 24.008, clause 4.7.5.1.1]

To initiate the normal routing area updating procedure, the MS sends the message ROUTING AREA UPDATE REQUEST to the network, starts timer T3330 and changes to state GMM-ROUTING-AREA-UPDATING-INITIATED.

If the MS supports S1 mode, the MS shall handle the P-TMSI IE as follows:

-
If the TIN indicates "GUTI" and the MS holds a valid GUTI, the MS shall map the GUTI into a P-TMSI, P‑TMSI signature and RAI as specified in 3GPP TS 23.003 [4]. The MS shall include the mapped RAI in the Old routing area identification IE and the mapped P-TMSI signature in the P-TMSI signature IE. When the routing area updating procedure is initiated in Iu mode, the MS shall also include the mapped P-TMSI in the P‑TMSI IE. Additionally, in Iu mode and A/Gb mode, if the MS holds a valid P-TMSI and RAI, the MS shall indicate the P-TMSI in the Additional mobile identity IE and the RAI in the Additional old routing area identification IE.

...

If the routing area updating procedure is initiated by the MS due to an S1 mode to Iu mode or S1 mode to A/Gb mode inter-system change in idle mode and the TIN indicates "GUTI", the message ROUTING AREA UPDATE REQUEST shall include a P-TMSI signature filled with a NAS token as specified in 3GPP TS 33.401 [119]. In the GPRS ciphering key sequence number IE the MS shall indicate the value of the eKSI associated with the current EPS security context.

NOTE:
When the MS includes a P-TMSI signature filled with a NAS token, 8 bits of the NAS token will be filled with bits from the M‑TMSI (see 3GPP TS 23.003 [4]).
If the routing area updating procedure is initiated by the MS due to the S1 mode to Iu mode or S1 mode to A/Gb mode inter-system change in connected mode, the MS shall derive CK' and IK' from KASME and from the NAS downlink COUNT value indicated by lower layers as specified in 3GPP TS 33.401 [119]. If the routing area updating procedure is initiated by the MS due to the S1 mode to Iu mode or S1 mode to A/Gb mode inter-system change in idle mode when the TIN indicates "GUTI", the MS shall derive CK' and IK' from the KASME and the NAS uplink COUNT value corresponding to the NAS token derived as specified in 3GPP TS 33.401 [119]. The MS shall indicate the eKSI value in the CKSN field of the GPRS ciphering key sequence number IE in the ROUTING AREA UPDATE REQUEST message. Then, the MS shall reset the START value and store the mapped UMTS security context replacing the established UMTS security context.

[TS 25.331, clause 8.1.8.2]

...

The UE shall, in the INITIAL DIRECT TRANSFER message:

1>
set the IE "NAS message" as received from upper layers; and

1>
set the IE "CN domain identity" as indicated by the upper layers; and

1>
set the IE "Intra Domain NAS Node Selector" as follows:

2>
derive the IE "Intra Domain NAS Node Selector" from TMSI/PMTSI, IMSI, or IMEI; and

2>
provide the coding of the IE "Intra Domain NAS Node Selector" according to the following priorities:

1.
derive the routing parameter for IDNNS from TMSI (CS domain) or PTMSI (PS domain) whenever a valid TMSI/PTMSI is available;

2.
base the routing parameter for IDNNS on IMSI when no valid TMSI/PTMSI is available;

3.
base the routing parameter for IDNNS on IMEI only if no (U)SIM is inserted in the UE.

1>
if the UE, on the existing RRC connection, has received a dedicated RRC message containing the IE "Primary PLMN Identity" in the IE "CN Information Info":

2>
set the IE "PLMN identity" in the INITIAL DIRECT TRANSFER message to the latest PLMN information received via dedicated RRC signalling. If NAS has indicated the PLMN towards which a signalling connection is requested, and this PLMN is not in agreement with the latest PLMN information received via dedicated RRC signalling, then the initial direct transfer procedure shall be aborted, and NAS shall be informed.

1>
if the UE, on the existing RRC connection, has not received a dedicated RRC message containing the IE "CN Information Info" , and if the IE "Multiple PLMN List" was broadcast in the cell where the current RRC connection was established:

2>
set the IE "PLMN identity" in the INITIAL DIRECT TRANSFER message to the PLMN chosen by higher layers [5, 25] amongst the PLMNs in the IE "Multiple PLMN List" broadcast in the cell where the RRC connection was established.
1>
if the IE "Activated service list" within variable MBMS_ACTIVATED_SERVICES includes one or more MBMS services with the IE "Service type" set to "Multicast" and;

1>
if the IE "CN domain identity" as indicated by the upper layers is set to "CS domain" and;

1>
if the variable ESTABLISHED_SIGNALLING_CONNECTIONS does not include the CN domain identity 'PS domain':

2>
include the IE "MBMS joined information";

2>
include the IE "P-TMSI" within the IE "MBMS joined information" if a valid PTMSI is available.

1>
if the UE is in CELL_FACH state and the IE "CN domain identity" as indicated by the upper layers is set to "CS domain":

2>
if the value of the variable ESTABLISHMENT_CAUSE is set to "Originating Conversational Call" or "Emergency Call":

3>
set the value of the IE "Call type" to "speech", "video" or "other" according to the call being initiated.
1>
if the variable ESTABLISHMENT_CAUSE is initialised:

2>
set the IE "Establishment cause" to the value of the variable ESTABLISHMENT_CAUSE;
2>
clear the variable ESTABLISHMENT_CAUSE.
1>
calculate the START according to subclause 8.5.9 for the CN domain as set in the IE "CN Domain Identity"; and

1>
include the calculated START value for that CN domain in the IE "START".

9.2.3.3.1.3
Test description

9.2.3.3.1.3.1
Pre-test conditions

System Simulator:
-
Cell A and Cell 5 (UTRA cells in LAI-1/RAI-1).
-
Cell 5 is configured as Serving cell, Cell A as Non-Suitable Off cell.

NOTE:
For Cell 5, power levels are defined in TS 34.108 subclause 6.1.5 (FDD) or 6.1.6 (TDD).
UE:

-
The test USIM contains a valid GUTI-1 and TAI-2, valid EPS security parameters, and EPS update status is "EU1: UPDATED".

Preamble:

-
The UE is in state Switched OFF (state 1) according to TS 36.508 [18].

9.2.3.3.1.3.2
Test procedure sequence

Table 9.2.3.3.1.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U – S
	Message
	
	

	1
	The UE is switched on.
	-
	-
	-
	-

	2
	The UE transmits an ATTACH REQUEST message on Cell 5
	-->
	ATTACH REQUEST
	-
	-

	3
	The SS transmits an AUTHENTICATION AND CIPHERING REQUEST message.
	<--
	AUTHENTICATION AND CIPHERING REQUEST
	-
	-

	4
	The UE transmits an AUTHENTICATION AND CIPHERING RESPONSE message.
	-->
	AUTHENTICATION AND CIPHERING RESPONSE
	-
	-

	8
	SS responds with ATTACH ACCEPT message including P-TMSI-1 and RAI-1.
	<--
	ATTACH ACCEPT
	-
	-

	9
	The UE transmits an ATTACH COMPLETE message including an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message.
	-->
	ATTACH COMPLETE
	-
	-

	10
	The activation of a PDP context is triggered by MMI or AT command.
	-
	-
	-
	-

	12
	The SS establishes a radio bearer associated with the requested PDP context.
	-
	-
	-
	-

	-
	EXCEPTION: In parallel with step 13, IP address allocation as specified in xx.xxx subclause yy may occur on the radio bearer setup in step 12..
	-
	-
	-
	-

	13
	The SS releases the RRC connection.
	-
	-
	-
	-

	14
	Cell A is configured as the Serving Cell, Cell 5 is configured as a Suitable Neighbour Cell.
	-
	-
	-
	-

	15
	Check: does the UE transmit an RRCConnectionRequest with the InitialUE-Identity set to “randomValue” and the establishmentcause set to MO-signalling?
	-
	-
	1
	P

	16
	The SS responds with RRCConnectionSetup.
	-
	-
	
	

	17
	Check: does the UE transmit an RRCConnectionSetupComplete message with  the mmegi and mmec are set to the values derived from the mapped RAI and P-TMSI, and containing a TRACKING AREA UPDATE REQUEST message as described in the specific message contents?
	-->
	TRACKING AREA UPDATE REQUEST
	1 
	P

	18
	The SS responds with a TRACKING AREA UPDATE ACCEPT allocating a new GUTI and TAI list
	<--
	TRACKING AREA UPDATE ACCEPT
	
	

	18A
	The UE transmits a TRACKING AREA UPDATE COMPLETE message.
	-->
	TRACKING AREA UPDATE COMPLETE
	
	

	19
	The SS releases the RRC connection
	-
	
	
	

	20
	Void
	-
	
	
	

	21
	Cell 5 is configured as the Serving Cell and Cell A is configured as a Suitable Neighbour Cell as defined in table 6.2.2.1-1 of TS 36.508 [18].  

Note: Cell A is still suitable but the UE shall select Cell 5.
	-
	
	
	

	22
	Void
	-
	
	
	

	23
	Check: does the UE transmit   a ROUTING AREA UPDATE REQUEST message as specified in the specific message contents included in an INITIAL DIRECTE TRANSFER message with intraDomainNasNodeSelector mapped from GUTI allocationed in step 18?
	-->
	ROUTING AREA UPDATE REQUEST
	2
	P

	23A
	The SS sends a SECURITY MODE COMMAND message to activate integrity protection and ciphering and the UE replies with a SECURITY MODE COMPLETE..
	-
	-
	-
	-

	24
	The SS transmits a ROUTING AREA UPDATE ACCEPT message (no new P-TMSI nor RAI).
	<--
	ROUTING AREA UPDATE ACCEPT 
	-
	-

	25
	After the activation time indicated at step 22, the SS transmits a  UE CAPABILITY ENQUIRY message requesting the UE E-UTRAN capabilty. This message is ciphered and integrity protected using CK' and IK' derived from KASME and UL NAS COUNT.
	-
	-
	-
	-

	26
	Check: Does the UE transmit a UE CAPABILITY INFORMATION message?

Note: the purpose of this message is to show that the UE uses CK' and IK' derived from KASME and UL NAS COUNT, and not the CK and IK allocated at step 4.
	-
	-
	3
	P

	27
	The SS transmits a UE CAPABILITY INFORMATION CONFIRM message.
	-
	-
	-
	-

	28
	The SS releases the RRC connection
	-
	
	
	


9.2.3.3.1.3.3
Specific message contents

Table 9.2.3.3.1.3.3-1: Message RRCConnectionRequest (step 15, Table 9.2.3.3.1.3.2-1)

	Derivation path: 36.508 table 4.6.1-16

	Information Element
	Value/Remark
	Comment
	Condition

	RRCConnectionRequest ::= SEQUENCE {
	
	
	

	  criticalExtensions CHOICE {
	
	
	

	    rrcConnectionRequest-r8 SEQUENCE {
	
	
	

	      ue-Identity CHOICE {
	
	
	

	        random-Value
	Any allowed value
	
	

	      }
	
	
	

	      establishmentCause
	Mo-Signalling
	
	

	    }
	
	
	

	  }
	
	
	

	}
	
	
	


Table 9.2.3.3.1.3.3-2: Message RRCConnectionSetupComplete (step 17, Table 9.2.3.3.1.3.2-1)

	Derivation path: 36.508 table 4.6.1-18

	Information Element
	Value/Remark
	Comment
	Condition

	RRCConnectionSetupComplete ::= SEQUENCE {
	
	
	

	  criticalExtensions CHOICE {
	
	
	

	    c1 CHOICE {
	
	
	

	      rrcConnectionSetupComplete-r8 SEQUENCE {
	
	
	

	        selectedPLMN-Identity
	1
	
	

	        registeredMME {
	
	
	

	          plmn-Identity
	Not present
	
	

	          mmegi
	LAC sent to the UE in step 8
	
	

	          mmec
	Bit 23 to bit 16 of P-TMSI sent to the UE in step 8
	
	

	        }
	
	
	

	        dedicatedInfoNAS
	See table 9.2.3.3.1.3.3.-3
	
	

	        nonCriticalExtension SEQUENCE {}
	
	
	

	      }
	
	
	

	    }
	
	
	

	  }
	
	
	

	}
	
	
	

	Details to be added
	
	
	


Table 9.2.3.3.1.3.3-3: Message TRACKING AREA UPDATE REQUEST (step 17, Table 9.2.3.3.1.3.2-1)

	Derivation path: 36.508 table 4.7.2-24 with condition UNCIPHERED (the message is integrity protected using the key stored in the USIM).

	Information Element
	Value/Remark
	Comment
	Condition

	EPS update type
	000 or 001
	'TA updating' or 'combined TA/LA updating'
	

	NAS key set identifier
	
	
	

	  NAS key set identifier
	The valid NAS key set identifier stored in the USIM
	
	

	  TSC
	'0'B
	native security context (for KSIASME)
	

	Old GUTI or IMSI
	
	
	

	   Type of identity
	110
	GUTI
	

	  MNC/MCC
	Mobile Country Code and Mobile Network Code stored in EFIMSI on the test USIM
	
	

	  MME Group ID
	LAI allocated at step 8
	
	

	  MME Code
	Bit 23 to bit 16 of P-TMSI allocated at step 8
	
	

	  M-TMSI
	Value is specified bit by bit below:

- bit 31 and bit 30: FFS

- bit 29 to bit 24: bit 29 to bit 24 of P-TMSI allocated at step 8

- bit 23 to bit 16: RAC allocated at step 8

- bit 15 to bit 0: bit 15 to bit 0 of P-TMSI allocated at step 8
	
	

	GPRS ciphering key sequence number
	GPRS ciphering key sequence number allocated at step 3
	
	

	Old P-TMSI signature
	P-TMSI signature allocated at step 8
	
	

	Additional GUTI
	GUTI-1
	
	

	NonceUE
	Any allowed value (must be present)
	
	

	UE network capability
	Any allowed value (must be present)
	
	

	Last visited registered TAI
	TAI stored in the test USIM
	
	

	UE radio capability information update needed
	1
	UE radio capability information update needed
	

	MS network capability
	Any allowed value (must be present)
	
	

	Old location area identification
	Not present if "EPS update type" is 'TA updating', LAI-1 is "EPS update type" is 'combined TA/LA updating'
	
	

	TMSI status
	Not present
	
	

	EPS update type
	000 or 001
	'TA updating' or 'combined TA/LA updating'
	

	NAS key set identifier
	
	
	

	  NAS key set identifier
	The valid NAS key set identifier stored in the USIM
	
	

	  TSC
	'0'B
	native security context (for KSIASME)
	

	Old GUTI or IMSI
	
	
	

	   Type of identity
	110
	GUTI
	

	  MNC/MCC
	Mobile Country Code and Mobile Network Code stored in EFIMSI on the test USIM
	
	

	  MME Group ID
	LAI allocated at step 8
	
	

	  MME Code
	Bit 23 to bit 16 of P-TMSI allocated at step 8
	
	

	  M-TMSI
	Value is specified bit by bit below:

- bit 31 and bit 30: FFS

- bit 29 to bit 24: bit 29 to bit 24 of P-TMSI allocated at step 8

- bit 23 to bit 16: RAC allocated at step 8

- bit 15 to bit 0: bit 15 to bit 0 of P-TMSI allocated at step 8
	
	

	GPRS ciphering key sequence number
	GPRS ciphering key sequence number allocated at step 3
	
	

	Old P-TMSI signature
	P-TMSI signature allocated at step 8
	
	

	Additional GUTI
	GUTI-1
	
	

	NonceUE
	Any allowed value (must be present)
	
	

	UE network capability
	Any allowed value (must be present)
	
	

	Last visited registered TAI
	TAI stored in the test USIM
	
	

	UE radio capability information update needed
	1
	UE radio capability information update needed
	

	MS network capability
	Any allowed value (must be present)
	
	

	Old location area identification
	Not present if "EPS update type" is 'TA updating', LAI-1 is "EPS update type" is 'combined TA/LA updating'
	
	

	TMSI status
	Not present
	
	


Table 9.2.3.3.1.3.3-4: INITIAL DIRECT TRANSFER (step 23, Table 9.2.3.3.1.3.2-1)

	Derivation path: 25.331 clause 11

	Information Element
	Value/Remark
	Comment
	Condition

	InitialDirectTransfer ::= SEQUENCE {
	
	
	

	  cn-DomainIdentity
	ps-domain
	
	

	  intraDomainNasNodeSelector SEQUENCE {
	
	
	

	    version CHOICE { 
	
	
	

	      release99 SEQUENCE {
	
	
	

	        gsm-Map-IDNNS SEQUENCE {
	
	
	

	          routingbasis CHOICE {
	
	
	

	            localPTMSI {
	
	
	

	              routingparameter
	bit 23 to bit 14 of P-TMSI allocated at step 8
	
	

	            }
	
	
	

	          }
	
	
	

	        }
	
	
	

	      }
	
	
	

	     }
	
	
	

	    }
	
	
	

	  }
	
	
	

	  nas-Message
	See table 9.2.3.3.1.3.3-5
	
	

	  measuredResultsOnRACH
	Not checked
	
	

	  v3a0NonCriticalExtensions SEQUENCE {
	
	
	

	    initialDirectTransfer-v3a0ext SEQUENCE {
	
	
	

	      start-Value
	000000000000000000000
	
	

	    }
	
	
	

	    laterNonCriticalExtensions SEQUENCE {
	
	
	

	      initialDirectTransfer-r3-add-ext
	Not checked
	
	

	      v590NonCriticalExtension SEQUENCE {
	
	
	

	        initialDirectTransfer-v590ext
	Not checked
	
	

	        v690NonCriticalExtensions
 SEQUENCE {
	
	
	

	          initialDirectTransfer-v690ext SEQUENCE {
	
	
	

	            plmn-Identity SEQUENCE {
	
	
	

	              mcc
	Mobile Country Code stored in EFIMSI on the test USIM
	
	

	              mnc
	Mobile Network Code stored in EFIMSI on the test USIM
	
	

	            }
	
	
	

	            measuredResultsOnRACHinterFreq
	Not checked
	
	

	            mbms-JoinedInformation
	Not checked
	
	

	          }
	
	
	

	          v770NonCriticalExtensions
	Not checked
	
	

	      }
	
	
	

	     }
	
	
	

	    }
	
	
	

	  }
	
	
	

	}
	
	
	


Table 9.2.3.3.1.3.3-5: Message ROUTING AREA UPDATE REQUEST (step 23, Table 9.2.3.3.1.3.2-1)

	Derivation path: 24.008 table 9.4.14

	Information Element
	Value/Remark
	Comment
	Condition

	Update type
	000
	RA updating
	

	GPRS ciphering key sequence number
	eKSI stored on the test USIM
	
	

	Old routing area identification
	GUTI-1 right shifted by 32bits
	
	

	MS Radio Access capability
	Not checked
	
	

	Old P-TMSI signature
	Value is specified bit by bit below:

- bit 23 to bit 16: bit 23 to bit 16 of M-TMSI allocated in step 18

- bit 15 to bit 0: FFS
	
	

	Requested READY timer value
	Not checked
	
	

	DRX parameter
	Not checked
	
	

	TMSI status
	Not present
	
	

	P-TMSI
	Value is specified bit by bit below:

- bit 31 and bit 30: 1

- bit 29 to bit 24: bit 29 to bit 24 of M-TMSI allocated in step 18

- bit 23 to bit 16: MME code allocated in step 18

- bit 15 to bit 0: bit 15 to bit 0 of M-TMSI allocated in step 18
	
	

	MS network capability
	Not checked
	
	

	PDP context status
	Not checked
	
	

	PS LCS Capability
	Not checked
	
	

	MBMS context status
	Not checked
	
	

	UE network capability
	Any allowed value
	
	

	Additional mobile identity
	P-TMSI allocated in step 8
	
	

	Additional old routing area identification
	RAI-1
	
	

	Mobile station classmark 2
	Not checked
	
	

	Mobile station classmark 3
	Not checked
	
	

	Supported Codecs
	Not checked
	
	


9.2.3.3.2
Iu mode to S1 mode intersystem change / ISR is active / Expiry of T3312 in E-UTRAN or T3412 in UTRAN and further intersystem change

9.2.3.3.2.1
Test Purpose (TP)

(1)

with { the UE is camped on a E-UTRAN cell, ISR is active, T3312 has expired, T3323 hasn't expired }

ensure that {

  when { UE enters a UTRAN cell belonging to the RA where the UE was last updated }

    then { the UE performs a RAU procedure including the UE P-TMSI and RAI }

}

(2)

with { the UE is camped on a E-UTRAN cell, ISR is active, T3312 and T3323 have expired }

ensure that {

  when { UE enters a UTRAN cell belonging to the RA where the UE was last updated }

    then { the UE performs a RAU procedure including mapped identities from E-UTRAN and additional P-TMSI and old RAI }

}

(3)

with { the UE is camped on a UTRAN cell, ISR is active, T3412 has expired, T3423 hasn't expired }

ensure that {

  when { UE enters a E-UTRAN cell in a TA belonging to the current TA list }

    then { the UE performs a TAU procedure including the UE GUTI and last visited TAI}

}

(4)

with { the UE is camped on a UTRAN cell, ISR is active, T3412 and T3423 have expired }

ensure that {

  when { the UE enters a E-UTRAN cell in a TA belonging to the current TA list }

    then { the UE performs a TAU procedure incliding mapped GUTI from UTRAN, P-TMSI signature and additional GUTI}
9.2.3.3.2.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.301 clauses 5.3.5 and 5.5.3.2.2 and TS 24.008 clauses 4.7.2.2 and 4.7.5.1.1.

[24.301, clause 5.3.5]

If ISR is activated, the UE shall keep both the periodic tracking area update timer (timer T3412) and the periodic routeing area update timer (timer T3312). The two separate timers run in the UE for updating MME and SGSN independently. If the periodic tracking area update timer expires and the UE cannot initiate the tracking area updating procedure, as it is in state EMM-REGISTERED.NO-CELL-AVAILABLE, the UE shall start the E-UTRAN deactivate ISR timer T3423. The UE shall initiate the tracking area updating procedure and stop the timer T3423 when it enters state EMM-REGISTERED.NORMAL-SERVICE before timer T3423 expires. After expiry of timer T3423 the UE shall set its TIN to "P-TMSI" in order to initiate the tracking area updating procedure when it returns to state EMM-REGISTERED.NORMAL-SERVICE.

If the UE is attached to both EPS and non-EPS services, and if timer T3412 expires or timer T3423 expires when the UE is in EMM-REGISTERED.NO-CELL-AVAILABLE state, then the UE shall initiate the combined tracking area updating procedure indicating "combined TA/LA updating with IMSI attach" when the UE returns to EMM-REGISTERED.NORMAL-SERVICE state.

[24.301, clause 5.5.3.2.2]

...

If the UE supports neither A/Gb mode nor Iu mode, the UE shall include a valid GUTI in the Old GUTI IE in the TRACKING AREA UPDATE REQUEST message.

If the UE supports A/Gb mode or Iu mode, the UE shall handle the Old GUTI IE as follows:

-
If the TIN indicates "P-TMSI" and the UE holds a valid P-TMSI and RAI, the UE shall map the P-TMSI and RAI into the Old GUTI IE. If a P-TMSI signature is associated with the P-TMSI, the UE shall include it in the Old P-TMSI signature IE. Additionally, if the UE holds a valid GUTI, the UE shall indicate the GUTI in the Additional GUTI IE.

NOTE:
The mapping of the P-TMSI and RAI to the GUTI is specified in 3GPP TS 23.003 [2].

-
If the TIN indicates "GUTI" or "RAT-related TMSI" and the UE holds a valid GUTI, the UE shall indicate the GUTI in the Old GUTI IE.

[24.008, clause 4.7.2.2]

If ISR is activated, the MS shall keep both the periodic tracking area update timer (timer T3412) and the periodic routeing area update timer (timer T3312). The two separate timers run in the MS for updating MME and SGSN independently. If the periodic routeing area update timer expires and the MS is in state GMM-REGISTERED.NO-CELL-AVAILABLE, the MS shall set its TIN to "RAT-related TMSI" and start the GERAN/UTRAN Deactivate ISR timer T3323. The MS shall initiate the routeing area updating procedure and stop the timer T3323 when the MS enters the state GMM-REGISTERED.NORMAL-SERVICE before timer T3323 expires. After expiry of timer T3323 the MS shall deactivate ISR by setting its TIN to "GUTI" and initiate the routing area updating procedure when the MS enters the state GMM-REGISTERED.NORMAL-SERVICE.
...

If the MS is both IMSI attached for GPRS and non-GPRS services, and if the MS lost coverage of the registered PLMN and timer T3312 expires or timer T3323 expires, then:

a)
if the MS returns to coverage in a cell that supports GPRS and that indicates that the network is in network operation mode I, then the MS shall either perform the combined routing area update procedure indicating "combined RA/LA updating with IMSI attach"; or

b)
if the MS returns to coverage in a cell in the same RA that supports GPRS and that indicates that the network is in network operation mode II or III, then the MS shall perform the periodic routing area updating procedure indicating "Periodic updating"; or

c)
if the MS was both IMSI attached for GPRS and non-GPRS services in network operation mode I and the MS returns to coverage in a cell in the same LA that does not support GPRS, then the MS shall perform the periodic location updating procedure. In addition, the MS shall perform a combined routing area update procedure indicating "combined RA/LA updating with IMSI attach" when the MS enters a cell that supports GPRS and that indicates that the network is in network operation mode I; or

d)
if the MS returns to coverage in a new RA the description given in subclause 4.7.5 applies.

If the MS is both IMSI attached for GPRS and non-GPRS services in a network that operates in network operation mode I, and if the MS has camped on a cell that does not support GPRS, and timer T3312 expires or timer T3323 expires, then the MS shall start an MM location updating procedure. In addition, the MS shall perform a combined routing area update procedure indicating "combined RA/LA updating with IMSI attach" when the MS enters a cell that supports GPRS and indicates that the network is in operation mode I.

If timer T3312 expires or timer T3323 expires during an ongoing CS connection, then a MS operating in MS operation mode B shall treat the expiry of T3312 when the MM state MM-IDLE is entered, analogous to the descriptions for the cases when the timer expires out of coverage or in a cell that does not support GPRS.

In A/Gb mode, timer T3312 and timer T3323 shall not be stopped when a GPRS MS enters state GMM-REGISTERED.SUSPENDED.

[24.008, clause 4.7.5.1.1]

...

If the MS supports S1 mode, the MS shall handle the P-TMSI IE as follows:

-
If the TIN indicates "GUTI" and the MS holds a valid GUTI, the MS shall map the GUTI into a P-TMSI, P‑TMSI signature and RAI as specified in 3GPP TS 23.003 [4]. The MS shall include the mapped RAI in the Old routing area identification IE and the mapped P-TMSI signature in the P-TMSI signature IE. When the routing area updating procedure is initiated in Iu mode, the MS shall also include the mapped P-TMSI in the P‑TMSI IE. Additionally, in Iu mode and A/Gb mode, if the MS holds a valid P-TMSI and RAI, the MS shall indicate the P-TMSI in the Additional mobile identity IE and the RAI in the Additional old routing area identification IE.

-
If the TIN indicates "P-TMSI" or "RAT‑related TMSI" and the MS holds a valid P-TMSI and RAI, the MS shall indicate the RAI in the Old routing area identification IE. When the routing area updating procedure is initiated in Iu mode, the MS shall also include the P-TMSI in the P‑TMSI IE.

9.2.3.3.2.3
Test description

9.2.3.3.2.3.1
Pre-test conditions

System Simulator:

-
Cell A and Cell 5 (HPLMN);

-
Cell 5 indicates NMO 2.

UE:

None.

Preamble:

-
The UE is in state Registered, Idle Mode (state 2) on Cell A according to [18] and with M-TMSI = 9a26319c (arbitrary value chosen for this test case).
9.2.3.3.2.3.2
Test procedure sequence

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS sets the cell type of Cell 5 to "Serving Cell" and the cell type of Cell A to "Non-suitable cell".
	-
	-
	-
	-

	2
	The UE transmits a ROUTING AREA UPDATE message on cell 5.
	-->
	ROUTING AREA UPDATE REQUEST
	-
	-

	3
	The SS transmits a ROUTING AREA UPDATE ACCEPT message on Cell 5 with Update result 'RA updated and ISR activated', T3312 set to 1 minute and T3323 set to 2 minutes.
	<--
	ROUTING AREA UPDATE ACCEPT
	-
	-

	4
	The UE transmits a ROUTING AREA UPDATE COMPLETE message on Cell 5.
	-->
	ROUTING AREA UPDATE COMPLETE
	-
	-

	5
	The SS sets the cell type of Cell A to "Serving cell" and the cell type of Cell 5 to "Non-suitable cell".
	-
	-
	-
	-

	6
	90s after step 3, the SS sets the cell type of Cell 5 to "Serving Cell" and the cell type of Cell A to "Non-suitable cell".
	-
	-
	-
	-

	7
	Check: does the UE transmit a ROUTING AREA UPDATE REQUEST message on Cell 5?
	-->
	ROUTING AREA UPDATE REQUEST
	1
	P

	8
	The SS transmits a ROUTING AREA UPDATE ACCEPT message on Cell 5 with with Update result 'RA updated and ISR activated', T3312 set to 1 minute and T3323 set to 1 minutes.
	<--
	ROUTING AREA UPDATE ACCEPT
	-
	-

	9
	The SS sets the cell type of Cell A to "Serving cell" and the cell type of Cell 5 to "Non-suitable cell".
	-
	-
	-
	-

	10
	150s after step 8, the SS sets the cell type of Cell 5 to "Serving Cell" and the cell type of Cell A to "Non-suitable cell".
	-
	-
	-
	-

	11
	Check: does the UE transmit a ROUTING AREA UPDATE REQUEST message on Cell 5?
	-->
	ROUTING AREA UPDATE REQUEST
	2
	P

	12
	The SS transmits a ROUTING AREA UPDATE ACCEPT message on Cell 5 with Update result value = ‘000’ (RA updated).
	<--
	ROUTING AREA UPDATE ACCEPT
	-
	-

	13
	The SS sets the cell type of Cell A to "Serving cell" and the cell type of Cell 5 to "Non-suitable cell".
	-
	-
	-
	-

	14
	The UE transmits a TRACKING AREA UPDATE REQUEST message
	-->
	TRACKING AREA UPDATE REQUEST
	-
	-

	15
	The SS transmits a TRACKING AREA UPDATE ACCEPT message with EPS update result indicating that ISR is active, T3412 set to 1 minute and T3423 set to 2 minutes.
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	16
	The UE transmits a TRACKING AREA UPDATE COMPLETE message.
	-->
	TRACKING AREA UPDATE COMPLETE
	-
	-

	17
	The SS sets the cell type of Cell 5 to "Serving Cell" and the cell type of Cell A to "Non-suitable cell".
	-
	-
	-
	-

	18
	90s after step 16, the SS sets the cell type of Cell A to "Serving cell" and the cell type of Cell 5 to "Non-suitable cell".
	-
	-
	-
	-

	19
	Check: does the UE transmit a TRACKING AREA UPDATE REQUEST message on Cell A?
	-->
	TRACKING AREA UPDATE REQUEST
	3
	P

	20
	The SS transmits a TRACKING AREA UPDATE ACCEPT message with EPS update result indicating that ISR is active, T3412 set to 1 minute and T3423 set to 1 minute.
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	21
	The SS sets the cell type of Cell 5 to "Serving Cell" and the cell type of Cell A to "Non-suitable cell".
	-
	-
	-
	-

	22
	150s after step 20, the SS sets the cell type of Cell A to "Serving cell" and the cell type of Cell 5 to "Non-suitable cell".
	-
	-
	-
	-

	23
	Check: does the UE transmit a TRACKING AREA UPDATE REQUEST message on Cell A?
	-->
	TRACKING AREA UPDATE REQUEST
	4
	P

	24
	The SS transmits a TRACKING AREA UPDATE ACCEPT message.
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	-
	The UE is in end state E-UTRA connected (E2).
	-
	-
	-
	-


9.2.3.3.2.3.3
Specific message contents

Table 9.2.3.3.2.3.3-1: Message ROUTING AREA UPDATE ACCEPT (step 3, table 9.2.3.3.2.3.2-1)

	Derivation path: 24.008 table 9.4.15

	Information Element
	Value/Remark
	Comment
	Condition

	Update result
	100
	RA updated and ISR activated
	TA only

	
	101
	combined TA/LA updated and ISR activated
	combined_TA_LA

	Periodic RA update timer
	00100001
	1 minute
	

	Routing area identification
	See 36.508 table 4.4.4-2
	RAI of Cell 5
	

	P-TMSI signature
	Not present
	
	

	Allocated P-TMSI

  RAI

  TMSI
	See 36.508 table 4.4.4-2 efb1ee97
	TMSI is an arbitrary value chosen different from M-TMSI in the preamble
	

	T3323 value
	00100010
	2 minutes
	


Table 9.2.3.3.2.3.3-2: Message ROUTING AREA UPDATE REQUEST (step 7, table 9.2.3.3.2.3.2-1)

	Derivation path: 24.008 table 9.4.14

	Information Element
	Value/Remark
	Comment
	Condition

	Update type
	Any allowed value
	
	

	GPRS ciphering key sequence number
	Any allowed value
	
	

	Old routing area identification
	RAI of Cell 5 according to 36.508 table 4.4.4-2
	The UE includes the RAI from UTRAN
	

	MS Radio Access capability
	Any allowed value
	
	

	Old P-TMSI signature
	Not present
	
	

	P-TMSI
	Same value like allocated at step 3, see table 9.2.3.3.2.3.3-1
	The UE includes the P-TMSI assigned from UTRAN
	

	Additional mobile identity
	Not present
	
	

	Additional old routing area identification
	Not present
	
	


Table 9.2.3.3.2.3.3-3: Message ROUTING AREA UPDATE ACCEPT (step 8, table 9.2.3.3.2.3.2-1)

	Derivation path: 24.008 table 9.4.15

	Information Element
	Value/Remark
	Comment
	Condition

	Update result
	100
	RA updated and ISR activated
	TA only

	
	101
	combined TA/LA updated and ISR activated
	combined_TA_LA

	Periodic RA update timer
	00100001
	1 minute
	

	Routing area identification
	See 36.508 table 4.4.4-2
	RAI of Cell 5
	

	P-TMSI signature
	Not present
	
	

	Allocated P-TMSI
	Not present
	
	

	T3323 value
	00100001
	1 minute
	


Table 9.2.3.3.2.3.3-4: Message ROUTING AREA UPDATE REQUEST (step 11, table 9.2.3.3.2.3.2-1)

	Derivation path: 24.008 table 9.4.14

	Information Element
	Value/Remark
	Comment
	Condition

	Update type
	Any allowed value
	
	

	GPRS ciphering key sequence number
	Any allowed value
	
	

	Old routing area identification
	TAI of cell A
	The value is the same as the RAI of cell 5
	

	MS Radio Access capability
	Any allowed value
	
	

	Old P-TMSI signature
	Not present
	
	

	P-TMSI
	da01319c
	Mapped from M-TMSI and MME code assigned in the preamble (start with 11 and MME code in 2nd most significant byte). 
	

	Additionnal mobile identity
	Same value like allocated at step 3, see table 9.2.3.3.2.3.3-1
	
	

	Additional routing area identification
	RAI of cell 5
	The value is the same as the TAI of cell A
	


Table 9.2.3.3.2.3.3-5: Message ROUTING AREA UPDATE ACCEPT (step 12, table 9.2.3.3.2.3.2-1)

	Derivation path: 24.008 table 9.4.15

	Information Element
	Value/Remark
	Comment
	Condition

	Update result
	000
	RA updated
	

	Periodic RA update timer
	01010101
	54 minutes
	

	Routing area identification
	See 36.508 table 4.4.4-2
	RAI of Cell 5
	

	P-TMSI signature
	Not present
	
	

	Allocated P-TMSI
	Not present
	
	


Table 9.2.3.3.2.3.3-6: Message TRACKING AREA UPDATE REQUEST (step 14, table 9.2.3.3.2.3.2-1)

	Derivation path: 36.508 table 4.7.2-27

	Information Element
	Value/Remark
	Comment
	Condition

	EPS update type
	Any allowed value
	
	


Table 9.2.3.3.2.3.3-7: Message TRACKING AREA UPDATE ACCEPT (step 15, table 9.2.3.3.2.3.2-1)

	Derivation path: 36.508 table 4.7.2-24

	Information Element
	Value/Remark
	Comment
	Condition

	EPS update result
	100
	TA updated and ISR activated
	TA_only

	
	101
	combined TA/LA updated and ISR activated
	combined_TA_LA

	T3412 value
	00100001
	1 minute
	

	T3423 value
	00100010
	2 minutes
	

	GUTI
	
	
	

	  M-TMSI
	9a26319c
	Same value like in preamble, different from P-TMSI
	


Table 9.2.3.3.2.3.3-8: Message TRACKING AREA UPDATE REQUEST (step 19, table 9.2.3.3.2.3.2-1)

	Derivation path: 36.508 table 4.7.2-27

	Information Element
	Value/Remark
	Comment
	Condition

	EPS update type
	Any allowed value
	
	

	Old GUTI
	Same GUTI as in step 15 see table 9.2.3.3.2.3.3-7
	
	

	Last visited registered TAI
	RAI of cell 5
	The value is the same as the TAI of cell A
	


Table 9.2.3.3.2.3.3-9: Message TRACKING AREA UPDATE ACCEPT (step 20, table 9.2.3.3.2.3.2-1)

	Derivation path: 36.508 table 4.7.2-24

	Information Element
	Value/Remark
	Comment
	Condition

	EPS update result
	100
	TA updated and ISR activated
	TA_only

	
	101
	combined TA/LA updated and ISR activated
	combined_TA_LA

	T3412 value
	00100001
	1 minute
	

	GUTI
	Not present
	
	

	T3423 value
	00100001
	1 minute
	


Table 9.2.3.3.2.3.3-10: Message TRACKING AREA UPDATE REQUEST (step 19, table 9.2.3.3.2.3.2-1)

	Derivation path: 36.508 table 4.7.2-27

	Information Element
	Value/Remark
	Comment
	Condition

	EPS update type
	Any allowed value
	
	

	Old GUTI
	
	
	

	  M-TMSI
	ef01ee97
	Mapped from P-TMSI assigned in the preamble and RAI of cell 5 (start with 11 and RAI in 2nd most significant byte).
	

	Last visited registered TAI
	RAI of cell 5
	
	

	Additional GUTI
	Same GUTI as in step 15 see table 9.2.3.3.2.3.3-7
	
	


Table 9.2.3.3.2.3.3-11: Message TRACKING AREA UPDATE ACCEPT (step 24, table 9.2.3.3.2.3.2-1)

	Derivation path: 36.508 table 4.7.2-24

	Information Element
	Value/Remark
	Comment
	Condition

	EPS update result
	000
	TA updated
	TA_only

	
	001
	combined TA/LA updated
	combined_TA_LA

	T3412 value
	01010101
	54 minutes
	

	GUTI
	Not present
	
	


9.2.3.3.4
Attach in E-UTRAN / RAU to UTRAN / Go to UTRAN RRC idle / TAU in E-UTRAN

9.2.3.3.4.1
Test Purpose (TP)

(1)

with { the UE powered on in E-UTRAN with a USIM containing valid E-UTRAN NAS and Security parameters including a valid GUTI, and has successfully performed a combined EPS/IMSI attach, established PDN connectivity, and performed TRACKING AREA UPDATE REQUEST  }

ensure that {

  when { the UE reselects UTRAN configured in MNO=II and TIN is set to the temporary ID belonging to the currently used RAT (i.e. ISR not active) }

    then { the UE transmits a LOCATION UPDATING REQUEST to the MSC/VLR and derives the IDNNS from the MSC/VLR TMSI, and transmits a ROUTING AREA UPDATE REQUEST message including P-TMSI, P-TMSI signature including the NAS token, and RAI mapped from GUTI, the old routing area identification mapped from the RAI, the GPRS ciphering key sequence number indicating the eKSI associated with the EPS security context. Old P-TMSI signature and Old routing area identifion are mapped from the GUTI. The message is encapsulated in an INITIAL DIRECT TRANSFER message including IDNSS mapped from GUTI, Establishment cause set to inter-RAT cell-selection, START value set to 0 and PLMN identity }

(2)

with { the UE camped on E-UTRAN and has a valid GUTI and P-TMSI }

ensure that {

  when { the UE reselects UTRAN and receives a new P-TMSI as part of the RAU procedure }

    then { the UE uses the new P-TMSI (and not GUTI or old P-TMSI) for subsequent IDNNS network access (e.g. via the Service Request procedure }

           }

(3)

with { the UE has performed a RAU procedure in UTRAN after initial registration at power on in E-UTRAN  }

ensure that {

  when { the UE reselects a E-UTRAN cell with the same LA as previously selected}

    then { the UE transmits a TRACKING AREA UPDATE REQUEST message including eKSI stored in the USIM, old GUTI mapped from RAI and P-TMSI, GPRS ciphering sequence number, nonceUE. The UE encodes the RRC parameters in the RRC Connection Establishment messages correctly (i.e. in the RRCConnectionRequest message, the InitialUE-Identity is set to "Random value” and the establishmentcause is set to MO-signalling; and, in the RRCConnectionSetupComplete message the selectedPLMN-identity, mmegi and mmec indicate the value of the registered MME (e.g. as retrieved from the USIM at power-on, or, as received in the last TRACKING AREA UPDATE ACCEPT message) }

           }

NOTE:
ISR considered not in the scope of this test case, so it is never activated.

9.2.3.3.4.2
Conformance requirements

References: The conformance requirements covered in the current TC are specified in: TS 23.003 clause 2.8.2.1, 2.8.2.2, TS 23.401 Annex J.2; TS 24.301 clause 5.5.3.2.2 and Annex D; TS 25.331 clauses 8.1.8.2 and 8.1.8.3 (on IDNNS); TS 24.008 clause 4.7.5.1.1 and 4.7.5.1.3; TS 23.236 clause 5.1; and TS 36.331 clauses 5.3.3.3 and 5.3.3.4.

[TS 23.003, clause 2.8.2.1]

The mapping of the GUTI shall be done to the combination of RAI of GERAN / UTRAN and the P‑TMSI:

E‑UTRAN <MCC> maps to GERAN/UTRAN <MCC>

E‑UTRAN <MNC> maps to GERAN/UTRAN <MNC>

E‑UTRAN <MME Group ID> maps to GERAN/UTRAN <LAC>

E‑UTRAN <MME Code> maps to GERAN/UTRAN <RAC> and is also copied into the 8 most significant bits of the NRI field within the P‑TMSI;

E‑UTRAN <M-TMSI>


maps as follows:

-
6 bits of the E‑UTRAN <M-TMSI> starting at bit 29 and down to bit 24 are mapped into bit 29 and down to bit 24 of the GERAN/UTRAN <P‑TMSI>;
-
16 bits of the E‑UTRAN <M-TMSI> starting at bit 15 and down to bit 0 are mapped into bit 15 and down to bit 0 of the GERAN/UTRAN <P‑TMSI>;

-
and the remaining 8 bits of the E‑UTRAN <M-TMSI> are mapped into the 8 MBS bits of the <P-TMSI signature> field.

For UTRAN, the 10-bit long NRI bits are masked out from the P-TMSI and also supplied to the RAN node as IDNNS (Intra Domain NAS Node Selector). However, the RAN configured NRI length should not exceed 8 bits.

[TS 23.003, clause 2.8.2.2]

The mapping of P‑TMSI (TLLI) and RAI in GERAN/UTRAN to GUTI in E‑UTRAN shall be performed as follows:

GERAN/UTRAN <MCC>
maps to E‑UTRAN <MCC>

GERAN/UTRAN <MNC>
maps to E‑UTRAN <MNC>

GERAN/UTRAN <LAC>
maps to E‑UTRAN <MME Group ID>

GERAN/UTRAN <RAC>
maps into bit 23 and down to bit 16 of the M‑TMSI

The 8 most significant bits of GERAN/UTRAN <NRI> map to the MME code.

GERAN/UTRAN <P‑TMSI> maps as follows:

-
6 bits of the GERAN/UTRAN <P‑TMSI> starting at bit 29 and down to bit 24 are mapped into bit 29 and down to bit 24 of the E‑UTRAN <M-TMSI>;
-
16 bits of the GERAN/UTRAN <P‑TMSI> starting at bit 15 and down to bit 0 are mapped into bit 15 and down to bit 0 of the E‑UTRAN <M-TMSI>.
The values of <LAC> and <MME group id> shall be disjoint, so that they can be differentiated. The most significant bit of the <LAC> shall be set to zero; and the most significant bit of <MME group id> shall be set to one. Based on this definition, the most significant bit of the <MME group id> can be used to distinguish the node type, i.e. whether it is an MME or SGSN.
[TS 23.401, Annex J.2 "Usage of TIN”]

…

When ISR is not active the TIN is always set to the temporary ID belonging to the currently used RAT. This guarantees that always the most recent context data are used, which means during inter-RAT changes there is always context transfer from the CN node serving the last used RAT. The UE identities, old GUTI IE and additional GUTI IE, indicated in the next TAU Request message, and old P-TMSI IE and additional P-TMSI/RAI IE, indicated in the next RAU Request message depend on the setting of TIN and are specified in table 4.3.5.6-2.

[TS 24.301, clause 5.5.3.2.2 "Normal and periodic tracking area updating procedure initiation”]

...

If the UE supports A/Gb mode or Iu mode, the UE shall handle the GUTI as follows:

-
if the TIN indicates "P-TMSI" and the UE holds a valid P-TMSI and RAI, the UE shall map the P-TMSI and RAI into the old GUTI IE. If a P-TMSI signature is associated with the P-TMSI, the UE shall include it in the Old P-TMSI signature IE. Additionally, if the UE holds a valid GUTI, the UE shall indicate the GUTI in the Additional GUTI IE.

-
if the TIN indicates "GUTI" or "RAT-related TMSI" and the UE holds a valid GUTI, the UE shall indicate the GUTI in the Old GUTI IE.
...

If the UE has a current EPS security context, the UE shall include the eKSI (either KSIASME or KSISGSN) in the NAS Key Set Identifier IE in the TRACKING AREA UPDATE REQUEST message. Otherwise, the UE shall set the NAS Key Set Identifier IE to the value "no key is available". If the UE has a current EPS security context, the UE shall integrity protect the TRACKING AREA UPDATE REQUEST message with the current EPS security context. Otherwise the UE shall not integrity protect the TRACKING AREA UPDATE REQUEST message.

...

When the tracking area updating procedure is initiated in EMM-IDLE mode to perform an inter-system change from A/Gb mode or Iu mode to S1 mode and the TIN is set to "P-TMSI", the UE shall include the GPRS ciphering key sequence number applicable for A/Gb mode or Iu mode and a nonceUE in the TRACKING AREA UPDATE REQUEST message.

…

If the UE initiates the first tracking area updating procedure following an attach in A/Gb mode or Iu mode, the UE shall include a UE radio capability information update needed IE in the TRACKING AREA UPDATE REQUEST message.

…[TS 24.301, Annex D]

...

Table D.1.1: Mapping of NAS procedure to establishment cause and call type

	NAS procedure
	RRC establishment cause (according 3GPP TS 36.331 [22])
	Call type

	...
	
	

	Tracking Area Update
	MO signalling (See Note 1)
	"originating signalling"

	...
	
	

	Note 1:
For these NAS procedures initiated by UEs of access class 12, 13 or 14 in their home country, the RRC establishment cause will be set to "High priority access AC 11 – 15". For this purpose the home country is defined as the country of the MCC part of the IMSI, see 3GPP TS 22.011 [1A].
For these NAS procedures initiated by UE of access class 11 or 15 in their HPLMN or EHPLMN, the RRC establishment cause will be set to "High priority access AC 11 – 15".


[TS 36.331, clause 5.3.3.3]

The UE shall set the contents of RRCConnectionRequest message as follows:

1>
set the ue-Identity as follows:
2>
if upper layers provide an S-TMSI:
3>
set the ue-Identity to the value received from upper layers;
2>
else

3>
draw a random value in the range 0 .. 240-1 and set the ue-Identity to this value;

NOTE 1:
Upper layers provide the S-TMSI if the UE is registered in the TA of the current cell.
1>
Set the establishmentCause in accordance with the information received from upper layers;

[TS 36.331, clause 5.3.3.4]
...

1>
set the content of RRCConnectionSetupComplete message as follows:

2>
set the selectedPLMN-Identity to the PLMN selected by upper layers (see TS 23.122 [11], TS 24.301 [35]) from the PLMN(s) included in the plmn-IdentityList in SystemInformationBlockType1;

2>

if upper layers provide the ‘Registered MME’, set the registeredMME as follows:

3>
if the PLMN identity of the ‘Registered MME’ is different from the PLMN selected by the upper layers:

4>
include the plmnIdentity in the registeredMME and set it to the value of the PLMN identity in the ‘Registered MME’ received from upper layers;

3> set the mmegi and the mmec to the value received from upper layers;

2>
set the dedicatedInfoNAS  to include the information received from upper layers;

...

[TS 24.008, clause 4.7.5.1.1]

To initiate the normal routing area updating procedure, the MS sends the message ROUTING AREA UPDATE REQUEST to the network, starts timer T3330 and changes to state GMM-ROUTING-AREA-UPDATING-INITIATED.

If the MS supports S1 mode, the MS shall handle the P-TMSI IE as follows:

-
If the TIN indicates "GUTI" and the MS holds a valid GUTI, the MS shall map the GUTI into a P-TMSI, P‑TMSI signature and RAI as specified in 3GPP TS 23.003 [4]. The MS shall include the mapped RAI in the Old routing area identification IE and the mapped P-TMSI signature in the P-TMSI signature IE. When the routing area updating procedure is initiated in Iu mode, the MS shall also include the mapped P-TMSI in the P‑TMSI IE. Additionally, in Iu mode and A/Gb mode, if the MS holds a valid P-TMSI and RAI, the MS shall indicate the P-TMSI in the Additional mobile identity IE and the RAI in the Additional old routing area identification IE.

...

If the routing area updating procedure is initiated by the MS due to an S1 mode to Iu mode or S1 mode to A/Gb mode inter-system change in idle mode and the TIN indicates "GUTI", the message ROUTING AREA UPDATE REQUEST shall include a P-TMSI signature filled with a NAS token as specified in 3GPP TS 33.401 [119]. In the GPRS ciphering key sequence number IE the MS shall indicate the value of the eKSI associated with the current EPS security context.

NOTE:
When the MS includes a P-TMSI signature filled with a NAS token, 8 bits of the NAS token will be filled with bits from the M‑TMSI (see 3GPP TS 23.003 [4]).
If the routing area updating procedure is initiated by the MS due to the S1 mode to Iu mode or S1 mode to A/Gb mode inter-system change in connected mode, the MS shall derive CK' and IK' from KASME and from the NAS downlink COUNT value indicated by lower layers as specified in 3GPP TS 33.401 [119]. If the routing area updating procedure is initiated by the MS due to the S1 mode to Iu mode or S1 mode to A/Gb mode inter-system change in idle mode when the TIN indicates "GUTI", the MS shall derive CK' and IK' from the KASME and the NAS downlink COUNT value corresponding to the NAS token derived as specified in 3GPP TS 33.401 [119]. The MS shall indicate the eKSI value in the CKSN field of the GPRS ciphering key sequence number IE in the ROUTING AREA UPDATE REQUEST message. Then, the MS shall reset the START value and store the mapped UMTS security context replacing the established UMTS security context.

[TS 24.008, clause 4.7.5.1.3]

…

A ROUTING AREA UPDATE COMPLETE message shall be returned to the network if the ROUTING AREA UPDATE ACCEPT message contained any of:

-
a P-TMSI;

-
Receive N‑PDU Numbers (see 3GPP TS 44.065 [78] and 3GPP TS 25.322 [19b]); or

-
a request for the provision of Inter RAT handover information or E-UTRAN inter RAT handover information or both.

If Receive N‑PDU Numbers were included, the Receive N‑PDU Numbers values valid in the MS, shall be included in the ROUTING AREA UPDATE COMPLETE message.

If the network has requested the provision of Inter RAT handover information or E-UTRAN inter RAT handover information or both, the MS shall return a ROUTING AREA UPDATE COMPLETE message including the Inter RAT handover information IE or E-UTRAN inter RAT handover information IE or both to the network.

NOTE 1:
In Iu mode, after a routing area updating procedure, the mobile station can initiate Service Request procedure to request the resource reservation for the active PDP contexts if the resources have been released by the network or send upper layer message (e.g. ACTIVATE PDP CONTEXT REQUEST) to the network via the existing PS signaling connection.

In Iu mode, if the network wishes to prolong the PS signalling connection (for example, if the mobile station has indicated "follow-on request pending" in ROUTING AREA UPDATE REQUEST message) the network shall indicate the "follow-on proceed" in the ROUTING AREA UPDATE ACCEPT message. If the network wishes to release the PS signalling connection, the network shall indicate "no follow-on proceed" in the ROUTING AREA UPDATE ACCEPT message.

After that in Iu mode, the mobile station shall act according to the follow-on proceed flag included in the Update result information element in the ROUTING AREA UPDATE ACCEPT message (see subclause 4.7.13).

[TS 23.236, clause 5.1 "MS Functions”]

...

In Iu mode the MS provides the IDNNS to the RNC in the access stratum part of the RRC_initial_DT message as described in TS 25.331 [5].

If the MS is E‑UTRAN capable, then TS 23.401 [22], TS 23.060 [2] and TS 23.003 [18] define rules as to how the MS shall select and encode the identity to place in the P‑TMSI/TLLI parameters used in the Routing Area Update procedure. For the PS domain, the E‑UTRAN capable MS shall use this P‑TMSI parameter to derive the UTRAN IDNNS parameter. For the CS domain, the E‑UTRAN temporary identities shall not be used to derive the IDNNS: instead the MS shall use its (MSC supplied) TMSI, if that TMSI is valid, to derive the IDNNS.

…

When the MS in Iu mode replies to IMSI paging, it shall derive IDNNS from (P)TMSI if a valid one is available. If (P)TMSI is not available, the MS shall derive IDNNS from IMSI.

[TS 25.331, clause 8.1.8.2]

...

The UE shall, in the INITIAL DIRECT TRANSFER message:

1>
set the IE "NAS message" as received from upper layers; and

1>
set the IE "CN domain identity" as indicated by the upper layers; and

1>
set the IE "Intra Domain NAS Node Selector" as follows:

2>
derive the IE "Intra Domain NAS Node Selector" from TMSI/PMTSI, IMSI, or IMEI; and

2>
provide the coding of the IE "Intra Domain NAS Node Selector" according to the following priorities:

1.
derive the routing parameter for IDNNS from TMSI (CS domain) or PTMSI (PS domain) whenever a valid TMSI/PTMSI is available;

2.
base the routing parameter for IDNNS on IMSI when no valid TMSI/PTMSI is available;

3.
base the routing parameter for IDNNS on IMEI only if no (U)SIM is inserted in the UE.

1>
if the UE, on the existing RRC connection, has received a dedicated RRC message containing the IE "Primary PLMN Identity" in the IE "CN Information Info":

2>
set the IE "PLMN identity" in the INITIAL DIRECT TRANSFER message to the latest PLMN information received via dedicated RRC signalling. If NAS has indicated the PLMN towards which a signalling connection is requested, and this PLMN is not in agreement with the latest PLMN information received via dedicated RRC signalling, then the initial direct transfer procedure shall be aborted, and NAS shall be informed.

1>
if the UE, on the existing RRC connection, has not received a dedicated RRC message containing the IE "CN Information Info" , and if the IE "Multiple PLMN List" was broadcast in the cell where the current RRC connection was established:

2>
set the IE "PLMN identity" in the INITIAL DIRECT TRANSFER message to the PLMN chosen by higher layers [5, 25] amongst the PLMNs in the IE "Multiple PLMN List" broadcast in the cell where the RRC connection was established.
[TS 25.331, clause 8.1.8.3]

On reception of the INITIAL DIRECT TRANSFER message the NAS message should be routed using the IE "CN Domain Identity". UTRAN may also use the IE "Intra Domain NAS Node Selector" and the IE "PLMN identity" for routing among the CN nodes for the addressed CN domain.

If no signalling connection exists towards the chosen node, then a signalling connection is established.

When the UTRAN receives an INITIAL DIRECT TRANSFER message, it shall not affect the state of any other ongoing RRC procedures, when not stated otherwise elsewhere.

The UTRAN should:

1>
set the START value for the CN domain indicated in the IE "CN domain identity" to the value of the IE "START".

9.2.3.3.4.3
Test description

9.2.3.3.4.3.1
Pre-test conditions

System Simulator:

-
Cell A, and Cell 5

-
Cell A is configured as Serving cell, Cell 5 as Non-Suitable Off cells.

-
Cell 5 is operating in network operation mode II (No Gs interface present).
-
Cell A has the absolute priorities set to LTE.

NOTE:
For Cell 5, power levels are defined in TS 34.108 subclause 6.1.5 (FDD) or 6.1.6 (TDD).

UE:

· The test USIM contains a valid IMSI-1, P-TMSI-1, RAI-1, valid GUTI-1 and TAI-1, and valid EPS security parameters

Preamble:

-
The UE is in state Registered Idle Mode  (state 2) according to TS 36.508, [18].

9.2.3.3.4.3.2
Test procedure sequence

Table 9.2.3.3.4.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U – S
	Message
	
	

	1
	The signal strength of Cell 5 is raised to that of the Serving Cell and that of Cell A is lowered to that of a non-Suitable Neighbour Cell as defined in table 6.2.2.1-1 of TS 36.508 [18].
	-
	-
	-
	-

	2
	Wait [10] seconds for mobile to camp on cell 5
	-
	-
	-
	-

	3
	Check: The UE transmits a LOCATION UPDATING REQUEST on cell 5 to the MSC as specified in the specific message contents included in an INITIAL DIRECT TRANSFER message with intraDomainNasNodeSelector mapped from MSC TMSI allocated in the ATTACH ACCEPT message (step 14 table 4.5.2.3-1 of TS 36.508 [18])).
	-->
	LOCATION UPDATING REQUEST
	1
	P

	4
	The SS transmits a LOCATION UPDATING ACCEPT message.
	<--
	LOCATION UPDATING ACCEPT
	-
	-

	5
	Check: Does the UE transmits a ROUTING AREA UPDATE REQUEST message on Cell 5 as specified in the specific message contents included in an INITIAL DIRECT TRANSFER message with intraDomainNasNodeSelector mapped from GUTI-1 and Establishment Cause set to inter-RAT cell-selection.

Note: This step is run in parallel with step 3.
	-->
	ROUTING AREA UPDATE REQUEST
	1
	P

	6
	The SS transmits a ROUTING AREA UPDATE ACCEPT message with Update result = "RA updated” and new P-TMSI allocated with a different NRI (=IDNNS) to that in the GUTI and the P-TMSI that was stored on the USIM.
	<--
	ROUTING AREA UPDATE ACCEPT
	-
	-

	7
	The UE transmits a ROUTING AREA UPDATE COMPLETE message.
	-->
	ROUTING AREA UPDATE COMPLETE
	
	

	8
	The SS releases the RRC connection
	-
	-
	-
	-

	9
	The SS transmits Paging with new P-TMSI allocated in step 6 on cell 5 
	<--
	Page
	-
	-

	10
	Check: Does the UE send a Service Request to access the PS domain using IDNNS mapped from the P-TMSI allocated in step 16.
	-->
	SERVICE REQUEST
	2
	P

	11
	The SS transmits a Service Accept message to the UE
	<--
	-
	-
	-

	12
	The SS releases the RRC connection
	-
	-
	-
	-

	3
	Cell A is configured as the Serving cell and cell 5 is configured as a Suitable Neighbour Cell.
	-
	-
	-
	-

	12
	Check: does the UE transmit an RRCConnectionRequest with the InitialUE-Identity set to "random value” and the establishmentcause set to MO-signalling?
	-->
	RRCConnectionRequest
	3
	P

	13
	The SS responds with RRCConnectionSetup.
	<--
	RRCConnectionSetup
	
	

	14
	Check: does the UE transmit an RRCConnectionSetupComplete message with the mmegi and mmec set to the values derived from the mapped RAI and P-TMSI, and containing a TRACKING AREA UPDATE REQUEST message as described in the specific message contents?

NOTE: The UE should not include "radio capability information” in the TAU request.
	-->
	TRACKING AREA UPDATE REQUEST
	3
	P

	15
	The SS responds with a TRACKING AREA UPDATE ACCEPT message
	<--
	TRACKING AREA UPDATE ACCEPT
	
	

	16
	The SS releases the RRC connection.
	-
	-
	-
	-


9.2.3.3.4.3.3 Specific message contents

Table 9.2.3.3.4.3.3-1: ATTACH REQUEST (step 4, Table 4.5.2.3-1 TS 36.508)

	Derivation path: 36.508 table 4.7.2.-4

	Information Element
	Value/Remark
	Comment
	Condition

	EPS attach type
	'0010'B
	''combined EPS/IMSI attach''
	

	Old GUTI or IMSI
	GUTI-1
	
	

	Last visited registered TAI
	TAI-1
	
	

	Old location area identification
	Not Present
	
	

	TMSI status
	Not Present
	
	


Table 9.2.3.3.4.3.3-2: ATTACH ACCEPT (step 4, Table 4.5.2.3-1 TS 36.508)

	Derivation path: 36.508 table 4.7.2-1

	Information Element
	Value/Remark
	Comment
	Condition

	EPS attach result
	'010'B
	''Combined EPS/IMSI attach''
	

	TAI list
	
	
	

	    Number of elements
	'00001'B
	
	

	    Type of list
	'00'B
	''list of TACs belonging to one PLMN, with non-consecutive TAC values''
	

	MCC

MNC

TAC 1
	PLMN= MCC/MNC

TAC 1=1


	''PLMN is set to the same MCC/MNC stored in EFIMSI'' 

''TAI-1''
	

	GUTI
	GUTI-1
	
	

	LAI
	LAI-1
	
	

	MS identity
	TMSI-1
	NRI value of TMSI is different to that of GUTI-1 and P-TMSI-1
	


Table 9.2.3.3.4.3.3-3: LOCATION UPDATING REQUEST (step 3, Table 9.2.3.3.4.3.2-1)

	Derivation path: 24.008 table 9.2.17

	Information Element
	Value/Remark
	Comment
	Condition

	Update type
	1000
	LA updating
	

	Ciphering key sequence number
	eKSI stored on the test USIM
	
	

	Location area identification
	PLMN= MCC/MNC

TAC 1=1


	''PLMN is set to the same MCC/MNC stored in EFIMSI'' 

''TAI-1''
	

	Mobile identity
	TMSI-1
	Allocated in step 8
	


Table 9.2.3.3.4.3.3-4: INITIAL DIRECT TRANSFER (step 5, Table 9.2.3.3.4.3.2-1)

	Derivation path: 25.331 clause 11

	Information Element
	Value/Remark
	Comment
	Condition

	InitialDirectTransfer ::= SEQUENCE {
	
	
	

	  cn-DomainIdentity
	ps-domain
	
	

	  intraDomainNasNodeSelector SEQUENCE {
	
	
	

	    version CHOICE { 
	
	
	

	      release99 SEQUENCE {
	
	
	

	        gsm-Map-IDNNS SEQUENCE {
	
	
	

	          routingbasis CHOICE {
	
	
	

	            localPTMSI {
	
	
	

	              Routingparameter
	bit 23 to bit 14 of P-TMSI allocated in step 8
	
	

	            }
	
	
	

	          }
	
	
	

	        }
	
	
	

	      }
	
	
	

	     }
	
	
	

	    }
	
	
	

	  }
	
	
	

	  nas-Message
	See table 9.2.3.3.4.3.3-5
	
	

	  Establishment cause
	Inter-RAT cell re-selection
	
	

	  measuredResultsOnRACH
	Not checked
	
	

	  v3a0NonCriticalExtensions SEQUENCE {
	
	
	

	    initialDirectTransfer-v3a0ext SEQUENCE {
	
	
	

	      start-Value
	000000000000000000000
	
	

	    }
	
	
	

	    laterNonCriticalExtensions SEQUENCE {
	
	
	

	      initialDirectTransfer-r3-add-ext
	Not checked
	
	

	      v590NonCriticalExtension SEQUENCE {
	
	
	

	        initialDirectTransfer-v590ext
	Not checked
	
	

	        v690NonCriticalExtensions
 SEQUENCE {
	
	
	

	          initialDirectTransfer-v690ext SEQUENCE {
	
	
	

	            plmn-Identity SEQUENCE {
	
	
	

	              Mcc
	Mobile Country Code stored in EFIMSI on the test USIM
	
	

	              Mnc
	Mobile Network Code stored in EFIMSI on the test USIM
	
	

	            }
	
	
	

	            measuredResultsOnRACHinterFreq
	Not checked
	
	

	            mbms-JoinedInformation
	Not checked
	
	

	          }
	
	
	

	          v770NonCriticalExtensions
	Not checked
	
	

	      }
	
	
	

	     }
	
	
	

	    }
	
	
	

	  }
	
	
	

	}
	
	
	


Table 9.2.3.3.4.3.3-5: Message ROUTING AREA UPDATE REQUEST (step 6, Table 9.2.3.3.4.3.2-1)

	Derivation path: 24.008 table 9.4.14

	Information Element
	Value/Remark
	Comment
	Condition

	Update type
	000
	RA updating
	

	GPRS ciphering key sequence number
	eKSI stored on the test USIM
	
	

	Old routing area identification
	GUTI-1 right shifted by 32bits
	
	

	MS Radio Access capability
	Not checked
	
	

	Old P-TMSI signature
	Mapped from GUTI-1
	
	

	Requested READY timer value
	Not checked
	
	

	DRX parameter
	Not checked
	
	

	TMSI status
	Not present
	
	

	P-TMSI
	Value is specified bit by bit below:

- bit 31 and bit 30: 1

- bit 29 to bit 24: bit 29 to bit 24 of M-TMSI allocated in step 18

- bit 23 to bit 16: MME code allocated in step 18

- bit 15 to bit 0: bit 15 to bit 0 of M-TMSI allocated in step 8
	
	

	MS network capability
	Not checked
	
	

	PDP context status
	Not checked
	
	

	PS LCS Capability
	Not checked
	
	

	MBMS context status
	Not checked
	
	

	UE network capability
	Any allowed value
	
	

	Additional mobile identity
	P-TMSI allocated in step 8
	
	

	Additional old routing area identification
	RAI-1
	
	

	Mobile station classmark 2
	Not checked
	
	

	Mobile station classmark 3
	Not checked
	
	

	Supported Codecs
	Not checked
	
	


Table 9.2.3.3.4.3.3-6: Message SERVICE REQUEST (step 10, Table 9.2.3.3.4.3.2-1)

	Derivation path: 24.008 table 9.4.20

	Information Element
	Value/Remark
	Comment
	Condition

	Ciphering key sequence number
	FFS
	
	

	Service Type
	010 (Paging Response)
	
	

	P-TMSI
	P-TMSI allocated in step 16.
	
	


Table 9.2.3.3.4.3.3-7: Message RRCConnectionRequest (step 12, Table 9.2.3.3.4.3.2-1)

	Derivation path: 36.508 table 4.6.1-16

	Information Element
	Value/Remark
	Comment
	Condition

	RRCConnectionRequest ::= SEQUENCE {
	
	
	

	  criticalExtensions CHOICE {
	
	
	

	    rrcConnectionRequest-r8 SEQUENCE {
	
	
	

	      ue-Identity CHOICE {
	
	
	

	        random-Value
	Any allowed value
	
	

	      }
	
	
	

	      establishmentCause
	Mo-Signalling
	
	

	    }
	
	
	

	  }
	
	
	

	}
	
	
	


Table 9.2.3.3.4.3.3-8: Message RRCConnectionSetupComplete (step 14, Table 9.2.3.3.4.3.2-1)

	Derivation path: 36.508 table 4.6.1-18

	Information Element
	Value/Remark
	Comment
	Condition

	RRCConnectionSetupComplete ::= SEQUENCE {
	
	
	

	  criticalExtensions CHOICE {
	
	
	

	    c1 CHOICE {
	
	
	

	      rrcConnectionSetupComplete-r8 SEQUENCE {
	
	
	

	        selectedPLMN-Identity
	1
	
	

	        registeredMME {
	
	
	

	          plmn-Identity
	Not present
	
	

	          Mmegi
	LAC sent to the UE in step 16
	
	

	          Mmec
	Bit 23 to bit 16 of P-TMSI sent to the UE in step 16
	
	

	        }
	
	
	

	        dedicatedInfoNAS
	See table 9.2.3.3.4.3.3-9
	
	

	        nonCriticalExtension SEQUENCE {}
	
	
	

	      }
	
	
	

	    }
	
	
	

	  }
	
	
	

	}
	
	
	

	Details to be added
	
	
	


Table 9.2.3.3.4.3.3-9: Message TRACKING AREA UPDATE REQUEST (step 14, Table 9.2.3.3.4.3.2-1)

	Derivation path: 36.508 table 4.7.2-24 with condition UNCIPHERED (the message is integrity protected using the key stored in the USIM).

	Information Element
	Value/Remark
	Comment
	Condition

	EPS update type
	000 or 001
	'TA updating' or 'combined TA/LA updating'
	

	NAS key set identifier
	
	
	

	  NAS key set identifier
	The valid NAS key set identifier stored in the USIM
	
	

	  TSC
	'0'B
	native security context (for KSIASME)
	

	Old GUTI or IMSI
	
	
	

	   Type of identity
	110
	GUTI
	

	  MNC/MCC
	Mobile Country Code and Mobile Network Code stored in EFIMSI on the test USIM
	
	

	  MME Group ID
	LAI allocated at step 8
	
	

	  MME Code
	Bit 23 to bit 16 of P-TMSI allocated at step 16
	
	

	  M-TMSI
	Value is specified bit by bit below:

- bit 31 and bit 30: FFS

- bit 29 to bit 24: bit 29 to bit 24 of P-TMSI allocated at step 8

- bit 23 to bit 16: RAC allocated at step 8

- bit 15 to bit 0: bit 15 to bit 0 of P-TMSI allocated at step 16
	
	

	GPRS ciphering key sequence number
	GPRS ciphering key sequence number allocated at step 3
	
	

	Old P-TMSI signature
	P-TMSI signature allocated at step 16
	
	

	Additional GUTI
	GUTI-1
	
	

	NonceUE
	Any allowed value (must be present)
	
	

	UE network capability
	Any allowed value (must be present)
	
	

	Last visited registered TAI
	TAI stored in the test USIM
	
	

	UE radio capability information update needed
	1
	UE radio capability information update needed
	

	MS network capability
	Any allowed value (must be present)
	
	

	Old location area identification
	Not present if "EPS update type" is 'TA updating', LAI-1 is "EPS update type" is 'combined TA/LA updating'
	
	

	TMSI status
	Not present
	
	

	EPS update type
	000 or 001
	'TA updating' or 'combined TA/LA updating'
	

	NAS key set identifier
	
	
	

	  NAS key set identifier
	The valid NAS key set identifier stored in the USIM
	
	

	  TSC
	'0'B
	native security context (for KSIASME)
	

	Old GUTI or IMSI
	
	
	

	   Type of identity
	110
	GUTI
	

	  MNC/MCC
	Mobile Country Code and Mobile Network Code stored in EFIMSI on the test USIM
	
	

	  MME Group ID
	LAI allocated at step 16
	
	

	  MME Code
	Bit 23 to bit 16 of P-TMSI allocated at step 8
	
	

	  M-TMSI
	Value is specified bit by bit below:

- bit 31 and bit 30: FFS

- bit 29 to bit 24: bit 29 to bit 24 of P-TMSI allocated at step 8

- bit 23 to bit 16: RAC allocated at step 8

- bit 15 to bit 0: bit 15 to bit 0 of P-TMSI allocated at step 8
	
	

	GPRS ciphering key sequence number
	GPRS ciphering key sequence number allocated at step 3
	
	

	Old P-TMSI signature
	P-TMSI signature allocated at step 16
	
	

	Additional GUTI
	GUTI-1
	
	

	NonceUE
	Any allowed value (must be present)
	
	

	UE network capability
	Any allowed value (must be present)
	
	

	Last visited registered TAI
	TAI stored in the test USIM
	
	

	UE radio capability information update needed
	0
	shall not be present
	

	MS network capability
	Any allowed value (must be present)
	
	

	Old location area identification
	Not present if "EPS update type" is 'TA updating', LAI-1 is "EPS update type" is 'combined TA/LA updating'
	
	

	TMSI status
	Not present
	
	


9.2.3.3.5
Periodic routing area update
9.2.3.3.5.1
Test Purpose (TP)

(1)

with { UE is camped on an E-UTRAN cell or in ECM-CONNECTED state and ISR is activated }

ensure that {

  when { UE performs E-UTRA RRC state transitions }

    then { UE keeps the periodic routing area update timer T3312 running }

            }

(2)

with { UE is camped on an E-UTRAN cell or ECM-CONNECTED state and ISR is activated }

ensure that {

  when { the periodic routing area update timer T3312 expires }

    then { UE does not change RAT }

            }

(3)

with { UE is in state GMM-REGISTERED.NO-CELL-AVAILABLE and ISR is activated and the periodic routing area update timer T3312 expires }

ensure that {

  when { UE enters the state GMM-REGISTERED.NORMAL-SERVICE }

    then { UE initiates the routing area updating procedure }

            }

9.2.3.3.5.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.008, clause 4.7.2.2 and TS 23.401, clause 4.3.5.2.

[TS 24.008, clause 4.7.2.2]

If ISR is activated, the MS shall keep both the periodic tracking area update timer (timer T3412) and the periodic routeing area update timer (timer T3312). The two separate timers run in the MS for updating MME and SGSN independently. If the periodic routeing area update timer expires and the MS is in state GMM-REGISTERED.NO-CELL-AVAILABLE, the MS shall set its TIN to "RAT-related TMSI" and start the GERAN/UTRAN Deactivate ISR timer T3323. The MS shall initiate the routeing area updating procedure and stop the timer T3323 when the MS enters the state GMM-REGISTERED.NORMAL-SERVICE before timer T3323 expires. After expiry of timer T3323 the MS shall deactivate ISR by setting its TIN to "GUTI" and initiate the routing area updating procedure when the UE enters the state GMM-REGISTERED.NORMAL-SERVICE.
[TS 23.401, clause 4.3.5.2]

If the UE is camped on an E‑UTRAN cell or is in ECM‑CONNECTED state when the UE's periodic RAU or periodic LAU timer expires and ISR is activated the UE shall start the GERAN/UTRAN Deactivate ISR timer. After the GERAN/UTRAN Deactivate ISR timer expires the UE shall deactivate ISR by setting its TIN to "GUTI". The GMM/PMM-REGISTERED UE shall remember it has to perform a Routeing Area Update to the SGSN or a Location Area Update to the MSC when it next returns to 2G/3G coverage.

The E-UTRAN Deactivate ISR timer is stopped when the UE performs a successful TAU; and the GERAN/UTRAN Deactivate ISR timer is stopped when the UE performs a successful RAU/LAU.

Expiry of the periodic TAU timer, or, the periodic RAU timer, or, the periodic LAU timer shall not cause the UE to change RAT.

…

E‑UTRAN RRC state transitions shall have no impact on the periodic RAU timer or periodic LAU timer except that handover from 2G/3G to E‑UTRAN shall cause the periodic RAU timer to be started from its initial value.

9.2.3.3.5.3
Test description

9.2.3.3.5.3.1
Pre-test conditions

System Simulator:

-
Cell A and if pc_UTRAN Cell 5 or if (NOT pc_UTRAN AND pc_GERAN) Cell 24:

-
Cell A belongs to TAI-1 (home PLMN) and is set to “Serving cell”

-
if pc_UTRAN, Cell 5 (only active when stated)

-
home PLMN

-
RAI-1 (RAC & LAC values chosen by SS)

-
System information indicate that NMO 1 is used

-
Set to ''Non-suitable cell''
-
if (NOT pc_UTRAN AND pc_GERAN), Cell 24 (only active when stated)

-
home PLMN

-
RAC-1 (RAC & LAC values chosen by SS)

-
System information indicate that NMO 1 is used

-
Set to ''Non-suitable cell''
UE:

- 
The test USIM contains IMSI-1, GUTI-1 and TAI-1 and EPS update status is "EU1: UPDATED".

- 
if pc_UTRAN or pc_GERAN, the test USIM contains P-TMSI-1 (belonging to RAI-1) and the update status is “U1: UPDATED”.

Preamble:

-
The UE is in state Registered, Idle Mode (state 2) on Cell A according to [18].

9.2.3.3.5.3.2
Test procedure sequence

Table 9.2.3.3.5.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	-
	EXCEPTION: Steps 1a1 to 1b5 describe behaviour that depends on the UE capability; the "lower case letter" identifies a step sequence that takes place if a capability is supported.
	-
	-
	-
	-

	1a1
	IF pc_UTRAN THEN the SS sets the cell type of Cell 5 to "Serving cell" and the cell type of Cell A to "Non-suitable cell".
	-
	-
	-
	-

	1a2
	The UE transmits a ROUTING AREA UPDATE REQUEST message on Cell 5.
	-->
	ROUTING AREA UPDATE REQUEST
	-
	-

	1a3
	The SS transmits a ROUTING AREA UPDATE ACCEPT message on Cell 5 with Update result value = ‘100’ (RA updated and ISR activated).
	<--
	ROUTING AREA UPDATE ACCEPT
	-
	-

	1a4
	The UE transmits a ROUTING AREA UPDATE COMPLETE message on Cell 5.
	-->
	ROUTING AREA UPDATE COMPLETE
	-
	-

	1a5
	The SS sets the cell type of Cell A to "Serving cell" and the cell type of Cell 5 to "Non-suitable cell".
	-
	-
	-
	-

	1b1
	ELSE IF pc_GERAN THEN the SS sets the cell type of Cell 24 to "Serving cell" and the cell type of Cell A to "Non-suitable cell".
	-
	-
	-
	-

	1b2
	The UE transmits a ROUTING AREA UPDATE REQUEST message on Cell 24.
	-->
	ROUTING AREA UPDATE REQUEST
	-
	-

	1b3
	The SS transmits a ROUTING AREA UPDATE ACCEPT message on Cell 24 with Update result value = ‘100’ (RA updated and ISR activated).
	<--
	ROUTING AREA UPDATE ACCEPT
	-
	-

	1b4
	The UE transmits a ROUTING AREA UPDATE COMPLETE message on Cell 24.
	-->
	ROUTING AREA UPDATE COMPLETE
	-
	-

	1b5
	The SS sets the cell type of Cell A to "Serving cell" and the cell type of Cell 24 to "Non-suitable cell".
	-
	-
	-
	-

	-
	EXCEPTION: Steps 2 to 8 shall take place within (T3312 – 3 min) of Step 1a3/1b3.
	-
	-
	-
	-

	2
	The SS waits for [1] min.
	-
	-
	-
	-

	3
	The SS pages the UE on Cell A using S-TMSI with .CN domain indicator set to “PS”.
	<--
	-
	-
	-

	4
	The UE transmits a SERVICE REQUEST message on Cell A. 
	-->
	SERVICE REQUEST
	-
	-

	5
	The SS transmits an ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message on Cell A activating a new EPS bearer context.

This message is included in an RRCConnectionReconfiguration message to setup the new radio bearer associated with the dedicated EPS bearer context activated by the NAS message.
	<--
	ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST
	-
	-

	6
	The UE transmits an ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT message on Cell A.
	-->
	ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT
	-
	-

	7
	The SS transmits a DEACTIVATE EPS BEARER CONTEXT REQUEST message on Cell A deactivating the dedicated EPS bearer context activated at Step 5.

This message is included in an RRCConnectionReconfiguration message.
	<--
	DEACTIVATE EPS BEARER CONTEXT REQUEST
	-
	-

	8
	The UE transmits a DEACTIVATE EPS BEARER CONTEXT ACCEPT message on Cell A.
	-->
	DEACTIVATE EPS BEARER CONTEXT ACCEPT
	-
	-

	-
	EXCEPTION: Steps 9a1 to 9b5 describe behaviour that depends on the UE capability; the "lower case letter" identifies a step sequence that takes place if a capability is supported.
	-
	-
	-
	-

	9a1
	IF pc_UTRAN THEN the SS sets the cell type of Cell 5 to "Serving cell" and the cell type of Cell A to "Non-suitable cell".
	-
	-
	-
	-

	9a2
	Check: Does the UE transmit a ROUTING AREA UPDATE REQUEST on Cell 5, T3312 after Step 1a3?
	-->
	ROUTING AREA UPDATE REQUEST
	1
	P

	9a3
	The SS transmits a ROUTING AREA UPDATE ACCEPT message on Cell 5 with Update result value = ‘100’ (RA updated and ISR activated).
	<--
	ROUTING AREA UPDATE ACCEPT
	-
	-

	9a4
	The UE transmits a ROUTING AREA UPDATE COMPLETE on Cell 5.
	-->
	ROUTING AREA UPDATE COMPLETE
	-
	-

	9a5
	The SS sets the cell type of Cell A to "Serving cell" and the cell type of Cell 5 to "Non-suitable cell".
	-
	-
	-
	-

	9b1
	ELSE IF pc_GERAN THEN the SS sets the cell type of Cell 24 to "Serving cell" and the cell type of Cell A to "Non-suitable cell".
	-
	-
	-
	-

	9b2
	Check: Does the UE transmit a ROUTING AREA UPDATE REQUEST on Cell 24, T3312 after Step 1b3?
	-->
	ROUTING AREA UPDATE REQUEST
	1
	P

	9b3
	The SS transmits a ROUTING AREA UPDATE ACCEPT message on Cell 24 with Update result value = ‘100’ (RA updated and ISR activated).
	<--
	ROUTING AREA UPDATE ACCEPT
	-
	-

	9a4
	The UE transmits a ROUTING AREA UPDATE COMPLETE on Cell 24.
	-->
	ROUTING AREA UPDATE COMPLETE
	-
	-

	9b5
	The SS sets the cell type of Cell A to "Serving cell" and the cell type of Cell 24 to "Non-suitable cell".
	-
	-
	-
	-

	10
	The SS waits for [1] min.
	-
	-
	-
	-

	11
	The SS pages the UE on Cell A using S-TMSI with CN domain indicator set to “PS”.
	<--
	-
	-
	-

	12
	The UE transmits a SERVICE REQUEST message on Cell A. 
	-->
	SERVICE REQUEST
	-
	-

	13
	The SS transmits an ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message on Cell A activating a new EPS bearer context.

This message is included in an RRCConnectionReconfiguration message to setup the new radio bearer associated with the dedicated EPS bearer context activated by the NAS message.
	<--
	ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST
	-
	-

	14
	The UE transmits an ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT message on Cell A.
	-->
	ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT
	-
	-

	15
	The SS waits until T3312 timer started at Step 9a3/9b3 has expired.
	-
	-
	-
	-

	16
	Check: Does the test result of generic test procedure in TS 36.508 subclause 6.4.2.6 indicate that a dedicated EPS bearer context is active on cell A?
	-
	-
	2
	-

	17
	The SS transmits a DEACTIVATE EPS BEARER CONTEXT REQUEST message on Cell A deactivating the dedicated EPS bearer context activated at Step 13.

This message is included in an RRCConnectionReconfiguration message.
	<--
	DEACTIVATE EPS BEARER CONTEXT REQUEST
	-
	-

	18
	The UE transmits a DEACTIVATE EPS BEARER CONTEXT ACCEPT message on Cell A.
	-->
	DEACTIVATE EPS BEARER CONTEXT ACCEPT
	-
	-

	19
	The SS waits for 2 min.
	-
	-
	-
	-

	20
	Check: Does the test result of generic test procedure in TS 36.508 subclause 6.4.2.2 indicate that the UE is in state Registered, Idle Mode on Cell A?
	-
	-
	2
	-

	-
	EXCEPTION: Steps 21a1 to 21b4 describe behaviour that depends on the UE capability; the "lower case letter" identifies a step sequence that takes place if a capability is supported.
	-
	-
	-
	-

	21a1
	IF pc_UTRAN THEN the SS sets the cell type of Cell 5 to "Serving cell" and the cell type of Cell A to "Non-suitable cell".
	-
	-
	-
	-

	21a2
	Check: Does the UE transmit a ROUTING AREA UPDATE REQUEST message on Cell 5 within [30] sec?
	-->
	ROUTING AREA UPDATE REQUEST
	3
	P

	21a3
	The SS transmits a ROUTING AREA UPDATE ACCEPT message on Cell 5 with Update result value = ‘100’ (RA updated and ISR activated).
	<--
	ROUTING AREA UPDATE ACCEPT
	-
	-

	21a4
	The UE transmits a ROUTING AREA UPDATE COMPLETE message on Cell 5.
	-->
	ROUTING AREA UPDATE COMPLETE
	-
	-

	21b1
	ELSE IF pc_GERAN THEN the SS sets the cell type of Cell 24 to "Serving cell" and the cell type of Cell A to "Non-suitable cell".
	-
	-
	-
	-

	21b2
	Check: Does the UE transmit a ROUTING AREA UPDATE REQUEST message on Cell 24 within [30] sec?
	-->
	ROUTING AREA UPDATE REQUEST
	3
	P

	21b3
	The SS transmits a ROUTING AREA UPDATE ACCEPT message on Cell 24 with Update result value = ‘100’ (RA updated and ISR activated).
	<--
	ROUTING AREA UPDATE ACCEPT
	-
	-

	21b4
	The UE transmits a ROUTING AREA UPDATE COMPLETE message on Cell 24.
	-->
	ROUTING AREA UPDATE COMPLETE
	-
	-


9.2.3.3.5.3.3
Specific message contents
Table 9.2.3.3.5.3.3-1: Message ROUTING AREA UPDATE REQUEST (steps 1a2/1b2, Table 9.2.3.3.5.3.2-1)

	Information Element
	Value/remark
	Comment
	Condition

	Update type
	000
	“RA updating”
	

	P-TMSI
	P-TMSI mapped from GUTI assigned to UE during preamble
	
	pc_UTRAN

	MS network capability
	
	
	

	  ISR support
	1
	
	


Table 9.2.3.3.5.3.3-2: Message ROUTING AREA UPDATE REQUEST (steps 9a2/9b2 and 21a2/21b2, Table 9.2.3.3.5.3.2-1)

	Information Element
	Value/remark
	Comment
	Condition

	Update type
	011
	“Periodic updating”
	

	P-TMSI
	P-TMSI mapped from GUTI assigned to UE during preamble
	
	pc_UTRAN

	MS network capability
	
	
	

	  ISR support
	1
	
	


Table 9.2.3.3.5.3.3-3: Message ROUTING AREA UPDATE ACCEPT (steps 1a3/1b3, 9a3/9b3 and 21a3/21b3, Table 9.2.3.3.5.3.2-1)

	Information Element
	Value/remark
	Comment
	Condition

	Update result
	100
	“RA updated and ISR activated”
	

	Periodic RA update timer
	00100111
	7 min
	


9.2.3.3.5a
Periodic Location Update

9.2.3.3.5a.1
Test Purpose (TP)

(1)

with { UE in EMM-REGISTERED.NORMAL-SERVICE and camped on E-UTRAN with periodic location update timer T3212 running, and ISR deactivated }

ensure that {

  when { UE camps on a GERAN/UTRAN cell within the same LA where UE last successfully registered }

    then { the UE does not initiate a periodic location update procedure until the expiry of T3212 }

           }

(2)

with { UE in MM IDLE substate NORMAL SERVICE with periodic location update timer T3212 running, and ISR deactivated}

ensure that {

  when {  UE camps on a E-UTRAN cell and successfully performs a Tracking Area Update and T3212 expires}

    then { the UE does not perform a periodic location update whilst in E-UTRAN coverage and does not change RAT because T3212 has expired}

           }

(3)

with { UE in EMM-REGISTERED.NORMAL-SERVICE and camped on E-UTRAN and the periodic location update timer T3212 expired, and ISR deactivated }

ensure that {

  when { UE camps on a GERAN/UTRAN cell within the same LA where UE last successfully registered }

    then { the UE performs a periodic location update procedure }

           }

9.2.3.3.5a.2
Conformance requirements

References: The conformance requirements covered in the current TC are specified in: TS 23.401 clauses 4.3.5.2; and TS 24.008 clauses 4.7.1.4.1 and 4.7.5.1.1.

[TS 23.401, clause 4.3.5.2 "Reachability Management for UE in ECM-IDLE state"]

…

If the UE is EPS attached only and either camps on an E UTRAN cell or is in ECM CONNECTED state when the UE's periodic LAU timer expires, the UE shall perform a Location Area Update procedure in NMO II/III or combined RA/LA update in NMO I when it next returns to GERAN/UTRAN coverage.

…

Expiry of the periodic TAU timer, or, the periodic RAU timer, or, the periodic LAU timer shall not cause the UE to change RAT.

…

E‑UTRAN RRC state transitions shall have no impact on the periodic RAU timer or periodic LAU timer except that handover from GERAN/UTRAN to E‑UTRAN shall cause the periodic RAU timer to be started from its initial value.

[TS 24.008, 4.2.2.1 "Service State, NORMAL SERVICE"]

When in state MM IDLE and service state NORMAL SERVICE, the mobile station shall:

-
perform normal location updating when a new location area is entered;

-
perform location updating procedure at expiry of timer T3211 or T3213;

-
perform periodic updating at expiration of timer T3212;

-
perform IMSI detach;

-
support requests from the CM layer;

-
respond to paging; and

-
for an eCall only mobile station (as determined by information configured in USIM), perform the eCall inactivity procedure at expiry of timer T3242 or timer T3243.

[TS 24.008, 4.4.1 "Location updating procedure"]

…

Upon successful location updating the mobile station sets the update status to UPDATED in the SIM/USIM, and stores the Location Area Identification received in the LOCATION UPDATING ACCEPT message in the SIM/USIM. The attempt counter shall be reset.

[TS 24.008, 4.4.2 "Periodic updating"]

…

The procedure is controlled by the timer T3212 in the mobile station. If the timer is not already started, the timer is started each time the mobile station enters the MM IDLE substate NORMAL SERVICE or ATTEMPTing TO UPDATE. When the MS leaves the MM Idle State the timer T3212 shall continue running until explicitly stopped.

…

When the timer T3212 expires, the location updating procedure is started and the timer shall be set to its initial value for the next start. If the mobile station is in other state than MM Idle when the timer expires the location updating procedure is delayed until the MM Idle State is entered.

…

If the mobile station is in service state NO CELL AVAILABLE, LIMITED SERVICE, PLMN SEARCH or PLMN SEARCH-NORMAL SERVICE when the timer expires the location updating procedure is delayed until this service state is left.

9.2.3.3.5a.3
Test description

9.2.3.3.5a.3.1
Pre-test conditions

System Simulator:

· Cell A is configured as Non-Suitable Off cell

· Cell 24 is configured as Serving cell, operating in network operation mode II and does not support Dual Transfer Mode (DTM_SUPPORT is configured as default (see TS 51.010-1 clause 40.2.1.1 [23]. The the value of T3212 (Octet 4 of the Control Channel Description IE) is 0110 (6 minutes)

· Cell 24 does not transmit any "absolute priorities"

· Cell A has the absolute priorities set to LTE.

UE:

· The test USIM contains a valid IMSI-1, P-TMSI-1, RAI-1, valid GUTI-1, and valid EPS security parameters

· UE is configured such that "EPS only TAU accept" does not cause RAT reselection to GSM.

Preamble:

-
The UE is in state Switched OFF (state 1) according to TS 36.508 [18].

9.2.3.3.5a.3.2
Test procedure sequence

Table 9.2.3.3.5a.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U – S
	Message
	
	

	1
	The UE is switched on and camps on GERAN cell 24.

The Periodic LU timer T3212 is configured to 6 minutes. (see NOTE 1)

(* mobile is mandated to start the LU update before starting the GPRS attach *)
	-
	-
	-
	-

	2
	The UE transmits a LOCATION UPDATING REQUEST with location updating type set to "Attach”.
	-->
	LOCATION UPDATING REQUEST
	-
	-

	3
	The SS transmits a LOCATION UPDATING ACCEPT, and the UE stores the received LAI and sets the update status to UPDATED on the USIM.
	<--
	LOCATION UPDATING ACCEPT
	-
	-

	4
	The SS releases the RR Connection
	-
	
	
	

	5
	The UE transmits an ATTACH REQUEST message on Cell 24 indicating "GPRS attach”.
	-->
	ATTACH REQUEST
	-
	-

	6
	The SS transmits an ATTACH ACCEPT message indicating "combined GPRS attach”. The UE sets the update status to UPDATED on the USIM. The SS allocates a P-TMSI.
	<--
	ATTACH ACCEPT
	-
	-

	7
	The UE transmits an ATTACH COMPLETE to acknowledge the P-TMSI allocation.
	-->
	ATTACH COMPLETE
	
	

	8
	The UE requests the activation of a default PDP context
	-->
	ACTIVATE PDP CONTEXT REQUEST
	
	

	9
	The SS accepts the request for default PDP contect request and return an ACTIVATE PDP CONTEXT ACCEPT
	<--
	ACTIVATE PDP CONTEXT ACCEPT
	
	

	10
	The signal strength of Cell A is raised to that of the Serving Cell and Cell 24 is lowered to that of a Suitable Neighbour Cell as defined in table 6.2.2.1-1 of TS 36.508 [18].

Note: Cell 24 is still suitable but the UE shall select Cell A
	-
	
	-
	-

	11
	The UE camps on E-UTRAN cell A and transmits a TRACKING AREA UPDATE REQUEST message.
	-->
	TRACKING AREA UPDATE REQUEST
	-
	-

	12
	The SS transmits an AUTHENTICATION REQUEST message to initiate the EPS authentication and AKA procedure.
	<--
	AUTHENTICATION REQUEST
	-
	-

	13
	The UE transmits an AUTHENTICATION RESPONSE message and establishes mutual authentication.
	-->
	AUTHENTICATION RESPONSE
	-
	-

	14
	The SS transmits a NAS SECURITY MODE COMMAND message to activate NAS security.
	<--
	SECURITY MODE COMMAND
	-
	-

	15
	The UE transmits a NAS SECURITY MODE COMPLETE message and establishes the initial security configuration.
	-->
	SECURITY MODE COMPLETE
	-
	-

	16
	SS responds with TRACKING AREA UPDATE ACCEPT message including a valid TAI list containing the TAI of Cell A; with PLMN ID of Cell A included in the GUTI. The UE sets the TIN = GUTI.

Note: This is an EPS-only Accept message (update type = TA updated)
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	17
	The UE transmits a TRACKING AREA UPDATE COMPLETE message
	-->
	TRACKING AREA UPDATE COMPLETE
	-
	-

	18
	The SS releases the RRC Connection
	-
	-
	-
	-

	19
	The signal strength of Cell 24 is raised to that of the Serving Cell and Cell A is lowered to that of a Non-Suitable Neighbour Cell as defined in table 6.2.2.1-1 of TS 36.508 [18].
	-
	-
	-
	-

	20
	The UE camps on cell 24.
	-
	
	-
	-

	21
	Check: Does the UE transmit a LOCATION UPDATING REQUEST? Continue checking until 4 mins after step 4.

Note: This step is run in parallel with steps 22 and 23.
	-
	-
	1
	F

	22
	The UE transmits a ROUTING AREA UPDATE REQUEST with Update type set to "RA updating”.
	-->
	ROUTING AREA UPDATE REQUEST
	-
	-

	23
	The SS transmits a ROUTING AREA UPDATE ACCEPT message with Update result = "RA updated”.
	<--
	ROUTING AREA UPDATE ACCEPT
	-
	-

	24
	The signal strength of Cell A is raised to that of the Serving Cell and Cell 24 is lowered to that of a Suitable Neighbour Cell as defined in table 6.2.2.1-1 of TS 36.508 [18].

Note: Cell 24 is still suitable but the UE shall select Cell A
	-
	
	-
	-

	25
	The UE camps on cell A.
	-
	
	-
	-

	26
	The UE transmits a TRACKING AREA UPDATE REQUEST message with EPS update set to "TA updating”.
	-->
	TRACKING AREA UPDATE REQUEST
	-
	-

	27
	The SS responds with a TRACKING AREA UPDATE ACCEPT.
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	28
	UE camps on cell A
	-
	-
	-
	-

	29
	Check: Does UE transmit a LOCATION UPDATING REQUEST (on cell 24) and changes RAT. Chech this until 7 minutes after step 4 (RR release after LU)
	-
	-
	2
	F

	30
	The signal strength of Cell 24 is raised to that of the Serving Cell and Cell A is lowered to that of a non-Suitable Neighbour Cell as defined in table 6.2.2.1-1 of TS 36.508 [18].
	-
	-
	-
	-

	32
	Check: Does the UE transmits a LOCATION UPDATING REQUEST with location updating type set to "Periodic updating”.
	-->
	LOCATION UPDATING REQUEST
	3
	P

	33
	The SS transmits a LOCATION UPDATING ACCEPT.
	<--
	LOCATION UPDATING ACCEPT
	-
	-

	34
	The SS releases the RR Connection
	-
	(* we may need to permit the RA update to happen before the LA update "exception”*)
	-
	-

	35
	The UE transmits a ROUTING AREA UPDATE REQUEST with Update type set to "RA updating”.
	-->
	ROUTING AREA UPDATE REQUEST
	-
	-

	36
	The SS transmits a ROUTING AREA UPDATE ACCEPT message with Update result = "RA updated”.
	<--
	ROUTING AREA UPDATE ACCEPT
	-
	-


NOTE 1:
Default message settings for GSM procedures and system information messages see TS 51.010-1 clause 26.7 [23]. The value of T3212 (Octet 4 of the Control Channel Description IE) is 0110.

9.2.3.3.5a.3.3
Specific message contents

None

9.2.3.3.6
E-UTRAN RRC connection failure / Reselection of UTRAN cell / NAS signaling to release old S1 interface connection
9.2.3.3.6.1

 Test Purpose (TP)
(1)
with { UE is E-UTRA RRC_CONNECTED state and ISR not activated }

ensure that {
  when { Radio link failure is detected and UE attempts to select a suitable E-UTRA cell to re-establish the RRC connection }

    then { UE can not find a suitable cell for T311 and leaves RRC_CONNECTED state with release cause ‘RRC connection failure’ }

(2)

with { UE searches for a suitable cell after an indication of E-UTRAN ‘RRC connection failure’}

ensure that {

  when { UE detects an UTRA cell and returns to coverage }

    then { UE performs a routing area update }

            }

9.2.3.3.6.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.008, clause 4.7.5, TS36.331 clauses 5.3.7.2, 5.3.11.1, 5.3.11.3 and 5.3.12 and TS36.304 clauses 5.2.7.
[TS24.008 clause 4.7.5]

This procedure is used for:

…
-
in Iu mode and A/Gb mode after intersystem change from S1 mode, and the GMM receives an indication of "RRC connection failure" from lower layers due to lower layer failure while in S1 mode;

…

[TS 36.331 clause 5.3.7.2]

The UE shall only initiate the procedure when AS security has been activated. The UE initiates the procedure when one of the following conditions is met:

1>
upon detecting radio link failure, in accordance with 5.3.11; or

...

Upon initiation of the procedure, the UE shall:

1>
stop timer T310, if running;

1>
start timer T311;
1> suspend all RBs except SRB0;

1>
reset MAC;

1>
apply the default physical channel configuration as specified in 9.2.4;

1>
apply the default semi-persistent scheduling configuration as specified in 9.2.3;

1>
apply the default MAC main configuration as specified in 9.2.2;

1>
perform cell selection in accordance with the cell selection process as specified in TS 36.304 [4];
[TS 36.304 clause 5.3.11.1]

The UE shall:

1>
upon receiving N310 consecutive "out-of-sync" indications from lower layers while neither T300, T301, T304 nor T311 is running:

2>
start timer T310;

[TS 36.304 clause 5.3.11.3]

The UE shall:

1>
upon T310 expiry; or

1>
upon random access problem indication from MAC while neither T300, T301, T304 nor T311 is running; or

1>
upon indication from RLC that the maximum number of retransmissions has been reached:

2>
consider radio link failure to be detected;

2>
if AS security has not been activated:

3>
perform the actions upon leaving RRC_CONNECTED as specified in 5.3.12, with release cause ‘other’;

2>
else:

3>
initiate the connection re-establishment procedure as specified in 5.3.7;

[TS36.331 clause 5.3.12]

Upon leaving RRC_CONNECTED, the UE shall:

1>
reset MAC;

1>
stop all timers that are running except T320;
1>
release all radio resources, including release of the RLC entity, the MAC configuration and the associated PDCP entity for all established RBs;
1>
indicate the release of the RRC connection to upper layers together with the release cause;

1>
if leaving RRC_CONNECTED was not triggered by reception of the MobilityFromEUTRACommand message:

2>
enter RRC_IDLE by performing cell selection in accordance with the cell selection process, defined for the case of leaving RRC_CONNECTED, as specified in TS 36.304 [4];
[TS 36.304 clause 5.2.7]

On transition from RRC_CONNECTED to RRC_IDLE, a UE shall attempt to camp on the last cell for which it was in RRC_CONNECTED or any cell on a frequency or frequency of RAT assigned by RRC in the state transition message. If no suitable cell is found, the UE shall perform a cell selection starting with Stored Information Cell Selection procedure in order to find a suitable cell to camp on.

When returning to idle mode after UE moved to RRC_CONNECTED state from camped on any cell state, UE shall attempt to camp on the last cell for which it was in RRC_CONNECTED state or any cell on a frequency or frequency of RAT assigned by RRC in the state transition message. If no acceptable cell is found, the UE shall continue to search for an acceptable cell of any PLMN in state any cell selection.

9.2.3.3.6.3
Test description

9.2.3.3.6.3.1
Pre-test conditions

System Simulator:

-
Cell A is configured according to Table 6.3.2.2-1 in [18].

-
Cell A belongs to TAI-1 and is set to “Serving cell”
-
Cell 5 is configured according to Table 4.4.4-2 in [18]. 

-
Cell 5 belongs to RAI-1 and is set to ''Non-suitable cell''

-
System information indicates that NMO 1 is used
UE:

None.

Preamble:

-
UE is in state Generic RB established (state 3) on Cell A according to [18].
9.2.3.3.6.3.2
Test procedure sequence

Table 9.2.3.3.6.3.2-1: Main behaviour
	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS drops Cell A level for UE to detect physical layer recovery and waits for 1s (i.e. T310 transmitted in SIB2.)
	-
	-
	-
	-

	2
	The SS raises Cell 5 level as “Serving cell”, switches Cell A off and waits for 10s (i.e. T311 transmitted in SIB2) 
	-
	-
	-
	-

	-
	EXCEPTION: In parallel with step 3 below, the test steps in the parallel behaviour in table 9.2.3.3.6.3.2-2 is taking place
	-
	-
	-
	-

	3
	Check: does the UE transmit a RRCConnectionReestablishmentRequest messages within the next 60s?
	-->
	RRCConnectionReestablishmentRequest
	1
	F

	-
	At the end of this test procedure sequence, the UE is in end state UTRA connected (U2) according to TS 36.508 but attached for EPS services only.
	-
	-
	-
	-


Table 9.2.3.3.6.3.2-2: Parallel behaviour
	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Check: Does UE perform Routing area updating procedure on Cell 5?
Note: No message contents other than message type needs checking.
	-->
	ROUTING AREA UPDATE REQUEST
	2
	P

	2
	The SS completes the routing area update procedure according to generic procedure tbd in TS 36.508.
	-
	-
	-
	-


9.2.3.3.6.3.3
Specific Message Contents

None
9.2.3.4.1
TAU/RAU procedure for inter-system cell reselection between A/Gb and S1 modes 
9.2.3.4.1.1
Test Purpose (TP)

(1)

with { UE attached to GERAN with a PDP context active, and, E-UTRAN NAS and Security parameters inclding a valid GUTI stored on the USIM  }

ensure that {

  when { UE performs a cell reselection to E-UTRAN and performs a Tracking Area Update }

    then { the UE encodes the RRC parameters in the RRC Connection Establishment messages correctly (i.e. in the RRCConnectionRequest message, the InitialUE-Identity is set to “randomValue” and the establishmentcause is set to MO-signalling; and, in the RRCConnectionSetupComplete message the selectedPLMN-identity, mmegi and mmec indicate the value of the registered MME (e.g. as retrieved from the USIM at power-on, or, as received in the last TRACKING AREA UPDATE ACCEPT message) }

           }

(2)

with { UE attached to GERAN with a PDP context active, and, E-UTRAN NAS and EPS Security parameters including a valid GUTI stored on the USIM, and ISR not activated  }

ensure that {

  when { UE performs a cell reselection to E-UTRAN and performs a Tracking Area Update }

    then { the UE encodes the parameters in the TRACKING AREA UPDATE REQUEST correctly i.e.:
           - the NAS key set identifierASME IE is set to the value stored in the USIM/allocated in
                  the last TRACKING AREA UPDATE ACCEPT message;
           - the Old GUTI IE is derived from the mapped P-TMSI and RAI;
           - the Additional GUTI IE is set to the GUTI stored in the USIM/allocated in the last
                  TRACKING AREA UPDATE ACCEPT message;
           - the GPRS cipherign key sequence number IE is set to the value allocated in the
                  AUTHENTICATION AND CIPHERING REQUEST message; and
           - the NONCEue IE is included;
           - the DRX parameter IE is not included. }

           }

(3)

with { UE powered on in GERAN }

ensure that {

  when { UE makes its first Tracking Area Update to E-UTRAN}

    then { UE sends the UE radio capability information update needed IE }

           }

(4)

with { UE registered in E-UTRAN, and, GERAN NAS and Security parameters including a valid P-TMSI available in the UE and ISR not activated }

ensure that {

  when { UE performs a cell reselection to GERAN and performs a Routeing Area Update }

    then { the UE derives the TLLI parameter in the RLC/MAC header from the GUTI allocated in the TRACKING AREA UPDATE ACCEPT message }

           }

(5)

with { UE registered in E-UTRAN, and, GERAN NAS and GERAN Security parameters including a valid P-TMSI available in the UE, and ISR not activated }

ensure that {

  when { UE performs a cell reselection to GERAN and performs a Routeing Area Update }

    then { the UE encodes the parameters in the ROUTING AREA UPDATE REQUEST correctly i.e.:
           - [the GPRS ciphering key sequence number IE is set to the value mapped from
                  KSI-ASME;;]            - the Old routing area identification IE, and the Old P-TMSI signature IE are
                  mapped from the GUTI allocated in the TRACKING AREA UPDATE ACCEPT message;
           - the Additional mobile identity IE contains the P-TMSI allocated in the last received
                  ATTACH ACCEPT/ROUTING AREA UPDATE ACCEPT message; 
           - the Additional old routing area identification IE contains the RAI allocated in the
                  last received ATTACH ACCEPT/ROUTING AREA UPDATE ACCEPT message; and
           - [the DRX parameter IE is not included]. }

           }

(6)

with { UE registered }

ensure that {

  when { UE makes its second Tracking Area Update to E-UTRAN}

    then { UE does not send the UE radio capability information update needed IE }

           }

9.2.3.4.1.2
Conformance requirements

References: The conformance requirements covered in the current TC are specified in: TS 23.003 clauses 2.8.2.1 and 2.8.2.2; TS 23.401 clauses 4.3.5.6, 5.3.3.1 and 5.3.3.3; TS 24.008 clauses 4.7.1.4.1 and 4.7.5.1.1; and TS 24.301 clauses 5.3.1.1 and 5.5.3.2.2.

[TS 23.003, clause 2.8.2.1 “Mapping from GUTI to RAI, P-TMSI and P-TMSI signature”]

The mapping of the GUTI shall be done to the combination of RAI of GERAN / UTRAN and the P‑TMSI:

E‑UTRAN <MCC> maps to GERAN/UTRAN <MCC>

E‑UTRAN <MNC> maps to GERAN/UTRAN <MNC>

E‑UTRAN <MME Group ID> maps to GERAN/UTRAN <LAC>

E‑UTRAN <MME Code> maps to GERAN/UTRAN <RAC> and is also copied into the 8 most significant bits of the NRI field within the P‑TMSI;

E‑UTRAN <M-TMSI>


maps as follows:

-
6 bits of the E‑UTRAN <M-TMSI> starting at bit 29 and down to bit 24 are mapped into bit 29 and down to bit 24 of the GERAN/UTRAN <P‑TMSI>;
-
16 bits of the E‑UTRAN <M-TMSI> starting at bit 15 and down to bit 0 are mapped into bit 15 and down to bit 0 of the GERAN/UTRAN <P‑TMSI>;
-
and the remaining 8 bits of the E‑UTRAN <M-TMSI> are mapped into the 8 MBS bits of the <P-TMSI signature> field.

For UTRAN, the 10-bit long NRI bits are masked out from the P-TMSI and also supplied to the RAN node as IDNNS (Intra Domain NAS Node Selector). However, the RAN configured NRI length should not exceed 8 bits.

[TS 23.003, clause 2.8.2.2 “Mapping from RAI and P-TMSI to GUTI”]

The mapping of P‑TMSI (TLLI) and RAI in GERAN/UTRAN to GUTI in E‑UTRAN shall be performed as follows:

GERAN/UTRAN <MCC> maps to E‑UTRAN <MCC>

GERAN/UTRAN <MNC> maps to E‑UTRAN <MNC>

GERAN/UTRAN <LAC> maps to E‑UTRAN <MME Group ID>

GERAN/UTRAN <RAC> maps into bit 23 and down to bit 16 of the M‑TMSI

The 8 most significant bits of GERAN/UTRAN <NRI> map to the MME code.

GERAN/UTRAN <P‑TMSI> maps as follows:

-
6 bits of the GERAN/UTRAN <P‑TMSI> starting at bit 29 and down to bit 24 are mapped into bit 29 and down to bit 24 of the E‑UTRAN <M-TMSI>;
-
16 bits of the GERAN/UTRAN <P‑TMSI> starting at bit 15 and down to bit 0 are mapped into bit 15 and down to bit 0 of the E‑UTRAN <M-TMSI>.
…

[TS 23.401, clause 4.3.5.6, “Idle mode signalling reduction function”]

The TIN can take one of the three values, "P‑TMSI", "GUTI" or "RAT-related TMSI". The UE shall set the TIN when receiving an Attach Accept, a TAU Accept or RAU Accept message according to the rules in table 4.3.5.6-1.

Table 4.3.5.6-1: Setting of the TIN

	Message received by UE
	Current TIN value stored by UE
	TIN value to be set by the UE when receiving message

	Attach Accept via E-UTRAN

(never indicates ISR activation)
	Any value
	GUTI

	Attach Accept via GERAN/UTRAN

(never indicates ISR activation)
	Any value
	P-TMSI

	TAU Accept not indicating ISR
	Any value
	GUTI

	TAU Accept indicating ISR
	GUTI

P‑TMSI or RAT-related TMSI
	GUTI

RAT-related TMSI

	RAU Accept not indicating ISR
	Any value
	P‑TMSI

	RAU Accept indicating ISR
	P‑TMSI

GUTI or RAT-related TMSI
	P‑TMSI

RAT-related TMSI


[TS 23.401, clause 5.3.3.1, step 2, “Tracking Area Update procedure with Serving GW change”]

….

If the UE's TIN indicates "P‑TMSI" and the UE holds a valid P‑TMSI and related RAI then these two elements are indicated as the old GUTI.

…

[TS 23.401, clause 5.3.3.3, step 2, “Routeing Area Update with MME interaction and without S‑GW change”]

…

If the UE's internal TIN indicates "GUTI" and the UE holds a valid GUTI then the UE indicates the GUTI as the old P‑TMSI and old RAI

…

[TS 24.008, clause 4.7.1.4.1, “Radio resource sublayer address handling (A/Gb mode only)”]

For an MS supporting S1 mode, the following five cases can be distinguished:

a)
the TIN indicates "P-TMSI" or "RAT‑related TMSI" and the MS holds a valid P-TMSI and a RAI;

b)
the TIN indicates "GUTI" and the MS holds a valid GUTI;

c)
the TIN is deleted and the UE holds a valid P-TMSI and RAI;

d)
the TIN is deleted and the UE holds a valid GUTI, but no valid P-TMSI and RAI; or

e)
none of the previous cases is fulfilled.

In case a) the MS shall derive a foreign TLLI from the P-TMSI and proceed as specified for case i) above.

In case b), the MS shall derive a P-TMSI from the GUTI and then a foreign TLLI from this P-TMSI and proceed as specified for case i) above.

…

[TS 24.008, clause 4.7.5.1.1, “Normal and periodic routing area updating procedure initiation”]

To initiate the normal routing area updating procedure, the MS sends the message ROUTING AREA UPDATE REQUEST to the network, starts timer T3330 and changes to state GMM-ROUTING-AREA-UPDATING-INITIATED.

If the MS supports S1 mode, the MS shall handle the P-TMSI IE as follows:

-
If the TIN indicates "GUTI" and the MS holds a valid GUTI, the MS shall map the GUTI into a P-TMSI, P‑TMSI signature and RAI as specified in 3GPP TS 23.003 [4]. The MS shall include the mapped RAI in the Old routing area identification IE and the mapped P-TMSI signature in the P-TMSI signature IE. When the routing area updating procedure is initiated in Iu mode, the MS shall also include the mapped P-TMSI in the P‑TMSI IE. Additionally, in Iu mode and A/Gb mode, if the MS holds a valid P-TMSI and RAI, the MS shall indicate the P-TMSI in the Additional mobile identity IE and the RAI in the Additional old routing area identification IE.

-
If the TIN indicates "P-TMSI" or "RAT‑related TMSI" and the MS holds a valid P-TMSI and RAI, the MS shall indicate the RAI in the Old routing area identification IE. When the routing area updating procedure is initiated in Iu mode, the MS shall also include the P-TMSI in the P‑TMSI IE.

If the routing area updating procedure is not initiated by the MS due to an S1 mode to Iu mode or S1 mode to A/Gb mode intersystem change, the message ROUTING AREA UPDATE REQUEST shall contain the P-TMSI signature when received within a previous ATTACH ACCEPT or ROUTING AREA UPDATE ACCEPT message.

If the routing area updating procedure is initiated by the MS due to an S1 mode to Iu mode or S1 mode to A/Gb mode inter-system change in idle mode and the MS does not have a valid current UMTS security context, the message ROUTING AREA UPDATE REQUEST shall include a P-TMSI signature filled with a NAS token as specified in 3GPP TS 33.401 [119]. If the MS has a valid current UMTS security context, the MS shall indicate it in the GPRS ciphering key sequence number IE.

NOTE:
If the TIN indicates "GUTI", 8 bits of the NAS token will be filled with bits from the M‑TMSI (see 3GPP TS 23.003 [4]).
If the routing area updating procedure is initiated by the MS due to the S1 mode to Iu mode or S1 mode to A/Gb mode inter-system change in connected mode or in idle mode if the MS does not have a valid current security context, the MS shall derive CK' and IK' from the KASME and the NAS downlink COUNT value corresponding to the NAS token derived as specified in 3GPP TS 33.401 [119]. The MS shall indicate the eKSI value in the CKSN field of the GPRS ciphering key sequence number IE in the ROUTING AREA UPDATE REQUEST message. Then, the MS shall reset the START value and store the mapped UMTS security context replacing the current UMTS security context.

…

In order to indicate the new DRX parameter while in GERAN or UTRAN coverage, the MS shall send the ROUTING AREA UPDATE REQUEST message containing the DRX parameter in the DRX parameter IE to the network, with the exception of the case if the MS had indicated its UE specific DRX parameter (3GPP TS 24.301 [120]) to the network while in E-UTRAN coverage. In this case, when the MS enters GERAN or UTRAN coverage and initiates a routing area updating procedure, the MS shall not include the DRX parameter in the DRX parameter IE in the ROUTING AREA UPDATE REQUEST message.

[TS 24.301, clause 5.3.1.1 “Establishment of the NAS signalling connection”]

For the routing of the initial NAS message to the appropriate MME, the UE NAS provides the lower layers with either the S-TMSI or the registered globally unique MME identifier (GUMMEI) that consists of the PLMN ID, the MME group ID, and the MME code (see 3GPP TS 23.003 [2]).

-
When the UE is registered in the tracking area of the current cell during the NAS signalling connection establishment, the UE NAS shall provide the lower layers with the S-TMSI, but shall not provide the registered MME identifier to the lower layers. Exceptionally, when the UE in EMM-IDLE mode initiates a tracking area updating procedure for load balancing purposes, the UE NAS shall provide the lower layers with neither S-TMSI nor registered MME identifier.

-
When the UE is not registered in the tracking area of the current cell during the NAS signalling connection establishment, the UE NAS does not provide the lower layers with the S-TMSI. If the UE has a valid registered MME identifier from a previous registration, the UE NAS shall provide the lower layers with the registered MME identifier.
[TS 24.301, clause 5.5.3.2.2 “Normal and periodic tracking area updating procedure initiation”]

…

In order to indicate its UE specific DRX parameter while in E-UTRAN coverage, the UE shall send the TRACKING AREA UPDATE REQUEST message containing the UE specific DRX parameter in the DRX parameter IE to the network, with the exception of the case if the UE had indicated its DRX parameter (3GPP TS 24.008 [13]) to the network while in GERAN or UTRAN coverage. In this case, when the UE enters E-UTRAN coverage and initiates a tracking area updating procedure, the UE shall not include the UE specific DRX parameter in the DRX parameter IE in the TRACKING AREA UPDATE REQUEST message.

…

When initiating a tracking area updating procedure as a result of an Iu mode to S1 mode or A/Gb mode to S1 mode inter-system change, the UE shall handle the GUTI as follows:

-
if the TIN indicates "P-TMSI" and the UE holds a valid P-TMSI and RAI, the UE shall map the P-TMSI and RAI into the old GUTI IE. Additionally, if the UE holds a valid GUTI, the UE shall indicate the GUTI in the Additional GUTI IE.

NOTE: Mapping the P-TMSI and RAI to the GUTI is specified in Annex H of 3GPP TS 23.401 [10].

-
if the TIN indicates "GUTI" or "RAT-related TMSI" and the UE holds a valid GUTI, the UE shall indicate the GUTI in the Old GUTI IE.
…

When the tracking area updating procedure is initiated to perform an inter-system change from A/Gb mode or Iu mode to S1 mode, the UE shall include the KSIASME in the TRACKING AREA UPDATE REQUEST message if the UE has a cached EPS security context. Otherwise, the UE shall set the KSIASME to the value "no key is available".
When the tracking area updating procedure is initiated in EMM-IDLE mode to perform an inter-system change from A/Gb mode or Iu mode to S1 mode, the UE shall include the KSISGSN in the TRACKING AREA UPDATE REQUEST message. If the UE does not have a cached EPS security context, the UE shall include the NonceUE IE in the TRACKING AREA UPDATE REQUEST message. The TRACKING AREA UPDATE REQUEST message shall be integrity protected with the cached EPS security context if the UE has one. If the UE does not have a cached EPS security context, the TRACKING AREA UPDATE REQUEST message shall not be integrity protected.

…

When the tracking area updating procedure is initiated in EMM-IDLE mode to perform an inter-system change from A/Gb mode or Iu mode to S1 mode, the UE shall include the KSISGSN in the TRACKING AREA UPDATE REQUEST message. If the UE does not have a cached EPS security context, the UE shall include the NonceUE IE in the TRACKING AREA UPDATE REQUEST message. The TRACKING AREA UPDATE REQUEST message shall be integrity protected with the cached EPS security context if the UE has one. If the UE does not have a cached EPS security context, the TRACKING AREA UPDATE REQUEST message shall not be integrity protected.

…

If the UE initiates the first tracking area updating procedure following an attach in A/Gb mode or Iu mode, the UE shall include a UE radio capability information update needed IE in the TRACKING AREA UPDATE REQUEST message.

…

[TS 24.301, clause 4.4.2 “Handling of EPS security contexts”]

…

The key set identifier eKSI is assigned by the MME either during the authentication procedure or, for the mapped security context, during the handover procedure. The eKSI consists of a value and a type of security context parameter indicating whether an EPS security context is a native EPS security context or a mapped EPS security context. When the EPS security context is a native EPS security context, the eKSI has the value of KSIASME, and when the current EPS security context is a mapped EPS security context, the eKSI has the value of KSISGSN.
…
9.2.3.4.1.3
Test description

9.2.3.4.1.3.1
Pre-test conditions

System Simulator:

NOTE: 
while this test describes the uses of 3 cells, it is intended that this test only requires 2 cells to be active at any one instant.

-
Cell A (E-UTRAN), Cell 24 and Cell 26 (GERAN)


With the exception of the MCC and MNC, cell 24 and cell 26 take the default parameters of the GERAN cells as defined in clause 6.3.1 of TS 36.508 [18], Cells 24 and 26 are configured with the same MCC and MNC as cell A. Cells 24 and 26 are in the same Routeing Area.

As defined in table 4.4.2-1 of TS 36.508 [18], cell 24 and cell 26 are GERAN cells.

-
As defined in clause 40.1 of TS 51.010 [23], the GERAN cells are configured to use Network Mode of Operation I.

-
The power level of Cell 24 is the Serving Cell level defined in table 6.2.2.1-1 of TS 36.508 [18].

-
The power levels of Cells A and 26 are set to the Non-suitable “Off” level defined in table 6.2.2.1-1 of TS 36.508 [18].
UE:

-
The test USIM contains a valid GUTI = GUTIx (stored in EFEPSLOCI), valid EPS security parameters (stored in EFEPSNSC), and EPS update status is "EU1: UPDATED". GUTIx has MNC=987, MCC= 65, MMEGI = ‘fedc’ hex, MMEC = ‘ba’ hex, and arbitrary M-TMSI.

Preamble:

-
The UE is in state Switched OFF (state 1) according to [18].

9.2.3.4.1.3.2
Test procedure sequence

Table 9.2.3.4.1.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U – S
	Message
	
	

	1
	The UE is switched on.
	-
	-
	-
	-

	2
	The UE transmits an ATTACH REQUEST message on Cell 24 
	-->
	ATTACH REQUEST
	-
	-

	3
	The SS transmits an AUTHENTICATION REQUEST message.
	<--
	AUTHENTICATION REQUEST
	-
	-

	4
	The UE transmits an AUTHENTICATION RESPONSE message.
	-->
	AUTHENTICATION RESPONSE
	-
	-

	5
	The SS transmits a NAS SECURITY MODE COMMAND message
	<--
	SECURITY MODE COMMAND
	-
	-

	6
	The UE transmits a NAS SECURITY MODE COMPLETE message ciphered with the new EPS security context identified by the KSIASME received in the SECURITY MODE COMMAND message in step 5
	-->
	SECURITY MODE COMPLETE
	-
	-

	8
	SS responds with ATTACH ACCEPT message including valid TMSI, P-TMSI (TIN set to P-TMSI) and RAI.
Editor’s Note: the default message contents in 51.010 clause 40.2.4.3 allocate a Negotiated READY timer value of 32 seconds.
	<--
	ATTACH ACCEPT
	-
	-

	9
	The UE transmits an ATTACH COMPLETE message.
	-
	ATTACH COMPLETE
	-
	-

	10
	Void
	-
	-
	-
	-

	11
	Void
	-
	-
	-
	-

	12
	Void
	-
	-
	-
	-

	13
	The signal strength of Cell A is raised to that of the Serving Cell and that of Cell 24 is lowered to that of a Suitable Neighbour Cell as defined in table 6.2.2.1-1 of TS 36.508 [18].

Note: Cell 24 is still suitable but the UE is expected to select Cell A.
	-
	-
	-
	-

	14
	Void
	-
	-
	-
	-

	15
	Check: does the UE send an RRCConnectionRequest with the InitialUE-Identity set to “randomValue” and the establishmentcause set to MO-signalling on Cell A?

Editor’s Note: Cell reselection to E-UTRAN might not occur until the GPRS READY timer has expired. Hence this step might occur up to 40 seconds after step 13.
	-->
	RRCConnectionRequest
	1
	-

	16
	The SS responds with RRCConnectionSetup
	<--
	RRCConnectionSetup
	
	

	17
	Check: does the UE send an RRCConnectionSetupComplete with the selectedPLMN-identity set to the value of the registered MME (i.e. to the value in the GUTI stored on the USIM in EFEPSLOCI), and, the mmegi and mmec are set to the values derived from the GUTI stored on the USIM in EFEPSLOCI; 

Check: are the contents of the TRACKING AREA UPDATE REQUEST with the correct parameters?
	-->
	RRCConnectionSetupComplete(RRC parameters, TRACKING AREA UPDATE REQUEST)
	1,

2, 3 
	P

	18
	The SS sends TRACKING AREA UPDATE ACCEPT 

Note: the default message contents cause the allocation of a new GUTI and new TAI list
	<--
	TRACKING AREA UPDATE ACCEPT 
	-
	-

	19
	The UE sends TRACKING AREA UPDATE COMPLETE
	-->
	TRACKING AREA UPDATE COMPLETE
	-
	-

	20
	the SS releases the RRC connection
	-
	-
	-
	-

	21
	Cell 24 is switched off
	-
	-
	-
	-

	22
	The signal strength of Cell 26 is raised to that of the Serving Cell and that of Cell A is lowered to that of a Suitable Neighbour Cell as defined in table 6.2.2.1-1 of TS 36.508 [18].  

Note: Cell A is still suitable but the UE is expected to select Cell 26.
	-
	-
	-
	-

	23
	Check: does the UE send on Cell 26 an RLC/MAC header with the TLLI derived from the P-TMSI that is derived from the GUTI allocated in step 18?
	-
	-
	4
	P

	24
	Check: does the UE send on Cell 26 a ROUTING AREA UPDATE REQUEST with the correct parameters?
	-->
	ROUTING AREA UPDATE REQUEST
	5
	P

	25
	The SS sends ROUTING AREA UPDATE ACCEPT (without the allocated P-TMSI IE, but with the Requested MS Information IE indicating “E-UTRAN inter RAT information container IE requested”).
	<--
	ROUTING AREA UPDATE ACCEPT 
	-
	-

	26
	UE sends ROUTING AREA UPDATE COMPLETE message
	-->
	ROUTING AREA UPDATE COMPLETE
	-
	-

	27
	The signal strength of Cell A is raised to that of the Serving Cell and that of Cell 26 is lowered to that of a Suitable Neighbour Cell as defined in table 6.2.2.1-1 of TS 36.508 [18].  

Note: Cell 26 is still suitable but the UE is expected to select Cell A.
	-
	-
	-
	-

	28
	Check: does the UE send on Cell A an RRCConnectionSetupComplete with the selectedPLMN-identity indicating the registered MME (i.e. the PLMN in the GUTI allocated in step 18 ), and, the mmegi and mmec are set to the values in the GUTI allocated in step 18?
Check: does the UE send a TRACKING AREA UPDATE REQUEST with the correct parameters?
	-->
	RRCConnectionSetupComplete(RRC parameters, TRACKING AREA UPDATE REQUEST)
	1,

2, 6  
	P

	29
	The SS sends TRACKING AREA UPDATE ACCEPT

Note: the default message contents cause the allocation of a new GUTI.
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	30
	The UE sends TRACKING AREA UPDATE COMPLETE
	-->
	TRACKING AREA UPDATE COMPLETE
	-
	-


9.2.3.4.1.3.3
Specific message contents

Table 9.2.3.4.1.3.3-1: Message RRCConnectionRequest (step 15, Table 9.2.3.4.1.3.2-1)

	Derivation path: 36.508 table 4.6.1-16

	Information Element
	Value/Remark
	Comment
	Condition

	      InitialUE-Identity CHOICE {
	
	
	

	        random-Value
	Any allowed value
	
	

	      }
	
	
	

	      establishmentCause
	Mo-Signalling
	
	


Table 9.2.3.4.1.3.3-2: Message RRCConnectionSetupComplete (step 17, Table 9.2.3.4.1.3.2-1)

	Derivation path: 36.508 table 4.6.1-18

	Information Element
	Value/remark
	Comment
	Condition

	RRCConnectionSetupComplete ::= SEQUENCE {
	
	
	

	  rrc-TransactionIdentifier
	RRC-TransactionIdentifier-UL
	
	

	  criticalExtensions CHOICE {
	
	
	

	    c1 CHOICE {
	
	
	

	      rrcConnectionSetupComplete-r8 SEQUENCE {
	
	
	

	        selectedPLMN-Identity
	Indicates the PLMN of cell 24.
	
	

	        registeredMME SEQUENCE {
	
	
	

	           plmn-Identity


	987-65
	From GUTIx, stored on the USIM in EFEPSLOCI.
	

	           Mmegi
	‘1111 1110 1101 1100’ B
	‘fedc’ hex, from GUTIx stored on the USIM in EFEPSLOCI. 
	

	           Mmec
	‘1011 1010’ B
	‘ba’ hex, from GUTIx stored on the USIM in EFEPSLOCI
	

	        }
	
	
	

	        nas-DedicatedInformation
	Not checked at RRC layer
	
	

	        nonCriticalExtension SEQUENCE {}
	Not checked
	
	

	      }
	
	
	

	    }
	
	
	

	  }
	
	
	

	}
	
	
	


Table 9.2.3.4.1.3.3-3: Message TRACKING AREA UPDATE REQUEST (step 17, Table 9.2.3.4.1.3.2-1)

	Derivation path: 36.508 table 4.7.2-27

	Information Element
	Value/Remark
	Comment
	Condition

	Sent in SECURITY PROTECTED NAS MESSAGE with valid integrity check
	
	
	

	NAS key set identifierASME
	
	
	

	  NAS key set identifier
	The valid NAS key set identifier KSIASME of the UE
	As stored on the USIM in EFEPSNSC
	

	  TSC
	'0'B
	native security context
	

	Old GUTI
	Mapped from the P-TMSI and RAI allocated in step 8
	
	

	Additional GUTI
	GUTI1
	Set to the value stored in the USIM in EFEPSLOCI
	

	DRX parameter
	Not present
	
	

	UE radio capability information update needed
	‘1’B
	UE radio capability information update needed
	

	GPRS ciphering key sequence number
	Value mapped from the AUTHENTICATION AND CIPHERING REQUEST message
	
	


Table 9.2.3.4.1.3.3-4: Message ROUTING AREA UPDATE REQUEST (step 24, Table 9.2.3.4.1.3.2-1)

	Derivation path:  24.008 table 9.4.14

	Information Element
	Value/Remark
	Comment
	Condition

	Protocol discriminator
	GMM
	
	

	Skip indicator
	‘0000’
	
	

	Routing area update request message identity
	‘0000 1000’ B
	
	

	Update type
	Any allowed value
	
	

	GPRS ciphering key sequence number
	set to the value to KSI-ASME
	With ISR inactive and TIN indicates GUTI, then eKSI value is set to KSI-ASME
	

	Old routing area identification
	Mapped from the GUTI received in step 18.
	
	

	MS Radio Access capability
	Any allowed value
	
	

	Old P-TMSI signature
	Mapped from the GUTI received in step 18.
	
	

	Requested READY timer value
	If present, any allowed value.
	
	

	DRX parameter
	Not present
	Shall be absent
	

	TMSI status
	If present, any allowed value.
	
	

	P-TMSI
	Not present
	
	

	MS network capability
	Any allowed value.
	
	

	PDP context status
	If present, any allowed value.
	
	

	PS LCS Capability
	If present, any allowed value.
	
	

	MBMS context status
	If present, any allowed value.
	
	

	UE network capability
	Any allowed value.
	
	

	Additional mobile identity
	Set to the P-TMSI allocated in step 8
	
	

	Additional old routing area identification
	Set to the RAI allocated in step 8
	
	

	Mobile station classmark 2
	If present, any allowed value.
	
	

	Mobile station classmark 3
	If present, any allowed value.
	
	

	Supported Codecs
	If present, any allowed value.
	
	


Table 9.2.3.4.1.3.3-5: Message ROUTING AREA UPDATE ACCEPT (step 25, Table 9.2.3.4.1.3.2-1)

	Derivation path:  24.008 table 9.4.15 

	Information Element
	Value/Remark
	Comment
	Condition

	
	
	
	

	allocated P-TMSI
	Absent
	
	

	Requested MS Information
	‘0100’ B
	E-UTRAN inter RAT information container IE requested
	


Table 9.2.3.4.1.3.3-6: Message ROUTING AREA UPDATE COMPLETE (step 26, Table 9.2.3.4.1.3.2-1)

	Derivation path:  24.008 table 9.4.16

	Information Element
	Value/Remark
	Comment
	Condition

	E-UTRAN inter RAT handover information
	Any allowed value
	
	


Table 9.2.3.4.1.3.3-7: Message RRCConnectionSetupComplete (step 28, Table 9.2.3.4.1.3.2-1)

	Derivation path: 36.508 table 4.6.1-18

	Information Element
	Value/remark
	Comment
	Condition

	RRCConnectionSetupComplete ::= SEQUENCE {
	
	
	

	  Rrc-TransactionIdentifier
	RRC-TransactionIdentifier-UL
	
	

	  criticalExtensions CHOICE {
	
	
	

	    C1 CHOICE {
	
	
	

	      rrcConnectionSetupComplete-r8 SEQUENCE {
	
	
	

	        selectedPLMN-Identity
	Indicates the PLMN of cell 24.
	
	

	        registeredMME SEQUENCE {
	
	
	

	           plmn-Identity


	Not present
	Shall be absent because the registered MME is the same as the selected PLMN.
	

	           Mmegi
	The MMEGI part of the  GUTI in the TRACKING AREA UPDATE ACCEPT message sent in step 18
	
	

	           Mmec
	The MMEC part of the  GUTI in the TRACKING AREA UPDATE ACCEPT message sent in step 18
	
	

	        }
	
	
	

	        nas-DedicatedInformation
	Not checked at RRC layer
	
	

	        nonCriticalExtension SEQUENCE {}
	Not checked
	
	

	      }
	
	
	

	    }
	
	
	

	  }
	
	
	

	}
	
	
	


Table 9.2.3.4.1.3.3-8: Message TRACKING AREA UPDATE REQUEST (step 28, Table 9.2.3.4.1.3.2-1)

	Derivation path: 36.508 table 4.7.2-27

	Information Element
	Value/Remark
	Comment
	Condition

	Sent in SECURITY PROTECTED NAS MESSAGE with valid integrity check
	
	
	

	NAS key set identifierASME
	
	
	

	   NAS key set identifier
	The valid NAS key set identifier KSIASME of the UE
	As stored on the USIM in EFEPSNSC in the pre-test conditions 
	

	  TSC
	'0'B
	native security context
	

	Old GUTI
	Mapped from the P-TMSI and RAI allocated in step 8
	
	

	Additional GUTI
	GUTI1
	Set to the value allocated in step 18
	

	DRX parameter
	Not present
	
	

	UE radio capability information update needed
	Not present
	
	


9.3
EMM connection management procedures (S1 mode only)

9.3.1
Service request procedure
9.3.1.1
Service request initiated by UE for user data

9.3.1.1.1
Test Purpose (TP)

(1)

with { UE in EMM-REGISTERED state and EMM-IDLE mode }

ensure that {

  when { UE has user data pending }

    then { UE establishes the RRC connection with the RRC establishmentCause set to ‘mo-Data’ and sends a SERVICE REQUEST message }

     }

9.3.1.1.2
Conformance requirements

The conformance requirements covered in the current TC are specified in: TS 24.301 clauses 5.3.1.1, 5.1.3.2.2.4, 5.3.1.1, 5.6.1.1, 5.6.1.2, 5.6.1.4 and Annex D and TS 36.331 clause 5.3.3.3. 

[TS 24.301 clause 5.3.1.1]

When the UE is in EMM-IDLE mode and needs to transmit an initial NAS message, the UE shall request the lower layer to establish a NAS signalling connection. In this request to the lower layer the NAS shall provide to the lower layer the RRC establishment cause and the call type as specified in annex D of this specification.

[TS 24.301 clause 5.1.3.2.2.4]

In the state EMM-REGISTERED an EMM context has been established and a default EPS bearer context has been activated in the UE. 
…

The UE may initiate sending and receiving user data and signalling information and reply to paging. Additionally, tracking area updating procedure is performed (see subclause 5.5.3).

[TS 24.301 clause 5.3.1.1]

In S1 mode, when the RRC connection has been established successfully, the UE shall enter EMM-CONNECTED mode and consider the NAS signalling connection established.

[TS 24.301 clause 5.6.1.1]

The purpose of the service request procedure is to transfer the EMM mode from EMM-IDLE to EMM-CONNECTED mode and establish the radio and S1 bearers when uplink user data or signalling is to be sent.

...

The UE shall invoke the service request procedure when:

....

b)
 the UE, in EMM-IDLE mode, has pending user data to be sent;
[TS 24.301 clause 5.6.1.2]  

  If the UE has pending uplink data or uplink signalling in EMM-IDLE mode to be transmitted or it responds to paging with CN domain indicator set to "PS", the UE initiates the service request procedure by sending a SERVICE REQUEST message to the MME, starts the timer T3417, and enters the state EMM-SERVICE-REQUEST-INITIATED.

[TS 24.301 clause 5.6.1.4]  

For cases a, b and c in subclause 5.6.1.1, the UE shall treat the indication from the lower layers that the user plane radio bearer is set up as successful completion of the procedure.

....

Upon successful completion of the procedure, the UE shall stop the timer T3417 and enter the state EMM-REGISTERED.
[TS 24.301, Annex D]

...

Table D.1.1: Mapping of NAS procedure to establishment cause and call type

	NAS procedure
	RRC establishment cause (according 3GPP TS 36.331 [22])
	Call type

	...
	
	

	Service Request
	If a SERVICE REQUEST is to request user plane radio resources, the RRC establishment cause shall be set to MO data. (See Note1)


	"originating calls"



	
	If a SERVICE REQUEST is to request resources for UL signalling, the RRC establishment cause shall be set to MO data. (See Note 1)


	"originating calls"



	Note 1:
For these NAS procedures initiated by UEs of access class 12, 13 or 14 in their home country, the RRC establishment cause will be set to "High priority access AC 11 – 15". For this purpose the home country is defined as the country of the MCC part of the IMSI, see 3GPP TS 22.011 [1A].
For these NAS procedures initiated by UE of access class 11 or 15 in their HPLMN or EHPLMN, the RRC establishment cause will be set to "High priority access AC 11 – 15".


[TS 36.331, clause 5.3.3.3]

...

The UE shall set the contents of RRCConnectionRequest message as follows:

1>
set the ue-Identity as follows:
2>
if upper layers provide an S-TMSI:
3>
set the ue-Identity to the value received from upper layers;
2>
else

3>
draw a random value and set the ue-Identity to this value;

NOTE 1
Upper layers provide the S-TMSI if the UE is registered in the TA of the current cell.
1>
Set the establishmentCause in accordance with the information received from upper layers;
9.3.1.1.3
Test description

9.3.1.1.3.1
Pre-test conditions

System Simulator:

-
Cell A
UE:

-None.
Preamble:

-
The UE is in state Loopback Activated (State 4) according to [18] using the specific message content for ACTIVATE TEST MODE and CLOSE UE TEST LOOP messages in table 9.3.1.1.3.3-1 and table 9.3.1.1.3.3-2.

9.3.1.1.3.2
Test procedure sequence

Table 9.3.1.1.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	 The SS transmits one IP Packet to the UE.
	<--
	IP packet 
	-
	-

	2
	The SS waits 1 second after the IP packet has been transmitted in step 1 and then transmits an RRCConnectionRelease message. (Note 2)
	-
	-
	-
	-

	3
	Check: Does the UE transmit an RRCConnectionRequest message with establishmentCause set to ‘mo-Data’ followed by a SERVICE REQUEST message? (Note 1)
	-->
	SERVICE REQUEST
	1
	P

	4-7
	Steps 6 to 9 of the generic radio bearer establishment procedure (TS 36.508 4.5.3.3-1) are executed to successfully complete the service request procedure.
	-
	-
	-
	-

	Note 1:
Triggered  when timer T_delay_modeB (IP PDU delay time) expires and pending uplink data exist in buffered PDCP SDUs according to [25] clause 5.4.4.3.
Note 2: 
The 1 second delay is used to secure that the UE have received and forwarded the IP Packet transmitted by the SS in step 1 to the UE test loop function before the RRCConnectionRelease message is sent by the SS in step 2.


9.3.1.1.3.3
Specific message contents

Table 9.3.1.1.3.3-1: ACTIVATE TEST MODE (preamble)

	Derivation Path: 36.508, Table 4.7A-1, condition UE TEST LOOP MODE B


Table 9.3.1.1.3.3-2: CLOSE UE TEST LOOP (preamble)

	Derivation Path: 36.508, Table 4.7A-3, condition UE TEST LOOP MODE B

	Information Element
	Value/remark
	Comment
	Condition

	UE test loop mode B LB setup
	
	
	

	  IP PDU delay
	0 0 0 0 0 1 0 1
	5 seconds
	


Table 9.3.1.1.3.3-3: Message RRCConnectionRequest (step 3, Table 9.3.1.1.3.2-1)

	Derivation path: 36.508 table 4.6.1-16

	Information Element
	Value/Remark
	Comment
	Condition

	RRCConnectionRequest ::= SEQUENCE {
	
	
	

	  criticalExtensions CHOICE {
	
	
	

	    rrcConnectionRequest-r8 SEQUENCE {
	
	
	

	      establishmentCause
	mo-Data
	
	

	    }
	
	
	

	  }
	
	
	

	}
	
	
	


9.3.1.2
Void
9.3.1.3
Service request / Mobile originating CS fallback
9.3.1.3.1
Test Purpose (TP)
(1)

with { UE in state EMM-REGISTERED and EMM-CONNECTED mode}

ensure that {
  when { UE initiates mobile originating CS fallback }

   then { UE sends EXTENDED SERVICE REQUEST message }

             }
(2)

with { UE in state EMM-REGISTERED and EMM-IDLE mode}

ensure that {
  when { UE initiates mobile originating CS fallback }

   then { UE establishes the RRC connection with the RRC establishmentCause set to ‘mo-Data’ and sends EXTENDED SERVICE REQUEST message }

             }
9.3.1.3.2
Conformance requirements
References: The conformance requirements covered in the present TC are specified in: 3GPP TS 24.301 clauses 5.3.1.1, 5.6.1.1, 5.6.1.2 and Annex D and TS 36.331 clause 5.3.3.3.[TS 24.301 clause 5.3.1.1]

When the UE is in EMM-IDLE mode and needs to transmit an initial NAS message, the UE shall request the lower layer to establish a NAS signalling connection. In this request to the lower layer the NAS shall provide to the lower layer the RRC establishment cause and the call type as specified in annex D of this specification.
[TS24.301 clause5.6.1.1]

The purpose of the service request procedure is to transfer the EMM mode from EMM-IDLE to EMM-CONNECTED mode and establish the radio and S1 bearers when uplink user data or signalling is to be sent. Another purpose of this procedure is to invoke MO/MT CS fallback procedures.
This procedure is used when:

…

-
the UE in EMM-IDLE or EMM-CONNECTED mode has requested to perform mobile originating/terminating CS fallback; or

…

The service request procedure is initiated by the UE, however, for the downlink transfer of signalling or user data in EMM-IDLE mode, the trigger is given by the network by means of the paging procedure (see subclause 5.6.2).

The UE shall invoke the service request procedure when:

…

d)
the UE, in EMM-IDLE or EMM-CONNECTED mode, has a mobile originating CS fallback request;.
…

[TS24.301 clause5.6.1.2]

If the UE has pending uplink data or uplink signalling in EMM-IDLE mode to be transmitted or it responds to paging with CN domain indicator set to "PS", the UE initiates the service request procedure by sending a SERVICE REQUEST message to the MME, starts the timer T3417, and enters the state EMM-SERVICE-REQUEST-INITIATED.

The UE shall send an EXTENDED SERVICE REQUEST message,

-
regardless of the EMM mode, if the UE has a mobile originating CS fallback request; and

…

[TS 24.301, Annex D]

...

Table D.1.1: Mapping of NAS procedure to establishment cause and call type

	NAS procedure
	RRC establishment cause (according 3GPP TS 36.331 [22])
	Call type

	...
	
	

	Service Request
	If a EXTENDED SERVICE REQUEST has service type set to "mobile originating CS fallback", the RRC establishment cause shall be set to MO data. (See Note1).
	"originating calls"

	...
	
	

	Note 1:
For these NAS procedures initiated by UEs of access class 12, 13 or 14 in their home country, the RRC establishment cause will be set to "High priority access AC 11 – 15". For this purpose the home country is defined as the country of the MCC part of the IMSI, see 3GPP TS 22.011 [1A].
For these NAS procedures initiated by UE of access class 11 or 15 in their HPLMN or EHPLMN, the RRC establishment cause will be set to "High priority access AC 11 – 15".


[TS 36.331, clause 5.3.3.3]

...

The UE shall set the contents of RRCConnectionRequest message as follows:

1>
set the ue-Identity as follows:
2>
if upper layers provide an S-TMSI:
3>
set the ue-Identity to the value received from upper layers;
2>
else

3>
draw a random value and set the ue-Identity to this value;

NOTE 1:
Upper layers provide the S-TMSI if the UE is registered in the TA of the current cell.
1>
Set the establishmentCause in accordance with the information received from upper layers;
9.3.1.3.3
Test description

9.3.1.3.3.1
Pre-test conditions

System Simulator:

-
Cell A is configured according to Table 6.3.2.2-1 in [18]. 

-
Cell A belongs TAI-1.

-
Cell A is set to the "Serving cell".

UE:
-
The UE has a valid GUTI (GUTI-1).

-
The UE is registered on TAI-1.

-
The UE is IMSI attached for non-EPS services.

Preamble:

-
UE is in state Generic RB established (state 3) on Cell A according to [18].
9.3.1.3.3.2
Test procedure sequence
Table 9.3.1.3.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Force the UE to initiate CS Voice call. (Note 1)
	-
	
	-
	-

	2
	Check: Does the UE transmit EXTENDED SERVICE REQUEST message?
	-->
	EXTENDED SERVICE REQUEST
	1
	P

	3
	The SS sends SERVICE REJECT message in order that the UE enters EMM-REGISTERED.NORMAL-SERVICE. 
	<--
	SERVICE REJECT
	-
	-

	4
	The SS releases the RRC connection
	-
	
	-
	-

	5
	Force the UE to initiate CS Voice call. (Note1)
	-
	
	-
	-

	6
	Check: Does the UE transmit an RRCConnectionRequest message with establishmentCause set to ‘mo-Data’ followed by EXTENDED SERVICE REQUEST message?
	-->
	EXTENDED SERVICE REQUEST
	2
	P

	Note 1:
This could be done by e.g. MMI or by AT command.


9.3.1.3.3.3
Specific message contents
Table 9.3.1.3.3.3-1: Message EXTENDED SERVICE REQUEST (step 2/6, Table 9.3.1.3.3.2-1)
	Derivation Path: 36.508 clause 4.7.2-14A

	Information Element
	Value/remark
	Comment
	Condition

	Service type
	'0000'B
	“mobile originating CS fallback”
	

	M-TMSI
	M-TMSI1
	
	


Table 9.3.1.3.3.3-2: Message SERVICE REJECT (step 3, Table 9.3.1.3.3.2-1)
	Derivation Path: 36.508 clause 4.7.2-22

	Information Element
	Value/remark
	Comment
	Condition

	EMM cause
	‘0010 0110’
	“CS fallback call establishment not allowed”
	


Table 9.3.1.3.3.3-3: Message RRCConnectionRequest (step 6, Table 9.3.1.3.3.2-1)

	Derivation path: 36.508 table 4.6.1-16

	Information Element
	Value/Remark
	Comment
	Condition

	RRCConnectionRequest ::= SEQUENCE {
	
	
	

	  criticalExtensions CHOICE {
	
	
	

	    rrcConnectionRequest-r8 SEQUENCE {
	
	
	

	      establishmentCause
	mo-Data
	
	

	    }
	
	
	

	  }
	
	
	

	}
	
	
	


9.3.1.4
Service request / Rejected / IMSI invalid

9.3.1.4.1
Test Purpose (TP)

(1)

with { UE having sent a SERVICE REQUEST message }

ensure that {
  when { UE receives a SERVICE REJECT message with the EMM cause set to 'Illegal UE' }

    then { UE sets the EPS update status to EU3 ROAMING NOT ALLOWED, deletes any GUTI, last visited registered TAI, TAI list and KSI, considers the USIM as invalid for EPS services until switching off or the UICC containing the USIM is removed, enters the state EMM-DEREGISTERED }

            }

(2)
with { UE having sent a SERVICE REQUEST message }

ensure that {
  when { UE receives a SERVICE REJECT message with the EMM cause set to 'Illegal UE' }

    then { UE handles the GMM parameters GMM state, GPRS update status, P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number and the MM parameters update status, TMSI, LAI and ciphering key sequence number }
            }

9.3.1.4.2
Conformance requirements
References: The conformance requirements covered in the present TC are specified in: TS 24.301, clause 5.6.1.5 and TS 24.008, clause 4.7.13.4.

[TS 24.301, clause 5.6.1.5]

If the service request cannot be accepted, the network shall return a SERVICE REJECT message to the UE including an appropriate EMM cause value. When the EMM cause value is #39 "CS domain temporarily not available", the MME shall include a value for timer T3442 in the SERVICE REJECT message.

On receipt of the SERVICE REJECT message, the UE shall stop timer T3417 and take the following actions depending on the received EMM cause value.
#3

(Illegal UE); or

...

The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to subclause 5.1.3.3) and shall delete any GUTI, last visited registered TAI, TAI list and KSI. The UE shall consider the USIM as invalid for EPS services until switching off or the UICC containing the USIM is removed. The UE shall enter the state EMM-DEREGISTERED.


If A/Gb mode or Iu mode is supported by the UE, the UE shall handle the GMM parameters GMM state, GPRS update status, P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number and the MM parameters update status, TMSI, LAI and ciphering key sequence number as specified in 3GPP TS 24.008 [13] for the case when the service request procedure is rejected with the GMM cause with the same value. The USIM shall be considered as invalid also for non-EPS services until switching off or the UICC containing the USIM is removed.

NOTE 1:
The possibility to configure a UE so that the radio transceiver for a specific radio access technology is not active, although it is implemented in the UE, is out of scope of the present specification.

...
[TS 24.008, clause 4.7.13.4]

If the Service request cannot be accepted, the network returns a SERVICE REJECT message to the mobile station. An MS that receives a SERVICE REJECT message stops timer T3317. The MS shall then take different actions depending on the received reject cause value:

# 3


(Illegal MS); or

...

-
The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to subclause 4.1.3.2) and enter the state GMM-DEREGISTERED. Furthermore, it shall delete any P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number and shall consider the SIM/USIM as invalid for GPRS services until switching off or the SIM/USIM is removed.

-
A GPRS MS operating in MS operation mode A shall in addition set the update status to U3 ROAMING NOT ALLOWED, shall delete any TMSI, LAI and ciphering key sequence number. If the MS is operating in MS operation mode A and an RR connection exists, the MS shall abort the RR connection, unless an emergency call is ongoing. The SIM/USIM shall be considered as invalid also for non-GPRS services until switching off or the SIM/USIM is removed.


If S1 mode is supported in the MS, the MS shall handle the EMM parameters EMM state, EPS update status, GUTI, last visited registered TAI, TAI list and KSI as specified in 3GPP TS 24.301 [120] for the case when the service request procedure is rejected with the EMM cause with the same value.

...
9.3.1.4.3
Test description

9.3.1.4.3.1
Pre-test conditions

System Simulator:

-
Cell A and Cell B.

-
If pc_UTRAN supported by UE, Cell 5.

-
Cell 5 belongs to LAI-1 and RAI-1(home PLMN)

-
If pc_GERAN and NOT pc_UTRAN supported by UE, Cell 24.

-
Cell 24 belongs to LAI-1 and RAI-1(home PLMN)

-
Cell A is "Serving cell" and Cell B, Cell 5 and Cell 24 are "non-Suitable cell".

UE:

-
The test USIM contains IMSI-1, GUTI-1 and TAI-1, and EPS update status is "EU1: UPDATED".

-
The test USIM contains P-TMSI-1 (belonging to RAI-1) and the GPRS update status is "GU1: UPDATED"

-
The test USIM contains TMSI-1 (belonging to LAI-1) and the update status is "U1: UPDATED"

Preamble:

-
The UE is in state Registered, Idle mode (state 2) on Cell A according to [18].

9.3.1.4.3.2
Test procedure sequence

Table 9.3.1.4.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS pages the UE using S-TMSI with CN domain indicator set to "PS".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell A unless explicitly stated otherwise.
	-
	-
	-
	-

	2
	The UE transmits a SERVICE REQUEST message.
	-->
	SERVICE REQUEST
	-
	-

	3
	The SS transmits a SERVICE REJECT message with the EMM cause set to 'Illegal UE'.
	<--
	SERVICE REJECT
	-
	-

	4
	The SS releases the RRC connection.
	-
	-
	-
	-

	5
	Set the cell type of Cell A to the "non-Suitable cell". Set the cell type of Cell B to the "Serving cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell B unless explicitly stated otherwise.
	-
	-
	-
	-

	6
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds?
	-->
	ATTACH REQUEST
	1
	F

	-
	EXCEPTION: Steps 6Aa1 to 6Aa3 describe behaviour that depends on the UE capability; the "lower case letter" identifies a step sequence that take place if a capability is supported
	-
	-
	-
	-

	6Aa1
	IF pc_UTRAN or pc_GERAN THEN the SS sets the cell type of Cell B to the "non-Suitable cell" and sets the cell type of Cell 5 or Cell 24 to the "Serving cell".
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell 5 or Cell 24 unless explicitly stated otherwise.
	-
	-
	-
	-

	6Aa2
	Void
	-
	-
	-
	-

	6Aa3
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds?
	-->
	ATTACH REQUEST
	2
	F

	7
	Set the cell type of the Cell B to the "non-Suitable cell". Set the cell type of Cell A to the "Serving cell". Set the cell type of Cell 5 or Cell 24 to the "non-Suitable cell”.
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell A unless explicitly stated otherwise.
	-
	-
	-
	-

	8
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds?
	-->
	ATTACH REQUEST
	1
	F

	9
	The SS pages the UE using same S-TMSI in the step 1 with CN domain indicator set to "PS".
	-
	-
	-
	-

	10
	Check: Does the UE transmit a SERVICE REQUEST message in the next 30 seconds?
	-->
	SERVICE REQUEST
	1
	F

	11
	The UE is powered off or switched off.
	-
	-
	-
	-

	12
	The UE is powered on or switched on.
	-
	-
	-
	-

	13
	Check: Does the UE transmit an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message?
	-->
	ATTACH REQUEST
	1
	P

	14
	The SS transmits an AUTHENTICATION REQUEST message to initiate the EPS authentication and AKA procedure.
	<--
	AUTHENTICATION REQUEST
	-
	-

	15
	The UE transmits an AUTHENTICATION RESPONSE message and establishes mutual authentication.
	-->
	AUTHENTICATION RESPONSE
	-
	-

	16
	The SS transmits a NAS SECURITY MODE COMMAND message to activate NAS security.
	<--
	SECURITY MODE COMMAND
	-
	-

	17
	The UE transmits a NAS SECURITY MODE COMPLETE message and establishes the initial security configuration.
	-->
	SECURITY MODE COMPLETE
	-
	-

	-
	EXCEPTION: Steps 17Aa1 to 17Aa2 describe behaviour that depends on UE configuration; the "lower case letter" identifies a step sequence that take place if the UE has ESM information which needs to be transferred.
	-
	-
	-
	-

	17Aa1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options and/or APN.
	<--
	ESM INFORMATION REQUEST
	-
	-

	17Aa2
	The UE transmits an ESM INFORMATION RESPONSE message to transfer protocol configuration options and/or APN.
	-->
	ESM INFORMATION RESPONSE
	-
	-

	18
	The SS transmits an ATTACH ACCEPT message including an ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message.
	<--
	ATTACH ACCEPT
	-
	-

	-
	EXCEPTION: In parallel to the event described in step 19 below the generic procedure for IP address allocation in the U-plane specified in TS 36.508 subclause 4.5A.1 takes place performing IP address allocation in the U-plane if requested by the UE.
	-
	-
	-
	-

	19
	The UE transmits an ATTACH COMPLETE message including an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message.
	-->
	ATTACH COMPLETE
	-
	-

	20
	The SS releases the RRC connection.
	-
	-
	-
	-

	21
	Void
	-
	-
	-
	-

	22
	Void
	-
	-
	-
	-

	23
	Void
	-
	-
	-
	-

	24
	Void
	-
	-
	-
	-

	25
	Void
	-
	-
	-
	-

	26
	Void
	-
	-
	-
	-

	27
	The SS pages the UE using same S-TMSI in the step 1 with CN domain indicator set to "PS".
	-
	-
	-
	-

	28
	The UE transmits a SERVICE REQUEST message.
	-->
	SERVICE REQUEST
	-
	-

	29
	The SS transmits a SERVICE REJECT message with the EMM cause set to 'Illegal UE'.
	<--
	SERVICE REJECT
	-
	-

	30
	The SS releases the RRC connection.
	-
	-
	-
	-

	-
	EXCEPTION: Steps 31a1 to 31a9 describe behaviour that depends on the UE capability; the "lower case letter" identifies a step sequence that takes place if a capability is supported.
	-
	-
	-
	-

	31a1
	IF pc_UTRAN or pc_GERAN THEN If possible (see ICS) switch off is performed or the USIM is removed, otherwise the power is removed.
	-
	-
	-
	-

	31a2
	Set the cell type of Cell A to the “non-Suitable cell". Set the cell type of Cell 5 or Cell 24 to the "Serving cell".
	-
	-
	-
	-

	31a3
	The UE is brought back to operation or the USIM is inserted.
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell 5 or Cell 24 unless explicitly stated otherwise.
	-
	-
	-
	-

	31a4
	Void
	-
	-
	-
	-

	31a5
	Check: Does the UE transmit an ATTACH REQUEST message?
	-->
	ATTACH REQUEST
	2
	P

	31a6
	The SS transmits an AUTHENTICATION AND CIPHERING REQUEST message to initiate the authentication and AKA procedure.
	<--
	AUTHENTICATION AND CIPHERING REQUEST
	-
	-

	31a7
	The UE transmits an AUTHENTICATION AND CIPHERING RESPONSE message.
	-->
	AUTHENTICATION AND CIPHERING RESPONSE
	-
	-

	31a8
	The SS transmits an ATTACH ACCEPT message.
	<--
	ATTACH ACCEPT
	-
	-

	31a9
	The UE transmits an ATTACH COMPLETE message.
	-->
	ATTACH COMPLETE
	-
	-


9.3.1.4.3.3
Specific message contents
Table 9.3.1.4.3.3-1: SERVICE REJECT (step 3 and step 29, Table 9.3.1.4.3.2-1)

	Derivation Path: TS 36.508 Table 4.7.2-22

	Information Element
	Value/remark
	Comment
	Condition

	EMM cause
	'0000 0011'B
	Illegal UE
	


Table 9.3.1.4.3.3-2: ATTACH REQUEST (step 13, Table 9.3.1.4.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-4

	Information Element
	Value/remark
	Comment
	Condition

	NAS key set identifier
	
	
	

	  NAS key set identifier
	'111'B
	no key is available
	

	  TSC
	Any allowed value
	TSC does not apply for NAS key set identifier value "111".
	

	Old GUTI or IMSI
	IMSI of the UE
	
	

	Last visited registered TAI
	Not present
	
	

	Old location area identification
	Not present
	
	

	TMSI status
	Not present
	
	

	
	'0'B
	no valid TMSI available
	 pc_CS_fallback OR pc_SMS_SGs_MT OR pc_SMS_SGs_MO


Table 9.3.1.4.3.3-3: ATTACH REQUEST (step 31a5, Table 9.3.1.4.3.2-1)

	Derivation Path: TS 24.008 , Table 9.4.1

	Information Element
	Value/remark
	Comment
	Condition

	MS network capability
	Any allowed value
	
	

	Attach type
	Any allowed value
	
	

	GPRS ciphering key sequence number
	'111'B
	No key is available (MS to network)
	

	DRX parameter
	Any allowed value
	
	

	P-TMSI or IMSI
	IMSI of the UE
	
	

	Old routing area identification
	All bits of octets 5 and 6 are set to 1, except bit 1 of octet 6 which is set to 0.

Other bits are not checked.
	
	

	MS Radio Access capability
	Any allowed value
	
	

	Old P-TMSI signature
	Not present
	
	

	Requested READY timer
value
	Not present or any allowed value
	
	

	TMSI status
	Not present
	
	

	
	'0'B
	no valid TMSI available
	pc_CS_fallback OR pc_SMS_SGs_MT OR pc_SMS_SGs_MO

	PS LCS Capability
	Not present or any allowed value
	
	

	Mobile station classmark 2
	Not present or any allowed value
	
	

	Mobile station classmark 3
	Not present or any allowed value
	
	

	Supported Codecs
	Not present or any allowed value
	
	

	UE network capability
	Not present or any allowed value
	
	

	Additional mobile identity
	Not present
	
	

	Additional old routing area identification
	Not present
	
	


9.3.1.5
Service request / Rejected / Illegal ME

9.3.1.5.1
Test Purpose (TP)

(1)

with { UE having sent a SERVICE REQUEST message }

ensure that {
  when { UE receives a SERVICE REJECT message with the EMM cause set to 'Illegal ME' }

    then { UE sets the EPS update status to EU3 ROAMING NOT ALLOWED, deletes any GUTI, last visited registered TAI, TAI list and KSI, considers the USIM as invalid for EPS services until switching off or the UICC containing the USIM is removed, enters the state EMM-DEREGISTERED }

            }

(2)
with { UE supporting A/Gb mode or Iu mode and having sent a SERVICE REQUEST message }

ensure that {
  when { UE receives a SERVICE REJECT message with the EMM cause set to 'Illegal ME' }

    then { UE sets the GPRS update status to GU3 ROAMING NOT ALLOWED, deletes any P-TMSI, P-TMSI signature, TMSI, LAI, RAI and GPRS ciphering key sequence number and considers the SIM/USIM as invalid for GPRS services until switching off or the SIM/USIM is removed }
            }

9.3.1.5.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.301, clause 5.6.1.5 and TS 24.008, clause 4.7.13.4.
[TS 24.301, clause 5.6.1.5]

On receipt of the SERVICE REJECT message, the UE shall stop timer T3417 and take the following actions depending on the received EMM cause value.
...

#6

(Illegal ME);


The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to subclause 5.1.3.3) and shall delete any GUTI, last visited registered TAI, TAI list and KSI. The UE shall consider the USIM as invalid for EPS services until switching off or the UICC containing the USIM is removed. The UE shall enter the state EMM-DEREGISTERED.


If A/Gb mode or Iu mode is supported by the UE, the UE shall handle the GMM parameters GMM state, GPRS update status, P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number and the MM parameters update status, TMSI, LAI and ciphering key sequence number as specified in 3GPP TS 24.008 [13] for the case when the service request procedure is rejected with the GMM cause with the same value. The USIM shall be considered as invalid also for non-EPS services until switching off or the UICC containing the USIM is removed.

NOTE 1:
The possibility to configure a UE so that the radio transceiver for a specific radio access technology is not active, although it is implemented in the UE, is out of scope of the present specification.

[TS 24.008, clause 4.7.13.4]

If the Service request cannot be accepted, the network returns a SERVICE REJECT message to the mobile station. An MS that receives a SERVICE REJECT message stops timer T3317. The MS shall then take different actions depending on the received reject cause value:

...

# 6


(Illegal ME);

-
The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to subclause 4.1.3.2) and enter the state GMM-DEREGISTERED. Furthermore, it shall delete any P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number and shall consider the SIM/USIM as invalid for GPRS services until switching off or the SIM/USIM is removed.

-
A GPRS MS operating in MS operation mode A shall in addition set the update status to U3 ROAMING NOT ALLOWED, shall delete any TMSI, LAI and ciphering key sequence number. If the MS is operating in MS operation mode A and an RR connection exists, the MS shall abort the RR connection, unless an emergency call is ongoing. The SIM/USIM shall be considered as invalid also for non-GPRS services until switching off or the SIM/USIM is removed.

9.3.1.5.3
Test description

9.3.1.5.3.1
Pre-test conditions

System Simulator:

Same as in 9.3.1.4.3.1

UE:

Same as in 9.3.1.4.3.1

Preamble:

Same as in 9.3.1.4.3.1

9.3.1.5.3.2
Test procedure sequence

Same as in 9.3.1.4.3.2 with the exception that all occurances of EMM cause set to 'Illegal UE' shall be replaced with EMM cause set to 'Illegal ME'.

9.3.1.5.3.3
Specific message contents

For the Specific message contets refer to with the following exceptions.

Table 9.3.1.5.3.3-1: SERVICE REJECT (step 3 and step 29, Table 9.3.1.4.3.2-1)

	Derivation Path: TS 36.508 Table 4.7.2-22

	Information Element
	Value/remark
	Comment
	Condition

	EMM cause
	'0000 0110'B
	Illegal ME
	


9.3.1.6
Service request / Rejected / EPS services not allowed

9.3.1.6.1
Test Purpose (TP)

(1)

with { UE having sent a SERVICE REQUEST message }

ensure that {
  when { UE receives a SERVICE REJECT message with the EMM cause set to 'EPS services not allowed' }

    then { UE sets the EPS update status to EU3 ROAMING NOT ALLOWED, deletes any GUTI, last visited registered TAI, TAI list and KSI, considers the USIM as invalid for EPS services until switching off or the UICC containing the USIM is removed and enters the state EMM-DEREGISTERED }

            }

(2)
with { UE supporting A/Gb mode or Iu mode and having sent a SERVICE REQUEST message }

ensure that {
  when { UE receives a SERVICE REJECT message with the EMM cause set to 'EPS services not allowed' }

    then { UE sets the GPRS update status to GU3 ROAMING NOT ALLOWED, deletes any P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number and considers the SIM/USIM as invalid for GPRS services until switching off or the SIM/USIM is removed }
            }

9.3.1.6.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.301, clause 5.6.1.5 and TS 24.008, clause 4.7.13.4.
[TS 24.301, clause 5.6.1.5]

On receipt of the SERVICE REJECT message, the UE shall stop timer T3417 and take the following actions depending on the received EMM cause value.
...

#7

(EPS services not allowed);


The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to subclause 5.1.3.3) and shall delete any GUTI, last visited registered TAI, TAI list and KSI. The UE shall consider the USIM as invalid for EPS services until switching off or the UICC containing the USIM is removed. The UE shall enter the state EMM-DEREGISTERED.

...


If A/Gb mode or Iu mode is supported by the UE, the UE shall handle the GMM parameters GMM state, GPRS update status, P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number as specified in 3GPP TS 24.008 [13] for the case when the service request procedure is rejected with the GMM cause with the same value.

[TS 24.008, clause 4.7.13.4]

If the Service request cannot be accepted, the network returns a SERVICE REJECT message to the mobile station. An MS that receives a SERVICE REJECT message stops timer T3317. The MS shall then take different actions depending on the received reject cause value:

...

# 7


(GPRS services not allowed);

-
The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to subclause 4.1.3.2) and shall delete any P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number. The SIM/USIM shall be considered as invalid for GPRS services until switching off or the SIM/USIM is removed. The new state is GMM-DEREGISTERED. 

9.3.1.6.3
Test description

9.3.1.6.3.1
Pre-test conditions

System Simulator:

-
Cell A
-
If pc_UTRAN THEN Cell 5.

-
Cell 5 belongs to LAI-1 and RAI-1(home PLMN)

-
If pc_GERAN THEN Cell 24.
-
Cell 24 belongs to LAI-1 and RAI-1(home PLMN)
UE:

- 
The test USIM contains IMSI1, GUTI1 and TAI1, and EPS update status is "EU1: UPDATED".

-
If pc_UTRAN THEN the test USIM contains TMSI-1 (belonging to LAI-1), P-TMSI-1 (belonging to RAI-1) and the update status is "U1: UPDATED".
-
If pc_GERAN THEN the test USIM contains TMSI-1 (belonging to LAI-1), P-TMSI-1 (belonging to RAI-1) and the GPRS update status is "GU1: UPDATED".

Preamble:

-
The SS configures

-
Cell A as the 'Serving cell'.

-
IF pc_UTRAN THEN Cell 5 as a 'Non-suitable "Off" cell'.

-
IF pc_GERAN THEN Cell 24 as a 'Non-suitable "Off" cell'.

-
The UE is in state Registered, Idle mode (state 2) on Cell A according to [18].

9.3.1.6.3.2
Test procedure sequence

Table 9.3.1.6.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Cause the UE to request connectivity to an additional PDN (see Note 1).
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell A unless explicitly stated otherwise.
	-
	-
	-
	-

	2
	UE transmits a SERVICE REQUEST message.
	-->
	SERVICE REQUEST
	-
	-

	3
	The SS transmits an SERVICE  REJECT message with EMM cause = "EPS services not allowed".
	<--
	SERVICE REJECT
	-
	-

	4
	The SS releases the RRC connection.
	-
	-
	-
	-

	5
	Check: Does the UE transmit a SERVICE REQUEST message in the next 30 seconds?
	-->
	SERVICE REQUEST
	1
	F

	6
	Check: Does the test result of generic procedure in TS 36.508 subclause 6.4.2.5 indicate that the UE does not respond to paging when paged with GUTI-1 and with CN domain indicator set to "PS"?
	-
	-
	1
	-

	-
	EXCEPTION:
Steps 7a1 to 7b4 describe behaviour that depends on the UE capability; the "lower case letter" identifies a step sequence that take place if a capability is supported
	-
	-
	-
	-

	7a1
	IF pc_UTRAN THEN SS configures:

- Cell A as 'Non-suitable cell'

- Cell 5 as 'Serving cell'

- IF pc_GERAN THEN Cell 24 as 'Non-suitable "Off" cell'
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell 5 unless explicitly stated otherwise.
	-
	-
	-
	-

	-
	EXCEPTION: The behaviour in table 9.3.1.6.3.2-2 occurs in parallel with steps 7a2 to 7a4.
	-
	-
	-
	-

	7a2
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds?
	-->
	ATTACH REQUEST
	2
	F

	7a3
	The user initiates an attach by MMI or by AT command.
	-
	-
	-
	-

	7a4
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds?
	-->
	ATTACH REQUEST
	1
	F

	7b1
	IF pc_GERAN THEN SS configures:

- Cell A as 'Non-suitable cell'

- IF pc_UTRAN THEN Cell 5 as 'Non-suitable "Off" cell'

- Cell 24 as 'Serving cell'
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell 24 unless explicitly stated otherwise.
	-
	-
	-
	-

	-
	EXCEPTION: The behaviour in table 9.3.1.6.3.2-2 occurs in parallel with steps 7b2 to 7b4.
	-
	-
	-
	-

	7b2
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds?
	-->
	ATTACH REQUEST
	2
	F

	7b3
	The user initiates an attach by MMI or by AT command.
	-
	-
	-
	-

	7b4
	Check: Does the UE transmit an ATTACH REQUEST message in the next 30 seconds?
	-->
	ATTACH REQUEST
	1
	F

	8
	IF pc_USIM_Removal THEN USIM is removed ELSE the UE is powered down or switched off.
	-
	-
	-
	-

	9
	The SS configures:

- Cell A as the 'Serving cell'.

- IF pc_UTRAN THEN Cell 5 'Non-suitable "Off" cell'.

- IF pc_GERAN THEN Cell 24 'Non-suitable "Off" cell'.
	-
	-
	-
	-

	10
	IF pc_USIM_Removal THEN USIM is incerted ELSE the UE is powered up or switched on.
	-
	-
	-
	-

	11
	The UE transmits an ATTACH REQUEST message on cell A including a PDN CONNECTIVITY REQUEST message
	-->
	ATTACH REQUEST
	1
	P

	12
	The SS transmits an AUTHENTICATION REQUEST message to initiate the EPS authentication and AKA procedure.
	<--
	AUTHENTICATION REQUEST
	-
	-

	13
	The UE transmits an AUTHENTICATION RESPONSE message and establishes mutual authentication.
	-->
	AUTHENTICATION RESPONSE
	-
	-

	14
	The SS transmits a NAS SECURITY MODE COMMAND message to activate NAS security.
	<--
	SECURITY MODE COMMAND
	-
	-

	15
	The UE transmits a NAS SECURITY MODE COMPLETE message and establishes the initial security configuration.
	-->
	SECURITY MODE COMPLETE
	-
	-

	-
	EXCEPTION: Steps 16a1 to 16a2 describe behaviour that depends on UE configuration; the "lower case letter" identifies a step sequence that take place if the UE has ESM information which needs to be transferred. 
	-
	-
	-
	-

	16a1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options and/or APN.
	<--
	ESM INFORMATION REQUEST
	-
	-

	16a2
	The UE transmits the ESM INFORMATION REQUEST message to transfer protocol configuration options and/or APN.
	-->
	ESM INFORMATION RESPONSE
	-
	-

	17
	SS responds with ATTACH ACCEPT message. The ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message is piggybacked in ATTACH ACCEPT message
	<--
	ATTACH ACCEPT
	-
	-

	-
	EXCEPTION: In parallel to the event described in step 18 below the generic procedure for IP address allocation in the U-plane specified in TS 36.508 subclause 4.5A.1 takes place performing IP address allocation in the U-plane if requested by the UE.
	-
	-
	-
	-

	18
	The UE transmits an ATTACH COMPLETE message including an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message.
	-->
	ATTACH COMPLETE
	-
	-

	-
	EXCEPTION:
Step 19a1 to 19b6 describe behaviour that depends on the UE capability; the "lower case letter" identifies a step sequence that take place if a capability is supported
	-
	-
	-
	-

	19a1
	IF pc_UTRAN THEN SS configures:

- Cell A as 'Non-suitable cell'

- Cell 5 as 'Serving cell'

- IF pc_GERAN THEN Cell 24 'Non-suitable "Off" cell'.
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell 5 unless explicitly stated otherwise.
	-
	-
	-
	-

	19a2
	IF Automatic PS attach procedure at switch on or power on=FALSE THEN The user initiates an attach by MMI or by AT command.
	-
	-
	-
	-

	19a3
	Check: Does the UE transmit an ATTACH REQUEST message?
	-->
	ATTACH REQUEST
	2
	P

	19a4
	The SS transmits an AUTHENTICATION AND CIPHERING REQUEST message to initiate the authentication and AKA procedure.
	<--
	AUTHENTICATION AND CIPHERING REQUEST
	-
	-

	19a5
	The UE transmits an AUTHENTICATION AND CIPHERING RESPONSE message.
	-->
	AUTHENTICATION AND CIPHERING RESPONSE
	-
	-

	19a6
	The SS transmits an ATTACH ACCEPT message.
	<--
	ATTACH ACCEPT
	-
	-

	19a7
	The UE transmits an ATTACH COMPLETE message.
	-->
	ATTACH COMPLETE
	-
	-

	19b1
	IF pc_GERAN THEN SS configures:

- Cell A as 'Non-suitable cell'

- Cell 5 as 'Non-suitable "Off" cell'

- Cell 24 as 'Serving cell'
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell 24 unless explicitly stated otherwise.
	-
	-
	-
	-

	19b2
	IF Automatic PS attach procedure at switch on or power on=FALSE THEN The user initiates an attach by MMI or by AT command.
	-
	-
	-
	-

	19b3
	Check: Does the UE transmit an ATTACH REQUEST message?
	-->
	ATTACH REQUEST
	2
	P

	19b4
	The SS transmits an AUTHENTICATION AND CIPHERING REQUEST message to initiate the authentication and AKA procedure.
	<--
	AUTHENTICATION AND CIPHERING REQUEST
	-
	-

	19b5
	The UE transmits an AUTHENTICATION AND CIPHERING RESPONSE message.
	-->
	AUTHENTICATION AND CIPHERING RESPONSE
	-
	-

	19b6
	The SS transmits an ATTACH ACCEPT message.
	<--
	ATTACH ACCEPT
	-
	-

	19b7
	The UE transmits an ATTACH COMPLETE message.
	-->
	ATTACH COMPLETE
	-
	-

	Note 1:
The request of connectivity to an additional PDN and the sending of data may be performed by MMI or AT command.


Table 9.3.1.6.3.2-2: Parallel behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	-
	EXCEPTION: Steps 1a1 and 1a2 describe a behaviour which depends on the UE capability; the "lower case letter" identifies a step sequence that take place if a capability is supported.
	-
	-
	-
	-

	1a1
	IF pc_CS THEN the UE transmits a LOCATION UPDATING REQUEST message.
	--> 
	LOCATION UPDATING REQUEST
	-
	-

	1a2
	The SS transmits a LOCATION UPDATING ACCEPT message including IMSI-1
	<--
	LOCATION UPDATING ACCEPT
	-
	-


9.3.1.6.3.3
Specific message contents

Table 9.3.1.6.3.3-1: SERVICE REJECT (step 3, Table 9.3.1.6.3.2-1)

	Derivation Path: TS 36.508 Table 4.7.2-22

	Information Element
	Value/remark
	Comment
	Condition

	EMM cause
	'0000 0111'B
	EPS services not allowed
	


Table 9.3.1.6.3.3-2: Message ATTACH REQUEST (step 11, Table 9.3.1.6.3.2-1)

	Derivation path: TS 36.508 table 4.7.2-4

	Information Element
	Value/Remark
	Comment
	Condition

	NAS key set identifier
	'111'B
	no key is available
	

	Old GUTI or IMSI
	IMSI1
	
	

	Last visited registered TAI
	Not present
	
	

	Old LAI
	Not present
	
	

	TMSI status
	Not present
	
	


Table 9.3.1.6.3.3-3: Message ATTACH REQUEST (step 19a3 and 19b3, Table 9.3.1.6.3.2-1)

	Derivation path: TS 24.008 table 9.4.1

	Information Element
	Value/Remark
	Comment
	Condition

	GPRS ciphering key sequence number
	'111'B
	no key is available
	

	P-TMSI or IMSI
	IMSI1
	
	

	Old routing area identification
	all bits of the location area code shall be set to one with the exception of the least significant bit which shall be set to zero
	RAI is deleted
	

	Old P-TMSI signature
	Not present
	
	

	TMSI status
	Not present
	
	


9.3.1.7
Service request / Rejected / UE identity cannot be derived by the network

9.3.1.7.1
Test Purpose (TP)

(1)
with { UE having sent a SERVICE REQUEST message }

ensure that {

  when { UE receives a SERVICE REJECT message with the EMM cause value = 9 (UE identity cannot be derived by the network) }

    then { UE sets the EPS update status to EU2 NOT UPDATED and deletes any GUTI, last visited registered TAI, TAI list and KSI and automatically initiate the attach procedure }

            }

9.3.1.7.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.301, clause 5.6.1.5.

[TS 24.301, clause 5.6.1.5]

On receipt of the SERVICE REJECT message, the UE shall stop timer T3417 and take the following actions depending on the received EMM cause value.

…

#9

(UE identity cannot be derived by the network);


The UE shall set the EPS update status to EU2 NOT UPDATED (and shall store it according to subclause 5.1.3.3) and shall delete any GUTI, last visited registered TAI, TAI list and KSI. The UE shall enter the state EMM-DEREGISTERED.


Subsequently, the UE shall automatically initiate the attach procedure.

9.3.1.7.3
Test description

9.3.1.7.3.1
Pre-test conditions

System Simulator:

-
Cell A.

UE:

-
None.

Preamble:

-
The UE is in state Registered, Idle mode (state 2) on Cell A according to [18].

9.3.1.7.3.2
Test procedure sequence

Table 9.3.1.7.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS pages the UE using S-TMSI with CN domain indicator set to "PS".
	-
	-
	-
	-

	2
	The UE transmits a SERVICE REQUEST message.
	-->
	SERVICE REQUEST
	-
	-

	3
	The SS transmits a SERVICE REJECT message with the EMM cause set to #9 (UE identity cannot be derived by the network).
	<--
	SERVICE REJECT
	-
	-

	4
	Check: Does the UE transmit an ATTACH REQUEST message including IMSI and without integrity protection?
	-->
	ATTACH REQUEST
	1
	P

	5
	SS transmits an AUTHENTICATION REQUEST message, KSIASME value is different to the KSIASME value provided in the ATTACH REQUEST
	<--
	AUTHENTICATION REQUEST
	-
	-

	6
	The UE transmits an AUTHENTICATION RESPONSE message
	-->
	AUTHENTICATION RESPONSE
	-
	-

	7
	The SS transmits a NAS SECURITY MODE COMMAND message including the KSIASME of the new EPS security context
	<--
	SECURITY MODE COMMAND
	-
	-

	8
	The UE transmits a NAS SECURITY MODE COMPLETE message
	-->
	SECURITY MODE COMPLETE
	-
	-

	-
	EXCEPTION: Steps 9a1 to 9a2 describe behaviour that depends on UE configuration; the "lower case letter" identifies a step sequence that take place if the UE has ESM information which needs to be transferred after NAS SECURITY MODE COMPLETE message.
	-
	-
	-
	-

	9a1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options and/or APN.
	<--
	ESM INFORMATION REQUEST
	-
	-

	9a2
	The UE transmits an ESM INFORMATION RESPONSE message to transfer protocol configuration options and/or APN.
	-->
	ESM INFORMATION RESPONSE
	-
	-

	10
	SS responds with ATTACH ACCEPT message. The ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message is piggybacked in ATTACH ACCEPT message
	<--
	ATTACH ACCEPT
	-
	-

	-
	EXCEPTION: In parallel to the event described in step 11 below the generic procedure for IP address allocation in the U-plane specified in TS 36.508 subclause 4.5A.1 takes place performing IP address allocation in the U-plane if requested by the UE.
	-
	-
	-
	-

	11
	Check: does the UE transmit an ATTACH COMPLETE message including an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message?
	-->
	ATTACH COMPLETE
	-
	-

	12a1
	Void
	-
	-
	-
	-


9.3.1.7.3.3
Specific message contents
Table 9.3.1.7.3.3-1: SERVICE REJECT (step 3, Table 9.3.1.7.3.2-1)

	Derivation Path: TS 36.508 Table 4.7.2-22

	Information Element
	Value/remark
	Comment
	Condition

	EMM cause
	'0000 1001'B
	UE identity cannot be derived by the network
	


Table 9.3.1.7.3.3-2: ATTACH REQUEST (step 4, Table 9.3.1.7.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-4

	Information Element
	Value/remark
	Comment
	Condition

	NAS key set identifier
	'111'B
	no key is available
	

	Old GUTI or IMSI
	IMSI
	
	

	Last visited registered TAI
	Not present
	
	

	Old location area identification
	Not present
	
	


9.3.1.7a
Service request / Rejected / UE implicitly detached

9.3.1.7a.1
Test Purpose (TP)

(1)

with { UE having sent a SERVICE REQUEST message }

ensure that {
  when { UE receives a SERVICE REJECT message with the EMM cause set to 'Implicitly detached' }

    then { UE enters the state EMM-DEREGISTERED.NORMAL-SERVICE, delete the EPS mapped EPS security context if any and performs a new attach procedure }

            }

9.3.1.7a.2
Conformance requirements
References: The conformance requirements covered in the present TC are specified in: TS 24.301, clause 5.6.1.5.

[TS 24.301, clause 5.6.1.5]

If the service request cannot be accepted, the network shall return a SERVICE REJECT message to the UE including an appropriate EMM cause value. 

…

On receipt of the SERVICE REJECT message, the UE shall stop timer T3417 and take the following actions depending on the received EMM cause value.

…

#10
(Implicitly detached);


The UE shall enter the state EMM-DEREGISTERED.NORMAL-SERVICE. The UE shall delete the EPS mapped EPS security context if any. The UE shall then perform a new attach procedure.

9.3.1.7a.3
Test description

9.3.1.7a.3.1
Pre-test conditions

System Simulator:

-
Cell A.

UE:

None.
Preamble:

-
The UE is in state Registered, Idle mode (state 2) on Cell A according to [18].

9.3.1.7a.3.2
Test procedure sequence

Table 9.3.1.7a.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS pages the UE using S-TMSI with CN domain indicator set to "PS".
	-
	-
	-
	-

	2
	The UE transmits a SERVICE REQUEST message.
	-->
	SERVICE REQUEST
	-
	-

	3
	The SS transmits a SERVICE REJECT message with the EMM cause set to 'Implicitly detached'.
	<--
	SERVICE REJECT
	-
	-

	4
	Check: Does the UE transmit an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message and integrity protected using the native security context resulting from authentication during the test preamble?
	-->
	ATTACH REQUEST
	1
	P

	5
	The SS transmits an AUTHENTICATION REQUEST message to initiate the EPS authentication and AKA procedure.
	<--
	AUTHENTICATION REQUEST
	-
	-

	6
	The UE transmits an AUTHENTICATION RESPONSE message and establishes mutual authentication.
	-->
	AUTHENTICATION RESPONSE
	-
	-

	7
	The SS transmits a NAS SECURITY MODE COMMAND message to activate NAS security.
	<--
	SECURITY MODE COMMAND
	-
	-

	8
	The UE transmits a NAS SECURITY MODE COMPLETE message and establishes the initial security configuration.
	-->
	SECURITY MODE COMPLETE
	-
	-

	-
	EXCEPTION: Steps 9a1 to 9a2 describe behaviour that depends on UE configuration;

the "lower case letter" identifies a step sequence that takes place if the UE has ESM information which needs to be transferred.
	-
	-
	-
	-

	9a1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options and/or APN.
	<--
	 ESM INFORMATION REQUEST
	-
	-

	9a2
	The UE transmits an ESM INFORMATION RESPONSE message to transfer protocol configuration options and/or APN.
	-->
	 ESM INFORMATION RESPONSE
	-
	-

	10
	The SS transmits an ATTACH ACCEPT message. The ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message is piggybacked in the ATTACH ACCEPT message.
	<--
	ATTACH ACCEPT


	-
	-

	-
	EXCEPTION: In parallel to the event described in step 11 below the generic procedure for IP address allocation in the U-plane specified in TS 36.508 subclause 4.5A.1 takes place performing IP address allocation in the U-plane if requested by the UE.
	-
	-
	-
	-

	11
	The UE transmits an ATTACH COMPLETE message. The ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message is piggybacked in ATTACH COMPLETE.
	-->
	ATTACH COMPLETE


	-
	-

	12
	The SS releases the RRC connection.
	-
	-
	-
	-


9.3.1.7a.3.3
Specific message contents
Table 9.3.1.7a.3.3-1: SERVICE REJECT (step 3, Table 9.3.1.7a.3.2-1)

	Derivation Path: TS 36.508 Table 4.7.2-22

	Information Element
	Value/remark
	Comment
	Condition

	EMM cause
	'0000 1010'B
	Implicitly detached
	


Table 9.3.1.7a.3.3-2: ATTACH REQUEST (step 4, Table 9.3.1.7a.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-4

	Information Element
	Value/remark
	Comment
	Condition

	NAS key set identifier
	
	
	

	  NAS key set identifier
	NAS key set identifier allocated to UE during authentication in test preamble
	
	

	  TSC
	‘0’B
	Native security context
	

	Old GUTI or IMSI
	GUTI allocated to UE during previous attach on Cell A.
	
	

	Last visited registered TAI
	TAI-1
	
	

	Old location area identification
	Not present
	
	

	TMSI status
	Not present
	
	

	
	'0'B
	no valid TMSI available
	pc_CS_fallback


9.3.1.15
Service request / Abnormal case / Tracking area update procedure is triggered

9.3.1.15.1
Test Purpose (TP)

(1)
with { UE having sent a SERVICE REQUEST message }
ensure that {
  when { Tracking area updating procedure is triggered }

    then { The UE abort the service request procedure, stop timer T3417 if running and perform the tracking area updating procedure, in the TRACKING AREA UPDATE REQUEST message, the "active" flag shall be set to ‘1’}

            }
(2)

with { UE having sent a EXTENDED SERVICE REQUEST message }

ensure that {
  when { Tracking area updating procedure is triggered }

    then { The UE shall abort the service request procedure, stop timer T3417ext if running and perform the tracking area updating procedure. after the completion of tracking area update procedure, UE restart the CSFB procedure }

            }

9.3.1.15.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.301, clause 5.6.1.6.

[TS 24.301, clause 5.6.1.6]

The following abnormal cases can be identified:

...
f)
Tracking area updating procedure is triggered


The UE shall abort the service request procedure, stop timer T3417 or T3417ext if running and perform the tracking area updating procedure. The "active" flag shall be set in the TRACKING AREA UPDATE REQUEST message. If the service request was initiated for CS fallback or 1xCS fallback, the UE shall send the EXTENDED SERVICE REQUEST message to the MME by using the existing NAS signalling connection after the completion of the tracking area updating procedure.

9.3.1.15.3
Test description

9.3.1.15.3.1
Pre-test conditions

System Simulator:

-
Cell A, Cell B are configured according to Table 6.3.2.2-1 in [18].
UE:
-
The test USIM contains GUTI-1 and TAI-1, and EPS update status is "EU1: UPDATED".

Preamble:

-
UE is in state Registered, Idle Mode (state 2) on Cell A according to [18].
9.3.1.15.3.2
Test procedure sequence

Table 9.3.1.15.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS pages the UE using S-TMSI1 with CN domain indicator set to "PS".
	-
	-
	-
	-

	2
	The UE transmits a SERVICE REQUEST message.
	-->
	SERVICE REQUEST
	-
	-

	3
	The SS does not perform a radio bearer establishment procedure.
Note: e.g. SS does not send any AS or NAS messages to UE.
	-
	-
	-
	-

	4
	Set the cell type of cell A to the ''Non-Suitable cell''.
Set the cell type of cell B to the ''Serving cell''.

Note: cell type should be set before timer T3417 expired.
	-
	-
	-
	-

	5
	UE initiates RRC connection establishment procedure on cell B.
	
	
	
	

	6
	Check: Does the UE transmit TRACKING AREA UPDATE REQUEST message on cell B in the next 5 seconds?
	-->
	TRACKING AREA UPDATE REQUEST
	1
	P

	7
	The SS transmits a TRACKING AREA UPDATE ACCEPT message.
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	8
	The UE transmits a TRACKING AREA UPDATE COMPLETE message.
	-->
	TRACKING AREA UPDATE COMPLETE
	-
	-

	-
	EXCEPTION: Steps 9 to 27 describe behaviour that depends on the UE capability. IF pc_CSfallback is true, from Step 9 to step 27should be executed, or else test case is terminated in step 8
	-
	-
	-
	-

	9
	If possible (see ICS) switch off is performed. 

Otherwise the power is removed.
	-
	-
	-
	-

	10
	the UE transmit a DETACH REQUEST with the Detach Type IE indicating “switch off”.( optional)

Note: whether send this message depends on switch-off or power-off.
	-->
	DETACH REQUEST
	-
	-

	11
	The UE is switched on.
	-
	-
	-
	-

	12
	The UE transmits an ATTACH REQUEST including a PDN CONNECTIVITY REQUEST message on cell B.
	-->
	ATTACH REQUEST
	-
	-

	-
	EXCEPTION: Steps 13a1 to 13a2 describe behaviour that depends on UE configuration; the "lower case letter" identifies a step sequence that take place if the UE has ESM information which needs to be transferred.
	-
	-
	-
	-

	13a1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options and/or APN.
	<--
	ESM INFORMATION REQUEST
	-
	-

	13a2
	The UE transmits an ESM INFORMATION RESPONSE message to transfer protocol configuration options and/or APN.
	-->
	ESM INFORMATION RESPONSE
	-
	-

	14
	SS responds with ATTACH ACCEPT message. The ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message is piggybacked in ATTACH ACCEPT message
	<--
	ATTACH ACCEPT
	-
	-

	15
	The UE transmits an ATTACH COMPLETE message including an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message
	-->
	ATTACH COMPLETE
	-
	-

	16
	The SS releases the RRC connection.
	-
	-
	-
	-

	-
	EXCEPTION: Steps 17 to 27 describe behaviour that depends on the UE capability. IF the UE is configured to operate in CS/PS mode 1 or CS/PS mode 2 from Step 17 to step 27should be executed, or else test case is terminated in step 16
	-
	-
	-
	-

	17
	Force the UE to initiate CS Voice call. (Note 1)
	-
	
	-
	-

	18
	The UE transmits an EXTENDED SERVICE REQUEST message.
	-->
	EXTENDED SERVICE REQUEST
	-
	-

	19
	The SS does not respond to this request.
Note: e.g. SS does not send any AS or NAS messages to UE.
	-
	-
	-
	-

	20
	Set the cell type of cell A to the '' Serving cell ''.
Set the cell type of cell B to the '' Non-Suitable cell ''.

Note: cell type should be set before timer T3417ext expired.
	-
	-
	-
	-

	21
	UE initiates RRC connection establishment procedure on cell A.
	
	
	
	

	22
	Check: Does the UE transmit TRACKING AREA UPDATE REQUEST message on cell C in the next 5 seconds?
	-->
	TRACKING AREA UPDATE REQUEST
	2
	P

	23
	The SS transmits a TRACKING AREA UPDATE ACCEPT message.
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	24
	The UE transmits a TRACKING AREA UPDATE COMPLETE message.
	-->
	TRACKING AREA UPDATE COMPLETE
	
	

	25
	Check: Does the UE transmit EXTENDED SERVICE REQUEST message on cell A?
	-->
	EXTENDED SERVICE REQUEST
	2
	P

	26
	The SS sends SERVICE REJECT message in order that the UE enters EMM-REGISTERED.NORMAL-SERVICE. 
	<--
	SERVICE REJECT
	-
	-

	27
	The SS releases the RRC connection.
	-
	-
	-
	-

	Note 1:
This could be done by e.g. MMI or by AT command.


9.3.1.15.3.3
Specific message contents
Table 9.3.1.15.3.3-1: Message TRACKING AREA UPDATE REQUEST (step 6, Table 9.3.1.15.3.2-1)

	Derivation Path: TS 36.508 Table 4.7.2-27

	Information Element
	Value/remark
	Comment
	Condition

	"Active" flag
	‘1’B
	Bearer establishment requested
	

	Old GUTI
	GUTI-1
	''Old GUTI is included by UE if valid, IMSI otherwise''
	


Table 9.3.1.15.3.3-2: Message TRACKING AREA UPDATE ACCEPT (step 7, Table 9.3.1.15.3.2-1)

	Derivation path: 36.508 table 4.7.2-24

	Information Element
	Value/Remark
	Comment
	Condition

	GUTI
	GUTI-2
	
	

	TAI list
	
	
	

	  Length of tracking area identity list contents
	'00001000'B
	
	

	  Partial tracking area identity list
	
	
	

	    Number of elements
	'00000'B
	
	

	    Type of list
	'00'B
	''list of TACs belonging to one PLMN, with non-consecutive TAC values''
	

	      MCC
      MNC
      TAC 1
	TAI-2
	
	


Table 9.3.1.15.3.3-3: Message EXTENDED SERVICE REQUEST (step 18, Table 9.3.1.15.3.2-1)
	Derivation Path: 36.508 clause 4.7.2-14A

	Information Element
	Value/remark
	Comment
	Condition

	Service type
	'0000'B
	“mobile originating CS fallback”
	

	M-TMSI
	M-TMSI2
	
	


Table 9.3.1.15.3.3-4: Message TRACKING AREA UPDATE REQUEST (step 22, Table 9.3.1.15.3.2-1)

	Derivation Path: TS 36.508 Table 4.7.2-27

	Information Element
	Value/remark
	Comment
	Condition

	  "Active" flag
	'0'B
	No bearer establishment requested
	

	Old GUTI
	GUTI-2
	''Old GUTI is included by UE if valid, IMSI otherwise''
	


Table 9.3.1.15.3.3-5: Message TRACKING AREA UPDATE ACCEPT (step 23, Table  9.3.1.15.3.2-1)

	Derivation path: 36.508 table 4.7.2-24

	Information Element
	Value/Remark
	Comment
	Condition

	GUTI
	GUTI-1
	
	

	TAI list
	
	
	

	  Length of tracking area identity list contents
	'00001000'B
	
	

	  Partial tracking area identity list
	
	
	

	    Number of elements
	'00000'B
	
	

	    Type of list
	'00'B
	''list of TACs belonging to one PLMN, with non-consecutive TAC values''
	

	      MCC
      MNC
      TAC 1

	TAI-1
	
	


Table 9.3.1.15.3.3-6: Message EXTENDED SERVICE REQUEST (step 25, Table 9.3.1.15.3.2-1)
	Derivation Path: 36.508 clause 4.7.2-14A

	Information Element
	Value/remark
	Comment
	Condition

	Service type
	'0000'B
	“mobile originating CS fallback”
	

	M-TMSI
	M-TMS1
	
	


Table 9.3.1.15.3.3-7: Message  SERVICE REJECT (step 26, Table 9.3.1.15.3.2-1)
	Derivation Path: 36.508 clause 4.7.2-22

	Information Element
	Value/remark
	Comment
	Condition

	EMM cause
	'0001 0010'B
	''CS domain not available''
	


9.3.1.16
Service request / Abnormal case / Switch off

9.3.1.16.1
Test Purpose (TP)

(1)

with { UE having sent a SERVICE REQUEST message }
ensure that {
  when { UE is switched off }

    then { UE performs the detach procedure }

            }

9.3.1.16.2
Conformance requirements
References: The conformance requirements covered in the present TC are specified in: TS 24.301, clause 5.6.1.6.

[TS 24.301, clause 5.6.1.6]

The following abnormal cases can be identified:

...

g)
Switch off


If the UE is in state EMM-SERVICE-REQUEST-INITIATED at switch off, the detach procedure shall be performed. 
...

9.3.1.16.3
Test description

9.3.1.16.3.1
Pre-test conditions

System Simulator:

-
Cell A.

UE:
-
The test USIM contains IMSI-1, GUTI-1 and TAI-1, and EPS update status is "EU1: UPDATED".

Preamble:

-
The UE is in state Registered, Idle mode (state 2) according to [18].

9.3.1.16.3.2
Test procedure sequence

Table 9.3.1.16.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS pages the UE using S-TMSI with CN domain indicator set to "PS".
	-
	-
	-
	-

	2
	The UE transmits a SERVICE REQUEST message.
	-->
	SERVICE REQUEST
	-
	-

	3
	The SS does not respond to the SERVICE REQUEST message.

NOTE: The SS does not transmit both SecurityModeCommand message and RRCConnectionReconfiguration message.
	-
	-
	-
	-

	4
	The UE is switched off.
	-
	-
	-
	-

	5
	Check: Does the UE transmit a DETACH REQUEST message?
	-->
	DETACH REQUEST
	1
	P

	6
	Check: Does the test result of generic test procedure in TS 36.508 subclause 6.4.2.5 indicates that the UE does not respond to paging when paged with GUTI-1 and with CN domain indicator set to "PS"?
	-
	-
	1
	-


9.3.1.16.3.3
Specific message contents
None.
9.3.1.17
Service request / Abnormal case / Procedure collision

9.3.1.17.1
Test Purpose (TP)

(1)
with { UE having sent a SERVICE REQUEST message }
ensure that {
  when { UE receives a DETACH REQUEST message with the Type of detach set to 're-attach required' }

    then { UE sends a DETACH ACCEPT message and performs the attach procedure }

            }

(2)

with { UE having sent a SERVICE REQUEST message or an EXTENDED SERVICE REQUEST message}
ensure that {
  when { UE receives a DETACH REQUEST message with the Type of detach set to the value other than 're-attach required' }

    then { UE sends a DETACH ACCEPT message }

            }
9.3.1.17.2
Conformance requirements
References: The conformance requirements covered in the present TC are specified in: TS 24.301, clause 5.6.1.6.

[TS 24.301, clause 5.6.1.6]
The following abnormal cases can be identified:

...

h)
Procedure collision


If the UE receives a DETACH REQUEST message from the network in state EMM-SERVICE-REQUEST-INITIATED, the detach procedure shall be progressed and the service request procedure shall be aborted. 


Additionally, if the service request was initated for CS fallback or 1xCS fallback, the EMM sublayer shall indicate to the MM sublayer or the cdma2000® upper layers that the CS fallback or 1xCS fallback procedure has failed.


If the Detach type IE in the DETACH REQUEST message indicated "re-attach required", the attach procedure shall be performed.
...

9.3.1.17.3
Test description

9.3.1.17.3.1
Pre-test conditions
System Simulator:
-
Cell A

UE:

None.

Preamble:

-
The UE is in state Registered, Idle mode (state 2) according to [18].

9.3.1.17.3.2
Test procedure sequence

Table 9.3.1.17.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS pages the UE using S-TMSI with CN domain indicator set to "PS".
	-
	-
	-
	-

	2
	The UE transmits a SERVICE REQUEST message.
	-->
	SERVICE REQUEST
	-
	-

	3
	The SS transmits a DETACH REQUEST message with the Type of detach set to 're-attach required'.
	<--
	DETACH REQUEST
	-
	-

	4
	Check: Does the UE transmit a DETACH ACCEPT message?
	-->
	DETACH ACCEPT
	1
	P

	5
	The SS releases the RRC connection.
	-
	-
	-
	-

	6
	Check: Does the UE transmit an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message?
	-->
	ATTACH REQUEST
	1
	P

	7
	The SS transmits an AUTHENTICATION REQUEST message to initiate the EPS authentication and AKA procedure.
	<--
	AUTHENTICATION REQUEST
	-
	-

	8
	The UE transmits an AUTHENTICATION RESPONSE message and establishes mutual authentication.
	-->
	AUTHENTICATION RESPONSE
	-
	-

	9
	The SS transmits a NAS SECURITY MODE COMMAND message to activate NAS security.
	<--
	SECURITY MODE COMMAND
	-
	-

	10
	The UE transmits a NAS SECURITY MODE COMPLETE message and establishes the initial security configuration.
	-->
	SECURITY MODE COMPLETE
	-
	-

	-
	EXCEPTION: Steps 11a1 to 11a2 describe behaviour that depends on UE configuration; the "lower case letter" identifies a step sequence that take place if the UE has ESM information which needs to be transferred after NAS SECURITY MODE COMPLETE message.
	-
	-
	-
	-

	11a1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options and/or APN.
	<--
	ESM INFORMATION REQUEST
	-
	-

	11a2
	The UE transmits an ESM INFORMATION RESPONSE message to transfer protocol configuration options and/or APN.
	-->
	ESM INFORMATION RESPONSE
	-
	-

	12
	The SS responds with an ATTACH ACCEPT message. The ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message is piggybacked in ATTACH ACCEPT message.
	<--
	ATTACH ACCEPT
	-
	-

	-
	EXCEPTION: In parallel to the event described in step 13 below the generic procedure for IP address allocation in the U-plane specified in TS 36.508 subclause 4.5A.1 takes place performing IP address allocation in the U-plane if requested by the UE.
	-
	-
	-
	-

	13
	The UE transmits an ATTACH COMPLETE message including an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message.
	-->
	ATTACH COMPLETE
	-
	-

	14
	The SS releases the RRC connection.
	-
	-
	-
	-

	-
	EXCEPTION:
Steps 15a1 to 15b2 describe behaviour that depends on the UE capability; the "lower case letter" identifies a step sequence that take place if a capability is supported
	-
	-
	-
	-

	15a1
	IF pc_CSfallback is true THEN the SS pages the UE using S-TMSI with CN domain indicator set to "CS".
	-
	-
	-
	-

	15a2
	The UE transmits an EXTENDED SERVICE REQUEST message.
	-->
	EXTENDED SERVICE REQUEST
	-
	-

	15b1
	ELSE the SS pages the UE using S-TMSI with CN domain indicator set to "PS".
	-
	-
	-
	-

	15b2
	The UE transmits a SERVICE REQUEST message.
	-->
	SERVICE REQUEST
	-
	-

	16
	The SS transmits a DETACH REQUEST message with the Type of detach set to the value other than 're-attach required'.
	<--
	DETACH REQUEST
	-
	-

	17
	Check: Does the UE transmit a DETACH ACCEPT message?
	-->
	DETACH ACCEPT
	2
	P

	18
	The SS releases the RRC connection.
	-
	-
	-
	-


9.3.1.17.3.3
Specific message contents
Table 9.3.1.17.3.3-1: Message DETACH REQUEST (step 3, Table 9.3.1.17.3.2-1)

	Derivation Path: TS 36.508 Table 4.7.2-12

	Information Element
	Value/remark
	Comment
	Condition

	Detach type
	
	
	

	  Type of detach
	'001'B
	re-attach required
	

	EMM cause
	Not present
	If the detach type IE indicates "IMSI detach" or "re-attach required", then the UE shall ignore the EMM cause IE if received.
	


Table 9.3.1.17.3.3-2: Message DETACH REQUEST (step 16, Table 9.3.1.17.3.2-1)

	Derivation Path: TS 36.508 Table 4.7.2-12

	Information Element
	Value/remark
	Comment
	Condition

	Detach type
	
	
	

	  Type of detach
	'010'B
	re-attach not required
	

	EMM cause
	'0000 0011'B
	Illegal UE
	


9.3.1.18
Service Request / Rejected / Not authorized for this CSG

9.3.1.18.1
Test Purpose (TP)

(1)

with { UE having sent a SERVICE REQUEST message }

ensure that {

  when { UE receives a SERVICE REJECT message with the EMM cause value = 25 (Not authorized for this CSG) and this SERVICE REJECT message is not without integrity protection }

    then { UE sets the EPS update status to EU3 ROAMING NOT ALLOWED, removes the CSG ID of the cell that sent SERVICE REJECT message from the Allowed CSG list, searches for a suitable cell in the same PLMN }

            }

(2)

with { UE in state EMM-REGISTERED and EMM-IDLE mode and the CSG ID is removed from the Allowed CSG list }

ensure that {
  when { UE detects entering new tracking areas not included in the TAI list }

    then { UE attempts to enter a normal cell and does not select a cell which is not included in the allowed CSG list }

        }
9.3.1.18.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.301, clause 5.6.1.5.

[TS 24.301, clause 5.6.1.5]

On receipt of the SERVICE REJECT message, the UE shall stop timer T3417 and take the following actions depending on the received EMM cause value.

…

#25
(Not authorized for this CSG);

Cause #25 is only applicable when received from a CSG cell. Cause #25 received from a non-CSG cell is considered as an abnormal case and the behaviour of the UE is specified in subclause 5.6.1.6.


If the SERVICE REJECT message with cause #25 was received without integrity protection, then the UE shall discard the message.


The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to subclause 5.1.3.3). The UE shall enter the state EMM-REGISTERED.LIMITED-SERVICE.


The UE shall remove the CSG ID of the cell where the UE has initiated the service request procedure from the Allowed CSG list.


The UE shall search for a suitable cell in the same PLMN according to 3GPP TS 36.304 [21].

9.3.1.18.3
Test description

9.3.1.18.3.1
Pre-test conditions

System Simulator:
-
Cell A, Cell B.

-
Cell A(TAC1, frequency 1,  is a CSG cell)

-
Cell B(TAC2, frequency 1,  not a CSG cell)
-
Cell A is "Serving cell" and Cell B " Not Suitable cell ".
UE:
-
The UE has a valid GUTI (GUTI-1).
- 
The test USIM contains IMSI1, GUTI1 and TAI1, and EPS update status is "EU1: UPDATED".

-
The test USIM contains a allowed CSG list which include CSG ID of Cell A.
Preamble:

-
The UE is in state Registered, Idle mode (state 2) on Cell A according to [18].

9.3.1.18.3.2
Test procedure sequence

Table 9.3.1.18.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS pages the UE using S-TMSI with CN domain indicator set to "PS".
	-
	-
	-
	-

	-
	The following messages are sent and shall be received on Cell A.
	-
	-
	-
	-

	2
	The UE transmits a SERVICE REQUEST message.
	-->
	SERVICE REQUEST
	-
	-

	3
	The SS transmits a SERVICE REJECT message with the EMM cause = " Not authorized for this CSG " as specified.
	<--
	SERVICE REJECT
	-
	-

	4
	The SS releases the RRC connection.
	-
	-
	-
	-

	5
	The SS configures:

- Cell A as a " Serving cell".
- Cell B as a " Suitable Neighbour cell ".
	
	
	
	

	6
	Check: does the UE transmits a TRACKING AREA UPDATE REQUEST message on cell B in the next 30 seconds?
	-->
	TRACKING AREA UPDATE REQUEST
	1
	P

	7
	The SS transmits a TRACKING AREA UPDATE ACCEPT message.
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	8
	The UE transmits a TRACKING AREA UPDATE COMPLETE message.
	-->
	TRACKING AREA UPDATE COMPLETE
	-
	-

	9
	The SS configures:

- Cell A as a " Serving cell".
- Cell B as a " Not Suitable cell".
	
	
	
	

	10
	Check: does the UE transmits a TRACKING AREA UPDATE REQUEST message on cell A in the next 30 seconds?
	-->
	TRACKING AREA UPDATE REQUEST
	2
	F


9.3.1.18.3.3
Specific message contents
Table 9.3.1.18.3.3-1: SERVICE REJECT (step 3, Table 9.3.1.18.3.2-1)

	Derivation Path: TS 36.508 Table 4.7.2-22

	Information Element
	Value/remark
	Comment
	Condition

	EMM cause
	'00011001'B
	#25 " Not authorized for this CSG "
	


Table 9.3.1.18.3.3-2: SystemInformationBlockType1 for Cell A, B(Pre-test conditions and all steps in Table 9.3.1.18.3.2-1)
	Derivation Path: 36.508 clause 4.4.3.2

	Information Element
	Value/remark
	Comment
	Condition

	SystemInformationBlockType1 ::= SEQUENCE {
	
	
	

	  cellAccessRelatedInfo SEQUENCE {
	
	
	

	    csg-Indication
	TRUE
	
	Cell A

	
	FALSE
	
	Cell B

	    csg-Identity
	Not present
	
	Cell B

	  
	'000 0000 0000 0000 0000 0000 0010'B
	
	Cell A


9.3.2
Paging procedure

9.3.2.1
Paging procedure

9.3.2.1.1
Test Purpose (TP)

(1)

with { UE in ECM-IDLE }

ensure that {
  when { the network initiates a paging procedure for EPS services using S-TMSI }

    then { the UE responds to the paging with a SERVICE REQUEST message providing correct S-TMSI in the RRCConnectionRequest }

            }

9.3.2.1.2
Conformance requirements

References: The conformance requirements covered in the current TC are specified in: TS 24.301, clauses 5.6.1.1, 5.6.2.2.1, TS 33.401 clause 7.2.6.2, TS 36.331 clause 5.3.3.3.

[TS 24.301, clause 5.6.2.2.1]

To initiate the procedure the EMM entity in the network requests the lower layer to start paging (see 3GPP TS 36.300 [20], 3GPP TS 36.413 [23]) and starts the timer T3413 for this paging procedure. Upon reception of a paging indication, the UE shall respond to the paging with a SERVICE REQUEST message (see 3GPP TS 23.401 [10] and 3GPP TS 36.413 [23]). If the paging for EPS services was received during an ongoing UE initiated EMM specific procedure or service request procedure, then the UE shall ignore the paging and the UE and the network shall proceed with the EMM specific procedure or the service request procedure.
[TS 24.301, clause 5.6.1.1]

The UE shall invoke the service request procedure when:

a)
the UE in EMM-IDLE mode receives a paging request with CN domain indicator set to "PS" from the network;
[TS 33.401 clause 7.2.6.2]

The procedure the UE uses to transit from ECM-IDLE to ECM-CONNECTED when in EMM-REGISTERED state is initiated by a NAS Service Request message from the UE to the MME. As the UE is in EMM-REGISTERED state, a EPS security context exists in the UE and the MME, and this EPS security context further contains uplink and downlink NAS COUNTs. The NAS Service Request message sent in EMM-REGISTERED shall be integrity protected and contain the uplink NAS sequence number.
[TS 36.331, clause 5.3.3.3]

The UE shall set the contents of RRCConnectionRequest message as follows:

1>
set the ue-Identity as follows:
2>
if upper layers provide an S-TMSI:
3>
set the ue-Identity to the value received from upper layers;
9.3.2.1.3
Test description

9.3.2.1.3.1
Pre-test conditions

System Simulator:

-
Cell A
UE:

-
None.

Preamble:

-
The UE is in Registered, Idle Mode (state 2) according to [18].

9.3.2.1.3.2
Test procedure sequence

Table 9.3.2.1.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	SS pages the UE using S-TMSI with CN domain indicator set to "PS"
	-
	-
	-
	-

	2
	Check: Does the UE transmit RRCConnectionRequest message providing correct S-TMSI?
	-
	-
	1
	P

	3
	Check: Does the UE respond with a SERVICE REQUEST message?


	-->
	SERVICE REQUEST
	1
	P

	4-7
	Steps 6 to 9 of the generic radio bearer establishment procedure (TS 36.508 4.5.3.3-1) are executed to successfully complete the service request procedure.
	-
	
	-
	-


9.3.2.1.3.3
Specific message contents

Table 9.3.2.1.3.3-1: RRCConnectionRequest (step 2, Table 9.3.2.1.3.2-1)

	Derivation Path: Table 4.6.1-16

	Information Element
	Value/remark
	Comment
	Condition

	RRCConnectionRequest ::= SEQUENCE {
	
	
	

	  criticalExtensions CHOICE {
	
	
	

	    rrcConnectionRequest-r8 SEQUENCE {
	
	
	

	      ue-Identity[1] CHOICE {
	
	
	

	        s-TMSI
	Set to the value of the S-TMSI of the UE
	
	

	      }
	
	
	

	    }
	
	
	

	  }
	
	
	

	}
	
	
	


9.3.2.2
Paging for CS fallback / Idle mode
9.3.2.2.1
Test Purpose (TP)
(1)

with { UE in state EMM-REGISTERED and EMM-IDLE mode}

ensure that {
  when { UE received Paging for mobile termination CS fallback from NW }

   then { UE establishes the RRC connection with the RRC establishmentCause set to ‘mt-Access’ and sends EXTENDED SERVICE REQUEST message }

             }
9.3.2.2.2
Conformance requirements
References: The conformance requirements covered in the present TC are specified in: 3GPP TS 24.301 clauses 5.3.1.1, 5.6.1.1, 5.6.2.3 and Annex D and TS 36.331 clause 5.3.3.3.

[TS 24.301 clause 5.3.1.1]

When the UE is in EMM-IDLE mode and needs to transmit an initial NAS message, the UE shall request the lower layer to establish a NAS signalling connection. In this request to the lower layer the NAS shall provide to the lower layer the RRC establishment cause and the call type as specified in annex D of this specification.

[TS24.301 clause5.6.1.1]

The purpose of the service request procedure is to transfer the EMM mode from EMM-IDLE to EMM-CONNECTED mode and establish the radio and S1 bearers when uplink user data or signalling is to be sent. Another purpose of this procedure is to invoke MO/MT CS fallback procedures.
This procedure is used when:

…

-
the UE in EMM-IDLE or EMM-CONNECTED mode has requested to perform mobile originating/terminating CS fallback; or

…

The service request procedure is initiated by the UE, however, for the downlink transfer of signalling or user data in EMM-IDLE mode, the trigger is given by the network by means of the paging procedure (see subclause 5.6.2).

The UE shall invoke the service request procedure when:

…

e)
the UE, in EMM-IDLE or EMM-CONNECTED mode, has a CS fallback response to be sent to the network; or

…

[TS24.301 clause5.6.2.3]

The network may initiate the paging procedure for non-EPS services when the UE is IMSI attached for non-EPS services.

To initiate the procedure when no NAS signalling connection exists, the EMM entity in the network requests the lower layer to start paging (see 3GPP TS 36.300 [2012], 3GPP TS 36.413 [2315]) and starts the timer T3413 for this paging procedure. The paging message includes a CN domain indicator set to ''CS'' in order to indicate that this is paging for CS fallback. Upon reception of a paging indication, the UE may respond to the paging immediately or may request upper layers input i.e. to accept or reject CS fallback. The response is indicated in the CSFB response information element in the EXTENDED SERVICE REQUEST message in both EMM-IDLE and EMM-CONNECTED modes.
The network shall stop the timer T3413 for the paging procedure when a response is received from the UE.
To notify the UE about an incoming mobile terminating CS service when a NAS signalling connection exists, the EMM entity in the network shall send a CS SERVICE NOTIFICATION message.
[TS 24.301, Annex D]

...

Table D.1.1: Mapping of NAS procedure to establishment cause and call type

	NAS procedure
	RRC establishment cause (according 3GPP TS 36.331 [22])
	Call type

	...
	
	

	Service Request
	If a EXTENDED SERVICE REQUEST has service type set to "mobile terminating CS fallback", the RRC establishment cause shall be set to MT access. (See Note1).
	"terminating calls"



	...
	
	

	Note 1:
For these NAS procedures initiated by UEs of access class 12, 13 or 14 in their home country, the RRC establishment cause will be set to "High priority access AC 11 – 15". For this purpose the home country is defined as the country of the MCC part of the IMSI, see 3GPP TS 22.011 [1A].
For these NAS procedures initiated by UE of access class 11 or 15 in their HPLMN or EHPLMN, the RRC establishment cause will be set to "High priority access AC 11 – 15".


[TS 36.331, clause 5.3.3.3]

...

The UE shall set the contents of RRCConnectionRequest message as follows:

1>
set the ue-Identity as follows:
2>
if upper layers provide an S-TMSI:
3>
set the ue-Identity to the value received from upper layers;
2>
else

3>
draw a random value and set the ue-Identity to this value;

NOTE 1:
Upper layers provide the S-TMSI if the UE is registered in the TA of the current cell.
1>
Set the establishmentCause in accordance with the information received from upper layers;
9.3.2.2.3
Test description

9.3.2.2.3.1
Pre-test conditions

System Simulator:

-
Cell A is configured according to Table 6.3.2.2-1 in [18]. 

-
Cell A belongs TAI-1.

-
Cell A is set to the ''Serving cell''.
UE:

-
The UE has a valid GUTI (GUTI-1)

-
The UE is registered on TAI-1.

-
The UE is IMSI attached for non-EPS services.

Preamble:

-
UE is in state Registered, Idle Mode (state 2) on Cell A according to [18].
9.3.2.2.3.2
Test procedure sequence
Table 9.3.2.2.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS sends a paging message which CN domain indicates ''CS'' domain to the UE.
	-
	
	-
	-

	2
	The UE accepts CS fallback
	-
	
	-
	-

	3
	Check: Does the UE transmit an RRCConnectionRequest message with establishmentCause set to ‘mt-Access’ followed by EXTENDED SERVICE REQUEST message?
	-->
	EXTENDED SERVICE REQUEST
	1
	P

	4
	The SS sends SERVICE REJECT message in order that the UE enters EMM-REGISTERED.NORMAL-SERVICE. 
	<--
	SERVICE REJECT
	-
	-


9.3.2.2.3.3
Specific message contents
Table 9.3.2.2.3.3-0: Message RRCConnectionRequest (step 3, Table 9.3.2.2.3.2-1)

	Derivation path: 36.508 table 4.6.1-16

	Information Element
	Value/Remark
	Comment
	Condition

	RRCConnectionRequest ::= SEQUENCE {
	
	
	

	  criticalExtensions CHOICE {
	
	
	

	    rrcConnectionRequest-r8 SEQUENCE {
	
	
	

	      establishmentCause
	mt-Access
	
	

	    }
	
	
	

	  }
	
	
	

	}
	
	
	


Table 9.3.2.2.3.3-1: Message EXTENDED SERVICE REQUEST (step 3, Table 9.3.2.2.3.2-1)
	Derivation Path: 36.508 clause 4.7.2-14A

	Information Element
	Value/remark
	Comment
	Condition

	Service type
	'0001'B
	''mobile terminating CS fallback''
	

	M-TMSI
	M-TMSI1
	
	

	CSFB response
	'001'B
	''CS fallback accepted by the UE''
	


Table 9.3.2.2.3.3-2: Message  SERVICE REJECT (step 4, Table 9.3.2.2.3.2-1)
	Derivation Path: 36.508 clause 4.7.2-22

	Information Element
	Value/remark
	Comment
	Condition

	EMM cause
	'0010 0110'B
	''CS fallback call establishment not allowed''
	


9.4
NAS Security 

9.4.1
Integrity protection / Correct functionality of EPS NAS integrity algorithm / SNOW3G

9.4.1.1
Test Purpose (TP)

(1)

with { succesful completion of EPS authentication and key agreement (AKA) procedure }

ensure that {

  when { UE receives a an integrity protected SECURITY MODE COMMAND message instructing to start integrity protection using algorithm SNOW3G }

   then { UE transmits an integrity protected SECURITY MODE COMPLETE using SNOW3G and starts applying the NAS Integrity protection in both UL and DL }

(2)

with { Integrity protection succesfull started by executing Security Mode Procedure}

ensure that {

  when { UE receives an IDENTITY REQUEST message without integrity protected }

   then { UE foes not transmit an IDENTITY RESPONSE message }

}

9.4.1.2
Conformance requirements

References: The conformance requirements covered in the current TC are specified in: TS 24.301 clause 4.4.4.1, 4.4.4.2, 5.4.3.1, 5.4.3.2 and 5.4.3.3.

[TS 24.301, clause 4.4.4.1]

For the UE, integrity protected signalling is mandatory for the NAS messages once a valid EPS security context exists and has been taken into use. For the network, integrity protected signalling is mandatory for the NAS messages once a secure exchange of NAS messages has been established for the NAS signalling connection. Integrity protection of all NAS signalling messages is the responsibility of the NAS. It is the network which activates integrity protection.

[TS 24.301, clause 4.4.4.2]

Once the secure exchange of NAS messages has been established, the receiving EMM or ESM entity in the UE shall not process any NAS signalling messages unless they have been successfully integrity checked by the NAS. If NAS signalling messages, having not successfully passed the integrity check, are received, then the NAS in the UE shall discard that message. If any NAS signalling message is received as not integrity protected even though the secure exchange of NAS messages has been established by the network, then the NAS shall discard this message.

[TS 24.301, clause 5.4.3.1]

The purpose of the NAS security mode control procedure is to take an EPS security context into use, and initialise and start NAS signalling security between the UE and the MME with the corresponding NAS keys and security algorithms.

 [TS 24.301, clause 5.4.3.2]

The MME initiates the NAS security mode control procedure by sending a SECURITY MODE COMMAND message to the UE and starting timer T3460 (see example in figure 5.4.3.2.1).

If the security mode control procedure is initiated further to a successful execution of the authentication procedure, the MME shall use the reset downlink NAS COUNT to integrity protect the SECURITY MODE COMMAND message.

The MME shall send the SECURITY MODE COMMAND message unciphered, but shall integrity protect the message with the NAS integrity key based on KASME or mapped K'ASME indicated by the eKSI included in the message. The MME shall set the security header type of the message to "integrity protected with new EPS security context".

...

The MME shall include the replayed security capabilities of the UE (including the security capabilities with regard to NAS, RRC and UP (user plane) ciphering as well as NAS, RRC integrity, and other possible target network security capabilities, i.e. UTRAN/GERAN if UE included them in the message to network), the replayed nonceUE if the UE included it in the message to the network, the selected NAS ciphering and integrity algorithms and the Key Set Identifier (eKSI).

Additionally, the MME may request the UE to include its IMEISV in the SECURITY MODE COMPLETE message.

NOTE:
The AS and NAS security capabilities will be the same, i.e. if the UE supports one algorithm for NAS it is also be supported for AS.

[TS 24.301, clause 5.4.3.3]

Upon receipt of the SECURITY MODE COMMAND message, the UE shall check whether the security mode command can be accepted or not. This is done by performing the integrity check of the message and by checking that the received UE security capabilities and the received nonceUE have not been altered compared to what the UE provided in the initial layer 3 message that triggered this procedure.
If the type of security context flag is set to "native security context" and if the KSI matches a valid native EPS security context held in the UE while the UE has a mapped EPS security context as the current security context, the UE shall take the native EPS security context into use.

If the security mode command can be accepted, the UE shall reset the uplink NAS COUNT and the UE shall take the new EPS security context into use when:

a)
the SECURITY MODE COMMAND message is received further to a successful execution of the authentication procedure; or

b)
the type of security context flag is set to "mapped security context" in the NAS KSI IE included in the SECURITY MODE COMMAND message
If the security mode command can be accepted, the UE shall send a SECURITY MODE COMPLETE message integrity protected with the selected NAS integrity algorithm and the NAS integrity key based on the KASME or mapped K'ASME if the type of security context flag is set to "mapped security context" indicated by the eKSI. If the SECURITY MODE COMMAND message includes the type of security context flag set to "mapped security context" in the NAS KSI IE, nonceMME and nonceUE, the UE shall generate K'ASME from both nonces as indicated in 3GPP TS 33.401 [19] and reset the downlink NAS COUNT to check whether the SECURITY MODE COMMAND can be accepted or not. The UE shall cipher the SECURITY MODE COMPLETE message with the selected NAS ciphering algorithm and the NAS ciphering key based on the KASME or mapped K'ASME indicated by the eKSI. The UE shall set the security header type of the message to "integrity protected and ciphered with new EPS security context".

From this time onward the UE shall cipher and integrity protect all NAS signalling messages with the selected NAS ciphering and NAS integrity algorithms.

If the MME indicated in the SECURITY MODE COMMAND message that the IMEISV is requested, the UE shall include its IMEISV in the SECURITY MODE COMPLETE message.

9.4.1.3
Test description

9.4.1.3.1
Pre-test conditions

System Simulator:

-
Cell A
UE:

None.

Preamble:

-
The UE is in state Switched OFF (state 1) according to [18].

9.4.1.3.2
Test procedure sequence

Table 9.4.1.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The UE is switched on.
	-
	-
	-
	-

	2
	The UE transmits an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message
	-->
	ATTACH REQUEST
	-
	-

	3
	The SS transmits an AUTHENTICATION REQUEST message to initiate the EPS authentication and AKA procedure.
	<--
	AUTHENTICATION REQUEST
	-
	-

	4
	The UE transmits an AUTHENTICATION RESPONSE message and establishes mutual authentication.
	-->
	AUTHENTICATION RESPONSE
	-
	-

	5
	The SS transmits a NAS SECURITY MODE COMMAND message to activate NAS security. . It is integrity protected.
	<--
	SECURITY MODE COMMAND
	-
	-

	6
	Check: does the UE transmit a NAS SECURITY MODE COMPLETE message and starts applying the NAS Integrity protection in both UL and DL?
	-->
	SECURITY MODE COMPLETE
	1
	P

	-
	EXCEPTION: Steps 6Aa1 to 6Aa2 describe behaviour that depends on UE configuration; the "lower case letter" identifies a step sequence that take place if the UE has ESM information which needs to be transferred.
	-
	-
	-
	-

	6Aa1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options and/or APN.
	<--
	ESM INFORMATION REQUEST
	-
	-

	6Aa2
	The UE transmits an ESM INFORMATION RESPONSE message to transfer protocol configuration options and/or APN.
	-->
	ESM INFORMATION RESPONSE
	-
	-

	7
	The SS transmits with an  ATTACH ACCEPT message. The ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message is piggybacked in ATTACH ACCEPT message
	<--
	ATTACH ACCEPT
	-
	-

	8
	The UE transmits an ATTACH COMPLETE message including an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message
	-->
	ATTACH COMPLETE
	-
	

	9
	The SS Transmits an IDENTITY REQUEST message with Integrity protected and with default ciphering
	<-
	IDENTITY REQUEST
	-
	-

	10
	Check: does the UE transmit an IDENTIY RESPONSE message with Integrity Protected and with default ciphering?
	->
	IDENTITY RESPONSE
	1
	P

	11
	The SS Transmits an IDENTITY REQUEST message (not Integrity protected)
	<-
	IDENTITY REQUEST
	-
	-

	12
	Check: does the UE transmits an IDENTIY RESPONSE message within the next 5 seconds?
	->
	IDENTITY RESPONSE
	2
	F


9.4.1.3.3
Specific message contents

Table 9.4.1.3.3-1: SECURITY MODE COMMAND (Step 5)

	Derivation path: 36.508 table 4.7.2-19

	Information Element
	Value/Remark
	Comment
	Condition

	Selected NAS security algorithms
	
	
	

	  - Type of integrity protection algorithm
	001
	EPS integrity algorithm 128-EIA1[SNOW3G]
	


9.4.2
Integrity protection / Correct functionality of EPS NAS integrity algorithm / AES

9.4.2.1
Test Purpose (TP)

(1)

with { succesful completion of EPS authentication and key agreement (AKA) procedure }

ensure that {

  when { UE receives an integrity protected SECURITY MODE COMMAND message, to start integrity protection using algorithm AES }

   then { UE sends SECURITY MODE COMPLETE, integrity protected with AES  and starts applying the NAS Integrity protection in both UL and DL}

(2)
with { Integrity protection succesfull started by executing Security Mode Procedure}

ensure that {

  when { UE receives a IDENTITY REQUEST message (requested identification parameter is not IMSI), without integrity protected }

   then { UE Does not transmit IDENTITY Response}

}

9.4.2.2
Conformance requirements

Same Conformance requirements as in clause 9.4.1.2

9.4.2.3
Test description

9.4.2.3.1
Pre-test conditions

Same Pre-test conditions as in clause 9.4.1.3.1

9.4.2.3.2
Test procedure sequence

Same Test procedure sequence as in table 9.4.1.3.2.1, except the integrity protection algorithm is AES.

9.4.2.3.3
Specific message contents

Table 9.4.2.3.3-1: SECURITY MODE COMMAND (Step 6 )

	Derivation path: 36.508 table 4.7.2-19

	Information Element
	Value/Remark
	Comment
	Condition

	Selected NAS security algorithms
	
	
	

	  - Type of integrity protection algorithm
	010
	EPS integrity algorithm 128-EIA2 (AES)
	


9.4.3
Ciphering and deciphering / Correct functionality of EPS NAS encryption algorithm / SNOW3G

9.4.3.1
Test Purpose (TP)

(1)

with { succesful completion of EPS authentication and key agreement (AKA) procedure }

ensure that {

  when { UE receives a SECURITY MODE COMMAND instructing to start ciphering using algorithm SNOW3G }

   then { UE sends a SECURITY MODE COMPLETE message ciphered with SNOW3G  and starts applying the NAS ciphering in both UL and DL}

}

9.4.3.2
Conformance requirements

References: The conformance requirements covered in the current TC are specified in: TS 24.301 clause 5.4.3.1, 5.4.3.2 and 5.4.3.3.

[TS 24.301, clause 5.4.3.1]

The purpose of the NAS security mode control procedure is to take an EPS security context into use, and initialise and start NAS signalling security between the UE and the MME with the corresponding NAS keys and security algorithms.

 [TS 24.301, clause 5.4.3.2]

The MME initiates the NAS security mode control procedure by sending a SECURITY MODE COMMAND message to the UE and starting timer T3460 (see example in figure 5.4.3.2.1).

If the security mode control procedure is initiated further to a successful execution of the authentication procedure, the MME shall use the reset downlink NAS COUNT to integrity protect the SECURITY MODE COMMAND message.
The MME shall send the SECURITY MODE COMMAND message unciphered, but shall integrity protect the message with the NAS integrity key based on KASME or mapped K'ASME indicated by the eKSI included in the message. The MME shall set the security header type of the message to "integrity protected with new EPS security context".

...

The MME shall include the replayed security capabilities of the UE (including the security capabilities with regard to NAS, RRC and UP (user plane) ciphering as well as NAS, RRC integrity, and other possible target network security capabilities, i.e. UTRAN/GERAN if UE included them in the message to network), the replayed nonceUE if the UE included it in the message to the network, the selected NAS ciphering and integrity algorithms and the Key Set Identifier (eKSI).

Additionally, the MME may request the UE to include its IMEISV in the SECURITY MODE COMPLETE message.

NOTE:
The AS and NAS security capabilities will be the same, i.e. if the UE supports one algorithm for NAS it is also be supported for AS.

[TS 24.301, clause 5.4.3.3]

Upon receipt of the SECURITY MODE COMMAND message, the UE shall check whether the security mode command can be accepted or not. This is done by performing the integrity check of the message and by checking that the received UE security capabilities and the received nonceUE have not been altered compared to what the UE provided in the initial layer 3 message that triggered this procedure.
If the type of security context flag is set to "native security context" and if the KSI matches a valid native EPS security context held in the UE while the UE has a mapped EPS security context as the current security context, the UE shall take the native EPS security context into use.

If the security mode command can be accepted, the UE shall reset the uplink NAS COUNT and the UE shall take the new EPS security context into use when:

a)
the SECURITY MODE COMMAND message is received further to a successful execution of the authentication procedure; or

b)
the type of security context flag is set to "mapped security context" in the NAS KSI IE included in the SECURITY MODE COMMAND message
If the security mode command can be accepted, the UE shall send a SECURITY MODE COMPLETE message integrity protected with the selected NAS integrity algorithm and the NAS integrity key based on the KASME or mapped K'ASME if the type of security context flag is set to "mapped security context" indicated by the eKSI. If the SECURITY MODE COMMAND message includes the type of security context flag set to "mapped security context" in the NAS KSI IE, nonceMME and nonceUE, the UE shall generate K'ASME from both nonces as indicated in 3GPP TS 33.401 [19] and reset the downlink NAS COUNT to check whether the SECURITY MODE COMMAND can be accepted or not. The UE shall cipher the SECURITY MODE COMPLETE message with the selected NAS ciphering algorithm and the NAS ciphering key based on the KASME or mapped K'ASME indicated by the eKSI. The UE shall set the security header type of the message to "integrity protected and ciphered with new EPS security context".

From this time onward the UE shall cipher and integrity protect all NAS signalling messages with the selected NAS ciphering and NAS integrity algorithms.

If the MME indicated in the SECURITY MODE COMMAND message that the IMEISV is requested, the UE shall include its IMEISV in the SECURITY MODE COMPLETE message.

9.4.3.3
Test description

9.4.3.3.1
Pre-test conditions

System Simulator:

-
Cell A
UE:

None.

Preamble:

-
The UE is in state Switched OFF (state 1) according to [18].

9.4.3.3.2
Test procedure sequence

Table 9.4.3.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The UE is switched on.
	-
	-
	-
	-

	2
	The UE transmits an ATTACH REQUEST message including a PDN CONNECTIVITY REQUEST message
	-->
	ATTACH REQUEST
	-
	-

	3
	The SS transmits an AUTHENTICATION REQUEST message to initiate the EPS authentication and AKA procedure.
	<--
	AUTHENTICATION REQUEST
	-
	-

	4
	The UE transmits an AUTHENTICATION RESPONSE message and establishes mutual authentication.
	-->
	AUTHENTICATION RESPONSE
	-
	-

	5
	The SS transmits a SECURITY MODE COMMAND message to activate NAS security. 
	<--
	SECURITY MODE COMMAND
	-
	-

	6
	Check: does the UE transmit a SECURITY MODE COMPLETE message ciphered and starts applying the NAS ciphering in both UL and DL?
	-->
	SECURITY MODE COMPLETE
	1
	P

	-
	EXCEPTION: Steps 6Aa1 to 6Aa2 describe behaviour that depends on UE configuration; the "lower case letter" identifies a step sequence that take place if the UE has ESM information which needs to be transferred.
	-
	-
	-
	-

	6Aa1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options and/or APN.
	<--
	ESM INFORMATION REQUEST
	-
	-

	6Aa2
	The UE transmits an ESM INFORMATION RESPONSE message to transfer protocol configuration options and/or APN.
	-->
	ESM INFORMATION RESPONSE
	-
	-

	7
	The SS transmits with an  ATTACH ACCEPT message The ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message is piggybacked in ATTACH ACCEPT message
	<--
	ATTACH ACCEPT
	-
	-

	8
	The UE transmits an ATTACH COMPLETE message including an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message
	-->
	ATTACH COMPLETE
	-
	

	9
	The SS Transmits an IDENTITY REQUEST message Ciphered
	<-
	IDENTITY REQUEST
	-
	-

	10
	Check: does the UE transmit an IDENTIY RESPONSE message Ciphered?
	->
	IDENTITY RESPONSE
	1
	P


9.4.3.3.3
Specific message contents

Table 9.4.3.3.3-1: SECURITY MODE COMMAND (Step 5)

	Derivation path: 36.508 table 4.7.2-19

	Information Element
	Value/Remark
	Comment
	Condition

	Selected NAS security algorithms
	
	
	

	  - Type of ciphering algorithm
	001
	EPS encryption algorithm 128-EEA1 [SNOW3G]
	


9.4.4
Ciphering and deciphering / Correct functionality of EPS NAS encryption algorithm / AES

9.4.4.1
Test Purpose (TP)

(1)

with { succesful completion of EPS authentication and key agreement (AKA) procedure }

ensure that {

  when { UE receives a SECURITY MODE COMMAND, to start encryption using algorithm AES}

   then { UE sends SECURITY MODE COMPLETE, encrypted with AES  and starts applying the NAS encryption in both UL and DL }

}

9.4.4.2
Conformance requirements

Same Conformance requirements as in clause 9.4.3.2

9.4.4.3
Test description

9.4.4.3.1
Pre-test conditions

Same Pre-test conditions as in clause 9.4.3.3.1

9.4.4.3.2
Test procedure sequence

Same Test procedure sequence as in Table 9.4.3.3.2-1, except the integrity ciphering algorithm is AES.

9.4.4.3.3
Specific message contents

Table 9.4.1.3.3-1: SECURITY MODE COMMAND (Step 6)

	Derivation path: 36.508 table 4.7.2-19

	Information Element
	Value/Remark
	Comment
	Condition

	Selected NAS security algorithms
	
	
	

	  - Type of ciphering algorithm
	002
	EPS encryption algorithm 128-EEA2  (AES)
	


10
EPS session management 
10.1
Void

10.2
Dedicated EPS bearer context activation

10.2.1
Dedicated EPS bearer context activation / Success

10.2.1.1
Test Purpose (TP)

(1)

with { UE is in EMM-REGISTERED state and a PDN address for an active default EPS bearer was received in an ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message }

ensure that {

  when { UE receives an ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message linked to the existing default EPS bearer }

    then { UE transmits an ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT message }

            }

10.2.1.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.301, clause 6.4.2.3.

[TS 24.301, clause 6.4.2.3]
Upon receipt of the ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message, the UE shall first check the received TFT before taking it into use. Then the UE shall send an ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT message and enter the state BEARER CONTEXT ACTIVE. The ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT message shall include the EPS bearer identity.

The linked EPS bearer identity included in the ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message indicates to the UE to which default bearer, IP address and PDN the dedicated bearer is linked.

If the PTI is included in the ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message, the UE uses the PTI to identify the UE requested bearer resource allocation procedure or the UE requested bearer resource modification procedure to which the dedicated bearer context activation is related.
If the PTI is included in the ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message and the PTI is associated to a UE requested bearer resource allocation procedure or a UE requested bearer resource modification procedure, the UE shall release the traffic flow aggregate description associated to the PTI value provided.

The UE shall use the received TFT to apply mapping of uplink traffic flows to the radio bearer if the TFT contains packet filters for the uplink direction.

Upon receipt of the ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT message, the MME shall stop the timerT3485 and enter the state BEARER CONTEXT ACTIVE.
10.2.1.3
Test description

10.2.1.3.1
Pre-test conditions

System Simulator:

-
Cell A is configured according to Table 6.3.2.2-1 in [18].

UE:

None.

Preamble:

-
The UE is in Registered, Ile Mode state (state 2) according to [18].

10.2.1.3.2
Test procedure sequence

Table 10.2.1.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS pages the UE in order to establish a dedicated EPS bearer context.
	-
	-
	-
	-

	2
	The UE transmits a SERVICE REQUEST for downlink signalling.
	-->
	SERVICE REQUEST
	-
	-

	3
	The SS transmits an ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST with particular settings (use Reference dedicated EPS bearer context #1 – see table 6.6.2-1 in TS 36.508) (See Note 1).

Note: The SS implicitly reuses the PDN address defined in ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message.
	<--
	ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST
	-
	-

	4
	Check: Does the UE transmit an ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT message as specified?
	-->
	ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT
	1
	P

	5
	Check: Does the test results of CALL generic procedure indicate that the UE accepts a modification of the newly activated EPS bearer context ? (clause 6.4.2.6 in [18])
	-
	- 
	1
	-

	Note 1: The ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message is included in a RRCConnectionReconfiguration message including a DRB setup for the same EPS bearer ID


10.2.1.3.3
Specific message contents
Table 10.2.1.3.3-1: Message ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST (step 3, Table 10.2.1.3.2-1)

	Derivation path: 36.508 table 4.7.3-3 and table 4.6.1-8 with condition UM-DRB-ADD(2)

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer identity
	6
	
	

	Procedure transaction identity
	0
	"No procedure transaction identity assigned"
	

	Linked EPS bearer identity
	5
	SS re-uses the EPS bearer identity of the default EPS bearer context.
	

	EPS QoS
	According to reference dedicated EPS bearer context #1 - see [18]
	
	

	TFT
	According to reference dedicated EPS bearer context #1- see [18]
	
	


Table 10.2.1.3.3-2: Message ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT (step 4, Table 10.2.1.3.2-1)

	Derivation path: 36.508 table 4.7.3-1

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer identity
	6
	Same value as in ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST
	

	Procedure transaction identity
	0
	"No procedure transaction identity assigned"
	


10.3
EPS bearer context modification
10.3.1
EPS bearer context modification / Success
10.3.1.1
Test Purpose (TP)

(1)

with { the UE is in BEARER CONTEXT ACTIVE STATE state and in EMM-CONNECTED mode }

ensure that {

  when { the UE receives a MODIFY EPS BEARER CONTEXT REQUEST message with new TFT}

    then { the UE sets the new TFT and then ransmits a MODIFY EPS BEARER CONTEXT ACCEPT }

            }

10.3.1.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.301, clause 66.4.3.1, 6.4.3.2 and .4.3.3,.

[TS 24.301, clause 6.4.3.1]
The purpose of the EPS bearer context modification procedure is to modify an EPS bearer context with a specific QoS and TFT. The EPS bearer context modification procedure is initiated by the network, but it may also be initiated as part of the UE requested bearer resource allocation procedure or the UE requested bearer resource modification procedure.
…
[TS 24.301, clause 6.4.3.2]

The MME shall initiate the EPS bearer context modification procedure by sending a MODIFY EPS BEARER CONTEXT REQUEST message to the UE, starting the timer T3486, and entering the state BEARER CONTEXT MODIFY PENDING (see example in figure 6.4.3.2.1).
The MME shall include an EPS bearer identity that identifies the EPS bearer context to be modified in the MODIFY EPS BEARER CONTEXT REQUEST message.

[TS 24.301, clause 6.4.3.3]

Upon receipt of the MODIFY EPS BEARER CONTEXT REQUEST message, the UE shall first check the received TFT before taking it into use and then send a MODIFY EPS BEARER CONTEXT ACCEPT message to the MME.

If the PTI is included in the MODIFY EPS BEARER CONTEXT REQUEST message, the UE uses the PTI to identify the UE requested bearer resource allocation procedure or the UE requested bearer resource modification procedure to which the EPS bearer context modification is related (see subclause 6.5.3 and subclause 6.5.4).
If the PTI is included in the MODIFY EPS BEARER CONTEXT REQUEST message and the PTI is associated to a UE requested bearer resource allocation procedure or a UE requested bearer resource modification procedure, the UE shall release the traffic flow aggregate description associated to the PTI value provided. 
The UE shall use the received TFT to apply mapping of uplink traffic flows to the radio bearer if the TFT contains packet filters for the uplink direction.

Upon receipt of the MODIFY EPS BEARER CONTEXT ACCEPT message, the MME shall stop the timer T3486 and enter the state BEARER CONTEXT ACTIVE.

10.3.1.3
Test description

10.3.1.3.1
Pre-test conditions

System Simulator:

-
Cell A is configured according to Table 6.3.2.2-1 in [18].

UE:

None.

Preamble:

-
The UE is in Loopback Activated(state 4) with Reference default EPS bearer context #1 and Reference dedicated EPS bearer context #1 according to [18] on Cell A.

10.3.1.3.2
Test procedure sequence

Table 10.3.1.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS transmits a MODIFY EPS BEARER CONTEXT REQUEST message with new TFT. This message is included in a DLInformationTransfer message.
	<--
	MODIFY EPS BEARER CONTEXT REQUEST
	-
	-

	2
	Check: Does the UE transmit a MODIFY EPS BEARER CONTEXT ACCEPT message as specified?
	-->
	MODIFY EPS BEARER CONTEXT ACCEPT
	1
	P

	3
	Void


	
	
	
	

	4
	The SS transmits one IP Packet matching with new TFT (reference packet filter #3) but not existing uplink packet filters (reference packet filter #2).
	-
	-
	-
	-

	5
	Check: Does UE send the IP Packet on the data radio bearer associated with the dedicated EPS bearer context?
	-
	-
	1
	P


10.3.1.3.3
Specific message contents
Table 10.3.1.3.3-1: Message MODIFY EPS BEARER CONTEXT REQUEST (step 1, Table 10.3.1.3.2-1)

	Derivation path: 36.508 table 4.7.3-16 and table 4.6.1-3

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer identity
	6
	SS assigns the current dedicated EPS bearer context. 
	

	Procedure transaction identity
	0
	"No procedure transaction identity assigned"
	

	TFT
	According to reference dedicated EPS bearer context #2 except for TFT operation code - see [18]
	SS modifies the current packet filters of the dedicated EPS bearer context.
	

	TFT operation code
	Replace packet filters in existing TFT
	
	


Table 10.3.1.3.3-2: Message MODIFY EPS BEARER CONTEXT ACCEPT (step 2, Table 10.3.1.3.2-1)

	Derivation path: 36.508 table 4.7.3-14

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer identity
	6
	Same value as in MODIFY EPS BEARER CONTEXT REQUEST
	

	Procedure transaction identity
	0
	"No procedure transaction identity assigned"
	


Table 10.3.1.3.3-2: IP packet (step 4, Table 10.3.1.3.2-1)

	Derivation path: IETF RFC 791 section 3.1 (IPv4) or RFC 2460 section 3 (IPv6) and RFC 769 introduction

	Information Element
	Value/Remark
	Comment
	Condition

	Protocol
	17
	UDP

Same value as reference packet filter #2. Reference packet filter #3 can match all values of 'Protocol'
	

	Source Address
	192.168.0.1
	Not significant for IP packet classification
	

	
	fe80::1:1
	Not significant for IP packet classification
	IPv6-only

	Destination Address
	remoteIPv4
	Same value as in reference packet filters#2 and #3
	

	
	remoteIPv6
	Same value as in reference packet filters #2 and #3
	IPv6-only

	Source Port
	60000
	Not significant for IP packet classification
	

	Destination Port
	60000
	Value does not match with reference packet filter #2. Reference packet filter #3 can match all values of "Destination port"
	


Table 10.3.1.3.3-3: Condition for IP packet contents (step 4, Table 10.3.1.3.2-1)

	Condition
	Explanation

	IPv6-only
	This condition applies if the UE have transmitted a PDN CONNECTIVITY REQUEST message in the preamble with PDN type set to 'IPv6'.


10.4
EPS bearer context deactivation
10.4.1
EPS bearer context deactivation / Success
10.4.1.1
Test Purpose (TP)

(1)

with { UE is in BEARER CONTEXT ACTIVE STATE state and in EMM-CONNECTED mode }

ensure that {

  when { UE receives a DEACTIVATE EPS BEARER CONTEXT REQUEST message }

    then { UE deletes the EPS bearer context identified by the EPS bearer identity and transmits a DEACTIVATE EPS BEARER CONTEXT ACCEPT }

            }

(2)

with { UE is in BEARER CONTEXT ACTIVE STATE state and in EMM-CONNECTED mode }

ensure that {

  when { UE receives a DEACTIVATE EPS BEARER CONTEXT REQUEST message indicating the EPS bearer identity of the default bearer to a PDN }

    then { UE deletes all EPS bearer contexts identified to the PDN and transmits a DEACTIVATE EPS BEARER CONTEXT ACCEPT }

            }

(3)

with { UE is in BEARER CONTEXT ACTIVE STATE state and in EMM-CONNECTED mode }

ensure that {

  when { UE receives a DEACTIVATE EPS BEARER CONTEXT REQUEST message that does not point to an existing EPS bearer context }

    then { UE transmits a DEACTIVATE EPS BEARER CONTEXT ACCEPT with EPS bearer identity set to the received EPS bearer identity }

            }

(4)

with { UE is in BEARER CONTEXT ACTIVE STATE state and in EMM-IDLE mode }

ensure that {

  when { UE initiates an EMM-IDLE to EMM-CONNECTED transition (i.e. SERVICE REQUEST, TRACKING AREA UPDATE REQUEST) }

    then { UE only synchronises EPS bearer context state(s) which are explicitly activated by SS in signalling messages }

            }

10.4.1.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.301, clauses 6.4.4.2, 5.5.3.2.4, 5.6.1.4, 6.4.4.3 and 6.4.4.6.

[TS 24.301, clause 6.4.4.2]

…

When the MME wants to deactivate all EPS bearer contexts to a PDN and thus disconnect the UE from the PDN, the MME shall include the EPS bearer identity of the default bearer associated to the PDN in the DEACTIVATE EPS BEARER CONTEXT REQUEST message.

If no NAS signalling connection exists when the MME initiates the EPS bearer context deactivation, the ESM entity in the MME shall locally deactivate the EPS bearer context towards the UE without any peer-to-peer ESM signalling between the MME and the UE.

NOTE:
The EPS bearer context state(s) can be synchronized between the UE and the MME at the next EMM-IDLE to EMM-CONNECTED transition, e.g. during a service request or tracking area updating procedure.

[TS 24.301, clause 5.6.1.4]

...

The UE shall locally deactivate the EPS bearer contexts that do not have a user plane radio bearer established after the successful completion of the service request procedure.

...
[TS 24.301, clause 5.5.3.2.4]

…
If an EPS bearer context status IE is included in the TRACKING AREA UPDATE REQUEST message, the MME shall deactivate all those EPS bearer contexts locally (without peer-to-peer signalling between the MME and the UE) which are active on the network side, but are indicated by the UE as being inactive. If a default EPS bearer context is marked as inactive in the EPS bearer context status IE included in the TRACKING AREA UPDATE REQUEST message, and this defaut bearer is not associated with the last PDN of the user in the MME, the MME shall locally deactivate all EPS bearer contexts associated to the PDN connection with the default EPS bearer context without peer-to-peer ESM signalling to the UE.
If the EPS bearer context status IE is included in the TRACKING AREA UPDATE REQUEST, the MME shall include an EPS bearer context status IE in the TRACKING AREA UPDATE ACCEPT message, indicating which EPS bearer contexts are active in the MME.
…
If an EPS bearer context status IE is included in the TRACKING AREA UPDATE ACCEPT message, the UE shall deactivate all those EPS bearers contexts locally (without peer-to-peer signalling between the UE and the MME) which are active in the UE, but are indicated by the MME as being inactive.

…
[TS 24.301, clause 6.4.4.3]

Upon receipt of the DEACTIVATE EPS BEARER CONTEXT REQUEST message, the UE shall delete the EPS bearer context identified by the EPS bearer identity. After deactivating the identified EPS bearer context, the UE shall respond to the MME with the DEACTIVATE EPS BEARER CONTEXT ACCEPT.

If the EPS bearer identity indicated in the DEACTIVATE EPS BEARER CONTEXT REQUEST is that of the default bearer to a PDN, the UE shall delete all EPS bearer contexts associated to the PDN. After deactivating all EPS bearer contexts, the UE shall respond to the MME with the DEACTIVATE EPS BEARER CONTEXT ACCEPT.

Upon sending the DEACTIVATE EPS BEARER CONTEXT ACCEPT message, the UE shall enter the state BEARER CONTEXT INACTIVE
If the PTI is included in the DEACTIVATE EPS BEARER CONTEXT REQUEST message, the UE uses the PTI to identify the UE requested bearer resource modification procedure or UE requested PDN disconnect procedure to which the EPS bearer context deactivation is related (see subclause 6.5.4).
If the PTI is included in the DEACTIVATE EPS BEARER CONTEXT REQUEST message, the UE shall release the traffic flow aggregate description associated to the PTI value provided.
...
[TS 24.301, clause 7.3.2]
…
The following UE procedures shall apply for handling an unknown, erroneous, or unforeseen EPS bearer identity received in the header of an ESM message:

i)
If the UE receives a DEACTIVATE EPS BEARER CONTEXT REQUEST message which includes an unassigned or reserved EPS bearer identity value or an assigned EPS bearer identity value that does not match an existing EPS bearer context, the UE shall respond with a DEACTIVATE EPS BEARER CONTEXT ACCEPT message with the EPS bearer identity set to the received EPS bearer identity.
…
[TS 24.301, clause 6.4.4.6]
The UE and the MME deactivate EPS bearer contexts locally without peer-to-peer ESM signalling in the following cases:

1)
during the service request procedure, if the E-UTRAN fails to establish the user plane radio bearers for one or more EPS bearer contexts e.g. due to radio access control;
…For those cases, based on the indication from the lower layers, the UE and the MME shall locally deactivate the EPS bearer contexts for which no user plane radio bearers are set up.
…
When the user plane radio bearer for a default EPS bearer context is not established during the service request procedure or tracking area updating procedure with "active" flag, the UE shall locally deactivate all EPS bearer contexts associated to the PDN connection with the default EPS bearer context. The MME shall locally deactivate all EPS bearer contexts associated to the PDN connection with the default EPS bearer context without peer-to-peer ESM signalling to the UE.
10.4.1.3
Test description

10.4.1.3.1
Pre-test conditions

System Simulator:

-
Cell A and Cell B are configured according to Table 6.3.2.2-1 in [18].

-
Cell A, Cell B (home PLMN, different TAs).

UE:

None.

Preamble:

-
The UE is in state Registered, Idle mode (state 2) according to [18] on Cell 1.

10.4.1.3.2
Test procedure sequence

Table 10.4.1.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U – S
	Message
	
	

	-
	Cell A is the serving cell

Cell B is a suitable cell
	-
	-
	-
	-

	1
	Cause the UE to request connectivity to an additional PDN (see Note 1)
	-
	-
	-
	-

	1a
	The UE transmits a SERVICE REQUEST
	-->
	SERVICE REQUEST
	-
	-

	2
	The UE transmits a PDN CONNECTIVITY REQUEST message as specified to request an additional PDN. 
	-->
	PDN CONNECTIVITY REQUEST
	-
	-

	3
	The SS transmits an ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message with IE EPS Bearer Identity set to new EPS bearer context.

Note: the SS allocates a PDN address of a PDN type which is compliant with the PDN type requested by the UE.
	<--
	ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST
	-
	-

	4
	The UE transmits an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message as specified.
	-->
	ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT
	-
	-

	5
	The SS transmits an ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST relative to the additional PDN. 

Note: the same PDN address is applicable because the linked EPS bearer ID refers to the default EBC allocated in step 3.
	<--
	ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST
	-
	-

	6
	The UE transmits an ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT message as specified.
	-->
	ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT
	-
	-

	7
	The SS releases the RRC connection.
	-
	-
	-
	-

	8
	Cause the UE to transmit data to the additional PDN (see Note 1).
	-
	-
	-
	-

	9
	The UE transmits the SERVICE REQUEST message in order to transmit data to the additional PDN.
	-->
	SERVICE REQUEST
	-
	-

	10
	The SS transmits a DEACTIVATE EPS BEARER CONTEXT REQUEST including the EPS bearer identity of the dedicated EPS bearer to the additional PDN.
	<--
	DEACTIVATE EPS BEARER CONTEXT REQUEST
	-
	-

	11
	Check: Does the UE transmit a DEACTIVATE EPS BEARER CONTEXT ACCEPT?
	-->
	DEACTIVATE EPS BEARER CONTEXT ACCEPT
	1
	P

	12
	The SS transmits an ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST relative to the additional PDN. 

Note:
the same PDN address is applicable because the linked EPS bearer ID refers to the default EBC allocated in step 3.
	<--
	ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST
	-
	-

	13
	The UE transmits an ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT message as specified.
	-->
	ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT
	-
	-

	14
	The SS transmits a DEACTIVATE EPS BEARER CONTEXT REQUEST including the EPS bearer identity of the default EPS bearer to the additional PDN.
	<--
	DEACTIVATE EPS BEARER CONTEXT REQUEST
	-
	-

	15
	Check: Does the UE transmit a DEACTIVATE EPS BEARER CONTEXT ACCEPT?
(see Note 3)
	-->
	DEACTIVATE EPS BEARER CONTEXT ACCEPT
	2
	P

	16
	The SS transmits a MODIFY EPS BEARER CONTEXT REQUEST message including the EPS bearer identity of the dedicated EPS bearer. This message is included in a DLInformationTransfer message.
	<--
	MODIFY EPS BEARER CONTEXT REQUEST
	-
	-

	17
	Check: Does UE transmits a MODIFY EPS BEARER CONTEXT REJECT message with ESM cause #43? (see Note 4)
	-->
	MODIFY EPS BEARER CONTEXT REJECT
	2
	P

	18
	The SS transmits a DEACTIVATE EPS BEARER CONTEXT REQUEST that does not point an existing EPS bearer context.
	<--
	DEACTIVATE EPS BEARER CONTEXT REQUEST
	-
	-

	19
	Check: Does the UE transmit a DEACTIVATE EPS BEARER CONTEXT ACCEPT?
	-->
	DEACTIVATE EPS BEARER CONTEXT ACCEPT
	3
	P

	20
	The SS releases the RRC connection.
	-
	-
	-
	-

	21
	Cause the UE to request connectivity to an additional PDN (see note 1)
	-
	-
	-
	-

	21a
	The UE transmits a SERVICE REQUEST
	-->
	SERVICE REQUEST
	-
	-

	22
	The UE transmits a PDN CONNECTIVITY REQUEST message as specified to request an additional PDN. 
	-->
	PDN CONNECTIVITY REQUEST
	-
	-

	23
	The SS transmits an ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message with IE EPS Bearer Identity set to new EPS bearer context.
	<--
	ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST
	-
	-

	24
	The UE transmit an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message as specified.
	-->
	ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT
	-
	-

	25
	The SS transmits an ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST relative to additional PDN. 

Note:
the same PDN address is applicable because the linked EPS bearer ID refers to the default EBC allocated in step 3.
	<--
	ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST
	-
	-

	26
	The UE transmit an ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT message as specified.
	-->
	ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT
	-
	-

	27
	The SS releases the RRC connection.
	-
	-
	-
	-

	28
	Cause the UE to transmit data to the additional PDN (see Note 1).
	-
	-
	-
	-

	29
	The UE transmits SERVICE REQUEST message in order to transmit data to the additional PDN
	-->
	SERVICE REQUEST
	-
	-

	30
	The SS performs a radio bearer establishment procedure. (Note 2)

The RRCConnectionReconfiguration message doesn’t include the EPS bearer ID of the additional PDN.
	-
	-
	-
	-

	31
	Check: Does UE transmit a RRCConnectionReconfigurationComplete message? (Note 2)
	-
	-
	4
	P

	32
	The SS transmits a MODIFY EPS BEARER CONTEXT REQUEST message including the EPS bearer identity of the default EPS bearer to the additional PDN. This message is included in a DLInformationTransfer message.
	<--
	MODIFY EPS BEARER CONTEXT REQUEST
	-
	-

	32A
	Check: Does UE transmits a MODIFY EPS BEARER CONTEXT REJECT message with ESM cause #43?(see Note 3)


	-->
	MODIFY EPS BEARER CONTEXT REJECT
	4
	P

	32B
	The SS transmits a MODIFY EPS BEARER CONTEXT REQUEST message including the EPS bearer identity of the dedicated EPS bearer.
	<--
	MODIFY EPS BEARER CONTEXT REQUEST
	-
	-

	32C
	Check: Does UE transmits a MODIFY EPS BEARER CONTEXT REJECT message with ESM cause #43? (see Note 4)


	-->
	MODIFY EPS BEARER CONTEXT REJECT
	4
	P

	33
	The SS releases the RRC connection.
	-
	-
	-
	-

	34
	Cause the UE to request connectivity to an additional PDN (see note 1)
	-
	-
	-
	-

	34a
	The UE transmits a SERVICE REQUEST
	-->
	SERVICE REQUEST
	-
	-

	35
	The UE transmits a PDN CONNECTIVITY REQUEST message as specified to request an additional PDN. 
	-->
	PDN CONNECTIVITY REQUEST
	-
	-

	36
	The SS transmits an ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message with IE EPS Bearer Identity set to new EPS bearer context.

Note: SS allocates a PDN address of a PDN type which is compliant with the PDN type requested by the UE.
	<--
	ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST
	-
	-

	37
	The UE transmits an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message as specified.
	-->
	ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT
	-
	-

	38
	The SS transmits an ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST relative to additional PDN. 

Note:
the same PDN address is applicable because the linked EPS bearer ID refers to the default EBC allocated in step 3.
	<--
	ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST
	-
	-

	39
	The UE transmits an ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT message as specified.
	-->
	ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT
	-
	-

	40
	The SS releases the RRC connection.
	-
	-
	-
	-

	41
	Cell A is a suitable cell

Cell B is the serving cell
	-
	- 
	-
	-

	42
	The UE transmit a TRACKING AREA UPDATE REQUEST message as specified on Cell B.
	-->
	TRACKING AREA UPDATE REQUEST
	
	

	43
	The SS transmits a TRACKING AREA UPDATE ACCEPT indicating only one EPS bearer (default EBId-1) active in the EPS bearer context status IE.
Note:
The EPS bearer ID linked to the additional PDN is deactivated by SS.
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	43A
	The SS transmits a MODIFY EPS BEARER CONTEXT REQUEST message including the EPS bearer identity of the default EPS bearer to the additional PDN. This message is included in a DLInformationTransfer message.
	<--
	MODIFY EPS BEARER CONTEXT REQUEST
	-
	-

	43B
	Check: Does UE transmits a MODIFY EPS BEARER CONTEXT REJECT message with ESM cause #43?(see Note 3)


	-->
	MODIFY EPS BEARER CONTEXT REJECT
	4
	P

	43C
	The SS transmits a MODIFY EPS BEARER CONTEXT REQUEST message including the EPS bearer identity of the dedicated EPS bearer. This message is included in a DLInformationTransfer message.
	<--
	MODIFY EPS BEARER CONTEXT REQUEST
	-
	-

	43D
	Check: Does UE transmits a MODIFY EPS BEARER CONTEXT REJECT message with ESM cause #43? (see Note 4)


	-->
	MODIFY EPS BEARER CONTEXT REJECT
	4
	P

	44
	The SS releases the RRC connection.
	-
	-
	-
	-

	45
	Cause the UE to transmit data to the additional PDN (see note 1).
	-
	-
	-
	-

	46
	Check: Does the UE transmit SERVICE REQUEST and data to additional PDN?
	-->
	SERVICE REQUEST
	4
	F

	Note 1:
The request of connectivity to an additional PDN and the sending of data may be performed by MMI or AT command.

Note 2:
After a correct SERVICE REQUEST is received then the SS performs the Radio Bearer Establishment procedure. The UE transmission of the RRCConnectionReconfigurationComplete message indicates the completion of the radio bearer establishment procedure and that the UE has changed EMM mode from EMM-IDLE to EMM-CONNECTED.
Note 3:
It can be confirmed that the additional default EPS bearer has been deactivated by UE.

Note 4:
It can be confirmed that the dedicated EPS bearer has been deactivated by UE.


10.4.1.3.3
Specific message contents
Table 10.4.1.3.3-1: Message PDN CONNECTIVITY REQUEST (step 2, 22 and 35, Table 10.4.1.3.2-1)

	Derivation path: 36.508 table 4.7.3-20

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer identity
	0000
	No EPS bearer identity assigned
	

	Procedure transaction identity
	PTI-1
	UE assigns a particular PTI not yet used between  1 and 254
	

	ESM information transfer flag
	Not present
	This IE is only used during an attach procedure.
	

	Access point name
	APN-1 (New PDN name)
	The requested PDN is different from default PDN
	


Table 10.4.1.3.3-2: Message ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST (step 3, 23 and 36, Table 10.4.1.3.2-1)

	Derivation path: 36.508 table 4.7.3-6 and table 4.6.1-8 with condition UM-DRB-ADD(2)

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer identity
	6
	SS assigns an additional EPS Bearer Id different from default EPS Bearer Id between 5 and 15.
	

	Procedure transaction identity
	PTI-1
	SS re-uses the particular PTI defined by UE for this present additional PDN connectivity request procedure.
	

	Access point name
	APN-1
	SS re-uses the particular APN defined by UE for this present additional PDN connectivity request procedure
	


Table 10.4.1.3.3-3: Message ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT (step 4, 24 and 37, Table 10.4.1.3.2-1)

	Derivation path: 36.508 table 4.7.3-4

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer identity
	6
	Same value as in ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST 
	

	Procedure transaction identity
	0
	No procedure transaction identity assigned
	


Table 10.4.1.3.3-4: Message ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST (step 5, 12, 25 and 38, Table 10.4.1.3.2-1)

	Derivation path: 36.508 table 4.7.3-3 and table 4.6.1-8 with condition UM-DRB-ADD(3)

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer identity
	7
	SS assigns a dedicated bearer Id different from default EBId and additional EBId and between 5 and 15.
	

	Procedure transaction identity
	0
	No procedure transaction identity assigned
	

	Linked EPS bearer identity
	Default EBId-2 (same value like in table 10.4.1.3.3-2)
	
	

	EPS QoS
	According to reference dedicated EPS bearer context #2 - see [18]
	SS defines an additional dedicated EPS QoS
	

	TFT
	According to reference dedicated EPS bearer context #2 - see [18]
	
	


Table 10.4.1.3.3-5: Message ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT (step 6, 13, 26 and 39, Table 10.4.1.3.2-1)

	Derivation path: 36.508 table 4.7.3-1

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer identity
	7
	Same value as in ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST in step 5
	

	Procedure transaction identity
	0
	No procedure transaction identity assigned
	


Table 10.4.1.3.3-6: Message DEACTIVATE EPS BEARER CONTEXT REQUEST (step 10, Table 10.4.1.3.2-1)

	Derivation path: 36.508 table 4.7.3-12 and table 4.6.1-8 with condition DRB-REL(3)

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer identity
	7
	Same value as in ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST of step 5
	

	Procedure transaction identity
	0
	No procedure transaction identity assigned
	

	ESM cause
	00100100
	regular deactivation 
	

	Protocol configuration options
	Not present
	
	


Table 10.4.1.3.3-7: Message DEACTIVATE EPS BEARER CONTEXT ACCEPT (step 11, Table 10.4.1.3.2-1)

	Derivation path: 36.508 table 4.7.3-11

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer identity
	7
	Same value as in ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST of step 5
	

	Procedure transaction identity
	0
	No procedure transaction identity assigned
	


Table 10.4.1.3.3-8: Message DEACTIVATE EPS BEARER CONTEXT REQUEST (step 14, Table 10.4.1.3.2-1)

	Derivation path: 36.508 table 4.7.3-12 and table 4.6.1-8 with condition DRB-REL(2)

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer identity
	Default EBId-2
	Same value as in ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST of step 3
	

	Procedure transaction identity
	0
	No procedure transaction identity assigned
	

	ESM cause
	00100100
	regular deactivation 
	

	Protocol configuration options
	Not present
	
	


Table 10.4.1.3.3-9: Message DEACTIVATE EPS BEARER CONTEXT ACCEPT (step 15, Table 10.4.1.3.2-1)

	Derivation path: 36.508 table 4.7.3-11

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer identity
	6
	Same value as in ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST of step 3
	

	Procedure transaction identity
	0
	No procedure transaction identity assigned
	


Table 10.4.1.3.3-9b: Message MODIFY EPS BEARER CONTEXT REQUEST (step 16, Table 10.4.1.3.2-1)

	Derivation path: 36.508 table 4.7.3-16

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer identity
	7
	Dedicated EPS bearer context which should have been deactivated
	

	Procedure transaction identity
	0
	"No procedure transaction identity assigned"
	

	TFT
	According to reference dedicated EPS bearer context #2 except for TFT operation code - see [18]
	SS modifies the current packet filters of the dedicated EPS bearer context.
	

	TFT operation code
	Replace packet filters in existing TFT
	
	


Table 10.4.1.3.3-10: Message DEACTIVATE EPS BEARER CONTEXT REQUEST (step 18, Table 10.4.1.3.2-1)

	Derivation path: 36.508 table 4.7.3-12 and table 4.6.1-8 with condition DRB-REL(2)

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer identity
	6
	 This value does not refer to an existing EPS bearer  
	

	Procedure transaction identity
	0
	No procedure transaction identity assigned
	

	ESM cause
	00100100
	regular deactivation 
	

	Protocol configuration options
	Not present
	
	


Table 10.4.1.3.3-11: Message DEACTIVATE EPS BEARER CONTEXT ACCEPT (step 19, Table 10.4.1.3.2-1)

	Derivation path: 36.508 table 4.7.3-11

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer identity
	6
	Same value as in DEACTIVATE  EPS BEARER CONTEXT REQUEST of step 16
	

	Procedure transaction identity
	0
	No procedure transaction identity assigned
	


Table 10.4.1.3.3-11a: Message RRCConnectionReconfiguration (step 30, Table 10. 4.1.3.2-1)

	Derivation path: 36.508 table 4.6.1-8 with condition SRB2-DRB(0, 1)


Table 10.4.1.3.3-12: Message MODIFY EPS BEARER CONTEXT REQUEST (step 32 and 43A, Table 10.4.1.3.2-1)

	Derivation path: 36.508 table 4.7.3-16

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer identity
	6
	SS assigns the additional default EPS bearer context which isn’t present.
	

	Procedure transaction identity
	0
	No procedure transaction identity assigned
	


Table 10.4.1.3.3-13: Message MODIFY EPS BEARER CONTEXT REJECT (step 32A and 43B, Table 10.4.1.3.2-1)

	Derivation path: 36.508 table 4.7.3-14

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer identity
	6
	Same value as in MODIFY EPS BEARER CONTEXT REQUEST
	

	Procedure transaction identity
	0
	No procedure transaction identity assigned
	

	ESM cause
	00101011
	invalid EPS bearer identity
	


Table 10.4.1.3.3-14: Message MODIFY EPS BEARER CONTEXT REQUEST (step 16, 32B and 43C, Table 10.4.1.3.2-1)

	Derivation path: 36.508 table 4.7.3-16

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer identity
	7
	SS assigns the dedicated EPS bearer context which isn’t present. 
	

	Procedure transaction identity
	0
	No procedure transaction identity assigned
	


Table 10.4.1.3.3-15: Message MODIFY EPS BEARER CONTEXT REJECT (step 17, 32C and 43D, Table 10.4.1.3.2-1)

	Derivation path: 36.508 table 4.7.3-14

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer identity
	7
	Same value as in MODIFY EPS BEARER CONTEXT REQUEST
	

	Procedure transaction identity
	0
	No procedure transaction identity assigned
	

	ESM cause
	00101011
	invalid EPS bearer identity
	


Table 10.4.1.3.3-16: Message TRACKING AREA UPDATE REQUEST (step 42, Table 10.4.1.3.2-1)

	Derivation path: 36.508 table 4.7.2-27

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer context status
	optional
	This IE may be present
	

	  EPS bearer context status IEI
	57
	
	

	  Length of EPS bearer context status contents
	4
	4 octets
	

	  EBI(0)-EBI(4)
	0
	
	

	  EBI(5)-EBI(7)
	1
	EPS bearer contexts activated in preamble, step 36 and step 38.
	

	  EBI(8)-EBI(15)
	0
	
	


Table 10.4.1.3.3-17: Message TRACKING AREA UPDATE ACCEPT (step 43, Table 10.4.1.3.2-1)

	Derivation path: 36.508 table 4.7.2-24

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer context status
	present
	The SS deactivates the EPS bearer Id of the additional PDN given at step 30.
	

	  EPS bearer context status IEI
	57
	
	

	  Length of EPS bearer context status contents
	4
	4 octets
	

	  EBI(0)-EBI(4)
	0
	
	

	  EBI(5)
	1
	EPS bearer contexts activated in preamble
	

	EBI(6)-EBI(15)
	0
	
	


10.5
UE requested PDN connectivity

10.5.1
UE requested PDN connectivity accepted by the network

10.5.1.1
Test Purpose (TP)

(1)

with { UE in EMM-REGISTERED state and EMM-IDLE mode }

ensure that {

  when { UE has uplink signalling pending }

    then { UE establishes the RRC connection with the RRC establishmentCause set to ‘mo-Data’ and sends a SERVICE REQUEST message }

     }

(2)

with { UE is in EMM-REGISTERED mode }

ensure that {

  when { UE is triggered to request connectivity to an additional PDN }

    then { the UE transmits a PDN CONNECTIVITY REQUEST message with the request type set to "initial request" and including APN }

            }

(3)

with { UE has sent a PDN CONNECTIVITY REQUEST message }

ensure that {

  when { UE receives an RRCConnectionReconfiguration message including an ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message with IE Procedure transaction identity matching the PDN CONNECTIVITY REQUEST message and an ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message linked to the EPS bearer context activated in the first message}

    then { UE transmits an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message and an ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT message both containing the EPS bearer identity and enters EMM-REGISTERED state }

            }

10.5.1.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.301, clauses 5.3.3.1, 5.6.1.1, 5.6.1.2, 5.6.1.4, 6.2.2, 6.4.1.3, 6.4.2.3, 6.5.1.2 and Annex D, and TS 25.331 clause 5.3.3.3.

[TS 24.301 clause 5.3.1.1]

When the UE is in EMM-IDLE mode and needs to transmit an initial NAS message, the UE shall request the lower layer to establish a RRC connection. In this request to the lower layer the NAS shall provide to the lower layer the RRC establishment cause and the call type as specified in annex D of this specification.

...

[TS 24.301 clause 5.6.1.1]

The UE shall invoke the service request procedure when:

...

c)
the UE, in EMM-IDLE mode, has uplink signalling pending;

...

 [TS 24.301 clause 5.6.1.2]  

If the UE has pending uplink data or uplink signalling in EMM-IDLE mode to be transmitted or it responds to paging with CN domain indicator set to "PS", the UE initiates the service request procedure by sending a SERVICE REQUEST message to the MME, starts the timer T3417, and enters the state EMM-SERVICE-REQUEST-INITIATED.

...

[TS 24.301 clause 5.6.1.4]

For cases a, b, c and h in subclause 5.6.1.1, the UE shall treat the indication from the lower layers that the user plane radio bearer is set up as successful completion of the procedure. The UE shall stop the timer T3417 and enter the state EMM-REGISTERED.

Upon successful completion of the procedure, the UE shall stop the timer T3417 and enter the state EMM-REGISTERED.

[TS 24.301, Annex D]

...

Table D.1.1: Mapping of NAS procedure to establishment cause and call type

	NAS procedure
	RRC establishment cause (according 3GPP TS 36.331 [22])
	Call type

	...
	
	

	Service Request
	If a SERVICE REQUEST is to request user plane radio resources, the RRC establishment cause shall be set to MO data. (See Note1)


	"originating calls"



	
	If a SERVICE REQUEST is to request resources for UL signalling, the RRC establishment cause shall be set to MO data. (See Note 1)


	"originating calls"



	
	If a SERVICE REQUEST is a response to paging where the CN domain indicator is set to "PS", the RRC establishment cause shall be set to MT access. (See Note 1)


	"terminating calls"



	
	If a EXTENDED SERVICE REQUEST has service type set to "mobile originating CS fallback or 1xCS fallback", the RRC establishment cause shall be set to MO data. (See Note1).


	"originating calls"



	
	If a EXTENDED SERVICE REQUEST has service type set to "mobile terminating CS fallback or 1xCS fallback", the RRC establishment cause shall be set to MT access. (See Note1).
	"terminating calls"



	
	If a EXTENDED SERVICE REQUEST has service type set to "mobile originating CS fallback emergency call or 1xCS fallback emergency call", the RRC establishment cause shall be set to Emergency call. 
(See Note1).
	"emergency calls"



	...
	
	

	Note 1:
For these NAS procedures initiated by UEs of access class 12, 13 or 14 in their home country, the RRC establishment cause will be set to "High priority access AC 11 – 15". For this purpose the home country is defined as the country of the MCC part of the IMSI, see 3GPP TS 22.011 [1A].


For these NAS procedures initiated by UE of access class 11 or 15 in their HPLMN (if the EHPLMN list is not present or is empty) or EHPLMN (if the EHPLMN list is present), the RRC establishment cause will be set to "High priority access AC 11 – 15".


[TS 36.331, clause 5.3.3.3]

The UE shall set the contents of RRCConnectionRequest message as follows:

1>
set the ue-Identity as follows:
2>
if upper layers provide an S-TMSI:

3>
set the ue-Identity to the value received from upper layers;

2>
else:

3>
draw a random value in the range 0 .. 240-1 and set the ue-Identity to this value;

NOTE 1:
Upper layers provide the S-TMSI if the UE is registered in the TA of the current cell.

1>
set the establishmentCause in accordance with the information received from upper layers;

The UE shall submit the RRCConnectionRequest message to lower layers for transmission.

...

[TS 24.301, clause 6.2.2]

The UE shall set the PDN type IE in the PDN CONNECTIVITY REQUEST message, based on its IP stack configuration as follows:

a)
A UE, which is IPv6 and IPv4 capable and 

-
has not been allocated an IP address for this APN, shall set the PDN type IE to IPv4v6.

-
has been allocated an IPv4 address for this APN and received the ESM cause #52 "single address bearers only allowed", and is requesting an IPv6 address, shall set the PDN type IE to IPv6.

-
has been allocated an IPv6 address for this APN and received the ESM cause #52 "single address bearers only allowed", and is requesting an IPv4 address, shall set the PDN type IE to IPv4.

b)
A UE, which is only IPv4 capable, shall set the PDN type IE to IPv4.

c)
A UE, which is only IPv6 capable, shall set the PDN type IE to IPv6.

d)
When the IP version capability of the UE is unknown in the UE (as in the case when the MT and TE are separated and the capability of the TE is not known in the MT), the UE shall set the PDN type IE to IPv4v6.
...

[TS 24.301, clause 6.4.1.3]

Upon receipt of the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message, the UE shall send an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message and enter the state BEARER CONTEXT ACTIVE. When the default bearer is activated as part of the attach procedure, the UE shall send the ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message together with ATTACH COMPLETE message. When the default bearer is activated as the response to the stand-alone PDN CONNECTIVITY REQUEST message, the UE shall send the ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message alone.

The UE checks the PTI in the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message to identify the UE requested PDN connectivity procedure to which the default bearer context activation is related (see subclause 6.5.1).
...
[TS 24.301, clause 6.4.2.3]

Upon receipt of the ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message, the UE shall first check the received TFT before taking it into use. Then the UE shall send an ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT message and enter the state BEARER CONTEXT ACTIVE. The ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT message shall include the EPS bearer identity.

The linked EPS bearer identity included in the ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message indicates to the UE to which default bearer, IP address and PDN the dedicated bearer is linked.

If the PTI is included in the ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message, the UE uses the PTI to identify the UE requested bearer resource allocation procedure or the UE requested bearer resource modification procedure to which the dedicated bearer context activation is related.
If the PTI is included in the ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message and the PTI is associated to a UE requested bearer resource allocation procedure or a UE requested bearer resource modification procedure, the UE shall release the traffic flow aggregate description associated to the PTI value provided.

The UE shall use the received TFT to apply mapping of uplink traffic flows to the radio bearer if the TFT contains packet filters for the uplink direction.

...
[TS 24.301, clause 6.5.1.2]

...

In order to request connectivity to a PDN using the default APN, the UE includes the access point name IE in the PDN CONNECTIVITY REQUEST message or, when applicable, in the ESM INFORMATION RESPONSE message, according to the following conditions:

-
if use of a PDN using the default APN requires PAP/CHAP, then the UE should include the access point name IE; and

-
in all other conditions, the UE need not include the access point name IE.

In order to request connectivity to an additional PDN, the UE shall send a PDN CONNECTIVITY REQUEST message including a requested APN to the MME, start timer T3482 and enter the state PROCEDURE TRANSACTION PENDING (see example in figure 6.5.1.2.1). In the PDN type information element the UE shall indicate the IP version capability of the IP stack associated with the UE as specified in subclause 6.4.1

The UE shall set the request type to "initial request" when the UE is establishing connectivity to a PDN for the first time, i.e. when it is an initial attach to that PDN. The UE shall set the request type to "handover" when the connectivity to a PDN is established upon handover from a non-3GPP access network and the UE was connected to that PDN before the handover to the 3GPP access network.
...

10.5.1.3
Test description

10.5.1.3.1
Pre-test conditions

System Simulator:
-
Cell A

UE:
None.

Preamble:

-
The UE is in state Registered, Idle mode (state 2) according to [18].
10.5.1.3.2
Test procedure sequence

Table 10.5.1.3.2-1: Main Behaviour
	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Cause the UE to request connectivity to an additional PDN (see Note)
	-
	-
	-
	-

	1a
	Check: Does UE transmit an RRCConnectionRequest message with establishmentCause set to ‘mo-Data’ followed by a SERVICE REQUEST message?
	-->
	SERVICE REQUEST
	1
	P

	2
	Check: Does the UE transmit a PDN CONNECTIVITY REQUEST message as specified to request an additional PDN? 
	-->
	PDN CONNECTIVITY REQUEST
	2
	P

	3
	The SS transmits an ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message with IE EPS Bearer Identity set to new EPS bearer context and ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message with IE Linked EPS bearer identity set to the new EPS bearer context..

Note: 

ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST and ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST are included in dedicatedInfoNASList of RRCConnectionReconfiguration message.

	<--
	ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST
ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST
	-
	-

	-
	EXCEPTION: In parallel with step 4 below, the test steps in the parallel behaviour in table 10.5.1.3.2-2 is taking place
	
	
	
	

	4
	Check: Does the UE transmit an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message for the additional default EPS Bearer?
	-->
	ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT
	3
	P

	5
	Void


	
	
	
	

	6
	Void
	
	
	
	

	7
	The SS releases the RRC connection.
	-
	-
	-
	-

	Note:
The request of connectivity to an additional PDN may be performed by MMI or AT command.


Table 10.5.1.3.2-2: Parallel behaviour
	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Check: Does the UE transmit an ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT message for the dedicated EPS Bearer?
	-->
	ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT
	3
	P


10.5.1.3.3
Specific message contents
Table 10.5.1.3.3-0: Message RRCConnectionRequest (step 1a, Table 10.5.1.3.2-1)

	Derivation path: 36.508 table 4.6.1-16

	Information Element
	Value/Remark
	Comment
	Condition

	RRCConnectionRequest ::= SEQUENCE {
	
	
	

	  criticalExtensions CHOICE {
	
	
	

	    rrcConnectionRequest-r8 SEQUENCE {
	
	
	

	      establishmentCause
	mo-Data
	
	

	    }
	
	
	

	  }
	
	
	

	}
	
	
	


Table 10.5.1.3.3-1: Message PDN CONNECTIVITY REQUEST (step 2, Table 10.5.1.3.2-1)

	Derivation Path: TS 36.508 Table 4.7.3-20

	Information Element
	Value/remark
	Comment
	Condition

	EPS bearer identity
	0000
	No EPS bearer identity assigned
	

	Procedure transaction identity
	PTI-1
	UE assigns a particular PTI not yet used between 0 and 255 
	

	ESM information transfer flag
	Not present
	This IE is only used during an attach procedure.
	

	Access point name
	APN-1(New PDN name)
	The requested PDN is different from default PDN
	


Table 10.5.1.3.3-1a: Message RRCConnectionReconfiguration (step 3, Table 10.5.1.3.2-1)

	Derivation path: 36.508 table 4.6.1-8 using condition DRB(0,2)

	Information Element
	Value/Remark
	Comment
	Condition

	RRCConnectionReconfiguration ::= SEQUENCE {
	
	
	

	  criticalExtensions CHOICE {
	
	
	

	    c1 CHOICE{
	
	
	

	      rrcConnectionReconfiguration-r8 SEQUENCE {
	
	
	

	        dedicatedInfoNASList SEQUENCE  {
	2 entries
	
	

	          dedicatedInfoNAS[1]
	See table 10.5.1.3.3-2
	
	

	          dedicatedInfoNAS[2]
	See table 10.5.1.3.3-3
	
	

	        }
	
	
	

	      }
	
	
	

	    }
	
	
	

	  }
	
	
	

	}
	
	
	


Table 10.5.1.3.3-2: Message ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST (step 3, Table 10.5.1.3.2-1)

	Derivation Path: TS 36.508 Table 4.7.3-6

	Information Element
	Value/remark
	Comment
	Condition

	EPS bearer identity
	6
	
	

	Procedure transaction identity
	PTI-1
	SS re-uses the particular PTI defined by UE for this present additional PDN connectivity request procedure.
	

	Access point name
	APN-1
	SS re-uses the particular APN defined by UE for this present additional PDN connectivity request procedure
	


Table 10.5.1.3.3-3: Message ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST (step 3, Table 10.5.1.3.2-1)

	Derivation Path: TS 36.508 Table 4.7.3-3

	Information Element
	Value/remark
	Comment
	Condition

	EPS bearer identity
	7
	
	

	Procedure transaction identity
	0
	No procedure transaction identity assigned
	

	Linked EPS bearer identity
	6
	
	

	EPS QoS
	According to reference dedicated EPS bearer context #2 - see [18]
	SS defines an additional dedicated EPS QoS
	

	TFT
	According to reference dedicated EPS bearer context #2 - see [18]
	
	


Table 10.5.1.3.3-4: Message ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT (step 4, Table 10.5.1.3.2-1)

	Derivation Path: TS 36.508 Table 4.7.3-4

	Information Element
	Value/remark
	Comment
	Condition

	EPS bearer identity
	6
	
	

	Procedure transaction identity
	0
	No procedure transaction identity assigned
	


Table 10.5.1.3.3-5: Message ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT (step 6, Table 10.5.1.3.2-2)

	Derivation Path: TS 36.508 Table 4.7.3-1

	Information Element
	Value/remark
	Comment
	Condition

	EPS bearer identity
	7
	
	

	Procedure transaction identity
	0
	No procedure transaction identity assigned
	


10.5.2
Void
10.5.3
UE requested PDN connectivity not accepted

10.5.3.1
Test Purpose (TP)

(1)

with { the UE has sent a PDN CONNECTIVITY REQUEST message to an additional PDN }

ensure that {

  when { the UE receives an PDN CONNECTIVITY REJECT message with PTI matching the PDN CONNECTIVITY REQUEST message and including a ESM cause value }

    then { the UE enters the state PROCEDURE TRANSACTION INACTIVE }

            }

10.5.3.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.301, clauses 6.2.2, 6.4.1.3, 6.4.2.3 and 6.5.1.2.

[TS 24.301, clause 6.2.2]

The UE shall set the PDN type IE in the PDN CONNECTIVITY REQUEST message, based on its IP stack configuration as follows:

a)
A UE, which is IPv6 and IPv4 capable and 

-
has not been allocated an IP address for this APN, shall set the PDN type IE to IPv4v6.

-
has been allocated an IPv4 address for this APN and received the ESM cause #52 "single address bearers only allowed", and is requesting an IPv6 address, shall set the PDN type IE to IPv6.

-
has been allocated an IPv6 address for this APN and received the ESM cause #52 "single address bearers only allowed", and is requesting an IPv4 address, shall set the PDN type IE to IPv4.

b)
A UE, which is only IPv4 capable, shall set the PDN type IE to IPv4.

c)
A UE, which is only IPv6 capable, shall set the PDN type IE to IPv6.

d)
When the IP version capability of the UE is unknown in the UE (as in the case when the MT and TE are separated and the capability of the TE is not known in the MT), the UE shall set the PDN type IE to IPv4v6.
...

[TS 24.301, clause 6.5.1.2]

...

In order to request connectivity to an additional PDN, the UE shall send a PDN CONNECTIVITY REQUEST message including a requested APN to the MME, start timer T3482 and enter the state PROCEDURE TRANSACTION PENDING (see example in figure 6.5.1.2.1). In the PDN type information element the UE shall indicate the IP version capability of the IP stack associated with the UE as specified in subclause 6.4.1

The UE shall set the request type to "initial request" when the UE is establishing connectivity to a PDN for the first time, i.e. when it is an initial attach to that PDN. The UE shall set the request type to "handover" when the connectivity to a PDN is established upon handover from a non-3GPP access network and the UE was connected to that PDN before the handover to the 3GPP access network.
...

[TS 24.301, clause 6.5.1.4]

...

Upon receipt of the PDN CONNECTIVITY REJECT message, the UE shall stop timer T3482 and enter the state PROCEDURE TRANSACTION INACTIVE.

The PDN CONNECTIVITY REJECT message contains an ESM cause IE that typically indicates one of the following ESM cause values:
#8:

operator determined barring;

#26:
insufficient resources;

#27:
missing or unknown APN;

#28:
unknown PDN type;

#29:
user authentication failed;

#30:
request rejected by Serving GW or PDN GW;

#31:
request rejected, unspecified;

#32:
service option not supported;

#33:
requested service option not subscribed;

#34:
service option temporarily out of order;

#35:
PTI already in use;
#38:
network failure;

#50:
PDN type IPv4 only allowed;

#51:
PDN type IPv6 only allowed;

#53:
ESM information not received;

#54:
PDN connection does not exist;

#55:
multiple PDN connections for a given APN not allowed;

#95 – 111:
protocol errors;

#112:
APN restriction value incompatible with active EPS bearer context.

10.5.3.3
Test description

10.5.3.3.1
Pre-test conditions

System Simulator:

-
Cell A.

UE:

None.
Preamble:

-
The UE is in state Registered, Idle mode (state 2) according to [18] (1 default EPS bearer context is active).

10.5.3.3.2
Test procedure sequence

Table 10.5.3.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Cause the UE to request connectivity to an additional PDN (see Note)
	-
	-
	-
	-

	1a
	The UE transmits a SERVICE REQUEST
	-->
	SERVICE REQUEST
	-
	-

	2
	The UE transmit a PDN CONNECTIVITY REQUEST message as specified to request an additional PDN. 
	-->
	PDN CONNECTIVITY REQUEST
	
	

	3
	The SS transmits a PDN CONNECTIVITY REJECT message.
	<--
	PDN CONNECTIVITY REJECT
	-
	-

	4
	Void
	-
	-
	-
	-

	5
	Void
	-
	-
	-
	-

	6
	The SS releases the RRC connection.
	-
	-
	-
	-

	7
	Cause the UE to request connectivity to an additional PDN (see Note)
	-
	-
	-
	-

	8
	The UE transmits a SERVICE REQUEST message.
	-->
	SERVICE REQUEST
	-
	-

	9
	The SS establishes a DRB associated with the default EPS bearer context activated during the preamble.
	-
	-
	-
	-

	8
	Check: Does the UE transmit a PDN CONNECTIVITY REQUEST?
	-->
	PDN CONNECTIVITY REQUEST
	1
	P

	9
	The SS transmits an ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message.
	<--
	ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST
	-
	-

	10
	Check: Does the UE transmit an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message?
	-->
	ACTIVATE DFAULT EPS BEARER CONTEXT ACCEPT
	1
	P

	Note:
The request of connectivity to an additional PDN may be performed by MMI or AT command.


10.5.3.3.3
Specific message contents
Table 10.5.3.3.3-1: Message PDN CONNECTIVITY REQUEST (step 2, table 10.5.3.3.2-1)

	Derivation Path: TS 36.508 Table 4.7.3-20

	Information Element
	Value/remark
	Comment
	Condition

	EPS bearer identity
	0000
	No EPS bearer identity assigned
	

	Procedure transaction identity
	PTI-1
	UE assigns a particular PTI not yet used between  1 and 254 
	

	ESM information transfer flag
	Not present
	This IE is only activable during an attach procedure.
	

	Access point name
	APN-1(New PDN name)
	The requested PDN is different from default PDN
	


Table 10.5.3.3.3-2: Message PDN CONNECTIVITY REJECT (step 3, table 10.5.3.3.2-1)

	Derivation Path: TS 36.508 Table 4.7.3-19

	Information Element
	Value/remark
	Comment
	Condition

	EPS bearer identity
	0000
	No EPS bearer identity assigned
	

	Procedure transaction identity
	PTI-1
	The SS indicates the same value like received in the PDN CONNECTIVITY REQUEST 
	

	ESM cause
	01101111
	“Protocol error, unspecified”
	

	Protocol configuration options
	Not present
	
	


Table 10.5.3.3.3-3: Void
Table 10.5.3.3.3-4: Message PDN CONNECTIVITY REQUEST (step 8, table 10.5.3.3.2-1)

	Derivation Path: TS 36.508 Table 4.7.3-20

	Information Element
	Value/remark
	Comment
	Condition

	EPS bearer identity
	0000
	No EPS bearer identity assigned
	

	Procedure transaction identity
	PTI-2
	UE assigns a particular PTI not yet used between  1 and 254  (may be identical to PTI-1)
	

	ESM information transfer flag
	Not present
	This IE is only activable during an attach procedure.
	

	Access point name
	APN-2 (New PDN name)
	The requested PDN is different from default PDN (may be identical to APN-1)
	


Table 10.5.3.3.3-5: Message ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST (step 10, table 10.5.3.3.2-1)

	Derivation Path: TS 36.508 Table 4.7.3-6 and table 4.6.1-8 with condition AM-DRB-ADD(2)

	Information Element
	Value/remark
	Comment
	Condition

	EPS bearer identity
	6
	
	

	Procedure transaction identity
	PTI-2
	SS re-uses the particular PTI defined by UE for this present additional PDN connectivity request procedure.
	

	Access point name
	APN-2
	SS re-uses the particular APN defined by UE for this present additional PDN connectivity request procedure
	


Table 10.5.3.3.3-6: Message ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT (step 10, table 10.5.3.3.2-1)

	Derivation path: 36.508 table 4.7.3-1

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer identity
	6
	Same value as in ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST
	

	Procedure transaction identity
	0
	"No procedure transaction identity assigned"
	


10.6
UE requested PDN disconnect
10.6.1
UE requested PDN disconnect procedure accepted by the network
10.6.1.1
Test Purpose (TP)

(1)

with { UE is in BEARER CONTEXT ACTIVE STATE state }

ensure that {

  when { UE is triggered to disconnect from a PDN }

    then { UE sends a PDN DISCONNECT REQUEST message including the default EPS bearer identity associated with this PDN }

            }

(2)

with { UE is in PROCEDURE TRANSACTION PENDING state }

ensure that {

  when { UE receives a DEACTIVATE EPS BEARER CONTEXT REQUEST message with any valid ESM cause }

    then { UE deactivates the default EPS bearer context for this PDN connection between the UE and the SS }

            }

10.6.1.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.301, clauses 6.5.2.2, and 6.5.2.4.

[TS 24.301, clause 6.5.2.2]

In order to request PDN disconnection from a PDN, the UE shall send a PDN DISCONNECT REQUEST message to the MME, start the timer T3492 and enter the state PROCEDURE TRANSACTION PENDING (see example in figure 6.5.2.2.1). The PDN DISCONNECT REQUEST message shall include the EPS bearer identity of the default bearer associated with the PDN to disconnect from as the linked EPS bearer identity in the PDN DISCONNECT REQUEST message. 
 [TS 24.301, clause 6.5.2.3]

...

Upon receipt of the DEACTIVATE EPS BEARER CONTEXT REQUEST message, the UE shall stop the timer T3492 and enter the state PROCEDURE TRANSACTION INACTIVE. The behaviour of the UE is described in subclause 6.4.4.

...

[TS 24.301, clause 6.4.4.2]

If a NAS signalling connection exists when the MME initiates the EPS bearer context deactivation procedure, the MME shall initiate the EPS bearer context deactivation procedure by sending a DEACTIVATE EPS BEARER CONTEXT REQUEST message to the UE, start the timer T3495, and enter the state BEARER CONTEXT INACTIVE PENDING (see example in figure 6.4.4.2.1). The DEACTIVATE EPS BEARER CONTEXT REQUEST message contains an ESM cause typically indicating one of the following:

#8: 
operator determined barring;
#36:
regular deactivation;

#38:
network failure; or

#112:
APN restriction value incompatible with active EPS bearer context.
The procedure transaction identity (PTI) shall also be included if the deactivation is triggered by a UE initiated bearer resource modification procedure or UE requested PDN disconnect procedure.

...

10.6.1.3
Test description

10.6.1.3.1
Pre-test conditions

System Simulator:

-
Cell A is configured according to Table 6.3.2.2-1 in [18].

UE:

None.
Preamble:

-
The UE is in state Registered, Idle mode (state 2) according to [18] on Cell A.

-
Two default EPS bearer context are activated and present on UE side (a first PDN obtained during the attach procedure and an additional PDN). 

10.6.1.3.2
Test procedure sequence

Table 10.6.1.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Cause the UE to request disconnection from the additional PDN (see Note 1)
	-
	-
	-
	-

	1a
	The UE transmits a SERVICE REQUEST
	-->
	SERVICE REQUEST
	-
	-

	2
	Check: Does the UE transmit a PDN DISCONNECT REQUEST message as specified (to disconnect from the additional PDN)? 
	-->
	PDN DISCONNECT REQUEST
	1
	P

	3
	The SS transmits a DEACTIVATE EPS BEARER CONTEXT REQUEST message included in an RRCConnectionReconfiguration message.
	<--
	DEACTIVATE EPS BEARER CONTEXT REQUEST
	-
	-

	4
	The UE transmits a DEACTIVATE EPS BEARER CONTEXT ACCEPT message.
	-->
	DEACTIVATE EPS BEARER CONTEXT ACCEPT
	2
	P

	5
	Void


	
	
	
	

	5a
	The SS releases the RRC connection.
	-
	-
	-
	-

	Note 1:
The request to disconnect from a PDN may be performed by MMI or AT command.


10.6.1.3.3
Specific message contents
Table 10.6.1.3.3-1: Message PDN DISCONNECT REQUEST (step 2, Table 10.6.1.3.2-1)

	Derivation Path: TS 36.508 Table 4.7.3-22

	Information Element
	Value/remark
	Comment
	Condition

	EPS bearer identity
	‘0000’
	"no EPS bearer identity assigned"
	

	Procedure transaction identity
	PTI-1
	UE assigns a particular PTI not yet used between 1 and 254
	

	Linked EPS bearer identity
	6
	
	


Table 10.6.1.3.3-1a: Message RRCConnectionReconfiguration (step 3, Table 10.6.1.3.2-1)

	Derivation path: 36.508 table 4.6.1-8 using condition DRB-REL(2)


Table 10.6.1.3.3-2: Message DEACTIVATE EPS BEARER CONTEXT REQUEST (step 3, Table 10.6.1.3.2-1)

	Derivation Path: TS 36.508 Table 4.7.3-12

	Information Element
	Value/remark
	Comment
	Condition

	EPS bearer identity
	6
	SS re-uses the EPS Bearer Id defined by UE for this present PDN disconnection procedure.
	

	Procedure transaction identity
	PTI-1
	SS re-uses the particular PTI defined by UE for this present PDN disconnection procedure.
	UE-INITIATED

	ESM cause
	#36
	regular deactivation
	


Table 10.6.1.3.3-3: Message DEACTIVATE EPS BEARER CONTEXT ACCEPT (step 4, Table 10.6.1.3.2-1)

	Derivation Path: TS 36.508 Table 4.7.3-11

	Information Element
	Value/remark
	Comment
	Condition

	EPS bearer identity
	6
	The same value as the value set in DEACTIVATE EPS BEARER CONTEXT REQUEST message.
	

	Procedure transaction identity
	0
	No procedure transaction identity assigned
	


10.6.2
UE requested PDN disconnect procedure not accepted by the network
10.6.2.1
Test Purpose (TP)

(1)

with { the UE is in PROCEDURE TRANSACTION PENDING state }

ensure that {

  when { the UE receives a PDN DISCONNECT REJECT message with a cause #49:last PDN disconnection not allowed }

    then { the UE aborts the PDN disconnection procedure and does not deactivates the default EPS bearer context for this PDN connection }

            }

10.6.2.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.301, clauses 6.5.2.2, and 6.5.2.4.

[TS 24.301, clause 6.5.2.2]

In order to request PDN disconnection from a PDN, the UE shall send a PDN DISCONNECT REQUEST message to the MME, start the timer T3492 and enter the state PROCEDURE TRANSACTION PENDING (see example in figure 6.5.2.2.1). The PDN DISCONNECT REQUEST message shall include the EPS bearer identity of the default bearer associated with the PDN to disconnect from as the linked EPS bearer identity in the PDN DISCONNECT REQUEST message. 

…
 [TS 24.301, clause 6.5.2.4]

Upon receipt of the PDN DISCONNECT REQUEST message, if it is not accepted by the network, the MME shall send a PDN DISCONNECT REJECT message to the UE. The PDN DISCONNECT REJECT message shall contain the PTI and an ESM cause IE that typically indicates one of the following ESM cause values:
#35:
PTI already in use;

#43:
invalid EPS bearer identity;
#49:
last PDN disconnection not allowed;

#95 – 111: protocol errors.

Upon receipt of the PDN DISCONNECT REJECT message, the UE shall stop the timer T3492, enter the state PROCEDURE TRANSACTION INACTIVE and abort the PDN disconnection procedure. Additionally, in all cases with the exception of the UE having received ESM cause #49 "last PDN disconnection not allowed", the UE shall deactivate all EPS bearer contexts for this PDN connection locally without peer-to-peer signalling between the UE and the MME.
10.6.2.3
Test description

10.6.2.3.1
Pre-test conditions

System Simulator:

-
Cell A

UE:

None.
Preamble:

-
The UE is in state Registered, Idle mode (state 2) according to [18] on Cell A.

10.6.2.3.2
Test procedure sequence

Table 10.6.2.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Cause the UE to request PDN disconnection from the default PDN (see note 1)
	-
	-
	-
	-

	-
	EXCEPTION: steps 2a1 to 2b2 describe two alternative behaviours allowed for the UE.
	-
	-
	-
	-

	2a1
	IF the UE transmits a SERVICE REQUEST within the next 10s, THEN all steps until step 6a6 are executed. 
	-->
	SERVICE REQUEST
	-
	-

	2a2
	The SS establishes the DRB associated with the default EPS bearer context activated during the preamble.
	-
	-
	-
	-

	2a3
	The UE transmits a PDN DISCONNECT REQUEST message for the default PDN connection.
	-->
	PDN DISCONNECT REQUEST
	-
	-

	2a4
	The SS transmits a PDN DISCONNECT REJECT message with cause #49 last PDN disconnection not allowed.  
	<--
	PDN DISCONNECT REJECT
	-
	-

	2b1
	ELSE, the SS pages the UE.
	-
	-
	-
	-

	2b2
	The UE transmits a SERVICE REQUEST message.
	-->
	SERVICE REQUEST
	-
	-

	3
	The SS tansmits an ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST with a linked EPS bearer ID referring to the default EPS bearer context activated during the preamble
	<--
	ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST
	-
	-

	4
	Check: Does the UE transmit an ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT message? (see Note 2)
	-->
	ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT
	1
	P

	Note 1:
The request of disconnection to a PDN and the sending of data may be performed by MMI or AT command.
Note 2:
This confirms that the additional default EPS bearer has not been deactivated by UE.


10.6.2.3.3
Specific message contents
Table 10.6.2.3.3-1: Message PDN DISCONNECT REQUEST (step 2a3, table 10.6.2.3.2-1)

	Derivation Path: TS 36.508 Table 4.7.3-22

	Information Element
	Value/remark
	Comment
	Condition

	EPS bearer identity
	‘0000’
	"no EPS bearer identity assigned"
	

	Procedure transaction identity
	PTI-1
	UE assigns a particular PTI not yet used between 1 and 254
	

	Linked EPS bearer identity
	6
	
	


Table 10.6.2.3.3-2: Message PDN DISCONNECT REJECT (step 2a4, table 10.6.2.3.2-1)

	Derivation Path: TS 36.508 Table 4.7.3-21

	Information Element
	Value/remark
	Comment
	Condition

	EPS bearer identity
	‘0000’
	"no EPS bearer identity assigned"
	

	Procedure transaction identity
	PTI-1
	SS re-uses the particular PTI defined by UE for this present PDN disconnection procedure.
	

	ESM cause
	#49
	last PDN disconnection not allowed
	


Table 10.6.2.3.3-3: Message ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST (step 3, table 10.6.2.3.2-1)

	Derivation path: 36.508 table 4.7.3-3

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer identity
	6
	
	

	Procedure transaction identity
	0
	"No procedure transaction identity assigned"
	

	Linked EPS bearer identity
	6
	
	

	EPS QoS
	According to reference dedicated EPS bearer context #2 - see [18]
	SS defines an additional dedicated EPS QoS
	

	TFT
	According to reference dedicated EPS bearer context #2 - see [18]
	
	


Table 10.6.2.3.3-4: Message ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT (step 4, Table 10.6.2.3.2-1)

	Derivation path: 36.508 table 4.7.3-1

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer identity
	6
	
	

	Procedure transaction identity
	0
	"No procedure transaction identity assigned"
	


10.7
UE requested bearer resource allocation

10.7.1
UE requested bearer resource allocation accepted by the network / New EPS bearer context

10.7.1.1
Test Purpose (TP)

(1)

with { UE in PROCEDURE TRANSACTION INACTIVE state and in EMM-IDLE mode }

ensure that {
  when { UE is requested to allocate of bearer resource }

    then { UE sends a BEARER RESOURCE ALLOCATION REQUEST message }

            }

(2)
with { UE has sent the BEARER RESOURCE ALLOCATION REQUEST message }

ensure that {
  when { UE receives an ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message with the procedure transaction identity (PTI) indicated in the BEARER RESOURCE ALLOCATION REQUEST message }

    then { UE sends an ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT message }

            }

10.7.1.2
Conformance requirements
References: The conformance requirements covered in the present TC are specified in: TS 24.301, clause 6.5.3.2 and 6.5.3.3.

[TS 24.301, clause 6.5.3.2]

In order to request the allocation of bearer resources for one traffic flow aggregate, the UE shall send a BEARER RESOURCE ALLOCATION REQUEST message to the MME, start timer T3480 and enter the state PROCEDURE TRANSACTION PENDING (see example in figure 6.5.3.2.1).

The UE shall include the EPS bearer identity of the default EPS bearer associated with the requested bearer resource in the Linked EPS bearer identity IE. The UE shall set the TFT operation code in the Traffic flow aggregate IE to "Create new TFT". In the Required traffic flow QoS IE, the UE shall indicate a QCI and, if the UE also includes a GBR, the additional GBR required for the traffic flow aggregate.
...
[TS 24.301, clause 6.5.3.3]

...
If the bearer resource allocation requested is accepted by the network, the MME shall initiate either a dedicated EPS bearer context activation procedure or an EPS bearer context modification procedure. Upon receipt of an ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST or MODIFY EPS BEARER CONTEXT REQUEST with a PTI which matches the value used for the BEARER RESOURCE ALLOCATION REQUEST, the UE shall stop timer T3480 and enter the state PROCEDURE TRANSACTION INACTIVE.

If the ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST is received, the UE shall verify that the EPS bearer identity given in the EPS bearer identity IE is not already used by any dedicated EPS bearer contexts associated with the included linked EPS bearer identity. The UE shall then proceed as described in subclause 6.4.2.3 or subclause 6.4.2.4.

...
10.7.1.3
Test description
10.7.1.3.1
Pre-test conditions

System Simulator:

-
Cell A
UE:

None.

Preamble:

-
The UE is in state Registered, Idle mode (state 2) according to [18].

-
A default EPS bearer is established between the first PDN and the UE.

10.7.1.3.2
Test procedure sequence

Table 10.7.1.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Cause the UE to request bearer resource allocation of dedicated EPS bearer associated with first PDN connectivity. (see Note)
	-
	-
	-
	-

	2
	The UE transmits a SERVICE REQUEST message.
	-->
	SERVICE REQUEST
	-
	-

	3
	Check: Does the UE transmit a BEARER RESOURCE ALLOCATION REQUEST message?
	-->
	BEARER RESOURCE ALLOCATION REQUEST
	1
	P

	4
	The SS transmits an ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message.
	<--
	ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST
	-
	-

	5
	Check: Does the UE transmit an ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT message?
	-->
	ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT
	2
	P

	Note:
The trigger in step 1 and the RRC messages in steps 2 to 5 are the same as in the generic procedure in 36.508 clause 6.4.3.1.


10.7.1.3.3
Specific message contents
Table 10.7.1.3.3-1: Message BEARER RESOURCE ALLOCATION REQUEST (step 3, Table 10.7.1.3.2-1)

	Derivation path: 36.508 table 4.7.3-6B

	Information Element
	Value/Remark
	Comment
	Condition

	Linked EPS bearer identity
	5
	
	


Table 10.7.1.3.3-2: Message ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST (step 4, Table 10.7.1.3.2-1)

	Derivation path: 36.508 table 4.7.3-3, condition UE-INITIATED and table 4.6.1-8 with condition AM-DRB-ADD(2)

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer identity
	6
	
	

	Linked EPS bearer identity
	5
	
	


10.7.2
UE requested bearer resource allocation accepted by the network / Existing EPS bearer context

10.7.2.1
Test Purpose (TP)

(1)

with { UE in PROCEDURE TRANSACTION INACTIVE state and in EMM-IDLE mode }

ensure that {
  when { UE is requested to allocate of bearer resource }

    then { UE sends a BEARER RESOURCE ALLOCATION REQUEST message }

            }

(2)
with { UE has sent a BEARER RESOURCE ALLOCATION REQUEST message }

ensure that {
  when { UE receives a MODIFY EPS BEARER CONTEXT REQUEST message with the procedure transaction identity (PTI) indicated in the BEARER RESOURCE ALLOCATION REQUEST message }

    then { UE sends a MODIFY EPS BEARER CONTEXT ACCEPT message }

            }

10.7.2.2
Conformance requirements
References: The conformance requirements covered in the present TC are specified in: TS 24.301, clause 6.5.3.2 and 6.5.3.3.

[TS 24.301, clause 6.5.3.2]

In order to request the allocation of bearer resources for one traffic flow aggregate, the UE shall send a BEARER RESOURCE ALLOCATION REQUEST message to the MME, start timer T3480 and enter the state PROCEDURE TRANSACTION PENDING (see example in figure 6.5.3.2.1).

The UE shall include the EPS bearer identity of the default EPS bearer associated with the requested bearer resource in the Linked EPS bearer identity IE. The UE shall set the TFT operation code in the Traffic flow aggregate IE to "Create new TFT". In the Required traffic flow QoS IE, the UE shall indicate a QCI and, if the UE also includes a GBR, the additional GBR required for the traffic flow aggregate. 

...
[TS 24.301, clause 6.5.3.3]

...
If the bearer resource allocation requested is accepted by the network, the MME shall initiate either a dedicated EPS bearer context activation procedure or an EPS bearer context modification procedure. Upon receipt of an ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST or MODIFY EPS BEARER CONTEXT REQUEST with a PTI which matches the value used for the BEARER RESOURCE ALLOCATION REQUEST, the UE shall stop timer T3480 and enter the state PROCEDURE TRANSACTION INACTIVE.

...
If the MODIFY EPS BEARER CONTEXT REQUEST is received, the UE verifies that the EPS bearer identity given in the EPS bearer identity IE is any of the active EPS bearer contexts. The UE shall then proceed as described in subclause 6.4.3.3 or subclause 6.4.3.4.

10.7.2.3
Test description
10.7.2.3.1
Pre-test conditions

System Simulator:
-
Cell A
UE:

None.

Preamble:

-
The UE is in state Registered, Idle mode (state 2) according to [18].

-
A default EPS bearer is established between the first PDN and the UE.

10.7.2.3.2
Test procedure sequence

Table 10.7.2.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Cause the UE to request bearer resource allocation of dedicated EPS bearer associated with first PDN connectivity.(see Note)
	-
	-
	-
	-

	2
	The UE transmits a SERVICE REQUEST message.
	-->
	SERVICE REQUEST
	-
	-

	3
	Check: Does the UE transmit a BEARER RESOURCE ALLOCATION REQUEST message?
	-->
	BEARER RESOURCE ALLOCATION REQUEST
	1
	P

	4
	The SS transmits a MODIFY EPS BEARER CONTEXT REQUEST message.
	<--
	MODIFY EPS BEARER CONTEXT REQUEST
	-
	-

	5
	Check: Does the UE transmit a MODIFY EPS BEARER CONTEXT ACCEPT message?
	-->
	MODIFY EPS BEARER CONTEXT ACCEPT
	2
	P

	Note:
The trigger in step 1 and the RRC messages in steps 2 to 5 are the same as in the generic procedure in 36.508 clause 6.4.3.1.


10.7.2.3.3
Specific message contents
Table 10.7.2.3.3-1: Message BEARER RESOURCE ALLOCATION REQUEST (step 3, Table 10.7.2.3.2-1)

	Derivation path: 36.508 table 4.7.3-6B

	Information Element
	Value/Remark
	Comment
	Condition

	Linked EPS bearer identity
	5
	
	


Table 10.7.2.3.3-2: Message MODIFY EPS BEARER CONTEXT REQUEST (step 4, Table 10.7.2.3.2-1)

	Derivation path: 36.508 table 4.7.3-18, condition UE-INITIATED and table 4.6.1-8 with condition AM-DRB-ADD(1)

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer identity
	5
	
	

	New EPS QoS
	According to reference default EPS bearer context #2 except for QCI - see [18]
	
	

	  QCI
	‘0000 0101’B
	5

(non-GBR QCI)
	


10.7.3
UE requested bearer resource allocation not accepted by the network

10.7.3.1
Test Purpose (TP)
(1)

with { UE has sent the BEARER RESOURCE ALLOCATION REQUEST message }

ensure that {
  when { UE receives a BEARER RESOURCE ALLOCATION REJECT message with the procedure transaction identity (PTI) indicated in the BEARER RESOURCE ALLOCATION REQUEST message and a cause “Protocol error, unspecified” }

    then { UE enters state PROCEDURE TRANSACTION INACTIVE }

            }
10.7.3.2
Conformance requirements
References: The conformance requirements covered in the present TC are specified in: TS 24.301, clause 6.5.3.4 and 7.3.1.

[TS 24.301, clause 6.5.3.4]

If the bearer resource allocation requested cannot be accepted by the network, the MME shall send a BEARER RESOURCE ALLOCATION REJECT message to the UE. The message shall contain the PTI and an ESM cause value indicating the reason for rejecting the UE requested bearer resource allocation.

The ESM cause value typically indicates one of the following:

#26:
insufficient resources;

#30:
request rejected by Serving GW or PDN GW;

#31:
request rejected, unspecified;

#32:
service option not supported;

#33:
requested service option not subscribed;

#34:
service option temporarily out of order;

#35:
PTI already in use;

#37:
EPS QoS not accepted;

#41:
semantic error in the TFT operation;

#42:
syntactical error in the TFT operation;

#43:
invalid EPS bearer identity;

#44:
semantic error(s) in packet filter(s);

#45:
syntactical error(s) in packet filter(s);

#56:
collision with network initiated request; 
#59:
unsupported QCI value; or
#95 – 111:
protocol errors.

...
Upon receipt of a BEARER RESOURCE ALLOCATION REJECT message, the UE shall stop the timer T3480, release the traffic flow aggregate description associated to the PTI value, and enter the state PROCEDURE TRANSACTION INACTIVE.

The further actions to be performed by the UE are implementation dependent as part of upper layers responsibility.

[TS 24.301, clause 7.3.1]

...
The following UE procedures shall apply for handling an unknown, erroneous, or unforeseen PTI received in an ESM message:

...
h)
If the UE receives an ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message in which the PTI value is an assigned value that does not match any PTI in use, the UE shall respond with an ACTIVATE DEDICATED EPS BEARER CONTEXT REJECT message including ESM cause #47 "PTI mismatch".

...
10.7.3.3
Test description
10.7.3.3.1
Pre-test conditions

System Simulator:

-
Cell A
UE:

None.

Preamble:

-
The UE is in state Registered, Idle mode (state 2) according to [18].

-
A default EPS bearer is established between the first PDN and the UE.

10.7.3.3.2
Test procedure sequence

Table 10.7.3.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Cause the UE to request bearer resource allocation of dedicated EPS bearer associated with first PDN connectivity.(see Note)
	-
	-
	-
	-

	2
	The UE transmits a SERVICE REQUEST message.
	-->
	SERVICE REQUEST
	-
	-

	3
	The UE transmits a BEARER RESOURCE ALLOCATION REQUEST message.
	-->
	BEARER RESOURCE ALLOCATION REQUEST
	-
	-

	4
	The SS transmits a BEARER RESOURCE ALLOCATION REJECT message.
	<--
	BEARER RESOURCE ALLOCATION REJECT
	-
	-

	5
	The SS transmits an ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message.
	<--
	ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST
	-
	-

	6
	Check: Does the UE transmit an ACTIVATE DEDICATED EPS BEARER CONTEXT REJECT message?
	-->
	ACTIVATE DEDICATED EPS BEARER CONTEXT REJECT
	1
	P

	Note:
The trigger in step 1 and the RRC messages in steps 2 to 6 are the same as in the generic procedure in 36.508 clause 6.4.3.1.


10.7.3.3.3
Specific message contents
Table 10.7.3.3.3-1: Message BEARER RESOURCE ALLOCATION REQUEST (step 3, Table 10.7.3.3.2-1)

	Derivation path: 36.508 table 4.7.3-6B

	Information Element
	Value/Remark
	Comment
	Condition

	Linked EPS bearer identity
	5
	
	


Table 10.7.3.3.3-2: Message BEARER RESOURCE ALLOCATION REJECT (step 4, Table 10.7.3.3.2-1)

	Derivation path: 36.508 table 4.7.3-6A

	Information Element
	Value/Remark
	Comment
	Condition

	ESM cause
	‘0110 1111’B
	Protocol error, unspecified
	


Table 10.7.3.3.3-3: Message ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST (step 5, Table 10.7.3.3.2-1)

	Derivation path: 36.508 table 4.7.3-3 and table 4.6.1-8 with condition AM-DRB-ADD(2)

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer identity
	6
	
	

	Procedure transaction identity
	The same value as the value set in BEARER RESOURCE ALLOCATION REQUEST message in step 3.
	
	

	Linked EPS bearer identity
	5
	
	


Table 10.7.3.3.3-4: Message ACTIVATE DEDICATED EPS BEARER CONTEXT REJECT (step 6, Table 10.7.3.3.2-1)

	Derivation path: 36.508 table 4.7.3-2

	Information Element
	Value/Remark
	Comment
	Condition

	ESM cause
	‘0010 1111’B
	PTI mismatch
	


10.7.4
UE requested bearer resource allocation / Expiry of timer T3480
10.7.4.1
Test Purpose (TP)

(1)
with { UE has sent a BEARER RESOURCE ALLOCATION REQUEST message }

ensure that {
  when { UE detects less than fifth expiry of timer T3480 }

    then { UE re-sends a BEARER RESOURCE ALLOCATION REQUEST message }

            }

(2)
with { UE has sent the BEARER RESOURCE ALLOCATION REQUEST message 5 times }

ensure that {
  when { UE detects fifth expiry of timer T3480 }

    then { UE does not re-send a BEARER RESOURCE ALLOCATION REQUEST message }

            }
10.7.4.2
Conformance requirements
References: The conformance requirements covered in the present TC are specified in: TS 24.301, clause 6.5.3.2 and 6.5.3.5.

[TS 24.301, clause 6.5.3.2]

In order to request the allocation of bearer resources for one traffic flow aggregate, the UE shall send a BEARER RESOURCE ALLOCATION REQUEST message to the MME, start timer T3480 and enter the state PROCEDURE TRANSACTION PENDING (see example in figure 6.5.3.2.1).

...
[TS 24.301, clause 6.5.3.5]

a)
Expiry of timer T3480:


On the first expiry of the timer T3480, the UE shall resend the BEARER RESOURCE ALLOCATION REQUEST and shall reset and restart timer T3480. This retransmission is repeated four times, i.e. on the fifth expiry of timer T3480, the UE shall abort the procedure, release the PTI allocated for this activation and enter the state PROCEDURE TRANSACTION INACTIVE.
...
10.7.4.3
Test description
10.7.4.3.1
Pre-test conditions

System Simulator:

-
Cell A
UE:

None.

Preamble:

-
The UE is in state Registered, Idle mode (state 2) according to [18].

-
A default EPS bearer is established between the first PDN and the UE.

10.7.4.3.2
Test procedure sequence

Table 10.7.4.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Cause the UE to request bearer resource allocation of dedicated EPS bearer associated with first PDN connectivity.(see Note)
	-
	-
	-
	-

	2
	The UE transmits a SERVICE REQUEST message.
	-->
	SERVICE REQUEST
	-
	-

	3
	The UE transmits a BEARER RESOURCE ALLOCATION REQUEST message.
	-->
	BEARER RESOURCE ALLOCATION REQUEST
	-
	-

	4
	Wait for 8 s to ensure that T3480 expires (1st expiry).
	-
	-
	-
	-

	5
	Check: Does the UE re-transmit a BEARER RESOURCE ALLOCATION REQUEST message?
	-->
	BEARER RESOURCE ALLOCATION REQUEST
	1
	P

	6
	Wait for 8 s to ensure that T3480 expires (2nd expiry).
	-
	-
	-
	-

	7
	Check: Does the UE re-transmit a BEARER RESOURCE ALLOCATION REQUEST message?
	-->
	BEARER RESOURCE ALLOCATION REQUEST
	1
	P

	8
	Wait for 8 s to ensure that T3480 expires (3rd expiry).
	-
	-
	-
	-

	9
	Check: Does the UE re-transmit a BEARER RESOURCE ALLOCATION REQUEST message?
	-->
	BEARER RESOURCE ALLOCATION REQUEST
	1
	P

	10
	Wait for 8 s to ensure that T3480 expires (4th expiry).
	-
	-
	-
	-

	11
	Check: Does the UE re-transmit a BEARER RESOURCE ALLOCATION REQUEST message?
	-->
	BEARER RESOURCE ALLOCATION REQUEST
	1
	P

	12
	Wait for 8 s to ensure that T3480 expires (5th expiry).
	-
	-
	-
	-

	13
	Check: Does the UE re-transmit a BEARER RESOURCE ALLOCATION REQUEST message?
	-->
	BEARER RESOURCE ALLOCATION REQUEST
	2
	F

	Note:
The trigger in step 1 and the RRC messages in steps 2 to 13 are the same as in the generic procedure in 36.508 clause 6.4.3.1.


10.7.4.3.3
Specific message contents
Table 10.7.4.3.3-1: Message BEARER RESOURCE ALLOCATION REQUEST (step 3,5,7,9,11, Table 10.7.4.3.2-1)

	Derivation path: 36.508 table 4.7.3-6B

	Information Element
	Value/Remark
	Comment
	Condition

	Linked EPS bearer identity
	5
	
	


10.7.5
UE requested bearer resource allocation / BEARER RESOURCE ALLOCATION REJECT message including cause #43 "invalid EPS bearer identity"
10.7.5.1
Test Purpose (TP)

(1)

with { UE has sent the BEARER RESOURCE ALLOCATION REQUEST message in order to establish dedicated EPS bearer between the additional PDN and the UE }

ensure that {
  when { UE receives a BEARER RESOURCE ALLOCATION REJECT message with the procedure transaction identity (PTI) indicated in the BEARER RESOURCE ALLOCATION REQUEST message and a cause “invalid EPS bearer identity” }

    then { UE deactivates the EPS bearer context(s) corresponding to the additional PDN locally }
            }
10.7.5.2
Conformance requirements
References: The conformance requirements covered in the present TC are specified in: TS 24.301, clause 6.5.1.1, 6.5.1.3, 6.5.3.4 and 6.5.3.5.

[TS 24.301, clause 6.5.1.1]

The purpose of the UE requested PDN connectivity procedure is for a UE to request the setup of a default EPS bearer to a PDN. The UE requests connectivity to a PDN by sending a PDN CONNECTIVITY REQUEST message to the network. If accepted by the network, this procedure initiates the establishment of a default EPS bearer context. The procedure is used either to establish the first default bearer by including the PDN CONNECTIVITY REQUEST message into the initial attach message, or to establish subsequent default bearers to additional PDNs in order to allow the UE simultaneous access to multiple PDNs by sending the message stand-alone.

[TS 24.301, clause 6.5.1.3]

...
If connectivity with the requested PDN is accepted by the network, the MME shall initiate the default EPS bearer context activation procedure (see subclause 6.4.1).
...
[TS 24.301, clause 6.5.3.4]

If the bearer resource allocation requested cannot be accepted by the network, the MME shall send a BEARER RESOURCE ALLOCATION REJECT message to the UE. The message shall contain the PTI and an ESM cause value indicating the reason for rejecting the UE requested bearer resource allocation.

The ESM cause value typically indicates one of the following:

...
#43:
invalid EPS bearer identity;

...
Upon receipt of a BEARER RESOURCE ALLOCATION REJECT message, the UE shall stop the timer T3480, release the traffic flow aggregate description associated to the PTI value, and enter the state PROCEDURE TRANSACTION INACTIVE.

The further actions to be performed by the UE are implementation dependent as part of upper layers responsibility.

[TS 24.301, clause 6.5.3.5]
The following abnormal cases can be identified:

...
b)
Unknown EPS bearer context


Upon receipt of the BEARER RESOURCE ALLOCATION REJECT message including ESM cause #43 "invalid EPS bearer identity", the UE shall deactivate the existing default EPS bearer context locally without peer-to-peer signalling between the UE and the MME.

10.7.5.3
Test description
10.7.5.3.1
Pre-test conditions

System Simulator:

-
Cell A
UE:

None.

Preamble:

-
The UE is in state Registered, Idle mode (state 2) according to [18].

-
A default EPS bearer is established between the first PDN and the UE.
10.7.5.3.2
Test procedure sequence

Table 10.7.5.3.2-1: Main behaviour
	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Cause the UE to request connectivity to an additional PDN.(see Note 1)
	-
	-
	-
	-

	2
	The UE transmits a SERVICE REQUEST message.
	-->
	SERVICE REQUEST
	-
	-

	3
	The UE transmits a PDN CONNECTIVITY REQUEST message.
	-->
	PDN CONNECTIVITY REQUEST
	-
	-

	4
	The SS transmits an ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message.
	<--
	ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST
	-
	-

	5
	The UE transmits an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message.
	-->
	ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT
	-
	-

	6
	Cause the UE to request bearer resource allocation of dedicated EPS bearer associated with additional PDN connectivity. (see Note 2)
	-
	-
	-
	-

	7
	The UE transmits a BEARER RESOURCE ALLOCATION REQUEST message.
	-->
	BEARER RESOURCE ALLOCATION REQUEST
	-
	-

	8
	The SS transmits a BEARER RESOURCE ALLOCATION REJECT message.
	<--
	BEARER RESOURCE ALLOCATION REJECT
	-
	-

	9
	The SS transmits an ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message.
	<--
	ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST
	-
	-

	10
	Check: Does the UE transmit an ACTIVATE DEDICATED EPS BEARER CONTEXT REJECT message?
	-->
	ACTIVATE DEDICATED EPS BEARER CONTEXT REJECT
	1
	P

	Note 1:
The trigger in step 1 and the RRC messages in steps 2 to 5 are the same as in the generic procedure in 36.508 clause 6.4.3.2.
Note 2:
The trigger in step 6 and the RRC messages in steps 7 to 10 are the same as in the generic procedure in 36.508 clause 6.4.3.1.


10.7.5.3.3
Specific message contents
Table 10.7.5.3.3-1: Message PDN CONNECTIVITY REQUEST (step 3, Table 10.7.5.3.2-1)

	Derivation path: 36.508 table 4.7.3-20

	Information Element
	Value/Remark
	Comment
	Condition

	ESM information transfer flag
	Not present
	
	

	Access point name
	Arbitrary name
	different from first PDN
	


Table 10.7.5.3.3-2: Message ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST (step 4, Table 10.7.5.3.2-1)

	Derivation path: 36.508 table 4.7.3-6 and table 4.6.1-8 with condition AM-DRB-ADD(2)

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer identity
	6
	
	


Table 10.7.5.3.3-3: Message ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT (step 5, Table 10.7.5.3.2-1)

	Derivation path: 36.508 table 4.7.3-4

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer identity
	6
	
	


Table 10.7.5.3.3-4: Message BEARER RESOURCE ALLOCATION REQUEST (step 7, Table 10.7.5.3.2-1)

	Derivation path: 36.508 table 4.7.3-6B

	Information Element
	Value/Remark
	Comment
	Condition

	Linked EPS bearer identity
	6
	
	


Table 10.7.5.3.3-5: Message BEARER RESOURCE ALLOCATION REJECT (step 8, Table 10.7.5.3.2-1)

	Derivation path: 36.508 table 4.7.3-6A

	Information Element
	Value/Remark
	Comment
	Condition

	ESM cause
	‘0010 1011’B
	Invalid EPS bearer identity
	


Table 10.7.5.3.3-6: Message ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST (step 9, Table 10.7.5.3.2-1)

	Derivation path: 36.508 table 4.7.3-3 with condition NETWORK-INITIATED and table 4.6.1-8 with condition AM-DRB-ADD(3)

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer identity
	7
	
	

	Linked EPS bearer identity
	6
	
	


Table 10.7.5.3.3-7: Message ACTIVATE DEDICATED EPS BEARER CONTEXT REJECT (step 10, Table 10.7.5.3.2-1)

	Derivation path: 36.508 table 4.7.3-2

	Information Element
	Value/Remark
	Comment
	Condition

	ESM cause
	‘0010 1011’B
	invalid EPS bearer identity
	


10.8
UE requested bearer resource modification

10.8.1
UE requested bearer resource modification accepted by the network / New EPS bearer context

10.8.1.1
Test Purpose (TP)

(1)

with { UE in PROCEDURE TRANSACTION INACTIVE state and in EMM-CONNECTED mode }

ensure that {
  when { UE is requested to modify of bearer resource corresponding to the dedicated bearer }
    then { UE sends a BEARER RESOURCE MODIFICATION REQUEST message }

            }

(2)
with { UE having sent the BEARER RESOURCE MODIFICATION REQUEST message }

ensure that {
  when { UE receives an ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message with the procedure transaction identity (PTI) indicated in the BEARER RESOURCE MODIFICATION REQUEST message }

    then { UE sends an ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT message }

            }

10.8.1.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.301, clause 6.4.2.3, 6.5.4.2 and 6.5.4.3.

[TS 24.301, clause 6.4.2.3]

...

The linked EPS bearer identity included in the ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message indicates to the UE to which default bearer, IP address and PDN the dedicated bearer is linked.

If the PTI is included in the ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message, the UE uses the PTI to identify the UE requested bearer resource allocation procedure or the UE requested bearer resource modification procedure to which the dedicated bearer context activation is related.
...

[TS 24.301, clause 6.5.4.2]

In order to request the modification of bearer resources for one traffic flow aggregate, the UE shall send a BEARER RESOURCE MODIFICATION REQUEST message to the MME, start timer T3481 and enter the state PROCEDURE TRANSACTION PENDING (see example in figure 6.5.3.2.1).

...

[TS 24.301, clause 6.5.4.3]

Upon receipt of the BEARER RESOURCE MODIFICATION REQUEST message, the MME checks whether the resources requested by the UE can be established, modified or released by verifying the EPS bearer identity given in the EPS bearer identity for packet filter IE.

If the bearer resource modification requested is accepted by the network, the MME shall initiate either a dedicated EPS bearer context activation procedure, an EPS bearer context modification procedure or an EPS bearer context deactivation procedure.

Upon receipt of an ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST, MODIFY EPS BEARER CONTEXT REQUEST or DEACTIVATE EPS BEARER CONTEXT REQUEST with a PTI which matches the value used for the BEARER RESOURCE MODIFICATION REQUEST, the UE shall stop timer T3481 and enter the state PROCEDURE TRANSACTION INACTIVE.

i)
If the ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST is received, the UE shall verify that the EPS bearer identity given in the EPS bearer identity IE is not already used by any dedicated EPS bearer contexts associated with the included linked EPS bearer identity. The UE shall then proceed as described in subclause 6.4.2.3 or subclause 6.4.2.4.

...

10.8.1.3
Test description

10.8.1.3.1
Pre-test conditions

System Simulator:

-
Cell A
UE:

None.

Preamble:

-
The UE is in state Generic RB Established (state 3) according to [18].

-
A default EPS bearer and a dedicated bearer are established between the first PDN and the UE.

10.8.1.3.2
Test procedure sequence

Table 10.8.1.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Cause the UE to request bearer resource modification of dedicated EPS bearer associated with first PDN connectivity.(see Note)
	-
	-
	-
	-

	2
	Check: Does the UE transmit a BEARER RESOURCE MODIFICATION REQUEST message?
	-->
	BEARER RESOURCE MODIFICATION REQUEST
	1
	P

	3
	The SS transmits an ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message.
	<--
	ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST
	-
	-

	4
	Check: Does the UE transmit an ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT message?
	-->
	ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT
	2
	P

	Note:
The trigger in step 1 and the RRC messages in steps 2 to 4 are the same as in the generic procedure in 36.508 clause 6.4.2.13.


10.8.1.3.3
Specific message contents
Table 10.8.1.3.3-1: Message ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST (step 3, Table 10.8.1.3.2-1)

	Derivation path: 36.508 table 4.7.3-3, condition UE-INITIATED and table 4.6.1-8 with condition AM-DRB-ADD(3)

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer identity
	7
	
	

	EPS QoS
	According to reference dedicated EPS bearer context #2 - see [18]
	
	

	TFT
	According to reference dedicated EPS bearer context #2 - see [18]
	
	


10.8.2
UE requested bearer resource modification accepted by the network / Existing EPS bearer context

10.8.2.1
Test Purpose (TP)

(1)
with { UE in PROCEDURE TRANSACTION INACTIVE state and in EMM-CONNECTED mode }

ensure that {
  when { UE is requested to modify of bearer resource corresponding to the dedicated bearer }
    then { UE sends a BEARER RESOURCE MODIFICATION REQUEST message }

            }

(2)
with { UE having sent the BEARER RESOURCE MODIFICATION REQUEST message }

ensure that {
  when { UE receives a MODIFY EPS BEARER CONTEXT REQUEST message with the procedure transaction identity (PTI) indicated in the BEARER RESOURCE MODIFICATION REQUEST message }

    then { UE sends a MODIFY EPS BEARER CONTEXT ACCEPT message }

            }

10.8.2.2
Conformance requirements
References: The conformance requirements covered in the present TC are specified in: TS 24.301, clause 6.5.4.2, 6.5.4.3 and 6.4.3.3.

[TS 24.301, clause 6.5.4.2]

In order to request the modification of bearer resources for one traffic flow aggregate, the UE shall send a BEARER RESOURCE MODIFICATION REQUEST message to the MME, start timer T3481 and enter the state PROCEDURE TRANSACTION PENDING (see example in figure 6.5.3.2.1).

...

[TS 24.301, clause 6.5.4.3]

Upon receipt of the BEARER RESOURCE MODIFICATION REQUEST message, the MME checks whether the resources requested by the UE can be established, modified or released by verifying the EPS bearer identity given in the EPS bearer identity for packet filter IE.

If the bearer resource modification requested is accepted by the network, the MME shall initiate either a dedicated EPS bearer context activation procedure, an EPS bearer context modification procedure or an EPS bearer context deactivation procedure.
Upon receipt of an ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST, MODIFY EPS BEARER CONTEXT REQUEST or DEACTIVATE EPS BEARER CONTEXT REQUEST with a PTI which matches the value used for the BEARER RESOURCE MODIFICATION REQUEST, the UE shall stop timer T3481 and enter the state PROCEDURE TRANSACTION INACTIVE.

...

ii)
If the MODIFY EPS BEARER CONTEXT REQUEST is received, the UE verifies that the EPS bearer identity given in the EPS bearer identity IE is any of the active EPS bearer contexts. The UE shall then proceed as described in subclause 6.4.3.3 or subclause 6.4.3.4.

...

[TS 24.301, clause 6.4.3.3]

...
If the PTI is included in the MODIFY EPS BEARER CONTEXT REQUEST message, the UE uses the PTI to identify the UE requested bearer resource allocation procedure or the UE requested bearer resource modification procedure to which the EPS bearer context modification is related (see subclause 6.5.3 and subclause 6.5.4).
If the PTI is included in the MODIFY EPS BEARER CONTEXT REQUEST message and the PTI is associated to a UE requested bearer resource allocation procedure or a UE requested bearer resource modification procedure, the UE shall release the traffic flow aggregate description associated to the PTI value provided.
...

10.8.2.3
Test description
10.8.2.3.1
Pre-test conditions

System Simulator:

-
Cell A
UE:

None
Preamble:

-
The UE is in state Generic RB Established (state 3) according to [18].

-
A default EPS bearer and a dedicated bearer are established between the first PDN and the UE.

10.8.2.3.2
Test procedure sequence

Table 10.8.2.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Cause the UE to request bearer resource modification of dedicated EPS bearer associated with first PDN connectivity.(see Note)
	-
	-
	-
	-

	2
	Check: Does the UE transmit a BEARER RESOURCE MODIFICATION REQUEST message?
	-->
	BEARER RESOURCE MODIFICATION REQUEST
	1
	P

	3
	The SS transmits a MODIFY EPS BEARER CONTEXT REQUEST message.
	<--
	MODIFY EPS BEARER CONTEXT REQUEST
	-
	-

	4
	Check: Does the UE transmit a MODIFY EPS BEARER CONTEXT ACCEPT message?
	-->
	MODIFY EPS BEARER CONTEXT ACCEPT
	2
	P

	Note:
The trigger in step 1 and the RRC messages in steps 2 to 4 are the same as in the generic procedure in 36.508 clause 6.4.3.3.


10.8.2.3.3
Specific message contents
Table 10.8.2.3.3-1: Message BEARER RESOURCE MODIFICATION REQUEST (step 2, Table 10.8.2.3.2-1)

	Derivation path: 36.508 table 4.7.3-8

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer identity for packet filter
	6
	
	


Table 10.8.2.3.3-2: Message MODIFY EPS BEARER CONTEXT REQUEST (step 3, Table 10.8.2.3.2-1)

	Derivation path: 36.508 table 4.7.3-18, condition UE-INITIATED and table 4.6.1-8 with condition AM-DRB-ADD(2)

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer identity
	6
	
	

	New EPS QoS
	According to reference dedicated EPS bearer context #2 - see [18]
	
	

	TFT
	According to reference dedicated EPS bearer context #2 except for TFT operation code - see [18]
	
	

	  TFT operation code
	‘100’B
	Replace packet filters in existing TFT
	


10.8.3
UE requested bearer resource modification not accepted by the network

10.8.3.1
Test Purpose (TP)

(1)

with { UE has sent the BEARER RESOURCE MODIFICATION REQUEST message }

ensure that {
  when { UE receives a BEARER RESOURCE MODIFICATION REJECT message with the procedure transaction identity (PTI) indicated in the BEARER RESOURCE MODIFICATION REQUEST message and a cause “Protocol error, unspecified” }

    then { UE enters state PROCEDURE TRANSACTION INACTIVE }

            }

10.8.3.2
Conformance requirements
References: The conformance requirements covered in the present TC are specified in: TS 24.301, clause 6.5.4.4 and 7.3.1.

[TS 24.301, clause 6.5.4.4]

If the bearer resource modification requested cannot be accepted by the network, the MME shall send a BEARER RESOURCE MODIFICATION REJECT message to the UE. The message shall contain the PTI and an ESM cause value indicating the reason for rejecting the UE requested bearer resource modification.

The ESM cause value typically indicates one of the following:

#26:
insufficient resources;

#30:
request rejected by Serving GW or PDN GW;

#31:
request rejected, unspecified;

#32:
service option not supported;

#33:
requested service option not subscribed;

#34:
service option temporarily out of order;

#35:
PTI already in use;

#37:
EPS QoS not accepted;

#41:
semantic error in the TFT operation;

#42:
syntactical error in the TFT operation;

#43:
invalid EPS bearer identity;

#44:
semantic error(s) in packet filter(s);

#45:
syntactical error(s) in packet filter(s);

#56:
collision with network initiated request;
#59:
unsupported QCI value; or

#95 – 111:
protocol errors.

...
Upon receipt of a BEARER RESOURCE MODIFICATION REJECT message, the UE shall stop the timer T3481, release the traffic flow aggregate description associated to the PTI value, and enter the state PROCEDURE TRANSACTION INACTIVE. If the ESM cause included in the BEARER RESOURCE MODIFICATION REJECT message is #43 "invalid EPS bearer identity", the UE locally deactivates the EPS bearer context(s) without peer-to-peer ESM signalling.
The further actions to be performed by the UE are implementation dependent as part of upper layers responsibility.

...
[TS 24.301, clause 7.3.1]

...
The following UE procedures shall apply for handling an unknown, erroneous, or unforeseen PTI received in an ESM message:

...
h)
If the UE receives an ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message in which the PTI value is an assigned value that does not match any PTI in use, the UE shall respond with an ACTIVATE DEDICATED EPS BEARER CONTEXT REJECT message including ESM cause #47 "PTI mismatch".

...
10.8.3.3
Test description
10.8.3.3.1
Pre-test conditions

System Simulator:

-
Cell A
UE:

None.

Preamble:

-
The UE is in state Generic RB Established (state 3) according to [18].

-
A default EPS bearer and a dedicated bearer are established between the first PDN and the UE.

10.8.3.3.2
Test procedure sequence

Table 10.8.3.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Cause the UE to request bearer resource modification of dedicated EPS bearer associated with first PDN connectivity.(see Note)
	-
	-
	-
	-

	2
	The UE transmits a BEARER RESOURCE MODIFICATION REQUEST message.
	-->
	BEARER RESOURCE MODIFICATION REQUEST
	-
	-

	3
	The SS transmits a BEARER RESOURCE MODIFICATION REJECT message.
	<--
	BEARER RESOURCE MODIFICATION REJECT
	-
	-

	4
	The SS transmits an ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message.
	<--
	ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST
	-
	-

	5
	Check: Does the UE transmit an ACTIVATE DEDICATED EPS BEARER CONTEXT REJECT message?
	-->
	ACTIVATE DEDICATED EPS BEARER CONTEXT REJECT
	1
	P

	Note:
The trigger in step 1 and the RRC messages in steps 2 to 5 are the same as in the generic procedure in 36.508 clause 6.4.3.3.


10.8.3.3.3
Specific message contents
Table 10.8.3.3.3-1: Message BEARER RESOURCE MODIFICATION REQUEST (step 2, Table 10.8.3.3.2-1)

	Derivation path: 36.508 table 4.7.3-8

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer identity for packet filter
	6
	
	


Table 10.8.3.3.3-2: Message BEARER RESOURCE MODIFICATION REJECT (step 3, Table 10.8.3.3.2-1)

	Derivation path: 36.508 table 4.7.3-6A

	Information Element
	Value/Remark
	Comment
	Condition

	ESM cause
	‘0110 1111’B
	Protocol error, unspecified
	


Table 10.8.3.3.3-3: Message ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST (step 4, Table 10.8.3.3.2-1)

	Derivation path: 36.508 table 4.7.3-3 and table 4.6.1-8 with condition AM-DRB-ADD(3)

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer identity
	7
	
	

	Procedure transaction identity
	The same value as the value set in BEARER RESOURCE MODIFICATION REQUEST message in step 2.
	
	

	Linked EPS bearer identity
	5
	
	

	EPS QoS
	According to reference dedicated EPS bearer context #2 - see [18]
	
	

	TFT
	According to reference dedicated EPS bearer context #2 - see [18]
	
	


Table 10.8.3.3.3-4: Message ACTIVATE DEDICATED EPS BEARER CONTEXT REJECT (step 5, Table 10.8.3.3.2-1)

	Derivation path: 36.508 table 4.7.3-2

	Information Element
	Value/Remark
	Comment
	Condition

	ESM cause
	‘0010 1111’B
	PTI mismatch
	


10.8.4
UE requested bearer resource modification / Cause #36 "regular deactivation"

10.8.4.1
Test Purpose (TP)

(1)
with { UE in PROCEDURE TRANSACTION INACTIVE state and in EMM-CONNECTED mode }

ensure that {
  when { UE is requested to release of bearer resources corresponding to the dedicated bearer }
    then { UE sends a BEARER RESOURCE MODIFICATION REQUEST message with a cause “regular deactivation” }

            }

(2)
with { UE having sent the BEARER RESOURCE MODIFICATION REQUEST message }
ensure that {
  when { UE receives a DEACTIVATE EPS BEARER CONTEXT REQUEST message with the procedure transaction identity (PTI) indicated in the BEARER RESOURCE MODIFICATION REQUEST message and the EPS bearer identity pointing an existing EPS bearer context }

    then { UE deactivates the EPS bearer context identified by the EPS bearer identity indicated in the DEACTIVATE EPS BEARER CONTEXT REQUEST message and sends a DEACTIVATE EPS BEARER CONTEXT ACCEPT message }
            }

10.8.4.2
Conformance requirements
References: The conformance requirements covered in the present TC are specified in: TS 24.301, clause 6.5.4.3, 6.4.4.3 and 7.3.2.

[TS 24.301, clause 6.5.4.3]

Upon receipt of the BEARER RESOURCE MODIFICATION REQUEST message, the MME checks whether the resources requested by the UE can be established, modified or released by verifying the EPS bearer identity given in the EPS bearer identity for packet filter IE.

If the bearer resource modification requested is accepted by the network, the MME shall initiate either a dedicated EPS bearer context activation procedure, an EPS bearer context modification procedure or an EPS bearer context deactivation procedure.
Upon receipt of an ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST, MODIFY EPS BEARER CONTEXT REQUEST or DEACTIVATE EPS BEARER CONTEXT REQUEST with a PTI which matches the value used for the BEARER RESOURCE MODIFICATION REQUEST, the UE shall stop timer T3481 and enter the state PROCEDURE TRANSACTION INACTIVE.

...
iii)
If the DEACTIVATE EPS BEARER CONTEXT REQUEST is received, the UE verifies that the EPS bearer identity given in the EPS bearer identity IE is any of the active EPS bearer contexts associated with the included linked EPS bearer identity The UE shall then proceed as described in subclause 6.4.4.3.

...
[TS 24.301, clause 6.4.4.3]

Upon receipt of the DEACTIVATE EPS BEARER CONTEXT REQUEST message, the UE shall delete the EPS bearer context identified by the EPS bearer identity. After deactivating the identified EPS bearer context, the UE shall respond to the MME with the DEACTIVATE EPS BEARER CONTEXT ACCEPT.

...
Upon sending the DEACTIVATE EPS BEARER CONTEXT ACCEPT message, the UE shall enter the state BEARER CONTEXT INACTIVE
If the PTI is included in the DEACTIVATE EPS BEARER CONTEXT REQUEST message, the UE uses the PTI to identify the UE requested bearer resource modification procedure or UE requested PDN disconnect procedure to which the EPS bearer context deactivation is related (see subclause 6.5.4).
If the PTI is included in the DEACTIVATE EPS BEARER CONTEXT REQUEST message, the UE shall release the traffic flow aggregate description associated to the PTI value provided.
...
[TS 24.301, clause 7.3.2]

...
The following UE procedures shall apply for handling an unknown, erroneous, or unforeseen EPS bearer identity received in the header of an ESM message:

...
h)
If the UE receives a MODIFY EPS BEARER CONTEXT REQUEST message which includes an unassigned or reserved EPS bearer identity value or an assigned EPS bearer identity value that does not match an existing EPS bearer context, the UE shall respond with a MODIFY EPS BEARER CONTEXT REJECT message including ESM cause #43 "invalid EPS bearer identity".

...
10.8.4.3
Test description
10.8.4.3.1
Pre-test conditions

System Simulator:

-
Cell A
UE:

None.

Preamble:

-
The UE is in state Generic RB Established (state 3) according to [18].

-
A default EPS bearer and a dedicated bearer are established between the first PDN and the UE.

10.8.4.3.2
Test procedure sequence

Table 10.8.4.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Cause the UE to request bearer resource release of dedicated EPS bearer associated with first PDN connectivity (see Note).
	-
	-
	-
	-

	2
	Check: Does the UE transmit a BEARER RESOURCE MODIFICATION REQUEST message?
	-->
	BEARER RESOURCE MODIFICATION REQUEST
	1
	P

	3
	The SS transmits a DEACTIVATE EPS BEARER CONTEXT REQUEST message.
	<--
	DEACTIVATE EPS BEARER CONTEXT REQUEST
	-
	-

	4
	Check: Does the UE transmit a DEACTIVATE EPS BEARER CONTEXT ACCEPT message?
	-->
	DEACTIVATE EPS BEARER CONTEXT ACCEPT
	2
	P

	5
	The SS transmits a MODIFY EPS BEARER CONTEXT REQUEST message.
	<--
	MODIFY EPS BEARER CONTEXT REQUEST
	-
	-

	6
	Check: Does the UE transmit a MODIFY EPS BEARER CONTEXT REJECT message?
	-->
	MODIFY EPS BEARER CONTEXT REJECT
	2
	P

	Note: The trigger in step 1 and the RRC messages in steps 2 to 6 are the same as in the generic procedure in 36.508 clause 6.4.3.4.


10.8.4.3.3
Specific message contents
Table 10.8.4.3.3-1: Message BEARER RESOURCE MODIFICATION REQUEST (step 2, Table 10.8.4.3.2-1)

	Derivation path: 36.508 table 4.7.3-8, condition RELEASE-REQUESTED

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer identity for packet filter
	6
	
	


Table 10.8.4.3.3-2: Message DEACTIVATE EPS BEARER CONTEXT REQUEST (step 3, Table 10.8.4.3.2-1)

	Derivation path: 36.508 table 4.7.3-12, condition UE-INITIATED

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer identity
	6
	
	


Table 10.8.4.3.3-3: Message MODIFY EPS BEARER CONTEXT REQUEST (step 5, Table 10.8.4.3.2-1)

	Derivation path: 36.508 table 4.7.3-18, condition NETWORK-INITIATED and table 4.6.1-8 with condition AM-DRB-ADD(2)

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer identity
	6
	
	

	New EPS QoS
	According to reference dedicated EPS bearer context #2 - see [18]
	
	

	TFT
	According to reference dedicated EPS bearer context #2 except for TFT operation code - see [18]
	
	

	  TFT operation code
	‘100’B
	Replace packet filters in existing TFT
	


Table 10.8.4.3.3-4: Message MODIFY EPS BEARER CONTEXT REJECT (step 6, Table 10.8.4.3.2-1)

	Derivation path: 36.508 table 4.7.3-17

	Information Element
	Value/Remark
	Comment
	Condition

	ESM cause
	‘0010 1011’B
	Invalid EPS bearer identity
	


10.8.5
UE requested bearer resource modification / BEARER RESOURCE MODIFICATION REJECT message including cause #43 "invalid EPS bearer identity"
10.8.5.1
Test Purpose (TP)

(1)

with { UE has sent the BEARER RESOURCE MODIFICATION REQUEST message }

ensure that {
  when { UE receives a BEARER RESOURCE MODIFICATION REJECT message with the procedure transaction identity (PTI) indicated in the BEARER RESOURCE MODIFICATION REQUEST message and a cause “invalid EPS bearer identity” }

    then { UE deactivates the EPS bearer context identified by the EPS bearer identity indicated in the BEARER RESOURCE MODIFICATION REQUEST message }

            }

10.8.5.2
Conformance requirements
References: The conformance requirements covered in the present TC are specified in: TS 24.301, clause 6.5.4.4, 6.5.4.5 and 7.3.2.
[TS 24.301, clause 6.5.4.4]

If the bearer resource modification requested cannot be accepted by the network, the MME shall send a BEARER RESOURCE MODIFICATION REJECT message to the UE. The message shall contain the PTI and an ESM cause value indicating the reason for rejecting the UE requested bearer resource modification.

The ESM cause value typically indicates one of the following:

...
#43:
invalid EPS bearer identity;

...
Upon receipt of a BEARER RESOURCE MODIFICATION REJECT message, the UE shall stop the timer T3481, release the traffic flow aggregate description associated to the PTI value, and enter the state PROCEDURE TRANSACTION INACTIVE. If the ESM cause included in the BEARER RESOURCE MODIFICATION REJECT message is #43 "invalid EPS bearer identity", the UE locally deactivates the EPS bearer context(s) without peer-to-peer ESM signalling.
The further actions to be performed by the UE are implementation dependent as part of upper layers responsibility.

[TS 24.301, clause 6.5.4.5]
The following abnormal cases can be identified:

...
b)
Unknown EPS bearer context


Upon receipt of the BEARER RESOURCE MODIFICATION REJECT message including ESM cause #43 "invalid EPS bearer identity", the UE shall deactivate the existing EPS bearer context locally without peer-to-peer signalling between the UE and the MME.

...
[TS 24.301, clause 7.3.2]

...
The following UE procedures shall apply for handling an unknown, erroneous, or unforeseen EPS bearer identity received in the header of an ESM message:

...
h)
If the UE receives a MODIFY EPS BEARER CONTEXT REQUEST message which includes an unassigned or reserved EPS bearer identity value or an assigned EPS bearer identity value that does not match an existing EPS bearer context, the UE shall respond with a MODIFY EPS BEARER CONTEXT REJECT message including ESM cause #43 "invalid EPS bearer identity".

...
10.8.5.3
Test description
10.8.5.3.1
Pre-test conditions

System Simulator:

-
Cell A
UE:

None.

Preamble:

-
The UE is in state Generic RB Established (state 3) according to [18].

-
A default EPS bearer and a dedicated bearer are established between the first PDN and the UE.

10.8.5.3.2
Test procedure sequence
Table 10.8.5.3.2-1: Main behaviour
	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Cause the UE to request bearer resource modification of dedicated EPS bearer associated with first PDN connectivity.(see Note)
	-
	-
	-
	-

	2
	The UE transmits a BEARER RESOURCE MODIFICATION REQUEST message.
	-->
	BEARER RESOURCE MODIFICATION REQUEST
	-
	-

	3
	The SS transmits a BEARER RESOURCE MODIFICATION REJECT message.
	<--
	BEARER RESOURCE MODIFICATION REJECT
	-
	-

	4
	The SS transmits a MODIFY EPS BEARER CONTEXT REQUEST message.
	<--
	MODIFY EPS BEARER CONTEXT REQUEST
	-
	-

	5
	Check: Does the UE transmit a MODIFY EPS BEARER CONTEXT REJECT message?
	-->
	MODIFY EPS BEARER CONTEXT REJECT
	1
	P

	Note:
The trigger in step 1 and the RRC messages in steps 2 to 5 are the same as in the generic procedure in 36.508 clause 6.4.3.3.


10.8.5.3.3
Specific message contents
Table 10.8.5.3.3-1: Message BEARER RESOURCE MODIFICATION REQUEST (step 2, Table 10.8.5.3.2-1)

	Derivation path: 36.508 table 4.7.3-8

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer identity for packet filter
	6
	
	


Table 10.8.5.3.3-2: Message BEARER RESOURCE MODIFICATION REJECT (step 3, Table 10.8.5.3.2-1)
	Derivation path: 36.508 table 4.7.3-7

	Information Element
	Value/Remark
	Comment
	Condition

	ESM cause
	‘0010 1011’B
	Invalid EPS bearer identity
	


Table 10.8.5.3.3-3: Message MODIFY EPS BEARER CONTEXT REQUEST (step 4, Table 10.8.5.3.2-1)

	Derivation path: 36.508 table 4.7.3-18 and table 4.6.1-8 with condition AM-DRB-ADD(2)

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer identity
	6
	
	

	Procedure transaction identity
	The same value as the value set in BEARER RESOURCE MODIFICATION REQUEST message in step 2.
	
	

	New EPS QoS
	According to reference dedicated EPS bearer context #2 - see [18]
	
	

	TFT
	According to reference dedicated EPS bearer context #2 except for TFT operation code - see [18]
	
	

	  TFT operation code
	‘100’B
	Replace packet filters in existing TFT
	


Table 10.8.5.3.3-4: Message MODIFY EPS BEARER CONTEXT REJECT (step 5, Table 10.8.5.3.2-1)

	Derivation path: 36.508 table 4.7.3-17

	Information Element
	Value/Remark
	Comment
	Condition

	ESM cause
	‘0010 1011’B
	Invalid EPS bearer identity
	


10.8.6
UE requested bearer resource modification / Collision of a UE requested bearer resource modification procedure and EPS bearer context deactivation procedure

10.8.6.1
Test Purpose (TP)
(1)
with { UE having sent the BEARER RESOURCE MODIFICATION REQUEST message }

ensure that {
  when { UE receives a DEACTIVATE EPS BEARER CONTEXT REQUEST message with an unassigned PTI value and the EPS bearer identity indicated in the BEARER RESOURCE MODIFICATION REQUEST message }

    then { UE aborts the UE requested bearer resource modification procedure and deactivates the EPS bearer context identified by the EPS bearer identity indicated in DEACTIVATE EPS BEARER CONTEXT REQUEST message and sends a DEACTIVATE EPS BEARER CONTEXT ACCEPT message }

            }

10.8.6.2
Conformance requirements
References: The conformance requirements covered in the present TC are specified in: TS 24.301, clause 6.5.4.5 and 7.3.2.

[TS 24.301, clause 6.5.4.5]
The following abnormal cases can be identified:

...
c)
Collision of a UE requested bearer resource modification procedure and an EPS bearer context deactivation procedure.


When the UE receives a DEACTIVATE EPS BEARER CONTEXT REQUEST message during the bearer resource modification procedure, and the EPS bearer identity indicated in the DEACTIVATE EPS BEARER CONTEXT REQUEST message is a EPS bearer context the UE indicated in the UE requested bearer resource modification procedure, then the UE shall abort the UE requested bearer resource modification procedure and proceed with the EPS bearer context deactivation procedure.

[TS 24.301, clause 7.3.2]
...
The following UE procedures shall apply for handling an unknown, erroneous, or unforeseen EPS bearer identity received in the header of an ESM message:

...
h)
If the UE receives a MODIFY EPS BEARER CONTEXT REQUEST message which includes an unassigned or reserved EPS bearer identity value or an assigned EPS bearer identity value that does not match an existing EPS bearer context, the UE shall respond with a MODIFY EPS BEARER CONTEXT REJECT message including ESM cause #43 "invalid EPS bearer identity".

...
10.8.6.3
Test description
10.8.6.3.1
Pre-test conditions

System Simulator:
-
Cell A
UE:

None.

Preamble:

-
The UE is in state Generic RB Established (state 3) according to [18].

-
A default EPS bearer and a dedicated bearer are established between the first PDN and the UE.

10.8.6.3.2
Test procedure sequence

Table 10.8.6.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Cause the UE to request bearer resource modification of dedicated EPS bearer associated with first PDN connectivity.(see Note)
	-
	-
	-
	-

	2
	The UE transmits a BEARER RESOURCE MODIFICATION REQUEST message.
	-->
	BEARER RESOURCE MODIFICATION REQUEST
	-
	-

	3
	The SS transmits a DEACTIVATE EPS BEARER CONTEXT REQUEST message.
	<--
	DEACTIVATE EPS BEARER CONTEXT REQUEST
	-
	-

	4
	Check: Does the UE transmit a DEACTIVATE EPS BEARER CONTEXT ACCEPT message?
	-->
	DEACTIVATE EPS BEARER CONTEXT ACCEPT
	1
	P

	5
	The SS transmits a MODIFY EPS BEARER CONTEXT REQUEST message.
	<--
	MODIFY EPS BEARER CONTEXT REQUEST
	-
	-

	6
	Check: Does the UE transmit a MODIFY EPS BEARER CONTEXT REJECT message?
	-->
	MODIFY EPS BEARER CONTEXT REJECT
	1
	P

	Note:
The trigger in step 1 and the RRC messages in steps 2 to 6 are the same as in the generic procedure in 36.508 clause 6.4.3.3.


10.8.6.3.3
Specific message contents
Table 10.8.6.3.3-1: Message BEARER RESOURCE MODIFICATION REQUEST (step 2, Table 10.8.6.3.2-1)

	Derivation path: 36.508 table 4.7.3-8

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer identity for packet filter
	6
	
	


Table 10.8.6.3.3-2: Message DEACTIVATE EPS BEARER CONTEXT REQUEST (step 3, Table 10.8.6.3.2-1)
	Derivation path: 36.508 table 4.7.3-12, condition NETWORK-INITIATED

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer identity
	6
	
	


Table 10.8.6.3.3-3: Message MODIFY EPS BEARER CONTEXT REQUEST (step 5, Table 10.8.6.3.2-1)

	Derivation path: 36.508 table 4.7.3-18, condition NETWORK-INITIATED and table 4.6.1-8 with condition AM-DRB-ADD(2)

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer identity
	6
	
	

	New EPS QoS
	According to reference dedicated EPS bearer context #2 - see [18]
	
	

	TFT
	According to reference dedicated EPS bearer context #2 except for TFT operation code - see [18]
	
	

	  TFT operation code
	‘100’B
	Replace packet filters in existing TFT
	


Table 10.8.6.3.3-4: Message MODIFY EPS BEARER CONTEXT REJECT (step 6, Table 10.8.6.3.2-1)

	Derivation path: 36.508 table 4.7.3-17

	Information Element
	Value/Remark
	Comment
	Condition

	ESM cause
	‘0010 1011’B
	Invalid EPS bearer identity
	


10.8.7
UE requested bearer resource modification / Expiry of timer T3481
10.8.7.1
Test Purpose (TP)

(1)
with { UE has sent a BEARER RESOURCE MODIFICATION REQUEST message }

ensure that {
  when { UE detects less than fifth expiry of timer T3481 }

    then { UE re-sends a BEARER RESOURCE MODIFICATION REQUEST message }

            }

(2)
with { UE is in EMM-REGISTERED.NO-CELL-AVAILABLE state and has deactivated the EPS bearer context without peer-to-peer signalling between the UE and the MME }
ensure that {
  when { UE receives indication of "back to E-UTRAN coverage" from the lower layers }

    then { UE sends TRACKING AREA UPDATE REQUEST message }

            }

10.8.7.2
Conformance requirements
References: The conformance requirements covered in the present TC are specified in: TS 24.301, clause 5.5.3.2.2 and 6.5.4.5.

[TS 24.301, clause 5.5.3.2.2]
The UE in state EMM-REGISTERED shall initiate the tracking area updating procedure by sending a TRACKING AREA UPDATE REQUEST message to the MME,

...
f)
when the UE deactivated EPS bearer context(s) locally while in EMM-REGISTERED.NO-CELL-AVAILABLE, and then returns to EMM-REGISTERED.NORMAL-SERVICE;

...
[TS 24.301, clause 6.5.4.5]
The following abnormal cases can be identified:

a)
Expiry of timer T3481:


On the first expiry of the timer T3481, the UE shall resend the BEARER RESOURCE MODIFICATION REQUEST and shall reset and restart timer T3481. This retransmission is repeated four times, i.e. on the fifth expiry of timer T3481, the UE shall abort the procedure, release the PTI allocated for this activation and enter the state PROCEDURE TRANSACTION INACTIVE. In addition, if the UE had initiated resource release for all the traffic flows for the bearer, it shall deactivate the EPS bearer context locally without peer-to-peer signalling between the UE and the MME. In order to synchronize the EPS bearer context status with the MME, on indication of "back to E-UTRAN coverage" from the lower layers, the UE shall send a TRACKING AREA UPDATE REQUEST message that includes the EPS bearer context status IE to the MME.

...
10.8.7.3
Test description
10.8.7.3.1
Pre-test conditions

System Simulator:

-
Cell A
UE:

None.

Preamble:

-
The UE is in state Generic RB Established (state 3) according to [18].

-
A default EPS bearer and a dedicated bearer are established between the first PDN and the UE.

10.8.7.3.2
Test procedure sequence

Table 10.8.7.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Cause the UE to request bearer resource release of dedicated EPS bearer associated with first PDN connectivity.(see Note)
	-
	-
	-
	-

	2
	The UE transmits a BEARER RESOURCE MODIFICATION REQUEST message.
	-->
	BEARER RESOURCE MODIFICATION REQUEST
	-
	-

	3
	Wait for 8 s to ensure that T3481 expires (1st expiry).
	-
	-
	-
	-

	4
	Check: Does the UE transmit a BEARER RESOURCE MODIFICATION REQUEST message?
	-->
	BEARER RESOURCE MODIFICATION REQUEST
	1
	P

	5
	Wait for 8 s to ensure that T3481 expires (2nd expiry).
	-
	-
	-
	-

	6
	Check: Does the UE transmit a BEARER RESOURCE MODIFICATION REQUEST message?
	-->
	BEARER RESOURCE MODIFICATION REQUEST
	1
	P

	7
	Wait for 8 s to ensure that T3481 expires (3rd expiry).
	-
	-
	-
	-

	8
	Check: Does the UE transmit a BEARER RESOURCE MODIFICATION REQUEST message?
	-->
	BEARER RESOURCE MODIFICATION REQUEST
	1
	P

	9
	Wait for 8 s to ensure that T3481 expires (4th expiry).
	-
	-
	-
	-

	10
	Check: Does the UE transmit a BEARER RESOURCE MODIFICATION REQUEST message?
	-->
	BEARER RESOURCE MODIFICATION REQUEST
	1
	P

	11
	Set the cell type of Cell A to the "Non-suitable “Off” cell".
	-
	-
	-
	-

	12
	Wait for 8 s to ensure that T3481 expires (5th expiry).
	-
	-
	-
	-

	13
	Set the cell type of Cell A to the "Suitable cell".
	-
	-
	-
	-

	14
	Check: Does the UE transmit a TRACKING AREA UPDATE REQUEST message?
	-->
	TRACKING AREA UPDATE REQUEST
	2
	P

	15
	The SS transmits a TRACKING AREA UPDATE ACCEPT message.
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	16
	The UE transmits a TRACKING AREA UPDATE COMPLETE message.
	-->
	TRACKING AREA UPDATE COMPLETE
	-
	-

	Note:
The trigger in step 1 and the RRC messages in steps 2 to 10 are the same as in the generic procedure in 36.508 clause 6.4.3.3.


10.8.7.3.3
Specific message contents
Table 10.8.7.3.3-1: Message BEARER RESOURCE MODIFICATION REQUEST (step 2, step 4, step 6, step 8 and step 10, Table 10.8.7.3.2-1)

	Derivation path: 36.508 table 4.7.3-8, condition RELEASE-REQUESTED

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer identity for packet filter
	6
	
	


Table 10.8.7.3.3-2: Message TRACKING AREA UPDATE REQUEST (step 14, Table 10.8.7.3.2-1)

	Derivation path: 36.508 table 4.7.2-27

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer context status
	
	
	

	  Length of EPS bearer context status contents
	2
	2 octets
	

	  EBI(0)-EBI(4)
	‘0 0000’B
	
	

	  EBI(5)
	‘1’B
	
	

	  EBI(6)-EBI(15)
	‘0000 0000 00’B
	
	


Table 10.8.7.3.3-3: Message TRACKING AREA UPDATE ACCEPT (step 15, Table 10.8.7.3.2-1)

	Derivation path: 36.508 table 4.7.2-24

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer context status
	
	
	

	  Length of EPS bearer context status contents
	2
	2 octets
	

	  EBI(0)-EBI(4)
	‘0 0000’B
	
	

	  EBI(5)
	‘1’B
	
	

	  EBI(6)-EBI(15)
	‘0000 0000 00’B
	
	


11
General tests
11.1
SMS over SGs

11.1.1
MT-SMS over SGs / Idle mode

11.1.1.1
Test Purpose (TP)
(1)

with { UE is IMSI attached for non-EPS services and UE has received a paging request with CN domain indicator set to "PS" in EMM-IDLE mode and UE has sent a SERVICE REQUEST message}

ensure that {
  when { UE receives a CP-DATA containing an RP-DATA RPDU (SMS DELIVER TPDU) encapsulated in a Downlink NAS transport message }

   then { UE sends a CP-ACK encapsulated in an Uplink NAS transport message followed by a CP-DATA containing an RP-ACK RPDU (SMS DELIVER REPORT TPDU) encapsulated in an Uplink NAS transport message}

             }

11.1.1.2
Conformance requirements
References: The conformance requirements covered in the present TC are specified in: 3GPP TS 24.301, clauses 5.6.3.1, 5.6.3.3 and 9.9.3.22. 
[TS 24.301, clause 5.6.3.1]

The purpose of the transport of NAS messages procedure is to carry SMS messages in an encapsulated form between the MME and the UE. The procedure may be initiated by the UE or the network and can only be used when the UE is attached for EPS services and IMSI attached for non-EPS services and is in EMM-CONNECTED mode.
[TS 24.301, clause 5.6.3.3]

The network initiates the procedure by sending a DOWNLINK NAS TRANSPORT message. When receiving the DOWNLINK NAS TRANSPORT message, the EMM entity in the UE shall forward the contents of the NAS message container IE to the SMS entity.

[TS 24.301, clause 9.9.3.22]

This information element is used to encapsulate the SMS messages transferred between the UE and the network. The NAS message container information element is coded as shown in figure 9.9.3.22.1 and table 9.9.3.22.1.

The NAS message container is a type 4 information element with a minimum length of 4 octets and a maximum length of 253 octets.

	8
	7
	6
	5
	4
	3
	2
	1
	

	NAS message container IEI
	octet 1

	Length of NAS message container contents
	octet 2

	
	octet 3

	NAS message container contents
	

	
	octet n


Figure 9.9.3.22.1: NAS message container information element

Table 9.9.3.22.1: NAS message container information element

	NAS message container contents (octet 3 to octet n)

	

	This IE can contain an SMS message (i.e. CP-DATA, CP-ACK or CP-ERROR) as defined in subclause 7.2 in 3GPP TS 24.011 [13A]. 

	


11.1.1.3
Test description

11.1.1.3.1
Pre-test conditions

System Simulator:

-
Cell A is configured according to Table 6.3.2.2-1 in [18]. 

-
Cell A belongs TAI-1.

-
Cell A is set to the ''Serving cell''.
UE:

-
The UE does not have any stored SMS message.

Preamble:

-
UE is in state Registered, Idle Mode (state 2) on Cell A according to [18].
11.1.1.3.2
Test procedure sequence
Table 11.1.1.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS pages the UE using S-TMSI with CN domain indicator set to ''PS'.
	-
	-
	-
	-

	2
	The UE transmits a SERVICE REQUEST message.
	-->
	SERVICE REQUEST
	-
	-

	3
	The SS transmits a CP-DATA containing an RP-DATA RPDU (SMS DELIVER TPDU) encapsulated in a Downlink NAS transport message to the UE. 
	<--
	DOWNLINK NAS TRANSPORT
	-
	-

	4
	Check: Does the UE transmit a CP-ACK encapsulated in an Uplink NAS transport message?
	-->
	UPLINK NAS TRANSPORT
	1
	P

	5
	Check: Does the UE transmit a CP-DATA containing an RP-ACK RPDU (SMS DELIVER REPORT TPDU) encapsulated in an Uplink NAS transport message?
	-->
	UPLINK NAS TRANSPORT
	1
	P

	6
	The SS transmits a CP-ACK encapsulated in a Downlink NAS transport message to the UE. 
	<--
	DOWNLINK NAS TRANSPORT
	-
	-


11.1.1.3.3
Specific message contents
Table 11.1.1.3.3-1: Message DOWNLINK NAS TRANSPORT (step 3, Table 11.1.1.3.2-1)
	Derivation Path: 36.508 clause 4.7.2-12A

	Information Element
	Value/remark
	Comment
	Condition

	NAS message container
	Set according to Table 11.1.1.3.3-2
	
	


Table 11.1.1.3.3-2: Message CP-DATA (step 3, Table 11.1.1.3.2-1)
	Information Element
	Value/remark
	Comment
	Condition

	Protocol discriminator
	‘1001’B
	SMS messages
	

	Messsage type
	‘00000001’B
	CP-DATA
	

	CP-User data
	Set according to Table 11.1.1.3.3-3
	
	


Table 11.1.1.3.3-3: Message RP-DATA RPDU (step 3, Table 11.1.1.3.2-1)
	Information Element
	Value/remark
	Comment
	Condition

	RP‑Message Type
	‘001’B
	RP-DATA_PDU downlink
	

	RP‑Message Reference
	present
	
	

	RP‑Originator Address
	present
	1‑12 octets 
	

	RP‑Destination Address
	present
	1 octet
	

	RP-User Data
	Set according to Table 11.1.1.3.3-4
	
	


Table 11.1.1.3.3-4: Message SMS DELIVER TPDU (step 3, Table 11.1.1.3.2-1)
	Information Element
	Value/remark
	Comment
	Condition

	TP-PID
	Different from Type 0: “01000000”B
	
	

	TP-UDL 
	160
	
	

	TP-UD (140 octets)
	text of message (160 characters)
	The 160 characters in TP-UD shall include at least one occurrence of each character in the default alphabet (see 3GPP TS 23.038, clause 6.2.1).
	


Table 11.1.1.3.3-5: Message UPLINK NAS TRANSPORT (step 4, Table 11.1.1.3.2-1)
	Derivation Path: 36.508 clause 4.7.2-27A

	Information Element
	Value/remark
	Comment
	Condition

	NAS message container
	Set according to Table 11.1.1.3.3-6
	
	


Table 11.1.1.3.3-6: Message CP-ACK (step 4, Table 11.1.1.3.2-1)
	Information Element
	Value/remark
	Comment
	Condition

	Protocol discriminator
	‘1001’B
	SMS messages
	

	Messsage type
	‘00000100’B
	CP-ACK
	


Table 11.1.1.3.3-7: Message UPLINK NAS TRANSPORT (step 5, Table 11.1.1.3.2-1)
	Derivation Path: 36.508 clause 4.7.2-27A

	Information Element
	Value/remark
	Comment
	Condition

	NAS message container
	Set according to Table 11.1.1.3.387
	
	


Table 11.1.1.3.3-8: Message CP-DATA (step 5, Table 11.1.1.3.2-1)
	Information Element
	Value/remark
	Comment
	Condition

	Protocol discriminator
	‘1001’B
	SMS messages
	

	Messsage type
	‘00000001’B
	CP-DATA
	

	CP-User data
	Set according to Table 11.1.1.3.3-9
	
	


Table 11.1.1.3.3-9: Message RP-ACK RPDU (step 5, Table 11.1.1.3.2-1)
	Information Element
	Value/remark
	Comment
	Condition

	RP‑Message Type
	‘010’B
	RP-ACK_PDU uplink
	

	RP‑Message Reference
	present
	
	

	RP-User Data
	Set according to Table 11.1.3.3.3-10
	
	


Table 11.1.1.3.3-10: Message SMS DELIVER REPORT TPDU (step 5, Table 11.1.1.3.2-1)
	Information Element
	Value/remark
	Comment
	Condition

	TP‑MTI
	‘00’B
	SMS‑DELIVER REPORT
	

	TP-FCS
	Not present
	
	


Table 11.1.1.3.3-11: Message DOWNLINK NAS TRANSPORT (step 6, Table 11.1.1.3.2-1)
	Derivation Path: 36.508 clause 4.7.2-12A

	Information Element
	Value/remark
	Comment
	Condition

	NAS message container
	Set according to Table 11.1.1.3.3-12
	
	


Table 11.1.1.3.3-12: Message CP-ACK (step 6, Table 11.1.1.3.2-1)
	Information Element
	Value/remark
	Comment
	Condition

	Protocol discriminator
	‘1001’B
	SMS messages
	

	Messsage type
	‘00000100’B
	CP-ACK
	


11.1.2
MT-SMS over SGs / Active mode

11.1.2.1
Test Purpose (TP)
(1)

with { UE is IMSI attached for non-EPS services and in EMM-CONNECTED mode }

ensure that {
  when { UE receives a CP-DATA containing an RP-DATA RPDU (SMS DELIVER TPDU) encapsulated in a Downlink NAS transport message }

   then { UE sends a CP-ACK encapsulated in an Uplink NAS transport message followed by a CP-DATA containing an RP-ACK RPDU (SMS DELIVER REPORT TPDU) encapsulated in an Uplink NAS transport message}

             }

11.1.2.2
Conformance requirements
References: The conformance requirements covered in the present TC are specified in: 3GPP TS 24.301, clauses 5.6.3.1, 5.6.3.3, and 9.9.3.22.

[TS 24.301, clause 5.6.3.1]

The purpose of the transport of NAS messages procedure is to carry SMS messages in an encapsulated form between the MME and the UE. The procedure may be initiated by the UE or the network and can only be used when the UE is attached for EPS services and IMSI attached for non-EPS services and is in EMM-CONNECTED mode.
[TS 24.301, clause 5.6.3.3]

The network initiates the procedure by sending a DOWNLINK NAS TRANSPORT message. When receiving the DOWNLINK NAS TRANSPORT message, the EMM entity in the UE shall forward the contents of the NAS message container IE to the SMS entity.

[TS 24.301, clause 9.9.3.22]

This information element is used to encapsulate the SMS messages transferred between the UE and the network.The NAS message container information element is coded as shown in figure 9.9.3.22.1 and table 9.9.3.22.1.

The NAS message container is a type 4 information element with a minimum length of 4 octets and a maximum length of 253 octets.

	8
	7
	6
	5
	4
	3
	2
	1
	

	NAS message container IEI
	octet 1

	Length of NAS message container contents
	octet 2

	
	octet 3

	NAS message container contents
	

	
	octet n


Figure 9.9.3.22.1: NAS message container information element

Table 9.9.3.22.1: NAS message container information element

	NAS message container contents (octet 3 to octet n)

	

	This IE can contain an SMS message (i.e. CP-DATA, CP-ACK or CP-ERROR) as defined in subclause 7.2 in 3GPP TS 24.011 [13A]. 

	


11.1.2.3
Test description

11.1.2.3.1
Pre-test conditions

System Simulator:

-
Cell A is configured according to Table 6.3.2.2-1 in [18]. 

-
Cell A belongs TAI-1.

-
Cell A is set to the ''Serving cell''.
UE:

-
The UE does not have any stored SMS message.

Preamble:

-
UE is in state Generic RB Established (state 3) on Cell A according to [18].
11.1.2.3.2
Test procedure sequence
Table 11.1.2.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS transmits a CP-DATA containing an RP-DATA RPDU (SMS DELIVER TPDU) encapsulated in a Downlink NAS transport message to the UE. 
	<--
	DOWNLINK NAS TRANSPORT
	-
	-

	2
	Check: Does the UE transmit a CP-ACK encapsulated in an Uplink NAS transport message?
	-->
	UPLINK NAS TRANSPORT
	1
	P

	3
	Check: Does the UE transmit a CP-DATA containing an RP-ACK RPDU (SMS DELIVER REPORT TPDU) encapsulated in an Uplink NAS transport message?
	-->
	UPLINK NAS TRANSPORT
	1
	P

	4
	The SS transmits a CP-ACK encapsulated in a Downlink NAS transport message to the UE. 
	<--
	DOWNLINK NAS TRANSPORT
	-
	-


11.1.2.3.3
Specific message contents
Table 11.1.2.3.3-1: Message DOWNLINK NAS TRANSPORT (step 1, Table 11.1.2.3.2-1)
	Derivation Path: 36.508 clause 4.7.2-12A

	Information Element
	Value/remark
	Comment
	Condition

	NAS message container
	Set according to Table 11.1.2.3.3-2
	
	


Table 11.1.2.3.3-2: Message CP-DATA (step 1, Table 11.1.2.3.2-1)
	Information Element
	Value/remark
	Comment
	Condition

	Protocol discriminator
	‘1001’B
	SMS messages
	

	Messsage type
	‘00000001’B
	CP-DATA
	

	CP-User data
	Set according to Table 11.1.2.3.3-3
	
	


Table 11.1.2.3.3-3: Message RP-DATA RPDU (step 1, Table 11.1.2.3.2-1)
	Information Element
	Value/remark
	Comment
	Condition

	RP‑Message Type
	‘001’B
	RP-DATA_PDU downlink
	

	RP‑Message Reference
	present
	
	

	RP‑Originator Address
	present
	1‑12 octets 
	

	RP‑Destination Address
	present
	1 octet
	

	RP-User Data
	Set according to Table 11.1.2.3.3-4
	
	


Table 11.1.2.3.3-4: Message SMS DELIVER TPDU (step 1, Table 11.1.2.3.2-1)
	Information Element
	Value/remark
	Comment
	Condition

	TP-PID
	Different from Type 0: “01000000”B
	
	

	TP-UDL 
	160
	
	

	TP-UD (140 octets)
	text of message (160 characters)
	The 160 characters in TP-UD shall include at least one occurrence of each character in the default alphabet (see 3GPP TS 23.038, clause 6.2.1).
	


Table 11.1.2.3.3-5: Message UPLINK NAS TRANSPORT (step 2, Table 11.1.2.3.2-1)
	Derivation Path: 36.508 clause 4.7.2-27A

	Information Element
	Value/remark
	Comment
	Condition

	NAS message container
	Set according to Table 11.1.2.3.3-6
	
	


Table 11.1.2.3.3-6: Message CP-ACK (step 2, Table 11.1.2.3.2-1)
	Information Element
	Value/remark
	Comment
	Condition

	Protocol discriminator
	‘1001’B
	SMS messages
	

	Messsage type
	‘00000100’B
	CP-ACK
	


Table 11.1.2.3.3-7: Message UPLINK NAS TRANSPORT (step 3, Table 11.1.2.3.2-1)
	Derivation Path: 36.508 clause 4.7.2-27A

	Information Element
	Value/remark
	Comment
	Condition

	NAS message container
	Set according to Table 11.1.2.3.3-8
	
	


Table 11.1.2.3.3-8: Message CP-DATA (step 3, Table 11.1.2.3.2-1)
	Information Element
	Value/remark
	Comment
	Condition

	Protocol discriminator
	‘1001’B
	SMS messages
	

	Messsage type
	‘00000001’B
	CP-DATA
	

	CP-User data
	Set according to Table 11.1.3.3.3-9
	
	


Table 11.1.2.3.3-9: Message RP-ACK RPDU (step 3, Table 11.1.2.3.2-1)
	Information Element
	Value/remark
	Comment
	Condition

	RP‑Message Type
	‘010’B
	RP-ACK_PDU uplink
	

	RP‑Message Reference
	present
	
	

	RP-User Data
	Set according to Table 11.1.2.3.3-10
	
	


Table 11.1.2.3.3-10: Message SMS DELIVER REPORT TPDU (step 3, Table 11.1.2.3.2-1)
	Information Element
	Value/remark
	Comment
	Condition

	TP‑MTI
	‘00’B
	SMS‑DELIVER REPORT
	

	TP-FCS
	Not present
	
	


Table 11.1.2.3.3-12: Message DOWNLINK NAS TRANSPORT (step 4, Table 11.1.2.3.2-1)
	Derivation Path: 36.508 clause 4.7.2-12A

	Information Element
	Value/remark
	Comment
	Condition

	NAS message container
	Set according to Table 11.1.2.3.3-12
	
	


Table 11.1.2.3.3-12: Message CP-ACK (step 4, Table 11.1.2.3.2-1)
	Information Element
	Value/remark
	Comment
	Condition

	Protocol discriminator
	‘1001’B
	SMS messages
	

	Messsage type
	‘00000100’B
	CP-ACK
	


11.1.3
MO-SMS over SGs / Idle mode
11.1.3.1
Test Purpose (TP)

(1)

with { UE is IMSI attached for non-EPS services and in EMM-IDLE mode }

ensure that {
  when { a MO SMS is initiated at the UE } 
then { UE sends an SERVICE REQUEST message
followed by a CP-DATA containing an RP-DATA RPDU (SMS SUBMIT TPDU) encapsulated in an Uplink NAS transport message }

            }

(2)

with { UE is IMSI attached for non-EPS services and UE has sent an SERVICE REQUEST message triggered by MO SMS followed by a CP-DATA containing an RP-DATA RPDU (SMS SUBMIT TPDU) encapsulated in an Uplink NAS transport message }

ensure that {
  when { UE receives a CP-DATA containing an RP-ACK RPDU (SMS SUBMIT REPORT TPDU) encapsulated in a Downlink NAS transport message } 

   then { UE sends a CP-ACK encapsulated in an Uplink NAS Transport message }

            }

11.1.3.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: 3GPP TS 24.301, clauses 5.6.3.1, 5.6.3.2 and 9.9.3.22., TS 23.401 clause 5.3.4.1.

[TS 24.301, clause 5.6.3.1]

The purpose of the transport of NAS messages procedure is to carry SMS messages in an encapsulated form between the MME and the UE. The procedure may be initiated by the UE or the network and can only be used when the UE is attached for EPS services and IMSI attached for non-EPS services and is in EMM-CONNECTED mode.
[TS 24.301, clause 5.6.3.2]

Upon request from the SMS entity to send an SMS message, the EMM entity in the UE initiates the procedure by sending an UPLINK NAS TRANSPORT message including the SMS message in the NAS message container IE.

[TS 24.301, clause 9.9.3.22]

This information element is used to encapsulate the SMS messages transferred between the UE and the network. The NAS message container information element is coded as shown in figure 9.9.3.22.1 and table 9.9.3.22.1.

The NAS message container is a type 4 information element with a minimum length of 4 octets and a maximum length of 253 octets.

	8
	7
	6
	5
	4
	3
	2
	1
	

	NAS message container IEI
	octet 1

	Length of NAS message container contents
	octet 2

	
	octet 3

	NAS message container contents
	

	
	octet n


Figure 9.9.3.22.1: NAS message container information element

Table 9.9.3.22.1: NAS message container information element

	NAS message container contents (octet 3 to octet n)

	

	This IE can contain an SMS message (i.e. CP-DATA, CP-ACK or CP-ERROR) as defined in subclause 7.2 in 3GPP TS 24.011 [13A]. 

	


…
[TS 23.401, clause 5.3.4.1]

1.
The UE sends NAS message Service Request towards the MME encapsulated in an RRC message to the eNodeB. The RRC message(s) that can be used to carry the S-TMSI and this NAS message are described in TS 36.300 [5].

2.
The eNodeB forwards NAS message to MME. NAS message is encapsulated in an S1-AP: Initial UE Message (NAS message, TAI+ECGI of the serving cell, S-TMSI, CSG ID, CSG access Mode). Details of this step are described in TS 36.300 [5]. If the MME can't handle the Service Request it will reject it. CSG ID is provided if the UE sends the Service Request message via a CSG cell or a hybrid cell. CSG access mode is provided if the UE sends the Service Request message via a hybrid cell. If the CSG access mode is not provided but the CSG ID is provided, the MME shall consider the cell as a CSG cell.


If a CSG ID is indicated and CSG access mode is not provided, and there is no subscription data for this CSG ID or the CSG subscription is expired, the MME rejects the Service Request with an appropriate cause. The UE shall remove the CSG ID of the cell where the UE has initiated the service request procedure from the Allowed CSG list, if present.


For UEs with emergency EPS bearers, i.e. at least one EPS bearer has an ARP values reserved for emergency services, if CSG access restrictions do not allow the UE to get normal services the MME shall deactivate all non-emergency bearers and accept the Service Request.

3.
NAS authentication/security procedures as defined in clause 5.3.10 on "Security function" may be performed.

4.
The MME sends S1-AP Initial Context Setup Request (Serving GW address, S1-TEID(s) (UL), EPS Bearer QoS(s), Security Context, MME Signalling Connection Id, Handover Restriction List, CSG Membership Indication) message to the eNodeB. This step activates the radio and S1 bearers for all the active EPS Bearers. The eNodeB stores the Security Context, MME Signalling Connection Id, EPS Bearer QoS(s) and S1-TEID(s) in the UE RAN context. The step is described in detail in TS 36.300 [5]. Handover Restriction List is described in clause 4.3.5.7 "Mobility Restrictions".


The MME shall only request to establish Emergency EPS Bearer if the UE is not allowed to access the cell where the UE initiated the service request procedure due to CSG access restriction.


If the Service Request is performed via a hybrid cell, CSG Membership Indication indicating whether the UE is a CSG member shall be included in the S1-AP message from the MME to the RAN. Based on this information the RAN can perform differentiated treatment for CSG and non-CSG members.

5.
The eNodeB performs the radio bearer establishment procedure. The user plane security is established at this step, which is described in detail in TS 36.300 [5]. When the user plane radio bearers are setup. EPS bearer state synchronization is performed between the UE and the network, i.e. the UE shall locally remove any EPS bearer for which no radio bearers are setup and, if the radio bearer for a default EPS bearer is not established, the UE shall locally deactivate all EPS bearers associated to that default EPS bearer.

…
11.1.3.3
Test description

11.1.3.3.1
Pre-test conditions
System Simulator:

-
Cell A is configured according to Table 6.3.2.2-1 in [18]. 

-
Cell A belongs TAI-1.

-
Cell A is set to the ''Serving cell''.
UE:

-
The UE does not have any stored SMS message.

Preamble:

-
UE is in state Registered, Idle Mode (state 2) on Cell A according to [18].
11.1.3.3.2
Test procedure sequence
Table 11.1.3.3.2-1: Main behaviour
	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Sending of a 160 character MO SMS is initiated at the UE via MMI or  AT command
	-
	-
	-
	-

	2
	Check: Does the UE transmit an SERVICE REQUEST message? 
	-->
	SERVICE REQUEST
	1
	P

	3
	Check: Does the UE transmit a CP-DATA containing an RP-DATA RPDU (SMS SUBMIT TPDU) encapsulated in an Uplink NAS transport message?
	-->
	UPLINK NAS TRANSPORT
	1
	P

	4
	The SS transmits a CP-ACK encapsulated in a Downlink NAS Transport message.
	<--
	DOWNLINK NAS TRANSPORT
	-
	-

	5
	The SS transmits a CP-DATA containing an RP-ACK RPDU (SMS SUBMIT REPORT TPDU) encapsulated in an Downlink NAS transport message
	<--
	DOWNLINK NAS TRANSPORT
	-
	-

	6
	Check: Does the UE transmit a CP-ACK encapsulated in an Uplink NAS Transport message?
	-->
	UPLINK NAS TRANSPORT
	2
	P


11.1.3.3.3
Specific message contents
Table 11.1.3.3.3-1: Message UPLINK NAS TRANSPORT (step 3, Table 11.1.3.3.2-1)
	Derivation Path: 36.508 clause 4.7.2-27A

	Information Element
	Value/remark
	Comment
	Condition

	NAS message container
	Set according to Table 11.1.3.3.3-2
	
	


Table 11.1.3.3.3-2: Message CP-DATA (step 3, Table 11.1.3.3.2-1)
	Information Element
	Value/remark
	Comment
	Condition

	Protocol discriminator
	‘1001’B
	SMS messages
	

	Messsage type
	‘00000001’B
	CP-DATA
	

	CP-User data
	Set according to Table 11.1.3.3.3-3
	
	


Table 11.1.3.3.3-3: Message RP-DATA RPDU (step 3, Table 11.1.3.3.2-1)
	Information Element
	Value/remark
	Comment
	Condition

	RP‑Message Type
	‘000’B
	RP-DATA_PDU uplink
	

	RP‑Message Reference
	present
	
	

	RP‑Originator Address
	present
	1 octet
	

	RP‑Destination Address
	present
	1‑12 octets
	

	RP-User Data
	Set according to Table 11.1.3.3.3-4
	
	


Table 11.1.3.3.3-4: Message SMS SUBMIT TPDU (step 3, Table 11.1.3.3.2-1)
	Information Element
	Value/remark
	Comment
	Condition

	TP‑MTI
	‘01’B
	SMS‑SUBMIT
	

	TP-PID
	Different from Type 0: “01000000”B
	
	

	TP-UDL 
	160
	
	

	TP-UD (140 octets)
	text of message (160 characters)
	
	


Table 11.1.3.3.3-5: Message DOWNLINK NAS TRANSPORT (step 4, Table 11.1.3.3.2-1)
	Derivation Path: 36.508 clause 4.7.2-12A

	Information Element
	Value/remark
	Comment
	Condition

	NAS message container
	Set according to Table 11.1.3.3.3-6
	
	


Table 11.1.3.3.3-6: Message CP-ACK (step 4, Table 11.1.3.3.2-1)
	Information Element
	Value/remark
	Comment
	Condition

	Protocol discriminator
	‘1001’B
	SMS messages
	

	Messsage type
	‘00000100’B
	CP-ACK
	


Table 11.1.3.3.3-7: Message DOWNLINK NAS TRANSPORT (step 5, Table 11.1.3.3.2-1)
	Derivation Path: 36.508 clause 4.7.2-12A

	Information Element
	Value/remark
	Comment
	Condition

	NAS message container
	Set according to Table 11.1.3.3.3-8
	
	


Table 11.1.3.3.3-8: Message CP-DATA (step 5, Table 11.1.3.3.2-1)
	Information Element
	Value/remark
	Comment
	Condition

	Protocol discriminator
	‘1001’B
	SMS messages
	

	Messsage type
	‘00000001’B
	CP-DATA
	

	CP-User data
	Set according to Table 11.1.3.3.3-9
	
	


Table 11.1.3.3.3-9: Message RP-ACK RPDU (step 5, Table 11.1.3.3.2-1)
	Information Element
	Value/remark
	Comment
	Condition

	RP‑Message Type
	‘011’B
	RP-ACK_PDU downlink
	

	RP‑Message Reference
	present
	
	

	RP-User Data
	Set according to Table 11.1.3.3.3-10
	
	


Table 11.1.3.3.3-10: Message SMS SUBMIT REPORT TPDU (step 4, Table 11.1.3.3.2-1)
	Information Element
	Value/remark
	Comment
	Condition

	TP‑MTI
	‘01’B
	SMS‑SUBMIT REPORT
	

	TP-FCS
	Not present
	
	


Table 11.1.3.3.3-11: Message UPLINK NAS TRANSPORT (step 6, Table 11.1.3.3.2-1)
	Derivation Path: 36.508 clause 4.7.2-27A

	Information Element
	Value/remark
	Comment
	Condition

	NAS message container
	Set according to Table 11.1.3.3.3-12
	
	


Table 11.1.3.3.3-12: Message CP-ACK (step 6, Table 11.1.3.3.2-1)
	Information Element
	Value/remark
	Comment
	Condition

	Protocol discriminator
	‘1001’B
	SMS messages
	

	Messsage type
	‘00000100’B
	CP-ACK
	


11.1.4
MO-SMS over SGs / Active mode

11.1.4.1
Test Purpose (TP)

(1)

with { UE is IMSI attached for non-EPS services and in EMM-CONNECTED mode }

ensure that {
  when { a MO SMS is initiated at the UE } 
then { UE sends a CP-DATA containing an RP-DATA RPDU (SMS SUBMIT TPDU) encapsulated in an Uplink NAS transport message }

            }

(2)

with { UE is IMSI attached for non-EPS services and in EMM-CONNECTED mode and UE has sent a CP-DATA containing an RP-DATA RPDU (SMS SUBMIT TPDU) encapsulated in an Uplink NAS transport message }

ensure that {
  when { UE receives a CP-DATA containing an RP-ACK RPDU (SMS SUBMIT REPORT TPDU) encapsulated in a Downlink NAS transport message } 

   then { UE sends a CP-ACK encapsulated in an Uplink NAS Transport message }

            }

11.1.4.2
Conformance requirements
References: The conformance requirements covered in the present TC are specified in: 3GPP TS 24.301, clauses 5.6.3.1, 5.6.3.2 and 9.9.3.22, and TS 23.401, clause 5.3.4.1.
[TS 24.301, clause 5.6.3.1]

The purpose of the transport of NAS messages procedure is to carry SMS messages in an encapsulated form between the MME and the UE. The procedure may be initiated by the UE or the network and can only be used when the UE is attached for EPS services and IMSI attached for non-EPS services and is in EMM-CONNECTED mode.
[TS 24.301, clause 5.6.3.2]

Upon request from the SMS entity to send an SMS message, the EMM entity in the UE initiates the procedure by sending an UPLINK NAS TRANSPORT message including the SMS message in the NAS message container IE.

[TS 24.301, clause 9.9.3.22]

This information element is used to encapsulate the SMS messages transferred between the UE and the network.The NAS message container information element is coded as shown in Table 9.9.3.22.1 and 9.9.3.22.2.

The NAS message container is a type 4 information element with a minimum length of 4 octets and a maximum length of 253 octets.

Table 9.9.3.22.1: NAS message container information element

	8
	7
	6
	5
	4
	3
	2
	1
	

	NAS message container IEI
	octet 1

	Length of NAS message container contents
	octet 2

	
	octet 3

	NAS message container contents
	

	
	octet n


Table 9.9.3.22.2: NAS message container information element

	NAS message container contents (octet 3 to octet n)

	

	This IE can contain an SMS message (i.e. CP-DATA, CP-ACK or CP-ERROR) as defined in subclause 7.2 in 3GPP TS 24.011 [13A].

	


…
[TS 23.401, clause 5.3.4]

1.
The UE sends NAS message Service Request towards the MME encapsulated in an RRC message to the eNodeB. The RRC message(s) that can be used to carry the S-TMSI and this NAS message are described in TS 36.300 [5].

2.
The eNodeB forwards NAS message to MME. NAS message is encapsulated in an S1-AP: Initial UE Message (NAS message, TAI+ECGI of the serving cell, S-TMSI, CSG ID, CSG access Mode). Details of this step are described in TS 36.300 [5]. If the MME can't handle the Service Request it will reject it. CSG ID is provided if the UE attaches via a closed or hybrid mode CSG cell. CSG access mode is provided if the UE sends the Service Request message via a hybrid mode CSG cell. If the CSG access mode is not provided but the CSG ID is provided, the MME shall consider the CSG cell as a closed mode CSG cell.


If a CSG ID is indicated and CSG access mode is "closed" or CSG access mode is not provided, and there is no subscription data for this CSG ID or the CSG subscription is expired, the MME rejects the Service Request with an appropriate cause. The UE shall remove the CSG ID of the cell where the UE has initiated the service request procedure from the Allowed CSG list.

3.
NAS authentication procedures may be performed.

4.
The MME sends S1-AP Initial Context Setup Request (Serving GW address, S1-TEID(s) (UL), EPS Bearer QoS(s), Security Context, MME Signalling Connection Id, Handover Restriction List) message to the eNodeB. This step activates the radio and S1 bearers for all the active EPS Bearers. The eNodeB stores the Security Context, MME Signalling Connection Id, EPS Bearer QoS(s) and S1-TEID(s) in the UE RAN context. The step is described in detail in TS 36.300 [5]. Handover Restriction List is described in clause 4.3.5.7 "Mobility Restrictions".

5.
The eNodeB performs the radio bearer establishment procedure. The user plane security is established at this step, which is described in detail in TS 36.300 [5]. When the user plane radio bearers are setup the Service Request is completed and EPS bearer state is synchronized between the UE and the network, i.e. the UE should remove the EPS bearer for which no radio bearers are setup.

…
11.1.4.3
Test description

11.1.4.3.1
Pre-test conditions
System Simulator:

-
Cell A is configured according to Table 6.3.2.2-1 in [18]. 

-
Cell A belongs TAI-1.

-
Cell A is set to the ''Serving cell''.
UE:

-
The UE does not have any stored SMS message.

Preamble:

-
UE is in state Generic RB Established (state 3) on Cell A according to [18].
11.1.4.3.2
Test procedure sequence
Table 11.1.4.3.2-1: Main behaviour
	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Sending of a 160 character MO SMS is initiated at the UE via MMI or  AT command
	-
	-
	-
	-

	2
	Check: Does the UE transmit a CP-DATA containing an RP-DATA RPDU (SMS SUBMIT TPDU) encapsulated in an Uplink NAS transport message?
	-->
	UPLINK NAS TRANSPORT
	1
	P

	3
	The SS transmits a CP-ACK encapsulated in a Downlink NAS Transport message.
	<--
	DOWNLINK NAS TRANSPORT
	-
	-

	4
	The SS transmits a CP-DATA containing an RP-ACK RPDU(SMS SUBMIT REPORT TPDU) encapsulated in an Downlink NAS transport message
	<--
	DOWNLINK NAS TRANSPORT
	-
	-

	5
	Check: Does the UE transmit a CP-ACK encapsulated in an Uplink NAS Transport message?
	-->
	UPLINK NAS TRANSPORT
	2
	P


11.1.4.3.3
Specific message contents
Table 11.1.4.3.3-1: Message UPLINK NAS TRANSPORT (step 2, Table 11.1.4.3.2-1)
	Derivation Path: 36.508 clause 4.7.2-27A

	Information Element
	Value/remark
	Comment
	Condition

	NAS message container
	Set according to Table 11.1.4.3.3-2
	
	


Table 11.1.4.3.3-2: Message CP-DATA (step 2, Table 11.1.4.3.2-1)
	Information Element
	Value/remark
	Comment
	Condition

	Protocol discriminator
	‘1001’B
	SMS messages
	

	Messsage type
	‘00000001’B
	CP-DATA
	

	CP-User data
	Set according to Table 11.1.4.3.3-3
	
	


Table 11.1.4.3.3-3: Message RP-DATA RPDU (step 2, Table 11.1.4.3.2-1)
	Information Element
	Value/remark
	Comment
	Condition

	RP‑Message Type
	‘000’B
	RP-DATA uplink
	

	RP‑Message Reference
	present
	
	

	RP‑Originator Address
	present
	1 octet
	

	RP‑Destination Address
	present
	1‑12 octets
	

	RP-User Data
	Set according to Table 11.1.4.3.3-4
	
	


Table 11.1.4.3.3-4: Message SMS SUBMIT TPDU (step 2, Table 11.1.4.3.2-1)
	Information Element
	Value/remark
	Comment
	Condition

	TP‑MTI
	‘01’B
	SMS‑SUBMIT
	

	TP-PID
	Different from Type 0: “01000000”B
	
	

	TP-UDL 
	160
	
	

	TP-UD (140 octets)
	text of message (160 characters)
	
	


Table 11.1.4.3.3-5: Message DOWNLINK NAS TRANSPORT (step 3, Table 11.1.4.3.2-1)
	Derivation Path: 36.508 clause 4.7.2-12A

	Information Element
	Value/remark
	Comment
	Condition

	NAS message container
	Set according to Table 11.1.4.3.3-6
	
	


Table 11.1.4.3.3-6: Message CP-ACK (step 3 Table 11.1.4.3.2-1)
	Information Element
	Value/remark
	Comment
	Condition

	Protocol discriminator
	‘1001’B
	SMS messages
	

	Messsage type
	‘00000100’B
	CP-ACK
	


Table 11.1.4.3.3-7: Message DOWNLINK NAS TRANSPORT (step 4, Table 11.1.4.3.2-1)
	Derivation Path: 36.508 clause 4.7.2-12A

	Information Element
	Value/remark
	Comment
	Condition

	NAS message container
	Set according to Table 11.1.4.3.3-8
	
	


Table 11.1.4.3.3-8: Message CP-DATA (step 4, Table 11.1.4.3.2-1)
	Information Element
	Value/remark
	Comment
	Condition

	Protocol discriminator
	‘1001’B
	SMS messages
	

	Messsage type
	‘00000001’B
	CP-DATA
	

	CP-User data
	Set according to Table 11.1.4.3.3-9
	
	


Table 11.1.4.3.3-9: Message RP-ACK RPDU (step 4, Table 11.1.4.3.2-1)
	Information Element
	Value/remark
	Comment
	Condition

	RP‑Message Type
	‘011’B
	RP-ACK_PDU downlink
	

	RP‑Message Reference
	present
	
	

	RP-User Data
	Set according to Table 11.1.4.3.3-10
	
	


Table 11.1.4.3.3-10: Message SMS SUBMIT REPORT TPDU (step 4, Table 11.1.4.3.2-1)
	Information Element
	Value/remark
	Comment
	Condition

	TP‑MTI
	‘01’B
	SMS‑SUBMIT REPORT
	

	TP-FCS
	Not present
	
	


Table 11.1.4.3.3-11: Message UPLINK NAS TRANSPORT (step 5, Table 11.1.4.3.2-1)
	Derivation Path: 36.508 clause 4.7.2-27A

	Information Element
	Value/remark
	Comment
	Condition

	NAS message container
	Set according to Table 11.1.4.3.3-12
	
	


Table 11.1.4.3.3-12: Message CP-ACK (step 5, Table 11.1.4.3.2-1)
	Information Element
	Value/remark
	Comment
	Condition

	Protocol discriminator
	‘1001’B
	SMS messages
	

	Messsage type
	‘00000100’B
	CP-ACK
	


12
E-UTRA radio bearer tests
12.1
General
The present clause defines radio bearer combinations as well as generic E-UTRA radio bearer test procedures. The generic E-UTRA radio bearer test procedures include generic TPs and test description. The TCs that follow verify specific E-UTRA radio bearer combinations by indicating the relevant combinations and making reference to the generic procedures' TPs and test description as appropriate. The reference to the generic TP shall be understood not as having the same TP rather as applying the same TP to a different E-UTRA radio bearer combination.
12.1.0
Definition of radio bearer combinations

The radio bearer combinations tested are listed in table 12-1. The radio bearer combinations and identifiers (1 to 13) are according to the radio bearer combinations and identifier in TS 36.331 Annex B.1.

Table 12-1: Radio Bearer Combinations

	RB combination identifier
	Radio bearer combination

	1
	SRB1 and SRB2 for DCCH + 1xAM DRB

	2
	SRB1 and SRB2 for DCCH + 1xAM DRB + 1xUM DRB

	3
	SRB1 and SRB2 for DCCH + 2xAM DRB

	4
	SRB1 and SRB2 for DCCH + 2xAM DRB + 1xUM DRB

	5
	SRB1 and SRB2 for DCCH + 2xAM DRB + 2xUM DRB

	6
	SRB1 and SRB2 for DCCH + 3xAM DRB

	7
	SRB1 and SRB2 for DCCH + 3xAM DRB + 1xUM DRB

	8
	SRB1 and SRB2 for DCCH + 3xAM DRB + 2xUM DRB

	9
	SRB1 and SRB2 for DCCH + 4xAM DRB

	10
	SRB1 and SRB2 for DCCH + 4xAM DRB + 1xUM DRB

	11
	SRB1 and SRB2 for DCCH + 4xAM DRB + 2xUM DRB

	12
	SRB1 and SRB2 for DCCH + 5xAM DRB + 3xUM DRB

	13
	SRB1 and SRB2 for DCCH + 8xAM DRB


12.1.1
Generic E-UTRA radio bearer test procedure / MIMO not configured
12.1.1.1
Test Purpose (TP)
(1)

with { UE in E-UTRA RRC_CONNECTED state with a "n x AM DRB + m x UM DRB" radio bearer combination established and physical layer configured for SISO transmission}

ensure that {

  when { UE receives a PDCP SDU on each configured AM and UM DRB within the same TTI }

    then { UE forward the received PDCP SDUs to upper layer }

}

(2)

with { UE in E-UTRA RRC_CONNECTED state with "an x AM DRB + m x UM DRB" radio bearer combination established }

ensure that {

  when { UE has pending data in the transmission buffer corresponding to a complete PDCP SDU on each configured AM and UM DRB and UE receives an UL Grant allowing UE to transmit all pending data }

    then { UE transmits a PDCP SDU on each configured AM and UM DRB within the same TTI }

}

12.1.1.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: 3GPP TS 36-series Layer 1, Layer 2 and Layer 3 core specifications.

12.1.1.3
Test description
12.1.1.3.1
Pre-test conditions

System Simulator 

-
Cell 1
UE:

- 
None

Preamble 

-
The UE is in state Loopback Activated (state 4) according to [18].

-
Radio bearer for combination SRB1 and SRB2 for n x AM DRB + m x UM DRB is used where n and m are specified in the test case.

12.1.1.3.2
Test procedure sequence

Table 12.1.1.3-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS ignores scheduling requests and does not allocate any uplink grant. 
	-
	-
	-
	-

	2
	The SS transmits a PDCP SDU of size 40 bytes on each configured AM DRB and a PDCP SDU of size 40 bytes on each configured UM DRB in the same TTI
	<--
	PDCP SDUs
	-
	-

	2a
	SS respond to any scheduling request from the UE by an UL Grant of 32 bits. (Note 1)
	<--
	(UL Grant, 32 bits)
	-
	-

	3
	SS waits until UE transmit a BSR with ‘Buffer size’ field set to value indicating that all data received in step 2 is pending for transmission. 
	-
	-
	-
	-

	4
	SS transmits an UL grants to enable UE to return all pending data in one TTI
	<--
	(UL grant)
	-
	-

	5
	Check: Does UE transmit a PDCP SDU on each configure AM and UM DRB of the same size and content as transmitted by the SS in step 2?
	-->
	PDCP SDUs
	1,2
	P

	6
	The SS releases the connection
	-
	-
	-
	-

	Note 1:
32 bits enables UE to transmit a MAC PDU with a MAC BSR header and a Short BSR (1 bytes) or a Long BSR (3 byte).


12.1.1.3.3
Specific Message Contents

None

12.1.2
Generic E-UTRA radio bearer test procedure / MIMO configured

12.1.2.1
Test Purpose (TP)
(1)

with { UE in E-UTRA RRC_CONNECTED state with a "n x AM DRB + m x UM DRB" radio bearer combination established and physical layer configured for MIMO transmission}

ensure that {

  when { UE receives, on each configured MIMO flow, a PDCP SDU on each configured AM and UM DRB within the same TTI }

    then { UE forward the received PDCP SDUs to upper layer }

}

(2)

with { UE in E-UTRA RRC_CONNECTED state with a "n x AM DRB + m x UM DRB" radio bearer combination established }

ensure that {

  when { UE has pending data in the transmission buffer corresponding to two complete PDCP SDUs on each configured AM and UM DRB and UE receives an UL Grant allowing UE to transmit all pending data }

    then { UE transmits two PDCP SDUs on each configured AM and UM DRB }

}

12.1.2.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: 3GPP TS 36-series Layer 1, Layer 2 and Layer 3 core specifications.

12.1.2.3
Test description
12.1.2.3.1
Pre-test conditions

System Simulator 

-
Cell 1 (MIMO)
UE:

- 
None

Preamble 

-
The UE is in state Loopback Activated (state 4) according to [18] using condition 2TX to configure MIMO.

-
Radio bearer for combination SRB1 and SRB2 for n x AM DRB + m x UM DRB is used where n and m are specified in the test case.

12.1.2.3.2
Test procedure sequence

Table 12.1.1.3-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS ignores scheduling requests and does not allocate any uplink grant.
	-
	-
	-
	-

	2
	The SS transmits two PDCP SDUs of size 40 bytes on each configured AM DRB and two PDCP SDUs of size 40 bytes on each configured UM DRB in the same TTI. The PDCP SDUs are transmitted on the physical layer equally split between transport block 1 and transport block 2.
	<--
	PDCP SDUs
	-
	-

	2a
	SS respond to any scheduling request from the UE by an UL Grant of 32 bits. (Note 1)
	<--
	(UL Grant, 32 bits)
	-
	-

	3
	SS waits until UE transmit a BSR with ‘Buffer size’ field set to value indicating that all data received in step 2 is pending for transmission.
	-
	-
	-
	-

	4
	SS transmits an UL grants to enable UE to return all pending data in one TTI
	-
	-
	-
	-

	5
	Check: Does UE transmit two PDCP SDUs on each configured AM and UM DRB of the same size and content as transmitted by the SS in step 2?
	-->
	PDCP SDUs
	1,2
	P

	6
	The SS releases the connection
	-
	-
	-
	-

	Note 1:
32 bits enables UE to transmit a MAC PDU with a MAC BSR header and a Short BSR (1 bytes) or a Long BSR (3 byte).


12.1.2.3.3
Specific Message Contents

None
12.2
MIMO not configured
12.2.1
Data transfer of E-UTRA radio bearer combinations 1,3,6 and 9

12.2.1.1
Test Purpose (TP)

See 12.1.1.1

12.2.1.2
Conformance requirements

See 12.1.1.2

12.2.1.3
Test description
12.2.1.3.1
Pre-test conditions

System Simulator 

-
See 12.1.1.3
UE:

- 
See 12.1.1.3

Preamble 

-
The number of AM data radio bearers (n) and UM data radio bearers (m) for each execution is specified in table 12.2.1.3.1-1.

Table 12.2.1.3.1-1: Test parameters (m,n) for each execution (k)

	Execution 

k
	Number of AM DRBs

n
	Number of UM DRBs

m
	Radio bearer combination

	1
	1
	-
	1: SRB1 and SRB2 for DCCH + 1xAM DRB

	2
	2
	-
	3: SRB1 and SRB2 for DCCH + 2xAM DRB

	3
	3
	-
	6: SRB1 and SRB2 for DCCH + 3xAM DRB

	4
	4
	-
	9: SRB1 and SRB2 for DCCH + 4xAM DRB


12.2.1.3.2
Test procedure sequence

Table 12.2.1.4.1-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	
	EXCEPTION: Step 1 is repeated for execution counter k=1 to 4
	-
	-
	-
	-

	1
	Generic test procedure in 12.1.1 is executed for execution k with number of AM DRB (n) and number of UM DRB (m) as specified in table 12.2.1.3.1-1.
	-
	-
	-
	-


12.2.1.3.3
Specific Message Contents

None
12.2.2
Data transfer of E-UTRA radio bearer combinations 2,4,7 and 10

12.2.2.1
Test Purpose (TP)

See 12.1.1.1

12.2.2.2
Conformance requirements

See 12.1.1.2

12.2.2.3
Test description
12.2.2.3.1
Pre-test conditions

System Simulator 

-
See 12.1.1.3
UE:

- 
See 12.1.1.3

Preamble
-
The number of AM data radio bearers (n) and UM data radio bearers (m) for each execution is specified in table 12.2.2.3.1-1.

Table 12.2.2.3.1-1: Test parameters (m,n) for each execution (k)1
	Execution 

k
	Number of AM DRBs

n
	Number of UM DRBs

m
	Radio bearer combination

	1
	1
	1
	2: SRB1 and SRB2 for DCCH + 1xAM DRB + 1xUM DRB

	2
	2
	1
	4: SRB1 and SRB2 for DCCH + 2xAM DRB + 1xUM DRB

	3
	3
	1
	7: SRB1 and SRB2 for DCCH + 3xAM DRB + 1xUM DRB

	4
	4
	1
	10: SRB1 and SRB2 for DCCH + 4xAM DRB + 1xUM DRB


12.2.2.3.2
Test procedure sequence

Table 12.2.2.4.1-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	
	EXCEPTION: Step 1 is repeated for execution counter k=1 to 4
	-
	-
	-
	-

	1
	Generic test procedure in 12.1.1 is executed for execution k with number of AM DRB (n) and number of UM DRB (m) as specified in table 12.2.2.3.1-1.
	-
	-
	-
	-


12.2.2.3.3
Specific Message Contents

None

12.2.3
Data transfer of E-UTRA radio bearer combinations 5,8,11 and 12

12.2.3.1
Test Purpose (TP)

See 12.1.1.1

12.2.3.2
Conformance requirements

See 12.1.1.2

12.2.3.3
Test description
12.2.3.3.1
Pre-test conditions

System Simulator 

-
See 12.1.1.3
UE:

- 
See 12.1.1.3

Preamble 

-
The number of AM data radio bearers (n) and UM data radio bearers (m) for each execution is specified in table 12.2.3.3.1-1.

Table 12.2.3.3.1-1: Test parameters (m,n) for each execution (k)

	Execution 

K
	Number of AM DRBs

n
	Number of UM DRBs

m
	Radio bearer combination

	1
	2
	2
	5: SRB1 and SRB2 for DCCH + 2xAM DRB + 2xUM DRB

	2
	3
	2
	8: SRB1 and SRB2 for DCCH + 3xAM DRB + 2xUM DRB

	3
	4
	2
	11: SRB1 and SRB2 for DCCH + 4xAM DRB + 2xUM DRB

	4
	5
	3
	12: SRB1 and SRB2 for DCCH + 5xAM DRB + 3xUM DRB


12.2.3.3.2
Test procedure sequence

Table 12.2.3.4.1-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	
	EXCEPTION: Step 1 is repeated for execution counter k=1 to 4
	-
	-
	-
	-

	1
	Generic test procedure in 12.1.1 is executed for execution k with number of AM DRB (n) and number of UM DRB (m) as specified in table 12.2.3.3.1-1.
	-
	-
	-
	-


12.2.3.3.3
Specific Message Contents

None

12.2.4
Data transfer of E-UTRA radio bearer combination 13

12.2.4.1
Test Purpose (TP)

See 12.1.1.1

12.2.4.2
Conformance requirements

See 12.1.1.2

12.2.4.3
Test description
12.2.4.3.1
Pre-test conditions

System Simulator 

-
See 12.1.1.3
UE:

- 
See 12.1.1.3

Preamble 

-
The number of AM data radio bearers (n) and UM data radio bearers (m) is specified in table 12.2.4.3.1-1.

Table 12.2.4.3.1-1: Test parameters (m,n) for execution (k)

	Execution 

k
	Number of AM DRBs

n
	Number of UM DRBs

m
	Radio bearer combination

	1
	8
	0
	13: SRB1 and SRB2 for DCCH + 8xAM DRB


12.2.4.3.2
Test procedure sequence

Table 12.2.4.4.1-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Generic test procedure in 12.1.1 is executed for execution 1 with number of AM DRB (n) and number of UM DRB (m) as specified in table 12.2.4.3.1-1.
	-
	-
	-
	-


12.2.4.3.3
Specific Message Contents

None

12.3
MIMO configured

12.3.1
Data transfer of E-UTRA radio bearer combinations 1,3,6 and 9 / MIMO

12.3.1.1
Test Purpose (TP)

See 12.1.2.1

12.3.1.2
Conformance requirements

See 12.1.2.2

12.3.1.3
Test description
12.3.1.3.1
Pre-test conditions

System Simulator 

-
See 12.1.2.3
UE:

- 
See 12.1.2.3

Preamble 

-
The number of AM data radio bearers (n) and UM data radio bearers (m) for each execution is specified in table 12.3.1.3.1-1.

Table 12.3.1.3.1-1: Test parameters (m,n) for each execution (k)

	Execution 

k
	Number of AM DRBs

n
	Number of UM DRBs

m
	Radio bearer combination

	1
	1
	-
	1: SRB1 and SRB2 for DCCH + 1xAM DRB

	2
	2
	-
	3: SRB1 and SRB2 for DCCH + 2xAM DRB

	3
	3
	-
	6: SRB1 and SRB2 for DCCH + 3xAM DRB

	4
	4
	-
	9: SRB1 and SRB2 for DCCH + 4xAM DRB


12.3.1.3.2
Test procedure sequence

Table 12.3.1.4.1-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	
	EXCEPTION: Step 1 is repeated for execution counter k=1 to 4
	-
	-
	-
	-

	1
	Generic test procedure in 12.1.2 is executed for execution k with number of AM DRB (n) and number of UM DRB (m) as specified in table 12.3.1.3.1-1.
	-
	-
	-
	-


12.3.1.3.3
Specific Message Contents

None

12.3.2
Data transfer of E-UTRA radio bearer combinations 2,4,7 and 10 / MIMO

12.3.2.1
Test Purpose (TP)

See 12.1.2.1

12.3.2.2
Conformance requirements

See 12.1.2.2

12.3.2.3
Test description
12.3.2.3.1
Pre-test conditions

System Simulator 

-
See 12.1.2.3
UE:

- 
See 12.1.2.3

Preamble

-
The number of AM data radio bearers (n) and UM data radio bearers (m) for each execution is specified in table 12.3.2.3.1-1.

Table 12.3.2.3.1-1: Test parameters (m,n) for each execution (k)

	Execution 

k
	Number of AM DRBs

n
	Number of UM DRBs

M
	Radio bearer combination

	1
	1
	-
	1: SRB1 and SRB2 for DCCH + 1xAM DRB

	2
	2
	-
	3: SRB1 and SRB2 for DCCH + 2xAM DRB

	3
	3
	-
	6: SRB1 and SRB2 for DCCH + 3xAM DRB

	4
	4
	-
	9: SRB1 and SRB2 for DCCH + 4xAM DRB


12.3.2.3.2
Test procedure sequence

Table 12.3.2.4.1-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	
	EXCEPTION: Step 1 is repeated for execution counter k=1 to 4
	-
	-
	-
	-

	1
	Generic test procedure in 12.1.2 is executed for execution k with number of AM DRB (n) and number of UM DRB (m) as specified in table 12.3.2.3.1-1.
	-
	-
	-
	-


12.3.2.3.3
Specific Message Contents

None

12.3.3
Data transfer of E-UTRA radio bearer combinations 5,8,11 and 12 / MIMO

12.3.3.1
Test Purpose (TP)

See 12.1.2.1

12.3.3.2
Conformance requirements

See 12.1.2.2

12.3.3.3
Test description
12.3.3.3.1
Pre-test conditions

System Simulator

-
See 12.1.2.3
UE:

- 
See 12.1.2.3

Preamble

-
The number of AM data radio bearers (n) and UM data radio bearers (m) for each execution is specified in table 12.3.3.3.1-1.

Table 12.3.3.3.1-1: Test parameters (m,n) for each execution (k)

	Execution 

K
	Number of AM DRBs

n
	Number of UM DRBs

m
	Radio bearer combination

	1
	2
	2
	5: SRB1 and SRB2 for DCCH + 2xAM DRB + 2xUM DRB

	2
	3
	2
	8: SRB1 and SRB2 for DCCH + 3xAM DRB + 2xUM DRB

	3
	4
	2
	11: SRB1 and SRB2 for DCCH + 4xAM DRB + 2xUM DRB

	4
	5
	3
	12: SRB1 and SRB2 for DCCH + 5xAM DRB + 3xUM DRB


12.3.3.3.2
Test procedure sequence

Table 12.3.3.4.1-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	
	EXCEPTION: Step 1 is repeated for execution counter k=1 to 4
	-
	-
	-
	-

	1
	Generic test procedure in 12.1.2 is executed for execution k with number of AM DRB (n) and number of UM DRB (m) as specified in table 12.3.3.3.1-1.
	-
	-
	-
	-


12.3.3.3.3
Specific Message Contents

None

12.3.4
Data transfer of E-UTRA radio bearer combination 13 / MIMO

12.3.4.1
Test Purpose (TP)

See 12.1.2.1

12.3.4.2
Conformance requirements

See 12.1.2.2

12.3.4.3
Test description
12.3.4.3.1
Pre-test conditions

System Simulator 

-
See 12.1.2.3
UE:

- 
See 12.1.2.3

Preamble 

-
The number of AM data radio bearers (n) and UM data radio bearers (m) is specified in table 12.3.4.3.1-1.

Table 12.3.4.3.1-1: Test parameters (m,n) for each execution (k)

	Execution 

k
	Number of AM DRBs

n
	Number of UM DRBs

m
	Radio bearer combination

	1
	8
	0
	13: SRB1 and SRB2 for DCCH + 8xAM DRB


12.3.4.3.2
Test procedure sequence

Table 12.3.4.4.1-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Generic test procedure in 12.1.2 is executed for execution 1 with number of AM DRB (n) and number of UM DRB (m) as specified in table 12.3.4.3.1-1.
	-
	-
	-
	-


12.3.4.3.3
Specific Message Contents

None

13
Multi layer Procedures

13.1
Call setup

13.1.1
Activation and deactivation of additional data radio bearer in E-UTRA
13.1.1.1
Test Purpose (TP)
(1)

with { UE has a default EPS bearer context and dedicated EPS bearer context active and the associated DRBs are established }

ensure that {

when { UE receives donwlink data on the radio bearer associated with the default or the dedicated EPS bearer context }

  then { UE delivers the downlink data to upper layers }

           }

(2)

with { UE has a default EPS bearer context and dedicated EPS bearer context active and the associated DRBs are established }

ensure that {

when { uplink data are submitted for transmission }

  then { UE transmits the uplink data on the radio bearer associated with the default EPS bearer context or the dedicated EPS bearer context according to configured TFT}

           }

(3)

with { UE has a default EPS bearer context and the dedicated EPS bearer context was deactivated }

ensure that {

when { UE receives donwlink data on the radio bearer associated with the default EPS bearer context }

  then { UE delivers the downlink data to upper layers }

           }

(4)

with { UE has a default EPS bearer context and the dedicated EPS bearer context was deactivated }

ensure that {

when { uplink data are submitted for transmission }

  then { UE transmits the uplink data on the radio bearer associated with the default EPS bearer context }

           }
13.1.1.2
Conformance requirements
Same Conformance requirements as in clause 8.2.1.3, 8.2.3.1, 10.2.1 and 10.4.1

13.1.1.3
Test description
13.1.1.3.1
Pre-test conditions
System Simulator:

-
Cell 1.
UE:

None.

Preamble:

-
The UE is in state Generic RB Established, UE test mode activated (state 3A) according to [18] using the UE TEST LOOP MODE B.
13.1.1.3.2
Test procedure sequence
Table 13.1.1.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	SS transmits an RRCConnectionReconfiguration message to establish a data radio bearer.
The SS transmits a ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message activating a new EPS bearer context.

The NAS message is included in a RRCConnectionReconfiguration message.
	<--
	RRCConnectionReconfiguration
NAS: ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST
	-
	-

	2
	The UE transmit a RRCConnectionReconfigurationComplete message to confirm the establishment of data radio bearer.
	-->
	RRCConnectionReconfigurationComplete
	-
	-

	3
	The UE transmits an ACTIVATE DEDICATE EPS BEARER CONTEXT ACCEPT message.
	-->
	ULInformationTransfer
NAS: ACTIVATE DEDICATE EPS BEARER CONTEXT ACCEPT
	-
	-

	4
	The SS closes the UE test loop mode.
	-
	-
	-
	-

	5
	The SS transmits one IP packet to the UE on the DRB associated with the default EPS bearer context.
	<--
	IP packet 
	-
	-

	6
	Check: Does the UE loop back the IP packet on the DRB associated with the default EPS bearer context?
	-->
	IP packet
	1,2
	P

	7
	The SS transmits one IP packet to the UE on the DRB associated with the dedicated EPS bearer context.
	<--
	IP packet 
	-
	-

	8
	Check: Does the UE loop back the IP packet on the DRB associated with the dedicated EPS bearer context?
	-->
	IP packet
	1,2
	P

	9
	SS transmits an RRCConnectionReconfiguration message to release a data radio bearer.
The SS transmits a DEACTIVATE EPS BEARER CONTEXT REQUEST including the EPS bearer identity of the dedicated EPS bearer.
The NAS message is included in a RRCConnectionReconfiguration message.
	<--
	RRCConnectionReconfiguration NAS: DEACTIVATE EPS BEARER CONTEXT REQUEST
	-
	-

	10
	The UE transmits an RRCConnectionReconfigurationComplete message.
	-->
	RRCConnectionReconfigurationComplete 
	-
	-

	 11
	The UE transmit a DEACTIVATE EPS BEARER CONTEXT ACCEPT.
	-->
	ULInformationTransfer
NAS:DEACTIVATE EPS BEARER CONTEXT ACCEPT
	-
	-

	12
	The SS transmits one IP packet to the UE on the DRB associated with the default EPS bearer context.
	<--
	IP packet 
	-
	-

	 13
	Check: Does the UE loop back the IP packet on the DRB associated with the default EPS bearer context?
	-->
	IP packet
	3, 4
	P


13.1.1.3.3
Specific message contents
Table 13.1.1.3.3-1: Message RRCConnectionReconfiguration (step 1, Table 13.1.1.3.2-1)

	Derivation Path: 36.508 table 4.6.1-8, condition DRB(1,0)

	Information Element
	Value/remark
	Comment
	Condition

	RRCConnectionReconfiguration ::= SEQUENCE {
	
	
	

	  criticalExtensions CHOICE {
	
	
	

	    c1 CHOICE{
	
	
	

	      rrcConnectionReconfiguration-r8 SEQUENCE {
	
	
	

	        dedicatedInfoNASList SEQUENCE (SIZE(1..maxDRB)) OF
	1 entry
	
	

	        dedicatedInfoNAS [1]
	octet  string 
	ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST according 36.508 table 4.7.3-3
	

	      }
	
	
	

	    }
	
	
	

	  }
	
	
	

	}
	
	
	


Table 13.1.1.3.3-2: Message ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST (step 1, Table 13.1.1.3.2-1)

	Derivation path: 36.508 table 4.7.3-3

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer identity
	EBId-1
	SS defines a dedicated bearer Id different from default EBId and between 5 and 15.
	

	Procedure transaction identity
	0
	"No procedure transaction identity assigned"
	

	Linked EPS bearer identity
	Default EBId
	SS re-uses the EPS bearer identity of the default EPS bearer context.
	

	EPS QoS
	According to reference dedicated EPS bearer context #1 - see [18]
	
	

	TFT
	According to reference dedicated EPS bearer context #1- see [18]
	
	


Table 13.1.1.3.3-3: Message ACTIVATE DEDICATE EPS BEARER CONTEXT ACCEPT (step 3, Table 13.1.1.3.2-1)

	Derivation path: 36.508 table 4.7.3-1

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer identity
	EBId-1
	Same value as in ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST
	

	Procedure transaction identity
	0
	"No procedure transaction identity assigned"
	


Table 13.1.1.3.3-4: Message RRCConnectionReconfiguration (step 9, Table 13.1.1.3.2-1)

	Derivation Path: 36.508 table 4.6.1-8

	Information Element
	Value/remark
	Comment
	Condition

	RRCConnectionReconfiguration ::= SEQUENCE {
	
	
	

	  criticalExtensions CHOICE {
	
	
	

	    c1 CHOICE{
	
	
	

	      rrcConnectionReconfiguration-r8 SEQUENCE {
	
	
	

	        dedicatedInfoNASList SEQUENCE (SIZE(1..maxDRB)) OF SEQUENCE {
	
	
	

	          DedicatedInfoNAS[1]
	DEACTIVATE EPS BEARER CONTEXT REQUEST
	
	

	        }
	
	
	

	        radioResourceConfigDedicated
	RadioResourceConfigDedicated-DRB-RELEASE
	
	

	      }
	
	
	

	    }
	
	
	

	  }
	
	
	

	}
	
	
	


Table 13.1.1.3.3-5: Message RadioResourceConfigDedicated-DRB-RELEASE (step 9, Table 13.1.1.3.2-1)

	Derivation Path: 36.331 clause 6.3.2

	Information Element
	Value/remark
	Comment
	Condition

	RadioResourceConfigDedicated ::= SEQUENCE {
	
	
	

	  srb-ToAddModList
	Not present
	
	

	  drb-ToAddModList
	Not present
	
	

	  drb-ToReleaseList SEQUENCE (SIZE (1..maxDRB)) OF SEQUENCE {
	1 entry
	
	

	  drb-Identity[1]
	2
	
	

	 }
	
	
	

	  mac-MainConfig CHOICE { }
	Not present
	
	

	  sps-Config
	Not present
	
	

	  physicalConfigDedicated
	Not present
	
	

	}
	
	
	


Table 13.1.1.3.3-6: Message DEACTIVATE EPS BEARER CONTEXT REQUEST (step 9, Table 13.1.1.3.2-1)

	Derivation path: 36.508 table 4.7.3-12

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer identity
	EBId-1
	Same value as in ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST of step 1
	

	Procedure transaction identity
	0
	No procedure transaction identity assigned
	

	ESM cause
	00100100
	“Regular deactivation”
	

	Protocol configuration options
	Not present
	
	


Table 13.1.1.3.3-7: Message DEACTIVATE EPS BEARER CONTEXT REQUEST (step 11, Table 13.1.1.3.2-1)

	Derivation path: 36.508 table 4.7.3-11

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer identity
	EBId-1
	Same value as in ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST of step 1
	

	Procedure transaction identity
	0
	No procedure transaction identity assigned
	


13.1.3
Call setup from E-UTRAN RRC_CONNECTED / CS fallback to UTRAN with Redirection / MT call

13.1.3.1
Test Purpose (TP)

(1)

with { UE in E-UTRA RRC_CONNECTED state }

ensure that {

  when { UE receives a DLInformationTransfer message containing a CS SERVICE NOTIFICATION message }

   then { UE transmits an ULInformationTransfer message containing an EXTENDED SERVICE REQUEST message with Service Type IE set to "mobile terminating CS fallback or 1xCS fallback” } 
            }

(2)

with { UE having transmitted an ULInformationTranfer message containing an EXTENDED SERVICE REQUEST message with Service Type IE set to "mobile terminating CS fallback or 1xCS fallback” }

ensure that {
  when { SS transmits an RRCConnectionRelease message with redirection to a UTRA cell in a different location area and operating in NMO I }

    then { UE tunes to UTRA cell and performs a RA Update procedure }

            }

(3)

with { UE having transmitted an ULInformationTranfer message containing an EXTENDED SERVICE REQUEST message with Service Type IE set to "mobile terminating CS fallback or 1xCS fallback” and tuned to UTRA cell and initiated a RA Update procedure }

ensure that {
  when { UE completes the RA Update procedure }

    then { UE transmits a PAGING RESPONSE on UTRA cell to set up MT CS call }

            }

(4)

with { UE having transmitted an ULInformationTranfer message containing an EXTENDED SERVICE REQUEST message with Service Type IE set to "mobile terminating CS fallback or 1xCS fallback” and tuned to UTRA cell and initiated a RA Update procedure and having pending UL data to send}

ensure that {
  when { UE completes the RA Update procedure }

    then { UE transmits a SERVICE REQUEST to set up PS bearers on UTRA cell }

            }

(5)

with { UE having transmitted an ULInformationTranfer message containing an EXTENDED SERVICE REQUEST message with Service Type IE set to "mobile terminating CS fallback or 1xCS fallback” and tuned to UTRA cell and initiated a RA Update procedure and having pending UL data to send}

ensure that {
  when { PS bearers have been set up on UTRA cell }

    then { UE transmits pending UL data }

            }

13.1.3.2
Conformance requirements

References: The conformance requirements covered in the current TC are those listed in TC 8.1.3.6, plus those specified in: TS 23.272, clause 7.4, and TS 24.301, clause 5.6.2.3.

[TS 23.272, clause 7.4]
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Figure 7.4-1: CS Page in E-UTRAN, Call in GERAN/UTRAN without PS HO

1a.
The MSC receives an incoming voice call and responds by sending a Paging Request (IMSI or TMSI, optional Caller Line Identification and Connection Management information) to the MME over a SGs interface. The MSC only sends a CS Page for an UE that provides location update information using the SGs interface. In active mode the MME has an established S1 connection and if the MME did not return the "SMS-only" indication to the UE during Attach or Combined TA/LA Update procedures, the MME reuses the existing connection to relay the CS Service Notification to the UE.


If the MME returned the "SMS-only" indication to the UE during Attach or Combined TA/LA Update procedures, the MME shall not send the CS Service Notification to the UE and sends Paging Reject towards MSC to stop CS Paging procedure, and this CSFB procedure stops.


The eNB forwards the paging message to the UE. The message contains CN Domain indicator and, if received from the MSC, the Caller Line Identification if available and needed.


The MME immediately sends the SGs Service Request message to the MSC. Receipt of the SGs Service Request message stops the MSC retransmitting the SGs interface Paging message.

NOTE 1:
The pre‑configured policy may be used by UE to avoid being disturbed without Caller Line Identification display and the detailed handling is to be decided by CT WG1 and CT WG6.

NOTE 2:
This procedure can also take place immediately after MSC receives MAP_PRN from HSS, if pre-paging is deployed. Caller Line Identification is also provided in the case of pre-paging.

NOTE 3:
In order to avoid the calling party experiencing a potentially long period of silence, the MSC may use the SGs Service Request message as a trigger to inform the calling party that the call is progressing.

1b.
UE sends an Extended Service Request (CS Fallback Indicator, Reject or Accept) message to the MME. Extended Service Request message is encapsulated in RRC and S1‑AP messages. CS Fallback Indicator indicates MME to perform CS Fallback. The UE may decide to reject CSFB based on Caller Line Identification.
1c.
Upon receiving the Extended Service Request (CSFB, Reject), the MME sends Paging Reject towards MSC to stop CS Paging procedure and this CSFB procedure stops.

1d.
The MME sends a Service Accept message encapsulated in an S1‑AP message that also includes the UE Radio Capabilities and a CS Fallback Indicator. This message: indicates to the eNB that the UE should be moved to UTRAN/GERAN.

2.
The eNodeB may optionally solicit a measurement report from the UE to determine the target GERAN cell to which the redirection procedure will be performed.

3a.
If the UE and network support inter-RAT cell change order to GERAN and the target cell is GERAN: The eNodeB triggers an inter‑RAT cell change order (optionally with NACC) to a GERAN neighbour cell by sending an RRC message to the UE. The inter-RAT cell change order may contain a CS Fallback Indicator which indicates to UE that the cell change order is triggered due to a CS fallback request. If the inter-RAT cell change order contains a CS Fallback Indicator and the UE fails to establish connection to the target RAT, then the UE considers that CS fallback has failed. Service Request procedure is considered to be successfully completed when cell change order procedure is completed successfully.

3b.
If the UE or the network does not support inter-RAT handover from E-UTRAN to GERAN/UTRAN nor inter-RAT cell change order to GERAN: The eNodeB triggers RRC connection release with redirection to GERAN/UTRAN instead of PS HO or NACC.

NOTE 4:
Service Request procedure supervision timer shall be sufficiently long considering the optional measurement reporting at step 2.

4.
The eNodeB sends an S1 UE Context Release Request (Cause) message to the MME. Cause indicates that the UE is not available for PS service.

5.
S1 UE Context in the eNodeB is released as specified in TS 23.401 [2].
6.
The UE moves to the new cell in GERAN/UTRAN, establishes a radio signalling connection.


If the UE obtains LA information of the new cell (e.g. based on the system information) and the LA of the new cell is different from the one stored in the UE, it performs a Location Area Update or a Combined RA/LA Update procedure in case the target system operates in Network Mode of Operation (NMO) I. Alternatively, in NMO I, the UE in GERAN may perform LA update over the RR connection instead of combined RA/LA update over the packet access as defined in TS 24.008 [21], clause 4.7.5.2.5, unless enhanced CS establishment in DTM is supported. If MSC is changed, the Roaming Retry for CSFB procedure as defined in clause 7.5 is triggered by Location Area Update or combined RA/LA update.


If the UE moves to an UTRAN cell and ISR is not active or the RA of the cell is different to the one the UE is registered in, the UE performs a Routing Area Update. This can be performed as part of the combined RA/LA Update procedure when the LA of the new cell is different from the one stored in the UE and the target system operates in NMO I.

7.
If the target RAT is GERAN and DTM is not supported, the UE starts the Suspend procedure specified in TS 23.060 [3], clause 16.2.1.1.2. This triggers the SGSN to send a Suspend Request message to the MME. The MME returns a Suspend Response to the SGSN, which contains the MM and PDP contexts of the UE.

8.
If PS services are suspended, the MME starts the preservation of non-GBR bearers and the deactivation of GBR bearers.

9.
The UE responds to the paging by sending a Paging Response message as specified in TS 44.018 [4] or TS 25.331 [7]. When received at the BSS/RNS, the Paging Response is forwarded to the MSC.

NOTE 5:
The MSC should be prepared to receive a Paging Response after a relatively long time from when the CS Paging Request was sent (step 1a).

9a.
If the MSC that receives the Paging Response is different from the MSC that sent the Paging Request and if the Location Area Update / Combined RA/LA Update was not performed in step 6, the MSC shall reject the Paging Response by releasing the A/Iu-cs connection. The BSS/RNS in turn releases the signalling connection for CS domain.

9b.
The signalling connection release shall trigger the UE to perform a Location Area Update as follows:

-
If the target system operates in Network Mode of Operation (NMO) I and if the target system is UTRAN or the target system is GERAN supporting DTM and the UE supports DTM, the UE shall perform a combined RA/LA update, as defined in TS 23.060 [3].

-
If the target system operates in NMO II or III the UE performs a Location Area Update towards the MSC.


The Location Area Update triggers the Roaming Retry for CS Fallback procedure as defined in clause 7.5.

10.
The CS Call Establishment procedure is initiated.

 [TS 24.301, clause 5.6.2.3]

The network may initiate the paging procedure for non-EPS services when the UE is IMSI attached for non-EPS services (see example in figure 5.6.2.3.1).
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Figure 5.6.2.3.1: Paging procedure for CS fallback to A/Gb or Iu mode

To initiate the procedure when no NAS signalling connection exists, the EMM entity in the network requests the lower layer to start paging (see 3GPP TS 36.300 [20], 3GPP TS 36.413 [23]). The paging message includes a CN domain indicator set to "CS" in order to indicate that this is paging for CS fallback.
NOTE:
The timer T3413 is not started in the network when the paging procedure is initiated for CS fallback.
To notify the UE about an incoming mobile terminating CS service when a NAS signalling connection exists, the EMM entity in the network shall send a CS SERVICE NOTIFICATION message. This message may also include CS service related parameters (e.g. Calling Line Identification, SS or LCS related parameters).
Upon reception of a paging indication, the UE shall respond with an EXTENDED SERVICE REQUEST. If the paging is received in EMM-IDLE mode, the UE shall respond immediately. If the paging is received as NAS CS NOTIFICATION message in EMM-CONNECTED mode, the UE may request upper layers input i.e. to accept or reject CS fallback before responding with an EXTENDED SERVICE REQUEST. The response is indicated in the CSFB response information element in the EXTENDED SERVICE REQUEST message in both EMM-IDLE and EMM-CONNECTED modes.

13.1.3.3
Test description

13.1.3.3.1
Pre-test conditions

System Simulator:

-
2 cells, one E-UTRA and one UTRA cell and different location areas:

-
Cell 1 E-UTRA serving cell 

-
Cell 5 suitable neighbour UTRA cell

-
The parameters settings and power levels for Cell 1 and Cell 5 are selected according to [18], [5] and Table 13.1.3.3.2-1 so that camping on Cell 1 is guaranteed and no cell re-selection to Cell 5 can take place (utra priority is lower than serving and S Cell 1 > Thresh Cell 1,low).

UE:

None.

Preamble:

-
The UE is in state Loopback actived (state 4) on cell 1 according to [18] using UE test loop mode B with IP_PDU_delay set to 255 sec.

13.1.3.3.2
Test procedure sequence

Table 13.1.3.3.2-1 shows the cell power levels after the preamble.
Table 13.1.3.3.2-1: Time instances of cell power level and parameter changes 

	
	Parameter
	Unit
	Cell 1
	Cell 5
	Remark

	T0
	Cell-specific RS EPRE
	dBm/15kHz
	-75
	-
	The power levels are such that camping on Cell 1 is guaranteed.

	
	CPICH_Ec
	dBm/3.84 MHz
	-
	-70
	


Table 13.1.3.3.2-2: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS transmits one IP packet to the UE on the DRB associated with the default EPS bearer context on Cell 1.
	<--
	IP packet
	-
	-

	2
	The SS transmits a DLInformationTransfer message on Cell 1 containing a CS SERVICE NOTIFICATION message.
	<--
	DLInformationTransfer

NAS: CS SERVICE NOTIFICATION
	-
	-

	-
	EXCEPTION: Step 3a1 describes behaviour that depends on the UE capability; the "lower case letter" identifies a step sequence that takes place if a capability is supported.
	-
	-
	-
	-

	3a1
	IF the UE needs to request upper layer input before accepting the CS fallback, the incoming CS call is accepted at the UE through MMI or AT command.
	-
	-
	-
	-

	4
	Check: Does the UE transmit an ULInformationTranfer message containing an EXTENDED SERVICE REQUEST with Service Type IE set to "mobile terminating CS fallback or 1xCS fallback” on Cell 1?
	-->
	ULInformationTransfer

NAS: EXTENDED SERVICE REQUEST
	1
	P

	 5
	The SS transmits an RRCConnectionRelease message on Cell 1 with IE redirectionInformation including UTRA-CarrierFreq of Cell 5.
	<--
	RRCConnectionRelease
	-
	-

	6
	Check: Does the UE transmit an RRC CONNECTION REQUEST message with Establishment cause ‘Signaling” to initiate RA Update procedure?
	-->
	RRC CONNECTION REQUEST
	2
	P

	7-13
	Steps 2 to 4 and 7 to 10 of the generic test procedure in TS 36.508 subclause 6.4.2.8 are performed on Cell 5.


	-
	-
	-
	-

	-
	EXCEPTION:
In parallel to the events described in steps 14 to 25, the steps specified in Table 13.1.3.3.2-3 should take place.
	-
	-
	-
	-

	14
	Check: Does the UE transmit a PAGING RESPONSE  on Cell 5?
	-->
	PAGING RESPONSE
	3
	P

	15-25
	Steps 7 to 17 of the generic test procedure in TS 34.108 subclause 7.2.3.1 are performed on Cell 5.

NOTE: Mobile terminating CS call is set up.
	-
	-
	-
	-


Table 13.1.3.3.2-3: Parallel behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Check: Does the UE transmit a ROUTING AREA UPDATE REQUEST message on Cell 5 with the “follow-on request pending” flag set?
	-->
	ROUTING AREA UPDATE REQUEST
	4
	P

	2
	The SS transmits a ROUTING AREA UPDATE ACCEPT on Cell 5.
	<--
	ROUTING AREA UPDATE ACCEPT
	-
	-

	3
	The UE sends ROUTING AREA UPDATE COMPLETE message.
	-->
	ROUTING AREA UPDATE COMPLETE
	-
	-

	4-5
	Steps  11 to 12 of the generic test procedure in TS 34.108 subclause 7.2.4.2 are performed on Cell 5.

NOTE: Mobile originating packet switched session is set up.
	-
	-
	-
	-

	6
	Check: Does the UE loop back the IP packet received in Step 1 on the RAB associated with the PDP context active on Cell 5?
	-->
	IP packet
	5
	P


13.1.3.3.3
Specific message contents
Table 13.1.3.3.3-1: SystemInformationBlockType1 for cell 1 (preamble and all steps, Table 13.1.3.3.2-2)

	Derivation Path: 36.508 table 4.4.3.2-3

	Information Element
	Value/remark
	Comment
	Condition

	SystemInformationBlockType1 ::= SEQUENCE {
	
	
	

	  schedulingInfoList ::= SEQUENCE (SIZE (1..maxSI-Message)) OF SEQUENCE {}
	Combination 4 in TS 36.508 section 4.4.3.1
	SIB2, SIB3 and SIB6 are transmitted
	

	}
	
	
	


Table 13.1.3.3.3-2: SystemInformationBlockType6 for cell 1 (preamble and all steps, Table 13.1.3.3.2-2)

	Derivation Path: 36.508 Table 4.4.3.3-5

	Information Element
	Value/remark
	Comment
	Condition

	SystemInformationBlockType6 ::= SEQUENCE {
	
	
	

	  carrierFreqListUTRA-FDD SEQUENCE (SIZE (1..maxUTRA-FDD-Carrier)) OF SEQUENCE {
	1 entry
	
	UTRA-FDD

	    cellReselectionPriority
	3
	Lower priority than E-UTRA
	

	  }
	
	
	

	  carrierFreqListUTRA-TDD SEQUENCE (SIZE (1..maxUTRA-TDD-Carrier)) OF SEQUENCE {
	1 entry
	
	UTRA-TDD

	    cellReselectionPriority
	3
	Lower priority than E-UTRA
	

	  }
	
	
	

	}
	
	
	


Table 13.1.3.3.3-3: DLInformationTransfer (step 2, Table 13.1.3.3.2-2)
	Derivation Path: 36.508 Table 4.6.1-3

	Information Element
	Value/remark
	Comment
	Condition

	 DLInformationTransfer ::= SEQUENCE {
	
	
	

	  criticalExtensions CHOICE {
	
	
	

	    c1 CHOICE {
	
	
	

	      dlInformationTransfer-r8 SEQUENCE {
	
	
	

	        dedicatedInfoType CHOICE {
	
	
	

	          dedicatedInfoNAS
	Set according to 36.508 Table 4.7.2-8A
	CS SERVICE NOTIFICATION
	

	        }
	
	
	

	      }
	
	
	

	    }
	
	
	

	  }
	
	
	

	}
	
	
	


Table 13.1.3.3.3-4: ULInformationTransfer (step 4, Table 13.1.3.3.2-2)
	Derivation Path: 36.508 Table 4.6.1-25

	Information Element
	Value/remark
	Comment
	Condition

	ULInformationTransfer ::= SEQUENCE {
	
	
	

	  criticalExtensions CHOICE {
	
	
	

	    c1 CHOICE {
	
	
	

	      ulInformationTransfer-r8 SEQUENCE {
	
	
	

	        dedicatedInfoType CHOICE {
	
	
	

	          dedicatedInfoNAS
	Set according to Table 13.1.3.3.3-5
	EXTENDED SERVICE REQUEST
	

	        }
	
	
	

	      }
	
	
	

	    }
	
	
	

	  }
	
	
	

	}
	
	
	


Table 13.1.3.3.3-5: EXTENDED SERVICE REQUEST (step 4, Table 13.1.3.3.2-2)

	Derivation Path: 36.508 Table 4.7.2-14A

	Information Element
	Value/remark
	Comment
	Condition

	Protocol discriminator
	EMM
	
	

	Service type
	'0001'B
	mobile terminating CS fallback or 1xCS fallback
	

	CSFB response
	’001’B
	CS fallback accepted by the UE
	


Table 13.1.3.3.3-6: RRCConnectionRelease (step 5, Table 13.1.3.3.2-2)

	Derivation Path: 36.508 Table 4.6.1.1-15

	Information Element
	Value/remark
	Comment
	Condition

	RRCConnectionRelease ::= SEQUENCE {
	
	
	

	  criticalExtensions CHOICE {
	
	
	

	    c1 CHOICE {
	
	
	

	    rrcConnectionRelease-r8 SEQUENCE {
	
	
	

	      redirectedCarrierInfo ::= CHOICE {
	
	
	

	        utra-FDD
	Downlink UARFCN of cell 5
	
	UTRA-FDD

	          utra-TDD
	Downlink UARFCN of cell 5
	
	UTRA-TDD

	      }
	
	
	

	  }
	
	
	

	}
	
	
	


Table 13.1.3.3.3-7: RRC CONNECTION REQUEST (step 6, Table 13.1.3.3.2-2)

	Derivation Path: 34.108 clause 9.1.1

	Information Element
	Value/remark
	Comment
	Condition

	Establishment cause
	Signaling
	
	


Table 13.1.3.3.3-8: SERVICE REQUEST (step 1, Table 13.1.3.3.2-3)

	Derivation Path: 24.008 Table 9.4.20

	Information Element
	Value/remark
	Comment
	Condition

	Service type
	‘001’B
	Data
	


13.1.5
Call setup from E-UTRAN RRC_CONNECTED / CS fallback to UTRAN with handover / MO call
13.1.5.1
Test Purpose (TP)

(1)
with { UE in E-UTRA RRC_CONNECTED state having requested CS call setup }

ensure that {
  when { UE receives a MobilityFromEUTRACommand message including a cs-FallbackIndicator set to 'true' and a targetRAT-Type set to 'utra' }
    then { UE transmits a HANDOVER TO UTRAN COMPLETE message and continues the PS data service }

            }

13.1.5.2
Conformance requirements
References: The conformance requirements covered in the present TC are specified in: TS 36.331, clause 5.4.3.3.

[TS 36.331, clause 5.4.3.3]

The UE shall be able to receive a MobilityFromEUTRACommand message and perform a cell change order to GERAN, even if no prior UE measurements have been performed on the target cell.
The UE shall:

1>
stop timer T310, if running;

1>
if the MobilityFromEUTRACommand message includes the purpose set to 'handover':

2>
if the targetRAT-Type is set to 'utra' or 'geran':

3>
consider inter-RAT mobility as initiated towards the RAT indicated by the targetRAT-Type included in the MobilityFromEUTRACommand message;

3>
forward the nas-SecurityParamFromEUTRA to the upper layers;

3>
access the target cell indicated in the inter-RAT message in accordance with the specifications of the target RAT;

13.1.5.3
Test description

13.1.5.3.1
Pre-test conditions

System Simulator:

-
Cell 1 and Cell 5.

UE:
None.

Preamble:
-
The UE is in state Loopback Activated (state 4) with condition UE TEST LOOP MODE B on Cell 1 according to [18].
-
The UE has a valid TMSI (TMSI-1) and is registered in LAI-1.

13.1.5.3.2
Test procedure sequence
Table 13.1.5.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS transmits one IP packet to the UE on the DRB associated with the default EPS bearer context on Cell 1.
	<--
	IP packet
	-
	-

	2
	The UE loops back the IP packet on the DRB associated with the default EPS bearer context on Cell 1.
	-->
	IP packet
	-
	-

	3
	Cause the UE to originate CS call. (see Note 1)
	-
	-
	-
	-

	4
	The UE transmits an ULInformationTransfer message on Cell 1.

This message includes an EXTENDED SERVICE REQUEST message.
	-->
	ULInformationTransfer
	-
	-

	5
	The SS transmits a MobilityFromEUTRACommand message on Cell 1.
	<--
	MobilityFromEUTRACommand
	-
	-

	6
	Check: Does the UE transmit a HANDOVER TO UTRAN COMPLETE message on Cell 5?
	-->
	HANDOVER TO UTRAN COMPLETE
	1
	P

	-
	Generic test procedure in TS 34.108 subclause 7.4.2.9.2.2 is performed on Cell 5.

NOTE: The UE performs Radio Bearer Establishment in a UTRAN cell.
	-
	-
	-
	-

	7
	The SS transmits a SECURITY MODE COMMAND message on Cell 5 in order to activate integrity protection.
	<--
	SECURITY MODE COMMAND
	-
	-

	8
	The UE transmits a SECURITY MODE COMPLETE message on Cell 5.
	-->
	SECURITY MODE COMPLETE
	-
	-

	9
	The SS transmits an UTRAN MOBILITY INFORMATION message to notify CN information on Cell 5.
	<--
	UTRAN MOBILITY INFORMATION
	-
	-

	10
	The UE transmits an UTRAN MOBILITY INFORMATION CONFIRM message on Cell 5.
	-->
	UTRAN MOBILITY INFORMATION CONFIRM
	-
	-

	11
	The UE transmits an INITIAL DIRECT TRANSFER message on Cell 5.
This message includes a ROUTING AREA UPDATE REQUEST message.
	-->
	INITIAL DIRECT TRANSFER
	-
	-

	12
	The SS transmits a DOWNLINK DIRECT TRANSFER message on Cell 5.
This message includes a ROUTING AREA UPDATE ACCEPT message.
	<--
	DOWNLINK DIRECT TRANSFER
	-
	-

	13
	The UE transmits an UPLINK DIRECT TRANSFER message on Cell 5.
This message includes a ROUTING AREA UPDATE COMPLETE message.
	-->
	UPLINK DIRECT TRANSFER
	-
	-

	14
	The SS transmits one IP packet to the UE on the PS RAB on Cell 5.
	<--
	IP packet
	-
	-

	15
	Check: Does the UE loop back the IP packet on the PS RAB on Cell 5?
	-->
	IP packet
	1
	P

	Note 1: 
The trigger in step 3 is the same as in the generic procedure in 36.508 clause 6.4.3.5.


13.1.5.3.3
Specific message contents

Table 13.1.5.3.3-1: MobilityFromEUTRACommand (step 5, Table 13.1.5.3.2-1)

	Derivation Path: 36.508, Table 4.6.1-6

	Information Element
	Value/remark
	Comment
	Condition

	MobilityFromEUTRACommand ::= SEQUENCE {
	
	
	

	  criticalExtensions CHOICE {
	
	
	

	    c1 CHOICE{
	
	
	

	      mobilityFromEUTRACommand-r8 SEQUENCE {
	
	
	

	        cs-FallbackIndicator
	true
	
	

	        purpose CHOICE{
	
	
	

	          handover SEQUENCE {
	
	
	

	            targetRAT-Type
	utra
	
	

	            targetRAT-MessageContainer
	HANDOVER TO UTRAN COMMAND(UTRA RRC message)
	
	

	            nas-SecurityParamFromEUTRA
	The 4 least significant bits of the NAS downlink COUNT value
	
	

	            systemInformation
	Not present
	
	

	          }
	
	
	

	        }
	
	
	

	      }
	
	
	

	    }
	
	
	

	  }
	
	
	

	}
	
	
	


Table 13.1.5.3.3-2: HANDOVER TO UTRAN COMMAND (Table 13.1.5.3.3-1)

	Derivation Path: 36.508, Table 4.7B.1-1, condition UTRA PS RB


13.1.7
Call setup from E-UTRA RRC_IDLE / CS fallback to GSM with redirection / MT call

13.1.7.1

Test Purpose (TP)
(1)

with {UE in E-UTRA RRC_IDLE state }

ensure that {

when { UE receives a Paging message for CS service, and UE has Set up RRCConnection with the E-UTRA CELL}

  then { UE transmits an ULInformationTransfer message containing an EXTENDED SERVICE REQUEST message with Service Type IE set to "mobile terminating CS fallback or 1xCS fallback” }

           }
(2)

with { UE having transmitted an ULInformationTranfer message containing an EXTENDED SERVICE REQUEST message with Service Type IE set to "mobile terminating CS fallback or 1xCS fallback” }

ensure that {
  when { SS transmits an RRCConnectionRelease message with redirection to a GSM cell in a different location area and operating in NMO I }

    then { UE tunes to GSM cell and performs a RA Update procedure }

            }

(3)

with { UE having transmitted an ULInformationTranfer message containing an EXTENDED SERVICE REQUEST message with Service Type IE set to "mobile terminating CS fallback or 1xCS fallback” and tuned to GSM cell and initiated a RA Update procedure }

ensure that {
  when { UE completes the RA Update procedure }

    then { UE transmits a PAGING RESPONSE on GSM cell to set up MT CS call }

            }

13.1.7.2
Conformance requirements
References: The conformance requirements covered in the current TC are those listed in TC 8.1.3.8, plus those specified in: TS 23.272, clause 7.4, and TS 24.301, clause 5.6.2.3..
[TS 23.272, clause 7.2]
The procedure for Mobile Terminating Call in idle mode is illustrated in figure 7.2-1.
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Figure 7.2-1: Mobile Terminating Call in idle mode

1.
G‑MSC receives IAM.

2.
G‑MSC retrieves routing information of the terminating UE by Send Routing Info procedures as specified in TS 23.018 [5].

3.
G‑MSC sends IAM to the MSC on the terminating side as specified in TS 23.018 [5].

4.
The MME receives a Paging (IMSI, VLR TMSI, Location Information) message from the MSC over a SGs interface. The TMSI (or IMSI) received from the MSC is used by the MME to find the S‑TMSI which is used as the paging address on the radio interface If location information is reliably known by MME (i.e. MME stores the list of TAs), the MME shall page the UE in all the TAs. If the MME does not have a stored TA list for the UE, the MME should use the location information received from the MSC to page the UE.

NOTE 1:
This procedure takes place before step 3, immediately after MSC receives MAP_PRN from HSS, if pre-paging is deployed.

5.
The MME sends a Paging (as specified in TS 23.401 [2]) message to each eNodeB. The Paging message includes a suitable UE Identity (i.e. S‑TMSI or IMSI) and a CN Domain Indicator that indicates which domain (CS or PS) initiated the paging message. In this case it shall be set to "CS" by the MME.

6.
The radio resource part of the paging procedure takes place. The message contains a suitable UE Identity (i.e. S‑TMSI or IMSI) and a CN Domain indicator.

7a.
The UE establishes an RRC connection and sends an Extended Service Request (CS Fallback Indicator) to MME. The UE indicates its S-TMSI in the RRC signalling. The Extended Service Request message is encapsulated in RRC and S1‑AP messages. The CS Fallback Indicator indicates to the MME that CS Fallback for this UE is required.

7b.
MME sends S1‑AP: Initial UE Context Setup (UE capabilities, CS Fallback Indicator and other parameters specified in TS 23.401 [2]) to indicate the eNodeB to move the UE to UTRAN/GERAN.

8a.
Target RAT has PS HO capability: Upon receipt of the Initial UE Context Setup message with a CS Fallback Indicator the eNodeB may optionally solicit measurement reports from the UE to determine the target cell to which PS handover will be performed. A PS handover is then performed as specified in TS 23.401 [2]. As part of this PS handover, the UE receives a HO from E-UTRAN Command that may contain a CS Fallback Indicator, which indicates to UE that the handover is triggered due to a CS fallback request. If the HO from E-UTRAN Command contains a CS Fallback Indicator and the UE fails to establish connection to the target RAT, then the UE considers that CS fallback has failed.

8b.
Target RAT has no PS HO capability. Upon receipt of the Initial UE Context Setup message with a CS Fallback Indicator the eNodeB may optionally solicit measurement reports from the UE to determine the target cell to redirect the UE to. After that, the eNB releases the RRC Connection with a redirection info to change to CS capable RATs (RAT, frequency, cell info). As an option the inter‑RAT system information might be provided by the eNodeB using the NACC procedure for GERAN. In this case the UE receives in inter-RAT cell change order that may contain a CS Fallback Indicator which indicates to UE that the cell change order is triggered due to a CS fallback request. If the inter-RAT cell change order contains a CS Fallback Indicator and the UE fails to establish connection to the target RAT, then the UE considers that CS fallback has failed.

8c.
If the UE obtains LA/RA information of the new UTRAN/GERAN cell (e.g. based on the system information or redirection info) and the LA/RA of the new cell is different from the one stored in the UE, it performs a Location Area Update or a Combined RA/LA procedure if the target system operates in Network Mode of Operation (NMO) I, according to TS 23.060 [3].

8d.
The UE responds with a page response message to the MSC as follows:

-
If Target RAT is UTRAN or GERAN Iu mode, the UE establishes an RRC connection and responds to the paging in an RRC Initial Direct Transfer message as specified in TS 25.331 [7]. The CN Domain Indicator is set to "CS" in the Initial Direct Transfer message. When received at the RNC, the Paging Response message is sent in an RANAP Initial UE message to the MSC.

-
If Target RAT is GERAN A/Gb mode: the UE establishes an RR connection by using the procedures specified in TS 44.018 [6] (i.e. UE requests and is assigned a dedicated channel where it sends a SABM containing a layer 3 Service Request message = PAGING RESPONSE to the BSS and the BSS responds by sending a UA). After the establishment of the main signalling link as described in TS 44.018 [4] the UE enters either Dual Transfer Mode or Dedicated Mode and the CS call establishment procedure completes. When received at the BSC, the Paging Response message is sent in a BSSAP COMPLETE LAYER 3 INFORMATION message to the MSC as specified in TS 48.008 [6].

NOTE 2:
The BSS should be prepared to receive a PAGING RESPONSE even when a corresponding PAGING REQUEST has not been sent by this BSS. Also, the MSC should be prepared to receive a paging response after a relatively long time from when the CS Paging was sent (step 4).

9a.
In case the MSC serving the 2G/3G cell is the same as the MSC that served the UE while camped on LTE, it shall stop the paging response timer and establish the CS connection.

9b.
If the MSC that receives the paging response is different from the MSC that sent the paging request and if the Location Area Update / Combined RA/LA Update was not performed in step 8c, the MSC shall reject the page response by releasing the A/Iu-cs connection. The BSC/RNC in turn releases the RRC/RR connection. The RRC/RR release shall trigger the UE to perform a Location Area Update as follows:

-
If the target system operates in Network Mode of Operation (NMO) I the UE shall perform a combined RA/LA update, as defined in TS 23.060 [3]. 

-
If the target system operates in NMO II or III the UE performs a Location Area Update towards the MSC.


The Location Area Update triggers the Roaming Retry for CS Fallback procedure as defined in clause 7.5.

When the target system operates in Network Mode of Operation (NMO) I then, if the UE is still in UTRAN/GERAN after the CS voice call is terminated, and if a combined RA/LA update has not already been performed, the UE performs a combined RA/LA update procedure. This procedure is used to create a Gs association between the MSC/VLR and the SGSN, and to release the SGs association.

When the target system operates in Network Mode of Operation (NMO) II or III then, if the UE is still in UTRAN/GERAN after the CS voice call is terminated, and if a LA update has not already been performed, the UE performs a LA update procedure. This procedure is used to release the SGs association between the MSC/VLR and the MME.

[TS 24.301, clause 5.6.2.3]

The network may initiate the paging procedure for non-EPS services when the UE is IMSI attached for non-EPS services (see example in figure 5.6.2.3.1).
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Figure 5.6.2.3.1: Paging procedure for CS fallback to A/Gb or Iu mode

To initiate the procedure when no NAS signalling connection exists, the EMM entity in the network requests the lower layer to start paging (see 3GPP TS 36.300 [20], 3GPP TS 36.413 [23]). The paging message includes a CN domain indicator set to "CS" in order to indicate that this is paging for CS fallback.
NOTE:
The timer T3413 is not started in the network when the paging procedure is initiated for CS fallback.
To notify the UE about an incoming mobile terminating CS service when a NAS signalling connection exists, the EMM entity in the network shall send a CS SERVICE NOTIFICATION message. This message may also include CS service related parameters (e.g. Calling Line Identification, SS or LCS related parameters).
Upon reception of a paging indication, the UE shall respond with an EXTENDED SERVICE REQUEST. If the paging is received in EMM-IDLE mode, the UE shall respond immediately. If the paging is received as NAS CS NOTIFICATION message in EMM-CONNECTED mode, the UE may request upper layers input i.e. to accept or reject CS fallback before responding with an EXTENDED SERVICE REQUEST. The response is indicated in the CSFB response information element in the EXTENDED SERVICE REQUEST message in both EMM-IDLE and EMM-CONNECTED modes.

13.1.7.3
Test description

13.1.7.3.1
Pre-test conditions

System Simulator:

-
Cell 1 and Cell 24.

UE:
None.

Preamble:
-
The UE is in state Registered, Idle Mode (state 2) on Cell 1 according to [18].

13.1.7.3.2
Test procedure sequence
Table 13.1.3.3.2-1 shows the cell power levels after the preamble.
Table 13.1.7.3.2-1: Time instances of cell power level and parameter changes 

	
	Parameter
	Unit
	Cell 1
	Cell 24
	Remark

	T0
	Cell-specific RS EPRE
	dBm/15kHz
	-70
	-
	The power levels are such that camping on Cell 1 is guaranteed.

	
	GERAN Cell Power
	dBm
	-
	-80
	


Table 13.1.7.3.2-2: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	-
	-

	1
	The SS transmits a Paging message on Cell1.
	<--
	Paging
	-
	-

	2
	The UE transmits an RRCConnectionRequest message on Cell1.
	-->
	RRCConnectionRequest
	-
	-

	3
	The SS transmits an RRCConnectionSetup message on Cell1.
	<--
	RRCConnectionSetup
	-
	-

	4
	The UE transmits an RRCConnectionSetupComplete message on Cell1.
	-->
	RRCConnectionSetupComplete
	-
	-

	5
	Check: Does the UE transmint an ULInformationTransfer message on Cell1? The meesage includes an EXTENDED SERVICE REQUEST message.
	-->
	ULInformationTransfer

EXTENDED SERVICE REQUEST
	1
	P

	6
	The SS transmits a RRCConnectionRelease message on Cell 1 with IE redirectedCarrierInfo including geran frequency of Cell 24.
	<--
	RRCConnectionRelease
	-
	-

	7
	Check: Does the UE transmit a CHANNEL REQUEST message on Cell 24?
	-->
	CHANNEL REQUEST
	2
	P

	8-17
	Steps 2 to 11 of the generic test procedure in TS 36.508 subclause 6.4.2.9are performed on Cell 24.

Note: Routing area updating procedure is performed.
	-
	-
	-
	-

	18
	Check: Does the UE transmit a PAGING RESPONSE on Cell 24?
	-->
	PAGING RESPONSE
	3
	P

	19-36
	Steps 72 to 19 of the generic test procedure in TS 51.010-1 subclause 10.1.3 are performed on Cell 24.

NOTE: Mobile terminating CS call is set up.
	-
	-
	-
	-


13.1.7.3.3
Specific message contents

Table 13.1.7.3.3-1: SystemInformationBlockType1 for cell 1 (preamble and all steps, Table 13.1.7.3.2-2)

	Derivation Path: 36.508 table 4.4.3.2-3

	Information Element
	Value/remark
	Comment
	Condition

	SystemInformationBlockType1 ::= SEQUENCE {
	
	
	

	  schedulingInfoList ::= SEQUENCE (SIZE (1..maxSI-Message)) OF SEQUENCE {}
	Combination 5 in TS 36.508 section 4.4.3.1
	SIB2, SIB3 and SIB7 are transmitted
	

	}
	
	
	


Table 13.1.7.3.3-2: SystemInformationBlockType7 for cell 1 (preamble and all steps, Table 13.1.7.3.2-2)

	Derivation Path: 36.508 Table 4.4.3.3-6

	Information Element
	Value/remark
	Comment
	Condition

	SystemInformationBlockType7 ::= SEQUENCE {
	
	
	

	  carrierFreqsInfoListcarrierFreqsInfoListSEQUENCE (SIZE (1..maxGNFG)) OF SEQUENCE {
	1 entry
	
	

	    carrierFreqs SEQUENCE {
	
	
	

	      startingARFCN[1]
	f11
	
	

	    }
	
	
	

	  }
	
	
	

	}
	
	
	


Table 13.1.7.3.3-3: Paging (step1, Table 13.1.7.3.2-2)
	Derivation Path: 36.508 Table 4.6.1-7

	Information Element
	Value/remark
	Comment
	Condition

	Paging ::= SEQUENCE {
	
	
	

	  pagingRecordList SEQUENCE (SIZE (1..maxPageRec)) OF SEQUENCE {
	1 entry
	
	

	    ue-Identity[1] CHOICE {
	
	
	

	     imsi
	Set to the value of the IMSI of the UE
	
	

	    }
	
	
	

	    cn-Domain[1]
	Cs
	
	

	  }
	
	
	

	}
	
	
	


Table 13.1.7.3.3-4: ULInformationTransfer (step 5, Table 13.1.7.3.2-2)
	Derivation Path: 36.508 Table 4.6.1-25

	Information Element
	Value/remark
	Comment
	Condition

	ULInformationTransfer ::= SEQUENCE {
	
	
	

	  criticalExtensions CHOICE {
	
	
	

	    c1 CHOICE {
	
	
	

	      ulInformationTransfer-r8 SEQUENCE {
	
	
	

	        dedicatedInfoType CHOICE {
	
	
	

	          dedicatedInfoNAS
	Set according to Table 13.1.3.3.3-5
	EXTENDED SERVICE REQUEST
	

	        }
	
	
	

	      }
	
	
	

	    }
	
	
	

	  }
	
	
	

	}
	
	
	


Table 13.1.7.3.3-5: EXTENDED SERVICE REQUEST (step 5, Table 13.1.7.3.2-2)

	Derivation Path: 36.508 Table 4.7.2-14A

	Information Element
	Value/remark
	Comment
	Condition

	Protocol discriminator
	EMM
	
	

	Service type
	'0001'B
	mobile terminating CS fallback or 1xCS fallback
	

	CSFB response
	’001’B
	CS fallback accepted by the UE
	


Table 13.1.7.3.3-6: RRCConnectionRelease (step 6, Table 13.1.7.3.2-2)

	Derivation Path: 36.508 Table 4.6.1.1-15

	Information Element
	Value/remark
	Comment
	Condition

	RRCConnectionRelease ::= SEQUENCE {
	
	
	

	criticalExtensions CHOICE {
	
	
	

	      c1 CHOICE {
	
	
	

	        rrcConnectionRelease-r8 SEQUENCE {
	
	
	

	          redirectedCarrierInfo ::= CHOICE {
	
	
	

	            geran
	f11
	
	

	}
	
	
	

	  }
	
	
	

	     }
	
	
	

	   }
	
	
	

	}
	
	
	


13.1.8
Call setup from E-UTRA RRC_CONNECTED/ CS fallback to GSM with Redirection / MO call

13.1.8.1
Test Purpose (TP)

(1)

with { UE in E-UTRA RRC_CONNECTED state }

ensure that {

  when { UE is triggered by upper layers to perform a circuit switched voice call }

   then { UE transmits an ULInformationTransfer message containing an EXTENDED SERVICE REQUEST message with Service Type IE set to "mobile originating CS fallback or 1xCS fallback” } 
     

}

(2)

with { UE having transmitted an ULInformationTranfer message containing an EXTENDED SERVICE REQUEST message with Service Type IE set to "mobile originating CS fallback or 1xCS fallback” }

ensure that {
  when { SS transmits an RRCConnectionRelease message with redirection to a GERAN cell in a different location area and operating in NMO I }

    then { UE tunes to GERAN cell and performs combined LA/RA update procedure, or alternatively LA Update procedure only}

       

}

(3)

with { UE having transmitted an ULInformationTranfer message containing an EXTENDED SERVICE REQUEST message with Service Type IE set to "mobile originating CS fallback or 1xCS fallback” }

ensure that {
  when { UE has tuned to GERAN cell and performed LA Update procedure }

    then { UE transmits GPRS SUSPENSION REQUEST to suspend data services over GPRS }

       

}

(4)

with { UE having transmitted an ULInformationTranfer message containing an EXTENDED SERVICE REQUEST message with Service Type IE set to "mobile originating CS fallback or 1xCS fallback” and tuned to GERAN cell and initiated a LA Update procedure }

ensure that {
  when { After UE tuned to GERAN cell and performed LA Update procedure }

    then { UE completes MO circuit switched voice call setup procedure on GERAN }




}

13.1.8.2
Conformance requirements

References: The conformance requirements covered in the current TC are those listed in TC 8.1.3.6, plus those specified in: TS 23.272, clause 6.3, and TS 24.301, clause 5.6.1.1.

[TS 23.272, clause 6.3]
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Figure 6.3-1: CS Call Request in E-UTRAN, Call in GERAN/UTRAN without PS HO

1a.
The UE sends an Extended Service Request (CS Fallback Indicator) to the MME. Extended Service Request message is encapsulated in RRC and S1‑AP messages. CS Fallback Indicator indicates MME to perform CS Fallback. The UE only transmits this request if it is attached to CS domain (with a combined EPS/IMSI Attach) and can not initiate an IMS voice session (because e.g. the UE is not IMS registered or IMS voice services are not supported by the serving IP‑CAN, home PLMN or UE).

1b.
The MME sends an S1‑AP Request message to eNB that includes a CS Fallback Indicator. This message indicates to the eNB that the UE should be moved to UTRAN/GERAN.

2.
The eNodeB may optionally solicit a measurement report from the UE to determine the target GERAN cell to which the redirection procedure will be performed.

3a.
If the UE and network support inter-RAT cell change order to GERAN and the target cell is GERAN: The eNodeB triggers an inter‑RAT cell change order (optionally with NACC) to a GERAN neighbour cell by sending an RRC message to the UE. The inter-RAT cell change order may contain a CS Fallback Indicator which indicates to UE that the cell change order is triggered due to a CS fallback request. If the inter-RAT cell change order contains a CS Fallback Indicator and the UE fails to establish connection to the target RAT, then the UE considers that CS fallback has failed. Service Request procedure is considered to be successfully completed when cell change order procedure is completed successfully.

3b.
If the UE or the network does not support inter-RAT handover from E-UTRAN to GERAN/UTRAN nor inter-RAT cell change order to GERAN: The eNodeB triggers RRC connection release with redirection to GERAN/UTRAN instead of PS HO or NACC.

NOTE 2:
Service Request procedure supervision timer shall be sufficiently long considering the optional measurement reporting at step 2.

4.
The eNodeB sends an S1 UE Context Release Request (Cause) message to the MME. Cause indicates that the UE is not available for the PS service.

5.
S1 UE Context in the eNodeB is released as specified in TS 23.401 [2].
6.
The UE moves to the new cell in GERAN/UTRAN and establishes a radio signalling connection.


If the UE obtains LA information of the new cell (e.g. based on the system information) and the LA of the new cell is different from the one stored in the UE, it performs a Location Area Update or a Combined RA/LA Update procedure in case the target system operates in Network Mode of Operation (NMO) I. Alternatively, in NMO I, the UE in GERAN may perform LA update over the RR connection instead of combined RA/LA update over the packet access, as defined in TS 24.008 [21], clause 4.7.5.2.5, unless enhanced CS establishment in DTM is supported.


If the UE moves to an UTRAN cell and ISR is not active or the RA of the cell is different to the one the UE is registered in, the UE performs a Routing Area Update. This can be performed as part of the combined RA/LA Update procedure when the LA of the new cell is different from the one stored in the UE and the target system operates in NMO I.

7.
If the target RAT is GERAN and DTM is not supported, the UE starts the Suspend procedure specified in TS 23.060 [3], clause 16.2.1.1.2. This triggers the SGSN to send a Suspend Request message to the MME. The MME returns a Suspend Response to the SGSN, which contains the MM and PDP contexts of the UE.

8.
If PS services are suspended, the MME starts the preservation of non-GBR bearers and the deactivation of GBR bearers.

9.
The UE continues with the MO call setup procedure.

10a.
In case the MSC serving the 2G/3G cell is different from the MSC that served the UE while camped on E‑UTRAN and if the Location Area Update / Combined RA/LA Update was not performed in step 6, the MSC shall reject the call setup service request, if implicit location update is not performed.

10b.
A UE detecting that the MSC rejected the service request shall perform the Location Area Update according to existing GERAN or UTRAN procedures.

10c.
After completion of the Location Area Update the UE continues with a MO call setup procedure.

11.
After the CS voice call is terminated and if the UE is in GERAN and PS services are suspended, then (as specified in TS 23.060 [3]) the UE shall resume PS services by sending a Routing Area Update Request message to the SGSN. The Update Type depends on the mode of operation of the GERAN network, e.g. in mode I a Combined RA/LA Update is used and in mode II or III Routing Area Update is used.

If the UE remains on UTRAN/GERAN after the CS voice call is terminated the UE performs normal mobility management procedures as defined in TS 23.060 [3] and TS 24.008 [21], i.e. if the UE is not registered in the current RA/LA, the UE performs combined RA/LA update procedure when the target system operates in NMO I, or separate LA update and  RA update procedures when the target system operates in NMO II/III. Also for NMO I if the UE performed only RA update due to the CS call the UE performs a combined RA/LA update (see TS 23.060 [3], clause 6.3.1) which creates the Gs association.

[TS 24.301, clause 5.6.1.1]

The purpose of the service request procedure is to transfer the EMM mode from EMM-IDLE to EMM-CONNECTED mode and establish the radio and S1 bearers when uplink user data or signalling is to be sent. Another purpose of this procedure is to invoke MO/MT CS fallback procedures.
This procedure is used when:

-
the network has downlink signalling pending;

-
the UE has uplink signalling pending;

-
the UE or the network has user data pending and the UE is in EMM-IDLE mode;

-
the UE in EMM-IDLE or EMM-CONNECTED mode has requested to perform mobile originating/terminating CS fallback; 
-
the network has downlink cdma2000® signalling pending; or
-
the UE has uplink cdma2000® signalling pending.

The service request procedure is initiated by the UE, however, for the downlink transfer of signalling, cdma2000® signalling or user data in EMM-IDLE mode, the trigger is given by the network by means of the paging procedure (see subclause 5.6.2).

The UE shall invoke the service request procedure when:

a)
the UE in EMM-IDLE mode receives a paging request with CN domain indicator set to "PS" from the network;

b)
the UE, in EMM-IDLE mode, has pending user data to be sent;

c)
the UE, in EMM-IDLE mode, has uplink signalling pending;

d)
the UE in EMM-IDLE or EMM-CONNECTED mode is configured to use CS fallback and has a mobile originating CS fallback request from the upper layer;

e)
the UE in EMM-IDLE mode is configured to use CS fallback and receives a paging request with CN domain indicator set to "CS", or the UE in EMM-CONNECTED mode is configured to use CS fallback and receives a CS SERVICE NOTIFICATION message;

f)
the UE in EMM-IDLE or EMM-CONNECTED mode is configured to use 1xCS fallback and has a mobile originating 1xCS fallback request from the upper layer;

g)
the UE in EMM-CONNECTED mode is configured to use 1xCS fallback and accepts cdma2000® signalling messages containing a 1xCS paging request; or
h)
the UE, in EMM-IDLE mode, has uplink cdma2000® signalling pending.
[TS 24.008, clause 4.5.1.1, item d)]

d)
When the MS is IMSI attached for CS services via EMM combined procedures, as described in 3GPP TS 24.301 [120], and the MS is camping on an E-UTRAN cell, the MM sublayer requests EMM to initiate a service request procedure for CS fallback. The MM connection establishment is delayed until the MS changes to a GERAN or UTRAN cell.

If the MS enters a GERAN or UTRAN cell, then the MS shall initiate the MM connection establishment and send a CM SERVICE REQUEST message. If the MS determines that it is in a different location area than the stored location area, the MS shall first initiate a normal location updating procedure or a combined routing area update procedure, depending on Network Mode of Operation. The MM connection establishment is delayed until successful completion of the normal location updating or combined routing area update procedure. In A/Gb mode, if the MS is a non DTM MS, or a DTM MS in a cell not supporting DTM, the MS may perform location area updating procedure instead of combined routing area update procedure in NMO I.

13.1.8.3
Test description

13.1.8.3.1
Pre-test conditions

System Simulator:

-
2 cells, one E-UTRA and one GERAN cell:

-
Cell 1 E-UTRA serving cell 

-
Cell 24 suitable neighbour GERAN cell

· Cell 24 system information indicates that NMO 1 is used

-
The parameters settings and power levels for Cell 1 and Cell 24 are selected according to [18], [5] so that camping on Cell 1 is guaranteed and no cell re-selection to Cell 24 can take place (GERAN priority is lower than serving and S Cell 1 > Thresh Cell 1,low).

UE:

None

Preamble:

· The UE is in state Generic RB Established (state 3) according to [18], with ATTACH ACCEPT message content modified as indicated in table 13.1.8.3.3-1.

13.1.8.3.2
Test procedure sequence

Table 13.1.8.3.2-2: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Cause the UE to originate CS call. (see Note 1)
	-
	-
	-
	-

	2
	Check: Does the UE transmit an ULInformationTranfer message containing an EXTENDED SERVICE REQUEST with Service Type IE set to "mobile originated CS fallback or 1xCS fallback” on Cell 1?
	-->
	ULInformationTransfer

NAS: EXTENDED SERVICE REQUEST
	1
	P

	 3
	The SS transmits an RRCConnectionRelease message on Cell 1 with IE redirectedCarrierInfo including ARFCN of Cell 24.
	<--
	RRCConnectionRelease
	-
	-

	
	EXCEPTION: In case the UE does not choose to perform combined RA/LA procedure, the UE will perform LA update. In this case steps 4a1-4a8 are executed.
	
	
	
	

	4a1
	UE transmits CHANNEL REQUEST message to initiate LA Update procedure
	-->
	CHANNEL REQUEST
	-
	-

	4a2
	A RR connection is established 
	<--
	IMMEDIATE ASSIGNMENT
	-
	-

	4a3
	Check: Does the UE transmit LOCATION UPDATING REQUEST?
	-->
	LOCATION UPDATING REQUEST
	2
	P

	4a4
	The SS transmits AUTHENTICATION REQUEST
	<--
	AUTHENTICATION REQUEST
	-
	-

	4a5
	The UE transmits AUTHENTICATION RESPONSE
	-->
	AUTHENTICATION RESPONSE
	-
	-

	4a6
	The SS transmits CIPHERING MODE COMMAND
	<--
	CIPHERING MODE COMMAND
	-
	-

	4a7
	The UE transmits CIPHERING MODE COMPLETE
	-->
	CIPHERING MODE COMPLETE
	-
	-

	4a8
	The SS transmits MM LOCATION UPDATING ACCEPT
	<--
	LOCATION UPDATING ACCEPT
	-
	-

	-
	EXCEPTION: In case UE chooses to perform combined RA/LA procedure, steps 4b1-4b13 are executed.
	-
	-
	-
	-

	4b1
	UE transmits CHANNEL REQUEST message to initiate combined LA/RA Update procedure
	-->
	CHANNEL REQUEST
	-
	-

	4b2
	An uplink TBF is established 
	-
	-
	-
	-

	4b3 -4b12
	UE will perform steps 1 to 10 of the generic test procedure in TS 36.508 table 6.4.2.9-1 (Routing area update procedure on a new GERAN cell) are performed on Cell 24. NOTE: UE performing combined RA/LA updating procedure.
	-
	-
	-
	-

	4b13
	Check: Does the UE transmit a ROUTING AREA UPDATE COMPLETE message?
	-->
	ROUTING AREA UPDATING COMPLETE
	2
	P

	5
	Check:  The UE transmits GPRS SUSPENSION REQUEST to indicate to the network to suspend transmission of data on GPRS.
	-->
	GPRS SUSPENSION REQUEST
	3
	P

	6-21
	UE will perform steps 1 to 16 of the generic test procedure in TS 51.010 subclause 10.2.3 (mobile originating speech calls) are performed on Cell 24.


	-
	-
	-
	-

	22
	Check: Does the UE send CONNECT ACKNOWLEDGE to complete the MO circuit switched voice call setup procedure?
	-->
	CONNECT ACKNOWLEDGE
	4
	P

	23
	The voice call is ended on the UE
	-
	-
	-
	-

	Note 1:
The trigger in step 1 is the same as in the generic procedure in 36.508 clause 6.4.3.5.


13.1.8.3.3
Specific message contents
Table 13.1.8.3.3-1: ATTACH ACCEPT for cell 1 (preamble)

	Derivation Path: 36.508 table 4.7.2-1

	Information Element
	Value/remark
	Comment
	Condition

	Location area identification
	
	
	

	  LAC
	2
	
	


Table 13.1.8.3.3-2: SystemInformationBlockType1 for cell 1 (preamble and all steps, Table 13.1.8.3.2-2 and Table 13.1.8.3.2-3)

	Derivation Path: 36.508 table 4.4.3.2-3

	Information Element
	Value/remark
	Comment
	Condition

	SystemInformationBlockType1 ::= SEQUENCE {
	
	
	

	  schedulingInfoList ::= SEQUENCE (SIZE (1..maxSI-Message)) OF SEQUENCE {}
	Combination 4 in TS 36.508 section 4.4.3.1
	SIB2, SIB3 and SIB7 are transmitted
	

	}
	
	
	


Table 13.1.8.3.3-3: SystemInformationBlockType7 for cell 1 (preamble and all steps, Table 13.1.8.3.2-2 and Table 13.1.8.3.2-3)

	Derivation Path: 36.508 Table 4.4.3.3-5

	Information Element
	Value/remark
	Comment
	Condition

	SystemInformationBlockType7 ::= SEQUENCE {
	
	
	

	  carrierFreqsInfoList SEQUENCE (SIZE (1.. maxGNFG)) OF SEQUENCE {
	1 entry
	
	

	    cellReselectionPriority
	3
	Lower priority than E-UTRA
	

	  }
	
	
	

	}
	
	
	


Table 13.1.8.3.3-4: ULInformationTransfer (step 2, Table 13.1.8.3.2-2)
	Derivation Path: 36.508 Table 4.6.1-25

	Information Element
	Value/remark
	Comment
	Condition

	ULInformationTransfer ::= SEQUENCE {
	
	
	

	  criticalExtensions CHOICE {
	
	
	

	    c1 CHOICE {
	
	
	

	      ulInformationTransfer-r8 SEQUENCE {
	
	
	

	        dedicatedInfoType CHOICE {
	
	
	

	          dedicatedInfoNAS
	Set according to Table 13.1.3.3.3-5
	EXTENDED SERVICE REQUEST
	

	        }
	
	
	

	      }
	
	
	

	    }
	
	
	

	  }
	
	
	

	}
	
	
	


Table 13.1.8.3.3-5: EXTENDED SERVICE REQUEST (step 2, Table 13.1.8.3.2-2)

	Derivation Path: 36.508 Table 4.7.2-14A

	Information Element
	Value/remark
	Comment
	Condition

	Protocol discriminator
	EMM
	
	

	Service type
	'0000'B
	mobile originating CS fallback or 1xCS fallback
	


Table 13.1.8.3.3-6: RRCConnectionRelease (step 3, Table 13.1.8.3.2-2)

	Derivation Path: 36.508 Table 4.6.1.1-15

	Information Element
	Value/remark
	Comment
	Condition

	RRCConnectionRelease ::= SEQUENCE {
	
	
	

	  criticalExtensions CHOICE {
	
	
	

	    c1 CHOICE {
	
	
	

	    rrcConnectionRelease-r8 SEQUENCE {
	
	
	

	      redirectedCarrierInfo ::= CHOICE {
	
	
	

	        Geran
	f11
	
	

	      }
	
	
	

	  }
	
	
	

	}
	
	
	


Table 13.1.8.3.3-7: GPRS SUSPENSION REQUEST (step 5, Table 13.1.8.3.2-2)

	Derivation Path: 36.508 Table 4.7.2-14A

	Information Element
	Value/remark
	Comment
	Condition

	Protocol discriminator
	RR
	
	

	Service type
	'00110100'B
	GPRS SUSPENSION REQUEST
	

	Suspension cause
	'00000000'B
	Mobile originating call
	


13.2
RRC connection reconfiguration
13.2.1
RRC connection reconfiguration / E-UTRA to E-UTRA
13.2.1.1
Test Purpose (TP)
(1)

with { UE has a default EPS bearer context }

ensure that {

when { UE receives donwlink data on the radio bearer associated with the default EPS bearer context }

  then { UE delivers the downlink data to upper layers }

           }
(2)

with { UE has a default EPS bearer context }

ensure that {

when { uplink data are submitted for transmission }

  then { UE transmits the uplink data on the radio bearer associated with the default EPS bearer context }

           }

(3)

with { UE has a default EPS bearer context and successful completion of the intra-frequency handover }

ensure that {

when { UE receives donwlink data on the radio bearer associated with the default EPS bearer context }

  then { UE delivers the downlink data to upper layers }

           }
(4)

with { UE has a default EPS bearer context and successful completion of the intra-frequency handover }

ensure that {

when { uplink data are submitted for transmission }

  then { UE transmits the uplink data on the radio bearer associated with the default EPS bearer context }

           }
13.2.1.2
Conformance requirements
Same Conformance requirements as in clause 8.2.4.2.

References: The conformance requirements covered in the present TC are specified in: TS23.401, clause 5.5.1.1.1.

[TS 23.401, clause 5.5.1.1.1]
These procedures are used to hand over a UE from a source eNodeB to a target eNodeB using the X2 reference point. In these procedures the MME is unchanged. Two procedures are defined depending on whether the Serving GW is unchanged or is relocated. In addition to the X2 reference point between the source and target eNodeB, the procedures rely on the presence of S1-MME reference point between the MME and the source eNodeB as well as between the MME and the target eNodeB.

The handover preparation and execution phases are performed as specified in TS 36.300 [5].
If the serving PLMN changes during handover, the source eNB shall initiate an S1-based handover instead of an X2-based handover.
When the UE receives the handover command it will remove any EPS bearers for which it did not receive the corresponding EPS radio bearers in the target cell. As part of handover execution, downlink packets are forwarded from the source eNodeB to the target eNodeB. When the UE has arrived to the target eNodeB, downlink data forwarded from the source eNodeB can be sent to it. Uplink data from the UE can be delivered via the (source) Serving GW to the PDN GW. Only the handover completion phase is affected by a potential change of the Serving GW, the handover preparation and execution phases are identical.

If the MME receives a rejection to a NAS procedure (e.g. dedicated bearer establishment/modification/release; location reporting control; NAS message transfer; etc.) from the eNodeB with an indication that an X2 handover is in progress (see TS 36.300 [5]), the MME shall reattempt the same NAS procedure either when the handover is complete or the handover is deemed to have failed. The failure is known by expiry of the timer guarding the NAS procedure.
13.2.1.3
Test description
13.2.1.3.1
Pre-test conditions
System Simulator:

· Cell 1 and Cell 2
UE:

None.

Preamble:

-
The UE is in state Generic RB Established (state 4) on Cell 1 according to [18] using the UE TEST LOOP MODE B.
13.2.1.3.2
Test procedure sequence
Table 13.2.1.3.2-1 illustrates the downlink power levels and other changing parameters to be applied for the cells at various time instants of the test execution. Row marked "T0" denotes the initial conditions after Preamble, while columns marked "T1" is to be applied subsequently. The exact instants on which these values shall be applied are described in the texts in this clause.

Table 13.2.1.3.2-1: Time instances of cell power level and parameter changes
	
	Parameter
	Unit
	Cell 1
	Cell 2
	Remark

	T0
	Cell-specific RS EPRE
	dBm/15kHz
	-85
	-91
	The power level value shall be such that measurement results for Cell 1 (M1) and Cell 2 (M2)  satisfy exit condition for event A3 (M2 + Hys < M1).

	T1
	Cell-specific RS EPRE
	dBm/15kHz
	-91
	-85
	The power level value shall be such that measurement results for Cell 1 (M1) and Cell 2 (M2) satisfy entry condition for event A3 (M2 - Hys > M1).


Table 13.2.1.3.2-2: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	-
	-

	1
	The SS transmits one IP packet to the UE on the DRB associated with the default EPS bearer context on Cell 1.
	<--
	IP packet
	-
	-

	2
	Check: Does the UE loop back the IP packet on the DRB associated with the default EPS bearer context on Cell 1?
	-
	-
	1,2
	P

	3
	The SS transmits an RRCConnectionReconfiguration message on Cell 1 to setup intra frequency measurement.
	<--
	RRCConnectionReconfiguration
	-
	-

	4
	The UE transmits an RRCConnectionReconfigurationComplete message on Cell 1.
	-->
	RRCConnectionReconfigurationComplete
	-
	-

	5
	The SS changes Cell 1 and Cell 2 parameters according to the row "T1" in table 13.2.1.3.2-1
	-
	-
	-
	-

	6
	The UE transmits a MeasurementReport message on Cell 1 to report event A3 with the measured RSRP and RSRQ value for Cell 2.
	-->
	MeasurementReport
	-
	-

	7
	The SS transmits an RRCConnectionReconfiguration message on Cell 1 to order the UE to perform intra frequency handover to Cell 2.
	<--
	RRCConnectionReconfiguration
	-
	-

	8
	The UE transmits an RRCConnectionReconfigurationComplete message on Cell 2 to confirm the successful completion of the intra frequency handover.
	-->
	RRCConnectionReconfigurationComplete
	-
	-

	9
	The SS transmits one IP packet to the UE on the DRB associated with the default EPS bearer context on Cell 2.
	<--
	IP packet 
	-
	-

	10
	Check: Does the UE loop back the IP packet on the DRB associated with the default EPS bearer context on Cell 2?

	-
	-
	3,4
	P


13.2.1.3.3
Specific message contents
Table 13.2.1.3.3-1: ACTIVATE TEST MODE (preamble)

	Derivation Path: 36.508, Table 4.7A-1, condition UE TEST LOOP MODE B


Table 13.2.1.3.3-2: RRCConnectionReconfiguration (Step 3, Table 13.2.1.3.2-2)
	Derivation Path: 36.508 clause 4.6.1 table 4.6.1-8 with condition MEAS


Table 13.2.1.3.3-3: MeasurementConfiguration (Step 3, Table 13.2.1.3.2-2)
	Derivation path: 36.508 clause 4.6.6 table 4.6.6-1

	Information Element
	Value/Remark
	Comment
	Condition

	measurementConfiguration ::= SEQUENCE {
	
	
	

	  measObjectToAddModifyList SEQUENCE (SIZE (1..maxObjectId)) OF SEQUENCE {
	1  entry
	
	

	    measObjectId[1]
	IdMeasObject-f1
	
	

	    measObject[1]
	MeasObjectEUTRA-GENERIC(f1)
	
	

	  }
	
	
	

	  reportConfigToAddModifyList SEQUENCE (SIZE (1..maxReportConfigId)) OF SEQUENCE {
	1 entry
	
	

	    reportConfigId[1]
	IdReportConfig-A3
	
	

	    reportConfig[1]
	ReportConfig-A3
	
	

	  }
	
	
	

	  measIdToAddModifyList SEQUENCE (SIZE (1..maxMeasId)) OF SEQUENCE {
	1 entry
	
	

	    measId[1]
	1
	
	

	    measObjectId[1]
	IdMeasObject-f1
	
	

	    reportConfigId[1]
	IdReportConfig-A3
	
	

	}
	
	
	


Table 13.2.1.3.3-4: MeasurementReport (Step 6, Table 13.2.1.3.2-2)
	Derivation Path: 36.508, Table 4.6.1-5

	Information Element
	Value/remark
	Comment
	Condition

	MeasurementReport ::= SEQUENCE {
	
	
	

	  criticalExtensions CHOICE {
	
	
	

	    c1 CHOICE{
	
	
	

	      measurementReport-r8 SEQUENCE {
	
	
	

	        measResults SEQUENCE {
	
	
	

	          measId
	1
	
	

	          measResultServCell SEQUENCE {
	
	
	

	            rsrpResult
	(0..97)
	
	

	            rsrqResult
	(0..34)
	
	

	          }
	
	
	

	          measResultNeighCells CHOICE {
	
	
	

	            measResultListEUTRA SEQUENCE (SIZE (1..maxCellReport)) OF SEQUENCE {
	1 entry
	
	

	              physCellId[1]
	PhysicalCellIdentity of Cell 2
	
	

	              cgi-Info[1]
	Not present
	
	

	              measResult[1] SEQUENCE {
	
	
	

	                rsrpResult
	(0..97)
	
	

	                rsrqResult
	(0..34)
	
	

	              }
	
	
	

	            }
	
	
	

	          }
	
	
	

	        }
	
	
	

	      }
	
	
	

	    }
	
	
	

	  }
	
	
	

	}
	
	
	


Table 13.2.1.3.3-5: RRCConnectionReconfiguration (Step 7, Table 13.2.1.3.2-2)
	Derivation Path: 36.508, Table 4.6.1-8, condition HO


Table 13.2.1.3.3-6: MobilityControlInfo (step 7, Table 13.2.1.3.2-2)

	Derivation Path: 36.508 clause 4.6.5-1

	Information Element
	Value/remark
	Comment
	Condition

	MobilityControlInfo ::= SEQUENCE {
	
	
	

	  targetPhysCellId
	PhysicalCellIdentity of Cell 2
	
	

	  carrierFreq
	Not present
	
	

	  }
	
	
	

	}
	
	
	


13.3.1
Intra-system connection re-establishment
13.3.1.1
Intra-system connection re-establishment / Radio link recovery while T310 is running
13.3.1.1.1
Test Purpose (TP)
(1)

with { UE in E-UTRA RRC_CONNECTED state and has data to transmit}

ensure that {

  when { UE detects radio link recovery while T310 is running}

   then { UE resumes the RRC connection without explicit signalling and continues data transfer}

            }

13.3.1.1.2
Conformance requirements
Refer to TS 36.523-1 clause 8.5.1.5.2.
13.3.1.1.3
Test description
13.3.1.1.3.1
Pre-test conditions
System Simulator:

- Cell 1 

UE:

None.
-
The condition SRB2-DRB(1,0) is used for step 8 in 4.5.3A.3 according to [18].

-
The UE is in state Loopback Activated (state 4) on Cell 1 according to [18] using the UE TEST LOOP MODE B.

13.3.1.1.3.2
Test procedure sequence
Table 13.3.1.1.3.2-1 illustrates the downlink power levels and other changing parameters to be applied for the cells at various time instants of the test execution. Row marked "T0" denotes the initial conditions, while columns marked "T1" is to be applied subsequently. The exact instants on which these values shall be applied are described in the texts in this clause.

Table 13.3.1.1.3.2-1: Time instances of cell power level and parameter changes
	
	Parameter
	Unit
	Cell 1
	Remark

	T0
	RS EPRE
	dBm/15kHz
	Pdefault
	Power level from 36.508 clause 6.2.2.1. Pdefault as serving cell. 

	T1
	RS EPRE
	dBm/15kHz
	Poff
	Poff as as non-suitable “Off” cell.

	T2
	RS EPRE
	dBm/15kHz
	Pdefault
	Pdefault as serving cell.


Table 13.3.1.1.3.2-2: Main behaviour
	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	-
	-

	1
	The SS transmits one IP packet to the UE on the DRB associated with the default EPS bearer context on Cell 1.
	<--
	IP packet 
	-
	-

	2
	The SS reduce DL RS TX power level of Cell 1 from “T0” to “T1” in table 13.3.1.1.3.2-1.
	-
	-
	-
	-

	3
	The SS waits for 1.5s. T310 is 2s.
	-
	-
	-
	-

	4
	The SS recovers DL RS TX power level of Cell 1 from “T1” to “T2” in table 13.3.1.1.3.2-1. 
	-
	-
	-
	-

	5
	Check: Does the UE loop back the IP packet on the DRB associated with the default EPS bearer context on Cell 1?( Note 1)

	-->
	IP packet
	1
	P

	Note 1:
Triggered when timer T_delay_modeB (IP PDU delay time) expires and pending uplink data exist in buffered PDCP SDUs according to [25] clause 5.4.4.3.


13.3.1.1.3.3

Specific message contents

Table 13.3.1.1.3.3-1: ACTIVATE TEST MODE (preamble, Table 13.3.1.1.3.2-2)

	Derivation Path: 36.508, Table 4.7A-1, condition UE TEST LOOP MODE B


Table 13.3.1.1.3.3-2: CLOSE UE TEST LOOP (preamble, Table 13.3.1.1.3.2-2)

	Derivation Path: 36.508, Table 4.7A-3, condition UE TEST LOOP MODE B

	Information Element
	Value/remark
	Comment
	Condition

	UE test loop mode B LB setup
	
	
	

	  IP PDU delay
	0 0 0 0 0 1 0 1
	5 seconds
	


Table 13.3.1.1.3.3-3: SystemInformationBlockType2 (preamble and all steps, Table 13.3.1.1.3.2-2)
	Derivation path: 36.508 table 4.4.3.3-1

	Information Element
	Value/Remark
	Comment
	Condition

	SystemInformationBlockType2 ::= SEQUENCE {
	
	
	

	  ue-TimersAndConstants {
	
	
	

	    t310
	ms2000
	
	

	 }
	
	
	

	}
	
	
	


13.3.1.2
Intra-system connection re-establishment / Re-establishment of a new connection when further data is to be transferred

13.3.1.2.1
Test Purpose (TP)
(1)

with { UE in E-UTRA RRC_CONNECTED state }

ensure that {

  when { UE detects radio link failure on expiry of timer T310 }

   then { UE starts timer T311 and UE initiates the RRC Connection re-establishment procedure } 

            }

(2)

with { UE in E-UTRA RRC_CONNECTED state }

ensure that {

  when { UE detects radio link failure and successfully completes the RRC Connection re-establishment procedure and has data available for transmission }

   then { UE use the DRB configured by network side and resume the data transfer }

            }

13.3.1.2.2
Conformance requirements
Refer to TS 36.523-1 clause 8.5.1.1.2.

13.3.1.2.3
Test description
13.3.1.2.3.1
Pre-test conditions
System Simulator:
-
2 cells on same E-UTRA frequency:
-
Cell 1 (default parameters) serving cell

-
Cell 2 intra-frequency cell
UE:

None.
Preamble:

-
The condition SRB2-DRB(1,0) is used for step 8 in 4.5.3A.3 according to [18].

-
The UE is in state Loopback Activated (state 4) on Cell 1 according to [18] using the UE TEST LOOP MODE B.
13.3.1.2.3.2
Test procedure sequence
Table 13.3.1.2.3.2-2: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	-
	-

	1
	The SS transmits one IP packet to the UE on the DRB associated with the default EPS bearer context on Cell 1.
	<--
	IP packet 
	-
	-

	2
	The SS changes the power level of cell 1 to non-suitable “Off” and changes the power level of cell 2 to suitable according to TS 36.508 subclause 6.2.2.1 in order that the radio link quality of Cell 1 is degraded.
	-
	-
	-
	-

	3
	Check: Does the UE initiate an RRC connection re-establisment procedure and transmit an RRCConnectionReestablishmentRequest message on Cell 2? 
	-->
	RRCConnectionReestablishmentRequest
	1
	P

	4
	The SS transmits RRCConnectionReestablishment message
	<--
	RRCConnectionReestablishment
	-
	-

	5
	UE transmits an RRCConnectionReestablishmentComplete message
	-->
	RRCConnectionReestablishmentComplete
	-
	-

	6
	The SS transmits RRCConnectionReconfiguration message
	<--
	RRCConnectionReconfiguration
	-
	-

	7
	UE transmits an RRCConnectionConfigurationComplete message
	-->
	RRCConnectionReconfigurationComplete
	-
	-

	8
	Check: Does the UE loop back the IP packet on the DRB associated with the default EPS bearer context on Cell 2?
	-->
	IP packet 
	2
	P


13.3.1.2.3.3
Specific message contents

None.

13.4
Mobility
13.4.1
Intra-system mobility
13.4.1.2
Inter-frequency mobility / E-UTRA to E-UTRA packet
13.4.1.2.1
Test Purpose (TP)
(1)

with { UE has a default EPS bearer context }

ensure that {

when { UE receives downlink data on the radio bearer associated with the default EPS bearer context }

  then { UE delivers the downlink data to upper layers }

           }
(2)

with { UE has a default EPS bearer context }

ensure that {

when { uplink data are submitted for transmission }

  then { UE transmits the uplink data on the radio bearer associated with the default EPS bearer context }

           }
(3)

with { UE has a default EPS bearer context and successful completion of the inter-frequency handover }

ensure that {

when { UE receives downlink data on the radio bearer associated with the default EPS bearer context }

  then { UE delivers the downlink data to upper layers }

           }
(4)

with { UE has a default EPS bearer context and successful completion of the inter-frequency handover }

ensure that {

when { uplink data are submitted for transmission }

  then { UE transmits the uplink data on the radio bearer associated with the default EPS bearer context }

           }
13.4.1.2.2
Conformance requirements
References: The conformance requirements covered in the present TC are specified in: TS 23.401, clauses 5.5.1.1.1.

[TS 23.401, clause 5.5.1.1.1]

These procedures are used to hand over a UE from a source eNodeB to a target eNodeB using the X2 reference point. In these procedures the MME is unchanged. Two procedures are defined depending on whether the Serving GW is unchanged or is relocated. In addition to the X2 reference point between the source and target eNodeB, the procedures rely on the presence of S1-MME reference point between the MME and the source eNodeB as well as between the MME and the target eNodeB.

The handover preparation and execution phases are performed as specified in TS 36.300 [5].

If the serving PLMN changes during handover, the source eNB shall initiate an S1-based handover instead of an X2-based handover.

When the UE receives the handover command it will remove any EPS bearers for which it did not receive the corresponding EPS radio bearers in the target cell. As part of handover execution, downlink packets are forwarded from the source eNodeB to the target eNodeB. When the UE has arrived to the target eNodeB, downlink data forwarded from the source eNodeB can be sent to it. Uplink data from the UE can be delivered via the (source) Serving GW to the PDN GW. Only the handover completion phase is affected by a potential change of the Serving GW, the handover preparation and execution phases are identical.

If the MME receives a rejection to a NAS procedure (e.g. dedicated bearer establishment/modification/release; location reporting control; NAS message transfer; etc.) from the eNodeB with an indication that an X2 handover is in progress (see TS 36.300 [5]), the MME shall reattempt the same NAS procedure either when the handover is complete or the handover is deemed to have failed. The failure is known by expiry of the timer guarding the NAS procedure.
13.4.1.2.3
Test description
13.4.1.2.3.1
Pre-test conditions
System Simulator:

· Cell 1 and Cell 3
UE:

None.

Preamble:

-
The UE is in state Generic RB Established (state 4) on Cell 1 according to [18] using the UE TEST LOOP MODE B.
13.4.1.2.3.2
Test procedure sequence
Table 13.4.1.2.3.2-1 illustrates the downlink power levels and other changing parameters to be applied for the cells at various time instants of the test execution. Row marked "T0" denotes the initial conditions after preamble, while columns marked "T1" is to be applied subsequently. The exact instants on which these values shall be applied are described in the texts in this clause.

Table 13.4.1.2.3.2-1: Time instances of cell power level and parameter changes 

	
	Parameter
	Unit
	Cell 1
	Cell 3
	Remark

	T0
	Cell-specific RS EPRE
	dBm/15kHz
	-85
	-97
	The power level values are such that measurement results for Cell 1 (M1) and Cell 3 (M3) satisfy exit condition for event A3 (M3 < M1).

	T1
	Cell-specific RS EPRE
	dBm/15kHz
	-85
	-73
	The power level values are such that measurement results for Cell 1 (M1) and Cell 3 (M3) satisfy entry condition for event A3 (M3 > M1).


Table 13.4.1.2.3.2-2: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	-
	-

	1
	The SS transmits one IP packet to the UE on the DRB associated with the default EPS bearer context on Cell 1.
	<--
	IP packet
	-
	-

	2
	Check: Does the UE loop back the IP packet on the DRB associated with the default EPS bearer context on Cell 1?
	-->
	IP packet
	1,2
	P

	3
	The SS transmits an RRCConnectionReconfiguration message on Cell 1 to setup inter frequency measurement and reporting for event A3.
	<--
	RRCConnectionReconfiguration
	-
	-

	4
	The UE transmits an RRCConnectionReconfigurationComplete message on Cell 1.
	-->
	RRCConnectionReconfigurationComplete
	-
	-

	5
	The SS changes Cell 3 parameters according to the row "T1" in table 13.4.1.2.3.2-1
	-
	-
	-
	-

	6
	The UE transmits a MeasurementReport message on Cell 1 to report event A3 with the measured RSRP and RSRQ value for Cell 3.
	-->
	MeasurementReport
	-
	-

	7
	The SS transmits an RRCConnectionReconfiguration message on Cell 1 to order the UE to perform inter frequency handover to Cell 3.
	<--
	RRCConnectionReconfiguration
	-
	-

	8
	The UE transmit an RRCConnectionReconfigurationComplete message on Cell 3 to confirm the successful completion of the inter frequency handover.
	-->
	RRCConnectionReconfigurationComplete
	-
	-

	9
	The SS transmits one IP packet to the UE on the DRB associated with the default EPS bearer context on Cell 3.
	<--
	IP packet 
	-
	-

	10
	Check: Does the UE loop back the IP packet on the DRB associated with the default EPS bearer context on Cell 3?
	-->
	IP packet
	3,4
	P


13.4.1.2.3.3
Specific message contents
Table 13.4.1.2.3.3-1: ACTIVATE TEST MODE (preamble)

	Derivation Path: 36.508, Table 4.7A-1, condition UE TEST LOOP MODE B


Table 13.4.1.2.3.3-2: RRCConnectionReconfiguration (step 3, Table 13.4.1.2.3.2-2)
	Derivation Path: 36.508 clause 4.6.1 table 4.6.1-8 with condition MEAS


Table 13.4.1.2.3.3-3: MeasConfig (step 3, Table 13.4.1.2.3.2-2)
	Derivation path: 36.508 clause 4.6.6 table 4.6.6-1 with condition INTER-FREQ

	Information Element
	Value/Remark
	Comment
	Condition

	MeasConfig ::= SEQUENCE {
	
	
	

	  measObjectToAddModifyList SEQUENCE (SIZE (1..maxObjectId)) OF SEQUENCE {
	1  entry
	
	

	    measObjectId[1]
	IdMeasObject-f2
	
	

	    measObject[1]
	MeasObjectEUTRA-GENERIC(f2)
	
	

	  }
	
	
	

	  reportConfigToAddModifyList SEQUENCE (SIZE (1..maxReportConfigId)) OF SEQUENCE {
	1 entry
	
	

	    reportConfigId[1]
	IdReportConfigEUTRA-A3
	
	

	    reportConfig[1]
	ReportConfigEUTRA-A3
	
	

	  }
	
	
	

	  measIdToAddModifyList SEQUENCE (SIZE (1..maxMeasId)) OF SEQUENCE {
	1 entry
	
	

	    measId[1]
	1
	
	

	    measObjectId[1]
	IdMeasObject-f2
	
	

	    reportConfigId[1]
	IdReportConfigEUTRA-A3
	
	

	}
	
	
	

	}
	
	
	


Table 13.4.1.2.3.3-4: MeasurementReport (step 6, Table 13.4.1.2.3.2-2)
	Derivation Path: 36.508, Table 4.6.1-5

	Information Element
	Value/remark
	Comment
	Condition

	MeasurementReport ::= SEQUENCE {
	
	
	

	  criticalExtensions CHOICE {
	
	
	

	    c1 CHOICE{
	
	
	

	      measurementReport-r8 SEQUENCE {
	
	
	

	        measResults SEQUENCE {
	
	
	

	          measId
	1
	
	

	          measResultServCell SEQUENCE {
	
	
	

	            rsrpResult
	(0..97)
	
	

	            rsrqResult
	(0..34)
	
	

	          }
	
	
	

	          measResultNeighCells CHOICE {
	
	
	

	            measResultListEUTRA SEQUENCE (SIZE (1..maxCellReport)) OF SEQUENCE {
	1 entry
	
	

	              physCellId[1]
	PhysicalCellIdentity of Cell 3
	
	

	              cgi-Info[1]
	Not present
	
	

	              measResult[1] SEQUENCE {
	
	
	

	                rsrpResult
	(0..97)
	
	

	                rsrqResult
	(0..34)
	
	

	              }
	
	
	

	            }
	
	
	

	          }
	
	
	

	        }
	
	
	

	      }
	
	
	

	    }
	
	
	

	  }
	
	
	

	}
	
	
	


Table 13.4.1.2.3.3-5: RRCConnectionReconfiguration (step 7, Table 13.4.1.2.3.2-2)
	Derivation Path: 36.508, Table 4.6.1-8, condition HO


Table 13.4.1.2.3.3-6: MobilityControlInfo (step 7, Table 13.4.1.2.3.2-2)

	Derivation Path: 36.508 clause 4.6.5-1

	Information Element
	Value/remark
	Comment
	Condition

	MobilityControlInfo ::= SEQUENCE {
	
	
	

	  targetPhysCellId
	PhysicalCellIdentity of Cell 3
	
	

	  carrierFreq SEQUENCE {
	
	
	

	    dl-CarrierFreq
	Same downlink EARFCN as used for Cell 3
	
	

	    ul-CarrierFreq
	Not present
	
	

	  }
	
	
	

	}
	
	
	


13.4.2
Inter-system mobility packet

13.4.2.1
Inter-system mobility / E-UTRA to UTRA packet
13.4.2.1.1
Test Purpose (TP)
(1)

with { UE has a default EPS bearer context }

ensure that {

when { UE receives downlink data on the radio bearer associated with the default EPS bearer context }

  then { UE delivers the downlink data to upper layers }

           }
(2)

with { UE has a default EPS bearer context }

ensure that {

when { uplink data are submitted for transmission }

  then { UE transmits the uplink data on the radio bearer associated with the default EPS bearer context }

           }

(3)

with { UE has a radio access bearer context and successful completion of the inter-system handover }

ensure that {

when { UE receives downlink data on the radio bearer associated with the radio access bearer context }

  then { UE delivers the downlink data to upper layers }

           }
(4)

with { UE has a radio access bearer context and successful completion of the inter-system handover }

ensure that {

when { uplink data are submitted for transmission }

  then { UE transmits the uplink data on the radio bearer associated with the radio access bearer context }

           }
13.4.2.1.2
Conformance requirements
References: The conformance requirements covered in the current TC are those listed in TC 8.4.1.2, plus those specified in: TS 23.401, clauses 5.5.2.1.2, 5.5.2.1.3.

[TS 23.401, clause 5.5.2.1.2]
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Figure 5.5.2.1.2-1: E-UTRAN to UTRAN Iu mode Inter RAT HO, preparation phase

1.
The source eNodeB decides to initiate an Inter-RAT handover to the target access network, UTRAN Iu mode. At this point both uplink and downlink user data is transmitted via the following: Bearer(s) between UE and source eNodeB, GTP tunnel(s) between source eNodeB, Serving GW and PDN GW.

NOTE 1:
The process leading to the handover decision is outside of the scope of this specification.

2.
The source eNodeB sends a Handover Required (S1AP Cause, Target RNC Identifier, Source eNodeB Identifier, Source to Target Transparent Container) message to the source MME to request the CN to establish resources in the target RNC, target SGSN and the Serving GW. The bearers that will be subject to data forwarding (if any) are identified by the target SGSN in a later step (see step 7 below).

3.
The source MME determines from the 'Target RNC Identifier' IE that the type of handover is IRAT Handover to UTRAN Iu mode. The Source MME initiates the Handover resource allocation procedure by sending a Forward Relocation Request (IMSI, Target Identification, MM Context, PDN Connections, MME Tunnel Endpoint Identifier for Control Plane, MME Address for Control plane, Source to Target Transparent Container, RAN Cause, MS Info Change Reporting Action (if available), ISR Supported, TI(s)) message to the target SGSN. The information ISR Supported is indicated if the source MME is capable to activate ISR for the UE. When ISR is activated the message should be sent to the SGSN that maintains ISR for the UE when this SGSN is serving the target identified by the Target Identification. This message includes all PDN Connections active in the source system and for each PDN Connection includes the associated APN, the address and the uplink Tunnel endpoint parameters of the Serving GW for control plane, and a list of EPS Bearer Contexts. RAN Cause indicates the S1AP Cause as received from source eNodeB.


The target SGSN maps the EPS bearers to PDP contexts 1-to-1 and maps the EPS Bearer QoS parameter values of an EPS bearer to the pre-Rel-8 QoS parameter values of a bearer context as defined in Annex E


Prioritization of PDP Contexts is performed by the target core network node, i.e. target SGSN.


The MM context contains security related information, e.g. supported ciphering algorithms as described in TS 29.274 [43]. Handling of security keys is described in TS 33.401 [41].


The target SGSN shall determine the Maximum APN restriction based on the APN Restriction of each bearer context in the Forward Relocation Request, and shall subsequently store the new Maximum APN restriction value.

4.
The target SGSN determines if the Serving GW is to be relocated, e.g., due to PLMN change. If the Serving GW is to be relocated, the target SGSN selects the target Serving GW as described under clause 4.3.8.2 on "Serving GW selection function", and sends a Create Session Request message (IMSI, SGSN Tunnel Endpoint Identifier for Control Plane, SGSN Address for Control plane, PDN GW address(es) for user plane, PDN GW UL TEID(s) for user plane, PDN GW address(es) for control plane, and PDN GW TEID(s) for control plane, the Protocol Type over S5/S8) per PDN connection to the target Serving GW. The Protocol Type over S5/S8 is provided to Serving GW which protocol should be used over S5/S8 interface.


The target SGSN establishes the EPS Bearer context(s) in the indicated order. The SGSN deactivates the EPS Bearer contexts which cannot be established.

4a.
The target Serving GW allocates its local resources and returns a Create Session Response (Serving GW address(es) for user plane, Serving GW UL TEID(s) for user plane, Serving GW Address for control plane, Serving GW TEID for control plane) message to the target SGSN.

5.
The target SGSN requests the target RNC to establish the radio network resources (RABs) by sending the message Relocation Request (UE Identifier, Cause, CN Domain Indicator, Integrity protection information (i.e. IK and allowed Integrity Protection algorithms), Encryption information (i.e. CK and allowed Ciphering algorithms), RAB to be setup list, Source RNC to Target RNC Transparent Container, Service Handover related information). If the Access Restriction is present in the MM context, the Service Handover related information shall be included by the target SGSN for the Relocation Request message in order for RNC to restrict the UE in connected mode to handover to the RAT prohibited by the Access Restriction.


For each RAB requested to be established, RABs To Be Setup shall contain information such as RAB ID, RAB parameters, Transport Layer Address, and Iu Transport Association. The RAB ID information element contains the NSAPI value, and the RAB parameters information element gives the QoS profile. The Transport Layer Address is the Serving GW Address for user plane (if Direct Tunnel is used) or the SGSN Address for user plane (if Direct Tunnel is not used), and the Iu Transport Association corresponds to the uplink Tunnel Endpoint Identifier Data in Serving GW or SGSN respectively.


Ciphering and integrity protection keys are sent to the target RNC to allow data transfer to continue in the new RAT/mode target cell without requiring a new AKA (Authentication and Key Agreement) procedure. Information that is required to be sent to the UE (either in the Relocation Command message or after the handover completion message) from RRC in the target RNC shall be included in the RRC message sent from the target RNC to the UE via the transparent container. More details are described in TS 33.401 [41].


In the target RNC radio and Iu user plane resources are reserved for the accepted RABs. Cause indicates the RAN Cause as received from source MME. The Source RNC to Target RNC Transparent Container includes the value from the Source to Target Transparent Container received from the source eNodeB.

5a.
The target RNC allocates the resources and returns the applicable parameters to the target SGSN in the message Relocation Request Acknowledge (Target RNC to Source RNC Transparent Container, RABs setup list, RABs failed to setup list).


Upon sending the Relocation Request Acknowledge message the target RNC shall be prepared to receive downlink GTP PDUs from the Serving GW, or Target SGSN if Direct Tunnel is not used, for the accepted RABs.


Each RAB in the RABs setup list is defined by a Transport Layer Address, which is the target RNC Address for user data, and the Iu Transport Association, which corresponds to the downlink Tunnel Endpoint Identifier for user data.


Any EPS Bearer contexts for which a RAB was not established are maintained in the target SGSN and the UE. These EPS Bearer contexts shall be deactivated by the target SGSN via explicit SM procedures upon the completion of the routing area update (RAU) procedure.

6.
If 'Indirect Forwarding' and relocation of Serving GW apply and Direct Tunnel is used, the target SGSN sends a Create Indirect Data Forwarding Tunnel Request message (Target RNC Address and TEID(s) for data forwarding) to the Serving GW. If 'Indirect Forwarding' and relocation of Serving GW apply and Direct Tunnel is not used, then the target SGSN sends a Create Indirect Data Forwarding Tunnel Request message (SGSN Address and TEID(s) for data forwarding) to the Serving GW.


Indirect forwarding may be performed via a Serving GW which is different from the Serving GW used as the anchor point for the UE.

6a.
The Serving GW returns a Create Indirect Data Forwarding Tunnel Response (Cause, Serving GW Address(es) and TEID(s) for data forwarding) message to the target SGSN.

7.
The target SGSN sends the message Forward Relocation Response (Cause, SGSN Tunnel Endpoint Identifier for Control Plane, SGSN Address for Control Plane, Target to Source Transparent Container, Cause, RAB Setup Information, Additional RAB Setup Information, Address(es) and TEID(s) for User Traffic Data Forwarding, Serving GW change indication) to the source MME. Serving GW change indication indicates a new Serving GW has been selected. The Target to Source Transparent Container contains the value from the Target RNC to Source RNC Transparent Container received from the target RNC.


The IE 'Address(es) and TEID(s) for User Traffic Data Forwarding' defines the destination tunnelling endpoint for data forwarding in target system, and it is set as follows:

-
If 'Direct Forwarding' applies, or if 'Indirect Forwarding' and no relocation of Serving GW apply and Direct Tunnel is used, then the IE 'Address(es) and TEID(s) for User Traffic Data Forwarding' contains the addresses and GTP-U tunnel endpoint parameters to the Target RNC received in step 5a.

-
If 'Indirect Forwarding' and relocation of Serving GW apply, then the IE 'Address(es) and TEID(s) for User Traffic Data Forwarding' contains the addresses and GTP-U tunnel endpoint parameters to the Serving GW received in step 6a. This is independent from using Direct Tunnel or not.

-
If 'Indirect Forwarding' applies and Direct Tunnel is not used and relocation of Serving GW does not apply, then the IE 'Address(es) and TEID(s) for User Traffic Data Forwarding' contains the addresses and GTP-U tunnel endpoint parameters to the Target SGSN.

8.
If "Indirect Forwarding" applies, the Source MME sends the message Create Indirect Data Forwarding Tunnel Request (Address(es) and TEID(s) for Data Forwarding (received in step 7)), EPS Bearer ID(s)) to the Serving GW used for indirect forwarding.


Indirect forwarding may be performed via a Serving GW which is different from the Serving GW used as the anchor point for the UE.

8a.
The Serving GW returns the forwarding parameters by sending the message Create Indirect Data Forwarding Tunnel Response (Cause, Serving GW Address(es) and TEID(s) for Data Forwarding). If the Serving GW doesn't support data forwarding, an appropriate cause value shall be returned and the Serving GW Address(es) and TEID(s) will not be included in the message.

[TS 23.401, clause 5.5.2.1.3]
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Figure 5.5.2.1.3-1: E-UTRAN to UTRAN Iu mode Inter RAT HO, execution phase

NOTE:
For a PMIP-based S5/S8, procedure steps (A) and (B) are defined in TS 23.402 [2]. Step (B) shows PCRF interaction in the case of PMIP-based S5/S8. Steps 8 and 8a concern GTP based S5/S8


The source eNodeB continues to receive downlink and uplink user plane PDUs.

1.
The source MME completes the preparation phase towards source eNodeB by sending the message Handover Command (Target to Source Transparent Container, E-RABs to Release List, Bearers Subject to Data Forwarding List). The "Bearers Subject to Data forwarding list" IE may be included in the message and it shall be a list of 'Address(es) and TEID(s) for user traffic data forwarding' received from target side in the preparation phase (Step 7 of the preparation phase) when 'Direct Forwarding' applies, or the parameters received in Step 8a of the preparation phase when 'Indirect Forwarding' applies.


The source eNodeB initiates data forwarding for bearers specified in the "Bearers Subject to Data Forwarding List". The data forwarding may go directly to target RNC or alternatively go via the Serving GW if so decided by source MME and or/ target SGSN in the preparation phase.

2.
The source eNodeB will give a command to the UE to handover to the target access network via the message HO from E-UTRAN Command. This message includes a transparent container including radio aspect parameters that the target RNC has set-up in the preparation phase. The details of this E-UTRAN specific signalling are described in TS 36.300 [5].


Upon the reception of the HO from E-UTRAN Command message containing the Handover Command message, the UE shall associate its bearer IDs to the respective RABs based on the relation with the NSAPI and shall suspend the uplink transmission of the user plane data.

3.
Void.

4.
The UE moves to the target UTRAN Iu (3G) system and executes the handover according to the parameters provided in the message delivered in step 2. The procedure is the same as in step 6 and 8 in clause 5.2.2.2 in TS 43.129 [8] with the additional function of association of the received RABs and existing Bearer Id related to the particular NSAPI.


The UE may resume the user data transfer only for those NSAPIs for which there are radio resources allocated in the target RNC.


The UE locally deactivates ISR by setting its TIN from "RAT-related TMSI" to "GUTI", if any EPS bearer context activated after the ISR was activated in the UE exists.

13.4.2.1.3
Test description
13.4.2.1.3.1
Pre-test conditions
System Simulator:

· Cell 1 and Cell 5
UE:

None.

Preamble:

-
The UE is in state Generic RB Established (state 4) on Cell 1 according to [18] using the UE TEST LOOP MODE B.
13.4.2.1.3.2
Test procedure sequence
Table 13.4.2.1.3.2-1 illustrates the downlink power levels and other changing parameters to be applied for the cells at various time instants of the test execution. Row marked "T0" denotes the initial conditions after preamble, while columns marked "T1" is to be applied subsequently. The exact instants on which these values shall be applied are described in the texts in this clause.

Table 13.4.2.1.3.2-1: Time instances of cell power level and parameter changes 

	
	Parameter
	Unit
	Cell 1
	Cell 5
	Remark

	T0
	Cell-specific RS EPRE
	dBm/15kHz
	-85
	-
	The power level values are such that entering conditions for event B2 are not satisfied.

	
	CPICH_Ec
	dBm/3.84 MHz
	-
	-22.5
	

	T1
	Cell-specific RS EPRE
	dBm/15kHz
	-100
	-
	The power level values are such that entering conditions for event B2 are satisfied.

	
	CPICH_Ec
	dBm/3.84 MHz
	-
	-12
	


Table 13.4.2.1.3.2-2: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	-
	-

	1
	The SS transmits one IP packet to the UE on the DRB associated with the default EPS bearer context on Cell 1.
	<--
	IP packet
	-
	-

	2
	Check: Does the UE loop back the IP packet on the DRB associated with the default EPS bearer context on Cell 1?
	-->
	IP packet
	1,2
	P

	3
	The SS transmits an RRCConnectionReconfiguration message on Cell 1 to setup inter RAT measurement and reporting for event B2.
	<--
	RRCConnectionReconfiguration
	-
	-

	4
	The UE transmits an RRCConnectionReconfigurationComplete message on Cell 1.
	-->
	RRCConnectionReconfigurationComplete
	-
	-

	5
	The SS changes the power level for Cell 1 and Cell 5 according to the row "T1" in table 13.4.2.1.3.2-1
	-
	-
	-
	-

	6
	The UE transmits a MeasurementReport message on Cell 1 to report event B2 for Cell 5.
	-->
	MeasurementReport
	-
	-

	7
	The SS transmits an MobilityFromEUTRACommand message on Cell 1 to order the UE to perform inter system handover to Cell 5.
	<--
	MobilityFromEUTRACommand
	-
	-

	8
	The UE transmit a HANDOVER TO UTRAN COMPLETE message on Cell 5 to confirm the successful completion of the inter system handover.
	-->
	HANDOVER TO UTRAN COMPLETE
	-
	-

	9-15
	Steps 4 to 10 of the Routing Area Update procedure described in TS 36.508 subclause 6.4.2.8 are performed on Cell 5. 

NOTE: The UE performs RAU procedure.
	-
	- 
	-
	-

	16
	The SS transmits one IP packet to the UE on the DRB associated with the RAB context on Cell 5.
	<--
	IP packet 
	-
	-

	17
	Check: Does the UE loop back the IP packet on the DRB associated with the RAB context on Cell 5?
	-->
	IP packet
	3,4
	P


13.4.2.1.3.3
Specific message contents
Table 13.4.2.1.3.3-1: ACTIVATE TEST MODE (preamble)

	Derivation Path: 36.508, Table 4.7A-1, condition UE TEST LOOP MODE B


Table 13.4.2.1.3.3-2: RRCConnectionReconfiguration (step 3, Table 13.4.2.1.3.2-2)
	Derivation Path: 36.508 clause 4.6.1 table 4.6.1-8 with condition MEAS


Table 13.4.2.1.3.3-3: MeasConfig (step 3, Table 13.4.2.1.3.2-2)
	Derivation path: 36.508 clause 4.6.6 table 4.6.6-1 with condition UTRAN

	Information Element
	Value/Remark
	Comment
	Condition

	measurementConfiguration ::= SEQUENCE {
	
	
	

	  measObjectToAddModifyList SEQUENCE (SIZE (1..maxObjectId)) OF SEQUENCE {
	1  entry
	
	

	    measObjectId[1]
	IdMeasObject-f8
	
	

	    measObject[1]
	MeasObjectUTRA-GENERIC(f8)
	
	

	  }
	
	
	

	  reportConfigToAddModifyList SEQUENCE (SIZE (1..maxReportConfigId)) OF SEQUENCE {
	1 entry
	
	

	    reportConfigId[1]
	IdReportConfigInterRAT-B2-UTRA
	
	

	    reportConfig[1]
	ReportConfigInterRAT-B2-UTRA (-90, -18)
	
	

	  }
	
	
	

	  measIdToAddModifyList SEQUENCE (SIZE (1..maxMeasId)) OF SEQUENCE {
	1 entry
	
	

	    measId[1]
	1
	
	

	    measObjectId[1]
	IdMeasObject-f8
	
	

	    reportConfigId[1]
	IdReportConfigInterRAT-B2-UTRA
	
	

	  }
	
	
	

	}
	
	
	


Table 13.4.2.1.3.3-4: MeasurementReport (step 6, Table 13.4.2.1.3.2-2)
	Derivation Path: 36.508, table 4.6.1-5

	Information Element
	Value/remark
	Comment
	Condition

	MeasurementReport ::= SEQUENCE {
	
	
	

	  criticalExtensions CHOICE {
	
	
	

	    c1 CHOICE{
	
	
	

	      measurementReport-r8 SEQUENCE {
	
	
	

	        measResults SEQUENCE {
	
	
	

	          measId
	1
	
	

	          measResultServCell SEQUENCE {
	
	
	

	            rsrpResult
	(0..97)
	
	

	            rsrqResult
	(0..34)
	
	

	          }
	
	
	

	          measResultNeighCells CHOICE {
	
	
	

	            measResultListUTRA SEQUENCE (SIZE (1..maxCellReport)) OF SEQUENCE {
	1 entry
	
	

	              physCellId[1]
	PhysicalCellIdentity of Cell 5
	
	

	              cgi-Info[1]
	Not present
	
	

	              measResult[1] SEQUENCE {
	
	
	

	                utra-RSCP
	(-5..91)
	
	

	                utra-EcN0
	(0..49)
	
	

	              }
	
	
	

	            }
	
	
	

	          }
	
	
	

	        }
	
	
	

	      }
	
	
	

	    }
	
	
	

	  }
	
	
	

	}
	
	
	


Table 13.4.2.1.3.3-5: MobilityFromEUTRACommand (step 7, Table 13.4.2.1.3.2-2)
	Derivation Path: 36.508 table 4.6.1-6

	Information Element
	Value/remark
	Comment
	Condition

	MobilityFromEUTRACommand ::= SEQUENCE {
	
	
	

	  criticalExtensions CHOICE {
	
	
	

	    c1 CHOICE{
	
	
	

	      mobilityFromEUTRACommand-r8 SEQUENCE {
	
	
	

	        purpose CHOICE {
	
	
	

	          handover SEQUENCE {
	
	
	

	            targetRAT-Type
	utra
	
	

	            targetRAT-MessageContainer
	HANDOVER TO UTRAN COMMAND
	
	

	            nas-SecurityParamFromEUTRA
	The 4 least significant bits of the NAS downlink COUNT value
	
	

	            systemInformation
	Not present
	
	

	          }
	
	
	

	        }
	
	
	

	      }
	
	
	

	    }
	
	
	

	  }
	
	
	

	}
	
	
	


Table 13.4.2.1.3.3-6: HANDOVER TO UTRAN COMMAND (Table 13.4.2.1.3.3-5)

	Derivation Path: 36.508 table 4.7B.1-1, condition UTRA PS RB


14
ETWS

14.1
ETWS reception in RRC_IDLE state / Duplicate detection
14.1.1
Test Purpose (TP)
(1)

with { UE in RRC_IDLE state and follow the reception of Paging message with etws-Indication }

ensure that {

when { UE start to acquire ETWS message from SIB10 and SIB11 }

  then { UE successfully received the ETWS message and activated the “User Alerting” popup display }

           }
14.1.2
Conformance requirements
References: The conformance requirements covered in the present TC are specified in: TS 23.401, clause 5.12.2; TS 36.331, clauses 5.2.2.4, 5.2.2.17, 5.2.2.18, 5.3.2.3.

[TS 23.401, clause 5.12.2]

The Warning message to be broadcast is delivered via MMEs to multiple eNodeBs. The eNodeB(s) are responsible for scheduling the broadcast of the new message and the repetitions in each cell.

The overall warning message delivery procedure is presented in figure 5.12.2.1-1:


[image: image8.emf] 

CBC   UE  

2.  Write - Replace Warning Request  

CBE  

1. Emergency Broadcast Request  

4 .  Emergency Broadcast Response  

3 .  Write - Replace Warning Confirm  

eNodeB   MME  

0. Registration and Security procedures;  Current  time  

8. Record success/failure  of message delivery in  trace record  

7. User  Alerting   

6. Cell Broadcast  delivery   

5 .  Write - Replace Warning Request  

6 .  Write - Replace Warning Response  


Figure 5.12.2.1-1: Warning message delivery procedure

…

7a.
If the UE has been configured to receive primary notification "without security", and the UE has authenticated the core network of the eNodeB it is camped on, then the UE can use "warning type" values, 'earthquake', 'tsunami' or 'earthquake and tsunami', immediately to alert the user. When "warning type" is 'test', the UE silently discards the primary notification, but the UE specially designed for testing purposes may proceed with the following procedures.


The UE activates reception of the broadcast messages containing the "warning message".


If the "digital signature" and "timestamp" are present and security checks fail, then the UE notifies the user of this fact and stops the user alerting.


If both the "digital signature" and "timestamp" are present and security checks pass, then the UE indicates the contents of the "warning message" to the user along with an indication that the message has been authenticated.


In other cases the UE indicates the contents of the "warning message" to the user along with an indication that the message has not been authenticated.


UE shall detect duplicate primary notifications and secondary notifications, including when UE changes the cell.

7b.
If the UE has not been configured to receive primary notification "without security" on that PLMN, or the UE has not authenticated the network, the UE activates reception of the broadcast messages containing the "warning message". When "warning type" is 'test', the UE silently discards the primary notification, but the UE specially designed for testing purposes may proceed with the following procedures.


Unless both the "digital signature" and "timestamp" are present and the security checks pass, the UE shall ignore the message, return to normal idle mode, and ignore primary notifications for the next X seconds.

NOTE 7:
Repetition period X is subject to regulatory requirements, but, in the absence of these requirements being included in the 3GPP specifications, the UE manufacturer may assume a value of 60 seconds.


If both the "digital signature" and "timestamp" are present and security checks pass, then the UE alerts the user; and indicates the contents of the "warning message" to the user along with an indication that the message has been authenticated.


The network shall use UTC time when constructing the "timestamp". The "timestamp" security check shall only pass if the "digital signature" check passes and the "timestamp" in the message is within 10 minutes of the UE's internal Emergency Warning System clock. The UE shall save all warning messages received within the previous 10 minutes up to a maximum number of N messages, and reject incoming messages that contain the same "timestamp" as a currently saved message.

NOTE 8:
The value N is subject to regulatory requirements, but, in the absence of these requirements being included in the 3GPP specifications, the UE manufacturer can assume a value of 20. A value of 20 would mean that up to 20 genuine warning messages can be sent to the same UE within a period of 10 minutes. If more than 20 genuine warning messages are sent within a period of 10 minutes, then it cannot be guaranteed that a UE would reject a maliciously replayed warning message.

[TS 36.331, clause 5.2.2.4]

The UE shall:

…

1>
if the UE is ETWS capable:

2>
upon entering a cell during RRC_IDLE, following successful handover or upon connection re-establishment:
3>

discard any previously buffered warningMessageSegment;

3>
clear, if any, the current values of messageIdentifier and serialNumber for SystemInformationBlockType11;
2>
when the UE acquires SystemInformationBlockType1 following ETWS indication, upon entering a cell during RRC_IDLE, following successful handover or upon connection re-establishment:
3>
if schedulingInfoList indicates that SystemInformationBlockType10 is present:

4>
start acquiring SystemInformationBlockType10 immediately;

3>
if schedulingInfoList indicates that SystemInformationBlockType11 is present:

4>
start acquiring SystemInformationBlockType11 immediately;

NOTE 2:
UEs shall start acquiring SystemInformationBlockType10 and SystemInformationBlockType11 as described above even when systemInfoValueTag in SystemInformationBlockType1 has not changed.

[TS 36.331, clause 5.2.2.17]

Upon receiving SystemInformationBlockType10, the UE shall:

1>
forward the received warningType, warningSecurityInfo (if present), messageIdentifier and serialNumber to upper layers;

[TS 36.331, clause 5.2.2.18]

Upon receiving SystemInformationBlockType11, the UE shall:

1>
if there is no current value for messageIdentifier and serialNumber for SystemInformationBlockType11; or
1>
if either the received value of messageIdentifier or of serialNumber or of both are different from the current values of messageIdentifier and serialNumber for SystemInformationBlockType11:
2>
use the received values of messageIdentifier and serialNumber for SystemInformationBlockType11 as the current values of  messageIdentifier and serialNumber for SystemInformationBlockType11;

2>
discard any previously buffered warningMessageSegment;
2>
if all segments of a warning message have been received:

3>
assemble the warningMessage from the received warningMessageSegment;

3>
forward the received warningMessage, messageIdentifier, serialNumber and dataCodingScheme to upper layers;

3>
stop reception of SystemInformationBlockType11;

3>
discard the current values of messageIdentifier and serialNumber for SystemInformationBlockType11;

2>
else:

3>
store the received warningMessageSegment;

3>
continue reception of SystemInformationBlockType11;

1>
else if all segments of a warning message have been received:
2>
assemble the warningMessage from the received warningMessageSegment;

2>
forward the received complete warningMessage, messageIdentifier, serialNumber and dataCodingScheme to upper layers;

2>
stop reception of SystemInformationBlockType11;

2>
discard the current values of messageIdentifier and serialNumber for SystemInformationBlockType11;

1>
else:

2>
store the received warningMessageSegment;

2>
continue reception of SystemInformationBlockType11;

[TS 36.331, clause 5.3.2.3]

Upon receiving the Paging message, the UE shall:

…

1>
if the etws-Indication is included and the UE is ETWS capable:

2>
re-acquire SystemInformationBlockType1 immediately, i.e., without waiting until the next system information modification period boundary;

2>
if the schedulingInfoList indicates that SystemInformationBlockType10 is present:

3>
acquire SystemInformationBlockType10;

2> if the schedulingInfoList indicates that SystemInformationBlockType11 is present:

3>
acquire SystemInformationBlockType11;
14.1.3
Test description
14.1.3.1
Pre-test conditions
System Simulator:

· Cell 1
UE:

None.

Preamble:

-
The UE is in state Registered, Idle mode (state 2) according to [18].
14.1.3.2
Test procedure sequence
Table 14.1.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	-
	-

	1
	The SS include an ETWS message with new messageIdentifier and serialNumber in SystemInformationBlockType10 and SystemInformationBlockType11 and transmit a Paging message including etws-Indication on Cell 1 (NOTE1). 
	<--
	Paging
	-
	-

	2
	Check: Does the UE indicate the contents of the "warning message" to the user?
	-
	-
	1
	P

	3
	The SS wait for 10s.
	-
	-
	-
	-

	4
	The SS include an ETWS message with same messageIdentifier and serialNumber in SystemInformationBlockType10 and SystemInformationBlockType11 and transmit a Paging message including etws-Indication on Cell 1 (NOTE1).
	<--
	Paging
	-
	-

	5
	Check: Does the UE indicate the contents of the "warning message" to the user?
	-
	-
	1
	F

	NOTE1: SystemInformationBlockType11 contain 3 segments.


14.1.3.3
Specific message contents
Table 14.1.3.3-1: SystemInformationBlockType1 for Cell 1 (all steps, Table 14.1.3.2-1)

	Derivation Path: 36.508 table 4.4.3.2-3

	Information Element
	Value/remark
	Comment
	Condition

	SystemInformationBlockType1 ::= SEQUENCE {
	
	
	

	  schedulingInformation ::= SEQUENCE (SIZE (1..maxSI-Message)) OF SEQUENCE {}
	Combination 8 in TS 36.508 section 4.4.3.1
	SIB2, SIB3, SIB10 and SIB11 are transmitted
	

	}
	
	
	


Table 14.1.3.3-2: SystemInformationBlockType10 for Cell 1 (all steps, Table 14.1.3.2-1 )

	Derivation Path: 36.508 clause 4.4.3.3

	Information Element
	Value/remark
	Comment
	Condition

	SystemInformationBlockType10 ::= SEQUENCE {
	
	
	

	  messageIdentifier
	'0001 0001 0000 0010'B
	ETWS message identifier for earthquake and tsunami message [see TS 23.041]
	

	serialNumber

- Geographical Scope (2 bit)

- Message Code (10 bit)

  - Emergency User Alert (1 bit)

  - Popup (1 bit)

- Update Number (4 bit)
	'0011 0000 0000 0000'B
Octet 1 bit 7 ~ 6

Octet 1 bit 5 ~ Octet 2 bit 4

Octet 1 bit 5

Octet 1 bit 4

Octet 2 bit 3 ~ 0


	Cell wide;

'11 0000 0000'B
Activate emergency user alert;

Activate popup;

For each update, incremented by one. 

[see TS 23.041]
	

	warningType

- Warning Type Value (7 bit)

- Emergency User Alert (1 bit)

- Popup (1 bit)

- Padding (7 bit)
	'0000 0101 1000 0000'B
Octet 1 bit 7 ~ 1

Octet 1 bit 0

Octet 2 bit 7


	Earthquake and Tsunami;

Activate emergency user alert;

Activate Popup.

[see TS 23.041]
	

	  warningSecurityInfo
	Not present
	
	

	}
	
	
	


Table 14.1.3.3-3: SystemInformationBlockType11 (1st Segment) for Cell 1 (all steps, Table 14.1.3.2-1)

	Derivation Path: 36.508 clause 4.4.3.3

	Information Element
	Value/remark
	Comment
	Condition

	SystemInformationBlockType11 ::= SEQUENCE {
	
	
	

	  messageIdentifier
	'0001 0001 0000 0010'B
	ETWS message identifier for earthquake and tsunami message [see TS 23.041]
	

	serialNumber

- Geographical Scope (2 bit)

- Message Code (10 bit)

  - Emergency User Alert (1 bit)

  - Popup (1 bit)

  - Update Number (4 bit)
	'0011 0000 0000 0000'B
Octet 1 bit 7 ~ 6

Octet 1 bit 5 ~ Octet 2 bit 4

Octet 1 bit 5

Octet 1 bit 4

Octet 2 bit 3 ~ 0


	Cell wide;

'11 0000 0000'B
Activate emergency user alert;

Activate popup;

For each update, incremented by one. 

[see TS 23.041]
	

	  warningMessageSegmentType
	notLastSegment
	
	

	  warningMessageSegmentNumber
	0
	
	

	  warningMessageSegment
	Octetstring of N 
	where N ≥ 1 and less than 1246.
[see TS 23.041]
	

	  dataCodingScheme
	Bitstring (8) ID of the alphabet/coding and the applied language [see TS 23.041]


	
	

	}
	
	
	


Table 14.1.3.3-4: SystemInformationBlockType11 (2nd Segment) for Cell 1 (all steps, Table 14.1.3.2-1)

	Derivation Path: 36.508 clause 4.4.3.3

	Information Element
	Value/remark
	Comment
	Condition

	SystemInformationBlockType11 ::= SEQUENCE {
	
	
	

	  messageIdentifier
	'0001 0001 0000 0010'B
	ETWS message identifier for earthquake and tsunami message [see TS 23.041]
	

	serialNumber

- Geographical Scope (2 bit)

- Message Code (10 bit)

  - Emergency User Alert (1 bit)

  - Popup (1 bit)

  - Update Number (4 bit)
	'0011 0000 0000 0000'B
Octet 1 bit 7 ~ 6

Octet 1 bit 5 ~ Octet 2 bit 4

Octet 1 bit 5

Octet 1 bit 4

Octet 2 bit 3 ~ 0


	Cell wide;

'11 0000 0000'B
Activate emergency user alert;

Activate popup;

For each update, incremented by one. 

[see TS 23.041]
	

	  warningMessageSegmentType
	notLastSegment
	
	

	  warningMessageSegmentNumber
	1
	
	

	  warningMessageSegment
	Octetstring of N 
	where N ≥ 1 and less than 1246.
[see TS 23.041]
	

	  dataCodingScheme
	Not present
	
	

	}
	
	
	


Table 14.1.3.3-5: SystemInformationBlockType11 (3rd Segment) for Cell 1 (all steps, Table 14.1.3.2-1)

	Derivation Path: 36.508 clause 4.4.3.3

	Information Element
	Value/remark
	Comment
	Condition

	SystemInformationBlockType11 ::= SEQUENCE {
	
	
	

	  messageIdentifier
	'0001 0001 0000 0010'B
	ETWS message identifier for earthquake and tsunami message [see TS 23.041]
	

	serialNumber

- Geographical Scope (2 bit)

- Message Code (10 bit)

  - Emergency User Alert (1 bit)

  - Popup (1 bit)

  - Update Number (4 bit)
	'0011 0000 0000 0000'B
Octet 1 bit 7 ~ 6

Octet 1 bit 5 ~ Octet 2 bit 4

Octet 1 bit 5

Octet 1 bit 4

Octet 2 bit 3 ~ 0


	Cell wide;

'11 0000 0000'B
Activate emergency user alert;

Activate popup;

For each update, incremented by one. 

[see TS 23.041]
	

	  warningMessageSegmentType
	lastSegment
	
	

	  warningMessageSegmentNumber
	2
	
	

	  warningMessageSegment
	Octetstring of N 
	where N ≥ 1 and less than 1246.
[see TS 23.041]
	

	  dataCodingScheme
	Not present
	
	

	}
	
	
	


Table 14.1.3.3-6: Paging (step 1 and step 4, Table 14.1.3.2-1)
	Derivation Path: 36.508 Table 4.6.1-7

	Information Element
	Value/remark
	Comment
	Condition

	Paging ::= SEQUENCE {
	
	
	

	  pagingRecordList 
	Not present
	
	

	  systemInfoModification 
	Not present
	
	

	  etws-Indication
	true
	
	

	  nonCriticalExtension SEQUENCE {}
	Not present
	
	

	}
	
	
	


14.2
ETWS reception in RRC_CONNECTED state / Duplicate detection
14.2.1
Test Purpose (TP)
(1)

with { UE in RRC_CONNECTED state and follow the reception of Paging message with etws-Indication }

ensure that {

when { UE start to acquire ETWS message from SIB10 and SIB11 }

  then { UE successfully received the ETWS message and activated the “User Alerting” popup display }

           }
14.2.2
Conformance requirements
References: The conformance requirements covered in the present TC are specified in: TS 23.401, clause 5.12.2; TS 36.331, clauses 5.2.2.4, 5.2.2.17, 5.2.2.18, 5.3.2.3.

[TS 23.401, clause 5.12.2]

The Warning message to be broadcast is delivered via MMEs to multiple eNodeBs. The eNodeB(s) are responsible for scheduling the broadcast of the new message and the repetitions in each cell.

The overall warning message delivery procedure is presented in figure 5.12.2.1-1:
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Figure 5.12.2.1-1: Warning message delivery procedure

…

7a.
If the UE has been configured to receive primary notification "without security", and the UE has authenticated the core network of the eNodeB it is camped on, then the UE can use "warning type" values, 'earthquake', 'tsunami' or 'earthquake and tsunami', immediately to alert the user. When "warning type" is 'test', the UE silently discards the primary notification, but the UE specially designed for testing purposes may proceed with the following procedures.


The UE activates reception of the broadcast messages containing the "warning message".


If the "digital signature" and "timestamp" are present and security checks fail, then the UE notifies the user of this fact and stops the user alerting.


If both the "digital signature" and "timestamp" are present and security checks pass, then the UE indicates the contents of the "warning message" to the user along with an indication that the message has been authenticated.


In other cases the UE indicates the contents of the "warning message" to the user along with an indication that the message has not been authenticated.


UE shall detect duplicate primary notifications and secondary notifications, including when UE changes the cell.

7b.
If the UE has not been configured to receive primary notification "without security" on that PLMN, or the UE has not authenticated the network, the UE activates reception of the broadcast messages containing the "warning message". When "warning type" is 'test', the UE silently discards the primary notification, but the UE specially designed for testing purposes may proceed with the following procedures.


Unless both the "digital signature" and "timestamp" are present and the security checks pass, the UE shall ignore the message, return to normal idle mode, and ignore primary notifications for the next X seconds.

NOTE 7:
Repetition period X is subject to regulatory requirements, but, in the absence of these requirements being included in the 3GPP specifications, the UE manufacturer may assume a value of 60 seconds.


If both the "digital signature" and "timestamp" are present and security checks pass, then the UE alerts the user; and indicates the contents of the "warning message" to the user along with an indication that the message has been authenticated.


The network shall use UTC time when constructing the "timestamp". The "timestamp" security check shall only pass if the "digital signature" check passes and the "timestamp" in the message is within 10 minutes of the UE's internal Emergency Warning System clock. The UE shall save all warning messages received within the previous 10 minutes up to a maximum number of N messages, and reject incoming messages that contain the same "timestamp" as a currently saved message.

NOTE 8:
The value N is subject to regulatory requirements, but, in the absence of these requirements being included in the 3GPP specifications, the UE manufacturer can assume a value of 20. A value of 20 would mean that up to 20 genuine warning messages can be sent to the same UE within a period of 10 minutes. If more than 20 genuine warning messages are sent within a period of 10 minutes, then it cannot be guaranteed that a UE would reject a maliciously replayed warning message.

[TS 36.331, clause 5.2.2.4]

The UE shall:

…

1>
if the UE is ETWS capable:

2>
upon entering a cell during RRC_IDLE, following successful handover or upon connection re-establishment:
3>

discard any previously buffered warningMessageSegment;

3>
clear, if any, the current values of messageIdentifier and serialNumber for SystemInformationBlockType11;
2>
when the UE acquires SystemInformationBlockType1 following ETWS indication, upon entering a cell during RRC_IDLE, following successful handover or upon connection re-establishment:
3>
if schedulingInfoList indicates that SystemInformationBlockType10 is present:

4>
start acquiring SystemInformationBlockType10 immediately;

3>
if schedulingInfoList indicates that SystemInformationBlockType11 is present:

4>
start acquiring SystemInformationBlockType11 immediately;

NOTE 2:
UEs shall start acquiring SystemInformationBlockType10 and SystemInformationBlockType11 as described above even when systemInfoValueTag in SystemInformationBlockType1 has not changed.

[TS 36.331, clause 5.2.2.17]

Upon receiving SystemInformationBlockType10, the UE shall:

1>
forward the received warningType, warningSecurityInfo (if present), messageIdentifier and serialNumber to upper layers;

[TS 36.331, clause 5.2.2.18]

Upon receiving SystemInformationBlockType11, the UE shall:

1>
if there is no current value for messageIdentifier and serialNumber for SystemInformationBlockType11; or
1>
if either the received value of messageIdentifier or of serialNumber or of both are different from the current values of messageIdentifier and serialNumber for SystemInformationBlockType11:
2>
use the received values of messageIdentifier and serialNumber for SystemInformationBlockType11 as the current values of  messageIdentifier and serialNumber for SystemInformationBlockType11;

2>
discard any previously buffered warningMessageSegment;
2>
if all segments of a warning message have been received:

3>
assemble the warningMessage from the received warningMessageSegment;

3>
forward the received warningMessage, messageIdentifier, serialNumber and dataCodingScheme to upper layers;

3>
stop reception of SystemInformationBlockType11;

3>
discard the current values of messageIdentifier and serialNumber for SystemInformationBlockType11;

2>
else:

3>
store the received warningMessageSegment;

3>
continue reception of SystemInformationBlockType11;

1>
else if all segments of a warning message have been received:
2>
assemble the warningMessage from the received warningMessageSegment;

2>
forward the received complete warningMessage, messageIdentifier, serialNumber and dataCodingScheme to upper layers;

2>
stop reception of SystemInformationBlockType11;

2>
discard the current values of messageIdentifier and serialNumber for SystemInformationBlockType11;

1>
else:

2>
store the received warningMessageSegment;

2>
continue reception of SystemInformationBlockType11;

[TS 36.331, clause 5.3.2.3]

Upon receiving the Paging message, the UE shall:

…

1>
if the etws-Indication is included and the UE is ETWS capable:

2>
re-acquire SystemInformationBlockType1 immediately, i.e., without waiting until the next system information modification period boundary;

2>
if the schedulingInfoList indicates that SystemInformationBlockType10 is present:

3>
acquire SystemInformationBlockType10;

2> if the schedulingInfoList indicates that SystemInformationBlockType11 is present:

3>
acquire SystemInformationBlockType11;

14.2.3
Test description
14.2.3.1
Pre-test conditions
System Simulator:

· Cell 1
UE:

None.

Preamble:

-
The UE is in state Generic RB Established (state 3) according to [18].
14.2.3.2
Test procedure sequence
Table 14.2.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	-
	-

	1
	The SS include an ETWS message with new messageIdentifier and serialNumber in SystemInformationBlockType10 and SystemInformationBlockType11 and transmit a Paging message including etws-Indication on Cell 1 (NOTE1).
	<--
	Paging
	-
	-

	2
	Check: Does the UE indicate the contents of the "warning message" to the user?
	-
	-
	1
	P

	3
	The SS wait for 10s.
	-
	-
	-
	-

	4
	The SS include an ETWS message with same messageIdentifier and serialNumber in SystemInformationBlockType10 and SystemInformationBlockType11 and transmit a Paging message including etws-Indication on Cell 1 (NOTE1).
	<--
	Paging
	-
	-

	5
	Check: Does the UE indicate the contents of the "warning message" to the user?
	-
	-
	1
	F

	NOTE1: SystemInformationBlockType11 contain 3 segments.


14.2.3.3
Specific message contents
Table 14.2.3.3-1: SystemInformationBlockType1 for Cell 1 (all steps, Table 14.2.3.2-1)

	Derivation Path: 36.508 table 4.4.3.2-3

	Information Element
	Value/remark
	Comment
	Condition

	SystemInformationBlockType1 ::= SEQUENCE {
	
	
	

	  schedulingInformation ::= SEQUENCE (SIZE (1..maxSI-Message)) OF SEQUENCE {}
	Combination 8 in TS 36.508 section 4.4.3.1
	SIB2, SIB3, SIB10 and SIB11 are transmitted
	

	}
	
	
	


Table 14.2.3.3-2: SystemInformationBlockType10 for Cell 1 (all steps, Table 14.2.3.2-1)

	Derivation Path: 36.508 clause 4.4.3.3

	Information Element
	Value/remark
	Comment
	Condition

	SystemInformationBlockType10 ::= SEQUENCE {
	
	
	

	  messageIdentifier
	'0001 0001 0000 0010'B
	ETWS message identifier for earthquake and tsunami message [see TS 23.041]
	

	serialNumber

- Geographical Scope (2 bit)

- Message Code (10 bit)

  - Emergency User Alert (1 bit)

  - Popup (1 bit)

- Update Number (4 bit)
	'0011 0000 0000 0000'B
Octet 1 bit 7 ~ 6

Octet 1 bit 5 ~ Octet 2 bit 4

Octet 1 bit 5

Octet 1 bit 4

Octet 2 bit 3 ~ 0


	Cell wide;

'11 0000 0000'B
Activate emergency user alert;

Activate popup;

For each update, incremented by one. 

[see TS 23.041]
	

	warningType

- Warning Type Value (7 bit)

- Emergency User Alert (1 bit)

- Popup (1 bit)

- Padding (7 bit)
	'0000 0101 1000 0000'B
Octet 1 bit 7 ~ 1

Octet 1 bit 0

Octet 2 bit 7


	Earthquake and Tsunami;

Activate emergency user alert;

Activate Popup.

[see TS 23.041]
	

	  warningSecurityInfo
	Not present
	
	

	}
	
	
	


Table 14.2.3.3-3: SystemInformationBlockType11 (1st Segment) for Cell 1 (all steps, Table 14.2.3.2-1)

	Derivation Path: 36.508 clause 4.4.3.3

	Information Element
	Value/remark
	Comment
	Condition

	SystemInformationBlockType11 ::= SEQUENCE {
	
	
	

	  messageIdentifier
	'0001 0001 0000 0010'B
	ETWS message identifier for earthquake and tsunami message [see TS 23.041]
	

	serialNumber

- Geographical Scope (2 bit)

- Message Code (10 bit)

  - Emergency User Alert (1 bit)

  - Popup (1 bit)

  - Update Number (4 bit)
	'0011 0000 0000 0000'B
Octet 1 bit 7 ~ 6

Octet 1 bit 5 ~ Octet 2 bit 4

Octet 1 bit 5

Octet 1 bit 4

Octet 2 bit 3 ~ 0


	Cell wide;

'11 0000 0000'B
Activate emergency user alert;

Activate popup;

For each update, incremented by one. 

[see TS 23.041]
	

	  warningMessageSegmentType
	notLastSegment
	
	

	  warningMessageSegmentNumber
	0
	
	

	  warningMessageSegment
	Octetstring of N 
	where N ≥ 1 and less than 1246.
[see TS 23.041]
	

	  dataCodingScheme
	Bitstring (8) ID of the alphabet/coding and the applied language [see TS 23.041]


	
	

	}
	
	
	


Table 14.2.3.3-4: SystemInformationBlockType11 (2nd Segment) for Cell 1 (all steps, Table 14.2.3.2-1)

	Derivation Path: 36.508 clause 4.4.3.3

	Information Element
	Value/remark
	Comment
	Condition

	SystemInformationBlockType11 ::= SEQUENCE {
	
	
	

	  messageIdentifier
	'0001 0001 0000 0010'B
	ETWS message identifier for earthquake and tsunami message [see TS 23.041]
	

	serialNumber

- Geographical Scope (2 bit)

- Message Code (10 bit)

  - Emergency User Alert (1 bit)

  - Popup (1 bit)

  - Update Number (4 bit)
	'0011 0000 0000 0000'B
Octet 1 bit 7 ~ 6

Octet 1 bit 5 ~ Octet 2 bit 4

Octet 1 bit 5

Octet 1 bit 4

Octet 2 bit 3 ~ 0


	Cell wide;

'11 0000 0000'B
Activate emergency user alert;

Activate popup;

For each update, incremented by one. 

[see TS 23.041]
	

	  warningMessageSegmentType
	notLastSegment
	
	

	  warningMessageSegmentNumber
	1
	
	

	  warningMessageSegment
	Octetstring of N 
	where N ≥ 1 and less than 1246.
[see TS 23.041]
	

	  dataCodingScheme
	Not present
	
	

	}
	
	
	


Table 14.2.3.3-5: SystemInformationBlockType11 (3rd Segment) for Cell 1 (all steps, Table 14.2.3.2-1)

	Derivation Path: 36.508 clause 4.4.3.3

	Information Element
	Value/remark
	Comment
	Condition

	SystemInformationBlockType11 ::= SEQUENCE {
	
	
	

	  messageIdentifier
	'0001 0001 0000 0010'B
	ETWS message identifier for earthquake and tsunami message [see TS 23.041]
	

	serialNumber

- Geographical Scope (2 bit)

- Message Code (10 bit)

  - Emergency User Alert (1 bit)

  - Popup (1 bit)

  - Update Number (4 bit)
	'0011 0000 0000 0000'B
Octet 1 bit 7 ~ 6

Octet 1 bit 5 ~ Octet 2 bit 4

Octet 1 bit 5

Octet 1 bit 4

Octet 2 bit 3 ~ 0


	Cell wide;

'11 0000 0000'B
Activate emergency user alert;

Activate popup;

For each update, incremented by one. 

[see TS 23.041]
	

	  warningMessageSegmentType
	lastSegment
	
	

	  warningMessageSegmentNumber
	2
	
	

	  warningMessageSegment
	Octetstring of N 
	where N ≥ 1 and less than 1246.
[see TS 23.041]
	

	  dataCodingScheme
	Not present
	
	

	}
	
	
	


Table 14.2.3.3-6: Paging (step 1 and step 4, Table 14.2.3.2-1)
	Derivation Path: 36.508 Table 4.6.1-7

	Information Element
	Value/remark
	Comment
	Condition

	Paging ::= SEQUENCE {
	
	
	

	  pagingRecordList 
	Not present
	
	

	  systemInfoModification 
	Not present
	
	

	  etws-Indication
	true
	
	

	  nonCriticalExtension SEQUENCE {}
	Not present
	
	

	}
	
	
	


15
Mobility management based on DSMIPv6 (Dual-Stack Mobile IPv6)
15.1
Discovery of the home agent via DNS
15.1.1
Test Purpose (TP)
(1)

with { UE has acquired an IP address and UE is configured with a DNS server address and UE is configured with the HA-APN Network Identifier }

ensure that {

  when { UE is configured to discover IP address of Home Agent via DNS }

    then { UE transmits a DNS Query with QNAME set to FQDN of the Home Agent }

            }

15.1.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.303, clauses 5.1.2.1.1 and 5.1.2.1.2.

[TS 24.303, clause 5.1.2.1.1]

The first procedure the UE needs to perform for DSMIPv6 initial attach is the discovery of the node acting as the HA.

The UE can discover the IP addresses of the HA in one of the four following ways:

-
via DNS;

-
via attach procedure for 3GPP access or trusted non-3GPP access (if supported) based on protocol configuration options;

-
via IKEv2 during tunnel setup to ePDG for untrusted non-3GPP accesses;

-
via DHCPv6.

If the UE does not obtain the IP addresses of the HA via PCO during the 3GPP or trusted non-3GPP (if supported) attach or via IKEv2 signalling, it shall follow either the procedures described in subclause 5.1.2.1.5 or the procedures described in subclause 5.1.2.1.2. The UE may be configured to perform both procedures in parallel or one of the two procedures only in case the other failed.

[TS 24.303, clause 5.1.2.1.2]

A UE performing Home Agent discovery based on DNS shall support the implementation of standard DNS mechanisms.

The UE shall perform DNS Lookup by Home Agent Name as specified in IETF RFC 5026 [10].The QNAME shall be set to the requested HA-APN. The HA-APN shall be constructed as specified in 3GPP TS 23.003 [17]. If a HA has both an IPv4 and an IPv6 address, the corresponding DNS record should be configured with both 'AAAA' and 'A' records. Accordingly the UE should perform one DNS lookup procedure to retrieve both 'AAAA' and 'A' records. The DNS server replies with one 'AAAA' and one 'A' record.

15.1.3
Test description

15.1.3.1
Pre-test conditions

System Simulator:

-
Cell 1.

UE:

-
The UE is configured to discover the Home Agent address via DNS.

-
The UE is configured with a DNS server address.

-
The UE is configured with the HA-APN Network Identifier.

Preamble:

-
The UE is in state Registered, Idle Mode (state 2) on Cell 1 according to [18].

-
The UE has acquired an IP address.

15.1.3.2
Test procedure sequence

Table 15.1.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The UE transmits a DNS Query message with QNAME set to FQDN of the Home Agent (derived from HA-APN Network Identifier and PLMN information).
	-->
	DNS Query
	1
	P

	2
	The SS transmits a DNS Response message with the IPv6 and IPv4 addresses of the Home Agent.
	<--
	DNS Response
	-
	-


15.1.3.3
Specific message contents
Table 15.1.3.3-1: Message DNS Query (step 1, Table 15.1.3.2-1)

	Field
	Value/remark
	Comment
	Condition

	QR=
	‘0’
	query
	

	OPCODE=
	‘0000’
	QUERY
	

	QNAME=
	Fully Qualified Domain Name of the Home Agent
	Derived from HA-APN Network Identifier and PLMN information as per TS 23.003 clause 21.2
	

	QTYPE=
	A
	This is the query for the IPv4 address
	

	QCLASS=
	IN
	
	

	QNAME=
	Fully Qualified Domain Name of the Home Agent
	Derived from HA-APN Network Identifier and PLMN information as per TS 23.003 clause 21.2
	

	QTYPE=
	AAAA
	This is the query for the IPv6 address
	

	QCLASS=
	IN
	
	


Table 15.1.3.3-2: Message DNS Response (step 2, Table 15.1.3.2-1)

	Information Element
	Value/remark
	Comment
	Condition

	QR=
	‘1’
	response
	

	OPCODE=
	‘0000’
	QUERY
	

	QNAME=
	Same as received in DNS Query
	
	

	QTYPE=
	A
	
	

	QCLASS=
	IN
	
	

	QNAME=
	Same as received in DNS Query
	
	

	QTYPE=
	AAAA
	
	

	QCLASS=
	IN
	
	

	RR {
	
	
	

	  NAME
	Same as received in DNS Query
	
	

	  TYPE
	A
	
	

	  CLASS
	IN
	
	

	  RDATA
	IPv4 address of HA
	
	

	}
	
	
	

	RR {
	
	
	

	  NAME
	Same as received in DNS Query
	
	

	  TYPE
	AAAA
	
	

	  CLASS
	IN
	
	

	  RDATA
	IPv6 address of HA
	
	

	}
	
	
	


15.2
Discovery of the Home Agent via DHCP
15.2.1
Test Purpose (TP)
(1)

with { UE has acquired an IP address and UE is configured with the HA-APN Network Identifier }

ensure that {

  when { UE is configured to discover IP address of Home Agent via DHCP }

    then { UE transmits a DHCP Information-Request with Home Network Identifier Option containing the FQDN of the Home Agent}

            }

15.2.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.303, clauses 5.1.2.1.1 and 5.1.2.1.5.

[TS 24.303, clause 5.1.2.1.1]

The first procedure the UE needs to perform for DSMIPv6 initial attach is the discovery of the node acting as the HA.

The UE can discover the IP addresses of the HA in one of the four following ways:

-
via DNS;

-
via attach procedure for 3GPP access or trusted non-3GPP access (if supported) based on protocol configuration options;

-
via IKEv2 during tunnel setup to ePDG for untrusted non-3GPP accesses;

-
via DHCPv6.

If the UE does not obtain the IP addresses of the HA via PCO during the 3GPP or trusted non-3GPP (if supported) attach or via IKEv2 signalling, it shall follow either the procedures described in subclause 5.1.2.1.5 or the procedures described in subclause 5.1.2.1.2. The UE may be configured to perform both procedures in parallel or one of the two procedures only in case the other failed.

[TS 24.303, clause 5.1.2.1.5]

The HA address discovery via DHCPv6 is possible in the following cases:

-
in 3GPP access, or

-
in trusted non-3GPP access, when a DHCPv6 relay exists in the trusted non-3GPP access and the PDN GW is the DHCPv6 server, or 

-
in trusted non-3GPP access, when the DHCPv6 server is in the trusted non-3GPP access and it has the HA addresse information from static configuration, or received via STa reference point as specified in 3GPP TS 29.273 [20].

A UE performing HA discovery based on DHCPv6 shall support the implementation of stateless DHCPv6 as specified in IETF RFC 3736 [13] and the DHCPv6 options as specified in draft-ietf-mip6-hiopt [12].

In order to discover the address of the HA the UE shall send an Information-Request message including the Home Network Identifier Option.

In order to connect to a HA for a specific target PDN, the UE shall set the id-type to 1 and include the desired HA-APN in the Home Network Identifier field. 

The HA information is provided to the UE within a Home Network Information Option as described in draft-ietf-mip6-hiopt [12]. This option shall include either the available HA addresses (both the IPv6 address and the IPv4 address of the HA, if available) or the HA FQDN. In the latter case the UE shall perform a DNS Lookup by Home Agent Name as specified in IETF RFC 5026 [10]. The QNAME shall be set to the received HA FQDN.

If a HA has both an IPv4 and an IPv6 address, the corresponding DNS record should be configured with both 'AAAA' and 'A' records. Accordingly the UE should perform one DNS lookup procedure to retrieve both 'AAAA' and 'A' records. The DNS server replies with one 'AAAA' and one 'A' record.

15.2.3
Test description

15.2.3.1
Pre-test conditions

System Simulator:

-
Cell 1.

UE:

-
The UE is configured to discover the address of the Home Agent via DHCPv6.

-
The UE is configured with the HA-APN Network Identifier.

Preamble:

-
The UE is in state Registered, Idle Mode (state 2) on Cell 1 according to [18].

-
The UE has acquired an IPv6 address.

15.2.3.2
Test procedure sequence

Table 15.2.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Check: Does the UE transmit a DHCP Information-Request including a Home Network Information Option?
	-->
	DHCP Information-Request
	1
	P

	2
	The SS transmits a DHCP Reply message including a Home Network Information Option.
	<--
	DHCP Reply message
	-
	-


15.2.3.3
Specific message contents
Table 15.2.3.3-1: DHCP Information-Request (step 1, Table 15.2.3.2-1)

	Field
	Value/remark
	Comment
	Condition

	msg-type
	‘00001011’B
	Information-Request
	

	Transaction- id
	Set by UE
	
	

	option-code
	‘0000000000000001’B
	Option Client ID
	

	DUID
	Set by UE
	
	

	option-code
	‘0000000000000110’B
	Option ORO
	

	Requested-option-code-1
	FFS
	Home Network Identifier Option
	

	Id-type
	‘00000001’B
	Target network identity present
	

	Sub-opt-code
	‘00000001’B
	Home network identifier
	

	Home Network Parameter
	Fully Qualified Domain Name 
	Derived from HA-APN Network Identifier and PLMN information as per TS 23.003 clause 21.2
	


Table 15.2.3.3-2: DHCP Reply message (step 2, Table 15.2.3.2-2)

	Field
	Value/remark
	Comment
	Condition

	msg-type
	‘00000111’B
	Reply
	

	Transaction- id
	Set as the same value of Transaction-id in step 1 
	
	

	option-code
	‘0000000000000001’B
	Option Client ID
	

	DUID
	Set as the DUID of the client received in in step 1
	
	

	option-code
	‘0000000000000010’B
	Option Server ID
	

	DUID
	Set by SS
	
	

	Home Network Identifier Option
	FFS
	Home Network Identifier Option
	

	Id-type
	‘00000001’B
	Target network identity present
	

	Sub-opt-code
	‘00000001’B
	Home network identifier
	

	Home Network Parameter
	Fully Qualified Domain Name 
	Derived from HA-APN Network Identifier and PLMN information as per TS 23.003 clause 21.2
	

	Sub-opt-code
	‘00000011’B
	IPv6 address
	

	Home Network Parameter
	IPv6 address of the Home Agent
	
	

	Sub-opt-code
	‘00000100’B
	IPv4 address (optional value)
	

	Home Network Parameter
	IPv4 address of the Home Agent
	
	


15.3
Discovery of the Home Agent via IKEv2 with ePDG
15.3.1
Test Purpose (TP)
(1)

with { UE has acquired an IP address }

ensure that {

  when { UE has acquired the IP address of the ePDG }

    then { UE transmits an IKE_SA_INIT message addressed to the ePDG to initiate security association establishment }

            }

(2)

with { UE has transmitted an IKE_SA_INIT message addressed to the ePDG to initiate security association establishment }

ensure that {

  when { UE receives an IKE_SA_INIT response message }

    then { UE transmits an IKE_AUTH Request message containing the configuration payload HOME_AGENT_ADRESS to receive the Home Agent address }

            }

(3)

with { UE has transmitted an IKE_AUTH Request message containing the configuration payload HOME_AGENT_ADRESS to receive the Home Agent address }

ensure that {

  when { UE receives an IKE_AUTH Response message including an EAP-Request/AKA Challenge }

    then { UE transmits an IKE_AUTH Request message containing the correct EAP-Response/AKA-Challenge }

            }

(4)

with { UE has transmitted an IKE_AUTH Request message containing an EAP-Response/AKA-Challenge }

ensure that {

  when { UE receives an IKE_AUTH Response message including EAP-Success }

    then { UE transmits an IKE_AUTH Request message with Authentication payload }

            }
15.3.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.303, clauses 5.1.2.1.1 and 5.1.2.1.4, and TS 24.302, clauses 7.2.2 and 7.4.1.

[TS 24.303, clause 5.1.2.1.1]

The first procedure the UE needs to perform for DSMIPv6 initial attach is the discovery of the node acting as the HA.

The UE can discover the IP addresses of the HA in one of the four following ways:

-
via DNS;

-
via attach procedure for 3GPP access or trusted non-3GPP access (if supported) based on protocol configuration options;

-
via IKEv2 during tunnel setup to ePDG for untrusted non-3GPP accesses;

-
via DHCPv6.

If the UE does not obtain the IP addresses of the HA via PCO during the 3GPP or trusted non-3GPP (if supported) attach or via IKEv2 signalling, it shall follow either the procedures described in subclause 5.1.2.1.5 or the procedures described in subclause 5.1.2.1.2. The UE may be configured to perform both procedures in parallel or one of the two procedures only in case the other failed.

[TS 24.303, clause 5.1.2.1.4]

The UE may request the IPv6 and optionally the IPv4 address of the HA during the tunnel establishment procedure with the ePDG. The details of this procedure are described in 3GPP TS 24.302 [21].

[TS 24.302, clause 7.2.2]

Once the ePDG has been selected, the UE shall initiate the IPsec tunnel establishment procedure using the IKEv2 protocol as defined in IETF RFC 4306 [28] and 3GPP TS 33.402 [15].

[...]

If the UE supports DSMIPv6, the UE may request the HA IP address(es), by including a corresponding CFG_REQUEST Configuration Payload containing a HOME_AGENT_ADDRESS attribute. The HOME_AGENT_ADDRESS attribute content is defined in subclause 8.2.4.1. The HA IP address(es) requested in this attribute are for the APN for which the IPsec tunnel with the ePDG is set-up. In the CFG_REQUEST, the UE sets respectively the IPv6 address field and the optional IPv4 address field of the HOME_AGENT_ADDRESS attribute to 0::0 and to 0.0.0.0.
In case the UE wants to establish multiple PDN connections and if the UE uses DSMIPv6 for mobility management, the UE shall use DNS as defined in 3GPP TS 24.303 [11] to discover the HA IP address(es) for the additional PDN connections after IKEv2 security association was established to the ePDG.

[TS 24.302, clause 7.4.1]

Upon receipt of an IKE_AUTH request message from the UE requesting the establishment of a tunnel, the ePDG shall proceed with authentication and authorization. The basic procedure described in 3GPP TS 33.402 [15], while further details are given below.

[...]

During the IKEv2 authentication and tunnel establishment, if the UE requested the HA IP address(es) and if DSMIPv6 was chosen and if the HA IP address(es) are available, the ePDG shall provide the HA IP address(es) (IPv6 address and optionally IPv4 address) for the corresponding APN as specified by the "IDr" payload in the IKE_AUTH request message by including in the CFG_REPLY Configuration Payload a HOME_AGENT_ADDRESS attribute. In the CFG_REPLY, the ePDG sets respectively the IPv6 Home Agent address field and optionally the IPv4 Home Agent address field of the HOME_AGENT_ADDRESS attribute to the IPv6 address of the HA and to the IPv4 address of the HA. If no IPv4 HA address is available at the ePDG or if it was not requested by the UE, the ePDG shall omit the IPv4 Home Agent Address field. If the ePDG is not able to provide an IPv6 HA address for the corresponding APN, then the ePDG shall not include a HOME_AGENT_ADDRESS attribute in the CFG_REPLY.

15.3.3
Test description

15.3.3.1
Pre-test conditions

System Simulator:

-
Cell 27 (WLAN) 

UE:

None.

Preamble:

-
The UE is connected to WLAN on Cell 27. 

-
The UE has acquired an IP address.

-
The has discovered ePDG and acquired an IP address of it

15.5.3.2
Test procedure sequence

Table 15.5.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Check: Does the UE transmit an IKE_SA_INIT message addressed to the ePDG?
	-->
	IKE_SA_INIT
	1
	P

	2
	The SS transmits an IKE_SA_INIT message.
	<--
	IKE_SA_INIT
	-
	-

	3
	Check: Does the UE transmit an IKE_AUTH Request message containing the configuration payload HOME_AGENT_ADDRESS, a MN-NAI derived from UE IMSI in the IDi field and an APN in the IDr field?
	-->
	IKE_AUTH Request
	2
	P

	4
	The SS transmits an IKE_AUTH Response message including an EAP-Request/AKA-Challenge.
	<--
	IKE_AUTH Response
	-
	-

	5
	Check: Does the UE transmit an IKE_AUTH Request message including the EAP-Response/AKA-Challenge?
	-->
	IKE_AUTH Request
	3
	P

	6
	The SS transmits an IKE_AUTH Response message including EAP-Success.
	<--
	IKE_AUTH Response
	-
	-

	7
	Check: Does the UE transmit an IKE_AUTH Request message with Authentication payload?
	-->
	IKE_AUTH Request
	4
	P

	8
	The SS transmits an IKE_AUTH Response message with configuration payload HOME_AGENT_ADDRESS containing the Home Address associated to the UE.
	<--
	IKE_AUTH Response
	-
	-


15.5.3.3
Specific message contents
Table 15.5.3.3-1: Message IKE_SA_INIT (step 1, Table 15.5.3.2-1)

	Field
	Value/remark
	Comment
	Condition

	IKE Header
	
	
	

	  Initiator’s IKE_SA SPI
	Set by the UE
	
	

	  Responder’s IKE_SA SPI
	0
	First message jn IKE_SA_INIT exchange
	

	  Next Payload
	‘00100001’B
	SA
	

	  Exchange Type
	‘00100010’B
	IKE_SA_INIT
	

	Security Association Payload
	
	
	

	  Next Payload
	’00100010’B
	KE
	

	  More proposal
	‘00000010’B
	
	

	    Proposal #
	‘00000001’B
	First cryptographic suite (section 6.5 of TS 33.234)
	

	    Protocol ID
	‘00000001’B
	IKE
	

	    SPI size
	‘00000000’B
	
	

	    Number of transforms
	‘00000010’B
	
	

	      More transform
	‘00000011’B
	This is the transform for confidentiality
	

	      Transform type
	‘00000001’B
	Encription
	

	      Transform ID
	‘00000011’B
	3DES in CBC mode (ENCR_3DES)
	

	      More transform
	‘00000011’B
	This is the transform for prf
	

	      Transform type
	‘00000010’B
	PRF
	

	      Transform ID
	‘00000010’B
	PRF_HMAC_SHA1 (HMAC‑SHA1)
	

	      More transform
	‘00000011’B
	This is the transform for integrity
	

	      Transform type
	‘00000011’B
	Integrity
	

	        Transform ID
	‘00000010’B
	HMAC-SHA1-96 (AUTH_HMAC_SHA1_96)
	

	      Last transform
	‘00000000’B
	This is the transform for DH
	

	      Transform type
	‘00000100’B
	DH
	

	        Transform ID
	‘00000010’B
	Diffie-Hellman group 2 (1024-bit MODP)
	

	  Last proposal
	‘00000000’B
	
	

	    Proposal #
	‘00000010’B
	Second cryptographic suite (section 6.5 of TS 33.234)
	

	    Protocol ID
	‘00000001’B
	IKE
	

	    SPI size
	‘00000000’B
	
	

	    Number of transforms
	‘00000010’B
	
	

	      More transform
	‘00000011’B
	This is the transform for confidentiality
	

	      Transform type
	‘00000001’B
	Encription
	

	      Transform ID
	‘00001011’B
	AES with 128-bit keys in CBC mode (ENCR_AES_CBC)
	

	      More transform
	‘00000011’B
	This is the transform for prf
	

	      Transform type
	‘00000010’B
	PRF
	

	      Transform ID
	‘00000100’B
	PRF_AES128_XCBC_ AES-XCBC-PRF-128
	

	      More transform
	‘00000011’B
	This is the transform for integrity
	

	      Transform type
	‘00000011’B
	Integrity
	

	        Transform ID
	‘00000101’B
	AES-XCBC-MAC-96 (AUTH_ AES-XCBC -96)
	

	      Last transform
	‘00000000’B
	This is the transform for DH
	

	      Transform type
	‘00000100’B
	DH
	

	        Transform ID
	‘00000010’B
	Diffie-Hellman group 2 (1024-bit MODP)
	

	Key Exchange Payload
	
	
	

	  Next Payload
	‘00101000’B
	Nonce
	

	  DH Group #
	‘0000000000000010’B
	DH group 2
	

	  Key Exchange data
	Set by the UE
	
	

	Nonce Payload
	
	
	

	  Next Payload
	‘00000000’B
	No Next Payload
	

	  Nonce data
	Random number set by the UE
	
	


Table 15.5.3.3-2: Message IKE_SA_INIT (step 2, Table 15.5.3.2-1)

	Information Element
	Value/remark
	Comment
	Condition

	IKE Header
	
	
	

	  Initiator’s IKE_SA SPI
	Same as that set by the UE in IKE_SA_INIT as Step 1
	
	

	  Responder’s IKE_SA SPI
	Set by the SS
	
	

	  Next Payload
	‘00100001’B
	SA
	

	  Exchange Type
	‘00100010’B
	IKE_SA_INIT
	

	Security Association Payload
	
	
	

	  Next Payload
	’00100010’B
	KE
	

	  Proposal
	One of the 2 proposals included in IKE_SA_INIT at Step 1
	
	

	Key Exchange Payload
	
	
	

	  Next payload
	‘00 101000’B
	Nonce
	

	  DH Group #
	‘0000000000000010’B
	DH group 2
	

	  Key Exchange data
	Set by the SS
	
	

	Nonce Payload
	
	
	

	  Nex t payload
	‘00000000’B
	No Next Payload
	

	  Nonce data
	Set by the SS
	
	


Table 15.5.3.3-3: Message IKE_AUTH Request (step 3, Table 15.5.3.2-1)

	Field
	Value/remark
	Comment
	Condition

	IKE Header
	
	
	

	  Initiator’s IKE_SA SPI
	Same as that set by the UE at Step 1
	
	

	  Responder’s IKE_SA SPI
	Same as that set by the SS at Step 2
	
	

	  Next Payload
	‘00101110’B
	E
	

	  Exchange Type
	‘00100011’B
	IKE_AUTH
	

	Encrypted Payload
	
	
	

	  Next Payload
	‘00100011’B
	IDi
	

	  Initialization Vector
	Random value set by the UE
	
	

	  Encrypted IKE Payloads
	
	
	

	    Identification – Initiator Payload
	
	
	

	      Next Payload
	‘00101111’B
	CP
	

	      ID Type
	00000010B
	
	

	      ID
	Set to MN-NAI
	
	

	    Configuration Payload
	
	
	

	      Next Payload
	‘00100001’B
	SA
	

	      CFG Type
	‘00000001’B
	Request
	

	      Configuration Attribute
	’FFS’
	HOME_AGENT_ADDRESS attribute 
	

	      Length
	Depending on the presence of IPv4 attribute
	
	

	
	‘00000000000000000000000000000000000000000000000000000000000000000000000000000000000000000000000000000000000000000000000000000000’B
	IPv6 address
	

	
	‘00000000000000000000000000000000’B
	IPv4 address (optional)
	

	    Security Association Payload
	
	
	

	      Next Payload
	‘00101100’B
	TSi
	

	      Proposals
	Any set of allowed values
	
	

	    Traffic Selector – Initiator Payload
	
	
	

	      Next Payload
	‘00101100’B
	TSr
	

	      Traffic selector data
	Any allowed set of values
	
	

	    Traffic Selector – Responder Payload
	
	
	

	      Next Payload
	‘00100100’B
	IDr
	

	      Traffic selector data
	Any allowed set of values
	
	

	    Identification – Responder Payload
	
	
	

	      Next Payload
	‘00000000’B
	No Next Payload
	

	      ID Type
	‘00000010’B
	
	

	      ID
	APN 
	
	

	  Padding 
	Set by the UE
	Fields from Encrypted payload
	

	  Pad Length
	Set by the UE
	Fields from Encrypted payload
	

	  Integrity checksum data
	Set by the UE
	Fields from Encrypted payload
	


Table 15.5.3.3-4: Message IKE_AUTH Response (step 4, Table 15.5.3.2-1)

	Field
	Value/remark
	Comment
	Condition

	IKE Header
	
	
	

	  Initiator’s IKE_SA SPI
	Same as that set by the UE at Step 1
	
	

	  Responder’s IKE_SA SPI
	Same as that set by the SS at Step 2
	
	

	  Next Payload
	‘00101110’B
	E
	

	  Exchange Type
	‘00100011’B
	IKE_AUTH
	

	Encrypted Payload
	
	
	

	  Next Payload
	‘00100100’B
	IDr
	

	  Initialization Vector
	Set by the SS 
	
	

	  Encrypted IKE Payloads
	
	
	

	    Identification – Responder Payload
	
	
	

	      Next Payload
	‘00100101’B
	CERT
	

	      ID Type
	‘00000010’B
	
	

	      ID
	APN 
	
	

	    Certificate Payload
	
	
	

	      Next Payload
	‘00110000’B
	EAP
	

	      Cert encoding
	’00000100’B
	X.509 certificate - signature
	

	      Certificate data 
	Set by the SS
	DER encoded X.509 certificate
	

	    Extensible Authentication Payload
	
	
	

	      Next Payload
	‘00000000’B
	No Next Payload
	

	      Code
	‘00000001’B
	Request
	

	      Type
	‘00010111’B
	AKA
	

	        Subtype
	
	AKA-Challenge
	

	        Attribute type
	’00000001’B
	AT_RAND
	

	        AT_RAND
	An arbitrarily selected 128 bits value
	
	

	        Attribute Type 
	‘00000010’B
	AT_AUTN
	

	        AT_AUTN
	See TS 24.301 [28] subclause 9.9.3.2
	
	

	  Padding 
	Set by the SS
	Fields from Encryption payload
	

	  Pad Length
	Set by the SS
	Fields from Encryption payload
	

	  Integrity checksum data
	Set by the SS
	Fields from Encryption payload
	


Table 15.5.3.3-5: Message IKE_AUTH Request (step 5, Table 15.5.3.2-1)

	Field
	Value/remark
	Comment
	Condition

	IKE Header
	
	
	

	  Initiator’s IKE_SA SPI
	Same as that set by UE at Step 1
	
	

	  Responder’s IKE_SA SPI
	Same as that set by the SS at Step 2
	
	

	  Next Payload
	‘00101110’B
	E
	

	  Exchange Type
	‘00100011’B
	IKE_AUTH
	

	Encrypted Payload
	
	
	

	  Next Payload
	‘00110000’B
	EAP
	

	  Initialization Vector
	Random value set by the UE
	
	

	  Encrypted IKE Payloads
	
	
	

	    Extensible Authentication Payload
	
	
	

	      Next Payload
	‘00000000’B
	No Next Payload
	

	      Code
	‘00000010’B
	Response
	

	      Type
	‘00010111’B
	AKA
	

	        Subtype
	
	AKA-Challenge
	

	        Attribute type 
	’00000011’B
	AT_RES
	

	        AT_RES
	See TS 24.301 [28] subclause 9.9.3.4
	
	

	  Padding 
	Set by the UE
	Fields from Encryption payload
	

	  Pad Length
	Set by the UE
	Fields from Encryption payload
	

	  Integrity checksum data
	Set by the UE
	Fields from Encryption payload
	


Table 15.5.3.3-6: Message IKE_AUTH Response (step 6, Table 15.5.3.2-1)

	Field
	Value/remark
	Comment
	Condition

	IKE Header
	
	
	

	  Initiator’s IKE_SA SPI
	Same as that set by the UE at Step 1
	
	

	  Responder’s IKE_SA SPI
	Same as that set by the SS at Step 2
	
	

	  Next Payload
	‘00101110’B
	E
	

	  Exchange Type
	‘00100011’B
	IKE_AUTH
	

	Encrypted Payload
	
	
	

	  Next Payload
	‘00110000’B
	EAP
	

	  Initialization Vector
	Set by the SS
	
	

	  Encrypted IKE Payloads
	
	
	

	    Extensible Authentication Payload
	
	
	

	    Next Payload
	‘00000000’B
	No Next Payload
	

	    Code
	‘00000011’B
	Success
	

	  Padding 
	Set by the SS
	Fields from Encryption payload
	

	  Pad Length
	Set by the SS
	Fields from Encryption payload
	

	  Integrity checksum data
	Set by the SS
	Fields from Encryption payload
	


Table 15.5.3.3-7: Message IKE_AUTH Request (step 7, Table 15.5.3.2-1)

	Field
	Value/remark
	Comment
	Condition

	IKE Header
	
	
	

	  Initiator’s IKE_SA SPI
	Same as that set by the UE at Step 1
	
	

	  Responder’s IKE_SA SPI
	Same as that set by the SS at Step 2
	
	

	  Next Payload
	‘00101110’B
	E
	

	  Exchange Type
	‘00100011’
	IKE_AUTH
	

	Encrypted Payload
	
	
	

	  Next Payload
	‘00100111’B
	AUTH
	

	  Initialization Vector
	Random value set by the UE
	
	

	  Encrypted IKE Payloads
	
	
	

	    Authentication Payload
	
	
	

	      Next Payload
	‘00000000’B
	No Next Payload
	

	      Auth Method
	’00000010’B
	Shared Key Integrity code
	

	      Auth Data
	derived from the MSK obtained from AKA exchange
	RFC 4306 defines the function to derive this key (section 2.15) 
	

	  Padding 
	Set by the UE
	Fields from Encryption payload
	

	  Pad Length
	Set by the UE
	Fields from Encryption payload
	

	  Integrity checksum data
	Set by the UE
	Fields from Encryption payload
	


Table 15.5.3.3-8: Message IKE_AUTH Response (step 8, Table 15.5.3.2-1)

	Field
	Value/remark
	Comment
	Condition

	IKE Header
	
	
	

	  Initiator’s IKE_SA SPI
	Same as that set by the UE at Step 1
	
	

	  Responder’s IKE_SA SPI
	Same as that set by the SS at Step 2
	
	

	  Next Payload
	‘00101110’B
	E
	

	  Exchange Type
	‘00100011’B
	IKE_AUTH
	

	Encrypted Payload
	
	
	

	  Next Payload
	‘00100111’B
	AUTH
	

	  Initialization Vector
	Set by the SS
	
	

	  Encrypted IKE Payloads
	
	
	

	    Authentication Payload
	
	
	

	      Next Payload
	‘00101111’B
	CP
	

	      Auth Method
	’00000010’B
	Shared Key Integrity code
	

	      Auth Data
	derived from the MSK obtained from AKA exchange
	RFC 4306 defines the function to derive this key (section 2.15) 
	

	    Configuration Payload
	
	
	

	      Next Payload
	‘00100001’B
	SA
	

	      CFG Type
	‘00000010’B
	Reply
	

	      Configuration Attribute
	’FFS’
	HOME_AGENT_ADDRESS attribute 
	

	      Length
	Depending on the presence of IPv4 attribute
	
	

	
	Set by SS
	IPv6 address
	

	
	Set by SS if requested by the UE and if available
	IPv4 address (optional)
	

	    Security Association Payload
	
	
	

	      Next Payload
	‘00101101’
	TSi
	

	      Proposal
	One of the 2 proposals included in IKE_AUTH Request at Step 3
	
	

	    Traffic Selector – Initiator Payload
	
	
	

	      Next Payload
	‘00101100’B
	TSr  
	

	      Traffic Selector data 
	Any allowed set of values
	
	

	    Traffic Selector – Responder Payload
	
	
	

	      Next Payload
	‘00000000’B
	No Next Payload
	

	      Traffic Selector data 
	Any allowed set of values
	
	

	  Padding 
	Set by the SS
	Fields from Encryption payload
	

	  Pad Length
	Set by the SS
	Fields from Encryption payload
	

	  Integrity checksum data
	Set by the SS
	Fields from Encryption payload
	


15.4
Security association establishment with Home Agent reallocation procedure
15.4.1
Test Purpose (TP)
(1)

with { UE has acquired an IP address }

ensure that {

  when { UE has acquired the IP address of the Home Agent }

    then { UE transmits an IKE_SA_INIT message addressed to the Home Agent to initiate security association establishment }

            }

(2)

with { UE has transmitted an IKE_SA_INIT message addressed to the Home Agent to initiate security association establishment }

ensure that {

  when { UE receives an IKE_SA_INIT response message }

    then { UE transmits an IKE_AUTH Request message containing the configuration payload MIP6_HOME_PREFIX to receive the prefix to use for Home Address configuration }

            }

(3)

with { UE has transmitted an IKE_AUTH Request message containing the configuration payload MIP6_HOME_PREFIX to receive the prefix to use for Home Address configuration }

ensure that {

  when { UE receives an IKE_AUTH Response message including an EAP-Request/AKA Challenge }

    then { UE transmits an IKE_AUTH Request message containing the correct EAP-Response/AKA-Challenge }

            }

(4)

with { UE has transmitted an IKE_AUTH Request message containing an EAP-Response/AKA-Challenge }

ensure that {

  when { UE receives an IKE_AUTH Response message including EAP-Success }

    then { UE transmits an IKE_AUTH Request message with Authentication payload }

            }

(5)

with { UE has transmitted an IKE_AUTH Request message with Authentication payload }

ensure that {

  when { UE receives an IKE_AUTH Response message with Notify payload with a  REDIRECT attribute containing the HOME AGENT address to connect to }

    then { UE transmits an IKE_SA_INIT message addressed to the Home Agent whose address was received in the Notify Payload to initiate security association establishment }

            }

15.4.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.303, clauses 5.1.2.2 and 5.1.3.1.

[TS 24.303, clause 5.1.2.2]

The UE shall support the IKEv2 protocol (see IETF RFC 4306 [14]) for negotiating the IPsec security association to secure DSMIPv6 signalling and shall support EAP over IKEv2 as described in IETF RFC 4306 [14] to perform authentication with an AAA server. In a case an additional authentication and authorization of the IPSec security association is needed with an external AAA server, then the additional authentication steps during the IKEv2 exchange shall be supported as specified in IETF RFC 4739 [23] and described in 3GPP TS 33.234 [24].
The UE shall support IPsec ESP (see IETF RFC 4303 [11]) in order to provide authentication of Binding Update and Binding Acknowledgement messages as specified in IETF RFC 4877 [4]. The UE shall support multiple authentication exchanges in the IKEv2 protocol as specified in IETF RFC 4739 [23] in order to support authentication with an external AAA server. The UE shall support the redirect mechanism as defined in draft-ietf-ipsecme-ikev2-redirect [30].

The UE shall initiate the security association establishment procedure by sending the IKE_SA_INIT request message defined in IETF RFC 4306 [14] to the HA. The UE shall indicate support for the HA reallocation by including a REDIRECT_SUPPORTED payload in the IKE_SA_INIT request as specified in draft-ietf-ipsecme-ikev2-redirect [30]. On receipt of an IKE_SA_INIT response, the UE shall send an IKE_AUTH request message including the MN-NAI in the IDi payload and the Access Point Name (APN) of the target PDN the UE wants to connect to in the IDr payload. The APN shall be formatted as defined in 3GPP TS 23.003 [17]. The username part of the MN-NAI included in "IDi" payload may be an IMSI, pseudonym or re-authentication ID. The UE shall include in the IDi payload the same MN-NAI it includes in the EAP-Response/Identity within the EAP-AKA exchange.

In the very first EAP-Response/Identity within the IKEv2 exchange the UE shall include a NAI whose username is derived from IMSI. In subsequent exchanges the UE should use pseudonyms and re-authentication identities provided by the 3GPP AAA server as specified in IETF RFC 4187 [26].

NOTE:
Fast re‑authentication mechanism is optional, and therefore is an implementation option in the UE and operator configuration issue (i.e. it also depends on whether the AAA server sent a re-authentication ID during previous EAP authentication) whether to use it during security association establishment.

EAP-AKA over IKEv2 shall be used to authenticate UE in the IKE_AUTH exchange, while public key signature based authentication with certificates shall be used to authenticate the HA.

…

During the IKEv2 exchange, the UE shall request the allocation of an IPv6 home prefix through the Configuration Payload in the IKE_AUTH. Since in EPS a unique IPv6 prefix is assigned to the UE, the UE shall include a MIP6_HOME_PREFIX attribute in the CFG_REQUEST message as described in IETF RFC 5026 [10]. In addition the UE may include the INTERNAL_IP6_DNS attribute in the CFG_REQUEST as described in IETF RFC 4306 [14] to request the DNS server IPv6 address of the PLMN it is connecting to via DSMIPv6. In the same way the UE may include the INTERNAL_IP4_DNS attribute in the CFG_REQUEST to request the IPv4 address of the DNS server.

The UE shall then auto-configure a Home Address from the IPv6 prefix received from the HA and shall run a CREATE_CHILD_SA exchange to create the security association for the new Home Address. In the CREATE_CHILD_SA exchange the UE shall include the Home Address and the appropriate selectors in the TSi (Traffic Selector-initiator) payload to negotiate the IPsec security association for protecting the Binding Update and Binding Acknowledgement messages as specified in IETF RFC 4877 [4].

[TS 24.303, clause 5.1.3.1]

The HA shall support the IKEv2 protocol (see IETF RFC 4306 [14]) for negotiating the IPsec security association to secure DSMIPv6 signalling and shall support EAP over IKEv2 as described in IETF RFC 4306 [14] to perform UE authentication with an AAA server. If an additional authentication and authorization of the IPSec security association were needed with an external AAA server, then the additional authentication steps during the IKEv2 exchange shall be supported as specified in IETF RFC 4739 [23] and defined in 3GPP TS 33.234 [24]. The HA shall support IPsec ESP (see IETF RFC 4303 [11]) in order to provide authentication of Binding Update and Binding Acknowledgement messages as specified in IETF RFC 4877 [4]. The HA shall support multiple authentication exchanges in the IKEv2 protocol as specified in IETF RFC 4739 [23] in order to support authentication with an external AAA server.

The HA shall complete the IKE_SA_INIT exchange as specified in IETF RFC 4306 [14]. The HA shall include in the IDr the same value included by the UE in the IDr payload of the request.

Upon successful authorization and authentication, the HA shall accept the security association establishment request by sending the IKE_AUTH response message with the CFG_REPLY payload including the IPv6 Home Network Prefix allocated to the UE in the MIP6_HOME_PREFIX attribute. This prefix information shall include the prefix length as specified in IETF RFC 5026 [10]. If the UE included the INTERNAL_IP6_DNS or the INTERNAL_IP4_DNS in the CFG_REQUEST, the HA shall include the same attribute in the CFG_REPLY including zero or more DNS server addresses as specified in IETF RFC 4306 [14]

If the 3GPP AAA server triggers the HA to perform a HA reallocation procedure as specified in 3GPP TS 33.402 [18], the HA learns the IP address of the target HA as specified in 3GPP TS 29.273 [20]. The HA shall provide to the UE the target HA IP address in the REDIRECT payload during IKE_AUTH exchange as specified in 3GPP TS 33.402 [18]. The encoding of the REDIRECT payload in the IKE_AUTH response message is specified in draft-ietf-ipsecme-ikev2-redirect [30]. The HA shall not assign an IPv6 prefix to the UE in the IKE_AUTH exchange. The HA shall remove the states of the IKEv2 security association with the UE after receiving an IKEv2 Informational message with a DELETE payload from the UE.

15.4.3
Test description

15.4.3.1
Pre-test conditions

System Simulator:

-
Cell 1.

UE:

None.

Preamble:

-
The UE is in state Registered, Idle Mode (state 2) on Cell 1 according to [18].

-
The UE has acquired an IP address.

-
The UE has discovered the IP address of the Home Agent (either via DNS, DHCPv6, IKEv2 signalling or during Attach Procedure via PCO).

15.4.3.2
Test procedure sequence

Table 15.4.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Check: Does the UE transmit an IKE_SA_INIT message addressed to the Home Agent?
	-->
	IKE_SA_INIT
	1
	P

	2
	The SS transmits an IKE_SA_INIT message.
	<--
	IKE_SA_INIT
	-
	-

	3
	Check: Does the UE transmit an IKE_AUTH Request message containing the configuration payload MIP6_HOME_PREFIX, a MN-NAI derived from UE IMSI in the IDi field and an APN in the IDr field?
	-->
	IKE_AUTH Request
	2
	P

	4
	The SS transmits an IKE_AUTH Response message including an EAP-Request/AKA-Challenge.
	<--
	IKE_AUTH Response
	-
	-

	5
	Check: Does the UE transmit an IKE_AUTH Request message including the EAP-Response/AKA-Challenge?
	-->
	IKE_AUTH Request
	3
	P

	6
	The SS transmits an IKE_AUTH Response message including EAP-Success.
	<--
	IKE_AUTH Response
	-
	-

	7
	Check: Does the UE transmit an IKE_AUTH Request message with Authentication payload?
	-->
	IKE_AUTH Request
	4
	P

	8
	The SS transmits an IKE_AUTH Response message with Notify payload containing REDIRECT attribute with the Home Agent to be used 
	<--
	IKE_AUTH Response
	-
	-

	9
	Check: Does the UE transmit an IKE_SA_INIT message addressed to the Home Agent whose address was provided in the REDIRECT Notify payload?.
	-->
	IKE_SA_INIT
	5
	P


15.4.3.3
Specific message contents
Table 15.4.3.3-1: Message IKE_SA_INIT (step 1, Table 15.4.3.2-1)

	Field
	Value/remark
	Comment
	Condition

	IKE Header
	
	
	

	  Initiator’s IKE_SA SPI
	Set by the UE
	
	

	  Responder’s IKE_SA SPI
	0
	First message jn IKE_SA_INIT exchange
	

	  Next Payload
	‘00100001’B
	SA
	

	  Exchange Type
	‘00100010’B
	IKE_SA_INIT
	

	Security Association Payload
	
	
	

	  Next Payload
	’00100010’B
	KE
	

	  More proposal
	‘00000010’B
	
	

	    Proposal #
	‘00000001’B
	First cryptographic suite (section 6.5 of TS 33.234)
	

	    Protocol ID
	‘00000001’B
	IKE
	

	    SPI size
	‘00000000’B
	
	

	    Number of transforms
	‘00000010’B
	
	

	      More transform
	‘00000011’B
	This is the transform for confidentiality
	

	      Transform type
	‘00000001’B
	Encription
	

	      Transform ID
	‘00000011’B
	3DES in CBC mode (ENCR_3DES)
	

	      More transform
	‘00000011’B
	This is the transform for prf
	

	      Transform type
	‘00000010’B
	PRF
	

	      Transform ID
	‘00000010’B
	PRF_HMAC_SHA1 (HMAC‑SHA1)
	

	      More transform
	‘00000011’B
	This is the transform for integrity
	

	      Transform type
	‘00000011’B
	Integrity
	

	        Transform ID
	‘00000010’B
	HMAC-SHA1-96 (AUTH_HMAC_SHA1_96)
	

	      Last transform
	‘00000000’B
	This is the transform for DH
	

	      Transform type
	‘00000100’B
	DH
	

	        Transform ID
	‘00000010’B
	Diffie-Hellman group 2 (1024-bit MODP)
	

	  Last proposal
	‘00000000’B
	
	

	    Proposal #
	‘00000010’B
	Second cryptographic suite (section 6.5 of TS 33.234)
	

	    Protocol ID
	‘00000001’B
	IKE
	

	    SPI size
	‘00000000’B
	
	

	    Number of transforms
	‘00000010’B
	
	

	      More transform
	‘00000011’B
	This is the transform for confidentiality
	

	      Transform type
	‘00000001’B
	Encription
	

	      Transform ID
	‘00001011’B
	AES with 128-bit keys in CBC mode (ENCR_AES_CBC)
	

	      More transform
	‘00000011’B
	This is the transform for prf
	

	      Transform type
	‘00000010’B
	PRF
	

	      Transform ID
	‘00000100’B
	PRF_AES128_XCBC_ AES-XCBC-PRF-128
	

	      More transform
	‘00000011’B
	This is the transform for integrity
	

	      Transform type
	‘00000011’B
	Integrity
	

	        Transform ID
	‘00000101’B
	AES-XCBC-MAC-96 (AUTH_ AES-XCBC -96)
	

	      Last transform
	‘00000000’B
	This is the transform for DH
	

	      Transform type
	‘00000100’B
	DH
	

	        Transform ID
	‘00000010’B
	Diffie-Hellman group 2 (1024-bit MODP)
	

	Key Exchange Payload
	
	
	

	  Next Payload
	‘00101000’B
	Nonce
	

	  DH Group #
	‘0000000000000010’B
	DH group 2
	

	  Key Exchange data
	Set by the UE
	
	

	Nonce Payload
	
	
	

	  Next Payload
	‘00101001’B
	Notify (REDIRECT_SUPPORTED)
	

	  Nonce data
	Random number set by the UE
	
	

	REDIRECT_SUPPORTED Notify Payload
	
	
	

	  Next Payload
	‘00000000’B
	No Next Payload
	

	  Protocol ID
	‘00000000’B
	Notification is not specific to a particular security association
	

	  SPI size
	‘00000000’B
	SPI field not present
	

	  Notify Message Type
	'0100000000010110'B
	REDIRECT_SUPPORTED
	


Table 15.4.3.3-2: Message IKE_SA_INIT (step 2, Table 15.4.3.2-1)

	Information Element
	Value/remark
	Comment
	Condition

	IKE Header
	
	
	

	  Initiator’s IKE_SA SPI
	Same as that set by the UE in IKE_SA_INIT as Step 1
	
	

	  Responder’s IKE_SA SPI
	Set by the SS
	
	

	  Next Payload
	‘00100001’B
	SA
	

	  Exchange Type
	‘00100010’B
	IKE_SA_INIT
	

	Security Association Payload
	
	
	

	  Next Payload
	’00100010’B
	KE
	

	  Proposal
	One of the 2 proposals included in IKE_SA_INIT at Step 1
	
	

	Key Exchange Payload
	
	
	

	  Next payload
	‘00 101000’B
	Nonce
	

	  DH Group #
	‘0000000000000010’B
	DH group 2
	

	  Key Exchange data
	Set by the SS
	
	

	Nonce Payload
	
	
	

	  Nex t payload
	‘00000000’B
	No Next Payload
	

	  Nonce data
	Set by the SS
	
	


Table 15.4.3.3-3: Message IKE_AUTH Request (step 3, Table 15.4.3.2-1)

	Field
	Value/remark
	Comment
	Condition

	IKE Header
	
	
	

	  Initiator’s IKE_SA SPI
	Same as that set by the UE at Step 1
	
	

	  Responder’s IKE_SA SPI
	Same as that set by the SS at Step 2
	
	

	  Next Payload
	‘00101110’B
	E
	

	  Exchange Type
	‘00100011’B
	IKE_AUTH
	

	Encrypted Payload
	
	
	

	  Next Payload
	‘00100011’B
	IDi
	

	  Initialization Vector
	Random value set by the UE
	
	

	  Encrypted IKE Payloads
	
	
	

	    Identification – Initiator Payload
	
	
	

	      Next Payload
	‘00101111’B
	CP
	

	      ID Type
	00000010B
	
	

	      ID
	Set to MN-NAI
	
	

	    Configuration Payload
	
	
	

	      Next Payload
	‘00100001’B
	SA
	

	      CFG Type
	‘00000001’B
	Request
	

	      Configuration Attribute
	‘00010000’B
	MIP6_HOME_PREFIX attribute
	

	      Length
	‘0000000000000000’B
	
	

	    Security Association Payload
	
	
	

	      Next Payload
	‘00101100’B
	TSi
	

	      Proposals
	Any set of allowed values
	
	

	    Traffic Selector – Initiator Payload
	
	
	

	      Next Payload
	‘00101100’B
	TSr
	

	      Traffic selector data
	Any allowed set of values
	
	

	    Traffic Selector – Responder Payload
	
	
	

	      Next Payload
	‘00100100’B
	IDr
	

	      Traffic selector data
	Any allowed set of values
	
	

	    Identification – Responder Payload
	
	
	

	      Next Payload
	‘00000000’B
	No Next Payload
	

	      ID Type
	‘00000010’B
	
	

	      ID
	APN 
	
	

	  Padding 
	Set by the UE
	Fields from Encrypted payload
	

	  Pad Length
	Set by the UE
	Fields from Encrypted payload
	

	  Integrity checksum data
	Set by the UE
	Fields from Encrypted payload
	


Table 15.4.3.3-4: Message IKE_AUTH Response (step 4, Table 15.4.3.2-1)

	Field
	Value/remark
	Comment
	Condition

	IKE Header
	
	
	

	  Initiator’s IKE_SA SPI
	Same as that set by the UE at Step 1
	
	

	  Responder’s IKE_SA SPI
	Same as that set by the SS at Step 2
	
	

	  Next Payload
	‘00101110’B
	E
	

	  Exchange Type
	‘00100011’B
	IKE_AUTH
	

	Encrypted Payload
	
	
	

	  Next Payload
	‘00100100’B
	IDr
	

	  Initialization Vector
	Set by the SS 
	
	

	  Encrypted IKE Payloads
	
	
	

	    Identification – Responder Payload
	
	
	

	      Next Payload
	‘00100101’B
	CERT
	

	      ID Type
	‘00000010’B
	
	

	      ID
	APN 
	
	

	    Certificate Payload
	
	
	

	      Next Payload
	‘00110000’B
	EAP
	

	      Cert encoding
	’00000100’B
	X.509 certificate - signature
	

	      Certificate data 
	Set by the SS
	DER encoded X.509 certificate
	

	    Extensible Authentication Payload
	
	
	

	      Next Payload
	‘00000000’B
	No Next Payload
	

	      Code
	‘00000001’B
	Request
	

	      Type
	‘00010111’B
	AKA
	

	        Subtype
	
	AKA-Challenge
	

	        Attribute type
	’00000001’B
	AT_RAND
	

	        AT_RAND
	An arbitrarily selected 128 bits value
	
	

	        Attribute Type 
	‘00000010’B
	AT_AUTN
	

	        AT_AUTN
	See TS 24.301 [28] subclause 9.9.3.2
	
	

	  Padding 
	Set by the SS
	Fields from Encryption payload
	

	  Pad Length
	Set by the SS
	Fields from Encryption payload
	

	  Integrity checksum data
	Set by the SS
	Fields from Encryption payload
	


Table 15.4.3.3-5: Message IKE_AUTH Request (step 5, Table 15.4.3.2-1)

	Field
	Value/remark
	Comment
	Condition

	IKE Header
	
	
	

	  Initiator’s IKE_SA SPI
	Same as that set by UE at Step 1
	
	

	  Responder’s IKE_SA SPI
	Same as that set by the SS at Step 2
	
	

	  Next Payload
	‘00101110’B
	E
	

	  Exchange Type
	‘00100011’B
	IKE_AUTH
	

	Encrypted Payload
	
	
	

	  Next Payload
	‘00110000’B
	EAP
	

	  Initialization Vector
	Random value set by the UE
	
	

	  Encrypted IKE Payloads
	
	
	

	    Extensible Authentication Payload
	
	
	

	      Next Payload
	‘00000000’B
	No Next Payload
	

	      Code
	‘00000010’B
	Response
	

	      Type
	‘00010111’B
	AKA
	

	        Subtype
	
	AKA-Challenge
	

	        Attribute type 
	’00000011’B
	AT_RES
	

	        AT_RES
	See TS 24.301 [28] subclause 9.9.3.4
	
	

	  Padding 
	Set by the UE
	Fields from Encryption payload
	

	  Pad Length
	Set by the UE
	Fields from Encryption payload
	

	  Integrity checksum data
	Set by the UE
	Fields from Encryption payload
	


Table 15.4.3.3-6: Message IKE_AUTH Response (step 6, Table 15.4.3.2-1)

	Field
	Value/remark
	Comment
	Condition

	IKE Header
	
	
	

	  Initiator’s IKE_SA SPI
	Same as that set by the UE at Step 1
	
	

	  Responder’s IKE_SA SPI
	Same as that set by the SS at Step 2
	
	

	  Next Payload
	‘00101110’B
	E
	

	  Exchange Type
	‘00100011’B
	IKE_AUTH
	

	Encrypted Payload
	
	
	

	  Next Payload
	‘00110000’B
	EAP
	

	  Initialization Vector
	Set by the SS
	
	

	  Encrypted IKE Payloads
	
	
	

	    Extensible Authentication Payload
	
	
	

	    Next Payload
	‘00000000’B
	No Next Payload
	

	    Code
	‘00000011’B
	Success
	

	  Padding 
	Set by the SS
	Fields from Encryption payload
	

	  Pad Length
	Set by the SS
	Fields from Encryption payload
	

	  Integrity checksum data
	Set by the SS
	Fields from Encryption payload
	


Table 15.4.3.3-7: Message IKE_AUTH Request (step 7, Table 15.4.3.2-1)

	Field
	Value/remark
	Comment
	Condition

	IKE Header
	
	
	

	  Initiator’s IKE_SA SPI
	Same as that set by the UE at Step 1
	
	

	  Responder’s IKE_SA SPI
	Same as that set by the SS at Step 2
	
	

	  Next Payload
	‘00101110’B
	E
	

	  Exchange Type
	‘00100011’
	IKE_AUTH
	

	Encrypted Payload
	
	
	

	  Next Payload
	‘00100111’B
	AUTH
	

	  Initialization Vector
	Random value set by the UE
	
	

	  Encrypted IKE Payloads
	
	
	

	    Authentication Payload
	
	
	

	      Next Payload
	‘00000000’B
	No Next Payload
	

	      Auth Method
	’00000010’B
	Shared Key Integrity code
	

	      Auth Data
	derived from the MSK obtained from AKA exchange
	RFC 4306 defines the function to derive this key (section 2.15) 
	

	  Padding 
	Set by the UE
	Fields from Encryption payload
	

	  Pad Length
	Set by the UE
	Fields from Encryption payload
	

	  Integrity checksum data
	Set by the UE
	Fields from Encryption payload
	


Table 15.4.3.3-8: Message IKE_AUTH Response (step 8, Table 15.4.3.2-1)

	Field
	Value/remark
	Comment
	Condition

	IKE Header
	
	
	

	  Initiator’s IKE_SA SPI
	Same as that set by the UE at Step 1
	
	

	  Responder’s IKE_SA SPI
	Same as that set by the SS at Step 2
	
	

	  Next Payload
	‘00101110’B
	E
	

	  Exchange Type
	‘00100011’B
	IKE_AUTH
	

	Encrypted Payload
	
	
	

	  Next Payload
	‘00100111’B
	AUTH
	

	  Initialization Vector
	Set by the SS
	
	

	  Encrypted IKE Payloads
	
	
	

	    Authentication Payload
	
	
	

	      Next Payload
	‘00101001’B
	Notify
	

	      Auth Method
	’00000010’B
	Shared Key Integrity code
	

	      Auth Data
	derived from the MSK obtained from AKA exchange
	RFC 4306 defines the function to derive this key (section 2.15) 
	

	    Notify Payload
	
	
	

	      Next Payload
	‘00100001’B
	SA
	

	      Protocol ID
	‘00000000’B
	Notification is not specific to a particular security association
	

	      SPI Size
	‘00000000’B
	SPI field not present
	

	      Notify Message Type  Length
	‘0100000000010111’B
	REDIRECT 
	

	      GW Ident Type 
	‘00000101’B 
	
	

	      New Responder GW Identity
	IPv6 address of the HA to relocate
	
	

	      GW Ident Type 
	‘00000001’B 
	
	

	      New Responder GW Identity
	IPv4 address of the HA to relocate
	Optional
	

	    Security Association Payload
	
	
	

	      Next Payload
	‘00101101’
	TSi
	

	      Proposal
	One of the 2 proposals included in IKE_AUTH Request at Step 3
	
	

	    Traffic Selector – Initiator Payload
	
	
	

	      Next Payload
	‘00101100’B
	TSr  
	

	      Traffic Selector data 
	Any allowed set of values
	
	

	    Traffic Selector – Responder Payload
	
	
	

	      Next Payload
	‘00000000’B
	No Next Payload
	

	      Traffic Selector data 
	Any allowed set of values
	
	

	  Padding 
	Set by the SS
	Fields from Encryption payload
	

	  Pad Length
	Set by the SS
	Fields from Encryption payload
	

	  Integrity checksum data
	Set by the SS
	Fields from Encryption payload
	


Table 15.4.3.3-910: Message IKE_SA_INIT (step 109, Table 15.4.3.2-1)

	Field
	Value/remark
	Comment
	Condition

	IKE Header
	
	
	

	  Initiator’s IKE_SA SPI
	Set by the UE
	
	

	  Responder’s IKE_SA SPI
	0
	First message jn IKE_SA_INIT exchange
	

	  Next Payload
	‘00100001’B
	SA
	

	  Exchange Type
	‘00100010’B
	IKE_SA_INIT
	

	Security Association Payload
	
	
	

	  Next Payload
	’00100010’B
	KE
	

	  More proposal
	‘00000010’B
	
	

	    Proposal #
	‘00000001’B
	First cryptographic suite (section 6.5 of TS 33.234)
	

	    Protocol ID
	‘00000001’B
	IKE
	

	    SPI size
	‘00000000’B
	
	

	    Number of transforms
	‘00000010’B
	
	

	      More transform
	‘00000011’B
	This is the transform for confidentiality
	

	      Transform type
	‘00000001’B
	Encription
	

	      Transform ID
	‘00000011’B
	3DES in CBC mode (ENCR_3DES)
	

	      More transform
	‘00000011’B
	This is the transform for prf
	

	      Transform type
	‘00000010’B
	PRF
	

	      Transform ID
	‘00000010’B
	PRF_HMAC_SHA1 (HMAC‑SHA1)
	

	      More transform
	‘00000011’B
	This is the transform for integrity
	

	      Transform type
	‘00000011’B
	Integrity
	

	        Transform ID
	‘00000010’B
	HMAC-SHA1-96 (AUTH_HMAC_SHA1_96)
	

	      Last transform
	‘00000000’B
	This is the transform for DH
	

	      Transform type
	‘00000100’B
	DH
	

	        Transform ID
	‘00000010’B
	Diffie-Hellman group 2 (1024-bit MODP)
	

	  Last proposal
	‘00000000’B
	
	

	    Proposal #
	‘00000010’B
	Second cryptographic suite (section 6.5 of TS 33.234)
	

	    Protocol ID
	‘00000001’B
	IKE
	

	    SPI size
	‘00000000’B
	
	

	    Number of transforms
	‘00000010’B
	
	

	      More transform
	‘00000011’B
	This is the transform for confidentiality
	

	      Transform type
	‘00000001’B
	Encription
	

	      Transform ID
	‘00001011’B
	AES with 128-bit keys in CBC mode (ENCR_AES_CBC)
	

	      More transform
	‘00000011’B
	This is the transform for prf
	

	      Transform type
	‘00000010’B
	PRF
	

	      Transform ID
	‘00000100’B
	PRF_AES128_XCBC_ AES-XCBC-PRF-128
	

	      More transform
	‘00000011’B
	This is the transform for integrity
	

	      Transform type
	‘00000011’B
	Integrity
	

	        Transform ID
	‘00000101’B
	AES-XCBC-MAC-96 (AUTH_ AES-XCBC -96)
	

	      Last transform
	‘00000000’B
	This is the transform for DH
	

	      Transform type
	‘00000100’B
	DH
	

	        Transform ID
	‘00000010’B
	Diffie-Hellman group 2 (1024-bit MODP)
	

	Key Exchange Payload
	
	
	

	  Next Payload
	‘00101000’B
	Nonce
	

	  DH Group #
	‘0000000000000010’B
	DH group 2
	

	  Key Exchange data
	Set by the UE
	
	

	Nonce Payload
	
	
	

	  Next Payload
	‘00101001’B
	Notify (REDIRECT_SUPPORTED)
	

	  Nonce data
	Random number set by the UE
	
	

	REDIRECT_SUPPORTED Notify Payload
	
	
	

	  Next Payload
	‘00101001’B
	Notify (REDIRECT_FROM)
	

	  Protocol ID
	‘00000000’B
	Notification is not specific to a particular security association
	

	  SPI size
	‘00000000’B
	SPI field not present
	

	  Notify Message Type
	'0100000000010110'B
	REDIRECT_SUPPORTED
	

	    Notify Payload
	
	
	

	      Next Payload
	‘00000000’B
	No next payload
	

	      Protocol ID
	‘00000000’B
	Notification is not specific to a particular security association
	

	      SPI Size
	‘00000000’B
	SPI field not present
	

	      Notify Message Type  
	‘0100000000011000’B
	REDIRECT_From 
	

	      GW Ident Type 
	Any allowed value (IPv6 or IPv4 or HA FQDN) 
	Set depending on how the UE has discovered the HA in the preamble
	

	      New Responder GW Identity
	Depends on GW Ident type
	
	


15.5
Security association establishment without home agent reallocation procedure
15.5.1
Test Purpose (TP)
(1)

with { UE has acquired an IP address }

ensure that {

  when { UE has acquired the IP address of the Home Agent }

    then { UE transmits an IKE_SA_INIT message addressed to the Home Agent to initiate security association establishment }

            }

(2)

with { UE has transmitted an IKE_SA_INIT message addressed to the Home Agent to initiate security association establishment }

ensure that {

  when { UE receives an IKE_SA_INIT response message }

    then { UE transmits an IKE_AUTH Request message containing the configuration payload MIP6_HOME_PREFIX to receive the prefix to use for Home Address configuration }

            }

(3)

with { UE has transmitted an IKE_AUTH Request message containing the configuration payload MIP6_HOME_PREFIX to receive the prefix to use for Home Address configuration }

ensure that {

  when { UE receives an IKE_AUTH Response message including an EAP-Request/AKA Challenge }

    then { UE transmits an IKE_AUTH Request message containing the correct EAP-Response/AKA-Challenge }

            }

(4)

with { UE has transmitted an IKE_AUTH Request message containing an EAP-Response/AKA-Challenge }

ensure that {

  when { UE receives an IKE_AUTH Response message including EAP-Success }

    then { UE transmits an IKE_AUTH Request message with Authentication payload }

            }

(5)

with { UE has transmitted an IKE_AUTH Request message with Authentication payload }

ensure that {

  when { UE receives an IKE_AUTH Response message with configuration payload MIP6_HOME_PREFIX containing the Home Network Prefix HNP associated to the UE }

    then { UE transmits a CREATE_CHILD_SA  Request  message including traffic selectors fields (TSi and TSr) that contain the parameters identifying the Binding Update (BU)/Binding Acknowledgments (BA)  messages }

            }

15.5.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.303, clause 5.1.2.2.

[TS 24.303, clause 5.1.2.2]

The UE shall support the IKEv2 protocol (see IETF RFC 4306 [14]) for negotiating the IPsec security association to secure DSMIPv6 signalling and shall support EAP over IKEv2 as described in IETF RFC 4306 [14] to perform authentication with an AAA server. In a case an additional authentication and authorization of the IPSec security association is needed with an external AAA server, then the additional authentication steps during the IKEv2 exchange shall be supported as specified in IETF RFC 4739 [23] and described in 3GPP TS 33.234 [24].
The UE shall support IPsec ESP (see IETF RFC 4303 [11]) in order to provide authentication of Binding Update and Binding Acknowledgement messages as specified in IETF RFC 4877 [4]. The UE shall support multiple authentication exchanges in the IKEv2 protocol as specified in IETF RFC 4739 [23] in order to support authentication with an external AAA server. The UE shall support the redirect mechanism as defined in draft-ietf-ipsecme-ikev2-redirect [30].

The UE shall initiate the security association establishment procedure by sending the IKE_SA_INIT request message defined in IETF RFC 4306 [14] to the HA. The UE shall indicate support for the HA reallocation by including a REDIRECT_SUPPORTED payload in the IKE_SA_INIT request as specified in draft-ietf-ipsecme-ikev2-redirect [30]. On receipt of an IKE_SA_INIT response, the UE shall send an IKE_AUTH request message including the MN-NAI in the IDi payload and the Access Point Name (APN) of the target PDN the UE wants to connect to in the IDr payload. The APN shall be formatted as defined in 3GPP TS 23.003 [17]. The username part of the MN-NAI included in "IDi" payload may be an IMSI, pseudonym or re-authentication ID. The UE shall include in the IDi payload the same MN-NAI it includes in the EAP-Response/Identity within the EAP-AKA exchange.

In the very first EAP-Response/Identity within the IKEv2 exchange the UE shall include a NAI whose username is derived from IMSI. In subsequent exchanges the UE should use pseudonyms and re-authentication identities provided by the 3GPP AAA server as specified in IETF RFC 4187 [26].

NOTE:
Fast re‑authentication mechanism is optional, and therefore is an implementation option in the UE and operator configuration issue (i.e. it also depends on whether the AAA server sent a re-authentication ID during previous EAP authentication) whether to use it during security association establishment.

EAP-AKA over IKEv2 shall be used to authenticate UE in the IKE_AUTH exchange, while public key signature based authentication with certificates shall be used to authenticate the HA.

…

During the IKEv2 exchange, the UE shall request the allocation of an IPv6 home prefix through the Configuration Payload in the IKE_AUTH. Since in EPS a unique IPv6 prefix is assigned to the UE, the UE shall include a MIP6_HOME_PREFIX attribute in the CFG_REQUEST message as described in IETF RFC 5026 [10]. In addition the UE may include the INTERNAL_IP6_DNS attribute in the CFG_REQUEST as described in IETF RFC 4306 [14] to request the DNS server IPv6 address of the PLMN it is connecting to via DSMIPv6. In the same way the UE may include the INTERNAL_IP4_DNS attribute in the CFG_REQUEST to request the IPv4 address of the DNS server.

The UE shall then auto-configure a Home Address from the IPv6 prefix received from the HA and shall run a CREATE_CHILD_SA exchange to create the security association for the new Home Address. In the CREATE_CHILD_SA exchange the UE shall include the Home Address and the appropriate selectors in the TSi (Traffic Selector-initiator) payload to negotiate the IPsec security association for protecting the Binding Update and Binding Acknowledgement messages as specified in IETF RFC 4877 [4].

15.5.3
Test description

15.5.3.1
Pre-test conditions

System Simulator:

-
Cell 1.

UE:

None.

Preamble:

-
The UE is in state Registered, Idle Mode (state 2) on Cell 1 according to [18].

-
The UE has acquired an IP address.

-
The UE has discovered the IP address of the Home Agent (either via DNS, DHCPv6, IKEv2 signalling or during Attach Procedure via PCO).

15.5.3.2
Test procedure sequence

Table 15.5.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Check: Does the UE transmit an IKE_SA_INIT message addressed to the Home Agent?
	-->
	IKE_SA_INIT
	1
	P

	2
	The SS transmits an IKE_SA_INIT message.
	<--
	IKE_SA_INIT
	-
	-

	3
	Check: Does the UE transmit an IKE_AUTH Request message containing the configuration payload MIP6_HOME_PREFIX, a MN-NAI derived from UE IMSI in the IDi field and an APN in the IDr field?
	-->
	IKE_AUTH Request
	2
	P

	4
	The SS transmits an IKE_AUTH Response message including an EAP-Request/AKA-Challenge.
	<--
	IKE_AUTH Response
	-
	-

	5
	Check: Does the UE transmit an IKE_AUTH Request message including the EAP-Response/AKA-Challenge?
	-->
	IKE_AUTH Request
	3
	P

	6
	The SS transmits an IKE_AUTH Response message including EAP-Success.
	<--
	IKE_AUTH Response
	-
	-

	7
	Check: Does the UE transmit an IKE_AUTH Request message with Authentication payload?
	-->
	IKE_AUTH Request
	4
	P

	8
	The SS transmits an IKE_AUTH Response message with configuration payload MIP6_HOME_PREFIX containing the Home Network Prefix HNP associated to the UE.
	<--
	IKE_AUTH Response
	-
	-

	9
	Check: Does the UE transmit a CREATE_CHILD_SA  Request  message including traffic selectors fields (TSi and TSr) that contain the parameters identifying the Binding Update (BU) / Binding Acknowledgments (BA)  messages?
	-->
	CREATE_CHILD_SA  Request
	5
	P

	10
	The SS transmits a CREATE_CHILD_SA  Response message.
	<--
	CREATE_CHILD_SA  Response
	-
	-


15.5.3.3
Specific message contents
Table 15.5.3.3-1: Message IKE_SA_INIT (step 1, Table 15.5.3.2-1)

	Field
	Value/remark
	Comment
	Condition

	IKE Header
	
	
	

	  Initiator’s IKE_SA SPI
	Set by the UE
	
	

	  Responder’s IKE_SA SPI
	0
	First message jn IKE_SA_INIT exchange
	

	  Next Payload
	‘00100001’B
	SA
	

	  Exchange Type
	‘00100010’B
	IKE_SA_INIT
	

	Security Association Payload
	
	
	

	  Next Payload
	’00100010’B
	KE
	

	  More proposal
	‘00000010’B
	
	

	    Proposal #
	‘00000001’B
	First cryptographic suite (section 6.5 of TS 33.234)
	

	    Protocol ID
	‘00000001’B
	IKE
	

	    SPI size
	‘00000000’B
	
	

	    Number of transforms
	‘00000010’B
	
	

	      More transform
	‘00000011’B
	This is the transform for confidentiality
	

	      Transform type
	‘00000001’B
	Encription
	

	      Transform ID
	‘00000011’B
	3DES in CBC mode (ENCR_3DES)
	

	      More transform
	‘00000011’B
	This is the transform for prf
	

	      Transform type
	‘00000010’B
	PRF
	

	      Transform ID
	‘00000010’B
	PRF_HMAC_SHA1 (HMAC‑SHA1)
	

	      More transform
	‘00000011’B
	This is the transform for integrity
	

	      Transform type
	‘00000011’B
	Integrity
	

	        Transform ID
	‘00000010’B
	HMAC-SHA1-96 (AUTH_HMAC_SHA1_96)
	

	      Last transform
	‘00000000’B
	This is the transform for DH
	

	      Transform type
	‘00000100’B
	DH
	

	        Transform ID
	‘00000010’B
	Diffie-Hellman group 2 (1024-bit MODP)
	

	  Last proposal
	‘00000000’B
	
	

	    Proposal #
	‘00000010’B
	Second cryptographic suite (section 6.5 of TS 33.234)
	

	    Protocol ID
	‘00000001’B
	IKE
	

	    SPI size
	‘00000000’B
	
	

	    Number of transforms
	‘00000010’B
	
	

	      More transform
	‘00000011’B
	This is the transform for confidentiality
	

	      Transform type
	‘00000001’B
	Encription
	

	      Transform ID
	‘00001011’B
	AES with 128-bit keys in CBC mode (ENCR_AES_CBC)
	

	      More transform
	‘00000011’B
	This is the transform for prf
	

	      Transform type
	‘00000010’B
	PRF
	

	      Transform ID
	‘00000100’B
	PRF_AES128_XCBC_ AES-XCBC-PRF-128
	

	      More transform
	‘00000011’B
	This is the transform for integrity
	

	      Transform type
	‘00000011’B
	Integrity
	

	        Transform ID
	‘00000101’B
	AES-XCBC-MAC-96 (AUTH_ AES-XCBC -96)
	

	      Last transform
	‘00000000’B
	This is the transform for DH
	

	      Transform type
	‘00000100’B
	DH
	

	        Transform ID
	‘00000010’B
	Diffie-Hellman group 2 (1024-bit MODP)
	

	Key Exchange Payload
	
	
	

	  Next Payload
	‘00101000’B
	Nonce
	

	  DH Group #
	‘0000000000000010’B
	DH group 2
	

	  Key Exchange data
	Set by the UE
	
	

	Nonce Payload
	
	
	

	  Next Payload
	‘00101001’B
	Notify (REDIRECT_SUPPORTED)
	

	  Nonce data
	Random number set by the UE
	
	

	REDIRECT_SUPPORTED Notify Payload
	
	
	

	  Next Payload
	‘00000000’B
	No Next Payload
	

	  Protocol ID
	‘00000000’B
	Notification is not specific to a particular security association
	

	  SPI size
	‘00000000’B
	SPI field not present
	

	  Notify Message Type
	'0100000000010110'B
	REDIRECT_SUPPORTED
	


Table 15.5.3.3-2: Message IKE_SA_INIT (step 2, Table 15.5.3.2-1)

	Information Element
	Value/remark
	Comment
	Condition

	IKE Header
	
	
	

	  Initiator’s IKE_SA SPI
	Same as that set by the UE in IKE_SA_INIT as Step 1
	
	

	  Responder’s IKE_SA SPI
	Set by the SS
	
	

	  Next Payload
	‘00100001’B
	SA
	

	  Exchange Type
	‘00100010’B
	IKE_SA_INIT
	

	Security Association Payload
	
	
	

	  Next Payload
	’00100010’B
	KE
	

	  Proposal
	One of the 2 proposals included in IKE_SA_INIT at Step 1
	
	

	Key Exchange Payload
	
	
	

	  Next payload
	‘00 101000’B
	Nonce
	

	  DH Group #
	‘0000000000000010’B
	DH group 2
	

	  Key Exchange data
	Set by the SS
	
	

	Nonce Payload
	
	
	

	  Nex t payload
	‘00000000’B
	No Next Payload
	

	  Nonce data
	Set by the SS
	
	


Table 15.5.3.3-3: Message IKE_AUTH Request (step 3, Table 15.5.3.2-1)

	Field
	Value/remark
	Comment
	Condition

	IKE Header
	
	
	

	  Initiator’s IKE_SA SPI
	Same as that set by the UE at Step 1
	
	

	  Responder’s IKE_SA SPI
	Same as that set by the SS at Step 2
	
	

	  Next Payload
	‘00101110’B
	E
	

	  Exchange Type
	‘00100011’B
	IKE_AUTH
	

	Encrypted Payload
	
	
	

	  Next Payload
	‘00100011’B
	IDi
	

	  Initialization Vector
	Random value set by the UE
	
	

	  Encrypted IKE Payloads
	
	
	

	    Identification – Initiator Payload
	
	
	

	      Next Payload
	‘00101111’B
	CP
	

	      ID Type
	00000010B
	
	

	      ID
	Set to MN-NAI
	
	

	    Configuration Payload
	
	
	

	      Next Payload
	‘00100001’B
	SA
	

	      CFG Type
	‘00000001’B
	Request
	

	      Configuration Attribute
	‘00010000’B
	MIP6_HOME_PREFIX attribute
	

	      Length
	‘0000000000000000’B
	
	

	    Security Association Payload
	
	
	

	      Next Payload
	‘00101100’B
	TSi
	

	      Proposals
	Any set of allowed values
	
	

	    Traffic Selector – Initiator Payload
	
	
	

	      Next Payload
	‘00101100’B
	TSr
	

	      Traffic selector data
	Any allowed set of values
	
	

	    Traffic Selector – Responder Payload
	
	
	

	      Next Payload
	‘00100100’B
	IDr
	

	      Traffic selector data
	Any allowed set of values
	
	

	    Identification – Responder Payload
	
	
	

	      Next Payload
	‘00000000’B
	No Next Payload
	

	      ID Type
	‘00000010’B
	
	

	      ID
	APN 
	
	

	  Padding 
	Set by the UE
	Fields from Encrypted payload
	

	  Pad Length
	Set by the UE
	Fields from Encrypted payload
	

	  Integrity checksum data
	Set by the UE
	Fields from Encrypted payload
	


Table 15.5.3.3-4: Message IKE_AUTH Response (step 4, Table 15.5.3.2-1)

	Field
	Value/remark
	Comment
	Condition

	IKE Header
	
	
	

	  Initiator’s IKE_SA SPI
	Same as that set by the UE at Step 1
	
	

	  Responder’s IKE_SA SPI
	Same as that set by the SS at Step 2
	
	

	  Next Payload
	‘00101110’B
	E
	

	  Exchange Type
	‘00100011’B
	IKE_AUTH
	

	Encrypted Payload
	
	
	

	  Next Payload
	‘00100100’B
	IDr
	

	  Initialization Vector
	Set by the SS 
	
	

	  Encrypted IKE Payloads
	
	
	

	    Identification – Responder Payload
	
	
	

	      Next Payload
	‘00100101’B
	CERT
	

	      ID Type
	‘00000010’B
	
	

	      ID
	APN 
	
	

	    Certificate Payload
	
	
	

	      Next Payload
	‘00110000’B
	EAP
	

	      Cert encoding
	’00000100’B
	X.509 certificate - signature
	

	      Certificate data 
	Set by the SS
	DER encoded X.509 certificate
	

	    Extensible Authentication Payload
	
	
	

	      Next Payload
	‘00000000’B
	No Next Payload
	

	      Code
	‘00000001’B
	Request
	

	      Type
	‘00010111’B
	AKA
	

	        Subtype
	
	AKA-Challenge
	

	        Attribute type
	’00000001’B
	AT_RAND
	

	        AT_RAND
	An arbitrarily selected 128 bits value
	
	

	        Attribute Type 
	‘00000010’B
	AT_AUTN
	

	        AT_AUTN
	See TS 24.301 [28] subclause 9.9.3.2
	
	

	  Padding 
	Set by the SS
	Fields from Encryption payload
	

	  Pad Length
	Set by the SS
	Fields from Encryption payload
	

	  Integrity checksum data
	Set by the SS
	Fields from Encryption payload
	


Table 15.5.3.3-5: Message IKE_AUTH Request (step 5, Table 15.5.3.2-1)

	Field
	Value/remark
	Comment
	Condition

	IKE Header
	
	
	

	  Initiator’s IKE_SA SPI
	Same as that set by UE at Step 1
	
	

	  Responder’s IKE_SA SPI
	Same as that set by the SS at Step 2
	
	

	  Next Payload
	‘00101110’B
	E
	

	  Exchange Type
	‘00100011’B
	IKE_AUTH
	

	Encrypted Payload
	
	
	

	  Next Payload
	‘00110000’B
	EAP
	

	  Initialization Vector
	Random value set by the UE
	
	

	  Encrypted IKE Payloads
	
	
	

	    Extensible Authentication Payload
	
	
	

	      Next Payload
	‘00000000’B
	No Next Payload
	

	      Code
	‘00000010’B
	Response
	

	      Type
	‘00010111’B
	AKA
	

	        Subtype
	
	AKA-Challenge
	

	        Attribute type 
	’00000011’B
	AT_RES
	

	        AT_RES
	See TS 24.301 [28] subclause 9.9.3.4
	
	

	  Padding 
	Set by the UE
	Fields from Encryption payload
	

	  Pad Length
	Set by the UE
	Fields from Encryption payload
	

	  Integrity checksum data
	Set by the UE
	Fields from Encryption payload
	


Table 15.5.3.3-6: Message IKE_AUTH Response (step 6, Table 15.5.3.2-1)

	Field
	Value/remark
	Comment
	Condition

	IKE Header
	
	
	

	  Initiator’s IKE_SA SPI
	Same as that set by the UE at Step 1
	
	

	  Responder’s IKE_SA SPI
	Same as that set by the SS at Step 2
	
	

	  Next Payload
	‘00101110’B
	E
	

	  Exchange Type
	‘00100011’B
	IKE_AUTH
	

	Encrypted Payload
	
	
	

	  Next Payload
	‘00110000’B
	EAP
	

	  Initialization Vector
	Set by the SS
	
	

	  Encrypted IKE Payloads
	
	
	

	    Extensible Authentication Payload
	
	
	

	    Next Payload
	‘00000000’B
	No Next Payload
	

	    Code
	‘00000011’B
	Success
	

	  Padding 
	Set by the SS
	Fields from Encryption payload
	

	  Pad Length
	Set by the SS
	Fields from Encryption payload
	

	  Integrity checksum data
	Set by the SS
	Fields from Encryption payload
	


Table 15.5.3.3-7: Message IKE_AUTH Request (step 7, Table 15.5.3.2-1)

	Field
	Value/remark
	Comment
	Condition

	IKE Header
	
	
	

	  Initiator’s IKE_SA SPI
	Same as that set by the UE at Step 1
	
	

	  Responder’s IKE_SA SPI
	Same as that set by the SS at Step 2
	
	

	  Next Payload
	‘00101110’B
	E
	

	  Exchange Type
	‘00100011’
	IKE_AUTH
	

	Encrypted Payload
	
	
	

	  Next Payload
	‘00100111’B
	AUTH
	

	  Initialization Vector
	Random value set by the UE
	
	

	  Encrypted IKE Payloads
	
	
	

	    Authentication Payload
	
	
	

	      Next Payload
	‘00000000’B
	No Next Payload
	

	      Auth Method
	’00000010’B
	Shared Key Integrity code
	

	      Auth Data
	derived from the MSK obtained from AKA exchange
	RFC 4306 defines the function to derive this key (section 2.15) 
	

	  Padding 
	Set by the UE
	Fields from Encryption payload
	

	  Pad Length
	Set by the UE
	Fields from Encryption payload
	

	  Integrity checksum data
	Set by the UE
	Fields from Encryption payload
	


Table 15.5.3.3-8: Message IKE_AUTH Response (step 8, Table 15.5.3.2-1)

	Field
	Value/remark
	Comment
	Condition

	IKE Header
	
	
	

	  Initiator’s IKE_SA SPI
	Same as that set by the UE at Step 1
	
	

	  Responder’s IKE_SA SPI
	Same as that set by the SS at Step 2
	
	

	  Next Payload
	‘00101110’B
	E
	

	  Exchange Type
	‘00100011’B
	IKE_AUTH
	

	Encrypted Payload
	
	
	

	  Next Payload
	‘00100111’B
	AUTH
	

	  Initialization Vector
	Set by the SS
	
	

	  Encrypted IKE Payloads
	
	
	

	    Authentication Payload
	
	
	

	      Next Payload
	‘00101111’B
	CP
	

	      Auth Method
	’00000010’B
	Shared Key Integrity code
	

	      Auth Data
	derived from the MSK obtained from AKA exchange
	RFC 4306 defines the function to derive this key (section 2.15) 
	

	    Configuration Payload
	
	
	

	      Next Payload
	‘00100001’B
	SA
	

	      CFG Type
	‘00000010’B
	Reply
	

	      Configuration Attribute
	‘00010000’B
	MIP6_HOME_PREFIX attribute
	

	        Length
	‘0000000000010101’B
	
	

	        Prefix lifetime
	Any allowed value 
	
	

	        Home Prefix
	IPv6 prefix – 16 bytes
	
	

	        Prefix length
	‘10000000’B
	Prefix length must be 64
	

	    Security Association Payload
	
	
	

	      Next Payload
	‘00101101’
	TSi
	

	      Proposal
	One of the 2 proposals included in IKE_AUTH Request at Step 3
	
	

	    Traffic Selector – Initiator Payload
	
	
	

	      Next Payload
	‘00101100’B
	TSr  
	

	      Traffic Selector data 
	Any allowed set of values
	
	

	    Traffic Selector – Responder Payload
	
	
	

	      Next Payload
	‘00000000’B
	No Next Payload
	

	      Traffic Selector data 
	Any allowed set of values
	
	

	  Padding 
	Set by the SS
	Fields from Encryption payload
	

	  Pad Length
	Set by the SS
	Fields from Encryption payload
	

	  Integrity checksum data
	Set by the SS
	Fields from Encryption payload
	


Table 15.5.3.3-9: Message CREATE_CHILD_SA Request (step 9, Table 15.5.3.2-1)

	Field
	Value/remark
	Comment
	Condition

	IKE Header
	
	
	

	  Initiator’s IKE_SA SPI
	Same as that set by the UE at Step 1
	
	

	  Responder’s IKE_SA SPI
	Same as that set by the SS at Step 2
	
	

	  Next Payload
	‘00101110’B
	E
	

	  Exchange Type
	‘00 100100’B
	CREATE_CHILD_SA
	

	Encrypted Payload
	
	
	

	  Next Payload
	‘00100001’B
	SA
	

	  Initialization Vector
	Random value set by the UE
	
	

	  Encrypted IKE Payloads
	
	
	

	    Security Association Payload
	
	
	

	      Next Payload
	‘00101000’B
	Ni
	

	      More proposal
	‘00000010’B
	
	

	        Proposal #
	‘00000001’B
	First cryptographic suite (section 6.6 of TS 33.234)
	

	        Protocol ID
	‘00000011’B
	ESP
	

	        SPI size
	‘00000100’B
	
	

	        # of transforms
	‘00000010’B
	
	

	        SPI
	Set by the UE
	
	

	          More transform
	‘00000011’B
	This is the transform for confidentiality
	

	          Transform type
	‘00000001’B
	Encription
	

	          Transform ID
	‘00000011’B
	3DES in CBC mode (ENCR_3DES)
	

	          Last transform
	‘00000000’B
	This is the transform for integrity
	

	          Transform type
	‘00000011’B
	Integrity
	

	            Transform attribute ID
	‘00000010’B
	HMAC-SHA1-96 (AUTH_HMAC_SHA1_96)
	

	      Last proposal
	‘00000000’B
	
	

	        Proposal #
	‘00000010’B
	Second cryptographic suite (section 6.6 of TS 33.234)
	

	        Protocol ID
	‘00000011’B
	ESP
	

	        SPI size
	‘00000100’B
	
	

	        # of transforms
	‘00000010’B
	
	

	        SPI
	Set by the UE
	
	

	          More transform
	‘00000011’B
	This is the transform for confidentiality
	

	         Transform type
	‘00000001’B
	Encription
	

	         Transform ID
	‘00001011’B
	AES with 128-bit keys in CBC mode (ENCR_AES_CBC)
	

	          Last transform
	‘00000000’B
	This is the transform for integrity
	

	          Transform type
	‘00000011’B
	Integrity
	

	            Transform ID
	‘00000101’B
	AES-XCBC-MAC-96 (AUTH_ AES-XCBC -96)
	

	    Nonce Payload
	
	
	

	      Next Payload
	‘00101100’B
	TSi
	

	      Nonce data
	Random number set by the UE
	
	

	    Traffic Selector – Initiator Payload
	
	
	

	      Next Payload
	‘00101101’B
	TSr
	

	      Traffic Selector data
	Any set of values containing the traffic selector of the CREATE_CHILD_SA  Response at Step 10
	
	

	    Traffic Selector – Responder Payload
	
	
	

	      Next Payload
	‘00101001’B
	Notify (Use transport mode)
	

	      Traffic Selector data
	Any set of values containing the traffic selector of the CREATE_CHILD_SA  Response at Step 10
	
	

	    Use transport mode Notify Payload
	
	
	

	      Next payload
	‘00101001’B
	Notify (Use transport mode)
	

	      Protocol ID
	‘00000011’B
	ESP 
	  

	      SPI size
	‘00000100’B
	
	

	      Notify Message Type
	‘1000000000000111’B
	Use transport mode
	 

	      SPI
	Same as that set by the UE in SA proposal #1
	
	

	    Use transport mode Notify Payload
	
	
	

	      Next payload
	‘00000000’B
	No Next Payload
	

	      Protocol ID
	‘00000011’B
	ESP 
	  

	      SPI size
	‘00000100’B
	
	

	      Notify Message Type
	‘1000000000000111’B
	Use transport mode
	 

	      SPI
	Same as that set by the UE in SA proposal #1
	
	

	  Padding 
	Set by the UE
	Fields from Encryption payload
	

	  Pad Length
	Set by the UE
	Fields from Encryption payload
	

	  Integrity checksum data
	Set by the UE
	Fields from Encryption payload
	


Table 15.5.3.3-10: Message CREATE_CHILD_SA Response (step 10, Table 15.5.3.2-1)

	Field
	Value/remark
	Comment
	Condition

	IKE Header
	
	
	

	  Initiator’s IKE_SA SPI
	Same as that set by the UE at Step 1
	
	

	  Responder’s IKE_SA SPI
	Same as that set by the SS at Step 2
	
	

	  Next Payload
	‘00101110’B
	E
	

	  Exchange Type
	‘00 100100’B
	CREATE_CHILD_SA
	

	Encrypted Payload
	
	
	

	  Next Payload
	‘00100001’
	SA
	

	  Initialization Vector
	Set by the SS
	
	

	  Encrypted IKE Payloads
	 
	
	

	    Security Association Payload
	
	
	

	      Next Payload
	‘00101000’B
	Nr
	

	      Last proposal
	‘00000000’B
	
	

	        Proposal #
	One of the 2 proposals included in the CREATE_CHILD_SA Request at Step 9
	
	

	        Protocol ID
	‘00000011’B
	ESP
	

	        SPI size
	‘00000100’B
	
	

	        SPI
	Set by the SS
	
	

	           First transform
	‘00000011’B
	This is the transform for confidentiality
	

	          Transform type
	‘00000001’B
	Encription
	

	            Transform attribute type
	The corresponding value of the chosen proposal
	
	

	          Last transform
	‘00000000’B
	This is the transform for integrity
	

	          Transform type
	‘00000011’B
	Integrity
	

	            Transform attribute type
	The corresponding value of the chosen proposal
	
	

	    Nonce Payload
	
	
	

	      Next Payload
	‘00101100’B
	TSi
	

	      Nonce data
	Set by the SS
	
	

	    Traffic Selector – Initiator Payload
	
	
	

	      Next Payload
	‘00101101’B
	TSr
	

	      Number of traffic selectors  
	‘00000010’B
	
	

	      TS type 
	‘00001000’B
	IPv6 range
	

	      IP protocol
	‘10000111B
	Mobility  header
	

	      Start port
	‘0000010100000000’B
	BU
	

	      End port
	‘0000010100000000’B
	BU
	

	      Starting-address
	HoA address derived from HNP
	
	

	      Ending address
	HoA address derived from HNP
	
	

	      TS type 
	‘00001000’B
	IPv6 range
	

	      IP protocol
	‘10000111B
	Mobility  header
	

	      Start port
	‘0000011000000000’B
	BA
	

	      End port
	‘0000011000000000’B
	BA
	

	      Starting-address
	HoA address derived from HNP
	
	

	      Ending address
	HoA address derived from HNP
	
	

	    Traffic Selector – Responder Payload
	
	
	

	      Next Payload
	‘00101001’B
	Notify (Use transport mode)
	

	      Number of traffic selectors  
	‘00000010’B
	
	

	      Ts type 
	‘00001000’B
	IPv6 range
	

	      IP protocol
	‘10000111B
	Mobility  header
	

	      Start port
	‘0000010100000000’B
	BU
	

	      End port
	‘0000010100000000’B
	BU
	

	      Starting-address
	HA address
	
	

	      Ending address
	HA address
	
	

	      TS type 
	‘00001000’B
	IPv6 range
	

	      IP protocol
	‘10000111’B
	Mobility  header
	

	      Start port
	‘0000011000000000’B
	BA
	

	      End port
	‘0000011000000000’B
	BA
	

	      Starting-address
	HA address
	
	

	      Ending address
	HA address
	
	

	    Use transport mode Notify Payload
	
	
	

	      Next Payload
	‘00000000’B
	
	

	      Protocol ID
	‘00000011’B
	ESP 
	  

	      SPI size
	Set by the SS
	
	

	      Notify Message Type
	‘1000000000000111’B
	Use transport mode
	 

	      SPI
	Same as that set by the SS in the accepted SA proposal
	
	

	  Padding 
	Set by the SS
	Fields from Encryption payload
	

	  Pad Length
	Set by the SS
	Fields from Encryption payload
	

	  Integrity checksum data
	Set by the SS
	Fields from Encryption payload
	


15.6
Registration of a new IPv6 CoA (Binding Update/Acknowledgment procedure in IPv6 network)
15.6.1
Test Purpose (TP)
(1)

with { UE has established a security association with the Home Agent and received the IPv6 Home Address }

ensure that {

  when { UE receives a Router Advertisement containing an IPv6 prefix different from the Home Network Prefix assigned to the UE during the preamble and different from the prefixes contained in the UE’s Prefix list }

    then { UE transmits a Binding Update message in order to register it Home Address and Care-of-Address at the Home Agent }

            }

15.6.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.303, clauses 5.1.2.3, 5.1.2.4, and 5.2.2.3.

[TS 24.303, clause 5.1.2.3]

The DSMIPv6 Home Link Detection Function is used by the UE to detect if an access interface is on the home link for a PDN from a DSMIPv6 perspective. The Home Link Detection function shall be performed before sending DSMIPv6 Binding Update via the same access interface.

To perform the Home Link Detection procedure, the UE shall compare the assigned Home Network Prefix for a PDN with the IPv6 prefix or prefixes included in the Prefix Information Option in the Router Advertisements received on the local link. The Home Network Prefix can be assigned in a 3GPP access via PCO, as specified in 3GPP TS 24.301 [15], or via IKEv2 as specified in subclause 5.1.2.2. If there is a match between the Home Network Prefix and one of the local prefixes, the UE is attached on the home link over the respective access interface and shall not send a Binding Update to the HA unless the UE currently has a valid DSMIPv6 Binding Update list entry. If the UE has a valid DSMIPv6 Binding Update list entry, the UE shall proceed to perform the action specified in subclause 5.2.2.4. If there is not any match, the UE shall proceed as specified in subclause 5.1.2.4.

NOTE:
The UE does not need to run IKEv2 for home link detection if the Home Network prefix is dynamically received in a PCO Information Element.

[TS 24.303, clause 5.1.2.4]

After establishing the security association and obtaining the IPv6 Home Address, the UE shall send a Binding Update message as specified in IETF RFC 3775 [6] and IETF RFC 5555 [2] in order to register its Home Address and Care-of Address at the HA, if it detects it is in the foreign network.

If both IPv4 and IPv6 Care-of Address are received at the foreign network, the UE shall first attempt to use the IPv6 Care-of Address for its binding registration. The UE shall not register both IPv4 and IPv6 Care-of Address to its HA.

If IPv6 Care-of Address is used for initial binding registration, the UE shall send the Binding Update message to the IPv6 address of the HA. In this Binding Update message the H (home registration) and A (acknowledge) bits shall be set. If the UE needs an IPv4 Home Address, the UE shall include the 0.0.0.0 address in the IPv4 Home Address option to request a dynamic IPv4 Home Address.

When IPv6 Care-of Address is used for initial binding registration, the Alternate Care-of Address option shall be used by the UE to carry the Care-of Address inside a Mobility Header which is protected by ESP. If this option is present, the address included in this option is the same address present in the source address of the IPv6 packet.
If IPv4 Care-of Address is used for initial binding registration, the UE shall send the Binding Update as follows (see IETF RFC 5555 [2]):

-
The IPv6 packet, with the IPv6 Home Address as the Source Address field of the IPv6 header, shall be encapsulated in UDP.

-
The UE shall include the IPv4 Care-of Address as the Source Address field of the IPv4 header and the HA IPv4 address as the Destination Address field of the IPv4 header.

-
The UE shall include the IPv4 Care-of Address option containing the IPv4 Care-of Address.

-
The UE shall set the H (home registration) and A (acknowledge) flags.

-
The UE shall set the F (UDP encapsulation required) flag to 0.

-
The UE shall set the R (Mobile Router Flag) flag to 1.

-
If the UE needs an IPv4 Home Address, the UE shall include an IPv4 Home Address option with the 0.0.0.0 address in the Binding Update message, as defined in IETF RFC 5555 [2].

When the UE receives the Binding Acknowledgement from the HA, it shall validate it based on the rules described in IETF RFC 3775 [6] and IETF RFC 5555 [2]. If the Binding Acknowledgement contains the successful status code 0 ("Binding Update Accepted"), the UE shall create an entry for the registered Home Address in its Binding Update List and may start sending packets containing its IPv6 Home Address or other IPv6 addresses auto-configured from the assigned home network prefix.

If the Binding Acknowledgement contains a value of 128, the UE may re-send the BU as specified in IETF RFC 3775 [6]. If the Binding Acknowledgement contains a value from 129 to 133 as specified in IETF RFC 3775 [6] or a value from 140 to 143 as specified in IETF RFC 3963 [29], the UE shall not send the BU to the HA and should discover another HA.

If the Binding Acknowledgment contains an IPv4 Address Acknowledgement option with status code value from 0 to 127 (indicating success), the UE shall create two entries in its Binding Update List, one for the IPv6 Home Address and another for the IPv4 Home Address. If the Binding Acknowledgement contains an IPv4 Address Acknowledgment option with status code indicating error (i.e. 128 or higher), the UE shall create an entry only for the IPv6 HoA in its binding update list. Moreover, if the status code is 129 ("Administratively prohibited") or 132 ("Dynamic IPv4 home address assignment not available"), the UE shall not re-send the Binding Update and it shall use only the IPv6 HoA. If the Binding Acknowledgement contains an IPv4 Address Acknowledgement option with status 128 ("Failure, reason unspecified"), 130 ("Incorrect IPv4 home address"), 131 ("Invalid IPv4 address") or 133 ("Prefix allocation unauthorized") it shall re-send the Binding Update including the 0.0.0.0 address in the IPv4 Home Address option. If the Binding Acknowledgement does not contain an IPv4 Address Acknowledgment option, the UE shall create an entry only for the IPv6 HoA in its binding update list.

NOTE:
The value to be used to identify the IPv4 address acknowledgement option in the mobility header is 30;

The UE may then send data traffic either with the IPv6 Home Address or with the IPv4 Home Address. If the UE is located on an IP6-enabled link, it shall send IPv6 packets as described in IETF RFC 3775 [6]; IPv4 traffic shall be encapsulated in IPv6 packets as described in IETF RFC 5555 [2]. If the UE is located on an IPv4-only link and the Binding Acknowledgement contains the NAT detection option with the F flag set, the UE shall send IPv6 and IPv4 packets following the vanilla UDP encapsulation rules specified in IETF RFC 5555 [2]. Otherwise the UE shall send IPv6 and IPv4 packets encapsulated in IPv4 as specified in IETF RFC 5555 [2].

Once the DSMIPv6 tunnel is established, the UE may build a DHCPv4 or DHCPv6 message as described in IETF RFC 4039 [26] or IETF RFC 3736 [13] respectively and send it via the DSMIPv6 tunnel as described in IETF RFC 3775 [6] in order to retrieve additional parameters, e.g. Vendor-specific options.

[TS 24.303, clause 5.2.2.3]

If the access network supports IPv6, as soon as the UE has received via a Router Advertisement at least an IPv6 prefix which is not present in its Prefix List, the UE shall perform the Home Link detection as specified in subclause 5.1.2.3.

If the UE detects it is not attached to the home link, the UE shall send a Binding Update to the HA including the newly configured IP address as the Care-of Address in the Source IP address of the packet and optionally in the Alternate Care-of Address Option [6]. The UE build the Binding Update message as specified in IETF RFC 3775 [6].

If the UE has been assigned also an IPv4 Home Address and wants to update also the binding for it, the UE shall include the IPv4 Home Address option including the assigned IPv4 Home Address in the same Binding Update message.

If the UE has been assigned also an IPv4 Home Address and wants to release it, the UE shall not include any IPv4 Home Address option in the same Binding Update.

If the UE does not have an IPv4 Home Address but wants to configure one, the UE shall include the IPv4 Home Address option with the 0.0.0.0 address as specified in subclause 5.1.2.4.

If the access network supports only IPv4, as soon as the UE has configured an IPv4 Care-of Address which is different from the previous Care-of Address, the UE shall send a Binding Update tunnelled in UDP as specified in draft-ietf-mext-nemo-v4traversal [2]. The UE shall set the F  flag to "0". The UE shall set the R flag to "1".

Independent of an IPv6 or IPv4 access network the UE shall set the Key Management Capability (K) bit in the Binding Update message.

15.6.3
Test description

15.6.3.1
Pre-test conditions

System Simulator:

-
Cell 1.


UE:


-
The UE’s Prefix List has been cleared.

Preamble:

-
The UE is in state Registered, Idle Mode (state 2) on Cell 1 according to [18].

-
The UE has acquired an IPv6 address.

-
The UE has established a security association with the Home Agent and obtained an IPv6 Home Address, by executing the steps in test case 15.5 with the following exception: the IPv6 home prefix assigned to the UE by the SS shall be the same as the prefix used during IP address acquisition by the UE.

15.6.3.2
Test procedure sequence

Table 15.6.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS broadcasts a Router Advertisement with a Prefix Information Option containing an IPv6 prefix different from the Home Network Prefix assigned to the UE during the preamble.
	-
	-
	-
	-

	2
	Check: Does the UE transmit a Binding Update with its IPv6 CoA in the IP Source Address field of the IP Header and the IPv6 Home Agent address in the IP destination Address field of the IP header?
	-->
	Binding Update
	1
	P

	3
	The SS transmits a Binding Acknowledgement accepting the Binding Update.
	<--
	Binding Acknowledgement
	-
	-


15.6.3.3
Specific message contents
Table 15.6.3.3-1: Router Advertisement (step 1, Table 15.6.3.2-1)

	Field
	Value/remark
	Comment
	Condition

	Type
	‘10000110’B
	
	

	Code
	‘00000000’B
	
	

	Checksum
	Set by SS
	ICMP checksum
	

	Cur Hop Limit
	‘00000000’B
	Unspecified
	

	M
	Set by the SS
	
	

	O
	Set by the SS
	Depends on access network specific settings
	

	H
	‘0’B
	
	

	Prf
	Set by the SS
	Depends on access network specific settings
	

	Prf
	Set by the SS
	Depends on access network specific settings
	

	P
	Set by the SS
	Depends on access network specific settings
	

	Reserved
	‘00000’B
	
	

	Router Lifetime
	Set by the SS
	
	

	Reachable Time
	Set by the SS
	
	

	Retrans Timer
	Set by the SS
	
	

	type
	‘00000011’B
	Prefix Information Option
	

	Length
	‘00000100’B
	
	

	Prefix length
	Set by the SS
	
	

	L
	‘1’B
	
	

	A
	Set by the SS
	
	

	Valid Lifetime
	Set by the SS
	
	

	Preferred Lifetime
	Set by the SS
	
	

	Prefix
	IPv6 prefix different from the Home Network Prefix assigned to the UE during the preamble
	
	


Table 15.6.3.3-2: Binding Update (step 2, Table 15.6.3.2-1)

	Information Element
	Value/remark
	Comment
	Condition

	IP Source Address
	UE IPv6 CoA (IPv6 address acquired by the UE during network attachment)
	
	

	IP Destination Address
	IPv6 of Home Agent discovered during preamble
	
	

	Destination Header
	IPv6 Home Address configured by the UE from Home Network Prefix assigned to the UE during preamble
	
	

	Payload Proto
	‘00111011’B
	
	

	MH Type
	‘00000101’B
	Binding Update message
	

	Sequence Number
	Any allowed value
	
	

	Lifetime
	Any allowed non-zero value
	
	

	A
	‘1’B
	
	

	H
	‘1’B
	
	

	L
	Not checked
	
	

	K
	‘1’B
	
	

	M
	’0’B
	
	

	R
	’1’B
	
	

	P
	‘0’B
	
	

	F
	’0’B
	
	

	IPv4 Home Address option
	Set to the value "0.0.0.0" to request allocation for the UE. The "P" flag is set to '0'B.

The Prefix Length is set to the requested prefix length of '32'.
	Optional
	

	Alternate Care-of Address Option
	Same IPv6 address as that inserted in the IP Source Address field
	
	


Table 15.6.3.3-3: Binding Acknowledgement (step 3, Table 15.6.3.2-1)

	Information Element
	Value/remark
	Comment
	Condition

	IP Source Address
	IPv6 Home Agent address
	
	

	IP Destination Address
	Same value as UE IPv6 CoA in IP Source Address from Binding Update at Step 2
	
	

	Routing Header
	Same value as UE IPv6 Home Address in Destination Header from Binding Update at Step 2
	
	

	Payload Proto
	‘00111011’B
	
	

	MH Type
	‘00000110’B
	Binding Acknowledgement message
	

	Status
	‘00000000’B
	Binding Update accepted
	

	K
	Set by the SS
	
	

	R
	‘1’B
	
	

	P
	‘0’B
	
	

	Sequence Number
	Same value as that in the Binding Update at Step 2
	
	

	Lifetime
	‘0000000010010110’B
	10 min
	

	IPv4 Address Acknowledgement option
	IPv4 Home Address allocated to the UE
	Present if IPv4 Home Address option was included by the UE in Binding Update at Step 2
	

	Binding Refresh Advice option
	 ‘0000000010010110’B
	10 min
	


15.7
Registration of a new IPv4 CoA (Binding Update/Acknowledgment procedure in IPv4 network)
15.7.1
Test Purpose (TP)
(1)

with { UE has established a security association with the Home Agent and received the IPv6 Home Address }

ensure that {

  when { UE is connected to a network supporting IPv4 only}

    then { UE transmits a Binding Update message in order to register its Home Address and Care-of-Address at the Home Agent }

            }

15.7.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.303, clauses 5.1.2.3, 5.1.2.4, and 5.2.2.3.

[TS 24.303, clause 5.1.2.3]

The DSMIPv6 Home Link Detection Function is used by the UE to detect if an access interface is on the home link for a PDN from a DSMIPv6 perspective. The Home Link Detection function shall be performed before sending DSMIPv6 Binding Update via the same access interface.

To perform the Home Link Detection procedure, the UE shall compare the assigned Home Network Prefix for a PDN with the IPv6 prefix or prefixes included in the Prefix Information Option in the Router Advertisements received on the local link. The Home Network Prefix can be assigned in a 3GPP access via PCO, as specified in 3GPP TS 24.301 [15], or via IKEv2 as specified in subclause 5.1.2.2. If there is a match between the Home Network Prefix and one of the local prefixes, the UE is attached on the home link over the respective access interface and shall not send a Binding Update to the HA unless the UE currently has a valid DSMIPv6 Binding Update list entry. If the UE has a valid DSMIPv6 Binding Update list entry, the UE shall proceed to perform the action specified in subclause 5.2.2.4. If there is not any match, the UE shall proceed as specified in subclause 5.1.2.4.

NOTE:
The UE does not need to run IKEv2 for home link detection if the Home Network prefix is dynamically received in a PCO Information Element.

[TS 24.303, clause 5.1.2.4]

After establishing the security association and obtaining the IPv6 Home Address, the UE shall send a Binding Update message as specified in IETF RFC 3775 [6] and IETF RFC 5555 [2] in order to register its Home Address and Care-of Address at the HA, if it detects it is in the foreign network.

If both IPv4 and IPv6 Care-of Address are received at the foreign network, the UE shall first attempt to use the IPv6 Care-of Address for its binding registration. The UE shall not register both IPv4 and IPv6 Care-of Address to its HA.

If IPv6 Care-of Address is used for initial binding registration, the UE shall send the Binding Update message to the IPv6 address of the HA. In this Binding Update message the H (home registration) and A (acknowledge) bits shall be set. If the UE needs an IPv4 Home Address, the UE shall include the 0.0.0.0 address in the IPv4 Home Address option to request a dynamic IPv4 Home Address.

When IPv6 Care-of Address is used for initial binding registration, the Alternate Care-of Address option shall be used by the UE to carry the Care-of Address inside a Mobility Header which is protected by ESP. If this option is present, the address included in this option is the same address present in the source address of the IPv6 packet.
If IPv4 Care-of Address is used for initial binding registration, the UE shall send the Binding Update as follows (see IETF RFC 5555 [2]):

-
The IPv6 packet, with the IPv6 Home Address as the Source Address field of the IPv6 header, shall be encapsulated in UDP.

-
The UE shall include the IPv4 Care-of Address as the Source Address field of the IPv4 header and the HA IPv4 address as the Destination Address field of the IPv4 header.

-
The UE shall include the IPv4 Care-of Address option containing the IPv4 Care-of Address.

-
The UE shall set the H (home registration) and A (acknowledge) flags.

-
The UE shall set the F (UDP encapsulation required) flag to 0.

-
The UE shall set the R (Mobile Router Flag) flag to 1.

-
If the UE needs an IPv4 Home Address, the UE shall include an IPv4 Home Address option with the 0.0.0.0 address in the Binding Update message, as defined in IETF RFC 5555 [2].

When the UE receives the Binding Acknowledgement from the HA, it shall validate it based on the rules described in IETF RFC 3775 [6] and IETF RFC 5555 [2]. If the Binding Acknowledgement contains the successful status code 0 ("Binding Update Accepted"), the UE shall create an entry for the registered Home Address in its Binding Update List and may start sending packets containing its IPv6 Home Address or other IPv6 addresses auto-configured from the assigned home network prefix.

If the Binding Acknowledgement contains a value of 128, the UE may re-send the BU as specified in IETF RFC 3775 [6]. If the Binding Acknowledgement contains a value from 129 to 133 as specified in IETF RFC 3775 [6] or a value from 140 to 143 as specified in IETF RFC 3963 [29], the UE shall not send the BU to the HA and should discover another HA.

If the Binding Acknowledgment contains an IPv4 Address Acknowledgement option with status code value from 0 to 127 (indicating success), the UE shall create two entries in its Binding Update List, one for the IPv6 Home Address and another for the IPv4 Home Address. If the Binding Acknowledgement contains an IPv4 Address Acknowledgment option with status code indicating error (i.e. 128 or higher), the UE shall create an entry only for the IPv6 HoA in its binding update list. Moreover, if the status code is 129 ("Administratively prohibited") or 132 ("Dynamic IPv4 home address assignment not available"), the UE shall not re-send the Binding Update and it shall use only the IPv6 HoA. If the Binding Acknowledgement contains an IPv4 Address Acknowledgement option with status 128 ("Failure, reason unspecified"), 130 ("Incorrect IPv4 home address"), 131 ("Invalid IPv4 address") or 133 ("Prefix allocation unauthorized") it shall re-send the Binding Update including the 0.0.0.0 address in the IPv4 Home Address option. If the Binding Acknowledgement does not contain an IPv4 Address Acknowledgment option, the UE shall create an entry only for the IPv6 HoA in its binding update list.

NOTE:
The value to be used to identify the IPv4 address acknowledgement option in the mobility header is 30;

The UE may then send data traffic either with the IPv6 Home Address or with the IPv4 Home Address. If the UE is located on an IP6-enabled link, it shall send IPv6 packets as described in IETF RFC 3775 [6]; IPv4 traffic shall be encapsulated in IPv6 packets as described in IETF RFC 5555 [2]. If the UE is located on an IPv4-only link and the Binding Acknowledgement contains the NAT detection option with the F flag set, the UE shall send IPv6 and IPv4 packets following the vanilla UDP encapsulation rules specified in IETF RFC 5555 [2]. Otherwise the UE shall send IPv6 and IPv4 packets encapsulated in IPv4 as specified in IETF RFC 5555 [2].

Once the DSMIPv6 tunnel is established, the UE may build a DHCPv4 or DHCPv6 message as described in IETF RFC 4039 [26] or IETF RFC 3736 [13] respectively and send it via the DSMIPv6 tunnel as described in IETF RFC 3775 [6] in order to retrieve additional parameters, e.g. Vendor-specific options.

[TS 24.303, clause 5.2.2.3]

If the access network supports IPv6, as soon as the UE has received via a Router Advertisement at least an IPv6 prefix which is not present in its Prefix List, the UE shall perform the Home Link detection as specified in subclause 5.1.2.3.

If the UE detects it is not attached to the home link, the UE shall send a Binding Update to the HA including the newly configured IP address as the Care-of Address in the Source IP address of the packet and optionally in the Alternate Care-of Address Option [6]. The UE build the Binding Update message as specified in IETF RFC 3775 [6].

If the UE has been assigned also an IPv4 Home Address and wants to update also the binding for it, the UE shall include the IPv4 Home Address option including the assigned IPv4 Home Address in the same Binding Update message.

If the UE has been assigned also an IPv4 Home Address and wants to release it, the UE shall not include any IPv4 Home Address option in the same Binding Update.

If the UE does not have an IPv4 Home Address but wants to configure one, the UE shall include the IPv4 Home Address option with the 0.0.0.0 address as specified in subclause 5.1.2.4.

If the access network supports only IPv4, as soon as the UE has configured an IPv4 Care-of Address which is different from the previous Care-of Address, the UE shall send a Binding Update tunnelled in UDP as specified in draft-ietf-mext-nemo-v4traversal [2]. The UE shall set the F  flag to "0". The UE shall set the R flag to "1".

Independent of an IPv6 or IPv4 access network the UE shall set the Key Management Capability (K) bit in the Binding Update message.

15.7.3
Test description

15.7.3.1
Pre-test conditions

System Simulator:

-
Cell 1.
Preamble:

-
The UE is in state Registered, Idle Mode (state 2) on Cell 1 according to [18].

-
The UE has acquired an IPv4 address.

-
The UE has established a security association with the Home Agent and obtained an IPv6 Home Address, by executing the steps in test case 15.5.

15.7.3.2
Test procedure sequence

Table 15.7.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Check: Does the UE transmit a Binding Update with its IPv4 CoA in the IP Source Address field of the IP Header and the Binding Update encapsulated in an UDP header?
	-->
	Binding Update
	1
	P

	2
	The SS transmits a Binding Acknowledgement accepting the Binding Update.
	<--
	Binding Acknowledgement
	-
	-


15.7.3.3
Specific message contents
Table 15.7.3.3-1: Binding Update (step 1, Table 15.7.3.2-1)

	Information Element
	Value/remark
	Comment
	Condition

	IPv4 Source Address
	UE IPv4 CoA (IPv4 address acquired by UE during network attachment)
	
	

	IPv4 Destination Address
	IPv4 of Home Agent discovered during preamble
	
	

	UDP header
	
	
	

	 Source Port
	Set by UE
	
	

	 Destination port
	‘0001000001011111’B
	
	

	IPv6 Source Address
	IPv6 Home Address configured by UE from Home Network Prefix assigned to UE during preamble
	
	

	IPv6 Destination Address
	IPv6 of Home Agent discovered during preamble
	
	

	Payload Proto
	‘00111011’B
	
	

	MH Type
	‘00000101’B
	Binding Update message
	

	Sequence Number
	Any allowed value
	
	

	Lifetime
	Any allowed non-zero value
	
	

	A
	‘1’B
	
	

	H
	‘1’B
	
	

	L
	Not checked
	
	

	K
	‘1’B
	
	

	M
	’0’B
	
	

	R
	’1’B
	
	

	P
	‘0’B
	
	

	F
	’0’B
	
	

	IPv4 Home Address option
	Set to the value "0.0.0.0" to request allocation for the UE. The "P" flag is set to '0'.

The Prefix Length is set to the requested prefix length of '32'.
	Optional
	


Table 15.7.3.3-2: Binding Acknowledgement (step 2, Table 15.7.3.2-1)

	Information Element
	Value/remark
	Comment
	Condition

	IP Source Address
	IPv4 Home Agent address
	
	

	IP Destination Address
	Same value as UE IPv4 CoA in IP Source Address from Binding Update at Step 1
	
	

	UDP header
	
	
	

	 Source Port
	‘0001000001011111’B
	
	

	 Destination port
	Same as Source port in step 1
	
	

	IPv6 Source Address
	IPv6 Home Agent address
	
	

	IPv6 Destination Address
	Same value as UE IPv6 Address in Source Address from Binding Update at Step 1
	
	

	Payload Proto
	‘00111011’B
	
	

	MH Type
	‘00000110’B
	Binding Acknowledgement message
	

	Status
	‘00000000’B
	Binding Update accepted
	

	K
	Set by SS
	
	

	R
	‘1’B
	
	

	P
	‘0’B
	
	

	Sequence Number
	Same value as that in the Binding Update at Step 2
	
	

	Lifetime
	‘0000000010010110’B
	10 min
	

	IPv4 Address Acknowledgement option
	IPv4 Home Address allocated to the UE
	Present if IPv4 Home Address option was included by the UE in Binding Update at Step 1
	

	Binding Refresh Advice option
	 ‘0000000010010110’B
	10 min
	


15.8
Re-registration of IPv6 CoA
15.8.1
Test Purpose (TP)
(1)

with { UE has established a security association with the Home Agent and received the IPv6 Home Address and registered its IPv6 Home Address and IPv6 Care-of-Address at the Home Agent }

ensure that {

  when { registration of its Care-of-Address is about the expire }

    then { UE initiates the re-registration procedure to extend lifetime of the registration of its Care-of-Address }

            }

15.8.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.303, clause 5.3.2.

[TS 24.303, clause 5.3.2]

As specified in IETF RFC 3775 [6], if the UE wants to extend the validity of an existing binding at the HA, the UE shall send a new Binding Update to the HA before the expiration of the lifetime indicated in the received Binding Acknowledgement, even if it is not changing its primary Care-of Address. This Binding Update is usually referred as periodic Binding Update.

The UE shall follow the rules described in IETF RC 3775 [6], IETF RFC 5555 [2] and in subclause 5.1.2.4 to send a periodic Binding Update and handle the associated Binding Acknowledgement. As the UE has not performed any handover, the UE shall confirm the already registered Care of Address and shall indicate the desired lifetime value. In a periodic Binding Update the UE may request an IPv4 Home Address.

15.8.3
Test description

15.8.3.1
Pre-test conditions

System Simulator:

-
Cell 1.


UE:

-
The UE’s Prefix List has been cleared.


Preamble:

-
The UE is in state Registered, Idle Mode (state 2) on Cell 1 according to [18].

-
The UE has acquired an IPv6 address.

-
The UE has established a security association with the Home Agent and obtained an IPv6 Home Address, by executing the steps in test case 15.5 with the following exception: the IPv6 home prefix assigned to the UE by the SS shall be the same as the prefix used during IP address acquisition by the UE.

15.8.3.2
Test procedure sequence

Table 15.8.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1-3
	Steps 1 to 3 of test case 15.6 are performed on Cell 1.

NOTE: The UE transmits an initial Binding Update to register its IPv6 Home Address and IPv6 Care-of-Address at the Home Agent. The SS accepts the Binding Update by transmitting a Binding Acknowledgement with a Lifetime set to 10 min.
	-
	-
	-
	-

	4
	Check: Does the UE transmit a Binding Update with its IPv6 CoA in the IP Source Address field of the IP Header and the IPv6 Home Agent address in the IP Destination Address field of the IP header within 10 min of Step 3?
	-->
	Binding Update
	1
	P

	5
	The SS transmits a Binding Acknowledgement accepting the Binding Update.
	<--
	Binding Acknowledgement
	-
	-


15.8.3.3
Specific message contents
Table 15.8.3.3-1: Binding Update (step 4, Table 15.8.3.2-1)

	Information Element
	Value/remark
	Comment
	Condition

	IP Source Address
	UE IPv6 CoA (IPv6 address acquired by the UE during network attachment)
	
	

	IP Destination Address
	IPv6 of Home Agent discovered during preamble
	
	

	Destination Header
	IPv6 Home Address configured by the UE from Home Network Prefix assigned to UE during preamble
	
	

	Payload Proto
	‘00111011’B
	
	

	MH Type
	‘00000101’B
	Binding Update message
	

	Sequence Number
	Any allowed value
	
	

	Lifetime
	Any allowed non-zero value
	
	

	A
	‘1’B
	
	

	H
	‘1’B
	
	

	L
	Not checked
	
	

	K
	‘1’B
	
	

	M
	‘0’B
	
	

	R
	‘1’B
	
	

	P
	‘0’B
	
	

	F
	‘0’B
	
	

	IPv4 Home Address option
	If an IPv4 Home Address was included in the Binding Acknowledgement sent by the SS at Step 3, field should be set to this IPv4 Home Address.

Else, set to the value "0.0.0.0" to request allocation for the UE. The "P" flag is set to '0'B.

The Prefix Length is set to the requested prefix length of '32'.
	Optional
	

	Alternate Care-of Address Option
	Same IPv6 address as that in the IP Source Address field
	
	


Table 15.8.3.3-2: Binding Acknowledgement (step 5, Table 15.8.3.2-1)

	Information Element
	Value/remark
	Comment
	Condition

	IP Source Address
	IPv6 Home Agent address
	
	

	IP Destination Address
	Same value as UE IPv6 CoA in IP Source Address from Binding Update at Step 2
	
	

	Routing Header
	Same value as UE IPv6 Home Address in Destination Header from Binding Update at Step 2
	
	

	Payload Proto
	‘00111011’B
	
	

	MH Type
	‘00000110’B
	Binding Acknowledgement message
	

	Status
	‘00000000’B
	Binding Update accepted
	

	K
	Set by the SS
	
	

	R
	‘1’B
	
	

	Sequence Number
	Same value as that in the Binding Update at Step 2
	
	

	Lifetime
	‘0000000010010110’B
	10 min
	

	IPv4 Address Acknowledgement option
	IPv4 Home Address allocated to the UE
	Present if IPv4 Home Address option was included by the UE in Binding Update at Step 2
	

	Binding Refresh Advice option
	‘0000000010010110’B
	10 min
	


15.9
Re-registration of IPv4 CoA
15.9.1
Test Purpose (TP)
(1)

with { UE has established a security association with the Home Agent and received the IPv6 Home Address and registered its IPv6 Home Address and IPv4 Care-of-Address at the Home Agent }

ensure that {

  when { registration of its Care-of-Address is about the expire }

    then { UE initiates the re-registration procedure to extend lifetime of the registration of its Care-of-Address }

            }

15..2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.303, clause 5.3.2.

[TS 24.303, clause 5.3.2]

As specified in IETF RFC 3775 [6], if the UE wants to extend the validity of an existing binding at the HA, the UE shall send a new Binding Update to the HA before the expiration of the lifetime indicated in the received Binding Acknowledgement, even if it is not changing its primary Care-of Address. This Binding Update is usually referred as periodic Binding Update.

The UE shall follow the rules described in IETF RC 3775 [6], IETF RFC 5555 [2] and in subclause 5.1.2.4 to send a periodic Binding Update and handle the associated Binding Acknowledgement. As the UE has not performed any handover, the UE shall confirm the already registered Care of Address and shall indicate the desired lifetime value. In a periodic Binding Update the UE may request an IPv4 Home Address.

15.9.3
Test description

15.9.3.1
Pre-test conditions

System Simulator:

-
Cell 1.


Preamble:

-
The UE is in state Registered, Idle Mode (state 2) on Cell 1 according to [18].

-
The UE has acquired an IPv4 address.

-
The UE has established a security association with the Home Agent and obtained an IPv6 Home Address, by executing the steps in test case 15.5. 

15.9.3.2
Test procedure sequence

Table 15.9.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1-2
	Steps 1 to 2 of test case 15.7 are performed on Cell 1.

NOTE: The UE transmits an initial Binding Update to register its IPv6 Home Address and IPv4 Care-of-Address at the Home Agent. The SS accepts the Binding Update by transmitting a Binding Acknowledgement with a Lifetime set to 10 min.
	-
	-
	-
	-

	3
	Check: Does the UE transmit a Binding Update with its IPv4 CoA in the IP Source Address field of the IP Header and the IPv4 Home Agent address in the IP destination Address field of the IP header within 10 min of Step 2?
	-->
	Binding Update
	1
	P

	4
	The SS transmits a Binding Acknowledgement accepting the Binding Update.
	<--
	Binding Acknowledgement
	-
	-


15.9.3.3
Specific message contents
Table 15.9.3.3-1: Binding Update (step 3, Table 15.9.3.2-1)

	Information Element
	Value/remark
	Comment
	Condition

	IPv4 Source Address
	UE IPv4 CoA (IPv4 address acquired by UE during network attachment)
	
	

	IPv4 Destination Address
	IPv4 of Home Agent discovered during preamble
	
	

	UDP header
	
	
	

	 Source Port
	Set by UE
	
	

	 Destination port
	‘0001000001011111’B
	
	

	IPv6 Source Address
	IPv6 Home Address configured by UE from Home Network Prefix assigned to UE during preamble
	
	

	IPv6 Destination Address
	IPv6 of Home Agent discovered during preamble
	
	

	Payload Proto
	‘00111011’B
	
	

	MH Type
	‘00000101’B
	Binding Update message
	

	Sequence Number
	Any allowed value
	
	

	Lifetime
	Any allowed non-zero value
	
	

	A
	‘1’B
	
	

	H
	‘1’B
	
	

	L
	Not checked
	
	

	K
	‘1’B
	
	

	M
	’0’B
	
	

	R
	’1’B
	
	

	P
	‘0’B
	
	

	F
	’0’B
	
	

	IPv4 Home Address option
	If an IPv4 Home Address was included in the Binding Acknowledgement sent by the SS at Step 2, field should be set to this IPv4 Home Address.

Else, set to the value "0.0.0.0" to request allocation for the UE. The "P" flag is set to '0'.

The Prefix Length is set to the requested prefix length of '32'.
	Optional
	


Table 15.9.3.3-2: Binding Acknowledgement (step 4, Table 15.9.3.2-1)

	Information Element
	Value/remark
	Comment
	Condition

	IP Source Address
	IPv4 Home Agent address
	
	

	IP Destination Address
	Same value as UE IPv4 CoA in IP Source Address from Binding Update at Step 3
	
	

	UDP header
	
	
	

	 Source Port
	‘0001000001011111’B
	
	

	 Destination port
	Same as Source port in step 1
	
	

	IPv6 Source Address
	IPv6 Home Agent address
	
	

	IPv6 Destination Address
	Same value as IPv6 Source Address contained in Binding Update at Step 3
	
	

	Payload Proto
	‘00111011’B
	
	

	MH Type
	‘00000110’B
	Binding Acknowledgement message
	

	Status
	‘00000000’B
	Binding Update accepted
	

	K
	Set by SS
	
	

	R
	‘1’B
	
	

	P
	‘0’B
	
	

	Sequence Number
	Same value as that in the Binding Update at Step 3
	
	

	Lifetime
	‘0000000010010110’B
	10 min
	

	IPv4 Address Acknowledgement option
	IPv4 Home Address allocated to the UE
	Present if IPv4 Home Address option was included by the UE in Binding Update at Step 3
	

	Binding Refresh Advice option
	 ‘0000000010010110’B
	10 min
	


15.10
Return to home link
15.10.1
Test Purpose (TP)
(1)

with { UE has established a security association with the Home Agent and received the IPv6 Home Address and registered its IPv6 Home Address and IPv6 Care-of-Address at the Home Agent }

ensure that {

  when { UE detects it is attached to the home link }

    then { UE transmits a Binding Update message with the lifetime field set to “0” }

            }

15.10.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.303, clause 5.2.2.4.

[TS 24.303, clause 5.2.2.4]

If the access network supports IPv6, as soon as the UE has received via a Router Advertisement message at least an IPv6 prefix which is not present in its Prefix List, the UE shall perform the Home Link detection as specified in subclause 5.1.2.3 to detect if the UE is attaching to the home link. If the UE detects it is attached to the home link and there is a valid DSMIPv6 Binding Update list entry at the UE, the UE shall send a Binding Update with the Lifetime field set to "0" in order to remove the binding at the HA, as specified in IETF RFC 3775 [6]. If an IPv4 home address was assigned to the UE, as an optimization the UE may not include the IPv4 home address option as the binding for the IPv4 home address will be removed by the HA. Independent of an IPv6 or IPv4 access network the UE shall set the Key Management Capability (K) bit in the de-registration Binding Update message. The UE may preserve the IKEv2 session in order to avoid re-establishing the session when the next handover occurs. If there is not a safe assumption that the UE will remain in the home link (e.g. switching off the non-3GPP radio interface in case of a dual radio terminal), the UE should preserve the IKEv2 session.

15.10.3
Test description

15.10.3.1
Pre-test conditions

System Simulator:

-
Cell 1.


UE:

None.

Preamble:

-
The UE is in state Registered, Idle Mode (state 2) on Cell 1 according to [18].

-
The UE has acquired an IPv6 address.

-
The UE has established a security association with the Home Agent and obtained an IPv6 Home Address, by executing the steps in test case 15.5 with the following exception: the IPv6 home prefix assigned to the UE by the SS shall be the same as the prefix used during IP address acquisition by the UE.

-
The UE has registered its IPv6 Home Address and its Care-of-Address (acquired IPv6 address) at the Home Agent, by executing the steps in test case 15.6.

15.10.3.2
Test procedure sequence

Table 15.10.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS broadcasts a Router Advertisement with a Prefix Information Option containing an IPv6 prefix matching the Home Network Prefix assigned to the UE during the preamble. 
	-
	-
	-
	-

	2
	Check: Does the UE transmit a Binding Update message with the lifetime field set to “0”?
	-->
	Binding Update
	1
	P

	3
	The SS transmits a Binding Acknowledgement accepting the Binding Update with the lifetime field set to “0”.
	<--
	Binding Acknowledgement
	-
	-


15.10.3.3
Specific message contents
Table 15.10.3.3-1: Router Advertisement (step 1, Table 15.10.3.2-1)

	Field
	Value/remark
	Comment
	Condition

	Type
	‘10000110’B
	
	

	Code
	‘00000000’B
	
	

	Checksum
	Set by SS
	ICMP checksum
	

	Cur Hop Limit
	‘00000000’B
	Unspecified
	

	M
	‘0’B
	
	

	O
	‘1’B
	
	

	H
	‘1’B
	
	

	Prf
	Set by the SS
	Depends on access network specific settings
	

	Prf
	Set by the SS
	Depends on access network specific settings
	

	P
	Set by the SS
	Depends on access network specific settings
	

	Reserved
	‘00000’B
	
	

	Router Lifetime
	Set by the SS
	
	

	Reachable Time
	Set by the SS
	
	

	Retrans Timer
	Set by the SS
	
	

	Type
	‘00000011’B
	Prefix Information Option
	

	Length
	‘00000100’B
	
	

	Prefix length
	Any allowed value
	
	

	L
	‘1’B
	
	

	A
	‘1’B
	
	

	Valid Lifetime
	Set by the SS
	
	

	Preferred Lifetime
	Set by the SS
	
	

	Prefix
	IPv6 prefix equal to Home Network Prefix assigned to the UE during preamble
	
	


Table 15.10.3.3-2: Binding Update (step 2, Table 15.10.3.2-1)

	Information Element
	Value/remark
	Comment
	Condition

	IP Source Address
	IPv6 Home Address configured by the UE from Home Network Prefix assigned to UE during preamble
	
	

	IP Destination Address
	IPv6 of Home Agent discovered during preamble
	
	

	Payload Proto
	‘00111011’B
	
	

	MH Type
	‘00000101’B
	Binding Update message
	

	Sequence Number
	Any allowed value
	
	

	Lifetime
	‘0000000000000000’B
	
	

	A
	‘1’B
	
	

	H
	‘1’B
	
	

	L
	Not checked
	
	

	K
	‘1’B
	
	

	M
	’0’B
	
	

	R
	’1’B
	
	

	P
	‘0’B
	
	

	F
	’0’B
	
	


Table 15.10.3.3-3: Binding Acknowledgement (step 3, Table 15.10.3.2-1)

	Information Element
	Value/remark
	Comment
	Condition

	IP Source Address
	IPv6 Home Agent address
	
	

	IP Destination Address
	UE IPv6 Home Address
	
	

	Payload Proto
	‘00111011’B
	
	

	MH Type
	‘00000110’B
	Binding Acknowledgement message
	

	Status
	‘00000000’B
	Binding Update accepted
	

	K
	Set by the SS
	
	

	R
	‘1’B
	
	

	P
	‘0’B
	
	

	Sequence Number
	Same value as that in the Binding Update at Step 2
	
	

	Lifetime
	‘0000000000000000’B
	
	


15.11
Dual-Stack Mobile IPv6 detach in IPv6 network
15.11.1
Test Purpose (TP)
(1)

with { UE has established a security association with the Home Agent and received the IPv6 Home Address and registered its IPv6 Home Address and IPv6 Care-of-Address at the Home Agent }

ensure that {

  when { UE receives a Binding Revocation Indication message from the HA }

    then { UE transmits a Binding Revocation Acknowledgement message with the status field set to ‘Success’ }

            }

(2)

with { UE has received a Binding Revocation Indication message from the HA }

ensure that {

  when { UE has transmitted a Binding Revocation Acknowledgement message with the status field set to ‘Success’ }

    then { UE transmits an IKEv2 INFORMATIONAL message containing a DELETE payload to remove the Ipsec security association associated with the DSMIPv6 registration }

            }

15.11.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.303, clauses 5.4.2.1 and 5.4.2.2.

[TS 24.303, clauses 5.4.2.1]

Upon receiving a Binding Revocation Indication (BRI) message according to draft-ietf-mext-binding-revocation [19] from the HA, the UE first shall perform the required validity checks on the BRI according to draft-ietf-mext-binding-revocation [19].

The UE shall send a Binding Revocation Acknowledgement (BRA) as specified in draft-ietf-mext-binding-revocation [19]. In this message the UE shall set the status field to ‘Success’ to reflect that it has received the BRI message. The BRA message may be tunnelled in UDP or IPv4 as specified in subclause 5.1.2.4 for Binding Update messages.

The UE then shall remove the entry identified in the BRI as deregistered from its binding update list and shall use the procedures defined in IETF RFC 4306 [14] to remove the IPsec security associations associated with the DSMIPv6 registration as described in subclause 5.4.2.2.

 [TS 24.303, clause 5.4.2.2]

To detach from a specific PDN to which it is connected through a DSMIPv6 session, the UE shall send a Binding Update with the Lifetime field set to 0 as specified in IETF RFC 3775 [6].

The UE shall use the procedures defined in the IKEv2 protocol in IETF RFC 4306 [14] to remove the IPsec security associations associated with the DSMIPv6 registration. The UE shall close the security associations associated with the DSMIPv6 registration and instruct the HA to do the same by sending the INFORMATIONAL request message including a DELETE payload. The Protocol ID in the DELETE payload shall be set to "1" (IKE) to indicate that all IPsec ESP security associations that were negotiated within the IKEv2 exchange shall be deleted.

15.11.3
Test description

15.11.3.1
Pre-test conditions

System Simulator:

-
Cell 1.


UE:

None.

Preamble:

-
The UE is in state Registered, Idle Mode (state 2) on Cell 1 according to [18].

-
The UE has acquired an IPv6 address.

-
The UE has established a security association with the Home Agent and obtained an IPv6 Home Address, by executing the steps in test case 15.5 with the following exception: the IPv6 home prefix assigned to the UE by the SS shall be the same as the prefix used during IP address acquisition by the UE.

-
The UE has registered its IPv6 Home Address and its Care-of-Address (acquired IPv6 address) at the Home Agent, by executing the steps in test case 15.6.

15.11.3.2
Test procedure sequence

Table 15.11.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS transmits a Binding Revocation Indication message to the UE. 
	<--
	Binding Revocation Indication
	-
	-

	2
	Check: Does the UE transmit a Binding Revocation Acknowledgement message with the status field set to ‘Success’?
	-->
	Binding Revocation Acknowledgement
	1
	P

	3
	Check: does the UE transmit an IKEv2 INFORMATIONAL message containing a DELETE payload? 
	-->
	IKEv2 INFORMATIONAL 
	2
	P

	4
	The SS transmits an IKEv2 INFORMATIONAL message containing a DELETE payload back to the UE.
	<--
	IKEv2 INFORMATIONAL
	-
	-


15.11.3.3
Specific message contents
Table 15.11.3.3-1: Binding Revocation Indication (step 1, Table 15.11.3.2-1)

	Field
	Value/remark
	Comment
	Condition

	  IPv6 Header
	
	
	

	    IP Source Address

	UE IPv6 Home Agent address
	
	

	    IP Destination Header
	IPv6 CoA
	
	

	Routing Header
	IPv6 Home Address configured by the UE from Home Network Prefix assigned to the UE during preamble
	
	

	B.R. Type
	‘00000001’B
	B.R.I
	

	Sequence Number
	Set by the SS
	
	

	Revocation Trigger
	‘00000001’B
	
	

	P
	‘0’B
	
	

	G
	‘0’B
	
	

	V
	‘0’B
	
	


Table 15.11.3.3-2: Binding Revocation Acknowledgement (step 2, Table 15.11.3.2-1)

	Information Element
	Value/remark
	Comment
	Condition

	  IPv6 Header
	
	
	

	    IP Source Address
	IPv6 CoA
	
	

	    IP Destination Header
	UE IPv6 Home Address
	
	

	 Destination Header
	IPv6 Home Address configured by the UE from Home Network Prefix assigned to the UE during preamble
	
	

	B.R. Type
	‘00000010’B
	B.R.A
	

	Sequence Number
	Same value as Sequence Number received in Binding Revocation Indication at Step 1
	
	

	Status
	‘00000000’B
	Success
	

	P
	‘0’B
	
	

	G
	‘0’B
	
	

	V
	‘0’B
	
	


Table 15.11.3.3-3: IKEv2 INFORMATIONAL (step 3, Table 15.11.3.2-1)

	Field
	Value/remark
	Comment
	Condition

	IKE Header
	
	
	

	  Initiator’s IKE_SA SPI
	The one identifying the UE in the SA set up during the preamble
	
	

	  Responder’s IKE_SA SPI
	The one identifying the HA in the SA set up during the preamble
	
	

	  Next Payload
	‘00101110’B
	E
	

	  Exchange Type
	‘00100101’B
	INFORMATIONAL
	

	Encrypted Payload
	
	
	

	  Next Payload
	‘00101010’B
	DELETE
	

	Delete Payload
	
	
	

	  Next Payload
	‘00000000’B
	No Next Payload
	

	  Protocol ID
	‘00000001’B
	IKE SA
	

	Padding 
	Set by the UE
	Fields from Encryption payload
	

	Pad Length
	Set by the UE
	Fields from Encryption payload
	

	Integrity checksum data
	Set by the UE
	Fields from Encryption payload
	


Table 15.11.3.3-4: IKEv2 INFORMATIONAL (step 4, Table 15.11.3.2-1)

	Field
	Value/remark
	Comment
	Condition

	IKE Header
	
	
	

	  Initiator’s IKE_SA SPI
	Same as that set by the UE at Step 3
	
	

	  Responder’s IKE_SA SPI
	Same as that set by the SS at Step 3
	
	

	  Next Payload
	‘00101110’B
	E
	

	  Exchange Type
	‘00100101’B
	INFORMATIONAL
	

	Encrypted Payload
	
	
	

	  Next Payload
	‘00101010’B
	DELETE
	

	Delete Payload
	
	
	

	  Next Payload
	‘00000000’B
	No Next Payload
	

	  Protocol ID
	‘00000001’B
	IKE SA
	

	Padding 
	Set by the SS
	Fields from Encryption payload
	

	 Pad Length
	Set by the SS
	Fields from Encryption payload
	

	Integrity checksum data
	Set by the SS
	Fields from Encryption payload
	


15.12
Dual-Stack Mobile IPv6 detach in IPv4 network
15.12.1
Test Purpose (TP)
(1)

with { UE has established a security association with the Home Agent and received the IPv6 Home Address and registered its IPv6 Home Address and IPv4 Care-of-Address at the Home Agent }

ensure that {

  when { UE receives a Binding Revocation Indication message from the HA with the A flag set }

    then { UE transmits a Binding Revocation Acknowledgement message with the status field set to ‘Success’ }

            }

(2)

with { UE has received a Binding Revocation Indication message from the HA with the A flag set }

ensure that {

  when { UE has transmitted a Binding Revocation Acknowledgement message with the status field set to ‘Success’ }

    then { UE transmits an IKEv2 INFORMATIONAL message containing a DELETE payload to remove the Ipsec security association associated with the DSMIPv6 registration }

            }

15.12.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.303, clauses 5.4.2.1 and 5.4.2.2.

[TS 24.303, clauses 5.4.2.1]

Upon receiving a Binding Revocation Indication (BRI) message according to draft-ietf-mext-binding-revocation [19] from the HA, the UE first shall perform the required validity checks on the BRI according to draft-ietf-mext-binding-revocation [19].

If the A (Acknowledge) flag is set in the BRI message, the UE shall send a Binding Revocation Acknowledgement (BRA) as specified in draft-ietf-mext-binding-revocation [19]. In this message the UE shall set the status field to ‘Success’ to reflect that it has received the BRI message. The BRA message may be tunnelled in UDP or IPv4 as specified in subclause 5.1.2.4 for Binding Update messages.

The UE then shall remove the entry identified in the BRI as deregistered from its binding update list and shall use the procedures defined in IETF RFC 4306 [14] to remove the IPsec security associations associated with the DSMIPv6 registration as described in subclause 5.4.2.2.

[TS 24.303, clause 5.4.2.2]

The UE shall use the procedures defined in the IKEv2 protocol in IETF RFC 4306 [14] to remove the IPsec security associations associated with the DSMIPv6 registration. The UE shall close the security associations associated with the DSMIPv6 registration and instruct the HA to do the same by sending the INFORMATIONAL request message including a DELETE payload. The Protocol ID in the DELETE payload shall be set to "1" (IKE) to indicate that all IPsec ESP security associations that were negotiated within the IKEv2 exchange shall be deleted.

15.12.3
Test description

15.12.3.1
Pre-test conditions

System Simulator:

-
Cell 1.


UE:

None.

Preamble:

-
The UE is in state Registered, Idle Mode (state 2) on Cell 1 according to [18].

-
The UE has acquired an IPv4 address.

-
The UE has established a security association with the Home Agent and obtained an IPv6 Home Address, by executing the steps in test case 15.5.

-
The UE has registered its IPv6 Home Address and its Care-of-Address (acquired IPv4 address) at the Home Agent, by executing the steps in test case 15.7.

15.12.3.2
Test procedure sequence

Table 15.12.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS transmits a Binding Revocation Indication message with the A flag set to the UE. 
	<--
	Binding Revocation Indication
	-
	-

	2
	Check: Does the UE transmit a Binding Revocation Acknowledgement message with the status field set to ‘Success’?
	-->
	Binding Revocation Acknowledgement
	1
	P

	3
	Check: does the UE transmit an IKEv2 INFORMATIONAL message containing a DELETE payload? 
	-->
	IKEv2 INFORMATIONAL 
	2
	P

	4
	The SS transmits an IKEv2 INFORMATIONAL message containing a DELETE payload back to the UE.
	<--
	IKEv2 INFORMATIONAL
	-
	-


15.12.3.3
Specific message contents
Table 15.12.3.3-1: Binding Revocation Indication (step 1, Table 15.12.3.2-1)

	Field
	Value/remark
	Comment
	Condition

	  IPv4 Header
	
	
	

	    IP Source Address
	UE IPv4 Home Agent address
	
	

	    IP Destination Header
	IPv4 CoA
	
	

	UDP header
	
	
	

	 Source Port
	Set by SS
	
	

	 Destination port
	‘0001000001011111’B
	
	

	IPv6 Source Address
	IPv6 Home Agent address
	
	

	IPv6 Destination Address
	IPv6 Home Address configured by UE from Home Network Prefix assigned to UE during preamble
	
	

	B.R. Type
	‘00000001’B
	B.R.I
	

	Sequence Number
	Set by SS
	
	

	Revocation Trigger
	‘00000001’B
	
	

	P
	‘0’B
	
	

	G
	‘0’B
	
	

	V
	‘0’B
	
	


Table 15.12.3.3-2: Binding Revocation Acknowledgement (step 2, Table 15.12.3.2-1)

	Information Element
	Value/remark
	Comment
	Condition

	  IPv6 Header
	
	
	

	    IP Source Address
	IPv6 CoA
	
	

	    IP Destination Header
	UE IPv6 Home Address
	
	

	UDP header
	
	UDP header
	

	 Source Port
	 ‘0001000001011111’B
	 Source Port
	Set by UE

	 Destination port
	Same as Source port set by SS in step 1
	 Destination port
	‘0001000001011111’B

	IPv6 Source Address
	IPv6 Home Address configured by UE from Home Network Prefix assigned to UE during preamble
	IPv6 Source Address
	IPv6 Home Address configured by UE from Home Network Prefix assigned to UE during preamble

	IPv6 Destination Address
	IPv6 of Home Agent discovered during preamble
	IPv6 Destination Address
	IPv6 of Home Agent discovered during preamble

	B.R. Type
	‘00000010’B
	B.R.A
	

	Sequence Number
	Same value as Sequence Number received in Binding Revocation Indication at Step 1
	
	

	Status
	‘00000000’B
	Success
	

	P
	0
	
	

	G
	0
	
	

	V
	0
	
	


Table 15.12.3.3-3: IKE_INFORMATIONAL (step 3, Table 15.12.3.2-1)

	Field
	Value/remark
	Comment
	Condition

	IKE Header
	
	
	

	  Initiator’s IKE_SA SPI
	The one identifying UE in the SA set up during the preamble
	
	

	  Responder’s IKE_SA SPI
	The one identifying the HA in the SA set up during the preamble
	
	

	  Next Payload
	‘00101110’B
	E
	

	  Exchange Type
	‘00100101’B
	INFORMATIONAL
	

	Encrypted Payload
	
	
	

	  Next Payload
	‘00101010’B
	DELETE
	

	Delete Payload
	
	
	

	 Next Payload
	‘00000000’B
	No next payload
	

	 Protocol ID
	‘00000001’B
	IKE SA
	

	  Padding 
	Set by UE
	Fields from Encryption payload
	

	  Pad Length
	Set by UE
	Fields from Encryption payload
	

	  Integrity checksum data
	Set by UE
	Fields from Encryption payload
	


Table 15.12.3.3-4: IKE_INFORMATIONAL (step 4, Table 15.12.3.2-1)

	Field
	Value/remark
	Comment
	Condition

	IKE Header
	
	
	

	  Initiator’s IKE_SA SPI
	Same as that set by the UE at Step 3
	
	

	  Responder’s IKE_SA SPI
	Same as that set by the SS at Step 3
	
	

	  Next Payload
	‘00101110’B
	E
	

	  Exchange Type
	‘00100101’B
	INFORMATIONAL
	

	Encrypted Payload
	
	
	

	  Next Payload
	‘00101010’B
	DELETE
	

	Delete Payload
	
	
	

	 Next Payload
	‘00000000’B
	No next payload
	

	 Protocol ID
	‘00000001’B
	IKE SA
	

	  Padding 
	Set by the SS
	Fields from Encryption payload
	

	  Pad Length
	Set by the SS
	Fields from Encryption payload
	

	  Integrity checksum data
	Set by the SS
	Fields from Encryption payload
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	0168
	-
	GCF Priority 1 - Update of E-UTRA RLC (AM) test case 7.2.3.1
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092191
	0169
	-
	GCF Priority 1 - Update of E-UTRA RLC (AM) test case 7.2.3.2
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092192
	0170
	-
	GCF Priority 1 - Update of  E-UTRA RLC (AM) test case 7.2.3.18
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092200
	0171
	-
	GCF Priority 1 - Update of E-UTRA RLC (AM) test case 7.2.3.18
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092213
	0172
	-
	Addition of new RRC test case 8.3.2.9
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092228
	0173
	-
	GCF Priority 2 - Update to test case 6.1.2.15
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092229
	0174
	-
	GCF Priority 1 - Update to test case 6.1.2.4
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092230
	0175
	-
	GCF Priority 2 - Update to test case 6.1.2.5
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092234
	0176
	-
	GCF Priority 1 - Update to test case 8.1.1.1
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092242
	0177
	-
	GCF Priority 2 - Update to test case 8.1.3.5
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092245
	0178
	-
	GCF Priority-2: A new EMM test case, 9.2.3.1.8 UE receives an indication that the RRC connection was released with cause 'load balancing TAU required''
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092247
	0179
	-
	Introduction of new EMM test cases, 9.2.3.1.10 and 9.2.3.1.11 Normal tracking area update / Rejected
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092248
	0180
	-
	Introduction of 9.2.3.1.12 ' Normal tracking area update / rejected / EPS service not allowed'
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092249
	0181
	-
	Introduction of 9.2.3.1.13 'Normal tracking area update / rejected / UE identity cannot be derived by the network'
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092250
	0182
	-
	GCF Priority 2 - Addition of a new test case 6.1.2.11 Inter-frequency cell reselection
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092251
	0183
	-
	Introduction of 9.2.3.1.14 ' Normal tracking area update / rejected / UE implicitly detached'
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092252
	0184
	-
	Introduction of 9.2.3.1.15 ' Normal tracking area update / rejected / PLMN not allowed'
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092253
	0185
	-
	Introduction of 9.2.3.1.16  ' Normal tracking area update / rejected / Tracking area not allowed'
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092258
	0186
	-
	GCF Priority 2 - Update of RRC part1 TC 8.1.3.4 RRC Connection Release: redirection to another E-UTRAN frequency
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092260
	0187
	-
	GCF Priority 2 - Update of RRC part1 TC 8.1.3.6 RRC Connection Release: redirection from E-UTRAN to UTRAN
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092262
	0188
	-
	GCF Priority 2 - Correction to idle mode test cases 6.1.2.3 and 6.1.2.6
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092272
	0189
	-
	LTE-SIG:TDD related updates in RRC sections
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092276
	0190
	-
	"GCF priority 1 - Update of the LTE test caseö 7.3.3.1 Correct functionality of EPS AS encription algorithms (SNOW 3G)ö"
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092278
	0191
	-
	GCF priority 1 - Update of  test caseö 7.3.3.2 Correct functionality of EPS UP encription algorithms (SNOW 3G)ö
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092280
	0192
	-
	GCF Priority 2 - Update to test case 8.2.4.2
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092281
	0193
	-
	GCF Priority 2 - Update to test case 8.2.4.3
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092283
	0194
	-
	GCF Priority 2 - Update to test case 8.2.4.5
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092284
	0195
	-
	GCF Priority 2 - Update to test case 8.2.4.6
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092285
	0196
	-
	GCF Priority 2 - Update to test case 8.2.4.7
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092288
	0197
	-
	GCF Priority 2 - Update to test case 8.3.1.8
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092295
	0198
	-
	Addition of new test case 9.2.1.2.8
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092296
	0199
	-
	Addition of new test case 9.2.1.2.9
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092297
	0200
	-
	Addition of new test case 9.2.1.2.10
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092299
	0201
	-
	Addition of new test case 9.2.3.2.12
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092300
	0202
	-
	Addition of new test case 9.3.1.4
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092301
	0203
	-
	Addition of new test case to test case 10.X.X
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092327
	0204
	-
	GCF Priority 1: Update E-UTRA PDCP TC 7.3.4.1
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092328
	0205
	-
	GCF Priority 1: Update E-UTRA PDCP TC 7.3.4.2
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092329
	0206
	-
	GCF Priority 2: Update E-UTRA PDCP TC 7.3.5.2
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092330
	0207
	-
	GCF Priority 2: Update E-UTRA PDCP TC 7.3.5.3
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092331
	0208
	-
	GCF Priority 2: Update E-UTRA PDCP TC 7.3.5.5
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092367
	0209
	-
	GCF Priority 1 - Update of E-UTRA MAC test case 7.1.4.6
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092396
	0210
	-
	GCF Priority 2 - Addition of new test case 6.2.2.3
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092397
	0211
	-
	GCF Priority 2 - Addition of new test case 6.2.3.7
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092398
	0212
	-
	GCF Priority 2 - Addition of new test case 6.2.3.8
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092406
	0213
	-
	"GCF Priority 2 - Addition of new LTE test case 7.2.2.11 UM RLC / RLC re-establishment procedure"
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092417
	0214
	-
	GCF Priority 2:Corrections to EMM test case 9.1.3.2
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092418
	0215
	-
	GCF Priority 1:Corrections to MAC test case 7.1.3.4
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092419
	0216
	-
	GCF Priority 1:Corrections to MAC test case 7.1.3.5
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092420
	0217
	-
	GCF Priority 1:Corrections to MAC test case 7.1.4.1
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092421
	0218
	-
	GCF Priority 2: Attach / Abnormal case / Access barred because of access class barring or NAS signalling connection establishment rejected by the network
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092422
	0219
	-
	GCF Priority 2: Corrections to EMM test case 9.4.1
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092423
	0220
	-
	GCF Priority 2:Corrections to EMM test case 9.4.3
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092430
	0221
	-
	GCF Priority 1:Corrections to MAC test case 7.1.1.2
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092451
	0222
	-
	Update of RSRP / RSRQ measurement result checking to the RRC part 3 test cases
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092471
	0223
	-
	GCF Priority 2-Correction of the EMM test case 9.2.3.1.4
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092480
	0224
	-
	GCF Priority 1:Corrections to MAC test case 7.1.2.1
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092481
	0225
	-
	GCF Priority 1:Corrections to MAC test case 7.1.2.2
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092484
	0226
	-
	GCF Priority 1:Corrections to MAC test case 7.1.2.5
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092485
	0227
	-
	GCF Priority 1:Corrections to MAC test case 7.1.2.7
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092486
	0228
	-
	GCF Priority 1:Corrections to MAC test case 7.1.2.8
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092500
	0229
	-
	GCF priority 2: Update of 10.2.1 for Dedicated EPS bearer context activation / Success
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092501
	0230
	-
	GCF priority 2: Addition of TC 10.4.1 for EPS bearer context deactivation / Success
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092502
	0231
	-
	GCF priority 2: Addition of TC 10.5.1 for UE requested PDN connectivity accepted by the network
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092504
	0232
	-
	GCF priority TBC: Addition of TC 10.5.2 for UE requested PDN connectivity accepted by the network / no PDN address allocated
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092505
	0233
	-
	GCF priority 3: Addition of TC 10.5.3 for UE requested PDN connectivity not accepted
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092506
	0234
	-
	GCF priority 2: Addition of ESM TC 10.6.1 for UE requested PDN disconnect procedure accepted by the network
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092507
	0235
	-
	GCF Priority 3: Addition of ESM TC 10.6.2 for UE requested PDN disconnect procedure not accepted by the network
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092510
	0236
	-
	GCF priority 2 - Update of 9.2.1.1.17 Attach / rejected / no suitable cells in tracking area
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092512
	0237
	-
	GCF priority 1: Update of EMM TC 9.3.1.2 Service Request initiated by UE for uplink signalling
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092513
	0238
	-
	GCF priority 2: Update of 9.2.1.1.17 Attach / rejected / no suitable cells in tracking area
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092514
	0239
	-
	GCF priority 1: Update of 9.2.1.1.1 Attach Procedure / Success (valid GUTI)
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092515
	0240
	-
	GCF priority 2: Update of 9.2.1.1.5 Attach Procedure/ Success / ATTACH ACCEPT includes the PDN address assigned to the UE
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092516
	0241
	-
	GCF priority 2: Update of 9.2.1.1.9 Attach / rejected / IMSI invalid
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092517
	0242
	-
	GCF priority 2: Update of 9.2.1.1.10 Attach / rejected / illegal ME
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092518
	0243
	-
	GCF priority TBC: Update of 9.2.1.1.12 Attach / rejected / GPRS services not allowed
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092539
	0244
	-
	GCF Priority 1 - Update of RLC section
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092567
	0245
	-
	GCF Priority 2 - Addition of a new test case 6.2.3.5 Inter-RAT Cell Reselection / from E-UTRA RRC_IDLE to UTRA_Idle
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092569
	0246
	-
	GCF Priority 2: Inter-RAT cell Selection / from E-UTRA RRC_IDLE to UTRA_Idle, serving cell becomes non-suitable (SServingCell<0,barred)
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092570
	0247
	-
	GCF Priority 2: Inter-RAT cell Selection / from E-UTRA RRC_IDLE to GSM_Idle/GPRS Packet_idle, serving cell becomes non-suitable (SServingCell<0,barred)
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092571
	0248
	-
	GCF Priority 1 - New E-UTRA MAC test case - 7.1.7.1.1 DL-SCH Transport Block Size support / DCI format 1 / RA type 0
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092575
	0249
	-
	GCF Priority 1 - New E-UTRA MAC test case 7.1.7.1.2 - DL-SCH Transport Block Size selection / DCI format 1 / RA type 1
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092577
	0250
	-
	GCF Priority 1 - New E-UTRA MAC test case 7.1.7.2.1 - UL-SCH Transport Block Size selection / DCI format 0
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092578
	0251
	-
	GCF priority 2: New MAC test case: 7.1.6.1 DRX Operation / (short cycle not configured) /Parameters configured by RRC (radio resource configuration)
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092579
	0252
	-
	GCF Priority 2 - New RRC part1 TC 8.1.3.8 RRC Connection Release: redirection from E-UTRAN to GERAN
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092580
	0253
	-
	GCF Priority 2 - Update of test case 8.2.1.3
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092583
	0254
	-
	GCF Priority 2: Attach Procedure / Success (last visited TAI, TAI list and equivalent PLMN list handling) 9.2.1.1.1a
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092584
	0255
	-
	GCF Priority 1 - Update of test case 8.2.1.1
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092589
	0256
	-
	GCF Priority 2 - Addition of new EMM test case 9.3.1.7a
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092593
	0257
	-
	GCF priority 2 - Update of 9.2.1.1.15 Attach / rejected / roaming not allowed in this tracking area
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092595
	0258
	-
	GCF Priority 1:Corrections to MAC test case 7.1.1.1
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092596
	0259
	-
	GCF Priority 1:Corrections to MAC test case 7.1.4.12
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092597
	0260
	-
	GCF Priority 1 - Update to test case 8.2.4.1
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092700
	0261
	-
	GCF Priority 2 - Addition of new test case 8.3.2.1
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092701
	0262
	-
	GCF Priority-1: Correction to 9.2.3.1.1 'Normal tracking area update / accepted'
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092702
	0263
	-
	GCF Priority-1: Correction to 9.2.3.1.5'Periodic tracking area update / accepted'
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092703
	0264
	-
	GCF Priority 2 - Addition of E-UTRAN test case 6.1.2.7 for Cell reselection: Equivalent PLMN
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092706
	0265
	-
	GCF Priority 1 - Update to RRC test cases
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092712
	0266
	-
	GCF Priority 2: New MAC test case 7.1.4.14
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092713
	0267
	-
	GCF Priority 2 - Update to test case 8.1.2.5
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092714
	0268
	-
	GCF Priority 2 - Update to test case 8.1.2.7
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092715
	0269
	-
	GCF Priority 2 - Addition of RRC test case 8.3.2.6
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092716
	0270
	-
	GCF Priority 1 - Update of E-UTRA MAC test case 7.1.4.7
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092717
	0271
	-
	GCF Priority 1 - New E-UTRA MAC test case 7.1.7.1.4 - DL-SCH Transport Block Size selection / DCI format 1A / RA type 2 / Distributed VRB
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092718
	0272
	-
	GCF Priority 1 - New E-UTRA MAC test case 7.1.7.1.3 - DL-SCH Transport Block Size selection / DCI format 1A / RA type 2 / Localised VRB
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092730
	0273
	-
	GCF priority 2: New MAC test case: 7.1.6.2 DRX Operation / Parameters (short cycle not configured) / DRX command MAC control element reception
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092731
	0274
	-
	GCF Priority 2 - Updates to E-UTRAN Idle Mode test case 6.1.2.9
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092732
	0275
	-
	GCF Priority 2 - Updates to E-UTRAN Idle Mode test case 6.1.2.8
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092741
	0276
	-
	GCF Priority 1 - Update to idle mode test cases
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092751
	0277
	-
	Addition of new idle mode test case for ignoring CSG cells in cell selection when Allowed CSG list is empty or not supported
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092752
	0278
	-
	GCF Priority 2: New idle mode test case 6.2.3.1
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092755
	0279
	-
	GCF Priority 2 - Update to test case 8.3.1.10
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092756
	0280
	-
	GCF Priority 2 - Update to test case 8.3.2.3
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092758
	0281
	-
	GCF Priority 2 - Updates to E-UTRAN test case 6.1.1.1
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092760
	0282
	-
	GCF Priority 2: New idle mode test case 6.2.3.2
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092761
	0283
	-
	Move common test procedure from sections 6.0.1, 6.0.2, 6.0.3 to TS 36.508
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092762
	0284
	-
	Batch 2 - Addition of new RRC test case 8.3.2.7
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092763
	0285
	-
	Batch 2 - Addition of new RRC test case 8.3.2.8
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092764
	0286
	-
	LTE-SIG:TDD related updates in MAC sections
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092768
	0287
	-
	GCF Priority-1: Correction to 9.2.2.2.1 'NW initiated detach / re-attach required'
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092784
	0288
	-
	GCF Priority 2 -  Update to test case 8.3.1.9
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092483
	0289
	-
	GCF Priority 1:Corrections to MAC test case 7.1.2.4
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092528
	0290
	4
	GCF Priority 1 - Update of E-UTRA MAC test case 7.1.2.3
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092785
	0291
	-
	GCF priority 2: A/Gb mode READY state to S1 mode cell reselection and E-UTRAN - GERAN RAU (9.2.3.4.1, 9.2.3.4.2)
	8.1.0
	8.2.0

	2009-05
	RAN#44
	R5-092786
	0292
	-
	GCF Priority 2 - Update of TC 9.2.1.1.14 Attach / rejected / tracking area not allowed
	8.1.0
	8.2.0

	-
	-
	-
	-
	-
	Editorial corrections and split into sections
	8.2.0
	8.2.1

	2009-09
	RAN#45
	R5-094075
	0293
	-
	GCF Priority 1 - Update of MAC test case 7.1.2.6
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094076
	0294
	-
	GCF Priority 1 - Update of MAC test case 7.1.3.1
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094078
	0295
	-
	GCF Priority 1 - Update of MAC test case 7.1.3.3
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094079
	0296
	-
	GCF Priority 1 - Update of MAC test case 7.1.3.4
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094080
	0297
	-
	GCF Priority 1 - Update of MAC test case 7.1.3.5
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094081
	0298
	-
	GCF Priority 1 - Update of MAC test case 7.1.3.6
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094082
	0299
	-
	GCF Priority 1 - Update of MAC test case 7.1.3.7
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094083
	0300
	-
	GCF Priority 1 - Update of MAC test case 7.1.4.1
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094085
	0301
	-
	GCF Priority 1 - Update of MAC test case 7.1.4.6
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094086
	0302
	-
	GCF Priority 1 - Update of MAC test case 7.1.4.7
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094087
	0303
	-
	GCF Priority 1 - Update of MAC test case 7.1.4.8
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094088
	0304
	-
	GCF Priority 1 - Update of MAC test case 7.1.4.11
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094089
	0305
	-
	GCF Priority 1 - Update of MAC test case 7.1.4.13
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094090
	0306
	-
	GCF Priority 1 - Update of MAC test case 7.1.4.15
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094091
	0307
	-
	GCF Priority 1 - Update of PDCP test case 7.3.1.1
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094092
	0308
	-
	GCF Priority 1 - Update of RRC test case 8.2.1.1
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094093
	0309
	-
	GCF Priority 2 - Update of MAC test case 7.1.4.16
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094094
	0310
	-
	GCF Priority 2 - Update of Idle Mode test case 6.1.2.3
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094095
	0311
	-
	GCF Priority 2 - Update of RRC test case 8.1.3.4
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094096
	0312
	-
	GCF Priority 2 - Update of RRC test case 8.1.3.6
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094101
	0313
	-
	GCF Priority 2 - Addition of new test case 10.7.1
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094102
	0314
	-
	GCF Priority 2 - Addition of new test case 10.7.2
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094114
	0315
	-
	Addition of new test case 6.2.2.5
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094121
	0316
	-
	GCF Priority 2 - Update to test case 8.3.1.9
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094122
	0317
	-
	Remove TC 8.4.1.8 from TS 36.523-1
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094124
	0318
	-
	GCF Priority 2 - Addition of new test case 8.4.2.4
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094187
	0319
	-
	GCF Priority 2 - New EMM TC 9.1.4.2
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094189
	0320
	-
	GCF Priority 2 - Removal of EMM TC 9.1.2.2
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094195
	0321
	-
	GCF Priority 1 - Update of MAC test case 7.1.4.10
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094196
	0322
	-
	GCF Priority 2 - Update of RLC test case 7.2.3.21
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094201
	0323
	-
	GCF Priority 2 - Update of RRC test case 8.3.2.6
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094202
	0324
	-
	GCF Priority 2 - Add new RRC test case 8.4.1.2
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094203
	0325
	-
	GCF Priority 2 - Add new RRC test case 8.4.1.4
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094205
	0326
	-
	GCF Priority 3 - Remove RRC test case 8.1.3.3
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094284
	0327
	-
	Removal of the GUTI reallocation procedures test cases
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094289
	0328
	-
	GCF Priority 2 - TDD formulation update in 7.1.6.1 DRX Operation / (short cycle not configured) /Parameters configured by RRC (radio resource configuration)
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094290
	0329
	-
	GCF Priority 2 - TDD formulation update in 7.1.6.2 DRX Operation / Parameters (short cycle not configured) / DRX command MAC control element reception
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094366
	0330
	-
	GCF Priority 2 - Corrections to E-UTRAN test case 6.1.1.1
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094369
	0331
	-
	GCF Priority 2 - Updates to E-UTRAN test case 6.1.2.7
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094372
	0332
	-
	GCF Priority 2 - Corrections to E-UTRAN test cases 6.1.2.8 and 6.1.2.9
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094387
	0333
	-
	GCF Priority 2 - Update to test case 9.2.2.1.6
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094392
	0334
	-
	GCF Priority 2 - Correction of discard timer value to be consistent with test tolerances
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094399
	0335
	-
	GCF Priority 2 - Addition new test case 6.2.3.3
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094426
	0336
	-
	GCF Priority 1 - Corrections to MAC test case 7.1.4.6
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094428
	0337
	-
	GCF Priority 1 - Corrections to MAC test case 7.1.4.10
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094432
	0338
	-
	GCF Priority 2 - Corrections to MAC test case 7.1.4.16
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094520
	0339
	-
	GCF Priority 2 - Update of RRC test case 8.3.1.1
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094521
	0340
	-
	GCF Priority 2 - Update of RRC test case 8.3.1.3
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094523
	0341
	-
	GCF Priority 2 - Update of RRC test case 8.3.1.5
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094525
	0342
	-
	GCF Priority 1 - Update of RRC test case 8.3.3.1
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094577
	0343
	-
	GCF Priority 1 - Update of EMM part TC 9.1.3.1 NAS security mode command accepted by the UE
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094627
	0344
	-
	GCF Priority 2 - Update of MAC TC 7.1.3.2 DL SPS
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094628
	0345
	-
	GCF Priority 2 - Update of MAC TC 7.1.4.2 UL SPS
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094629
	0346
	-
	GCF Priority 1 - Corrections to MAC test case 7.1.3.9
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094635
	0347
	-
	GCF Priority 1 - Correction to E-UTRAN RLC test case 7.2.3.1
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094636
	0348
	-
	GCF Priority 1 - Adding Test Coverage for Verification of UE setting of the RRC Establishment Cause in EMM test case 9.2.1.1.1
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094660
	0349
	-
	GCF Priority 2 - Update of MAC test case 7.1.4.3
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094662
	0350
	-
	GCF Priority 1 - Corrections to RLC section
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094664
	0351
	-
	GCF Priority 1 - Update of RLC test case 7.2.3.9
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094666
	0352
	-
	GCF Priority 2 - Addition of new EMM test case 9.2.3.3.5
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094674
	0353
	-
	GCF Priority 2 - Update of RRC test case 8.3.2.8
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094676
	0354
	-
	GCF Priority 3 - Update of RRC test case 8.3.2.9
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094707
	0355
	-
	GCF Priority 1 - Correction to E-UTRAN MAC test case 7.1.2.3
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094762
	0356
	-
	GCF Priority 2 - Update of RRC test case 6.2.2.3
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094776
	0357
	-
	GCF Priority 2 - Update of RRC test case 6.2.3.7
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094788
	0358
	-
	GCF Priority 2 - Update of RRC test case 6.2.3.8
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094798
	0359
	-
	GCF Priority 2 - Update of RRC test case 8.1.3.9
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094814
	0360
	-
	GCF Priority 2 - Update of RRC test case 8.1.3.10
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094817
	0361
	-
	GCF Priority 2 - Update of RRC test case 8.3.2.7
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094823
	0362
	-
	GCF Priority 2 - Update of RRC test case 8.3.2.8
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094833
	0363
	-
	GCF Priority 2 - Correction of EMM TC 9.2.1.1.9 Attach / rejected / IMSI invalid
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094866
	0364
	2
	GCF Priority 1: Corrections to E-UTRA MAC test case 7.1.7.1.1
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094867
	0365
	2
	GCF Priority 1: Corrections to E-UTRA MAC test case 7.1.7.1.2
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094868
	0366
	2
	GCF Priority 1: Corrections to E-UTRA MAC test case 7.1.7.1.3
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094869
	0367
	2
	GCF Priority 1: Corrections to E-UTRA MAC test case 7.1.7.1.4
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-094876
	0368
	-
	GCF Priority 1 - Correction to E-UTRAN RLC test case 7.2.3.2
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095004
	0369
	-
	GCF Priority 2 - Update of 9.1.2.4
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095005
	0370
	-
	GCF Priority 2 - Update of 9.1.2.5
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095008
	0371
	-
	GCF Priority 2 - Update of MAC TC 7.1.4.14 TTI Bundling
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095028
	0372
	-
	GCF Priority 1 - Various corrections to RLC section of 36.523-1
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095032
	0373
	-
	GCF Priority 2 - Addition of new SMS over SGs test case 11.1.1
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095036
	0374
	-
	GCF Priority 2 - Correction to 9.2.2.2.2 NW initiated detach / IMSI detach
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095037
	0375
	-
	GCF Priority 2 - Correction of PDCP status report
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095038
	0376
	-
	GCF Priority 2 - Correction of PDCP handover test procedure
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095041
	0377
	-
	GCF Priority 2 - Update of 9.1.2.3
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095065
	0378
	-
	GCF Priority 2 - Adding Test Coverage for Verification of UE setting of the RRC Establishment Cause in EMM test case 9.2.2.1.1
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095066
	0379
	-
	GCF Priority 1 - Adding Test Coverage for Verification of UE setting of the RRC Establishment Cause in EMM test case 9.3.1.1
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095067
	0380
	-
	GCF Priority 1 - Adding Test Coverage for Verification of UE setting of the RRC Establishment Cause in EMM test case 9.3.1.2
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095069
	0381
	-
	GCF Priority 2 - Adding Test Coverage for Verification of UE setting of the RRC Establishment Cause in EMM test case 9.3.1.3
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095070
	0382
	-
	GCF Priority 2 - Adding Test Coverage for Verification of UE setting of the RRC Establishment Cause in EMM test case 9.3.2.2
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095073
	0383
	-
	GCF Priority 2 - Update of EMM test case 9.3.1.7a
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095075
	0384
	-
	GCF Priority 1 - Corrections to MAC test case 7.1.4.1
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095076
	0385
	-
	GCF Priority 1 - Corrections to MAC test case 7.1.4.8
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095077
	0386
	-
	GCF Priority 1 - Corrections to MAC test case 7.1.4.13
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095078
	0387
	-
	GCF Priority 1 - Corrections to MAC test case 7.1.4.5
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095086
	0388
	-
	GCF Priority 1 - Various corrections to RLC section of 36.523-1
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095087
	0389
	-
	GCF Priority 2 - New EMM TC 9.3.1.7
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095088
	0390
	-
	GCF Priority 1 - Update to test case 9.2.1.1.2
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095089
	0391
	-
	Update to GCF Priority 2 test case 9.2.1.1.7
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095090
	0392
	-
	GCF Priority 2 - Update to test case 9.2.2.1.1
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095094
	0393
	-
	Update to preamble in L2 UM test cases
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095097
	0394
	-
	Add reference to test procedure for Idle Mode section
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095103
	0395
	-
	GCF Priority 1 - Update of MAC part TC 7.1.2.1
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095104
	0396
	-
	GCF Priority 1 - Corrections to MAC test case 7.1.4.11
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095105
	0397
	-
	Addition new test case 6.2.3.13
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095109
	0398
	-
	GCF Priority 1 - Update of 9.1.2.1
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095110
	0399
	-
	GCF Priority 1 - Correction to E-UTRAN MAC test case 7.1.3.1
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095112
	0400
	-
	GCF Priority 2 - Correction of EMM TC 9.2.1.1.12 Attach / rejected / EPS services not allowed
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095113
	0401
	-
	GCF Priority 2 - Corrections to test case 9.2.1.1.13 Attach / rejected / PLMN not allowed
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095116
	0402
	-
	GCF Priority 2 - Correction of EMM 9.2.1.1.17 TC Attach / rejected / no suitable cells in tracking area
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095118
	0403
	-
	GCF Priority 3 - Correction to EMM TC 9.2.1.2.3 Combined attach procedure / Success / EPS services only / MSC temporarily not reachable
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095120
	0404
	-
	GCF Priority 1 - Various corrections to other section of 36.523-1
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095121
	0405
	-
	GCF Priority 1 - Various corrections to RRC Part1 section of 36.523-1
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095125
	0406
	-
	GCF Priority 1 - Update of MAC TC 7.1.4.4 SR
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095126
	0407
	-
	GCF Priority 1 - Update of 9.3.2.1
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095127
	0408
	-
	Priority 2 - Update of test case 6.2.2.1
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095131
	0409
	2
	GCF Priority 1 - Addition of new Multi-layer Procedures test case 13.1.1
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095132
	0410
	2
	GCF Priority 1 - Addition of new Multi-layer Procedures test case 13.2.1
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095133
	0411
	-
	GCF Priority 1 - Correction to E-UTRAN RLC test case 7.2.3.5
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095135
	0412
	-
	GCF Priority 2 - Update of cell reselection test case 6.1.2.15
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095136
	0413
	-
	GCF Priority 2 - Update of PDCP test case handover / In-order delivery and duplicate elimination in the downlink
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095139
	0414
	-
	GCF Priority 2 - Addition of test case 11.1.3 MO-SMS over SGs in idle mode
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095140
	0415
	-
	GCF Priority 2 - Correction to 9.2.3.1.2 Normal tracking area update / accepted / 'Active' flag set
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095141
	0416
	-
	GCF Priority 2 - Correction of TC 9.2.1.1.14 Attach / rejected / tracking area not allowed
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095148
	0417
	-
	GCF Priority 2 - Correction of EMM TC 9.2.1.1.15 Attach / rejected / roaming not allowed in this tracking area
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095149
	0418
	-
	GCF Priority 2 - Addition of new test case 9.2.3.3.6 for E-UTRAN RRC connection failure / reselection of UTRAN cell / NAS signaling to release old S1 interface connection
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095150
	0419
	-
	GCF Priority 2 - Update to test case 10.8.1
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095151
	0420
	-
	GCF Priority 2 - Addition of new SMS over SGs test case 11.1.2
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095161
	0421
	-
	GCF Priority 1 - Various corrections to Idle Mode section of 36.523-1
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095164
	0422
	-
	GCF Priority 1 - Update of E-UTRA MAC test case 7.1.2.4
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095172
	0423
	-
	GCF Priority 4 - New TC 8.1.3.7 RRC Connection Release: redirection from UTRAN to E-UTRAN
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095173
	0424
	1
	GCF Priority 3 - Update to test case 9.2.2.1.2
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095175
	0425
	1
	GCF Priority 3 - Correction to 9.2.1.2.1 ''Combined attach procedure / Success / EPS and non-EPS services''
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095177
	0426
	-
	GCF Priority 3 - CR to EMM TC 9.2.1.1.19 Attach / Abnormal case / Failure due to non integrity protection
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095178
	0427
	-
	GCF Priority 3 - New EMM TC 9.2.3.2.1a Combined tracking area update / successful / check of last visited TAI and handling of TAI list, LAI and TMSI
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095179
	0428
	-
	GCF Priority 3 - Addition of new test case 6.2.2.4
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095188
	0429
	3
	GCF Priority 1: Corrections to E-UTRA MAC test case 7.1.7.2.1
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095207
	0430
	-
	GCF Priority 2 - Addition of new test case 8.4.2.2
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095208
	0431
	-
	GCF Priority 1 - Corrections to RLC test case 7.2.3.7
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095217
	0432
	-
	GCF Priority 1 - Corrections to PDCP test cases 7.5.3.2 and 7.5.3.3
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095219
	0433
	-
	GCF Priority 1 - Various corrections to RRC Part2 section of 36.523-1
	8.2.1
	8.3.0

	2009-09
	RAN#45
	R5-095220
	0434
	-
	GCF Priority 1 - Various corrections to RRC Part 3 section of 36.523-1
	8.2.1
	8.3.0

	2009-10
	-
	-
	-
	-
	Minor CR 414 implementation corrections
	8.3.0
	8.3.1

	2009-10
	-
	-
	-
	-
	Minor CR 354 implementation corrections
	8.3.1
	8.3.2

	2009-11
	GERAN#44
	GP-092405
	0435
	-
	Addition of new Test Case 6.2.3.21
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-095444
	0436
	-
	Removal of TC 8.1.2.10 from TS 36.523-1
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-095446
	0437
	-
	GCF Priority 1 - Various corrections to RRC Part 2 section of 36.523-1
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-095447
	0438
	-
	Removal of TC 8.2.1.2 from TS 36.523-1
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-095448
	0439
	-
	Removal of TC 8.2.1.4 from TS 36.523-1
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-095450
	0440
	-
	GCF Priority 2 - Update to test case 8.2.4.5
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-095451
	0441
	-
	GCF Priority 3 - Update to test case 8.2.4.9
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-095462
	0442
	-
	GCF Priority 3 - Addition of test case 9.2.3.1.9a
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-095467
	0443
	-
	GCF Priority 3 - Addition of test case 9.3.1.16
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-095505
	0444
	-
	GCF Priority 2 - Update test case 6.1.2.11
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-095507
	0445
	-
	GCF Priority 2 - Correction for Measurement test cases
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-095521
	0446
	-
	GCF Priority 1 - Update of RLC test case 7.2.3.14
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-095524
	0447
	-
	GCF Priority 2 - Update of EMM test case 9.2.3.3.5
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-095525
	0448
	-
	GCF Priority 2 - Update of EMM test case 9.3.1.7a
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-095597
	0449
	-
	GCF Priority 3 - Addition of E-UTRAN test case 8.3.1.11
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-095609
	0450
	-
	GCF Priority 1 - Update of EMM test  case 9.2.3.1.5
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-095621
	0451
	-
	GCF Priority 2 - Removal of TC 8.4.2.6
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-095774
	0452
	-
	GCF Priority 2 - Correction to test case 6.1.1.1
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-095783
	0453
	-
	GCF Priority 3 - Update to test case 9.2.1.1.25
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-095784
	0454
	-
	GCF Priority 2 - Update to test case 9.2.2.1.1
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-095785
	0455
	-
	GCF Priority 3 - Update to test case 9.2.2.1.2
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-095786
	0456
	-
	GCF Priority 2 - Update to test case 9.2.2.1.6
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-095795
	0457
	-
	Addition of new DSMIPv6 test case for Discovery of the Home Agent via DNS
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-095796
	0458
	-
	Addition of new DSMIPv6 test case for Security association establishment without Home Agent reallocation procedure
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-095802
	0459
	-
	GCF Priority 3 - Addition of new RRC test case 8.4.5.4
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-095803
	0460
	-
	GCF Priority 3 - Addition of new RRC test case 8.4.7.3
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-095804
	0461
	-
	GCF Priority 3 - Addition of new RRC test case 8.4.7.4
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-095884
	0462
	-
	GCF Priority 1 - Correction of TC 9.2.1.1.1 Attach Procedure / Success (valid GUTI)
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-095885
	0463
	-
	GCF Priority x - Proposed removal of TC 9.3.1.2 Service Request  initiated by UE for uplink signalling
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-095886
	0464
	-
	GCF Priority 2 - Proposed removal of TC 9.2.1.1.5  Attach Procedure / Success / ATTACH ACCEPT message includes the PDN address assigned to the UE
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-095901
	0465
	-
	GCF Priority 2 - Correction of TC 9.2.3.3.6 E-UTRAN RRC connection failure / reselection of UTRAN cell / NAS signaling to release old S1 interface connection
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-095937
	0466
	-
	GCF Priority 1 - Correction to E-UTRAN MAC test case 7.1.4.6
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-095963
	0467
	-
	GCF Priority 2 - Update of TC 9-1-2-5 for IP handling over U-plane
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-095972
	0468
	-
	GCF Priority 1 - Update of TC 9-1-2-1 for IP handling over U-plane
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-095976
	0469
	-
	GCF Priority 2 - Update of TC 9-3-1-7 for IP handling over U-plane
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-095979
	0470
	-
	GCF Priority 2 - Update of TC 9-1-2-4 for IP handling over U-plane
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-095980
	0471
	-
	GCF Priority 2 - Test Case 9.1.4.2 Clause title formatting error
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-095997
	0472
	-
	GCF Priority 2 - Correction to RRC test case 8.5.1.1
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096009
	0473
	-
	GCF Priority 1 - Correction to E-UTRAN MAC test case 7.2.3.5
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096024
	0474
	-
	GCF Priority 1: Cell number allignment in Test case 9.1.3.1
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096027
	0475
	-
	GCF Priority 2 - Cell number allignment in Test case 9.1.3.2
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096029
	0476
	-
	GCF Priority 2 - Cell number allignment in Test case 9.4.1
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096031
	0477
	-
	GCF Priority 2: Cell number allignment in Test case 9.4.3
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096034
	0478
	-
	GCF Priority 2: Correction to Test case 7.1.4.2
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096036
	0479
	-
	GCF Priority 2: Correction to Test case 7.1.4.14
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096149
	0480
	-
	GCF Priority 2 -  update test case 8.5.1.3
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096156
	0481
	-
	GCF Priority 2 - Update of RLC test case 7.2.3.13
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096160
	0482
	-
	GCF Priority 2 - Update of TC 9-1-2-3 for IP handling over U-plane
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096161
	0483
	-
	GCF Priority 1 and Priority 2- EMM Successful Attach consistent description
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096178
	0484
	-
	GCF Priority 2 - Correction test cases 8.3.2.1, 8.3.2.7
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096192
	0485
	-
	GCF Priority 1 - Various editorial corrections to RLC section
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096193
	0486
	-
	GCF Priority 1 - Update to Idle Mode test case 6.1.2.2
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096194
	0487
	-
	GCF Priority 2 - Updated to test case 6.1.2.6
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096196
	0488
	-
	GCF Priority 2 - Correction to test case 6.3.6
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096197
	0489
	-
	GCF Priority 2 - Correction to test case 6.1.2.7
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096401
	0490
	-
	GCF Priority 1 - Correction to E-UTRAN MAC test case 7.1.2.9
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096414
	0491
	-
	GCF Priority 2 & 3 - Correction to test cases 9.2.1.1.9 and 9.2.1.1.12
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096421
	0492
	-
	GCF Priority 1: Update of MAC TC 7.1.7.1.1 DL-SCH TBS selection/DCI format 1/RA type0
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096422
	0493
	-
	GCF Priority 1: Update of MAC TC 7.1.7.1.2 DL-SCH TBS selection/DCI format 1/RA type1
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096423
	0494
	-
	GCF Priority 1: Update of MAC TC 7.1.7.1.3 DL-SCH TBS selection/DCI format 1A/RA type2/Localized VRB
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096424
	0495
	-
	GCF Priority 1: Update of MAC TC 7.1.7.1.4 DL-SCH TBS selection/DCI format 1A/RA type2/Distributed VRB
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096425
	0496
	-
	GCF Priority 1: Update of MAC TC 7.1.7.2.1 UL-SCH TBS selection/DCI format 0
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096426
	0497
	1
	GCF Priority 1: Update of E-UTRA MAC test case 7.1.4.7
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096428
	0498
	-
	GCF Priority 1:  Update of E-UTRA MAC test case 7.1.3.7
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096429
	0499
	-
	GCF Priority 2 - Update to test case 9.2.1.1.7
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096435
	0500
	-
	GCF Priority 3: Introduction of a new EMM test case 9.2.3.1.6' Normal tracking area update / UE with ISR active moves to E-UTRAN '
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096436
	0501
	-
	GCF Priority 3: Introduction of 9.2.3.1.17 Normal tracking area update / rejected / Roaming not allowed in this tracking area
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096437
	0502
	-
	GCF Priority 3: Introduction of 9.2.3.1.18 Normal tracking area update / rejected / EPS services not allowed in this PLMN
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096443
	0503
	-
	GCF Priority 3: Addition of new test case 9.2.1.1.24:  Attach / Abnormal case / Change of cell into a new tracking area
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096444
	0504
	-
	GCF Priority 3: Addition of new test case 9.2.1.1.26:  Attach / Abnormal case / Detach procedure collision
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096445
	0505
	-
	GCF Priority 2: Correction to Test case 7.1.3.2
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096446
	0506
	-
	GCF Priority 1: Correction to EMM test case 9.3.1.1
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096451
	0507
	-
	GCF Priority 2 - Correction of test cases 9.2.1.1.9, 9.2.1.1.10, 9.2.1.1.11 Attach / rejected / IMSI invalid / Illegal UE / EPS and non-EPS services not allowed
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096452
	0508
	-
	GCF Priority 2 - Correction of TC 9.2.3.2.1 Combined tracking area update / successful
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096454
	0509
	-
	GCF Priority 2 - Correction of TC 9.2.3.3.1 First Iu mode to S1 mode intersystem change after attach: go to E-UTRAN RRC idle: RAU to UTRAN
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096459
	0510
	-
	Disabling PHR and periodic BSR for L2 test cases in 36.523-1
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096466
	0511
	-
	Correction of test case 6.1.2.13
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096467
	0512
	-
	GCF Priority 1 - Correction to E-UTRAN MAC test case 7.1.4.13
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096468
	0513
	-
	GCF Priority 1 - Correction to E-UTRAN MAC test case 7.1.4.10
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096470
	0514
	-
	GCF Priority 3 - Addition of E-UTRAN test case 8.3.3.3 for Measurement configuration control and reporting / SON / ANR: CGI reporting of GERAN cell
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096471
	0515
	-
	GCF Priority 3 - Addition of E-UTRAN test case 8.3.3.2 :Measurement configuration control and reporting / SON / ANR: CGI reporting of UTRAN cell
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096472
	0516
	-
	GCF Priority 1 - Update of Multi-layer Procedures part TC 13.1.1 Activation and deactivation of additional data radio bearer in E-UTRA
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096476
	0517
	-
	GCF Priority 3 - Update of RRC part TC 8.5.1.2 RRC Connection Re-establishment: Success (after Radio Link Failure)
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096479
	0518
	-
	GCF Priority 3 - Update of RRC test case 8.2.1.7
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096481
	0519
	-
	GCF Priority 1 - Update to test case 7.2.3.4
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096482
	0520
	-
	GCF Priority 1 - Correction of TC 8.5.4.1 UE capability transfer / Success
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096483
	0521
	-
	GCF Priority 1 - Update of PDCP test case 7.3.3.1 : Ciphering and Deciphering: Correct functionality of EPS AS encription algorithms (SNOW 3G)
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096484
	0522
	-
	GCF Priority 1: Correction to RRC test case 8.2.1.1
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096485
	0523
	-
	GCF Priority 1 - Update of EMM test case 9.2.3.1.1
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096487
	0524
	-
	GCF Priority 1 - Various corrections to Idle Mode section of 36.523-1
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096488
	0525
	-
	GCF Priority 2 - Update to test case 8.1.2.5
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096489
	0526
	-
	GCF Priority 2 - Update to test case 8.1.2.7
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096491
	0527
	-
	GCF Priority 2 - Various corrections to RRC Part 3 section of 36.523-1
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096492
	0528
	-
	GCF Priority 1 - Correction to E-UTRA DRB test case 12.2
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096493
	0529
	3
	GCF Priority 1 - Update of Multi-layer Procedures part TC 13.2.1 RRC Connection Reconfiguration: E-UTRA to E-UTRA
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096494
	0530
	-
	GCF Priority 1 - Update of applicabilty entry for DRB test case 12.3
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096495
	0531
	-
	GCF Priority 2 - Update of the test case 6.2.3.3
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096496
	0532
	-
	GCF Priority 2 - Update of Idle Mode Operations test case 6.1.2.5 Cell reselection for inter-band operation
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096497
	0533
	-
	GCF Priority 2 - Update of Idle Mode Operations test case 6.6.2.3.7
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096502
	0534
	-
	GCF Priority 2: Correction to the MAC DRX test cases preamble
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096505
	0535
	-
	GCF Priority 2 - Correction of TC 9.2.1.1.13 Attach / rejected / PLMN not allowed
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096506
	0536
	-
	GCF Priority 2 - Correction of TC 9.2.1.1.14 Attach / rejected / tracking area not allowed
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096507
	0537
	-
	GCF Priority 2 - Correction of TC 9.2.1.1.15 Attach / rejected / roaming not allowed in this tracking area
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096508
	0538
	-
	GCF Priority 3 - New TC 9.2.1.1.16 Attach / rejected /  EPS services not allowed in this PLMN
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096509
	0539
	-
	GCF Priority 2 - Correction of TC 9.2.1.1.17 Attach / rejected / no suitable cells in tracking area
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096510
	0540
	-
	GCF Priority 2 - Correction of TC 9.2.1.2.4 Combined attach procedure / Success / EPS services only / MSC temporarily not reachable
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096511
	0541
	-
	GCF Priority 2 - Correction of TC 10.2.1 Dedicated EPS bearer context activation / Success
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096512
	0542
	-
	GCF Priority 2 - Correction of TC 10.3.1 EPS bearer context modification / Success
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096514
	0543
	-
	GCF Priority 2 - Correction of TC 10.6.1 UE requested PDN disconnect procedure accepted by the network
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096605
	0544
	-
	GCF Priority 2 - Update of RRC test case 8.3.2.7 : Measurement configuration control and reporting / inter-RAT measurements: event B2 (measurement HRPD cells)
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096606
	0545
	-
	GCF Priority 2 - Update of RRC test case 8.3.2.6
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096610
	0546
	-
	GCF Priority 2 - Update of RRC test case 8.4.1.4
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096611
	0547
	-
	GCF Priority 2 - Update of RRC test case 8.4.1.2
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096612
	0548
	-
	GCF Priority 2 - Update to test case 8.4.2.2
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096613
	0549
	-
	GCF Priority 2 - Update to test case 8.4.2.4
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096615
	0550
	-
	GCF Priority 3 - Addition of test case 6.2.3.6
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096616
	0551
	-
	GCF Priority 3 - Update to test case 8.1.1.2
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096617
	0552
	-
	GCF Priority 3 - Addition of test case 8.2.4.4
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096618
	0553
	-
	GCF Priority 2 - Update to test case 8.1.3.5
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096619
	0554
	-
	GCF Priority 2: Updates to TAU/RAU procedure for inter-system cell re-selection between A/Gb and S1 modes
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096620
	0555
	-
	GCF Priority 2: Updates to Attach Procedure / Success (last visited TAI, TAI list and equivalent PLMN list handling)
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096621
	0556
	-
	GCF Priority 2 - Correction to TC 8.1.3.8
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096622
	0557
	-
	GCF Priority 3 - Update test case 8.3.1.4
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096627
	0558
	-
	GCF Priority 1 - Update of RRC test case 8.2.2.1
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096628
	0559
	-
	GCF Priority 1 - Update of RRC test case 8.2.2.2
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096629
	0560
	-
	GCF Priority 3 - Various corrections to EMM section of 36.523-1
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096630
	0561
	-
	GCF Priority 3 - Addition of new test case 9.2.1.2.5
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096631
	0562
	-
	GCF Priority 3 - Update to test case 9.2.1.2.6
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096632
	0563
	-
	GCF Priority 3 - Addition of test case 9.2.1.2.7
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096633
	0564
	-
	GCF Priority 3 - Addition of test case 9.2.1.2.11
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096634
	0565
	1
	GCF Priority 3 - Addition of test case 9.2.1.2.13
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096635
	0566
	-
	GCF Priority 3 - Addition of new test case 9.2.1.2.15
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096636
	0567
	-
	GCF Priority 3 - Addition of test cases 9.2.3.1.23 and 9.2.3.1.24
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096637
	0568
	-
	GCF Priority 3 - Addition of new test case 9.2.3.1.25
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096638
	0569
	-
	GCF Priority 3 - Addition of new test case 9.2.3.2.9
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096639
	0570
	-
	GCF Priority 3 - Update to test case 9.3.1.4
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096643
	0571
	-
	GCF Priority 1 - Update of RLC test case 7.2.3.9
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096645
	0572
	-
	GCF Priority 3 - Addition of new test case 8.3.3.4
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096646
	0573
	-
	GCF Priority 3 - Addition of new test case 8.3.3.5
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096647
	0574
	-
	GCF Priority 3 - Addition of new  test case 10.7.3
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096648
	0575
	-
	GCF Priority 3 - Addition of new  test case 10.7.4
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096649
	0576
	-
	GCF Priority TBC - Addition of new  test case 10.7.5
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096650
	0577
	-
	GCF Priority 3 - Addition of new  test case 10.8.2
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096651
	0578
	-
	GCF Priority 3 - Addition of new  test case 10.8.3
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096652
	0579
	-
	GCF Priority TBC - Addition of new  test case 10.8.4
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096653
	0580
	-
	GCF Priority 3 - Addition of new  test case 10.8.5
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096654
	0581
	-
	GCF Priority 3 - Addition of new  test case 10.8.6
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096655
	0582
	-
	GCF Priority 3 - Addition of new test case 10.8.7
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096656
	0583
	-
	GCF Priority 2 - Correction of TC 10.5.1 UE requested PDN connectivity procedure accepted by the network
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096657
	0584
	-
	GCF Priority 2 - Addition of test case 11.1.4 MO-SMS over SGs in active mode
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096658
	0585
	-
	GCF Priority 2 - Correction of TC 10.4.1 EPS bearer context deactivation / Success
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096660
	0586
	-
	GCF Priority 3 - Addition of EMM test case 9.1.2.6
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096661
	0587
	-
	GCF Priority 3 - Addition of new EMM test case 9.1.5.2
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096662
	0588
	-
	GCF Priority 3 - Addition of new EMM test case 9.2.1.1.18
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096663
	0589
	-
	GCF Priority 3 - Addition of EMM test case 9.2.1.2.12
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096665
	0590
	-
	GCF Priority 3 - Addition of EMM test case 9.2.2.2.14
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096666
	0591
	-
	GCF Priority 3 - Addition of EMM test case 9.2.3.1.26
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096667
	0592
	-
	GCF Priority 3 - Addition of EMM test case 9.2.3.1.27
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096668
	0593
	-
	GCF Priority 3 - Addition of EMM test case 9.2.3.1.28
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096669
	0594
	-
	GCF Priority 3 - Addition of EMM test case 9.3.1.15
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096670
	0595
	-
	GCF Priority 3 - Addition of new test case 9.3.1.17
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096671
	0596
	-
	GCF Priority 3 - Correction of TC 9.2.1.2.2 Combined attach procedure / Success / EPS services only  / IMSI unknown in HSS
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096672
	0597
	-
	GCF Priority 3 - Correction of TC 9.2.1.2.3 Combined attach procedure / Success / EPS services only / MSC temporarily not reachable
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096673
	0598
	-
	GCF Priority 3: Introduction of 9.2.3.1.19 Normal tracking area update / rejected / No Suitable Cells in tracking Area
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096692
	0599
	-
	GCF Priority 3 - Update of E-UTRAN test case 9.2.1.1.20
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096693
	0600
	-
	GCF Priority 3 - Correction of TC 9.2.1.1.19 Attach / Abnormal case / Failure due to non integrity protection
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096694
	0601
	-
	GCF Priority 3: Addition of new test case 9.2.1.1.21:  Attach / Abnormal case / success after several attempts due to no network response
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096695
	0602
	-
	GCF Priority 3: Addition of new test case 9.2.1.1.22: : Attach / Abnormal case / unssuccesful attach after 5 attempts
	8.3.2
	8.4.0

	2009-12
	RAN#46
	R5-096697
	0603
	1
	GCF Priority 3 - Addition of test case 13.3.1.1
	8.3.2
	8.4.0

	2010-03
	RAN#47
	R5-100058
	0604
	-
	Addition of new DSMIPv6 test case for Registration of a new IPv6 CoA (Binding Update/Acknowledgment procedure in IPv6 network)
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100059
	0605
	-
	Addition of new DSMIPv6 test case for Re-registration of IPv6 CoA
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100060
	0606
	-
	Addition of new DSMIPv6 test case for Return to home link
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100061
	0607
	-
	Addition of new DSMIPv6 test case for Dual-Stack Mobile IPv6 detach in IPv6 network
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100089
	0608
	-
	GCF priority 2 - Correction of test case 10.5.1 for UE requested PDN connectivity accepted by the network
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100096
	0609
	-
	GCF priority 3 - Correction of test case 9.2.1.2.2 for Combined attach procedure / Success / EPS services only / IMSI unknown in HSS
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100100
	0610
	-
	GCF priority 2: correction of test case 9.2.3.3.1 First Iu mode to S1 mode intersystem change after attach: go to E-UTRAN RRC idle: RAU to UTRAN
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100173
	0611
	-
	Update of test case 9.2.3.1.28
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100175
	0612
	-
	Update of test case 9.1.5.2
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100176
	0613
	-
	Update of test case 9.1.2.6
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100182
	0614
	-
	Priority 2-Update of the case 6.2.2.1
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100242
	0615
	-
	GCF Priority 1: Update of MAC TC 7.1.2.3
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100263
	0616
	-
	Correcction to MAC TBS selection TCs not to use RS power boosting
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100270
	0617
	-
	GCF Priority 1 - Update to test case 7.2.2.9
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100271
	0618
	-
	GCF Priority 3 - Update to test case 8.1.1.2
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100274
	0619
	-
	GCF Priority 2 - Update to test case 8.2.4.2
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100275
	0620
	-
	GCF Priority 3 - Update to test case 8.2.4.4
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100276
	0621
	-
	GCF Priority 2 - Update to test case 8.2.4.5
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100277
	0622
	-
	GCF Priority 2 - Update to test case 8.2.4.6
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100278
	0623
	-
	GCF Priority 2 - Update to test case 8.2.4.7
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100279
	0624
	-
	GCF Priority 3 - Update to test case 8.2.4.9
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100281
	0625
	-
	GCF Priority 2 - Update to test case 8.3.1.9
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100283
	0626
	-
	GCF Priority 2 - Update to test case 8.3.2.3
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100284
	0627
	-
	GCF Priority 2 - Update to test case 8.4.2.2
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100285
	0628
	-
	GCF Priority 2 - Update to test case 8.4.2.4
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100287
	0629
	-
	GCF Priority 3 - Update to test case 9.2.1.2.5
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100288
	0630
	-
	GCF Priority 3 - Update to test case 9.2.1.2.6
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100289
	0631
	-
	GCF Priority 3 - Update to test case 9.2.1.2.7
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100290
	0632
	-
	GCF Priority 3 - Update to test case 9.2.1.2.8
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100293
	0633
	-
	GCF Priority 3 - Update to test case 9.2.3.2.9
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100294
	0634
	-
	GCF Priority 3 - Update to test case 9.3.1.4
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100383
	0635
	-
	GCF Priority 1- Update of  MAC test cases 7.1.4.6, 7.1.4.7, 7.1.4.8
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100415
	0636
	-
	GCF Priority 2 - Correction to remark in 6.2.2.1, 6.2.2.2 and 6.2.3.2
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100416
	0637
	-
	GCF Priority 2 - Correction to test case 6.1.2.6
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100443
	0638
	-
	GCF Priority 2: Update to test case 9.2.3.1.4
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100462
	0639
	-
	Correction of test case 8.3.1.3
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100467
	0640
	-
	Addition of new DSMIPv6 test case for Registration of a new IPv4 CoA (Binding Update/Acknowledgment procedure in IPv4 network)
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100468
	0641
	-
	Addition of new DSMIPv6 test case for Re-registration of IPv4 CoA
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100469
	0642
	-
	Addition of new DSMIPv6 test case for Dual-Stack Mobile IPv6 detach in IPv4 network
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100470
	0643
	-
	GCF Priority 2 - Update to P2 EMM test case 9.2.2.1.1
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100471
	0644
	-
	Update to P3 EMM test case 9.2.2.1.2
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100472
	0645
	-
	GCF Priority 2 - Update to P2 EMM test case 9.2.2.1.6
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100475
	0646
	-
	Removal of TC 10.5.2
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100488
	0647
	-
	GCF priority 1 - Update of RRC test case 8.2.2.1
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100489
	0648
	-
	GCF priority 1 - Update of RRC test case 8.2.2.2
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100492
	0649
	-
	GCF priority 1 - Update of RRC test case 8.2.3.1
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100500
	0650
	-
	GCF Priority 1: Clarification to UE initial state for test case 7.1.2.6
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100501
	0651
	-
	GCF Priority 2 - Clarification to UE initial state
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100537
	0652
	-
	GCF Priority 1 - Correction to E-UTRA RLC test case 7.2.3.21
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100577
	0653
	-
	GCF Priority 1 - Correction to E-UTRAN MAC test case 7.1.2.3
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100582
	0654
	-
	GCF Priority 1 - Correction to E-UTRAN MAC test case 7.1.4.7
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100592
	0655
	-
	GCF Priority 3 - Correction to P3 EMM test case 9.2.1.2.12
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100625
	0656
	-
	GCF Priority 1: Corrections to E-UTRA MAC test case 7.1.7.1.1
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100638
	0657
	-
	GCF Priority 1 - Update of RLC test case 7.2.2.5.2
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100639
	0658
	-
	GCF Priority 1 - Update of RLC test case 7.2.2.6
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100642
	0659
	-
	GCF Priority 1 - Update of RLC test case 7.2.2.7
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100651
	0660
	-
	GCF Priority 1 - Update of RLC test case 7.2.3.2
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100652
	0661
	-
	GCF Priority 1 - Update of RLC test case 7.2.3.3
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100657
	0662
	-
	GCF Priority 1 - Update of RLC test case 7.2.3.5
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100659
	0663
	-
	GCF Priority 1 - Update of RLC test case 7.2.3.6
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100671
	0664
	-
	GCF Priority 1: Corrections to E-UTRA MAC test case 7.1.7.1.2
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100676
	0665
	-
	GCF Priority 1: Corrections to E-UTRA MAC test case 7.1.7.1.3
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100738
	0666
	-
	Priority 2 - Incorrect ATTACH procedure to UTRAN and GERAN cells
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100741
	0667
	-
	GCF Priority x - Clarification to E-UTRA Radio Bearer Tests section
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100742
	0668
	-
	Priority 3 - TC 9.2.3.1.15 Normal tracking area update / rejected / PLMN not allowed - problems with Test procedure sequence
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100745
	0669
	-
	GCF Priority 3 - Adding new TC 9.1.5.1 EMM Information Procedure
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-100777
	0670
	-
	GCF Priority 2 - Update of MAC test case 7.1.4.3
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101011
	0671
	-
	Priority ALL - Update of section 6 Idle Mode Operations to comply with RAN5 PRD13
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101012
	0672
	-
	Priority ALL - Update of section 9.1.x and 9.2.1.x to indicate on which cell events are to be observed in multi cell environment
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101013
	0673
	-
	GCF Priority 2 - Removal of test case 9.2.3.2.3
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101014
	0674
	-
	GCF Priority 2 - Update to test case 9.2.3.2.3
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101032
	0675
	2
	GCF Priority 2 - Correction of RRC test cases 8.3.1.3 and 8.3.1.5
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101033
	0676
	1
	GCF Priority 3 - Correction of RRC test cases 8.3.1.7 and 8.3.1.11
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101038
	0677
	-
	Correction of test case 6.2.3.13
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101039
	0678
	-
	Correction for Measurement related test cases
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101053
	0679
	-
	GCF priority 2 - Update of RRC test case 8.2.1.3
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101056
	0680
	-
	Priority ALL - Update of section 7 Layer 2 to comply with RAN5 PRD13
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101057
	0681
	-
	GCF Priority 1 - Various corrections to Idle Mode section 6.1 of 36.523-1
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101062
	0682
	-
	GCF Priority 1 - Correction to E-UTRAN PDPC test case 7.1.4.4
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101063
	0683
	-
	GCF Priority 1:Update of MAC TC 7.1.2.5
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101064
	0684
	-
	GCF Priority 1: Update of MAC TC 7.1.2.6
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101065
	0685
	-
	GCF Priority 1: Update of MAC TC 7.1.2.9
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101066
	0686
	-
	GCF Priority 1: Update of MAC TC 7.1.3.9
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101067
	0687
	-
	GCF Priority 1: Update of MAC TC 7.1.4.8
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101068
	0688
	-
	GCF Priority 1: Update of MAC TC 7.1.4.11
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101069
	0689
	-
	GCF Priority 3 - Corrections to TC 8.5.1.2 RRC Connection Re-establishment: Success (after Radio Link Failure)
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101070
	0690
	-
	GCF Priority 1 - Correction to E-UTRAN MAC test case 7.1.4.13
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101074
	0691
	-
	New priority 3 test case: Periodic Location Updating Procedure (PLU Timer handling, non-cell reselection to GERAN)
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101075
	0692
	-
	GCF Priority 3 - Addition of new test case 9.2.3.3.4
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101076
	0693
	-
	GCF Priority 1 - Correction to E-UTRAN MAC test case 7.1.3.4
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101077
	0694
	-
	GCF Priority 1: Update of MAC TC 7.1.4.15
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101078
	0695
	-
	GCF Priority 1 - Update of MAC Procedures part TC 7.1.2.2
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101079
	0696
	-
	GCF Priority 1 - Correction to MAC test case 7.1.4.10
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101081
	0697
	-
	GCF Priority 1 - Update to test case 8.2.4.1
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101082
	0698
	-
	GCF Priority 2 - Update to test case 8.3.1.8
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101083
	0699
	-
	GCF Priority 2 - Update to test case 8.3.1.10
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101084
	0700
	-
	GCF Priority 1: Corrections to E-UTRA MAC test case 7.1.7.1.4
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101085
	0701
	-
	GCF Priority 1 - Update of Acknowledged Mode Procedures part TC 7.2.3.15 AM RLC / Re-ordering of RLC PDU segments"
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101086
	0702
	-
	GCF Priority 1 - Update of RLC test case 7.2.3.14
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101087
	0703
	-
	GCF Priority 1 - Update of RLC test case 7.2.3.4
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101088
	0704
	-
	GCF Priority 1 - Update of RLC test case 7.2.3.1
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101089
	0705
	1
	GCF Priority 1 - Update of RLC test case 7.2.3.7
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101090
	0706
	2
	GCF Priority 1 - Update of RLC test case 7.2.3.18
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101092
	0707
	-
	GCF priority 2 - EPS bearer context ID values and RRC messages carrying ESM messages for EPS bearer context (de)activation and modification
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101093
	0708
	-
	GCF priority 3 - Small correction to TC 9.2.1.1.11 Attach / rejected / EPS services and non-EPS services not allowed
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101094
	0709
	-
	GCF priority 2 - Correction of test case 9.2.1.1.15 for Attach / rejected / roaming not allowed in this tracking area
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101098
	0710
	-
	GCF Priority 2 - Update test case 8.5.1.3
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101105
	0711
	-
	GCF priority 1 - Update of RRC test case 8.2.1.1
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101108
	0712
	-
	GCF Priority 2 - Correction to EUTRAN RLC test case 7.2.2.10
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101110
	0713
	-
	GCF priority 2 -  Correction of test case 9.2.1.2.4 for Successful combined attach procedure, EPS service only / CS domain not available
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101113
	0714
	-
	GCF Priority 1 - Correction to E-UTRA PDCP test case 7.3.4.1 and 7.3.4.2
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101114
	0715
	-
	GCF Priority 1 - Enhancement test case 8.1.2.1
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101117
	0716
	-
	GCF Priority 1 - Correction to EMM test cases to bring the UE to stable state at the end of expected sequence
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101118
	0717
	-
	GCF Priority 1 - Update of Multi-layer Procedures part TC 13.1.1 Activation and deactivation of additional data radio bearer in E-UTRA
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101119
	0718
	-
	GCF Priority 1 - Update of Multi-layer Procedures part TC 13.2.1 RRC Connection Reconfiguration: E-UTRA to E-UTRA
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101120
	0719
	-
	GCF Priority 2: Update of MAC TC 7.1.3.2
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101121
	0720
	-
	GCF Priority 1 - Correction to EPC test case 9.2.1.1.1
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101122
	0721
	-
	Priority 2 - section 9 alignment IP handling at wrong place - Missing security activation - Editorial changes
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101125
	0722
	-
	GCF Priority 1 - Correction to E-UTRAN RLC test case 7.2.3.15
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101126
	0723
	-
	GCF Priority 1 - Correction to E-UTRAN RLC test case 7.2.3.9
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101130
	0724
	-
	GCF Priority 1 - Correction of RRC test case 8.3.3.1
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101131
	0725
	1
	GCF Priority 1 - Correction to MAC test cases to bring the UE to stable state at the end of expected sequence
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101132
	0726
	-
	GCF Priority 1 - Correction to RRC test cases to bring the UE to stable state at the end of expected sequence
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101133
	0727
	-
	GCF Priority 2 - Update to test case 10.7.1
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101134
	0728
	-
	GCF Priority 2 - Update to test case 10.7.2
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101135
	0729
	-
	GCF Priority 2 - Update to test case 10.8.1
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101141
	0730
	-
	GCF Priority 4 - Addition of new RRC test case 8.4.7.1
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101142
	0731
	-
	GCF Priority 4 - Addition of new RRC test case 8.3.2.10
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101145
	0732
	-
	General note for test cases with statistical behaviour
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101148
	0733
	-
	GCF Priority 3 - Update to test case 10.7.3
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101149
	0734
	-
	GCF Priority 3 - Update to test case 10.7.4
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101151
	0735
	-
	GCF Priority 3 - Update to test case 10.8.2
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101152
	0736
	-
	GCF Priority 3 - Update to test case 10.8.3
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101154
	0737
	-
	GCF Priority 3 - Update to test case 10.8.5
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101155
	0738
	-
	GCF Priority 3 - Update to test case 10.8.6
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101156
	0739
	-
	GCF Priority 3 - Update to test case 10.8.7
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101158
	0740
	-
	GCF Priority 3: New PUSCH-Hopping test case 7.1.5.2:Predefined intra-TTI PUSCH hopping (N_sb=1)
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101160
	0741
	-
	GCF Priority 3: New PUSCH-Hopping test case 7.1.5.4: Predefined inter-TTI PUSCH hopping (N_sb=1)
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101162
	0742
	1
	GCF priority 3 - New test case 8.1.1.6 RRC / BCCH modification in connected mode
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101163
	0743
	-
	GCF Priority 3 - New TC 8.5.2.1 RRC Connection Reject: redirection from UTRAN to E-UTRAN
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101164
	0744
	-
	GCF Priority 3 - addition of new EMM test case 9.2.1.2.14
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101165
	0745
	-
	Update of test case 9.3.1.15
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101166
	0746
	-
	Update of test case 9.2.1.1.18
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101167
	0747
	-
	GCF Priority 3: Update to test case 9.2.3.1.6
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101168
	0748
	-
	GCF priority 3 - Correction of test case 10.5.3 for UE requested PDN connectivity procedure not accepted
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101169
	0749
	-
	GCF Priority 3 - Addition of new multi-layer test case 13.1.3
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101170
	0750
	-
	GCF Priority 3 - Addition of new test case 13.4.1.2
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101171
	0751
	-
	GCF Priority 3 - Update of Multi-layer Procedures part TC 13.3.1.1 Intra System Connection Reestablishment / Radio Link Recovery while T310 is running
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101172
	0752
	-
	GCF Priority 3 - update of test case 13.3.1.2
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101173
	0753
	-
	GCF Priority 2 : Correction to MAC test case 7.1.6.1
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101174
	0754
	-
	GCF Priority 2 : Correction to MAC test cases 7.1.6.2
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101175
	0755
	2
	GCF Priority 1 - Correction to E-UTRAN RLC test case 7.2.3.10
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101177
	0756
	-
	Update to GCF Priority 1 layer 2 UM test cases to increase the drx-Inactivity Timer to psf200
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101179
	0757
	-
	GCF Priority 1 - Enhancement and update to MAC test case 7.1.4.6
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101183
	0758
	-
	GCF Priority 1: Update of MAC TC 7.1.3.6
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101186
	0759
	-
	Update of test case and section titles
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101189
	0760
	-
	GCF Priority 2 - Update to test case 8.1.2.7
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101190
	0761
	-
	GCF Priority 2 - Update to test case 8.1.2.5
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101191
	0762
	-
	Corrections related to UE mode of operation and UE capability for CS fallback and SMS over SGs
	8.4.0
	8.5.0

	2010-03
	RAN#47
	R5-101192
	0763
	-
	GCF priority 3 - Correction of test case 10.6.2 for UE requested PDN disconnect procedure not accepted by the network
	8.4.0
	8.5.0

	2010-03
	GERAN#45
	GP-100543
	0605
	-
	Addition of new Test Case 6.2.3.22
	8.4.0
	8.5.0

	2010-03
	RAN#47
	-
	-
	-
	Moved to v9.0.0 with no change
	8.5.0
	9.0.0

	2010-05
	GERAN#46
	GP-100625
	0764
	-
	New Test case 6.2.3.28- Inter-RAT Cell Reselection from GPRS Packet_transfer to E-UTRA Cell (Network Assisted Cell Change)
	9.0.0
	9.1.0

	2010-05
	GERAN#46
	GP-100626
	0765
	-
	New Test Case 6.2.3.30 - Inter-RAT Cell Reselection failure from GPRS Packet transfer to E-UTRA  (Network Assisted Cell Change)
	9.0.0
	9.1.0

	2010-05
	GERAN#46
	GP-100649
	0766
	-
	New Test Case 6.2.2.6 - Inter-RAT Cell selection / From GSM_Idle/GPRS Packet_idle to E-UTRA_RRC_IDLE / Serving cell becomes non-suitable (ServingCell<0)
	9.0.0
	9.1.0

	2010-05
	GERAN#46
	GP-100650
	0767
	-
	New Test Case 6.2.2.7 - Inter-RAT Cell selection / From GSM_Idle/GPRS Packet_idle to E-UTRA_RRC_IDLE ,when the serving cell is barred.
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103077
	0768
	-
	GCF Priority 2 - Correction of Minimum Cell Configuration
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103086
	0769
	-
	GCF Priority 3: New TC 9.3.1.5 Service request / Rejected / Illegal ME
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103087
	0770
	-
	GCF Priority 1 - Correction to E-UTRAN MAC test case 7.1.2.3
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103088
	0771
	-
	GCF Priority 1 - Correction to MAC test case 7.1.4.10
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103089
	0772
	-
	GCF Priority 3 - Update of TC 9.1.5.1 EMM Information Procedure
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103090
	0773
	-
	GCF Priority 2 - Correction to TC 9.1.2.4 Authentication not accepted by the UE / MAC code failure
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103091
	0774
	-
	GCF Priority 2 - Correction to TC 9.1.2.5 Authentication not accepted by the UE / SQN failure
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103093
	0775
	-
	GCF Priority 2 - Correction of SIB in RRC TCs 8.4.2.2 and 8.4.2.4
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103130
	0776
	-
	GCF Priority 2 - Update to test case 6.1.2.6
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103131
	0777
	-
	GCF Priority 1 - Correction to PDSCH power allocation of MAC TBS selection TCs
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103132
	0778
	-
	GCF Priority 3 - Correction of test case 6.2.3.13
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103135
	0779
	-
	GCF Priority 4 - Addition of new test case 8.3.2.2
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103136
	0780
	-
	GCF Priority 4 - Update test case 8.3.2.4
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103137
	0781
	-
	GCF Priority 4 - Addition of new test case 8.3.2.5
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103139
	0782
	-
	GCF Priority 3 - Correction for test case 13.4.1.2
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103140
	0783
	-
	GCF Priority 3 - Addition of new test case 13.4.2.1
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103141
	0784
	-
	GCF Priority 2 - Update test case 6.1.2.11 & 6.1.2.15
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103144
	0785
	-
	GCF Priority 4 Addition of new test case 14.1
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103145
	0786
	-
	GCF Priority 4 Addition of new test case 14.2
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103157
	0787
	-
	GCF Priority 4: New MAC TBS test case 7.1.7.1.6:DCI format 2A / RA type 1
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103158
	0788
	-
	GCF Priority 4: New MAC TBS test case 7.1.7.1.5:DCI format 2A / RA type 0
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103159
	0789
	-
	GCF Priority 4: Correction to E-UTRA DRB test case 12.3.1
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103160
	0790
	-
	GCF Priority 4: Correction to E-UTRA DRB test case 12.3.2
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103161
	0791
	-
	GCF Priority 4: Correction to E-UTRA DRB test case 12.3.3
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103162
	0792
	-
	GCF Priority 4: Correction to E-UTRA DRB test case 12.3.4
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103163
	0793
	-
	GCF Priority 4: Correction to generic test procedure 12.1.2 for E-UTRA DRB MIMO test cases
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103228
	0794
	-
	GCF Priority 4: New PUSCH-Hopping test case 7.1.5.1: Inter-TTI PUSCH hopping by uplink grant
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103230
	0795
	-
	GCF Priority 4: New PUSCH-Hopping test case 7.1.5.3: Predefined intra-TTI PUSCH hopping (N_sb=2/3/4)
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103231
	0796
	-
	GCF Priority 4: New PUSCH-Hopping test case 7.1.5.5: Predefined inter-TTI PUSCH hopping (N_sb=2/3/4)
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103240
	0797
	-
	GCF Priority 2 - Update to test case 8.1.2.7
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103241
	0798
	-
	GCF Priority 3 - Update to test case 9.2.3.1.23
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103242
	0799
	-
	GCF Priority 1 - Clarification of the cells where the messages are observed in EMM test cases
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103243
	0800
	-
	GCF Priority 4 - Update to test case 10.7.5
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103244
	0801
	-
	GCF Priority 4 - Update to test case 10.8.4
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103246
	0802
	-
	Applicability of new TC 13.1.5
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103271
	0803
	-
	GCF Priority 3 - Update of RRC part TC 8.5.1.2 Radio link failure / T301 expiry
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103272
	0804
	-
	GCF Priority 3 - Addition of new EPS mobility management procedure test case 9.3.2.2a CS SERVICE NOTIFICATION / Connected mode
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103273
	0805
	-
	GCF Priority 3 - Update Multi-layer test cases 13.3.1.1
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103276
	0806
	-
	GCF Priority 2 - Correct the Test Purpose 2 of PDCP part TC 7.3.1.2 and 7.3.1.3
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103277
	0807
	-
	GCF Priority 1 - Correct PDCP part TC 7.3.1.1
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103278
	0808
	-
	GCF Priority 4 - Addition of new EPS mobility management procedure test case 9.2.3.2.7
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103302
	0809
	-
	GCF Priority 1: Correction to test case 7.1.3.9
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103303
	0810
	-
	GCF Priority 1: Correction to E-UTRA MAC test case 7.1.2.1
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103304
	0811
	-
	GCF Priority 1: Correction to EMM test case 9.2.3.1.1
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103307
	0812
	-
	GCF Priority 1: Correction to EMM test case 9.2.1.1.1
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103308
	0813
	-
	GCF Priority 1: Correction to EMM test case 9.2.2.2.1
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103313
	0814
	-
	GCF Priority 1: Correction to  EUTRA MAC test cases 7.1.7.1 test cases
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103321
	0815
	-
	GCF Priority 2: Correction to  EUTRA PDCP test case 7.3.6.1
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103323
	0816
	-
	GCF Priority 2: Correction to EUTRA RRC test case 8.5.1.5
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103327
	0817
	-
	GCF Priority 2: Correction to EPC test case 9.2.2.1.1
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103341
	0818
	-
	GCF Priority 2: Adding UE pre-conditions for UE to be configured for combined EPS/IMSI attach in 9.2.3.2.x combined TAU test cases
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103364
	0819
	-
	GCF Priority 2 - Correction to generic test procedure reference in Idle mode section
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103365
	0820
	-
	GCF Priority 2 - Correction to TC 8.1.3.7 RRC connection release / Redirection from UTRAN to E-UTRAN
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103367
	0821
	-
	GCF Priority 3 - Correction to TC 8.5.2.1 RRC Connection Reject / Redirection from UTRAN to E-UTRAN
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103394
	0822
	-
	GCF Priority 4 - New TC 9.3.1.18 Service Reject CSG not authorized
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103413
	0823
	-
	GCF Priority 4 - Addition of new test case 8.4.3.2
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103414
	0824
	-
	GCF Priority 4 - Addition of new test case 8.4.3.3
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103416
	0825
	-
	Priority 4 - Addition of test case 9.2.3.2.17
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103418
	0826
	-
	Priority 4 - Addition of new test case 9.2.3.2.4
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103419
	0827
	-
	Priority 4 - Addition of new test case 9.2.3.2.14
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103420
	0828
	-
	Priority 4 - Addition of new test case 9.2.3.2.8
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103421
	0829
	-
	Priority 3 - update of test case 9.2.2.2.14
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103456
	0830
	-
	GCF Priority 4 - New TC 9.2.3.3.2 Iu mode to S1 mode intersystem change / ISR is active / Expiry of T3312 in E-UTRAN or T3412 in UTRAN and further intersystem change
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103457
	0831
	-
	GCF Priority 4 - New test case 6.1.2.10 Cell reselection in shared network environment
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103458
	0832
	-
	GCF Priority 4 - New Test case 6.1.2.12 Cell reselection / Cell-specific reselection parameters provided by the network in a neighbouring cell list
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103459
	0833
	-
	GCF Priority 4 - addition of new test case 6.1.1.4: PLMN selection in shared network environment / Automatic mode
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103463
	0834
	-
	GCF Priority 3 - Addition of new EMM test case 9.2.2.1.7
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103464
	0835
	-
	GCF Priority 3 - Addition of new EMM test case 9.2.2.1.8
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103465
	0836
	-
	GCF Priority 3 - Addition of new EMM test case 9.2.2.1.9
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103486
	0837
	-
	GCF Priority 2 Correction to test case 6.1.2.3, 6.2.3.1 & 6.2.3.6
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103498
	0838
	-
	GCF Priority 2 to 3 - Correction to RRC part 3 test cases
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103513
	0839
	-
	GCF Priority 2 - Update of RRC test case 8.2.4.5
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103514
	0840
	-
	GCF Priority 3 - New EMM test case 9.2.2.1.3
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103573
	0841
	-
	Addition of new DSMIPv6 test case for Discovery of the Home Agent address via DHCPv6
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103579
	0842
	-
	Addition of new DSMIPv6 test case for Security association establishment with Home Agent reallocation procedure
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103646
	0843
	-
	GCF Priority 2 - Corrections to C2K TCs 8.3.2.7, 8.3.2.8 and 8.3.2.9
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103649
	0844
	-
	Addition of new DSMIPv6 test case for Discovery of the Home Agent address via IKEv2 during tunnel setup to ePDG
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103676
	0845
	-
	GCF Priority 4 - Addition of test case 8.2.4.10 RRC Connection Reconfiguration / Handover (between FDD and TDD)
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103696
	0846
	-
	GCF Priority 1 - Correction to MAC, RRC and EMM test cases to bring the UE to stable state at the end of test
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103697
	0847
	-
	GCF Priority 1: Correction to EUTRA MAC test case 7.1.4.8
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103698
	0848
	-
	GCF Priority 1: Correction to test case 7.1.4.11
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103800
	0880
	1
	GCF Priority 1: Correction to EUTRA RLC test case 7.2.3.6
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103801
	0881
	1
	GCF Priority 1: Correction to EUTRA RLC test case 7.2.3.7
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103802
	0849
	-
	GCF Priority 1 - Update of RRC test cases 8.2.2.1
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103803
	0850
	-
	GCF Priority 1: Correction to EUTRA RLC test case 7.2.3.10
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103804
	0851
	-
	GCF priority 2 - Correction to test case 6.1.1.1
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103805
	0852
	-
	GCF Priority 2: Correction to EUTRA RLC test case 7.2.2.8
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103806
	0853
	-
	GCF Priority 2: Correction to EUTRA RLC test case 7.2.2.10
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103807
	0854
	-
	GCF Priority 2: Correction to EUTRA RLC test case 7.2.3.13
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103808
	0855
	-
	GCF Priority 2 - Update to test case 8.1.2.5
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103809
	0856
	-
	GCF Priority 2: Correction to EPC test case 9.1.3.2
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103810
	0857
	-
	GCF Priority 2: Adding UE pre-conditions for UE to be configured for EPS attach in 9.2.1.1.x EPS attach test cases
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103811
	0858
	-
	GCF Priority 2: Adding UE pre-conditions for UE to be configured for EPS attach in 9.2.3.1.x TAU test cases
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103814
	0859
	-
	GCF Priority 2: Adding UE pre-conditions for UE to be configured for EPS attach in 9.2.2.x detach test cases
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103815
	0860
	-
	GCF Priority 2: Adding UE pre-conditions for UE to be configured for combined EPS/IMSI attach in 9.2.1.2.x combined attach test cases
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103816
	0200-> no, 0895
	-
	Correction to MAC and RLC handover test cases to set IE "statusReportRequired" to FALSE
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103817
	0882
	1
	GCF Priority 2: Correction to EMM test case 9.2.3.1.2
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103818
	0861
	-
	GCF Priority 2 - Correction to EPS  test case 9.4.1
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103819
	0883
	-
	GCF Priority 2 - Update of General tests part TC 11.1.4
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103820
	0862
	-
	GCF Priority 2 - Correction to 'SMS over SGs' test case 11.1.1
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103821
	0863
	-
	GCF Priority 2 - Correction to 'SMS over SGs' test case 11.1.2
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103822
	0864
	-
	GCF Priority 2 - Correction to 'SMS over SGs' test case 11.1.3
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103823
	0894
	-
	GCF priority 3 - New test case 6.2.1.2 Inter-RAT PLMN Selection /Selection of correct RAT for UPLMN/Automatic mode
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103824
	0884
	1
	GCF priority 3 - Inter-RAT PLMN Selection/ Selection of correct PLMN and RAT in shared network environment, Automatic mode
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103825
	0885
	1
	GCF priority 4 - New test case 6.2.1.4 Inter-RAT PLMN Selection/ Selection of correct RAT from the OPLMN list/ Manual mode
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103826
	0886
	-
	GCF priority 3 - New test case 6.2.1.1 Inter-RAT PLMN Selection /Selection of correct RAT for OPLMN/Automatic mode
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103827
	0887
	-
	GCF Priority 3 - Update test case 8.2.4.8, 8.5.1.2 and 8.5.1.4
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103828
	0865
	-
	GCF Priority 3 - Update test case 8.3.3.3
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103829
	0888
	-
	GCF Priority 3 - Update RRC test case 8.3.1.4
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103830
	0866
	-
	GCF Priority 3: New EMM test case, 9.2.1.1.23: Attach / Abnormal case / Repeated rejects for network failures
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103831
	0867
	-
	GCF Priority 3: New TC 9.3.1.6 Service request / Rejected / EPS services not allowed
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103832
	0868
	-
	Priority 3 - update of test case 9.2.1.1.24
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103833
	0889
	1
	GCF Priority 2 - Correction of EMM test case 9.1.2.3
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103836
	0869
	-
	GCF Priority 3 - Addition of new test case 13.1.5
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103837
	0889
	-
	GCF Priority 3 - Update of Multilayer Procedures part TC 13.3.1.2
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103838
	0870
	-
	GCF Priority 3 - Update of Multilayer Procedures part TC 13.1.3
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103839
	0891
	-
	GCF Priority 4 - Update of RRC part TC 8.1.1.3 RRC / Paging for connection in idle mode /Multiple paging records
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103840
	0871
	-
	GCF Priority 4 - Addition of new test case 8.2.1.5
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103841
	0872
	-
	GCF Priority 4 - Addition of new test case 8.2.1.6
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103842
	0873
	-
	GCF Priority 4 - New TC 9.2.1.1.4 Attach Procedure  Success  Request for obtaining the IPv4 address of the home agent
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103843
	0874
	-
	Priority 4 - Addition of new test case 9.2.3.2.16
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103844
	0892
	1
	GCF Priority 4 - New TC 13.1.8 Connected CSFB to GSM with Redirection MO call
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103848
	0875
	-
	GCF Priority 2 - Update RRC test case 8.2.4.6
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103849
	0876
	-
	Addition of UE end state for 15 EMM test cases and termination of ongoing signalling procedure for 3 EMM test cases
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103872
	0877
	-
	GCF Priority 1 - Correction to MAC test case 7.1.4.5
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103873
	0878
	-
	GCF Priority 4 - Addition of Multi-layer Procedures part test case 13.1.7
	9.0.0
	9.1.0

	2010-06
	RAN#48
	R5-103876
	0879
	-
	GCF Priority 4 - Addition of new test case 9.2.3.2.2 for combined tracking area update / successful for EPS services only / IMSI unknown in HSS
	9.0.0
	9.1.0
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11b. Release Resources
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11. Delete Session Request







10. Routeing Area Update procedure
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4a. Handover to UTRAN Complete











13. Delete Indirect Data Forwarding Tunnel Request















Uplink and Downlink User Plane PDUs (Via Target SGSN if Direct Tunnel is not used)
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1c. CS Paging Reject







1d. S1-AP message with CS Fallback indicator
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8. Update bearer(s)
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7b. Initial UE Context Setup
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1b. S1-AP message with CS Fallback indicator
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6. Write-Replace Warning Response
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