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Abstract of document:

The document contains a study on the security architecture for MCPTT in Release 13. The document contains seventeen solutions that have fed into the development of the MCPTT security architecture. The document describes where existing 3GPP security mechanisms can be used to support MCPTT, and defines potential new functionality where thought appropriate. The document evaluates the functionality and concludes what functionality should be ultimately specified. 
Changes since last presentation to SA Meeting #70:

Since the presentation for information, three additional solutions have been added specifying different approaches to providing signalling protection.
Outstanding Issues:

A couple of decisions and conclusions established in SA3#82 have not yet been fully documented in the TR. 
Contentious Issues:

None. 
Change history of this document:
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