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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

WLAN offload is becoming a compelling solution for operators to cope with rapid growth of mobile data traffic without the need of network upgrades or expansions. To enable WLAN playing such a role to complement the cellular technology, the behaviour of WLAN has to be known by the 3GPP OAM system. This document is intended to enable a 3GPP OAM system to monitor WLAN performance measurements and alarms that are essential to evaluate the performance of WLAN offloading. The WLAN performance data can also be used in network planning.
1
Scope

The present document describes the study on WLAN management that focuses on WLAN performance monitoring and alarm reporting. The WLAN performance data and alarms are sent to the NM via the Type-2 interface. No impact to the Type-1 interface of WLAN NE and the WLAN MIB specified by other SDO is expected. 
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
IEEE Std 802.11-2007 "Part 11: Wireless LAN Medium Access Control (MAC) and Physical Layer (PHY) Specifications”

[2]
RFC 2863, The Interfaces Group MIB
[3]
SP-120354 WID WLAN Management

3
Definitions, symbols and abbreviations

Delete from the above heading those words which are not applicable.

Clause numbering depends on applicability and should be renumbered accordingly.

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [x] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [x].

Definition format (Normal)

<defined term>: <definition>.

3.2
Symbols

For the purposes of the present document, the following symbols apply:

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [x] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [x].

<ACRONYM>
<Explanation>

4
Concept and architecture implied
4.1 General concept

WLAN is becoming an essential technology to complement 3GPP RAN, as operators are deploying huge number of WLAN nodes to mitigate the traffic congestion caused by the surge of mobile data traffic. As the result, performance data of eNB and WLAN AP are important measurements for monitoring the performance of WLAN offloading. Since mobile data traffic can fluctuate very rapidly and dynamically, the performance measurements of both eNB/NB and WLAN APs that are overlaid by the eNB/NB need to be collected, and then correlated on a regular basis, in order to understand the WLAN offloading performance, and to identify any potential issues that may degrade the offloading performance.

For interworking with 3GPP networks, WLAN alarm reporting is also needed.
4.2 Architectures

This section describes 3 scenarios of WLAN management architectures. Figure 4.2-1 shows the architecture for PM data correlation to be done at NM.
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Figure 4.2-1: PM data correlation at NM
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Figure 4.2-2: PM data correlation at DM
Figure 4.2-2 shows the architecture for PM data correlation to be done at DM.
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Figure 4.2-3: PM data correlation via peer DM
Figure 4.2-3 shows the architecture for PM data correlation to be done via peer DM.
4.3 Sources of PM data and Alarm data

Since type-1 interface to WLAN AP is not standardized in 3GPP, standards from other SDO are required to support Type-2 PM and Alarms for WLAN management. The WID for WLAN Management [3] defines them to be based on IEEE and IETF WLAN performance measurements.  

For IEEE WLAN PM and FM, the relevant SNMP MIBs are:
· IEEE 802.11 “Wireless LAN Medium Access Control (MAC) and Physical Layer (PHY) Specifications” [1]

· RFC 2863, “The Interfaces Group MIB” [2]
The IEEE 802.11 MIB, as defined in IEEE 802.11-2007, includes for example dot11QosCountersTable, which provides counters to measure the performance of a WLAN AP.
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