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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction
1
Scope

The present document …

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

 [1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].
example: text used to clarify abstract rules by applying them literally.

3.2
Symbols

For the purposes of the present document, the following symbols apply:

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].
<ACRONYM>
<Explanation>

4
Introduction (Informative)
4.1
General Description
The interworking scenarios in this specification are described based on interface mapping.

The stage 2 network deployments for each of the interworking scenarios are also described.
4.2
Scenario One: S6a/S6d - Pre Rel8 Gr interworking scenario with one IWF

4.2.1
General Description
This interworking scenario is for S6a/S6d interface based on Diameter and Pre Rel8 Gr interface based on MAP with one IWF in the path. 
This IWF scenario can be an inter PLMN use case.

This IWF scenario can be an intra PLMN use case for operator to do the partly update of their legacy network. 

This interworking scenario is described as below:


[image: image3.emf] 
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Figure 4.2.1-1 S6a/S6d - Pre Rel8 Gr interworking scenario with one IWF

Note 1: The security implications of this scenario is that full EPS-AKA security level cannot be achieved.

4.2.2
Network Deployments
This IWF scenario will apply the following network deployment situation:

-  Users of a Pre Rel8 UMTS/GPRS network access into a visited EPS with only E-UTRAN, which is described as below: 


[image: image4]
Figure 4.2.2-1 IWF Scenario one network deployment: visited EPS with E-UTRAN only, home Pre Rel8 UMTS/GPRS only

The subscription data for Pre Rel8 Gn/Gp SGSN is downloaded to MME. Mapping of the subscription data is done on MME. Additional security solution is needed in which the Pre Rel8 HLR can not be changed.
-  Users of a Pre Rel8 UMTS/GPRS network access into a visited EPS with E-UTRAN and UTRAN/GERAN, which is described as below:

[image: image5]
Figure 4.2.2-2 IWF Scenario one network deployment: visited EPS with E-UTRAN and UTRAN/GERAN, home Pre Rel8 UMTS/GPRS only
The subscription data for Pre Rel8 Gn/Gp SGSN is downloaded to S4-SGSN. Mapping of the subscription data is done on S4-SGSN. Security solution is not needed because the security mechanism in visited and home network is the same.

4.3
Scenario Two: S6a/S6d - Rel8 Gr interworking scenario with one IWF
4.3.1
General Description
This interworking scenario is for S6a/S6d interface based on Diameter and Rel8 Gr interface based on MAP with one IWF in the path. 
This IWF scenario can be an inter PLMN use case.

This IWF scenario can be an intra PLMN use case for operator to do the partly update of their legacy network.
This interworking scenario is described as below:
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Figure 4.3.1-1 S6a/S6d - Rel8 Gr interworking scenario with one IWF
4.3.2
Network Deployments
This IWF scenario will apply the following network deployment situation:

-  Users of a Rel8 UMTS/GPRS network access into a visited EPS with only E-UTRAN, which is described as below:

[image: image7]
Figure 4.3.2-1 IWF Scenario two network deployment: visited EPS with E-UTRAN only, home Rel8 UMTS/GPRS only

The subscription data for Rel8 Gn/Gp SGSN is downloaded to MME. Mapping of the subscription data is done on MME. Additional security solution is needed in which the Pre Rel8 HLR can be changed.
-  Users of a Rel8 UMTS/GPRS network access into a visited EPS with E-UTRAN and UTRAN/GERAN, which is described as below:

[image: image8]
Figure 4.3.2-2 IWF Scenario two network deployment: visited EPS with E-UTRAN and UTRAN/GERAN, home Rel8 UMTS/GPRS only
The subscription data for Rel8 Gn/Gp SGSN is downloaded to S4-SGSN. Mapping of the subscription data is done on S4-SGSN. Security solution is not needed because the security mechanism in visited and home network is the same.

-  Users of a Pre Rel8 UMTS/GPRS/E-UTRAN network access into a visited EPS with E-UTRAN and UTRAN/GERAN, which is described as below:

[image: image9]
Figure 4.3.2-3 IWF Scenario two network deployment: visited EPS with E-UTRAN and UTRAN/GERAN, home EPS with E-UTRAN only and Pre Rel8 UMTS/GPRS
The subscription data for Pre Rel8 Gn/Gp SGSN and the subscription data for MME is downloaded to S4-SGSN. Mapping of the subscription data is done on S4-SGSN. Security solution is not needed because the security mechanism in visited and home network is the same.

4.4
Scenario Three: S6a/S6d - S6a/S6d interworking scenario with two IWFs

4.4.1
General Description
This interworking scenario is for S6a/S6d interface based on Diameter, S6a/S6d interface based on Diameter and SS7/MAP based roaming agreement with two IWFs in the path.
With this interworking scenario, two EPS operators can reuse the SS7 based roaming agreement. 
This IWF scenario can only be an inter PLMN use case in which the two IWFs are in the VPLMN and HPLMN separately.
This interworking scenario is described as below:
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Figure 4.4.1-1 S6a/S6d - S6a/S6d interworking scenario with two IWFs

4.4.2
Network Deployments
This IWF scenario will apply the following network deployment situation:

-  Users of a Pre Rel8 UMTS/GPRS/EPS for UTRAN/GERAN and E-UTRAN network access into a visited EPS with only E-UTRAN, which is described as below:


[image: image11]
Figure 4.4.2-1 IWF Scenario three network deployment: visited EPS with E-UTRAN only, home EPS with E-UTRAN and UTRAN/GERAN and Pre Rel8 UMTS/GPRS
The subscription data for Pre Rel8 Gn/Gp SGSN, subscription data for S4-SGSN and the subscription data for MME is downloaded to MME. MME picks up the subscription data for MME and discards the subscription data for Pre Rel8 UMTS/GPRS and the subscription data for S4-SGSN.
-  Users of a Pre Rel8 UMTS/GPRS/EPS for UTRAN/GERAN and E-UTRAN network access into a visited EPS with E-UTRAN and UTRAN/GERAN, which is described as below:


[image: image12]
Figure 4.4.2-2 IWF Scenario three network deployment: visited EPS with E-UTRAN only and UTRAN/GERAN, home EPS with E-UTRAN and UTRAN/GERAN and Pre Rel8 UMTS/GPRS
The subscription data for Pre Rel8 Gn/Gp SGSN, subscription data for S4-SGSN and the subscription data for MME is downloaded to S4-SGSN or MME. S4-SGSN or MME picks up the subscription data for S4-SGSN or MME and discards the subscription data for Pre Rel8 UMTS/GPRS and the subscription data for MME or S4-SGSN.
-  Users of an EPS for UTRAN/GERAN and E-UTRAN network access into a visited EPS with only E-UTRAN, which is described as below:


[image: image13]
Figure 4.4.2-3 IWF Scenario three network deployment: visited EPS with E-UTRAN only, home EPS with E-UTRAN and UTRAN/GERAN
The subscription data for S4-SGSN and the subscription data for MME is downloaded to MME. MME picks up the subscription data for MME and discards the subscription data for the subscription data for S4-SGSN.
-  Users of an EPS for UTRAN/GERAN and E-UTRAN network access into a visited EPS with E-UTRAN and UTRAN/GERAN, which is described as below:


[image: image14]
Figure 4.4.2-4 IWF Scenario three network deployment: visited EPS with E-UTRAN and UTRAN/GERAN, home EPS with E-UTRAN and UTRAN/GERAN
The subscription data for S4-SGSN and the subscription data for MME is downloaded to S4-SGSN or MME. S4-SGSN or MME picks up the subscription data for S4-SGSN or MME and discards the subscription data for MME or S4-SGSN.
-  Users of a Pre Rel8 UMTS/GPRS/EPS for E-UTRAN only network access into a visited EPS with only E-UTRAN, which is described as below:


[image: image15]
Figure 4.4.2-5 IWF Scenario three network deployment: visited EPS with E-UTRAN only, home ESP with E-UTRAN only and Pre Rel8 UMTS/GPRS
The subscription data for Pre Rel8 Gn/Gp SGSN and the subscription data for MME is downloaded to MME. MME picks up the subscription data for MME and discards the subscription data for Pre Rel8 Gn/Gp SGSN.
Note: This IWF scenario can not be used for interworking between two EPS network with only E-UTRAN in which there in no MAP based roaming agreement to be reused.
4.5
Scenario Four: S13 - Gf interworking scenario with one IWF

4.5.1
General Description
This interworking scenario is for S13 interface based on Diameter and Gf interface based on MAP with one IWF in the path.

This IWF scenario can only be an intra PLMN use case for operator to do the partly update of their legacy network.
This interworking scenario is described as below:

[image: image16]
Figure 4.5.1-1 S13 - Gf interworking scenario with one IWF
4.5.2
Network Deployments
This IWF scenario will apply the following network deployment situation:

-  ME identity/IMEISV of a user from a Pre Rel8 UMTS/GPRS network can be checked in a visited EPS with E-UTRAN only, which is described as below:


[image: image17]
Figure 4.5.2-1 IWF Scenario for network deployment: UE access from EPS with E-UTRAN only

-  ME identity/IMEISV of a user from a Pre Rel8 UMTS/GPRS network can be checked in a visited EPS with E-UTRAN and UTRAN/GERAN, which is described as below:


[image: image18]
Figure4.5.2-2 IWF Scenario for network deployment: UE access from EPS with E-UTRAN and UTRAN/GERAN

5
General
6
The Interworking Scenarios
6.1
One IWF scenario

In this scenario, one IWF is located between MME or SGSN or combined MME/SGSN and HSS or one IWF is located between MME and EIR, as illustrated in figure 6.1-1:
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Figure 6.1.-1: One IWF scenarios

The IWF needs not to be aware whether its connection via Gr is to an HSS or to a second IWF (see Two IWF scenario).

6.2
Two IWF scenario

In this scenario, two IWFs are located between MME or SGSN or combined MME/SGSN and HSS, as illustrated in figure 6.2-1:
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Figure 6.2-1: Two IWFs scenario

The IWF1 is located in the VPLMN. IWF2 is located in the HPLMN. The IWF1 needs not to be aware whether its connection via Gr is to an IWF or to an HSS (see One IWF scenario).

7
The Mapping of the Procedures

7.1
Authentication Information Retrieval

7.1.1
One IWF Scenario

The mapping of procedures for this scenario is shown in figure 7.1.1-1:


[image: image21.emf]MME or

SGSN or

Combined MME/SGSN

IWF HSS

S6a/S6d Gr

1. AIR

2. SendAuthenticationInfo

3. Dialogue Continuation

4. SendAuthenticationInfo Ack

5. AIA


Figure 7.1.1-1: Mapping of Authentication Info Retrieval Procedure for scenario with one IWF

1.
The IWF receives an AIR message from the MME, SGSN or combined MME/SGSN.

2.
The IWF opens a MAP v3 dialogue towards the HSS by sending SendAuthenticationInfo.

3.
The HSS may initiate MAP version fallback and/or send partial results. The IWF performs the version fallback and/or stores the partial results. If EPS-Vectors are requested for immediate use, version fallback is not applicable; 

4.
The HSS closes the MAP dialogue by sending the (final) SendAuthenticationInfo Ack to the IWF. 

5.
The IWF uses the information received from the HSS to construct an AIA which is sent to the MME, SGSN, or combined MME/SGSN. 

7.1.2
Two IWFs Scenario

The mapping of procedures for this scenario is shown in figure 7.1.2-1:
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Figure 7.1.2-1: Mapping of Authentication Info Retrieval Procedure for scenario with two IWFs

1.
The IWF1 receives an AIR message from the MME, SGSN or combined MME/SGSN.

2.
The IWF1 opens a MAP v3 dialogue towards IWF2 by sending SendAuthenticationInfo.

3.
The IWF2 constructs an AIR message and sends it to the HSS.

4.
The IWF2 receives AIA from the HSS.

5.
If segmentation is required, the IWF2 sends partial results to the IWF1 which stores the partial results.

6.
The IWF2 closes the MAP dialogue by sending the (final) SendAuthenticationInfo Ack to IWF1. 

7.
The IWF1 uses the information received from the IWF2 to construct an AIA which is sent to the MME, SGSN, or combined MME/SGSN.

7.2
Update Location

7.2.1
One IWF Scenario

The mapping of procedures for this scenario is shown in figure 7.2.1-1:
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Figure 7.2.1-1: Mapping of Update Location Procedure for scenario with one IWF

1.
The IWF receives an ULR message from the MME, SGSN or combined MME/SGSN.

2.
The IWF opens a MAP v3 dialogue towards the HSS by sending UpdateGprsLocation.

3.
Depending on "skip subscriber data" indication received in 1.ULR (and hence sent in 2.UpdateGprsLocation) the HSS may continue the MAP dialogue by sending one or several InsertSubscriberData messages (in acknowledgement mode or in burst mode) to the IWF which temporarily stores the received data and sends InsertSubscriberData Ack messages to the HSS. Note that the HSS may send InsertSubscriberData messages although a "skip subscriber data" indication was present. In this case InsertSubscriberData messages received from the HSS shall be acknowledged but need not be stored in the IWF. The IWF shall reject a MAP ActivateTraceMode message received from the HSS by returning ActivateTraceMode Error (facilityNotSupported). 

4.
The HSS closes the MAP dialogue by sending UpdateGprsLocation Ack to the IWF. 

5.
The IWF uses the information received from the HSS to construct an ULA which is sent to the MME, SGSN, or combined MME/SGSN.

7.2.2
Two IWFs Scenario

The mapping of procedures for this scenario is shown in figure 7.2.2-1:
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Figure 7.2.2-1: Mapping of Update Location Procedure for scenario with two IWFs

1.
The IWF1 receives an ULR message from the MME, SGSN or combined MME/SGSN.

2.
The IWF1 opens a MAP v3 dialogue towards IWF2 by sending UpdateGprsLocation.

3.
The IWF2 constructs an ULR message and sends it to the HSS.

4.
The IWF2 receives ULA from the HSS.

5.
If subscriber data are included in 4.ULA, IWF2 sends one or several InsertSubscriberData messages (in acknowledgement mode or in burst mode) to the IWF1 which temporarily stores the received data and sends InsertSubscriberData Ack messages to the IWF2.

6.
The IWF2 closes the MAP dialogue by sending UpdateGprsLocation Ack to IWF1. 

7.
The IWF1 uses the information received from the IWF2 to construct an ULA which is sent to the MME, SGSN, or combined MME/SGSN.

7.3
Cancel Location

7.3.1
One IWF Scenario

The mapping of procedures for this scenario is shown in figure 7.3.1-1:
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Figure 7.3.1-1: Mapping of Cancel Location Procedure for scenario with one IWF

1.
The IWF receives a CancelLocation MAP v3 message from the HSS (the IWF shall reject CancelLocation messages in version <3 and shall initiate version fallback when receiving CancelLocation messages in versions >3; not shown in figure 7.3.1-1). 

2.
The IWF sends CLR to the MME or SGSN or combined MME/SGSN.

3.
The IWF receives CLA.

4.
The IWF closes the MAP dialogue with the HSS by sending CancelLocation Ack.

7.3.2
Two IWFs Scenario

The mapping of procedures for this scenario is shown in figure 7.3.2-1:
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Figure 7.3.2-1: Mapping of Cancel Location Procedure for scenario with two IWFs

1.
The IWF2 receives a CLR message from the HSS.

2.
The IWF2 opens a MAP v3 dialogue towards IWF1 by sending CancelLocation.

3.
The IWF1 constructs a CLR message and sends it to the MME, SGSN, or combined MME/SGSN.

4.
The IWF1 receives CLA from the MME, SGSN or combined MME/SGSN.

5.
The IWF1 closes the MAP dialogue with the IWF2 by sending CancelLocation Ack.

6.
The IWF2 sends CLA to the HSS.

7.4
Purge

7.4.1
One IWF Scenario

The mapping of procedures for this scenario is shown in figure 7.4.1-1:
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Figure 7.4.1-1: Mapping of Purge Procedure for scenario with one IWF

1.
The IWF receives a PUR message from the MME, SGSN, or combined MME/SGSN. 

2.
The IWF opens a MAP v3 dialogue towards the HSS by sending PurgeMS.

3.
The IWF receives PurgeMS Ack from the HSS.

4.
The IWF sends PUA to the MME, SGSN, or combined MME/SGSN.

7.4.2
Two IWFs Scenario

The mapping of procedures for this scenario is shown in figure 7.4.2-1:
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Figure 7.4.2-1: Mapping of Purge Procedure for scenario with two IWFs

1.
The IWF1 receives a PUR message from the MME, SGSN, or combined MME/SGSN.

2.
The IWF1 opens a MAP v3 dialogue towards IWF2 by sending PurgeMS.

3.
The IWF2 constructs a PUR message and sends it to the HSS.

4.
The IWF2 receives PUA from the HSS.

5.
The IWF2 closes the MAP dialogue with the IWF1 by sending PurgeMS Ack.

6.
The IWF1 sends PUA to the MME, SGSN, or combined MME/SGSN.

7.5
Insert Subscriber Data

7.5.1
One IWF Scenario

The mapping of procedures for this scenario is shown in figure 7.5.1-1:
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Figure 7.5.1-1: Mapping of Insert Subscriber Data Procedure for scenario with one IWF

1.
The IWF receives an (stand alone) InsertSubscriberData message from the HSS. 

2.
The IWF constructs an IDR message and sends it to the MME, SGSN, or combined MME/SGSN.

3.
The IWF receives IDA from the MME, SGSN, or combined MME/SGSN.

4.
The IWF sends InsertSubscriberData Ack to the HSS.

5.
Steps 1 to 4 may be repeated several times. The repetition may be in burst mode or in acknowledge mode.

6.
The HSS closes the MAP dialogue.

7.5.2
Two IWFs Scenario

The mapping of procedures for this scenario is shown in figure 7.5.2-1:
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Figure 7.5.2-1: Mapping of Insert Subscriber Data Procedure for scenario with two IWFs

1.
The IWF2 receives a IDR message from the HSS.

2.
The IWF2 opens a MAP v3 dialogue towards IWF1 by sending InsertSubscriberData. If segmentation of the data (on MAP level) is required the IWF2 temporarily stores the data that could not be sent in this step.

3.
The IWF1 constructs a IDR message and sends it to the MME, SGSN, or combined MME/SGSN.

4.
The IWF1 receives IDA from the MME, SGSN, or combined MME/SGSN.

5.
The IWF1 sends InsertSubscriberData Ack to IWF2.

6.
If segmentation is required, steps 2 to 5 are be repeated until all data are sent. Repetition may be in burst mode or in acknowledge mode.

7.
IWF2 closes the MAP dialogue with IWF1.

8.
IWF2 sends IDA to the HSS.

7.6
Delete Subscriber Data

7.6.1
One IWF Scenario

The mapping of procedures for this scenario is shown in figure 7.6.1-1:
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Figure 7.6.1-1: Mapping of Delete Subscriber Data Procedure for scenario with one IWF

1.
The IWF receives a DeleteSubscriberData MAP v3 message from the HSS (the IWF shall reject DeleteSubscriberData messages in version <3 and shall initiate version fallback when receiving DeleteSubscriberData messages in versions >3; not shown in figure 7.6.1-1). 

2.
The IWF sends DSR to the MME or SGSN or combined MME/SGSN.

3.
The IWF receives DSA.

4.
The IWF closes the MAP dialogue with the HSS by sending DeleteSubscriberData Ack.

7.6.2
Two IWFs Scenario

The mapping of procedures for this scenario is shown in figure 7.6.2-1:
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Figure 7.6.2-1: Mapping of Delete Subscriber Data Procedure for scenario with two IWFs

1.
The IWF2 receives a DSR message from the HSS.

2.
The IWF2 opens a MAP v3 dialogue towards IWF1 by sending DeleteSubscriberData.

3.
The IWF1 constructs a DSR message and sends it to the MME, SGSN, or combined MME/SGSN.

4.
The IWF1 receives DSA from the MME, SGSN or combined MME/SGSN.

5.
The IWF1 closes the MAP dialogue with the IWF2 by sending DeleteSubscriberData Ack.

6.
The IWF2 sends DSA to the HSS.

7.7
Reset

7.7.1
One IWF Scenario

The mapping of procedures for this scenario is shown in figure 7.7.1-1:
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Figure 7.7.1-1: Mapping of Reset Procedure for scenario with one IWF

1.
The IWF receives a Reset MAP v1 or v2 message from the HSS. 

2.
The IWF sends RSR to the MME or SGSN or combined MME/SGSN.

3.
The IWF receives RSA.

7.7.2
Two IWFs Scenario

The mapping of procedures for this scenario is shown in figure 7.7.2-1:
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Figure 7.7.2-1: Mapping of Reset Procedure for scenario with two IWFs

1.
The IWF2 receives a RSR message from the HSS.

2.
The IWF2 opens a MAP v1 or v2 (vendor option) dialogue towards IWF1 by sending Reset.

3.
The IWF2 sends RSA to the HSS.

4.
The IWF1 constructs a RSR message and sends it to the MME, SGSN, or combined MME/SGSN.

5.
The IWF1 receives RSA from the MME, SGSN or combined MME/SGSN.

7.8
Notification

7.8.1
One IWF Scenario

The mapping of procedures for this scenario is shown in figure 7.8.1-1:
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Figure 7.8.1-1: Mapping of Notification Procedure for scenario with one IWF

1.
The IWF receives a NOR message from the MME, SGSN, or combined MME/SGSN. 

2.
The IWF sends UpdateGprsLocation to the HSS.

3.
The IWF sends NOA to the MME, SGSN, or combined MME/SGSN.

4.
The HSS (if it does not support the "skip subscriber data" indication) may continue the MAP dialogue by sending InsertSubscriberData messages which are positively acknowledged and discarded by the IWF.

5.
The HSS closes the MAP dialogue by sending UpdateGprsLocation Ack. 

7.8.2
Two IWFs Scenario

The mapping of procedures for this scenario is shown in figure 7.8.2-1:
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Figure 7.8.2-1: Mapping of Notification Procedure for scenario with two IWFs

1.
The IWF1 receives a NOR message from the MME, SGSN, or combined MME/SGSN. 

2. 
The IWF1 sends UpdateGprsLocation to the HSS.

3.
The IWF1 sends NOA to the MME, SGSN, or combined MME/SGSN.

4.
The IWF2 sends NOR to the HSS.

5.
The IWF2 closes the MAP dialogue with IWF1 by sending UpdateGprsLocation Ack.

6.
The IWF2 receives NOA from the HSS.

7.9
IMEI Check

7.9.1
One IWF Scenario

The mapping of procedures for this scenario is shown in figure 7.9.1-1:
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Figure 7.9.1-1: Mapping of IMEI Check Procedure with one IWF

1.
The IWF receives an ECR message from the MME. 

2.
The IWF sends Check IMEI to the EIR.

3.
The IWF receives Check IMEI Ack from the EIR.

4.
The IWF sends ECA to the MME. 

8
The Mapping of the Parameters

8.1.
Mapping of Parameters for the Authentication Info Retrieval Procedure

8.1.1
AIR mapping to SendAuthenticationInfoArg (v3)

When the IWF needs to construct a MAP-SendAuthenticationInfo message as a result of receiving an AIR command (see sections 7.1.1 step 2, and 7.1.2 step 2), the IWF shall open a MAP dialogue in application context version 3 and populate sub-parameters of SendAuthenticationInfoArg as described below:
imsi in SendAuthenticationInfoArg shall be populated with the value of the User-Name AVP received within AIR.

If AIR contains a Requested-EUTRAN-Authentication-Info AVP but does not contain a Requested-UTRAN-GERAN-Authentication-Info AVP:

numberOfRequestedVectors in SendAuthenticationInfoArg shall be populated with the value of the Number-Of-Requested-Vectors AVP received within the Requested-EUTRAN-Authentication-Info AVP received within AIR.
If AIR contains a Requested-UTRAN-GERAN-Authentication-Info AVP but does not contain a Requested-EUTRAN-Authentication-Info AVP:

numberOfRequestedVectors in SendAuthenticationInfoArg shall be populated with the value of the Number-Of-Requested-Vectors AVP received within the Requested-UTRAN-GERAN-Authentication-Info AVP received within AIR.
If AIR contains a Requested-EUTRAN-Authentication-Info AVP and a Requested-UTRAN-GERAN-Authentication-Info AVP, and the Immediate-Response-Preferred AVP is present within the Requested-EUTRAN-Authentication-Info AVP:

numberOfRequestedVectors in SendAuthenticationInfoArg shall be populated with the value of the Number-Of-Requested-Vectors AVP received within the Requested-EUTRAN-Authentication-Info AVP received within AIR.
If AIR contains a Requested-EUTRAN-Authentication-Info AVP and a Requested-UTRAN-GERAN-Authentication-Info AVP, and the Immediate-Response-Preferred AVP is not present within the Requested-EUTRAN-Authentication-Info AVP:

numberOfRequestedVectors in SendAuthenticationInfoArg shall be populated with the value of the Number-Of-Requested-Vectors AVP received within the Requested-UTRAN-GERAN-Authentication-Info AVP received within AIR.
segmentationProhibited shall be absent in SentAuthenticationInfoArg.

If AIR contains a Requested-EUTRAN-Authentication-Info AVP but does not contain a Requested-UTRAN-GERAN-Authentication-Info AVP:

immediateResponsePreferred in SendAuthenticationInfoArg shall be present if and only if the Immediate-Response-Preferred AVP is present within the Requested-EUTRAN-Authentication-Info AVP within AIR.

If AIR contains a Requested-UTRAN-GERAN-Authentication-Info AVP but does not contain a Requested-EUTRAN-Authentication-Info AVP:

immediateResponsePreferred in SendAuthenticationInfoArg shall be present if and only if the Immediate-Response-Preferred AVP is present within the Requested-UTRAN-GERAN-Authentication-Info AVP within AIR.

If AIR contains a Requested-EUTRAN-Authentication-Info AVP and a Requested-UTRAN-GERAN-Authentication-Info AVP:

immediateResponsePreferred in SendAuthenticationInfoArg shall be present if and only if the Immediate-Response-Preferred AVP is present within the Requested-UTRAN-GERAN-Authentication-Info AVP or within the Requested-EUTRAN-Authentication-Info AVP within AIR.

re-synchronisationInfo in SendAuthenticationInfoArg shall be present if and only if a Re-synchronization-Info AVP is present wihin the Requested-EUTRAN-Authentication-Info AVP or within the Requested-UTRAN-GERAN-Authentication-Info AVP within AIR. 

extensionContainer in SendAuthenticationInfoArg shall be absent.

requestingNodeType in SendAuthenticationInfoArg shall be present and shall be populated with the value received within the Requesting-Node-Type AVP within AIR.

requestingPLMN-Id in SendAuthenticationInfoArg shall be present and shall be populated with the value received within the Visited-PLMN-ID AVP within AIR. 

numberOfRequestedAdditional-Vectors in SendAuthenticationInfoArg shall be present if and only if both a Requested-EUTRAN-Authentication-Info AVP and a Requested-UTRAN-GERAN-Authentication-Info AVP are present within AIR. If present, the parameter shall be populated with the value received in the Number-Of-Requested-Vectors AVP within the Requested-EUTRAN-Authentication-Info (if the Immediate-Response-Preferred AVP is absent within Requested-EUTRAN-Authentication-Info AVP within AIR) or with the value received in the Number-Of-Requested-Vectors AVP within the Requested-UTRAN-GERAN-Authentication-Info AVP (otherwise).

additionalVectorsAreForEPS shall be present in SendAuthenticationInfoArg if and only if a Requested-EUTRAN-Authentication-Info AVP and a Requested-UTRAN-GERAN-Authentication-Info AVP are present within AIR and the Immediate-Response-Preferred AVP is absent in the Requested-EUTRAN-Authentication-Info AVP.

8.1.2
AIR mapping to SendAuthenticationInfoArg (v2)

When the IWF needs to construct a MAP-SendAuthenticationInfo message in MAP AC version 2 as a result of MAP version negotiation (see sections 7.1.1 step 3), the IWF shall open a MAP dialogue in application context version 2 and populate sub-parameters of SendAuthenticationInfoArg as described below:
imsi in SendAuthenticationInfoArg shall be populated with the value of the User-Name AVP received within AIR.

8.1.3
AIR mapping to SendParametersArg (v1)

When the IWF needs to construct a MAP-SendParameters message in MAP AC version 1 as a result of MAP version negotiation (see section 7.1.1 step 3), the IWF shall open a MAP dialogue in application context version 1 and populate sub-parameters of SendParametersArg as described below:
subscriberId in SendParametersArg shall take the imsi alternative; imsi shall be populated with the value of the User-Name AVP received within AIR.

requestedParameterList in SendParametersArg shall contain one RequestParameter which contains the value of "requestAuthenticationSet".

8.1.4
SendAuthenticationInfoRes / Error (v3) mapping to AIA

When the IWF needs to construct an AIA command as a result of receiving a SendAuthenticationInfo Ack/Error message in MAP version 3 (see sections 7.1.1 step 5, and 7.1.2 step 7), the IWF shall populate AVPs of AIA as described below:
Result-Code / Experimental-Result AVP shall be set to:

-
DIAMETER_SUCCESS if a SendAuthenticationInfoRes parameter was received in a TCAP ResultLast component;

-
DIAMETER_ERROR_USER_UNKNOWN if an error of unknownSubscriber without a diagnostic parameter or with a diagnostic parameter of imsiUnknown was received;

-
DIAMETER_ERROR_UNKNOWN_SUBSCRIPTION if an error unknownSubscriber with a diagnostic parameter of gprs-eps-SubscriptionUnknown was received;
-
an appropriate DIAMETER base protocol result code otherwise.

Supported-Features AVP shall be absent.

Authentication-Info AVP shall be present if authenticationSetList or eps-AuthenticationSetList is present in the received SendAuthenticationInfoRes. If present, the AVP shall contain EPS-Vector AVPs and/or either UTRAN-Vector AVPs or GERAN-Vector AVPs as mapped from received EPC-AVs and/or either AuthenticationQuintuplets or AuthenticationTriplets respectively. 
8.1.5
SendAuthenticationInfoRes / Error (v2) mapping to AIA

When the IWF needs to construct an AIA command as a result of receiving a SendAuthenticationInfo Ack/Error message in MAP version 2 (see sections 7.1.1 step 5), the IWF shall  populate AVPs of AIA as described below:
Result-Code / Experimental-Result AVP shall be set to:

-
DIAMETER_SUCCESS if aSendAuthenticationInfoRes parameter was received in a TCAP ResultLast component;

-
DIAMETER_ERROR_USER_UNKNOWN if an error of unknownSubscriber without a diagnostic parameter or with a diagnostic parameter of imsiUnknown was received;

-
DIAMETER_ERROR_UNKNOWN_SUBSCRIPTION if an error unknownSubscriber with a diagnostic parameter of gprsSubscriptionUnknown was received;
-
an appropriate DIAMETER base protocol result code otherwise.

Supported-Features AVP shall be absent.

Authentication-Info AVP shall be present if authenticationSetList is present in the received SendAuthenticationInfoRes. If present, the AVP shall contain GERAN-Vector AVPs as mapped from received AuthenticationTriplets. 
8.1.6
SendParameterList / Error (v1) mapping to AIA

When the IWF needs to construct an AIA command as a result of receiving a SendParameters Ack/Error message in MAP version 1 (see sections 7.1.1 step 5), the IWF shall  populate AVPs of AIA as described below:
Result-Code / Experimental-Result AVP shall be set to:


DIAMETER_SUCCESS if a SentParameterList parameter was received in a TCAP ResultLast component;


DIAMETER_ERROR_USER_UNKNOWN if an error of unknownSubscriber was received;

an appropriate DIAMETER base protocol result code otherwise.

Supported-Features AVP shall be absent.

Authentication-Info AVP shall be present if sentParameterList is present in the received TCAP ResultLast component. If present, the AVP shall contain GERAN-Vector AVPs as mapped from received AuthenticationTriplets. 
8.1.7
SendAuthenticationInfoArg (v3) mapping to AIR

When the IWF needs to construct an AIR command as a result of receiving a SendAuthenticationInfo message in MAP version 3 (see sections 7.1.2 step 3), the IWF shall  populate AVPs of AIR as described below:

User-Name AVP shall be populated with the value received within the imsi parameter of SendAuthenticationInfoArg.

Supported-Features AVP shall be absent.

Requested-EUTRAN-Authentication-Info AVP shall be present if requestingNodeType parameter within SendAuthenticationInfoArg takes the value of "mme" or "mme-sgsn".

Number-Of-Requested-Vectors AVP within Requested-EUTRAN-Authentication-Info AVP (if present) shall be populated with 

a)
the value received within the numberOfRequestedVectors parameter of SendAuthenticationInfoArg if requestingNodeType parameter within SendAuthenticationInfoArg takes the value of "mme";

b)
the value received within the numberOfRequestedVectors parameter of SendAuthenticationInfoArg if requestingNodeType parameter within SendAuthenticationInfoArg takes the value of "mme-sgsn" and the additionalVectorsAreForEPS parameter is absent from SendAuthenticationInfoArg;

c)
the value received within the numberOfRequestedAdditional-Vectors parameter of SendAuthenticationInfoArg if requestingNodeType parameter within SendAuthenticationInfoArg takes the value of "mme-sgsn" and the additionalVectorsAreForEPS parameter is present within SendAuthenticationInfoArg.

Immediate-Response-Preferred AVP within Requested-EUTRAN-Authentication-Info AVP (if present) shall be present if:

a)
requestingNodeType parameter within SendAuthenticationInfoArg takes the value of "mme" and immediateResponsePreferred parameter is present in SendAuthenticationInfoArg, or

b)
requestingNodeType parameter within SendAuthenticationInfoArg takes the value of "mme-sgsn" and additionalVectorsAreForEPS parameter is absent from SendAuthenticationInfoArg and immediateResponsePreferred is present within SendAuthenticationInfoArg.

Re-synchronization-Info AVP within Requested-EUTRAN-Authentication-Info AVP (if present) shall be populated with the value received in the re-synchronizationInfo parameter within SendAuthenticationInfoArg.

Requested-UTRAN-GERAN-Authentication-Info AVP shall be present if requestingNodeType parameter within SendAuthenticationInfoArg takes the value of "sgsn" or "mme-sgsn".

Number-Of-Requested-Vectors AVP within Requested-UTRAN-GERAN-Authentication-Info AVP (if present) shall be populated with:

a)
the value received within the numberOfRequestedVectors parameter of SendAuthenticationInfoArg if requestingNodeType parameter within SendAuthenticationInfoArg takes the value of "sgsn";

b)
the value received within the numberOfRequestedVectors parameter of SendAuthenticationInfoArg if requestingNodeType parameter within SendAuthenticationInfoArg takes the value of "mme-sgsn" and the additionalVectorsAreForEPS parameter is present within SendAuthenticationInfoArg;

c)
the value received within the numberOfRequestedAdditional-Vectors parameter of SendAuthenticationInfoArg if requestingNodeType parameter within SendAuthenticationInfoArg takes the value of "mme-sgsn" and the additionalVectorsAreForEPS parameter is absent from SendAuthenticationInfoArg.

Immediate-Response-Preferred AVP within Requested-UTRAN-GERAN-Authentication-Info AVP (if present) shall be present if 

a)
requestingNodeType parameter within SendAuthenticationInfoArg takes the value of "sgsn" and immediateResponsePreferred parameter is present in SendAuthenticationInfoArg, or

b)
requestingNodeType parameter within SendAuthenticationInfoArg takes the value of "mme-sgsn" and additionalVectorsAreForEPS parameter is present from SendAuthenticationInfoArg and immediateResponsePreferred is present within SendAuthenticationInfoArg.

Re-synchronization-Info AVP within Requested-EUTRAN-Authentication-Info AVP (if present) shall be populated with the value received in the re-synchronizationInfo parameter within SendAuthenticationInfoArg.

Visited-PLMN-Id AVP shall be populated with the value of the requestingPLMN-Id parameter received within SendAuthenticationInfoArg.

RequestingNodeType AVP shall be populated with the value of the requestingNodeType parameter received within SendAuthenticationInfoArg.
8.1.8
AIA mapping to SendAuthenticationInfoRes/Error (v3)

When the IWF needs to construct a MAP SendAuthenticationInfo Ack message (v3) as a result of receiving an AIA command (see sections 7.1.2 steps 5 and 6), the IWF shall construct partial result messages (if segmentation is required) and a final result message or an error message (if the Result-Code AVP within AIA takes a value different from "success"). Sub-parameters of SendAuthenticationInfoRes shall be populated as described below:

authenticationSetList within SendAuthenticationInfoRes shall be present if UTRAN-Vector AVP or GERAN-Vector AVP is present in Authentication-Info AVP within AIA. If so the parameter shall be populated with the value received within the UTRAN-Vector AVP or GERAN-Vector AVP (whichever is present).

eps-AuthenticationSetList within SendAuthenticationInfoRes shall be present if EPS-Vector AVP is present in Authentication-Info AVP within AIA. If so the parameter shall be populated with the values received within the EPS-Vector AVP.

An error of unknownSubscriber with unknownSubscriberParam containing a unknownSubscriberDiagnostic of "imsiUnknown" shall be sent if the received AIA command contains an Experimental-Result AVP with a value of "User Unknown".

An error of unknownSubscriber with unknownSubscriberParam containing a unknownSubscriberDiagnostic of "gprs-epsSubscriptionUnknown" shall be sent if the received AIA command contains an Experimental-Result AVP with a value of "Unknown EPS Subscription".

Other values within the Result-Code / Experimental-Result AVP shall be mapped onto an appropriate MAP error.
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