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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

1
Scope

The present document studies the additional UE – EPC procedures within the scope of 3GPP TS 24.302 [2] and 3GPP TS 24.229 [3], for the interworking between a 3GPP system and a Fixed Broadband Access network defined by Broadband Forum to provide the IP connectivity to a 3GPP UE using a WLAN and a H(e)NB connected to a Fixed Broadband Access network.

The report covers the discovery and network selection procedures, QoS aspects, Tunnel management procedures, selection of the IP mobility mode, Authentication and Access Authorization using Authentication, Authorization and Accounting (AAA) procedures, and IP CAN session impacts. 
The present document is applicable to the UE and the network. In this technical specification the network is the 3GPP EPC.

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1] 
3GPP TS 23.139: "3GPP System-Fixed Broadband Access Network Interworking".

[2]
3GPP TS 24.302: "Access to the Evolved Packet Core (EPC) via non-3GPP access networks; Stage 3".

[3]
3GPP TS 24.229: "IP multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3".

Editor note: additional reference. 
3
Definitions and abbreviations

Editor note: description of additional definitions and abbreviations to 24.302. 
3.1
Definitions

3.2
Abbreviations

DSCP
Differentiated Services Code Point
4
General 
Editor note: additional general information to 24.302

5
Network Discovery and Selection

Editor note: description of additional network discovery and selection procedure to 24.302

6
UE – EPC Network Protocols

6.1
General
6.2
Trusted and Untrusted Accesses
Editor note: description of additional trusted and un-trusted accesses procedure to 24.302

6.3
IP Mobility Mode Selection
Editor note: description of additional IPMS procedure to 24.302

6.4
Authentication and Authorization 
Editor note: description of additional authentication and authorization procedure to 24.302

7
QoS 
7.1
General
At interworking with a Fixed Broadband Access network, DSCP marking is used for setting QoS.

For downlink traffic, the 3GPP network sets the DSCP value on the outer header of each IP packet at per-flow basis. When tunnelling the IP packet to the UE, the network copies the DSCP value from the inner IP header to the new outer IP header.

For uplink traffic, the reflective QoS on uplink traffic is optional supported by the UE when accessing a Fixed Broadband Access network. The reflective QoS is achieved by creating a DSCP marking rule based on the received downlink traffic.
The BBF network may perform QoS treatment and QoS remapping based on DSCP value of the outer IP header.
7.2
UE procedures
7.2.1
General
Optionally, a UE may support reflective QoS for uplink traffic. The UE may create uplink DSCP marking rules based on the received downlink traffic. The uplink DSCP marking rules are used to set the DSCP field of the outer IP header of the outgoing IP packets.

Editor note: it is FFS how the UE is informed to enable or disable the QoS reflective by the network.
7.2.2
DSCP marking rule
The DSCP marking rules contains following parameters:
-
Source IP address;

-
Destination IP address;

-
Source port number;

-
Destination port number;

-
Protocol type;

-
DSCP marking value; and

-
Timestamp.
The source IP address refers to the IP address used by the UE as source IP address when generating IP traffic.

The destination IP address refers to the IP address of the data packets destined for the UE.
The source port number refers to the port number used by the UE as source port number when generating IP traffic.

The destination port number refers to the port number of the data packets destined for the UE.
The protocol type is a value among the internet protocol numbers as defined in IANA. In case of IPv4, the protocol type value is the value of the last protocol type field. In case of IPv6, the protocol type value is the value of the last next header field.

The timestamp is the time that the DSCP marking rule was created or the last time the DSCP marking rule was used.

7.2.3
Maintaining DSCP marking rules
The DSCP marking table is created when the first DSCP marking rule is created based on the received downlink IP packet.
Depends on the protocol type, the n-tuple is either a 5-tuple (including: source IP address, destination IP address, source port number, destination port number, and protocol type) or a 3-tuple (including source IP address, destination IP address, and protocol type).

The lifetime of the DSCP marking table is same as the associated PDN connection.
A UE may remove the expired entries from the table based on the timestamp. How long the entry shall be maintained in the table is an implementation specific value.

7.2.4
Receiving an IP packet
When receiving an IP packet, the UE shall perform a lookup in the DSCP marking table based on the n-tuple of the IP header. If tunnel is established between the UE and the network, the lookup is performed after the tunnel de-capsulation.
If no matching entry is found, a new entry shall be created as followings:

-
The source IP address of the new entry is the destination IP address of the received packets;

-
The source port number of the new entry is the destination port number of the received packets;

-
The destination IP address of the new entry is the source IP address of the received packets;

-
The destination port number of the new entry is the source port number of the received packets;

-
The protocol type value is either the value of the last protocol type field in IPv4 case, or the value of the last next header field in case of IPv6;

-
The DSCP field is set as same as the DSCP field of the received outer IP header; and

-
The timestamp is set.
If a matching entry is found, the timestamp shall be set.

7.2.5
Sending an IP packet
When sending an IP packet, the UE shall perform a lookup in the DSCP marking table based on the n-tuple of the IP header. If tunnel is established between the UE and the network, the lookup is performed before the tunnel encapsulation.
If a matching entry is found, the UE shall set the DSCP marking value of the outer IP header according to the matched DSCP marking rule and set the timestamp of the entry. If there is already a value of the DSCP field in the outer IP header set by the UE application, it shall be overwritten by the DSCP marking value from the DSCP marking rule.

If no matching entry is found, the UE shall not modify the DSCP field of the outer IP header.

7.3
Network procedures
The 3GPP network shall create DSCP marking rules per QoS flow based on policies as defined in 3GPP TS 23.139 [1].

When tunnelling the UE downlink traffic, the network shall copy the DSCP value from the received IP header into the new outer header before forwarding to the UE.
Optionally, the network may perform DSCP marking remapping based on the operator's policy.
8
UE – EPC Network Procedures for Fixed Broadband Access network over S2b

Editor note: UE- EPC function description and procedure of 3GPP access and untrusted Fixed Broadband Access network interworking using S2b.
8.1
General
Editor note: general information interworking between 3GPP and untrusted Fixed Broadband Access network using S2b procedure

8.2
Tunnel management procedures
Editor note: description of additional tunnel management procedure to 24.302

8.3
WLAN offloading  
Editor note: WLAN offloading requirements over an untrusted Fixed Broadband Access network 
8.4
Supporting QoS with S2b procedure

8.4.1
UE procedure

The UE may support reflective QoS for uplink traffic as specified in subclause 7.2.
If reflective QoS is supported and anti-replay feature is implemented, the UE should create dedicated child SA for each IP flow which has the same DSCP marking value.

8.4.2
ePDG procedure

When receiving a downlink data packet for a UE, the ePDG shall copy the DSCP marking value from the received IP header into the new IPSec header before forwarding to the UE, as specified in subclause 7.3.

If the anti-replay feature is implemented, the ePDG should create dedicated child SA for each IP flow which has the same DSCP marking value.

Optionally, the ePDG may perform DSCP marking remapping based on the operator's policy.

9
UE – EPC Network Procedures for Fixed Broadband Access network over S2c
9.1
General
Editor note: UE- EPC function description and procedure of 3GPP access and Fixed Broadband Access network interworking using S2c DSMIPv6.
9.2
Procedures for trusted Fixed Broadband Access network over S2c

Editor note: UE- EPC function description and procedure of 3GPP access and trusted Fixed Broadband Access network interworking using S2c DSMIPv6.
9.3
Procedures for untrusted Fixed Broadband Access network over S2c

Editor note: UE- EPC function description and procedure of 3GPP access and untrusted Fixed Broadband Access network interworking using S2c DSMIPv6.
9.3.1
Supporting QoS with S2c procedure over untrusted access

9.3.1.1
UE procedure

The UE may support reflective QoS for uplink traffic as specified in subclause 7.2.
If the anti-replay feature is implemented, the UE should create dedicated child SA for each IP flow which has the same DSCP marking value.

9.3.1.2
HA procedure
The HA shall set per QoS flow DSCP marking on IP outer header as specified in subclause 7.3.

9.3.1.3
ePDG procedure

When receiving a downlink data packet for a UE, the ePDG shall copy the DSCP marking value from the received IP header into the new IPSec header before forwarding to the UE, as specified in subclause 7.3.

If the anti-replay feature is implemented, the ePDG should create dedicated child SA for each IP flow which has the same DSCP marking value.

Optionally, the ePDG may perform DSCP marking remapping based on the operator's policy.

10
UE – EPC Network Procedures for Fixed Broadband Access network using H(e)NB
Editor note: UE- EPC function description and procedure of 3GPP access and Fixed Broadband Access network interworking for H(e)NB case.
11
UE – EPC Network Procedures for Fixed Broadband Access network over S2a

Editor note: UE- EPC function description and procedure of 3GPP access and trusted Fixed Broadband Access network interworking using S2a.
12
PDUs and parameters specific to the present document

Editor note: description of additional parameters to 24.302
13
Conclusion
Editor’s Note: This clause will provide conclusions whether the new procedures defined in this TR shall be moved into a new TS or the existing TS 24.302.
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