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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

1
Scope

The present document discusses and describes the CT1 aspects of the 3GPP System Architecture Evolution (SAE) towards a higher-data-rate, lower-latency, packet-optimized system that supports multiple access technologies.
In particular, these CT1 aspects include the Non-Access-Stratum (NAS) functions to be performed by the User Equipment (UE) in idle mode, the NAS signalling procedures between the UE and the evolved packet core network (EPC) via the E-UTRAN, and the layer 3 signalling procedures between the UE and the EPC via non-3GPP access networks.
The present document also considers the requirements on the NAS between the UE and the core network which arise from specific services like MBMS and network functions like security, QoS, and mobility within the E‑UTRAN or between the E‑UTRAN and other 3GPP or non-3GPP access networks.
The present document is intended as a holding place for CT1 SAE material until it stabilises sufficiently to be moved to appropriate 3GPP technical specifications.
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3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].
Aggregate Maximum Bit Rate: The maximum bit rate that limits the aggregate bit rate of a set of non-GBR bearers of a UE. Definition derived from 3GPP TS 23.401 [2].

The label (E-UTRAN only) indicates this section or paragraph applies only if E-UTRAN is used as current radio access network.
EMM context: An EMM context is established in the UE and the MME when an attach procedure is successfully completed.

EMM-CONNECTED mode: A UE is in EMM-CONNECTED mode when a NAS signalling connection between UE and network is established.

EMM-IDLE mode: A UE is in EMM-IDLE mode when no NAS signalling connection between UE and network exists.


Evolved packet core network: the successor to the 3GPP Release 7 packet-switched core network, developped by 3GPP within the framework of the 3GPP System Architecture Evolution (SAE).
Evolved packet system: The evolved packet system (EPS) or evolved 3GPP packet-switched domain consists of the evolved packet core network and the evolved universal terrestrial radio access network. Definition derived from 3GPP TS 23.401 [2].

Dedicated bearer: An EPS bearer that is associated with uplink packet filters in the UE and downlink packet filters in the PDN GW where the filters only match certain packets. Definition derived from 3GPP TS 23.401 [2].

Default bearer: An EPS bearer that is used associated with "match all" uplink and downlink packet filters in the UE and the PDN GW, respectively. Definition derived from 3GPP TS 23.401 [2].

GBR bearer: An EPS bearer that uses dedicated network resources related to a Guaranteed Bit Rate (GBR) value, which are permanently allocated at EPS bearer establishment/modification. Definition derived from 3GPP TS 23.401 [2].

Label: A label is a scalar that is used as a reference to node-specific parameters that control bearer level packet forwarding treatment that have been pre-configured by the operator owning the node. Definition derived from 3GPP TS 23.401 [2].

MME area: An area containing tracking areas served by an MME.
NAS signalling connection: is a peer to peer S1 mode connection between UE and MME. A NAS signalling connection consists of the concatenation of an RRC connection via the "LTE-Uu" interface and an S1AP connection via the S1 interface. The UE considers the NAS signalling connection established when the RRC connection has been established successfully. The UE considers the NAS signalling connection released when the RRC connection has been released.
Non-access stratum protocols: The protocols between UE and MSC or SGSN that are not terminated in the UTRAN, and the protocols between UE and MME that are not terminated in the E-UTRAN. Definition derived from 3GPP TS 21.905 [1].
Non-GBR bearer: An EPS bearer that uses network resources that are not related to a Guaranteed Bit Rate (GBR) value. Definition derived from 3GPP TS 23.401 [2].

PDN address: an IP address assigned to the UE by the Packet Data Network Gateway (PDN GW).
The label (S1 mode only) indicates this section or paragraph applies only to a system which operates in S1 mode, i.e. with a functional division that is in accordance with the use of an S1 interface between the radio access network and the core network. In a multi-access system this case is determined by the current serving radio access network.
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.401 [2] apply:

MME pool area
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].
AMBR
Aggregate Maximum Bit Rate

ARP
Allocation Retention Priority

E-UTRA
Evolved Universal Terrestrial Radio Access

E-UTRAN
Evolved Universal Terrestrial Radio Access Network

EMM
EPS Mobility Management

EPC
Evolved Packet Core Network
ePDG
Evolved Packet Data Gateway

EPS
Evolved Packet System

ESM
EPS Session Management



FA
Foreign Agent

GBR
Guaranteed Bit Rate

HRPD
High Rate Packet Data

MBR
Maximum Bit Rate

MME
Mobility Management Entity

PDN GW
Packet Data Network Gateway

RRQ
Registration Request

RRP
Registration Reply

S1AP
S1 Application Protocol

SAE
System Architecture Evolution

SDF
Service Data Flow

SMC
Security Mode Command

TAC
Tracking Area Code

TFT
Traffic Flow Template
4
Network selection procedures

Editor's note: This clause will contain a description of the procedures for network selection, i.e. access technology selection and PLMN selection. None of the text within this section shall be transferred directly to any specification unless explicitly stated.

4.1
Concepts

Editor's note: This subclause will contain a description of concepts, general principles, working assumptions agreed by CT1, etc. None of the text within this section shall be transferred directly to any specification unless explicitly stated.

4.2
Procedures

Editor's note: This subclause will contain a detailed description of the procedures for network selection. The text within this section should be readily transferable to TS 23.122 or other TS(s) (e.g. TS 24.234).

4.2.1
General

Editor's note: Currently there are no requirements available. E.g. it is open when and based on which criteria the decision for a specific 3GPP or non-3GPP access technology is made during the network selection.

4.2.2
Procedures for 3GPP radio access networks

Editor's note: Currently there are no E-UTRAN specific requirements available. E.g. it is open whether in the "User Controlled PLMN Selector with Access Technology" and the "Operator Controlled PLMN Selector with Access Technology" the E-UTRAN will be treated as a new 3GPP radio access technology different from GERAN and UTRAN.

4.2.3
Procedures for non-3GPP access networks

Editor's note: Currently there are no requirements available.

5
UE NAS mobility functions in EMM-IDLE and EMM-CONNECTED mode
Editor's note: This clause will contain a description of aspects of intra E-UTRAN mobility in IDLE and CONNECTED mode relevant for CT1. None of the text within this section shall be transferred directly to any specification unless explicitly stated.

5.1
General

5.1.1
Registration areas in the EPS
5.1.1.1
General

Within the EPS, a registration area is defined as a set of tracking areas and each of these tracking areas consists of one or more cells that cover a geographical area. Tracking areas cannot overlap each other. Within the EPS, the concept of "registration to multiple tracking areas" applies:

-
A tracking area is broadcast in a cell, identified by a Tracking Area Code (TAC) and a PLMN identifier. In case of a shared network, a single TAC and multiple PLMN identifiers are broadcast.
Editor's note: The structure and coding of the TAC is FFS.

-
In order to reduce the tracking area update signalling within the EPS, the MME can assign several tracking areas to the UE.
-
The UE considers itself registered to a list of tracking areas and does not need to trigger tracking area update other than periodic tracking area update as long as it stays in one of the tracking areas of the list of tracking areas received from the MME.
Editor's note: the maximum number of tracking areas which can be allocated per UE needs to be defined.
· The UE will consider the list of tracking areas as valid, until it receives a new list in the next normal tracking area update or periodic tracking area update or it is commanded by the network to delete the complete list of tracking areas or it is detached from the EPS. If the tracking area update request or attach procedure via E-UTRAN is accepted or the TA list is reallocated by the MME, the MME shall provide at least one entry in the tracking areas list.
· The TA list can be reallocated by the MME.
· When the UE is detached from the EPS, the TA list in the UE is invalid; except for the last visited TAI, the TA list can be deleted by the UE.
· The MME allocates only one temporary identity (S-TMSI) to the UE, even if the UE is registered to more than one tracking area.
· The MME stores the S-TMSI and TA list in its EMM Context for the UE.
· The MME can initiate paging of the UE in all cells of all tracking areas the UE is registered to.

· A TA list assigned by an MME to a UE shall only contain tracking areas served by this MME.
5.1.1.2
Open issues for tracking area update procedure
1)
When designing tracking area related operations in CT1, the balance between resource consumption for tracking area update and resource consumption for paging should be taken into account.
2)
When designing tracking area identity and tracking area list, CT1 should define an efficient encoding scheme for the tracking area list, 

3)
CT1 needs to study whether the periodic update timers for tracking area update in EPS and for periodic routing area update in GPRS can have different values, related values, or the same value.
5.1.2
S-TMSI handling

A temporary user identity for E-UTRA based services, the S-Temporary Mobile Subscriber Identity (S-TMSI), is used for identification within the signalling procedures. The purpose of the S-TMSI is to provide identity confidentiality, i.e., to protect a user from being identified and located by an intruder. The structure of the S-TMSI will be specified in 3GPP TS 23.003 [7]. The S-TMSI provides for an unambiguous identity only within the tracking area list for which it was allocated. Outside the tracking area list the S-TMSI has to be combined with a Tracking Area Identity (TAI) to provide for an unambiguous identity. For this purpose the UE shall use the last visited TAI of the tracking area list and shall store the last visited TAI and the S-TMSI in its non volatile memory.

The MME is responsible of allocating the S-TMSI to the UE. The S-TMSI is uniquely allocated in an MME area. The allocation of the S-TMSI can be performed during attach, tracking area updating and S-TMSI reallocation procedures. The MME uses the S-TMSI for paging purposes.

Editor's note: For the case of MME pool areas overlapping the uniqueness of the allocation of the S-TMSI is FFS.

A UE supporting E-UTRA includes a valid S-TMSI, if any is available, in the attach, tracking area updating and service request messages. The MME may assign a new S-TMSI for a particular UE at successful attach, tracking area updating and S-TMSI reallocation procedures.

If a new S-TMSI is assigned by the MME, the UE and the MME handle the S-TMSI as follows:

-
Upon receipt of a mobility management message containing a new S-TMSI the UE considers the new S-TMSI as valid and the old S-TMSI as invalid.

-
The MME considers the old S-TMSI as invalid as soon as an acknowledge for an attach, tracking area updating or S-TMSI reallocation procedure is received.
Usually, the S-TMSI reallocation is performed at least at each time the UE moves to a new tracking area not included in the tracking area list assigned to the UE. However, this is left to the network operator's policies.

5.1.3
IP address allocation
Editor's note: The text within this subclause shall be transferred to a technical specification.

The UE can configure an IP address during the attach procedure and/or through an IETF-based IP address allocation mechanism once the default bearer is established.


If available, the UE shall include the capability of the IP stack associated with the UE (i.e. support of IPv4, IPv6 or IPv4/IPv6) in a PDN address allocation IE. If the UE wants to be allocated an IPv4 address for the default bearer during the attach procedure, the UE shall include a PDN address allocation IE requesting an IPv4 address in the ATTACH REQUEST message.
If the UE knows that an IPv6 address for the default bearer needs to be configured, the UE shall include, in the ATTACH REQUEST message, the PDN address allocation IE requesting an IPv6 prefix. 
The UE may also include in the same PDN address allocation IE both the request of an IPv4 address and the indication that it will configure an IPv6 prefix.
Editor's note: It is FFS if in this case the network can allocate both IP addresses or only one of them for the default bearer.
If the UE does not request any IP address during the default bearer activation procedure and does not have any information about the capability supported by the IP stack, the PDN address allocation IE will not contain any information. 

Editor's note: It is FFS if in this case the UE shall send an (empty) PDN address allocation IE anyway.
On receipt of the attach request sent by the UE, the network when allocating an IP address shall take into account the request received from the UE, UE's IP version capability, UE's subscription data and the policies of the home and visited network. When an IPv4 address is allocated during the default bearer activation procedure, the MME shall include in the ATTACH ACCEPT message a PDN address IE with the allocated IPv4 address.
If the PDN address allocation IE includes a request for IPv6 prefix that the UE will perform the IPv6 stateless address autoconfiguration, the MME shall include a PDN address IE with the allocated IPv6 prefix and interface identifier in the ATTACH ACCEPT message. The IPv6 prefix shall be ignored by the UE. The interface identifier shall be used to configure the link-local address. The UE shall use the IPv6 prefix received in the Router Advertisement for the stateless IPv6 address configuration. The IPv6 prefix in the PDN address IE and the one in the Router Advertisement shall be the same.
Editor's note: whether permanent (static) IP address allocation by the network will be supported in EPS is FFS.

Editor's note: whether the network can allocate two IP addresses, one IPv4 and one IPv6 at attach procedure is FFS.

5.2
UE NAS mobility functions in EMM-IDLE mode
Editor's note: This subclause will contain a description of UE NAS mobility functions in EMM-IDLE mode.

In EMM-IDLE mode a UE with a valid USIM inserted will: 

- 
perform cell selection/reselection according to 3GPP TS 36.304 [29] and PLMN selection according to 3GPP TS 23.122 [22];

-
when not attached to the EPS:

-
perform the attach procedure in order to receive services that require registration in the EPS;

-
when attached to the EPS:

-
perform tracking area updating when entering a tracking area not in the list of assigned tracking areas, in order to maintain the registration and enable the MME to keep track of the UE;

-
perform periodic tracking area updating to periodically notify the EPC that the UE is available;

-
answer to paging from the MME by performing a service request procedure;

-
perform the service request procedure in order to establish the radio bearers when uplink user data is to be sent;

Editor's note: The use of the service request procedure in order to establish only a NAS signalling connection (without establishing the radio bearers), when session management signalling is to be sent, is FFS.

-
perform detach when the UE is switched off, the USIM is removed from the UE, or the EPS capability of the UE is disabled.
In EMM-IDLE mode a UE without valid USIM inserted will: 

- 
perform cell selection/reselection according to 3GPP TS 36.304 [29], but not PLMN selection.

Editor's note: The support of emergency services by a UE without valid USIM is FFS.

5.3
UE NAS mobility functions in EMM-CONNECTED mode
Editor's note: This subclause will contain a description of UE NAS mobility functions in EMM-CONNECTED mode.

In EMM-CONNECTED mode a UE with a valid USIM inserted will: 

- 
perform S-TMSI reallocation when requested by the MME;

-
respond to identification requests from the MME;

- 
perform authentication when requested by the MME;

-
initiate the ciphering and integrity protection for NAS signalling when requested by the MME;

-
not perform periodic tracking area updating;

-
when attached to the EPS: 

-
perform tracking area updating when after handover the UE detects that it has entered a tracking area not in the list of assigned tracking areas;

Editor's note: The use of the service request procedure in order to establish the radio bearers, when uplink user data is to be sent and only a NAS signalling connection exists, is FFS.

· perform detach when the UE is switched off, the USIM is removed from the UE, the EPS capability of the UE is disabled, or when requested by the MME.

Editor's note: The support of S-TMSI reallocation, identification request and tracking area updating by a UE using emergency services without valid USIM is FFS.

6
NAS signalling procedures between UE and MME
Editor's note: This clause will contain a description of the NAS protocol between UE and MME, including security, QoS and MBMS aspects. The text within this section should be readily transferable to a technical specification. For NAS signalling procedures for 3GPP access via E-UTRAN the existing 3GPP TS 24.008 [4] procedures will be used as a model as much as possible.

6.1
General

Editor's note: This subclause will contain general information, the state model for the UE and the MME, and an overview of the signalling procedures used between UE and MME.

6.2
Mobility management procedures

Editor's note: This subclause will contain a detailed description of the signalling procedures used between UE and MME.

6.2.1
Overview
6.2.1.1
General

This clause describes the procedures used for mobility management for EPS services (EMM) at the radio interface (reference point "LTE-Uu").

The main function of the mobility management sublayer is to support the mobility of a user equipment, such as informing the network of its present location and providing user identity confidentiality.

A further function of the mobility management sublayer is to provide connection management services to the session management (SM) sublayer.

Editor's note: The existence of other protocol entities to which the EMM sublayer provides connection management services is FFS.

All the EMM procedures described in this clause can only be performed if a NAS signalling connection has been established between the UE and the network. Else, the EMM sublayer has to initiate the establishment of a NAS signalling connection (see 3GPP TS 36.331 [16]).

Editor's note: The relationship between the EMM entity described in this TR and the GMM entity in 3GPP TS 24.008 [4] is FFS.

6.2.1.2
Types of EMM procedures

Depending on how they can be initiated, three types of EMM procedures can be distinguished:

1) EMM common procedures:
An EMM common procedure can always be initiated whilst a NAS signalling connection exists. The procedures belonging to this type are:

Initiated by the network:

-
S-TMSI reallocation;

-
authentication and security mode;

Editor's note: The inclusion of the security mode procedure for NAS signalling in the authentication procedure is FFS.

-
identification;

-
EMM information.
2)
EMM specific procedures:
At any time only one UE initiated EMM specific procedure can be running. The procedures belonging to this type are:

Initiated by the UE and used to attach the IMSI in the network for EPS services and to establish an EMM context and a default bearer:

-
attach.

Initiated by the UE or the network and used to detach the IMSI in the network for EPS services and to release an EMM context and all bearers:

-
detach.

Initiated by the UE when an EMM context has been established:

-
normal tracking area updating;

-
periodic tracking area updating.
The tracking area updating procedure can be used to request also the resource reservation for sending data.
3)
EMM connection management procedures:
Initiated by the UE and used to establish a secure connection to the network or to request the resource reservation for sending data, or both:

-
service request.

The service request procedure can only be initiated if no UE initiated EMM specific procedure is ongoing.
Initiated by the network and used to request the establishment of a NAS signalling connection or to prompt the UE to re-attach if necessary as a result of a network failure:

-
paging procedure.
6.2.1.3
EMM sublayer states
6.2.1.3.1
General

In the following subclauses, the EMM protocol of the UE and the network is described by means of two different state machines. In subclause 6.2.1.3.2, the states of the EMM entity in the UE are introduced. The behaviour of the UE depends on an EPS update status that is described in subclause 6.2.1.3.3. The states for the MME side are described in subclause 6.2.1.3.4.

NOTE: 
The names for the EMM sublayer states in the present document can be different from the names used in stage 2 specifications (e.g. 3GPP TS 36.300 [15]). E.g. the state LTE_DETACHED in 3GPP TS 36.300 corresponds to EMM-DEREGISTERED in the present document, and the states LTE_IDLE and LTE_ACTIVE correspond to the combinations EMM-REGISTERED / EMM-IDLE mode and EMM-REGISTERED / EMM-CONNECTED mode, respectively.

Editor's note: For UEs supporting both E-UTRAN and UTRAN/GERAN the relationship between the EMM state machine and the GMM state machine is FFS. 

6.2.1.3.2
EMM sublayer states in the UE

6.2.1.3.2.1
General

In the following subclauses, the possible EMM states of an EMM entity in the UE are described. Subclause 6.2.1.3.2.2 summarizes the main states of an EMM entity. The substates that have been defined are described in subclause 6.2.1.3.2.3 and subclause 6.2.1.3.2.4.

It should be noted, however, that this subclause does not include a description of the detailed behaviour of the UE in the single states and does not cover abnormal cases. A detailed description of the behaviour of the UE is given in subclause 6.2.2. For the behaviour of the UE in abnormal cases refer to the description of the elementary EMM procedures in subclauses 6.2.4, 6.2.5, 6.2.6 and 6.2.7.

6.2.1.3.2.2
Main states
6.2.1.3.2.2.1
EMM-DEREGISTERED
In the state EMM-DEREGISTERED, no EMM context has been established and the UE location is unknown to an MME and hence it is unreachable by an MME. In order to establish an EMM context, the UE shall start the attach procedure (see subclause 6.2.5.1).

6.2.1.3.2.2.2
EMM-REGISTERED-INITIATED
A UE enters the state EMM-REGISTERED-INITIATED after it has started the attach procedure and is waiting for a response from the MME (see subclause 6.2.5.1).

6.2.1.3.2.2.3
EMM-REGISTERED
In the state EMM-REGISTERED, an EMM context has been established in the UE, the UE location is known to the MME with an accuracy of a tracking area list containing a certain number of tracking areas. The UE may initiate sending and receiving user data and signalling information and reply to paging. Additionally, tracking area updating procedure is performed (see subclause 6.2.5.3).

6.2.1.3.2.2.4
EMM-DEREGISTERED-INITIATED

A UE enters the state EMM-DEREGISTERED-INITIATED after it has requested release of the EMM context by starting the detach procedure and is waiting for a response from the MME (see subclause 6.2.5.2).
6.2.1.3.2.2.5
EMM-TRACKING-AREA-UPDATING-INITIATED

A UE enters the state EMM-TRACKING-AREA-UPDATING -INITIATED after it has started the tracking area updating procedure and is waiting for a response from the MME (see subclause 6.2.5.3).
6.2.1.3.2.2.6
EMM-SERVICE-REQUEST-INITIATED

A UE enters the state EMM-SERVICE-REQUEST-INITIATED after it has started the service request procedure and is waiting for a response from the MME (see subclause 6.2.6.1).
6.2.1.3.2.3
Substates of state EMM-DEREGISTERED 
The state EMM-DEREGISTERED is subdivided into a number of substates as described in this subclause. Valid subscriber data are available for the UE before it enters the substates, except for the EMM-DEREGISTERED.NO-IMSI substate.

6.2.1.3.2.3.1
EMM-DEREGISTERED.NORMAL-SERVICE
The substate EMM-DEREGISTERED.NORMAL-SERVICE is chosen in the UE, if the EPS update status is EU1 or EU2, in the meantime a cell has been selected and the PLMN or tracking area is not in the forbidden list.

6.2.1.3.2.3.2
EMM-DEREGISTERED.LIMITED-SERVICE

The substate EMM-DEREGISTERED.LIMITED-SERVICE is chosen in the UE, if the EPS update status is EU3, and a selected cell is in the forbidden PLMN or in a forbidden tracking area.

6.2.1.3.2.3.3
EMM-DEREGISTERED.ATTEMPTING-TO-ATTACH 
The substate EMM-DEREGISTERED.ATTEMPTING-TO-ATTACH is chosen in the UE, if the EPS update status is EU2, and a previous attach was rejected.
6.2.1.3.2.3.4
EMM-DEREGISTERED.PLMN-SEARCH
The substate EMM-DEREGISTERED.PLMN-SEARCH is chosen in the UE, if the UE with a valid USIM is switched on.

6.2.1.3.2.3.5
EMM-DEREGISTERED.NO-IMSI
The substate EMM-DEREGISTERED.NO-IMSI is chosen in the UE, if the UE is switched on without a valid USIM inserted.

6.2.1.3.2.4
Substates of state EMM-REGISTERED

The state EMM-REGISTERED is subdivided into a number of substates as described in this subclause.

6.2.1.3.2.4.1
EMM-REGISTERED.NORMAL-SERVICE
The substate EMM-REGISTERED.NORMAL-SERVICE is chosen by the UE as the primary substate when the UE entering the state EMM-REGISTERED.
6.2.1.3.2.4.2
EMM-REGISTERED.ATTEMPTING-TO-UPDATE

The EMM-REGISTERED.ATTEMPTING-TO-UPDATE substate is chosen by the UE if the tracking area updating procedure failed due to a missing response from the network. No EMM procedure except the TAU shall be initiated by the UE in this substate. No data shall be sent or received.

6.2.1.3.2.4.3
EMM-REGISTERED.LIMITED-SERVICE
The substate EMM-REGISTERED.LIMITED-SERVICE is chosen in the UE, if the cell the UE selected is known not to be able to provide normal service. 
6.2.1.3.2.4.4
EMM-REGISTERED.PLMN-SEARCH

The substate EMM-REGISTERED.PLMN-SEARCH is chosen in the UE, while the UE is searching for PLNMs. 
6.2.1.3.3
EPS update status
In order to describe the detailed UE behaviour, the EPS update (EU) status pertaining to a specific subscriber is defined as:
EU1: UPDATED


The last attach or tracking area updating attempt was successful. 

EU2: NOT UPDATED


The last attach or tracking area updating attempt failed procedurally, i.e. no response was received from the MME.
EU3: ROAMING NOT ALLOWED


The last attach or tracking area updating attempt was correctly performed, but the answer from the MME was negative (because of roaming or subscription restrictions).
6.2.1.3.4
EMM sublayer states in the MME

6.2.1.3.4.1
EMM-DEREGISTERED

In the state EMM-DEREGISTERED, the MME has no EMM context and the UE is detached. The MME may answer to an attach procedure initiated by the UE (see subclause 6.2.5.1).

6.2.1.3.4.2
EMM-COMMON-PROCEDURE-INITIATED

The MME enters the state EMM-COMMON-PROCEDURE-INITIATED, after it has started a common EMM procedure (see subclause 6.2.4) and is waiting for a response from the UE.
6.2.1.3.4.3
EMM-REGISTERED

In the state EMM-REGISTERED, an EMM context has been established in the MME.

6.2.1.3.4.4
EMM-DEREGISTERED-INITIATED

The MME enters the state EMM-DEREGISTERED-INITIATED after it has started a detach procedure and is waiting for a response from the UE (see subclause 6.2.5.1).

6.2.2
Behaviour of the MS in EMM-DEREGISTERED state and EMM-REGISTERED state

6.2.2.1
General

6.2.2.2
UE behaviour in state EMM-DEREGISTERED

6.2.2.2.1
General

The state EMM-DEREGISTERED in entered in the UE, when:

-
the detach is performed either by the UE or by the MME (see subclause 6.2.5.2);

-
the attach request is rejected by the MME (see subclause 6.2.5.1);

-
the UE is switched on.

Editor's note: Other conditions are FFS.

6.2.2.2.2
Primary substate selection

6.2.2.2.3 
Detailed description of UE behaviour in state EMM-DEREGISTERED
6.2.2.2.3.1
NORMAL-SERVICE

The UE shall perform an attach procedure.

6.2.2.2.3.2
LIMITED-SERVICE

The UE shall perform an attach procedure when entering a cell which provides normal service.

6.2.2.2.3.3
ATTEMPTING-TO-ATTACH
6.2.2.2.3.4
PLMN-SEARCH

No specific action is required.
6.2.2.3
UE behaviour in state EMM-REGISTERED 

6.2.2.3.1
General
The state EMM-REGISTERED is entered at the UE, when:

-
the attach procedure is performed by the UE (see subclause 6.2.5.1).

6.2.2.3.2
Detailed description of UE behaviour in state EMM-REGISTERED

6.2.2.3.2.1
NORMAL-SERVICE

The UE shall perform normal and periodic tracking area updating (see subclause 6.2.5.3).

6.2.2.3.2.2
ATTEMPTING-TO-UPDATE
6.2.2.3.2.3
LIMITED-SERVICE
6.2.2.3.2.4
PLMN-SEARCH
6.2.3
General on elementary EMM procedures for EPS services

6.2.4
EMM common procedures

6.2.4.1
S-TMSI reallocation procedure

6.2.4.1.1
General
The purpose of the S-TMSI reallocation procedure is to provide identity confidentiality, i.e. to protect a user against being identified and located by an intruder, by means of allocating an S-TMSI to a particular UE (see subclause 5.1.2).

The reallocation of an S-TMSI is performed by the unique procedure defined in this subclause. This procedure can only be initiated by the MME when the attach procedure has successfully been performed.

The S-TMSI can also be implicitly reallocated at attach or tracking area updating procedures. The implicit reallocation of an S-TMSI is described in the subclauses which specify these procedures (see subclause 6.2.5.1 and 6.2.5.3).
NOTE 1:
The S-TMSI reallocation procedure is usually performed in ciphered mode.

NOTE 2:
Normally, the S-TMSI reallocation will take place in conjunction with another mobility management procedure, e.g. as part of tracking area updating.

6.2.4.1.2
S-TMSI reallocation initiation by the network

The MME shall initiate the S-TMSI reallocation procedure by sending an S-TMSI REALLOCATION COMMAND message to the UE and starting a controlling timer.

The S-TMSI REALLOCATION COMMAND message shall include a new combination of S-TMSI and tracking area list.

6.2.4.1.3
S-TMSI reallocation completion by the UE
Upon receipt of the S-TMSI REALLOCATION COMMAND message, the UE shall store the S-TMSI and the tracking area list, and send an S-TMSI REALLOCATION COMPLETE message to the MME. The UE considers the new S‑TMSI as valid and the old S-TMSI as invalid (see subclause 5.1.2).

6.2.4.1.4
S-TMSI reallocation completion by the network

Upon receipt of the S-TMSI REALLOCATION COMPLETE message, the MME shall stop the controlling timer associated to the S-TMSI reallocation procedure and consider the new S-TMSI as valid and the old S-TMSI as invalid (see subclause 5.1.2).

Editor's note: The abnormal cases in the UE and on the network side need to be defined.
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Figure 6.2.4.1.4.1: S-TMSI reallocation procedure
6.2.4.2
Authentication and security mode procedure 

6.2.4.3
Identification procedure

6.2.4.3.1
General

The identification procedure is used by the network to request a particular UE to provide specific identification parameters, e.g. the International Mobile Subscriber Identity (IMSI) or the International Mobile Equipment Identity (IMEI) (see 3GPP TS 23.003 [7]).

6.2.4.3.2
Identification initiation by the network

The network shall initiate the identification procedure by sending an IDENTITY REQUEST message to the UE and start a controlling timer for the identification procedure. The IDENTITY REQUEST message shall include the requested identification parameters in the Identity type information element.
Editor's note: Whether the identification controlling timer is the same as the one specified for 2G/3G (i.e. T3370) is FFS.
Editor's note: The Identity type IE needs to be defined.
6.2.4.3.3
Identification response by the UE
A UE shall be ready to respond to an IDENTITY REQUEST message at any time whilst an NAS signalling connection exists.

Upon receipt of the IDENTITY REQUEST message the UE shall send an IDENTITY RESPONSE message to the network. The IDENTITY RESPONSE message shall contain the identification parameters as requested by the network.

6.2.4.3.4
Identification completion by the network

Upon receipt of the IDENTITY RESPONSE the network shall stop the controlling timer for the identification procedure.
Editor's note: The abnormal cases in the UE and on the network side need to be defined.
6.2.4.4
EMM information procedure 

6.2.5
EMM specific procedures

6.2.5.1
Attach procedure

6.2.5.1.1
General

The attach procedure is used to attach for packet services in EPS. With a successful attach procedure, a context is established for the UE in the MME, and a default bearer is established between the UE and the PDN GW, thus enabling always-on IP connectivity to the UE.

In a shared network, the UE shall choose one of the PLMN identities broadcast in the cell for the attach procedure. The selected network shall be indicated by the UE to the eNodeB.

6.2.5.1.2
Attach procedure initiation

The UE initiates the attach procedure by sending an ATTACH REQUEST message to the MME. The UE shall include in the ATTACH REQUEST message a valid S-TMSI, if available, and the tracking area identity associated with the S-TMSI. If there is no valid S-TMSI available, the UE shall include the IMSI in the ATTACH REQUEST message.

If available, the UE shall also include information about the IP address allocation as specified in subclause 5.1.3.

Editor's note: It is FFS whether the UE provides the APN information in the ATTACH REQUEST message.

6.2.5.1.3
Identification and authentication

During the attach procedure, the MME may initiate an identification procedure, in order to request IMSI information from the UE. The MME may also initiate an authentication procedure and may setup security mode.

6.2.5.1.4
Attach accepted by the network

If the attach request is accepted by the network, the MME shall send an ATTACH ACCEPT message to the UE. 

The MME shall assign and include the list of tracking areas the UE is registered to in the ATTACH ACCEPT message. The UE, receiving an ATTACH ACCEPT message, shall delete its old list of tracking areas and store the received list of tracking areas.
The S-TMSI reallocation may be part of the attach procedure. When the ATTACH REQUEST message includes the IMSI or when the MME considers the S-TMSI provided by the UE is invalid, the MME shall allocate the S-TMSI to the UE. The MME shall include in the ATTACH ACCEPT message the new assigned S-TMSI together with the list of assigned tracking areas. 

If the ATTACH ACCEPT message contains an S-TMSI, the UE shall use this S-TMSI as the new temporary identity and shall send an ATTACH COMPLETE message to the MME. The UE shall delete its old S-TMSI and store the new assigned S-TMSI. If no S-TMSI has been included by the MME in the ATTACH ACCEPT message, the old S-TMSI, if any available, shall be kept. 
The MME shall include in the ATTACH ACCEPT message the PDN address assigned to the UE by the PDN GW, if available. This address shall be used for the default bearer and any dedicated bearer established towards the same PDN.

The MME may include an IPv6 address of the PDN GW in the ATTACH ACCEPT message, for further use with host based mobility. In addition to the IPv6 address, the MME may also include an IPv4 address of the PDN GW.

Editor's note: The conditions under which a PDN GW address is delivered by the MME are FFS. Whether this IP address is delivered only if host based mobility is used or in any case is FFS. Whether this depends on UE IP version capabilities is FFS.

6.2.5.2
Detach procedure

6.2.5.2.1
General

The detach procedure is used:

-
by the UE to inform the network that it does not want to access the EPS any longer; and

-
by the network to inform the UE that it does not have access to the EPS any longer.
The detach procedure shall be invoked by the UE if the UE is switched off or the USIM card is removed from the UE
If the detach procedure is performed, the active EPS bearer(s) for this particular UE are deactivated locally without peer-to-peer signalling between the UE and the MME and the related packet filters are deleted.

6.2.5.2.2
UE initiated detach procedure
6.2.5.2.2.1
UE initiated detach procedure initiation
The detach procedure is initiated by the UE by sending a DETACH REQUEST message. The Switch Off parameter in this message indicates whether detach is due to a switch off situation or not.

The UE shall include the S-TMSI in the DETACH REQUEST message.

6.2.5.2.2.2
UE initiated detach procedure completion
When the DETACH REQUEST message is received by the network, the network shall send a DETACH ACCEPT message to the UE, if the Switch Off parameter indicates that the DETACH REQUEST has not been sent due to switching off. Otherwise, the procedure is completed when the network receives the DETACH REQUEST message.
The network and the UE shall deactivate the EPS bearer(s) for this UE locally without peer-to-peer signalling between the UE and the MME and delete the related packet filters.
6.2.5.2.3
Network initiated detach procedure
6.2.5.2.3.1
Network initiated detach procedure initiation
The network initiates the detach procedure by sending a DETACH REQUEST message to the UE. The DETACH REQUEST message shall include a detach type IE. In addition, the network may include a cause IE to specify the reason for the detach request. The network shall start a timer.
6.2.5.2.3.2
Network initiated detach procedure completion by the UE
When receiving the DETACH REQUEST message and the detach type IE indicates "re-attach required", the UE shall deactivate the EPS bearer(s) including the EPS default bearer locally without peer-to-peer signalling between the UE and the MME and delete the related packet filters. The UE shall then send a DETACH ACCEPT message to the network and shall change to the detached state. The UE shall, after the completion of the Detach procedure, initiate an attach procedure.
When receiving the DETACH REQUEST message and the detach type IE indicates "re-attach not required", the UE shall deactivate the EPS bearer(s) including the EPS default bearer locally without peer-to-peer signalling between the UE and the MME and delete the related packet filters. The UE shall then send a DETACH ACCEPT message to the network and shall change to the detached state.
6.2.5.2.3.3
Network initiated detach procedure completion by the Network
The network shall, upon receipt of the DETACH ACCEPT message, stop the timer and shall change to the detached state.
6.2.5.3
Tracking area updating procedure

6.2.5.3.1
General

The tracking area updating procedure is always initiated by the UE and is used for the following purposes:

-
normal tracking area updating to update the registration of the actual tracking area of a UE in the network,

-
periodic tracking area updating to periodically notify the availability of the UE to the network.

Editor's note: Other purposes of using the tracking area updating procedure will be added if identified.
During the tracking area updating procedure, the MME may initiate an authentication procedure and setup security mode.

In a shared network, the UE shall select one of the PLMN identities received on the broadcast channel for the tracking area updating procedure. The selected network shall be indicated by the UE to the E-UTRAN.

A UE initiating the tracking area updating procedure in EMM-IDLE mode may request the network to re-establish the radio and S1 bearers for all active EPS bearer contexts during the procedure.

6.2.5.3.2
Tracking area updating procedure initiation

The UE initiates the tracking area updating procedure by sending a TRACKING AREA UPDATE REQUEST message to the MME,

-
when the UE detects entering a tracking area that is not in the tracking area list that the UE previously registered in the network;

-
if the periodic tracking area updating timer expires; or

-
if the UE is out of E-UTRAN coverage when the periodic TA updating timer expires, and the UE returns to E‑UTRAN coverage.

In the TRACKING AREA UPDATE REQUEST message the UE shall include an S-TMSI and the last visited TAI of the TA list associated with the S-TMSI, the update type indicating the type of the tracking area updating. If a UE in EMM-IDLE mode has uplink user data pending when it initiates the tracking area updating procedure, it may also include an "active" flag in the TRACKING AREA UPDATE REQUEST message to indicate the wish to establish the user plane to the network.


The UE may also include an EPS bearer context status IE in the TRACKING AREA UPDATE REQUEST message, indicating which EPS bearer contexts are active in the UE.
Editor's note: It is FFS whether the EPS bearer context status IE is an optional or a mandatory parameter.

6.2.5.3.3
Tracking area updating procedure accepted by the network

If the tracking area update request has been accepted by the network, the MME shall send a TRACKING AREA UPDATE ACCEPT message to the UE. If the MME assigns a new S-TMSI for the UE, an S-TMSI shall be included in the TRACKING AREA UPDATE ACCEPT message together with the tracking area list.

Editor's note: It is FFS whether other information such as the "equivalent PLMNs" and a "list of emergency numbers" are included in the TRACKING AREA UPDATE ACCEPT message.

If an EPS bearer context status IE is included in TRACKING AREA UPDATE REQUEST message, the MME shall deactivate all those EPS bearer contexts locally (without peer-to-peer signalling between the MME and the UE) which are active on the network side, but are indicated by the UE as being inactive. Additionally, the MME shall include an EPS bearer context status IE in the TRACKING AREA UPDATE ACCEPT message, indicating which EPS bearer contexts are active in the MME.
In a shared network the MME shall indicate the PLMN identity of the operator that has accepted the tracking area update request in the TRACKING AREA UPDATE ACCEPT message.

Editor's note: How this PLMN identity is encoded in the TRACKING AREA UPDATE ACCEPT message is FFS.
If the "active" flag is included in the TRACKING AREA UPDATE REQUEST message, the MME shall re-establish the radio and S1 bearers for all active EPS bearer contexts.

Upon receipt of a TRACKING AREA UPDATE ACCEPT message, the UE stores the received TA list. If the message contains an S-TMSI, the UE shall use this S-TMSI as new temporary identity for EPS services and shall store the new S-TMSI. If no S-TMSI was included by the MME in the TRACKING AREA UPDATE ACCEPT message, the old S‑TMSI shall be used.
If an EPS bearer context status IE is included in the TRACKING AREA UPDATE ACCEPT message, the UE shall deactivate all those EPS bearers contexts locally (without peer-to-peer signalling between the UE and the MME) which are active in the UE, but are indicated by the MME as being inactive.
If the TRACKING AREA UPDATE ACCEPT message contained an S-TMSI, the UE shall return a TRACKING AREA UPDATE COMPLETE message to the MME to acknowledge the received S-TMSI.

6.2.5.3.4
Tracking area updating procedure not accepted by the network

If the tracking area updating cannot be accepted by the network, the MME sends a TRACKING AREA UPDATE REJECT message to the UE including an appropriate reject cause value.
The UE shall then take corresponding actions depending on the reject cause value received.

Editor's note: The reject cause values as well as the actions the UE takes are FFS.

6.2.6
EMM connection management procedures

6.2.6.1
Service request procedure

6.2.6.1.1
General
The service request procedure is initiated by the UE. The service request procedure is used to trigger the network to assign radio bearer. This procedure is used for

-
the network to transfer down link signalling,

-
transferring uplink and downlink user data.

Editor's note: The interaction of this procedure with other MM procedures is FFS.

6.2.6.1.2
Service request procedure initiation

The UE initiates the service request procedure by sending a SERVICE REQUEST message to the MME. The message SERVICE REQUEST shall contain the S-TMSI and the Service type.

Editor's Note: The criteria for initiating the Service Request are FFS.

Upon receipt of the SERVICE REQUEST message, the MME may initiate the authentication procedure.

6.2.6.1.3
Service request procedure accepted by the network

If the SERVICE REQUEST message was sent by the UE with service type "data", the indication from the lower layers that the user plane security is set up shall be treated as a successful completion of the procedure. 
If the SERVICE REQUEST message was sent by the UE with service type "paging response", the network will establish the radio and S1 bearers for all activated EPS bearers if it wants to transfer data.

6.2.6.1.4
Service request procedure not accepted by the network

If the service request cannot be accepted, the network returns a SERVICE REJECT message to the UE. The UE shall then take different actions depending on the received reject cause value.
6.2.6.2
Paging procedure

6.2.6.2.1
General

The paging procedure is used by the network to request the establishment of a NAS signalling connection to the UE.

Editor's note: the use of the paging procedure for other purposes is FFS.
6.2.6.2.2
Paging for EPS services through E-UTRAN using S-TMSI
The network shall initiate the paging procedure for EPS services using S-TMSI when EMM signalling messages or user data is pending to be sent to the UE when no NAS signalling connection exists.
To initiate the procedure the EMM entity in the network requests the lower layer to start paging (see 3GPP TS 36.300 [15], 3GPP TS 36.413 [17]) and starts a timer for this paging procedure. Upon reception of a paging indication, the UE shall respond to the paging with a SERVICE REQUEST message with service type "paging response" (see 3GPP TS 23.401 [2] and 3GPP TS 36.413 [17]). 
The network shall stop the timer for the paging procedure when a response is received from the UE. 
6.2.7
Receiving an EMM STATUS message by an EMM entity

The purpose of the sending of the EMM STATUS message is to report at any time certain error conditions detected upon receipt of EMM protocol data. The EMM STATUS message can be sent by both the MME and the UE.

On receipt of an EMM STATUS message no state transition and no specific action shall be taken as seen from the radio interface, i.e. local actions are possible. The local actions to be taken by the MME or the UE on receipt of an EMM STATUS message are implementation dependent.

6.3
Session management and bearer control procedures

Editor's note: This subclause will contain a detailed description of the signalling procedures used between UE and MME, as far as they are under CT1's responsibility.

6.4
Handling of unknown, unforeseen, and erroneous protocol data

6.5
Message functional definitions and contents

6.6
General message format and information elements coding

6.7
List of system parameters
7
Access to the EPC via non-3GPP access networks

Editor's note: This clause will contain a description of the CT1 aspects of access to the evolved packet core via non-3GPP access networks. None of the text within this section shall be transferred directly to any specification unless explicitly stated.

7.1
General

Editor's note: This subclause will contain general information about the access to the EPC via non-3GPP access networks. Among other things this subclause will specify criteria that need to be fulfilled (e.g. with regard to the authentication and authorization procedure) to consider a non-3GPP access network as trusted or untrusted.

Editor's note: The definition of "trusted" and "untrusted" access network is FFS.

7.2
Access authentication and authorization in a trusted non-3GPP access network
Editor's note: This subclause will contain a description of the access authentication and authorization procedures needed when the UE attaches to a trusted non-3GPP access network (reference point S2a or S2c). Section 6.1.1 of 3GPP TS 24.234 [14] can be considered as a basis for this subclause.

7.2.1
General

Editor's note: This subclause will contain general information about the access to the EPC via trusted non-3GPP access networks.

7.2.2
UE procedures

7.2.3
3GPP AAA server procedures

Editor's note: It is assumed that within the present report, like in 3GPP TS 24.234 [14], no distinction needs to be made between roaming and non-roaming scenarios. I.e. within the scope of this report, the Ta* and Wd* reference points defined in 3GPP TS 23.402 [12] are considered to coincide. The Wd* reference point between 3GPP AAA proxy and 3GPP AAA server will be described by CT4 in 3GPP TR 29.803 [13]. 

7.3
Access authentication and authorization and tunnel management in an untrusted non-3GPP access network
Editor's note: This subclause will contain a description of the access authentication and authorization procedures and tunnel management procedures needed when the UE attaches to an untrusted non-3GPP access network (reference point S2b or S2c).

7.3.1
General

In order to attach to the evolved packet core network (EPC) via untrusted non-3GPP IP access, the UE first needs to be configured with a local IP address from the untrusted non-3GPP access network. Once the UE is configured with a local IP address, the UE shall select the Evolved Packet Data Gateway (ePDG) as described in subclause 7.3.3.2.1 and shall initiate the IPsec tunnel establishment procedure as described in subclause 7.3.3.2.2.












7.3.2
Access authentication and authorization

Editor's note: This subclause will contain a description of the access authentication and authorization procedures needed when the UE attaches to an untrusted non-3GPP access network (reference point S2b or S2c). Section 6.1.1 of 3GPP TS 24.234 [14] can be considered as a basis for this subclause.

7.3.2.1
General

Authentication signalling for untrusted non-3GPP access to the EPC shall be executed between the UE and the 3GPP AAA server in the EPC to ensure mutual authentication of the user and the EPC.

Authorization of EPC access shall be performed by the 3GPP AAA server upon successful user authentication.
Access authentication signalling shall be based on IETF protocols, for e.g., Extensible Authentication Protocol (EAP) as specified in IETF RFC 3748 [26].

Editor's note: The choice of an authentication protocol is FFS.
7.3.2.2
UE procedures

7.3.2.3
3GPP AAA server procedures

Editor's note: It is assumed that within the present report, like in 3GPP TS 24.234 [14], no distinction needs to be made between roaming and non-roaming scenarios. I.e. within the scope of this report, the Wa* and Wd* reference points defined in 3GPP TS 23.402 [12] are considered to coincide. The Wd* reference point between 3GPP AAA proxy and 3GPP AAA server will be described by CT4 in 3GPP 3GPP TR 29.803 [13].

7.3.3
Tunnel management procedures

Editor's note: This subclause will describe the tunnel management procedures. Section 8 of 3GPP TS 24.234 [14] can be considered as a basis for this subclause. The need of additional procedures or parameters is FFS.

7.3.3.1
General

The purpose of tunnel management procedures is to define the procedures for establishment or disconnection of an end-to-end tunnel between the UE and the ePDG. The tunnel establishment procedure is always initiated by the UE, whereas the tunnel disconnection procedure can be initiated by the UE or the ePDG.

The tunnel is an IPsec tunnel (see IETF RFC 4301 [27]) established via an IKEv2 protocol exchange [8] between the UE and the ePDG. The UE may indicate support for MOBIKE [28]. The security mechanisms for tunnel setup using IPsec and IKEv2 are specified in 3GPP TS 33.234 [9].
7.3.3.2
UE procedures

7.3.3.2.1
Selection of the ePDG
The UE shall support the implementation of standard DNS mechanisms in order to retrieve the IP address(es) of the ePDG.

The procedure used by the UE to select an ePDG is the same as the procedure described in 3GPP TS 24.234 [14] for the selection of the PDG.

When building a Fully Qualified Domain Name (FQDN) for the DNS request, the UE shall include both W-APN Network Identifier (NI) and W-APN Operator Identifier (OI). If the user did not provide a value for W-APN OI, then the UE shall use the HPLMN ID or VPLMN ID as the W-APN OI, depending on internal configuration. The structure of the W-APN is defined in 3GPP TS 23.003 [7].

In roaming case, if the UE has selected VPLMN ID for W-APN Operator Identifier (OI) and the DNS query fails, the UE shall build an FQDN with W-APN Operator Identifier (OI) set to HPLMN ID and shall perform a new DNS query to resolve the W-APN.

Upon reception of a DNS response containing one or more IP addresses of ePDGs, the UE shall select an IP address of ePDG with the same IP version as its local IP address.
7.3.3.2.2
Tunnel establishment

Once the ePDG has been selected, the UE shall initiate the IPsec tunnel establishment procedure using the IKEv2 protocol as defined in IETF RFC 4306 [8]. 
The UE shall send an IKE_SA_INIT request message to the selected ePDG in order to setup an IKE connection. Upon receipt of an IKE_SA_INIT response, the UE shall send an IKE_AUTH request message to the ePDG, including the type of IP address (IPv4 or IPv6 or both) that needs to be configured in an IKEv2 CFG_REQUEST Configuration Payload. If the UE requests for both IPv4 and IPv6 address, it shall send two configuration attributes in the CFG_REQUEST Configuration Payload, one for the IPv4 address and the other for the IPv6 address.The IKE_AUTH request message shall contain in "IDr" payload the W-APN that was used in the DNS query for ePDG selection and in the "IDi" payload the NAI. The IKE_AUTH request message may contain in a notify payload an indication that MOBIKE is supported by the UE. 
7.3.3.3
3GPP AAA server procedures

7.3.3.4
ePDG procedures

7.3.3.4.1
Tunnel establishment

Upon receipt of an IKE_AUTH request message from the UE requesting the establishment of a tunnel, the ePDG shall proceed with authorization and authentication. The procedure is the same as described in 3GPP TS 33.234 [9].
If PMIPv6 as defined in draft-ietf-netlmm-proxymip6 [10] is used, the ePDG, when receiving the Proxy Binding Acknowledgement message from the PDN GW containing the IP address assigned to the UE, shall proceed with IPsec tunnel setup completion and relay in the IKEv2 Configuration Payload (CFG_REPLY) of the final IKE_AUTH response message the remote IP address assigned to the UE. If the UE requested both an IPv4 and an IPv6 address, both are allocated to the UE via a single CFG_REPLY Configuration Payload containing two configuration attributes, one for the IPv4 address, the other for the IPv6 address, else only the IP address of the requested IP version is allocated. An IPsec tunnel is now established between the UE and the ePDG and IP connectivity is established between the UE and the PDN GW.
If DSMIPv6 as defined in draft-ietf-mip6-nemo-v4traversal [11] is used, the ePDG shall proceed with IPsec tunnel completion upon successful authorization and authentication and shall send the IKE_AUTH response message including the IP address assigned to the UE in the IKEv2 Configuration Payload (CFG_REPLY).
Editor's note: In case of IPv6, it is FFS whether an IPv6 address or an IPv6 prefix is allocated to the UE.
8
Mobility management based on mobile IP

Editor's note: This clause will contain a description of the CT1 aspects of mobility management based on mobile IP. None of the text within this section shall be transferred directly to any specification unless explicitly stated.

8.1
General

Editor's note: This subclause will contain general information about mobility management based on mobile IP. 
Editor's note: One of the questions to be answered is when and based on which criteria (e.g. trusted or untrusted non-3GPP access or 3GPP access) which of the mobility modes is used (MIPv4 FA mode, PMIPv6 or DSMIPv6).

8.2
Mobility management based on MIPv4 foreign agent mode
Editor's note: This subclause will contain a description of the CT1 aspects of mobility management using MIPv4 in foreign agent (FA) mode. According to 3GPP TS 23.402 [12] the UE can select this protocol for trusted non-3GPP access (reference point S2a). (For an alternative protocol for reference point S2a see subclause 8.3.)

8.2.1
General

This subclause specifies the procedures for Mobile IPv4 FA mode over S2a reference point based on 3GPP TS 23.402 [12]. The scope of the subclause is limited to the communication between the UE and the FA. The messages exchanged between the FA and the home agent are in the scope of 3GPP TR 29.803 [13].
8.2.2
Mobile IP initial attach
Editor's note: This subclause will describe the procedures related to the PDN GW address discovery, the home address assignment and the bootstrapping of a security association between the UE and the PDN GW via the FA.

8.2.2.1
General
The Mobile IPv4 initial attach is performed by the UE to establish a Mobile IPv4 connection with the node acting as home agent. The initial attach involves the following procedures:

-
Discovery of the home address. The UE needs to discover the IPv4 address of the node acting as home agent.
-
IPv4 home address assignment. The UE needs to be assigned an IPv4 address to be used as home address in Mobile IPv4 FA mode. The home agent is responsible of assigning the home address to the UE.
-
Security association establishment. The UE needs to establish a security association with the node acting as home agent in order to secure the Mobile IPv4 signalling. This procedure usually consists in a shared key verification and is performed via Mobile IPv4 signalling.
Editor's note: Details of the security association establishment are FFS.

8.2.2.2
UE procedures

When the UE has attached to the non-3GPP access network, it may send a Mobile IPv4 Agent Solicitation as specified in draft-ietf-mip4-rfc3344bis [23].
As soon as it receives a Mobile IPv4 Agent Advertisement from a foreign agent, the UE shall send a Registration Request (RRQ) to the foreign agent as specified in [23]. The source address shall be the unspecified address (i.e. 0.0.0.0). The Home Address field shall include the unspecified address. Bits S (simultaneous binding) and D (decapsulation by mobile node) shall be cleared, while bit T (reverse tunneling) shall be set to request reverse tunnelling. The UE shall also include the NAI extension as specified in IETF RFC 2794 [24].
If the UE already knows the IP address of the PDN GW (e.g. when the PDN GW address is pre-configured) the UE shall include that IP address in the Home Agent field. 

If the UE does not know the IP address of the PDN GW, it shall include the unspecified address in the Home Agent field.

Editor's note: It is FFS how the RRQ is authenticated and which extensions shall be included by the UE.
When the UE receives a Registration Reply from the foreign agent, it shall perform the validity checks and process the message as specified in draft-ietf-mip4-rfc3344bis [23]. After receiving a successful Registration Reply, the UE shall store the home agent address and the home address and may start sending data using the home address.
8.2.2.3
Foreign agent procedures

When the foreign agent receives a Mobile IPv4 Agent Solicitation it shall send to the UE a Mobile IPv4 Agent Advertisement as specified in draft-ietf-mip4-rfc3344bis [23]. The Mobile IPv4 Agent Advertisement shall include only the Mobility Agent Advertisement Extension. 

The foreign agent should send an unsolicited Mobile IPv4 Agent Advertisement when it receives a trigger that a new UE has attached to its link. In this case the destination address of the Mobile IPv4 Agent Advertisement shall be the "limited broadcast" address (i.e. 255.255.255.255). 

For both solicited and unsolicited Mobile IPv4 Agent Advertisements, the following bits in the Mobility Agent Advertisement Extension shall be set: R (registration required), F (foreign agent) and T (reverse tunneling) (see draft‑ietf-mip4-rfc3344bis [23]).

When the foreign agent receives a RRQ from the UE, it shall process it as specified in draft-ietf-mip4-rfc3344bis [23] and 3GPP TS 29.803 [13]. 

If the RRQ is accepted by the network, the foreign agent shall send to the UE a Registration Reply (RRP) as specified in draft-ietf-mip4-rfc3344bis [23].

Editor's note: It is FFS how the RRP is authenticated and which extensions shall be included by the foreign agent.
8.2.3
Mobile IP handover

Editor's note: This subclause will describe the procedures needed when the UE performs a Mobile IP handover over S2a reference point.

8.2.3.1
General

8.2.3.2
UE procedures

8.2.3.3
Foreign agent procedures

8.2.4
Mobile IP deregistration
Editor's note: This subclause will describe the procedures needed when the Mobile IP connection over S2a reference point is released, either due to a detach of the UE from the network or due to a Mobile IP "returning home" event. 

8.2.4.1
General

8.2.4.2
UE procedures

8.2.4.3
Foreign agent procedures

8.3
Mobility management based on PMIPv6
Editor's note: This subclause is a placeholder for CT1 aspects of mobility management based on PMIPv6. According to 3GPP TS 23.402 [12] this protocol can be used in the network for trusted and untrusted non-3GPP access (reference point S2a or S2b, respectively). Currently no direct impact on the UE and correspondingly no CT1 aspects are identified.

8.4
Mobility management based on DSMIPv6
Editor's note: This subclause will contain a description of the CT1 aspects of mobility management using DSMIPv6. According to 3GPP TS 23.402 [12] the UE can select this protocol for trusted and untrusted non-3GPP access and 3GPP access (reference point S2c).

8.4.1
Mobile IP initial attach

Editor's note: This subclause will describe the procedures related to the PDN GW address discovery, the home address assignment and the bootstrapping of a security association between the UE and the PDN GW when S2c reference point is used.

8.4.1.1
General

The DSMIPv6 initial attach is performed by the UE to establish a DSMIPv6 connection with the node acting as home agent. This is also known as the bootstrapping procedure as the UE establishes a security association with the home agent. The initial attach involves the following procedures:

-
Discovery of the home agent address. The UE needs to discover the IPv6 address of the node acting as home agent.
-
Security association establishment. The UE needs to establish a security association with the node acting as home agent in order to secure the Mobile IPv6 signalling.
Editor's note: It is FFS if IKEv2/IPsec (RFC 4877 [18]) or RFC 4285 [19] will be used to secure MIPv6 signalling.

-
IPv6 home address assignment. The UE needs to be assigned an IPv6 address to be used as home address in DSMIPv6. The home agent is responsible of assigning the home address to the UE.
-
IPv4 home address assignment. Optionally, a dual-stack UE can also request to be assigned an IPv4 home address to be used for IPv4-only applications. The home agent is responsible of assigning the IPv4 home address to the UE.
8.4.1.2
UE procedures
8.4.1.2.1
Discovery of the home agent address

The first procedure the UE needs to perform for DSMIPv6 registration is the discovery of the node acting as the home agent.

The UE can discover the IP address of the PDN GW in one of the four following ways:

-
via DNS;

-
via attach procedure for E-UTRAN access;
-
via IKEv2 during tunnel setup to ePDG for untrusted non-3GPP accesses;

-
via DHCPv6.

Editor's note: It is FFS under which conditions the above methods can be used.

A UE performing PDN GW discovery based on DNS shall support the implementation of standard DNS mechanisms. As specified in draft-ietf-mip6-bootstrapping-split [20], the UE shall perform either a DNS lookup based on the home agent name or a DNS query for a SRV record.

In the former case the UE constructs a DNS request, by setting the QNAME to the configured FQDN. If a home agent has both an IPv4 and an IPv6 address, the corresponding DNS record should be configured with both 'AAAA' and 'A' records. Accordingly the DNS reply will contain 'AAAA' and 'A' records.

Editor's note: It is FFS how the FQDN is constructed from available information. The APN and well-known strings (e.g. "homeagent") may be used for this purpose.

Alternatively the UE performs a DNS query for a SRV record, as specified in RFC 2782 [21]. For this purpose it constructs a request with QTYPE set to SRV and QNAME based on a concatenation of the string specified in draft-ietf-mip6-bootstrapping-split [20] and an FQDN including the Network Identifier and the Operator Identifier.

Editor's note: The exact method to construct the QNAME in case QTYPE is set to SRV is FFS.

8.4.1.2.2
Security association establishment and home address assignment

Once the UE has discovered the IP address of the PDN GW, it shall establish a security association with it. During this procedure the UE may also obtain an IPv6 home address.

Editor's note: It is FFS if the security association establishment procedure involves explicit signalling messages. 

Editor's note: The details of IPv6 home address assignment are FFS.

After establishing a security association, the UE shall send a Binding Update message as specified in IETF RFC 3775 [25] and draft-ietf-mip6-nemo-v4traversal [11] in order to register its home address and care-of address at the PDN GW.

If there is IPv6 connectivity in the access network, the UE shall send the Binding Update message to the IPv6 address of the home agent. In this Binding Update message the H (home agent) and A (acknowledge needed) bits shall be set.

Editor's note: It is FFS if the Alternate Care-of Address option can be used by the UE to indicate a care-of address different from the source address of the IPv6 packet.

If there is only IPv4 connectivity in the access network, the UE shall send the Binding Update as follows (see draft-ietf-mip6-nemo-v4traversal [11]): the IPv6 packet, with the home address as the Source Address, shall be encapsulated in UDP; the UE shall include the IPv4 care-of address as the Source Address of the outer IPv4 packet and the home agent IPv4 address as the Destination Address of the outer IPv4 packet. The UE shall also include the IPv4 Care-of Address option containing the IPv4 care-of address. In this Binding Update message the H (home agent) and A (acknowledge needed) bits shall be set.
If the UE wants to request also an IPv4 home address, the UE shall include an IPv4 Home Address option with the unspecified address in the Binding Update message, as defined in draft-ietf-mip6-nemo-v4traversal [11].

When the UE receives the Binding Acknowledgement from the PDN GW, it shall validate it based on the rules described in IETF RFC 3775 [25] and draft-ietf-mip6-nemo-v4traversal [11]. If the Binding Acknowledgement contains a successful status code, the UE shall create an entry for the registered home address in its Binding Update List and may start sending packets containing its IPv6 home address: the formats of the data packets depend on the connectivity type available in the access network and are specified in IETF RFC 3775 [25] and draft-ietf-mip6-nemo-v4traversal [11].

If the Binding Acknowledgment contains an IPv4 Address Acknowledgement option indicating success, the UE shall create two entries in its Binding Update List, one for the IPv6 home address and another for the IPv4 home address. The UE may then send data traffic either with the IPv6 home address or with the IPv4 home address. The details of the data packets formats based on the connectivity type available in the access network are specified in IETF RFC 3775 [25] and draft-ietf-mip6-nemo-v4traversal [11]. If the Binding Acknowledgement contains the NAT Detection option, the UE shall tunnel data packets in UDP and IPv4 as described in draft-ietf-mip6-nemo-v4traversal [11].

8.4.1.3
PDN GW procedures
Editor's note: The details of the security association establishment and IPv6 home address assignment procedures are FFS. 

When the PDN GW receives a Binding Update message from the UE, it shall validate it as described in IETF RFC 3775 [25]. If the PDN GW accepts the Binding Update message, it shall create a new entry in its Binding Cache for UE, marking it as a home registration. The lifetime of this Binding Cache entry is set based on operator's policies. The PDN GW shall not perform a Duplicate Address Detection on the IPv6 home address of the UE. Then the PDN GW shall send a Binding Acknowledgement as specified in IETF RFC 3775 [25].

If the Binding Update contains an IPv4 Home Address option with the unspecified IPv4 address, the PDN GW shall assign an IPv4 home address to the UE, including an IPv4 Address Acknowledgement option in the Binding Acknowledgement message, as specified in draft-ietf-mip6-nemo-v4traversal [11]. 

If in the received Binding Update the IPv4 care-of address in the IPv4 Care-of Address option is not the same as the IPv4 address in the Source Address in the outer IPv4 header then a NAT was in the path. This information shall be included in the Binding Acknowledgement within a NAT Detection option with the F bit set. In this case the PDN GW shall tunnel Binding Acknowledgement over UDP.

When the Binding Cache entry is created for the UE, the PDN GW shall tunnel all packets destined to the IPv6 home address and all packets destined to the IPv4 home address (if present) to the UE's care-of address. The tunnelling method depends on the type of care-of address and is specified in draft-ietf-mip6-nemo-v4traversal [11] and IETF RFC 3775 [25].

8.4.2
Mobile IP handover

Editor's note: This subclause will describe the procedures needed when the UE performs a Mobile IP handover over S2c reference point.

8.4.2.1
General

The DSMIPv6 handover procedure is performed by the UE to update its care-of address at the PDN GW after a movement between two different accesses which implies a change of the local IP address (e.g. a movement from a 3GPP to a non-3GPP access). When this procedure takes place, the UE has already a valid registration at the home agent, which implies that the PDN GW has an entry in its Binding Cache for that UE and a security association to secure DSMIPv6 signalling is in place between the UE and the PDN GW. 

The procedure involves the exchange of a Binding Update and a Binding Acknowledgement between the UE and the PDN GW. For the handover procedure the UE does not need to discover the PDN GW address or set up a security association with it, as these steps are part of the initial attach procedure described in subclause 8.4.1 which is assumed to be already performed.
8.4.2.2
UE procedures

Following a change of access, the UE configures a new IP address on the target access system. The details of IP address configuration can be access specific. 

Editor's note: It is FFS how the UE detects a movement. It is FFS how the IP address can be configured while in the source access system (i.e. optimized handover).
If the access network supports IPv6, as soon as the UE has configured a new IPv6 address, it shall send a Binding Update to the PDN GW including the newly configured IP address as the care-of address. The UE shall always include the IPv6 home address in the Binding Update as specified in IETF RFC 3775 [25]. 

Editor's note: It is FFS if the Alternate Care-of Address option can be used in the Binding Update.
If the UE has been assigned also an IPv4 home address and wants to update also the binding for it, it shall include the IPv4 Home Address option including the assigned IPv4 home address. 

If the UE does not have an IPv4 home address but wants to configure one, it shall include the IPv4 Home Address option with the unspecified address. 

If the access network supports only IPv4, as soon as the UE has configured a new IPv4 care-of address, the UE shall send a Binding Update tunnelled in UDP as specified in draft-ietf-mip6-nemo-v4traversal [11]. 
8.4.2.3
PDN GW procedures

When the PDN GW receives a Binding Update from the UE, it shall update the Binding Cache entry related to the home address included in the Binding Update.
If the Binding Update is an IPv6 packet, the PDN GW shall update the Binding Cache entry with the care-of address is in the Source Address of the IPv6 header. 

If the Binding Update outer header is an IPv4 header, the PDN GW shall update the Binding Cache entry with the care-of address in the IPv4 Care-of Address option. 
If in the received Binding Acknowledgment the IPv4 care-of address in the IPv4 Care-of Address option is not the same as the IPv4 address in the Source Address in the outer IPv4 header then a NAT was in the path. This information shall be included in the Binding Acknowledgement within a NAT Detection option with the F bit set. In this case the PDN GW shall tunnel Binding Acknowledgement over UDP.

If the Binding Update contains an IPv4 Home Address option with an IPv4 home address previously assigned, the PDN GW shall update also the Binding Cache entry related to the IPv4 home address to the UE. In any case, the Binding Acknowledge shall always contain the IPv6 home address of the UE in the routing header.
If the Binding Update contains an IPv4 Home Address option with the unspecified IPv4 address, the PDN GW shall assign an IPv4 home address to the UE, including an IPv4 Address Acknowledgement option in the Binding Acknowledgement message. In any case, the Binding Acknowledge shall always contain the IPv6 home address of the UE in the routing header.
8.4.3
Mobile IP deregistration
Editor's note: This subclause will describe the procedures needed when the Mobile IP connection over S2c reference point is released, either due to a detach of the UE from the network or due to a Mobile IP "returning home" event.
8.4.3.1
General

8.4.3.2
UE procedures

8.4.3.3
PDN GW procedures

9
Inter-system mobility between E-UTRAN and other access networks

Editor's note: This clause will contain a description of the aspects of inter-system mobility between E-UTRAN and other access networks that are relevant for CT1. None of the text within this section shall be transferred directly to any specification unless explicitly stated.

9.1
General

Editor's note: This subclause will contain general information about inter-system mobility between E-UTRAN and other access networks.

9.2
Inter-system mobility between E-UTRAN and GERAN/UTRAN

Editor's note: This subclause will contain a description of aspects of inter-system mobility between E-UTRAN and GERAN/UTRAN relevant for CT1.

9.3
Inter-system mobility between E-UTRAN and non-3GPP access networks

Editor's note: This subclause will contain a description of aspects of inter-system mobility between E-UTRAN and non-3GPP access networks, as far as relevant for CT1 and not already covered by clause 8.

9.3.1
General
9.3.2
Optimized Handover between E-UTRA and cdma2000 HRPD

9.3.2.1
General

Editor's note: general procedural description could be added.
The purpose of the procedure is to minimise the total service interruption time experienced at the UE, by allowing the UE to attach and perform service activation (in the case of E-UTRAN) or to perform a session configuration or traffic allocation request (in the case of HRPD) in the target access system before leaving the source access system.

9.3.2.2
Optimized Active Handover from E-UTRA to cdma2000 HRPD

Editor's note: This subclause will contain a procedural description of the optimized HO aspects, including the Pre-registration towards HRPD network, while attached to E-UTRA network. These procedures are exchanged between the UE and MME.
9.3.2.2.1
Pre-registration procedure

Editor's note: This subclause is FFS.
9.3.2.3
Optimized Active Handover from cdma2000 HRPD to E-UTRA

Editor's note: This subclause will contain a procedural description of the optimized HO aspects, including the Pre-registration towards E-UTRA network, while attached to HRPD network. These procedures are exchanged between the UE and MME.
9.3.2.3.1
Pre-registration procedure

The UE initiates the pre-registration procedure based on defined triggers (it is FFS which triggers will be used).

Editor's note: The pre-registration procedure is FFS.

The messages exchanged between UE and MME will be tunnelled over the S101 interface.
10
SAE impact on services, network functions and capabilities

10.1
Security

Editor's note: This clause will contain a description of security aspects relevant for CT1. None of the text within this section shall be transferred directly to any specification unless explicitly stated.

10.1.1
Security for E-UTRA
10.1.1.1
General
Security for the NAS signalling is terminated in the UE and in the MME. The security protection for the NAS signalling includes ciphering and integrity protection.

Security for the user plane, as well as for AS signalling, is terminated in the UE and in the E-UTRAN. 

The keys for NAS signalling security and user plane security are agreed between MME and UE by means of an authentication and key agreement procedure. 

According to the current working assumptions in SA3:

-
the UMTS AKA mechanism will be used for authentication and key agreement between MME and UE. This mechanism achieves mutual authentication by the user and the network. For a description of the UMTS AKA mechanism and its use for UTRA security see 3GPP TS 33.102 [5];

-
for E-UTRA security the UE shall have a UICC inserted and an activated USIM application. E‑UTRA security is based on the existing USIM application.
10.1.1.2
NAS security mode command set-up procedure for E-UTRA

In order to provide NAS signalling security there is a NAS security function in both the UE and the MME that performs integrity/replay protection as well as enciphering/deciphering of NAS signalling messages.

Editor's note: It is FFS whether the NAS security function is an integral part of the NAS protocol layer, a lower sublayer of the NAS protocol layer or a separate protocol layer below the NAS protocol layer.

There are separate security mode command (SMC) set-up procedures for the Access Stratum (AS) between UE and eNodeB and for the Non-Access Stratum (NAS) between UE and MME. The message signalling flow in figure 10.1.1.2.1 shows the NAS security mode command set-up procedure on a high level in case of e.g. power on/attach or tracking area updating.
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Figure 10.1.1.2.1: NAS security mode command set-up procedure for E-UTRA

Editor's note: The exact outline of the NAS security mode command procedure is FFS. It should be studied whether the UMTS AKA and the SMC set-up procedures could be combined in order to save message round trips and to reduce the time for the UE to get access to the system.

Before step 3 the MME selects the NAS ciphering algorithm to be used, based on information on supported NAS algorithms received from both the UE and the eNodeB (appended by S1AP). At that stage the MME also prepares for the receipt of ciphered NAS signalling messages and starts the NAS integrity protection function which applies to the NAS Security Mode Command message in step 3. When this message is received by the UE, the UE starts integrity and ciphering/deciphering. This means that the Security Mode Complete message in step 4 is both integrity protected and ciphered. When the MME receives this message, it starts the ciphering function.

Other functions related to E-UTRA security and the NAS security mode command procedure in particular that need to be considered are, e.g.:

-
NAS encryption/integrity algorithm change at MME relocation (this may need to be handled due to different MMEs being at varying "upgrade" levels);

-
Renewal of NAS ciphering key and NAS integrity key triggered by the network (SQN wraparound or keys been too long in UE);

-
Renewal of entire key hierarchy based on AKA re-run;

-
Activation of new keys (when to start using the new keys); and
-
Detection/repair of NAS ciphering key and NAS integrity key out of synch errors or SQN out of synch errors.

10.1.2
Security for non-3GPP access

10.1.2.1
Security for untrusted non-3GPP access

10.2
Quality of service and bearer control (E-UTRAN only)
Editor's note: This clause will contain a description of QoS and bearer control aspects relevant for CT1. None of the text within this section shall be transferred directly to any specification unless explicitly stated.

10.2.1
EPS bearer concept
The overall EPS bearer concept is described in 3GPP TS 23.401 [2]. An EPS bearer is a logical aggregate of one or more service data flows (SDFs), described in 3GPP TS 23.203 [3], running between a UE and a PDN GW. Basically, there are two types of EPS bearers:

-
dedicated bearers
-
default bearers.
A dedicated bearer can either be a GBR bearer or a non-GBR bearer. A default bearer can only be a non-GBR bearer.

The EPS bearer concept for E-UTRA is similar to the PS bearer concept from 3GPP Rel-7. Though, one exception is that the notion of a RAB (Radio Access bearer) does not exist any longer in case of E-UTRA. For S5/S8 based on GTP-u, there is a one-to-one mapping between a Radio Bearer (RB), an S1 Bearer and an S5/S8 Bearer for a specific EPS bearer.

10.2.2
QoS concept

In Rel-7, the possibility for operator controlled QoS was introduced where the network can initiate bearers for services requiring specific QoS by requesting PDP contexts to be established by the network-initiated secondary PDP context activation procedure. Also, the concept of uplink packet filters was introduced. For Rel-8, the EPC/E-UTRAN QoS profile is simplified to only contain a few number of parameters compared to the current Rel-99 UMTS QoS profile. Depending on the type of service to be supported a suitable QoS profile is chosen. 
Editor's note: Signalling of QoS profiles and signalling for resource (bearer) establishment and resource reservation, including the direction of such signalling procedures, i.e. network initiated or UE initiated, is FFS. 
For an overall description of the EPS QoS concept, refer to 3GPP TS 23.401 [2].
10.2.3
Bearer level QoS parameters

Each EPS bearer (GBR and non-GBR) is associated with the following bearer level QoS parameters:

-
Label

-
Allocation and Retention Priority (ARP).

Each GBR bearer is associated with the following bearer level QoS parameters:

-
Guaranteed Bit Rate (GBR)

-
Maximum Bit Rate (MBR).

For each PDN connection the set of non-GBR bearers between the UE and this PDN is associated with the following bearer level QoS parameter:
-
Aggregate Maximum Bit Rate (AMBR).

10.3
Session management and bearer control procedures
10.3.1
General
The session management cooperates with the bearer control for the handling of the EPS bearer between UE and MME. The procedures for the handling of EPS bearers include procedures for activation, deactivation and modification of a bearer. This bearer can be either a default bearer or a dedicated bearer.

A default bearer is established when the UE connects to a PDN. The default bearer remains established throughout the lifetime of connection to this PDN.
Editor's note: It is FFS whether a default bearer can be established (or selected) in other procedure such as handover procedure from legacy network.
Editor's note: The establishment of additional default bearers when the UE connects to more than one PDN is FFS.
A dedicated bearer can be established to a PDN after the default bearer has been established. The dedicated bearer can be modified or released at any time. The establishment of a dedicated EPS bearer can be initiated by the network. 

The UE can request the network to allocate additional bearer resources. The network decides whether to fulfil this request by activating a new dedicated bearer or modifying an existing one. 

Editor’s note: It is FFS whether the UE uses a linked EPS bearer ID or an APN to indicate the PDN connection for which the additional bearer resources are requested. The linked EPS bearer ID can be the EPS bearer ID of an active default bearer or dedicated bearer.

10.3.2
Session management states
10.3.2.1
General
In this subclause the possible states of EPS bearer contexts in the UE and on the network side are described. Each EPS bearer context is associated with an individual state. 

Editor's note: For a UE supporting both E-UTRAN and UTRAN/GERAN the relationship between the ESM state machine described in the following subclauses and the SM state machine described in 3GPP TS 24.008 [4] is FFS. 

10.3.2.2
EPS bearer context states in the UE

10.3.2.2.1
BEARER CONTEXT INACTIVE

No EPS bearer context exists.

10.3.2.2.2
BEARER CONTEXT INACTIVE

The EPS bearer context is active in the UE.

Editor's note: The need for an additional state for the activation of a default bearer is FFS.

Editor's note: It is FFS how the activation of default bearers between the UE and multiple PDN GWs can be described by this state machine.

Editor's note: It is FFS how to describe the UE initiated bearer resource allocation by this state machine.
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Figure 10.3.2.2.2.1: The bearer context states in the UE (overview)
10.3.2.3
EPS bearer context states in the network

10.3.2.3.1
BEARER CONTEXT INACTIVE

No EPS bearer context exists.

10.3.2.3.2
BEARER CONTEXT ACTIVE PENDING
The network has initiated an EPS bearer context activation towards the UE.

10.3.2.3.3
BEARER CONTEXT ACTIVE
The EPS bearer context is active in the network.

10.3.2.3.4
BEARER CONTEXT INACTIVE PENDING
The network has initiated an EPS bearer context deactivation towards the UE.

10.3.2.3.5
BEARER CONTEXT MODIFY PENDING
The network has initiated an EPS bearer context modification towards the UE.
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Figure 10.3.2.3.5.1: The bearer context states in the network (overview)
10.3.3
Session management procedures

10.3.3.1
Dedicated bearer activation procedure

10.3.3.1.1
General
The purpose of the dedicated bearer activation procedure is to establish an EPS bearer context with specific QoS and TFT between the UE and the EPC. The dedicated bearer activation is initiated by the network, but may be requested by the UE by means of the UE requested bearer resource allocation procedure (see subclause 6.3.2.4).

10.3.3.1.2
Dedicated bearer activation initiated by the network
The MME shall initiate the dedicated bearer activation procedure by sending a SESSION MANAGEMENT CONFIGURATION REQUEST message, which is piggybacked in the Radio Bearer Setup Request to the UE.

The SESSION MANAGEMENT CONFIGURATION REQUEST message shall include an EPS bearer identity and a TFT.

NOTE:
The QoS is negotiated on layer 2 when the radio bearer is set up as part of the dedicated bearer activation procedure.

10.3.3.1.3
Dedicated bearer activation accepted by the UE
Upon receipt of the SESSION MANAGEMENT CONFIGURATION REQUEST message, the UE shall first check the received TFT before taking it into use and then send a SESSION MANAGEMENT CONFIGURATION ACCEPT message, which is piggybacked in the Radio Bearer Setup Response to the MME. The SESSION MANAGEMENT CONFIGURATION ACCEPT message shall include the EPS bearer identity.

The UE shall use the received TFT to apply mapping of uplink service data flows (SDF's) to the radio bearer.
10.3.3.1.4
Dedicated bearer activation not accepted by the UE
Upon receipt of the SESSION MANAGEMENT CONFIGURATION REQUEST message, the UE may reject the request from the MME by sending a SESSION MANAGEMENT CONFIGURATION REJECT message. The message shall include the EPS bearer identity and a cause value indicating the reason for rejecting the dedicated bearer activation request.

Editor's note: The reject cause values and the actions to be taken are FFS.
10.3.3.2
Dedicated bearer modification procedure

10.3.3.2.1
General
The purpose of the dedicated bearer modification procedure is to modify an EPS bearer context with a specific QoS and TFT. The dedicated bearer modification is initiated by the network in order to either modify the QoS, the TFT, or both.

NOTE:
QoS between EPS and UE is negotiated on layer 2 (S1AP and RRC) and does not affect the ESM entity. This implies that there is only a single NAS procedure for both the dedicated bearer modification with or without QoS update.

10.3.3.2.2
Dedicated bearer modification initiated by the network
The MME shall initiate the dedicated bearer modification procedure by sending a SESSION MANAGEMENT CONFIGURATION REQUEST message to the UE. The message shall include the EPS bearer identity and will be piggybacked in the Radio Bearer Modify Request in case the modification updates the QoS.

Editor's note:
It is FFS how SESSION MANAGEMENT CONFIGURATION REQUEST is sent if the modification does not update the QoS, but only the TFT.
The SESSION MANAGEMENT CONFIGURATION REQUEST message shall include an EPS bearer identity that identifies the bearer to be modified and a TFT.

10.3.3.2.3
Dedicated bearer modification accepted by the UE
Upon receipt of the SESSION MANAGEMENT CONFIGURATION REQUEST message, the UE shall first check the received TFT before taking it into use and then send a SESSION MANAGEMENT CONFIGURATION ACCEPT message to the MME. The message will be piggybacked in the Radio Bearer Modify Response in case the modification updates the QoS.
NOTE: When the UE accepts the dedicated bearer modification, the radio bearer may be modified with a new QoS.

Editor's note:
It is FFS how SESSION MANAGEMENT CONFIGURATION ACCEPT is sent if the modification does not update the QoS, but only the TFT.
The UE shall use the received TFT to apply mapping of uplink service data flows to the radio bearer.
10.3.3.2.4
Dedicated bearer modification not accepted by the UE
Upon receipt of the SESSION MANAGEMENT CONFIGURATION REQUEST message, the UE may reject the request from the MME by sending a SESSION MANAGEMENT CONFIGURATION REJECT message to the MME. The message shall include the EPS bearer identity and a cause value indicating the reason for rejecting the dedicated bearer modification request.

Editor's note: The reject cause values and the actions to be taken are FFS.
10.3.3.3
Dedicated bearer deactivation procedure

10.3.3.3.1
General
The purpose of the dedicated bearer deactivation procedure is to deactivate a dedicated EPS bearer. The dedicated bearer deactivation is initiated by the network.

10.3.3.3.2
Dedicated bearer deactivation initiated by the network

If a NAS signalling connection exists when the MME initiates the dedicated bearer activation, the ESM entity in the MME shall request the S1AP layer to deactivate the bearer towards the UE.

NOTE 1:
For performance reasons, the dedicated bearer deactivation procedure is performed without any peer-to-peer ESM signalling between the MME and the UE. Instead, it is handled by layer 2 S1AP and RRC signalling.

If no NAS signalling connection exists when the MME initiates the dedicated bearer activation, the ESM entity in the MME shall locally deactivate the EPS bearer towards the UE without any peer-to-peer ESM signalling between the MME and the UE.

NOTE 2:
The EPS bearer state can be synchronized between the UE and the MME at the next EMM-IDLE to EMM-CONNECTED transition, e.g. during a service request or tracking area updating procedure.
10.3.3.3.3
Dedicated bearer deactivation accepted by the UE

Upon receipt of an indication from the RRC layer that a radio bearer is released, the ESM entity in UE shall deactivate the related EPS bearer by removing the associated TFT and request the RRC layer to confirm the bearer deactivation to the MME.
10.3.3.4
UE requested bearer resource allocation procedure

10.3.3.4.1
General

The purpose of the UE requested bearer resource allocation procedure is for a UE to request the allocation of bearer resources for new service data flows. If accepted by the network, this procedure invokes either the dedicated bearer activation procedure or the dedicated bearer modification procedure.
10.3.3.4.2
UE requested bearer resource allocation procedure initiation

In order to request the allocation of bearer resources for new service data flows, the UE shall send a BEARER RESOURCE ALLOCATION REQUEST message to the MME. This message shall contain the requested QoS characteristics and the specific uplink and downlink Traffic Flow Template (TFT).

Editor's note: The SDF QoS parameters to be sent are FFS.

Editor's note: It is FFS if either APN information or linked EPS bearer identity information shall be included in the message.

10.3.3.4.3
UE requested bearer resource allocation procedure accepted by the network

Upon receipt of the BEARER RESOURCE ALLOCATION REQUEST message, the MME checks whether the bearer requested by the UE can be established.

If the bearer resource allocation requested is accepted by the network, the MME shall initiate either the dedicated bearer activation procedure or one of the dedicated bearer modification procedures.

10.3.3.4.4
UE requested bearer resource allocation procedure not accepted by the network

If the bearer resource allocation requested cannot be accepted by the network, the MME shall send a BEARER RESOURCE ALLOCATION REJECT message to the UE. The message shall contain a cause value indicating the reason for rejecting the UE requested bearer resource allocation.

Editor's note: The reject cause values and the actions to be taken are FFS.

10.4
NAS signalling transport (E-UTRAN only)
In GPRS, procedures related to GMM, SM and RAB setup are performed independently of each other.

In EPS, in order to reduce the time and number of signalling necessary, there have been enhancements to these signalling flows, e.g. there are impacts on the attach and dedicated EPS bearer establishment procedures compared to GPRS.
For the attach procedure, at least the following messages should be considered for piggybacked transport in the radio bearer messages:

-
Attach Accept (S-TMSI, etc.);
-
Session Management Configuration (e.g. PDN Address).

For the dedicated EPS bearer establishment procedure, at least the following message should be considered for piggybacked transport in the radio bearer messages:
-
Session Management Configuration (e.g. UL filter).

Editor's note: The lists of procedures and messages for each procedure to be considered for piggybacked transport are not intended to be complete.

10.5
MBMS

Editor's note: This clause will contain a description of MBMS aspects relevant for CT1. None of the text within this section shall be transferred directly to any specification unless explicitly stated.

10.6
SDoUE

Editor's note: This clause will contain a description of the aspects of "Selective disabling of UE capabilities (SDoUE)" relevant for CT1. None of the text within this section shall be transferred directly to any specification unless explicitly stated.

10.7
Network sharing

Editor's note: This clause will contain a description of network sharing aspects relevant for CT1. None of the text within this section shall be transferred directly to any specification unless explicitly stated.

10.8
Charging

Editor's note: This clause will contain a description of charging aspects relevant for CT1. None of the text within this section shall be transferred directly to any specification unless explicitly stated.

10.9
Trace

Editor's note: This clause will contain a description of trace aspects relevant for CT1. None of the text within this section shall be transferred directly to any specification unless explicitly stated.
10.10
Impact on the IM CN subsystem

10.10.1
Impact on 3GPP TS 24.229
New IP-CAN technologies are created, currently identified as EPS, and as new access technologies using mobile IP, for each of which the following will need to be studied and specified:

1)
creation of a new annex within 3GPP TS 24.229 [6] for each new access technology, suitably referenced from subclause 3A and subclause 9.2.2 of 3GPP TS 24.229 [6]. This annex will detail the following (using the same layout as other access technology specific annexes):

-
specific procedures of the access technology signalling relating to access to the IM CN subsystem including:

a)
application of IP flows to signalling and media of the IM CN subsystem, and the creation of those required flows;

NOTE:
If priority mechanisms are required for signalling flows, then these mechanisms will have to be defined elsewhere. 

b)
mechanisms for obtaining the P-CSCF address;

c)
any constraints on modification of IP flows;

d)
any requirements for reestablishment of signalling IP flows;

e)
any requirements for session management procedures;

f)
any requirements for mobility management procedures;

g)
any requirements for cell selection and lack of coverage;

h)
requirements on IP flows for media, including activation, modification by the UE or the network;

i)
any special requirements for forked responses;

-
special provisions for the support of emergency calls in the IM CN subsystem, in particular in regard to allowing the UE to discover whether it is attached to the home network;

-
access technology specific usage of SIP including:

a)
whether the UE includes the P-Access-Network-Info header in requests and responses or not;

b)
how the P-CSCF detects that requests are destined for a PSAP in this specific access technology;

2)
Assignment of new values in the P-Access-Network-Info header field; 

3)
Assignment of appropriate extensions to the access-network-charging-info parameter in the P-Charging-Vector header field;

4)
Whether SigComp applies to this access technology or not;

5)
Whether SIP signalling timer values are modified for this access technology or not.

10.11
Service continuity between E-UTRAN and the CS domain

Editor's note: This subclause will contain a description of the NAS aspects of service continuity between E-UTRAN and the CS domain ("single radio VCC") relevant for CT1.

10.12
Home cell deployments
10.12.1
General

10.12.1.1
Introduction

A home cell deployment is a single eNodeB used in a home or a small group of cells e.g. in a campus deployment. Typically, access to home cells is restricted to particular subscribers.
10.12.1.2
Working assumptions for all home cell deployment options

-
Tracking area update reject messages alone cannot be used to control access to home cells.

-
A UE must be prevented from attempting to access a home cell if the UE is not a member of the home cell.

-
It is not practical to use a forbidden list to control access to home cells because of the need to allow for a very large number of home cells within a single network.

-
A home cell must identify itself as a home cell by broadcasting a one bit flag.
-
UE access to home cells will be controlled by a white list of home cell identifiers stored in the UE.

Editor's note: Subclauses of 10.12 from 10.12.2 onwards contain solution options for home cell deployments, with one self‑contained option per subclause.
10.12.2
Option A

10.12.2.1
Introduction

A closed subscriber group (CSG) is a tracking area that consists of a cell or group of cells to which access is restricted to a defined group of users. Idle and Active mobility procedures are optimized to avoid UE battery inefficiencies when a UE is not allowed to use a cell.
NOTE:
A CSG is not limited to the deployment of a single cell in a home, it can also be a campus deployment of multiple cells.
10.12.2.2
Definitions related to CSGs

Allowed CSGs List: A list stored in the UE of tracking area codes that belong to CSG cells. A UE is able to access only those CSG cells that have a tracking area code in this list.
Closed Subscriber Group (CSG): A collection of one or more cells that have a common tracking area identifier and indicate that they are closed, i.e. CSG cells.
Current Registration Area: an area represented by the cells identified by the Mobility List stored in the UE.
Mobility List: A list stored in the UE of tracking area codes that belong to tracking areas and CSG cells that the UE can access without performing a tracking area updating procedure.
10.12.2.3
Abbreviations related to CSGs 

CSG
Closed Subscriber Group
10.12.2.4
Impact of CSGs on Registration Areas in the EPS 

Within the EPS, a registration area is defined as a set of tracking areas and each of these tracking areas consists of one or more cells that cover a geographical area. A single cell can only belong to a single tracking area or a single Closed Subscriber Group (CSG). Tracking areas cannot overlap each other. CSGs cannot overlap each other. Within the EPS, the concept of "registration to multiple tracking areas" applies:

-
A tracking area identifier or closed subscriber group identifier is broadcast in a cell, and in both cases is identified by a Tracking Area Code (TAC) and a PLMN identifier. In case of a shared network, a single TAC and multiple PLMN identifiers are broadcast.
-
An indication is broadcast on each cell indicating whether the TAC is an identity of a tracking area or of a closed subscriber group.

Editor's note:
The structure and coding of the TAC is FFS.

-
In order to reduce the tracking area update signalling within the EPS, the MME can assign several tracking areas and CSGs to the UE.
-
The MME may indicate to the UE the identities of the CSGs to which it is subscribed. (Also, if the UE is not in a geographic region close to any of its CSGs, the MME need not indicate the CSGs). The UE shall treat all CSG cells where the UE does not belong to the associated CSG as though they are NOT a suitable cell as defined in 3GPP TS 23.122 [22].
-
The working assumption is that the allowed CSG list shall be stored in the UICC and, as an implementation option, can be stored additionally in the ME. If the ME detects that the UICC has been changed, the access list will be deleted from the ME. At the switch-on the UE searches for a suitable cell belonging to the public TAs and to the CSG TAs stored in the UICC. 

Editor's note: for the decision where to store the allowed CSG list the following points should be taken into account:
-

how quickly CSG cells must be found at power on; 

-
whether it is required to maintain the list when moving the UICC between terminals; 

-
whether EPS requires other modification of the UICC; and

-
the number of entries there will be in a white list.

-
The MME shall indicate to a UE whether a TAC is an identity of a CSG or of a tracking area. If the TAC is a CSG identity, the UE shall add this identity to the Allowed CSGs List.

-
The UE considers itself registered to a list of tracking areas stored in its Mobility List and does not need to trigger tracking area update other than periodic tracking area update as long as it stays in the Current Registration Area i.e. a cell that has one of the tracking area codes in the Mobility List stored in the UE.
-
The MME shall indicate to the UE whether or not a CSG to which the UE is subscribed belongs to the Current Registration Area assigned to the UE, and if it does the UE shall add this identity to its Mobility List, and the UE shall not trigger tracking area update when entering the CSG.

Editor's note: the maximum number of tracking areas and CSGs which can be allocated per UE needs to be defined.

-
The MME shall derive the CSG TA Identifier from the Cell Global ID of the serving cell included in the message containing the service request received from the eNodeB (e.g. S1AP Initial UE message). The MME shall check if the CSG TA identifier belongs to the ones subscribed by the UE. In case the CSG TA identifier doesn't match with the subscribed ones, then the MME shall reject the service request procedure initiated by the UE. 

Editor's note: For this purpose, the definition of a new reject cause for the service request procedure should be investigated.

-
The NAS may use the CSG TA identifier, extracted from the message received by the eNodeB carrying the service request message (e.g. S1AP Initial UE message), for charging purposes.
Editor's note: the maximum number of tracking areas and CSGs which can be allocated per UE needs to be defined.

-
The UE will consider its Mobility List as valid, until it receives a new list from the network (e.g. in the next normal tracking area update or periodic tracking area update or it is commanded by the network to delete the Mobility List). If the tracking area update request is accepted, the MME shall provide at least one entry in the Mobility List.
-
The UE will consider its Allowed CSGs List as valid until it receives a new list in the next normal tracking area update or periodic tracking area update or it is commanded by the network to delete all TACs in the Allowed CSGs List.
-
The MME allocates only one temporary identity (S-TMSI) to the UE, even if the UE has more than one TAC in its Mobility List.
-
When necessary, the MME shall initiate paging of the UE in all cells of all tracking areas and all CSGs in the Current Registration Area. Cells that belong to a CSG must be part of the same MME pool.
10.12.2.5
Option A open issues for tracking area update procedure

1)
First time access to a CSG may require a forced tracking area update. The UE and network impact of this needs to be studied and reflected in the specifications, e.g. UE MMI dependencies, and limiting the frequency of forced updates.
2)
Forbidden lists are cleared at power down. CT1 should decide whether the Allowed CSG List is to be cleared at power down. One possibility is to keep only the CSGs that are also in the Mobility List.
3)
CT1 should decide whether the same solution applies to single-cell home and multiple-cell campus deployments.

4)
It must be possible for subscribers to control whether they are added to a closed subscriber group.
10.12.2.6
Option A open issues for service request procedure

1)
The signalling sent by the eNodeB to the MME tunnelling the service request procedure shall contain the Cell Global ID of the cell where the UE is trying to start a service request procedure.

2)
The MME shall be able to check the CSG TA identifier received with the service request message with the subscribed CSG TA identifiers.
3)
In case the access list is changed (e.g. due to subscription change), the procedure needed to align the access lists contained in the MME and in the UE is FFS.

Annex A (informative):
CT1 open issues for SAE topics
Editor's note: This annex is a place holder for open issue lists until they can be assigned to a subclause in the main body of the present technical report.
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