3GPP TS 24.383 V0.3.0 (2015-10)
Technical Specification

3rd Generation Partnership Project;

Technical Specification Group Core Network and Terminals;

Mission Critical Push To Talk (MCPTT) Management Object (MO)
(Release 13)
[image: image1.jpg]



[image: image2.png]=

A GLOBAL INITIATIVE




The present document has been developed within the 3rd Generation Partnership Project (3GPP TM) and may be further elaborated for the purposes of 3GPP..
The present document has not been subject to any approval process by the 3GPP Organizational Partners and shall not be implemented.
This Specification is provided for future development work within 3GPP only. The Organizational Partners accept no liability for any use of this Specification.
Specifications and Reports for implementation of the 3GPP TM system should be obtained via the 3GPP Organizational Partners' Publications Offices.

Keywords

<MCPTT[, keyword, …]>

3GPP

Postal address

3GPP support office address

650 Route des Lucioles - Sophia Antipolis

Valbonne - FRANCE

Tel.: +33 4 92 94 42 00 Fax: +33 4 93 65 47 16

Internet

http://www.3gpp.org

Copyright Notification

No part may be reproduced except as authorized by written permission.
The copyright and the foregoing restriction extend to reproduction in all media.

© 2015, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).

All rights reserved.
UMTS™ is a Trade Mark of ETSI registered for the benefit of its members

3GPP™ is a Trade Mark of ETSI registered for the benefit of its Members and of the 3GPP Organizational Partners
LTE™ is a Trade Mark of ETSI registered for the benefit of its Members and of the 3GPP Organizational Partners
GSM® and the GSM logo are registered and owned by the GSM Association

Contents

4Foreword

1
Scope
5
2
References
5
3
Definitions and abbreviations
5
3.1
Definitions
5
3.2
Abbreviations
5
4
MCPTT Management Object
6
5
MCPTT User Management Object parameters
6
5.1
General
6
5.2
Node: <x>
6
5.3
/<x>/Name
6
5.4
/<x>/Ext/
7
5.5
/<x>/PrivateCall
7
5.6
/<x>/PrivateCall/Manual
7
5.7
/<x>/PrivateCall/Auto
7
5.8
/<x>/PrivateCall/UserAuthorised
7
5.9
/<x>/PrivateCall/MaxDuration
8
5.10
/<x>/PrivateCall/HangTime
8
5.11
/<x>/PrivateCall/FailRestrict
8
5.12
/<x>/ImminentPerilCall
8
5.13
/<x>/ImminentPerilCall/Cancel
8
5.14
/<x>/EmergencyCall
9
5.15
/<x>/EmergencyCall/Authorised
9
5.16
/<x>/EmergencyCall/Cancel
9
5.17
/<x>/EmergencyAlert
9
5.18
/<x>/EmergencyAlert/Authorised
9
Annex A (informative): Management Object DDF
10
Annex B (informative): Change history
11
















Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

1
Scope
This document defines a Mission Critical Push-To-Talk (MCPTT) Management Object (MO). The management object is compatible with OMA Device Management protocol specifications, version 1.2 and upwards, and is defined using the OMA DM Device Description Framework as described in the Enabler Release Definition OMA-ERELD_DM-V1_2 [2].

Mission critical communication services are services that require preferential handling compared to normal telecommunication services, e.g. in support of police or fire brigade.

The MCPTT service can be used for public safety applications and also for general commercial applications (e.g., utility companies and railways).

The MCPTT MO consists of relevant parameters that are configured for the MCPTT Client for the operation of the MCPTT service using the provisioning protocol on the CSC-4 reference point. Other specifications define how these parameters are used in the operation of MCPTT, and whether they are applicable to on-network operation or off-network operation, or both. The provisioning protocol is not defined in this specification.
The MCPTT MO defines a repository of data into the ME.

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
OMA-ERELD-DM-V1_2-20070209-A: "Enabler Release Definition for OMA Device Management, Version 1.2".

3
Definitions and abbreviations
3.1
Definitions

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

ACL
Access Control List

DDF
Device Description Framework

DM
Device Management

MCPTT
Mission Critical Push To Talk
ME
Mobile Equipment

MO
Management Object

OMA
Open Mobile Alliance

4
MCPTT Management Object

The MCPTT Management Object (MO) is used to configure MCPTT Client behaviour for the MCPTT Service.

The Management Object Identifier is: urn:oma:mo:ext-3gpp-MCPTT:1.0.

Editor’s Note: [CT#93, C1-152965] The namespace specific string ext-3gpp-MCPTT:1.0 needs to be registered with OMNA.

Protocol compatibility: This MO is compatible with OMA DM 1.2.

The OMA DM ACL property mechanism (see OMA-ERELD-DM-V1_2 [2]) may be used to grant or deny access rights to OMA DM servers in order to modify nodes and leaf objects of the MCPTT MO.

The following nodes and leaf objects are possible under the MCPTT node as described in figure 4-1:
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Figure 4-1: The MCPTT Management Object
Editor’s Note: [CT1#94, C1-153755] Figure 4-1 needs up dating to reflect the changes to the MO

5
MCPTT User Management Object parameters

5.1
General

This clause describes the parameters for the MCPTT User Management Object (MO).

5.2
Node: <x>
	<x>

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	OneOrMore
	node
	Get
	

	
	This interior node acts as a placeholder for the MCPTT Management Object (MO).

For the MCPTT User MO shall be: "urn:oma:mo:oma-dm-mcptt:1.0"






-
Values: N/A

5.3
/<x>/Name

	Name

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	ZeroOrOne
	chr
	Get
	

	
	The Name leaf is a name for the MCPTT settings.






-
Values: <User displayable name>

5.4
/<x>/Ext/

	Ext

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	node
	Get, Replace
	

	
	The Ext is an interior node for where the vendor specific information about the MCPTT User MO is being placed.



Usually the vendor extension is identified by vendor specific name under the ext node and contains the vendor meaning application vendor, device vendor etc. The tree structure under the vendor identified is not defined and can therefore include one or more un-standardized sub-trees.




-
Values: N/A
5.5
/<x>/PrivateCall

	PrivateCall

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	ZeroOrOne
	node
	Get, Replace
	

	
	This interior node represents a container for Private Call configuration


5.6
/<x>/PrivateCall/Manual

	PrivateCall/Manual

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	ZeroOrOne
	bool
	Get, Replace
	

	
	This leaf node indicates authorisation to make a private call with manual commencement


When set to "true" the user is authorised to make a Private Call in Manual Commencement mode. 

5.7
/<x>/PrivateCall/Auto

	PrivateCall/Auto

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	ZeroOrOne
	bool
	Get, Replace
	

	
	This leaf node indicates authorisation to make a private call with automatic commencement


When set to "true" the user is authorised to make a Private Call in Automatic Commencement mode. 

5.8
/<x>/PrivateCall/UserAuthorised

	PrivateCall/UserAuthorised

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	OneOrMore
	chr
	Get, Replace
	

	
	This leaf node indicates a user which can be called in private call


The value shall be a SIP URI or TEL URI.

5.9
/<x>/PrivateCall/MaxDuration

	PrivateCall/MaxDuration

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	int
	Get, Replace
	

	
	This leaf node indicates Max private call duration


The MaxDuration time is in seconds. 

5.10
/<x>/PrivateCall/HangTime

	PrivateCall/HangTime

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	int
	Get, Replace
	

	
	This leaf node indicates Max hang time for private calls


The HangTime is in seconds. 

5.11
/<x>/PrivateCall/FailRestrict

	PrivateCall/FailRestrict

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	bool
	Get, Replace
	

	
	This leaf node indicates Authorisation to restrict notification of call failure reason for private call


When set to "true" the user is authorised to restrict notification of call failure reason for private call.

5.12
/<x>/ImminentPerilCall

	ImminentPerilCall

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	ZeroOrOne
	node
	Get, Replace
	

	
	This interior node is a placeholder for the imminent peril call policy


5.13
/<x>/ImminentPerilCall/Cancel

	ImminentPerilCall/Cancel

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	bool
	Get, Replace
	

	
	This leaf node indicates Authorisation to cancel an imminent peril call


When set to "true" the user is authorised to cancel an imminent peril call.

5.14
/<x>/EmergencyCall

	EmergencyCall

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	ZeroOrOne
	node
	Get, Replace
	

	
	This interior node is a placeholder for the emergency call policy


5.15
/<x>/EmergencyCall/Authorised

	EmergencyCall/Authorised

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	bool
	Get, Replace
	

	
	This leaf node indicates Authorisation to make an emergency call


When set to "true" the user is authorised to make an emergency private call.

5.16
/<x>/EmergencyCall/Cancel

	EmergencyCall/Cancel

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	bool
	Get, Replace
	

	
	This leaf node indicates Authorisation to cancel emergency priority in a private emergency call


When set to "true" the user is authorised to cancel an emergency priority in a private call.

5.17
/<x>/EmergencyAlert

	EmergencyAlert

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	ZeroOrOne
	node
	Get, Replace
	

	
	This interior node is a placeholder for the emergency alert policy


5.18
/<x>/EmergencyAlert/Authorised

	EmergencyAlert/Authorised

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	bool
	Get, Replace
	

	
	This leaf node indicates Authorisation to activate an emergency alert


When set to "true" the user is authorised to activate an emergency alert.
Annex A (informative):
Management Object DDF

This DDF is the standardized minimal set. A vendor can define it’s own DDF for the complete device. This DDF can include more features than this minimal standardized version. The DDF is included as an XML file.
Editor’s Note: [WI: CT1#94, C1-153754] The XML file will be generated using the DDF creator tool after the rapporteur implements the agreed changes.
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